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1 Getting Started with HP Demand
Management Configuration

Introduction o HP Demand Management

HP Demand Management is the HP Project and Portfolio Management Center
(PPM Center) product that automates your business processes. At the core of
this functionality are a flexible form builder and an integrated workflow engine
that let you digitize both simple and complex processes. HP Demand
Management works by capturing requests and processing them based on the
processes and business rules created for each type of request.

The process behind each request is modeled, automated, enforced, and
measured on your best-practice business processes. In addition, a detailed audit
trail helps you pinpoint problems quickly and supports regulatory compliance
requirements, such as segregation of duties (SOD), at both the role level and
the process step level.

Users complete a request form using a standard Web browser. Each type of
request has its own configurable form and an associated workflow that
determines what data must be captured and what process applied for
reviewing, evaluating, prioritizing, scheduling, and resolving the request.
Based on the workflow, the reviewer can assign the request to a person or team
for scheduling and delivery.

Notifications defined as part of the process can be activated at any step in the
process to indicate work is to be done, has not been done, is being escalated,
and so on. HP Demand Management includes the Web-based PPM Dashboard,
which delivers the right information to anyone with a browser.
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This document provides the details on how to configure an HP Demand
Management system using the PPM Workbench, and includes the information
you need to ensure that your requests follow your digitized business processes.
This chapter presents an overview of how you can configure HP Demand
Management to support your business processes.

HP Demand Management Concepts

14

To understand how HP Demand Management works, it is important that you
be familiar with the entities described in this section.

HP Demand Management Entities

The following four high-level PPM Center entities are associated with HP
Demand Management:

Request Header Types. Request header types are configuration entities
that determine the fields displayed in the Header section of the request
details page for requests of a given type.

Request Types. Request types are configuration entities that define the
structure, logic, and access control of request Web forms. HP Demand
Management includes such predefined system request types as the Bug
request type and Enhancement request type to serve as example
configurations.

Workflows. Workflows are another kind of HP Demand Management
configuration entity. A workflow is a digitized process composed of a
logical series of steps that define a business process. Workflow steps can
range in usage from reviews and approvals to performing migrations and
executing system commands.

Requests. Requests are transactional entities that represent the
fundamental work unit of the request resolution piece of HP Demand
Management. Users create requests and submit them to a resolution
process (workflow). The request contains all information typically required
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to complete a specific business process. The process that the request
follows is determined by the workflow assigned to it.

In addition to these configuration and transactional entities, HP Demand
Management involves the following entities:

e Contacts. Contacts contain business contact information (such as a
business card) about people who serve as points of reference for other HP
Demand Management entities, such as requests. A contact can refer to a
PPM Center user, but more likely represents a person outside of the
organization who may have some interest in the entity on which he is
referenced.

Because contact information does not represent a user account in PPM Center, a
) contact cannot access HP Demand Management unless that contact has a valid
PPM Center user account.

e Notification Templates. Notification templates are preconfigured,
parameterized email notification messages that you can use with the
various HP Demand Management entities, such as workflows and requests,
to automatically send email notifications of various events. You can also
create your own notification templates.

e Request Resolutions. Request resolution refers to the creation, processing,
and closing of requests. A request can be anything from a simple question
to a detailed report of a software defect.

Overview of a Simplified Demand Management Process

Figure 1-1 shows a simple four-step HP Demand Management process to
approve a release. The first step, Approve Release, is a decision workflow step
in which a user receives a release request. After the user manually approves the
release, the request process moves to the second step.

) Decision steps represent manual activities performed outside of PPM Center,
whereas execution steps represent actions that are automated through PPM Center.

In the second step, Assign Resource (a decision workflow step), a manager

manually assigns a resource to the release. Once a resource is assigned, the
step is completed and the process moves to the third step.

Getting Started with HP Demand Management Configuration 15



Figure 1-1. PPM Center components
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On the third step, Complete Request (a decision workflow step), the assigned
resource fulfills the request. The request then moves to the fourth and, in this
example, final step, Close (Success). This is an execution step at which the
release process automatically closes and notifies users the release was
successfully closed.

hS .

Overview of Configuring HP Demand Management
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HP Demand Management system configuration involves the following tasks:

Appendix A, Worksheets, on page 345 contains a series of worksheets to help you
gather the information required to build a HP Demand Management system.

Step 1: Gather process requirements

Before configuring an HP Demand Management system, you should collect
specific information concerning your process, the types of requests required,
and your contacts. For detailed information, see Chapter 2, Gathering Process
Requirements, on page 21.

Step 2: Configure workflows

Configuring the workflows that you assign to requests involves setting up the
required workflow steps (decision and execution steps), adding transitions
between the steps, and configuring notifications, security groups, segregation
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of duties, and so on for each step. For information about how to configure
workflows, see Chapter 3, Configuring Workflows, on page 47 and Chapter 7,
Configuring Workflow Components, on page 269.

Step 3: Configure request types

Request types gather and track the information required to perform workflow
steps. For information about how to configure request types, see Chapter 5,
Configuring Request Types and Request Header Types, on page 143.

Step 4: Configure contacts

Contacts are HP Demand Management users used as points of reference or
information by other HP Demand Management entities, such as requests. For
information about how to configure contacts, see Chapter 8, Configuring
Contacts, on page 303.

Step 5: Configure notification templates

Notification templates are preconfigured notification forms used with HP
Demand Management workflows and request types. Chapter 9, Configuring
Notification Templates, on page 307 presents detailed information on how to
create and configure notification templates.

Step 6: Configure user data fields

In addition to the fields defined for each type of request in request types and
request header types, you may want to define some additional, more global
fields for all request types. Creating user data is a convenient way to define
such global fields for HP Demand Management workflows and request types.
Chapter 10, Configuring User Data, on page 319 provides more information
about user data fields, including instructions on how to configure them.

Step 7: Configure your security and access requirements

Part of any process are the permissions required to perform various decision
steps. PPM Center controls access to perform these decisions through licenses
and access grants. For information about licenses and access grants, see the
Security Model Guide and Reference.

Getting Started with HP Demand Management Configuration 17
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When you're ready to deploy HP Demand Management: Educate your users

After your HP Demand Management system is configured and tested, train
your users on the new business process. The following offers some guidance
on how to prepare your HP Demand Management users:

e Basic HP Demand Management training. Make sure that each user
understands how to create, process, and report on requests.

e Process-specific training. Make sure that each user understands the new
process. Consider holding a formal meeting or publishing documents on
the workflow steps and requests.

e User Responsibilities. Make sure that every user understands their
receptive role in the process. For example, the QA team may be restricted
to only approving the testing phase of a release. You can use email
notifications that are part of HP Demand Management to communicate
information about user roles. Your notifications can be very detailed.
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Related Information

The following documents include additional information on how to configure
or use HP Demand Management:

Release Notes

HP Demand Management User’s Guide

Tracking and Managing IT Demand Configuration Guide
Tracking and Managing IT Demand User’s Guide
Commands, Tokens, and Validations Guide and Reference
HP Time Management User’s Guide

Open Interface Guide and Reference

Reports Guide and Reference

Security Model Guide and Reference

Creating Portlets and Modules

Customizing the Standard Interface

Getting Started

What’s New and What’s Changed

Multilingual User Interface Guide

HP-Supplied Entities Guide (includes descriptions of all HP Demand
Management portlets, request types, and workflows)

Getting Started with HP Demand Management Configuration 19
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2 Gathering Process Requirements

Overview of Gathering Process Requirements

This chapter presents an overview of the information to collect before you
configure an HP Demand Management process and guidance on how to collect
it. This information includes the steps to add to your workflows, the types of
requests your organization requires, and the contacts you might need. After
you collect this information, you can begin to configure your HP Demand
Management process.

The sections in this chapter cover the following topics:

e Defining workflows. What are the steps of your demand management
process (workflow)? Which steps require manual decisions (reviews and
approvals)? Which steps require automatic executions? (See Defining
Workflows on page 22.)

e Defining request types. What are you requesting? For detailed
information, see Defining Request Types on page 32.

e Defining contacts. What contacts are required? For detailed information,
see Defining Contacts on page 39.

e Defining notification templates. Is the correct notification template in
place? Does your process require a new notification template? For detailed
information, see Defining Notification Templates on page 40.

e Defining user data fields. Does your process require additional user
information to process correctly? For detailed information, see Defining
User Data Fields on page 41.
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Defining security and access. Who can submit requests? Who can receive
notifications? Who can approve the request at each step? For instructions
on how to configure security, see Defining Security and Access on page 42.

Defining Worktlows

22

A workflow is a digitized process in which a logical series of steps define the
path that the request follows. Workflow steps can range from reviews and
approvals to automatically updating a status or closing a workflow process.

Before you define a request workflow, you must first determine the objective
of the business process that you want the workflow to achieve. For example:

Do you want to design a simple approval process with little oversight or
supervision?

Do you want to design a business-wide bug-tracking system that has
intensive oversight and supervision?

Once you determine the objective of the business process, you can begin to
define the workflow itself. The basic workflow components are:

Workflow steps. Workflow steps are the events that link together to form
the process.

Transitions between workflow steps. Transitions between workflow
steps represent the outcome of one workflow step that leads to next
workflow step. Workflow steps can have more than one transition.

Security determines who can access a workflow step. Each workflow
step includes a list of who can access workflow step. Who can approve a
workflow step? Can only one user approve the workflow step? Can one of
several users approve the workflow step? Must multiple users approve the
workflow step?

Notification determines who hears about the workflow step and when
they hear about it. Each workflow step includes a list of users to be
notified about the workflow step.
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Gathering Information for Workflow Steps

Workflow steps are the events of the process. HP Demand Management
workflows can include the following types of steps:

e Decision steps. These are steps that require an external action (such as
review, approval, or coding) to determine outcome.

e [Execution steps. Execution steps perform work or actions, such as
automatic time-stamping or automatic request status changes.

e Condition steps. Condition steps, such as AND and OR, are logic steps
used for complex workflow processing.

e Subworkflows steps. Subworkflow steps, such as code rework or unit
testing, contain multiple workflow steps that follow a consistent pattern.

To determine what steps to include in a workflow, consider the following:
e What event starts the business process?
e At what points in the process must decisions be made?

e At what points in the process must actions be taken?

Gathering Process Requirements
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Gathering Information for Decision Steps

Table 2-1 provides a checklist of issues to consider as you define decision type
workflow steps. For a complete list, see Decision Workflow Step Worksheets
on page 349.

Table 2-1. Decision workflow checklist (page 1 of 2)

Done

Decision Step Check ltem

Example

What is the name of this workflow

Review request

e On hold
step?
e In rework
e On hold
What is the status of the request at o New
this workflow step?
e Inreview
e Assign
What are the transitions from this | ¢ Review
workflow step? e Approve
e On hold

Who or what groups can act on

Security groups

this step (approve, cancel, e Users
reassign)? e Tokens
e Only one
How many decisions are required
o e Atleastone
to exit this workflow step? Al
[ ]

What event triggers the
notification?

Process reaches the workflow step
Specific result is achieved

Who receives the notification?

Email address (group alias)
Security group

What is the notification message?

Test complete
Approval required
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Table 2-1. Decision workflow checklist (page 2 of 2)

Done

Decision Step Check ltem Example

Use this workflow step as a e 1day
timeout? If yes, then for how long? | ¢ 2 days

Are you using segregation of e Based on workflow owner?
Based on the workflow step?

duties?

Gathering Information for Execution Steps

Execution steps involve work or actions, such as time-stamping or request

status changes, that PPM Center performs automatically. Use the checklist in
Table 2-2 to help you define execution steps. For a complete list of execution
step issues to consider, see Execution Workflow Step Worksheets on page 347.

Table 2-2. Execution workflow checklist (page 1 of 2)

Done

Execution Step Check ltem

Example

What is the name of this workflow step?

Create request
Close
Set temp date

Will this workflow step execute this
command?

Cancel request
Update request

e Close
What is the execution type? o Jump
e Return from
subworkflow
What is the processing type? ° Immediate
P g type: e Manual
What is the source environment (group)? PPM Server
What is the destination environment (group)? | PPM Server
What are the transitions from this workflow e Succeeded
step? e Failed

Gathering Process Requirements
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Table 2-2. Execution workflow checklist (page 2 of 2)

Done | Execution Step Check ltem Example
Security grou
Who owns this execution step? * y group
e User

What event triggers the notification?

The process reaches
the workflow step

A specific result is
achieved

Who receives the notification?

Email address (group
alias)

Security group

What is the notification message?

Test complete.
Approval required.

Use this workflow step as a timeout? If yes,
then for how long?

1 day
2 days

Are you using segregation of duties?

Based on the workflow
owner?

Based on workflow
step?
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Gathering Information for Condition Steps

Condition steps are logic steps, such as AND and OR, that are used for
complex workflow processing. Table 2-3 provides a checklist of items to
consider as you define the condition steps for a workflow.

Table 2-3. Condition workflow checklist

Done | Condition Step Check Item Example
. , e AND
What is the name of this workflow step?
e OR
e On hold
What is the status of the request at this
e New
workflow step? _
e Inreview
What are the transitions from this e Succeeded
workflow step? e Failed
e Security group
Who (or what group or token) owns this | ® User

workflow step?

Standard token
User-defined token

What event triggers the notification?

The process reaches the
workflow step

A specific result is achieved

Who or how many receive the
notification?

Email address (group alias)
Security group

What is the notification message?

Test complete
Approval required

Use this workflow step as a timeout? If
yes, then for how long?

1 day
2 days

Are you using segregation of duties?

Based on the workflow
owner?

Based on the workflow step?

Gathering Process Requirements
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Gathering Information for Subworkflow Steps

A subworkflow step, such as code rework or unit testing, includes multiple
workflows steps that follow a consistent pattern. You can use the checklist in
Table 2-4 to help you define subworkflow steps. For a complete list of
subworkflow step considerations, see Subworkflow Workflow Step Worksheets

on page 351.
Table 2-4. Subworkflow Workflow Checklist
Done | Subworkflow Step Check Item Example
Is an existing workflow available as | ® Yes
a subworkflow? e No
What is the name of this e QA testcycle
subworkflow? e QA review cycle
What are the transitions from this e Succeeded
workflow step? e Failed
) e Security group
Who owns this workflow step?
e User

What event triggers the notification?

The process reaches the
workflow step

A specific result is achieved

Who receives the notification?

Email address (group alias)
Security group

What is the notification message?

QA test cycle succeeded.
QA test cycle failed.

Use this workflow step as a
timeout? If yes, then for how long?

1 day
2 days

Are you using segregation of
duties?

Based on owner of the workflow?
Based on workflow step?
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General Workflow Design Guidelines

Use the checklist in 7able 2-5 to help you configure your workflow.

Table 2-5. Logical workflow guidelines (page 1 of 3)

Done | Guideline

Reason

Workflows

Make one or more workflows
available to process the request.

Each workflow is assigned one of the
following workflow scopes:

e Request (HP Demand
Management)

e Packages (HP Deployment
Management)

e Release distributions (HP
Deployment Management)

Beginning and Closing Steps

Workflow must have a beginning
step.

No processing can occur if the
workflow has no starting point.

Workflow must have at least one
step.

No processing can occur if the
workflow has no steps.

Workflow must have at least one
Close step.

Request cannot be closed without a
Close step in the workflow.

First workflow step cannot be a
condition step.

Workflow processing may not be
correct if the first step is a condition.

Close steps must not have a
transition on ‘Success’ or ‘Failure.’
Return steps must have no
outgoing transitions.

Request cannot close if a transition
exists on ‘Success.’

Close step in subworkflow closes
entire request.

Do not include a Close step in a
subworkflow unless you want to
close the workflow in the
subworkflow.

Gathering Process Requirements
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Table 2-5. Logical workflow guidelines (page 2 of 3)

Done

Guideline

Reason

All Steps

All steps must be enabled.

Because the workflow cannot use
disabled steps, the process stops.

Each step (except the first step)
must have at least one incoming
transition.

It is not possible to flow to a workflow
step without an incoming transition.

Transition value is not a validation
value (error).

The validation value has changed
since the transition was made.

‘Other Values’ and ‘All Values’
transitions must not occur at the
same step.

If both transitions occur at a step, the
‘Other Values’ transition is ignored.

Each workflow step must have at
least one outbound transition.

Without an outbound transition, the
workflow branch stops indefinitely
without closing the request.

Each value from a list-validated
validation must have an outbound
transition.

Some validation values do not have
defined transitions.

Steps with either a text or numeric
validation must have an ‘Other
Values’ or ‘All Values’ transition.

Because text and numeric
validations are not limited, you must
specify an ‘Other Values’ or ‘Al
Values’ transition.

Notifications with reminders must
not be set on results that have
transitions.

Transition into the Return Step does
not match the validation.
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Table 2-5. Logical workflow guidelines (page 3 of 3)

Done | Guideline Reason

Decision Steps

Each decision step must have at
least one security group, user, or | No one can act on the step if security
token specified on the Security is not configured.

tab.

Execution Steps

Each manual execution step must
have at least one security group, | No one can act on the step if security
user, or token specified on the is not configured.

Security tab.

An immediate execution step
must not have a transition to itself | The workflow could loop indefinitely.
on ‘Success’ or ‘Failure.’

Condition Steps

A condition with a transition to itself
could cause the workflow to run
indefinitely.

A condition step must not have a
transition to itself.

An AND or OR condition with only
one incoming transition will always
be true and have no effect.

An AND or OR step must have at
least two incoming transitions.

Subworkflows

Subworkflows must have at least

one Return step. Must include a Return step.

A top-level workflow must not Only subworkflows can have a
have a Return step. Return step.
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Workflow and Request Interaction

Request status can change as a request moves through its resolution process.
Each request status can control request field attributes, such as whether or not a
field is visible, editable, required, optional, and so on.

Request status can be tied to a workflow step, so that when a request reaches a
certain workflow step, it acquires a status that changes the attributes of a field.
The request status at a given workflow step can also drive field logic during the
life of the request.

Typically, a given request type is associated with a single workflow.
Information contained in the request (defined in the request type) works
together with the workflow process to ensure that the request is correctly
processed. Although you can use one workflow with many different request
types, the level of possible integrations between request type and workflow is
easier with a one-to-one mapping.

Detining Request Types

32

Requests are instances of request types. A request type defines the Web form
that users see when they create or view requests of that type. Each request type
defines the set of fields specific to that type of request.

Each request type definition also specifies which request header type to use.
The request header type defines sets of standard fields that are common to
multiple request types. The request header type includes options for enabling
integration with other HP products, both within the PPM Center product suite
(HP Program Management, HP Project Management, and HP Portfolio
Management) and outside of the suite (such as HP Universal Configuration
Management Database, HP Quality Center, and HP Service Center).

Different information is required to process each request. For example, to
resolve a software bug, you might need to know the software unit, product
version, problem, priority, and so on. The fields on the request type and request
header type capture this information.
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Before you create a request type, determine what standard fields are available
for the request (request header types and field groups). The fields displayed in
the Summary section of a request detail page (see Figure 2-1) are derived from
the request header type associated with the request type. The fields in the
Details section are defined in the request type itself.

Figure 2-1. Sample request

[ Project and Portfolio Management €

User: Admin User | Sign Out

Dashboard + Open » Search » Create » My Links » History » W Search menus or entities...

Dashboard - BRM > Create Reque

ate New Enhancement

Create New Enhancement Save Draft
Expand Al Collapse All Submit Cancel
= Header

Bl Summary

Created By: Admin User
‘Department: HR v Sub-Type: [ ]
“Workflow: DEM - Enhancement Request Process i Request Status: Not Submitted
Priority: High v Application: HR Application = “Contact Hame: Sanks, Jossch [
Assigned To! Assigned Group: SAP - Application [| ﬂ Contact Phone: 209-455-0000
Request Group: [ Contact Email: joseph. banks@advantage net
‘Description: Create a new medule for onbearding in Singapere office.
=l Details
B Enhancement
Module Module C v Difficulty Medium v
Modification Type New v Estimated Time to Complete:
Report Name
Program Name
*Justification Newty opened Singapore office
staffing
Resolution b
Duplicate I0:
Resolution Summary
& MNotes
# References
Save Draft

Submit ‘Cancel
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For each request type, provide the following information:

Name of the request and request type

Request header type attached to this request

Fields to display on the request

Request status values, such as Pending, On hold, Approved, and Canceled
Notifications to send when the value of a selected field changes

Request-level access information to specify who is allowed to create, view,
and edit requests of this type

Workflows that can be used by requests of this type

For each new field required on the request type (or the request header type),
gather the following information:

Field label. Specify the field label to display next to the field in the Web
form, to ensure that the correct information is captured.

Information type. What type of information must be collected? Is this a text
field, a drop-down list, or an auto-complete field? The validation specified
for a field determines this.

Field behavior. You can control many aspects of field behavior, including:

o Whether (and at what point in the workflow) the field is editable,
read-only, required, hidden, and so on. Both the workflow (process)
and the behavior of other fields in the form can control field behavior.
For example, you can configure a field to be required only when the
request reaches the “Assign” status.

o Whether the field is populated automatically based on values in other
fields.

o Who can view and edit the field, and who must be restricted from
viewing the information in the field.

For more information about request types and request type fields, see
Appendix A, Worksheets, on page 345.

34
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Request and Workflow Interaction

Request status can change as the request moves through a workflow toward
resolution. Each request status can control its request field attributes, such as
field visibility or editability. A request status can be tied to a workflow step so
that when the request reaches that step, it acquires the status specified by that
step. The request status at a particular workflow step can then drive field logic
during the life of the request.

In addition to setting the status of the parent request, you can also configure a
workflow to specify who is assigned to the request at each step. The workflow
step can drive both the Assigned To field and the Assigned Group field. You
can set these fields based on dynamic properties of the parent request through
the use of tokens, facilitating automatic routing of the request as it moves
through its workflow process.

Typically, a single request type is associated with a single workflow.
Information contained in the request (defined in the request type) works
together with the workflow process to ensure that the request is processed
correctly. Although you can apply one workflow to many different request
types, the level of possible integration between request type and workflow is
more practical with a one-to-one mapping.
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Request Type Checklist

Table 2-6 provides a configuration consideration checklist to help define your
HP Demand Management system. For a complete list of request type
considerations, see Request Type Configuration Sheets on page 353.

Table 2-6. Request type configuration checklist (page 1 of 3)

Done

Request Type Check ltem

Configuration Consideration

Request type considerations.

A request type must be defined for each
type of request to be resolved. This
includes creating fields that describe the
request and decisions and field logic
required to process it during resolution.

Is a request header type
associated with the request
type?

A request header type must be associated
with the request type. If no appropriate
request header type exists, create one.

Are fields defined?

e Fields are required to define the
request.

e Ensure the correct parameters are used
to describe the request to be
processed.

For more information, see Creating and
Configuring Request Type Fields

on page 157 and the Commands, Tokens,
and Validations Guide and Reference.

Are request rules defined?

You can set rules to automatically
populate fields in the request, or define
more dynamic behavior on the request
form. For details, see Request Type Rules
on page 190.

Are request status values
defined?

Define the status values that the request
can have and associate them with the
request type. You can add new status
values, if necessary. For details, see
Configuring Request Statuses for Request
Types on page 180.
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Table 2-6. Request type configuration checklist (page 2 of 3)

Done | Request Type Check ltem

Contiguration Consideration

Are status dependencies set?

You can configure request fields to be
hidden, required, read-only, cleared, or
reconfirmed, based on the request status.
For details, see Configuring Request Field
Status Dependencies on page 185.

Is request security set?

You can control who participates in
request resolution. For information about
how to set request security, see Creating
Fields for Request Types on page 161 and
the Security Model Guide and Reference.

Is request field security set?

You can configure request fields to be
invisible to specific users and security
groups. For more information, see
Creating and Configuring Request Type
Fields on page 157 and the Security
Model Guide and Reference.

Are request notifications set?

You can configure notifications to be sent
automatically at specific points in your
process. For details, see Configuring
Notifications for Request Types

on page 239.

Are user data fields defined?

Use user data to define global fields for
requests, if necessary. For more
information, see Chapter 10, Configuring
User Data, on page 319.

Are fields defined for the
request type?

Fields are required to define the request.
Make sure that the correct parameters
describe the request. For more
information, see Creating Fields for
Request Types on page 161.

Gathering Process Requirements
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Table 2-6. Request type configuration checklist (page 3 of 3)

Done

Request Type Check ltem

Contiguration Consideration

Is the request type enabled?

Disabled request types cannot be
submitted by users. (You can find the
Enabled option in the Request Type
window.)

Cover all request type and
workflow considerations.

e Decide which request type status
values correspond to each workflow
step.

e Decide which workflow steps will
change the request’s Assigned To or
Assigned Group fields.

e Decide which workflow steps are to
execute any request type commands.

e Verify that workflow step source
validations and request type field
validations agree. This is required if a
transition is based on a field value
(using tokens, SQL or PL/SQL
execution types).

e Allow the request type use for the
workflow (set on the workflow window
Request Types tab).

e Allow the workflow to be used by the

request type (set on the Request Type
window Workflows tab).
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Defining Contacts

Contacts are resources that HP Demand Management entities (such as
requests) use as reference points or information sources. For information about
how to configure contacts, see Chapter 8, Configuring Contacts, on page 303.

For each contact you plan to configure, collect the following information:

First name
Last name
Username
Phone number
Email address

Company

Contacts Checklist

You can use the configuration checklist in 7able 2-7 to define your contacts.

Table 2-7. Contacts checklist

Done | Contacts Check ltem Configuration Consideration

Is the contact enabled? Disabled contacts are unusable.

The Username field is an auto-complete
Is the contact a PPM Center | list for selecting PPM Center users. if the
user? contact is not a PPM Center user, leave

the field empty.
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Defining Notification Templates

Notification templates are preconfigured email forms that you can use to
quickly construct the body of an email message. You can use these notification
templates with HP Demand Management entities such as workflows and

requests.

As you configure a workflow, you can select a notification template to use for
each workflow step. HP Demand Management comes with a set of standard
notification templates. You can use these templates as they are, customize
them, or create new notification templates tailored to your business process.
For detailed information on how to configure notification templates, see
Chapter 9, Configuring Notification Templates, on page 307.

Notification Template Checklist

Use the checklist in Table 2-8 to help define your notification templates.

Table 2-8. Notification template checklist

Done | Notification Template Issue

Configuration Consideration

Is the notification template
enabled?

Disabled notification templates are
unusable.

Notification template and
security group considerations.

Set ownership groups for these entities.
Only ownership group members
(determined by associating security
groups) can edit the entities.

40
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Detining User Data Fields

In addition to the process-specific fields defined in request types and request
header types, you may want to capture specific information on every request
submitted in HP Demand Management, regardless of request type. To capture
such information, you can define global user data fields. For instructions on
how to create user data fields, see Chapter 10, Configuring User Data,

on page 319.

User Data Checklist

Use the checklist in Table 2-9 as you define user data fields.
Table 2-9. User data checklist

Done | User Data Issue

Contiguration Consideration

Are the user data fields
enabled?

Disabled user data fields are unusable.

User data field-level
security considerations

For each user data field, specify who can
view and who can edit the field contents on a
request (if necessary).
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Defining Security and Access

42

Part of an HP Demand Management process is the security configured for
workflow steps. PPM Center controls permission to perform decision and
execution steps using the following mechanisms:

e Licenses. Licenses give users access to PPM Center products, but do not
determine the specific actions a user is authorized to perform within the
products.

e Access Grants. Access grants (used with licenses) determine the actions a
user can perform within a given PPM Center product.

For example, you can restrict what an HP Demand Management user can do
using the following license and access grant combination:

e License

o Demand Management
e Access Grants

o View Requests

o Edit Requests

For more information about licenses and access grants, see the Security Model
Guide and Reference.

HP recommends that you specify security groups or tokens (dynamic access)
to set workflow security. Avoid using a list of individual users to control an
action. If the user list changes (as a result of department reorganization, for
example), you would have to update your workflow configuration in several
places to keep the process running correctly. If you use a security group, you
update the security group once, and the changes are propagated throughout the
workflow. Tokens are resolved dynamically at runtime and thus adapt to the
current system context as necessary.
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Table 2-10 lists example workflow steps and the security groups that have
access to the workflow and each workflow step.

Table 2-10. Example of workflow security groups

Worktlow Step

Security Groups

Validate Request

Financial Apps - Validate and Approve Requests
Financial Apps - Manage Resolution System

Pending More Information

Financial Apps - Create and View Requests
Financial Apps - Manage Resolution System

Approve Request

Financial Apps - Validate and Approve Requests
Financial Apps - Manage Resolution System

Schedule Work

Financial Apps - Schedule Requests
Financial Apps - Manage Resolution System

Develop Enhancement

Financial Apps - Develop Requests
Financial Apps - Manage Resolution System

For more information about setting security for workflows and requests, see
the Security Model Guide and Reference.
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Security and User Access Checklist

Use the checklist in Table 2-11 to help determine your security and user access
requirements.

Table 2-11. Security and user access checklist (page 1 of 2)

Done

Security and User Access Issue

Configuration Consideration

Created the security groups to
be granted access to screens
and functions.

Required security groups have been
created.

Created security groups to
associate with workflow steps.

Security groups to allow users to act on
a specific workflow step have been
created.

Set security on request creation.

All available options that restrict who
can create and submit requests are set.

Set security on request
processing.

All available options that restrict who
can process requests are set.

Set security on request system
configuration.

Users who can modify the request
process have been granted required
permissions. This includes editing the
workflow, object type, environment,
security group assignment, and so on.

Cover all security group and
workflow considerations.

e Associate security groups with
workflow steps. Group members can
act on the step.

e Set workflow and workflow step
ownership.

Cover all security group and
object type considerations

Set ownership groups for object types.
Only members of the ownership group
(determined by associating security
groups) can edit the object type.
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Table 2-11. Security and user access checklist (page 2 of 2)

Done

Security and User Access Issue

Contiguration Consideration

Cover all security group and
environments considerations.

Set ownership groups for environments.
Only members of the ownership group
(determined by associating security
groups) can edit the environments.

Cover all security group and
notification template
considerations.

Set ownership groups for notification
templates. Only members of the
ownership group (determined by
associating security groups) can edit
the notification templates.

Cover all security group and
user data considerations.

Set ownership groups for user data.
Only members of the ownership group
(determined by associating security
groups) can edit user data.
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3 Configuring Workflows

Overview of Workflows

A workflow represents a business process and is used to map business rules
and processes to your organization. This chapter covers information about HP
Demand Management workflows.

The basic components of a workflow are as follows:

e Begin. For each workflow, you must explicitly define the first eligible
workflow step.

e Workflow step. Workflow steps are events that are linked together to form
a complete workflow. The basic types of workflow step are:

o Decision. Decision steps represent manual activities performed outside
of PPM Center. For example, a user or group of users approves a
request.

o Execution. Execution steps represent actions that are automated
through PPM Center. For example, a Web page is updated with the
results of a test.

o Condition. Condition steps are logic steps used in complex workflow
processing. For example, you can set up a condition step that allows the
workflow to proceed only after each workflow step is completed.

o Subworkflows. A subworkflow step represents multiple workflows
steps (the subworkflow) in a workflow. For example, a test workflow
step in the main workflow represents a series of tests and approvals.

47



e Transition. The results of workflow step that must be communicated to
another workflow step. A transition occurs after a workflow step is
completed.

Examples
o The result of a decision step is Approved or Not Approved.

o The transition for a step labeled Analysis and Design (for a software
application) could be Completed or Needs More Work.

Because a single step can have several possible results, you can define
multiple outgoing transitions for each workflow step.

e Workflow step security. Workflow step security determines who has
permission to execute or choose a result for a workflow step. For example,
you can specify that only the IT project manager can approve or deny an
Approve Request decision step.

e Notification. Notifications are email alerts sent out at specific workflow
steps. For example, when a request reaches an Approve Request decision
step in the workflow, an email alert is sent to the product manager.

e Close step. A close step ends the workflow. It is an execution step that
marks the request as completed.

Figure 3-1 shows examples of common workflow components.

Figure 3-1. Workflow components

Transition Condition Step Close Step

—— proed — - % 4k :+ !;I

Approve (One User) Cree Progect AND S Close (I iate success)

Decision Step Execution Step Subwarkflow Step
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Mapping all of the individual workflow steps into a single workflow is a
two-stage process.

Stage 1. Create a block diagram (see Figure 3-2). Map each workflow step
worksheet as one block in the diagram. Include transitions, workflow step
security, and notifications. Use the worksheets provided in Appendix A,
Worksheets, on page 345 to help you construct the diagram.

Figure 3-2. Stage 1. Create a block diagram

? Decision Step Worksheets Y
| E — I
! — Approve Review Request |
! Project Manager |
i !
| i
: Not Approved -
| Netification: |
: Email Design Manager .
I I
: Notification: :
| Email Product Manager |
. when step
! becomes eligible. |
: Decision Decision
! Worlkflow Step ‘Workflow Step |
! Write Code Review Test I
| ) || |
I | |
. Complete Agproved .
P S 4L
o T T T T e s e N
: Subworkflow Step Worksheets
I =
=5 = SubwarkHow

! S E—— Waorkflow Step
!
!
|
e —

e e e e e e — —
f Execution Step Worksheets :
== Workflow Step !
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Stage 2. Map the block diagram to the workflow. Open the Workflow
Workbench and create a workflow. Map each component from the block
diagram to the new workflow (see Figure 3-3).

Figure 3-3. Stage 2. Create the workflow

(D Warkflow : ExampleWorkflow

Package Workflows 1 Reqguest Types I Cwnership
YWorkflow Layaut I Step Sequence

—dpproved —m T =
1. Review Reguest 5. Rewiew Test /5 AND
Assign et e Success

Y

—— Approved —m- — Approved —m= | | %—S"mmd - !;,.
-

2. Design Code 4. Weite Code 3. Test 7. Deploy 8. Close (Manusl success) - 100%
< | ¥
Scale Exportimage
|Rean1y
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Opening the Workflow Workbench

To open the Workflow Workbench:
1. Log on to PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Configuration > Workflows.

The Workflow Workbench and Workflow Step Sources windows open.

& Workflow Workbench (= I5| W & workflow Step Sources =]
= Filter by
e Query: |Nune V|
<] |Pa|:kages v|

orklow Name: | | -

E] |0my iterns | can edit V|
g | wonowscops AL v Enabled:
o 23 Warkflow Step Sources

SubwarkFlaw: |ALL v‘ Use in Release Distributions: {271 Decisions

) o | | {271 Conditiohs
iescription: {1 Executions
{271 Subworkflows

Hew Workflaw Save Query Clear

=

Hew Copy Open Delsts

[[] Always on top

For information about how to search for and select an existing workflow, copy
a workflow, or delete a workflow, see the Getting Started guide.
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Creating Worktlows

This section provides instructions on how to use the Workflow Workbench to
create a workflow.

Configuring General Information for a Workflow

To create and provide basic information for a workflow:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench and Workflow Step Sources windows open.

2. In the Workflow Workbench window, click New Workflow.

The Workflow window opens.

€D Workflow: 1s5ue Management Process
FPackage Workflows l Request Types ] Owinership l l
okl e ‘ Layout l Step Sequence
Marne: |Issue Management Process | Reference Code: |_ISSUE_MANAGEMENT_PROCESS |
Workflow Scope
Description: |Aut0mated process forlssue management |
Enabled: &) ves (O Ma First Step: |Review and Assign lssue v|
Reopen Step: |Review and Assign lssue V|
Subarkflows
Subwarkflow: O ves & Mo Usze in Release Distributions:
validation: | El
lcan Mamme:
Parameters
Add
”Ready
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3. Provide values for the fields listed in the following table.

Field or Option
*Required

Description

*Name

Type a name for the workflow.

*Reference Code

After you type the workflow name, a reference code is
automatically generated. You can either leave this
default value, or type a different value.

Workflow Scope

Leave Requests selected.

Description

Type a short description of the workflow and its
purpose.

Enabled

To make this workflow available in PPM Center, click
Yes.

*First Step

This box displays the value NONE until you add steps to
the workflow from the Layout tab. (See Adding Steps to
a Workflow on page 58.)

Subworkflow

A workflow can contain other workflows. If you want to
nest another workflow within the new workflow, click
Yes.

Validation

Use this auto-complete to specify the validation that
sets the possible subworkflow results. A value is
required if Subworkflow is set to Yes.

Icon Name

Type the name of an image file to represent the
subworkflow on the Layout tab. This graphic file must
bein .gif format and must reside in the <PPM Home>/
icons directory.

4. Click Save.

Configuring Workflows
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Choosing Workflow Steps

PPM Center comes with predefined templates for commonly used workflow
steps. These are available through the Workflow Step Sources window in the
Workflow Workbench.

A workflow step source defines the behavior of a step (conditions for exiting
the step, commands to execute for the step, timeout duration, which icon to
display, and so on) as well as the list of possible result values or outcomes for
the step.

For detailed information about workflow step sources, see Chapter 7, Configuring
Workflow Components, on page 269.

You can use the Filter by fields in the Workflow Step Sources window to filter
the workflow steps listed. The following folders, which contain workflow
steps classified by type, are available in the Workflow Step Source window:

® Decisions
® Conditions
® Executions

e Subworkflows

To add a step to your workflow, determine which of the folders it corresponds
to. Expand the folder, and then drag the workflow step that best suits your
needs (Figure 3-4) to the Layout tab.

If you do not find an available workflow step source that meets the
requirements of the workflow you are configuring, you can define a new
workflow step source. For instructions on how to define a workflow step
source, see Creating Decision Workflow Step Sources on page 275.
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D Workflow : ssue Management Process

Figure 3-4. Workflow step source
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Decisions Workflow Steps

Decision workflow steps represent manual activities performed outside of
PPM Center. Decision workflow steps include such activities as:

e Decisions made by committees

e Code designs and reviews

Configuring Workflows
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Condition Workflow Steps

Condition workflow steps are logic steps used for complex workflow
processing, such as allowing the workflow to proceed only after each
workflow step is completed. The condition workflow steps are as follows:

e AND. The AND condition is met only after all workflow steps leading to it
reach the specified required status. Figure 3-5 shows an AND condition
workflow step.

Figure 3-5. AND example

QA Testing Sva _
Group 1
Migrate to
QA Testing b
Sw

e OR. The OR condition is met if at least one of the workflow steps leading
to it reaches the required status specified for it Figure 3-6 shows an OR
condition workflow step.

Figure 3-6. OR example
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Migrate to
QA Testing
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Execution Workflow Steps

Execution workflow steps represent actions that are automated through PPM
Center. Execution workflow steps include such activities as:

e (reate a package

e Run object type commands

e Package priority

e (reate a request

e Execute request commands

e Run workflow step commands

e Close the workflow (Close workflow step)

Subworkflow Workflow Steps

A subworkflow is a process unit that contains a series of steps that perform a
functional subcomponent of a workflow. Subworkflows allow you to model
complex business processes in logical, manageable, and reusable subprocesses.
Within its parent workflow, each subworkflow is represented as a single
workflow step.

After the workflow process reaches the subworkflow step, it follows the path
defined in that subworkflow. Subworkflows can either end the workflow or
return to the parent workflow.

The following restrictions apply to subworkflows:

e You cannot use a subworkflow to process a request or a package as a
stand-alone business process.

e A subworkflow can reference other subworkflows, but not itself.

e A subworkflow can be referenced only by workflows or subworkflows of
the same workflow scope.

e Permissions specified on the Security tab of the calling subworkflow step
determine who can bypass the steps with the subworkflow.
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Adding Steps to a Workflow

You assemble workflow steps into workflows on the Layout tab of the
Workflow window.

To add a step to a new workflow:
1. In the Workflow window for your new workflow, click the Layout tab.

To the right of the Workflow window, the Workflow Step Sources window
contains a library of steps, classified by type, that you can use to build your
workflows. The window also includes Filter by lists, which you can use to
selectively display a subset of available steps.

2. From the first Filter by list, select Requests.

€D Workflow Step Sources

€D Workflow : Untitled2 E | EI'E] Filter by

‘Requests Vl
Package Workflows 1 Request Types I Ownership 1 l

‘On\yilems\can edit Vl
Workflow Layout I Gtep Sequence I

3 Workflow Step Sources
{71 Decisions

[#-{27 Conditions

[¥-{79 Executions

{77 Subworkflows

I‘Read‘.I [] Always on top

3. You can use the second Filter by list to select an additional filter condition
to further refine the steps available for this workflow.

4. To view the available steps, expand the folders in the Workflow Step
Sources window.

) For more information about how to select the steps for your workflows, see
Choosing Workflow Steps on page 54
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5. Determine which step to add as the first step, and then drag and drop it on
the Layout tab.

After you add a step to the Layout tab, the Workflow Step window opens.
Use this window to configure the following:

e General workflow step properties

For instructions on how to configure the properties of a step, see
Configuring Properties of a Workflow Step on page 66.

e Workflow step security

For instructions on how to configure step security, see Configuring
Security for Workflow Steps on page 68.

e Notifications for the workflow step

For instructions on how to configure workflow step notifications, see
Configuring Notifications for Workflow Steps on page 71.

e Timeouts for the workflow step

For instructions on how to configure workflow timeouts, see
Configuring Timeouts for Workflow Steps on page 88.

e Step fill color for graphic workflow display

For instructions on how to select a fill color for a step, see Adding
Color to Workflow Steps on page 108.

e Segregation of duties

For instructions on how to configure segregation of duties, see
Configuring Segregation of Duties for Workflow Steps on page 109

6. After you finish configuring all of the steps in the workflow, click OK.
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Adding the Close Step

Every workflow must include a close step (see Figure 3-7). A close step is a
type of execution workflow step. You can find it in the Executions folder in the
Workflow Step Sources window.

You can use one of the following three close steps in a workflow:

e Close (Immediate success). This close step immediately completes a
request or package with a status of Success.

e Close (Manual success). This close step requires manual intervention to
complete a request or package and set the request or package status to
Success.

e Close (Immediate failure). This close step immediately completes a
request or package with a status of Failure.

You add a close workflow step to a workflow as you would any other type of
step.

Figure 3-7. Close step for the Issue Management Process workflow
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Configuring Reopen Workflow Steps

If necessary, users who have the required access grants can reopen closed
requests. A reopened request begins at a workflow the step specified as the
reopen workflow step for the workflow.

To specify a reopen step for a workflow:

1. Open a workflow in the Workflow Workbench.

2. Click the Workflow tab.

3. In the Reopen Step list, select the reopen workflow step.

(iD Workflow : [ssue Management Process

FPackage Workflows l

Warkflow Layout l

Request Types l

QOwnership l l

Step Sequence

Mame: |Issue Management Process

| Reference Code: |_ISSUE_MANAGEMENT_PROCESS |

Workflow Scope

Description: |Aut0mated process for Issue management |

Enabled: & Yes O No

Subworkflows

Subworkflow: O Yes (& No

validation: |

First Step: |Review and Assign Issue v|

Reopen Step: | Review and Assign Issue A

Review and Assign Issue
Manage Issue

Approve Resalution

Close (Immediate success)
Mitigate Escalation

Use in Felease Distril]

lcon

Parameters

Cancel

||Readv

4. Click Save.

Configuring Workflows
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Adjusting Workflow Step Sequences

After you assemble all of the workflow steps on Layout tab, you can adjust
their sequence.

To adjust the sequence of steps in an open workflow:
1. In the Workflow window, click the Step Sequence tab.
The Step Sequence tab lists all of the workflow steps.

2. Select a workflow step, and then click the up and down arrows at the
bottom of the tab to move the selected workflow in the display sequence.

(D Workflow : Issue Management Process

Fackage Workflows l Request Types l Ownership l l
Workflow Layout Step Sequence
Display Seq Marme Step Type Description
1 Review and Assign lssue Decizion
2 Manage lssue Decizion
3 Approve Resalution Decizion
4 Close {Immediate success) Execution
] Mitigate Escalation Decizion
+ ¥
||Ready

3. Click Save.

On the Workflow tab, the First Step field displays the first workflow step.
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Verifying and Enabling Workflows

Configuring Workflows

To make a workflow available for use you must verify it, and then enable it.
Workflow verification ensures correct workflow logic. Enablement makes the

workflow available to users.

To verify a workflow:

1. On the PPM Workbench shortcut bar, click Configuration > Workflows.

The Workflow Workbench opens.

2. Open the workflow to verify.

3. In the lower left corner of the Workflow window, click Verify.

If the verification process uncovers no problems in the logic of the

workflow, a message is displayed to indicate that no errors were detected.
If the verification process uncovers problems with the workflow, its steps,
or its transitions, the Verify window opens and lists the errors.

() Verify Dialog 53

‘wiorkflow Problems:

Type Caomment

< ¥
Step Problems:

Type Skep Caomment

Errar 1. Review Reguest Decizsion step has no linked security groups. ~
Warning 1. Review Reguest Mo transition exists for value "Cancel”.

Errar 2. Assign Reguest Decizsion step has no linked security groups.
Warnino 2. Assion Reouest Mo transition exists for value "In Proaress”. M
< ¥
Transition Problems:

Type Fraom Step To Step Transition Type Transition Value
Errar |2. Assign Request |3 Set RequestIn P... |Specific Result |Assigned

< ¥

f\/erinyorkﬂow
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To enable a workflow that is not enabled:

1. Open the Workflow Workbench.

2. Open the workflow that you want to enable.

The Workflow window opens to the Workflow tab.

Fackage Workflows l

Request Types
Warkdflow ‘ Layaut l

| ownershin | l

Step Sequence

Marme: |Issue Management Process

| Reference Code: |_ISSUE_MANAGEMENT_PROCESS

Winrkflow Scope

Description: |Aut0mated pracess for Issue management

Enahled: & Yes O No

Subrweorkilows

Subworkflow: (O Yes &) No

validation: | El

First Step: |Review and Assign Issue

Reaopen Step: | Review and Assign lssue

Use in Release Distributions:

lcon Marme:

Farameters

||Ready

3. For Enabled, click Yes.

4. Click Save.
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Configuring Workflow Steps

Configuring Workflows

After you drag a workflow step from the Workflow Step Source window to the
Layout tab in the Workflow window, the Workflow Step window opens. You
can provide some or none of the step information after the window first opens,
or you can provide it later in the workflow design process.

Appendix A, Worksheets, on page 345 contains worksheets that you can use to
capture detailed information about your workflows, workflow steps, and transitions.

The following table lists the tabs available in the Workflow Step window.

Tab

Description

Properties

This tab displays general information about the workflow step.

Security

This tab displays permission settings for specific individuals or
groups authorized to act on a workflow step.

Notifications

Use this to define email notifications to send when a workflow step
becomes eligible or after a workflow step is completed. Notifications
can inform a user of a task (workflow step) to perform (such as
review and approve a new request). Notifications can also inform a
group of users of the results of a task.

Timeout

Use this tab to specify how long a workflow step can remain inactive
before an error is generated.

User Data

Product entities such as packages, workflows, requests, and
projects include a set of standard fields that provide information
about those entities. While these fields are normally sufficient for
day-to-day processing, user data fields provide the ability to capture
additional information specific to each organization. User data is
defined under the User Data tab. If there are no user data fields, the
User Data tab is disabled.

Results

This tab lists the validation included in each workflow step, the
component type, and the results.

Segregation
of Duties

Use this tab to configure workflow steps to take into account
segregation of duties, excluding the participants for a workflow step
from participating in a different workflow step.

Display
Settings

Use this tab to select a fill color for the graphical display of the
selected step.
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Configuring Properties of a Workflow Step

You can use the Properties tab in the Workflow Step window to complete or
edit general information about a workflow step.

To configure workflow step properties:

1.

On the PPM Workbench shortcut bar, click Configuration > Workflows.

The Workflow Workbench opens.

Open a workflow.

On the Layout tab, double-click a workflow step.

The Workflow Step window opens to the Properties tab.

(D Workflow Step

Timeout l User Data l Results l

Properties Security l Segregation of Duties

Display Settings...

X

l MNotifications

Step Mumber: | 2

Step Mame: |Manage lssue

Action Summary: |Manage |ssue

Description: |

Source Type: |Deci8i0n

Source Mame: |CRT - Close/Escalate

Enabled: es Mo

Display: | Always

‘Workflow Parameter: | NOME

Avg Lead Time: |

Request Status: I Open

Current % Complete: |

Parent Assigned To User:

Parent Assigned To Group:

‘Workflow Step Information |

|u

Authentication Required | Maone

]

Ready
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Configuring Workflows

4. Provide (or modify) information for the fields listed in the following table.

Field

Description

Step Name

Name of the workflow step. The name is displayed on both the
Layout and Step Sequence tabs.

Action Summary

Summary of what the step accomplishes.

Description Short description of the step.

Enabled Determines whether the step is available to the system for now.
To display the step only when the step is available for action,

Display select Only When Active from this list. To display the step at

all times, leave Always selected.

Avg Lead Time

Informational field that you can use for reporting.

Request Status

Use this auto-complete to specify which status to set on the
parent request when the request reaches this step. (This
setting is important for integrating workflows and HP Demand
Management request types.)

Current %
Complete

Value to display for the parent request’s percent complete
when the request reaches this step. (This setting is important
for integrating workflows and HP Demand Management
request types.)

Parent Assigned
To User

Specify the user to which the parent request is to be assigned
when the request reaches this step. (This setting is important
for integrating workflows and HP Demand Management
request types.)

Parent Assigned
To Group

Specify the security group to which the parent request is to be
assigned when the request reaches this step. (This setting is
important for integrating workflows and HP Demand
Management request types.)

Workflow Step

Type the address of a Web page with information associated

Information with this step.
I To require users to submit a username and password or just a
Authentication :
Required password before they can act on this step, select Username &
Password or Password. Otherwise, leave None selected.
5. Click OK.
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Configuring Security for Workflow Steps

To determine which users or groups are authorized to act on a workflow step,
you must set the permissions for the step.

To add security to a workflow step:

1. From the Workflow Workbench, open a workflow.

2. In the Workflow window, click the Layout tab.

3. Double-click a workflow step for which you want to configure security.

The Workflow Step window opens.

4. Click the Security tab.

Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number page 1 of 2)

‘Workflow Step

Value

Step Mame

Goal/Result of Step

‘Validation

Decisions Reguired
(Wote on Step’s cutcome?)

. /) Workflow Step @
L]

Timeout (Days)

Security (who can act on step):
* Security Group

# User Name

+ Standard Token

# User Defined Token

Include Motification (Yes/Ng)

Motification Event

Motification Recipisnt:
* Usemame

Email Address
Security Group
Standard Token

L]
-
L]
# User Defined Token

Motification Message

Reguest Status at Step

Request % Complete at Step
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5. Click New.

The Workflow Step Security window opens.

() Workflow Step Security E|

Enter a Security Group Mame »

Security Group: I EE}

Security Type: | Security Graup Mame

| ok || add || cancel |

|Read\,r

6. In the list at the top of the window, do one of the following:

e To authorize security groups to act on the workflow step:

Configuring Workflows

i.Leave Enter a Security Group Name selected.

i.Use the Security Group auto-complete to select one or more security
groups to act on the workflow step. (You can use shift or Ctrl to

select multiple groups.)
To authorize users to act on the workflow step:
i.Select Enter a Username.

i.Use the Username auto-complete to select one or more users to act on
the workflow step. (You can use shift or Ctrl to select multiple
usernames.)

To authorize users and security groups to act on the workflow step
using standard tokens (that resolve to users and security groups):

i.Select Enter a Standard Token.

i.Use the Standard Token auto-complete to select a standard token to
act on the workflow step.
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iv.

In the Workflow Step Security window, click Add.

The token you select determines the value displayed in the Security
Type field.

To add another token, repeat step ii and step iii.

e To authorize users and security groups to act on the workflow step
using user-defined tokens (that resolve to users and security groups):

Vi.

Select Enter a User Defined Token.

If the token has already been defined, then in the User Defined
Token field, type the token name. Otherwise, to open the Token
Builder and define a new token that returns the resource(s) you
want to act on the workflow step, click Tokens. (For information
about how to use the Token Builder to define tokens, see the
Commands, Tokens, and Validations Guide and Reference.)

In the Security Type list, select the security type to which the token
resolves.

iv. Click Add.

To add another user-defined token, repeat step ii through step iii.
Click OK.

o Username. The token resolves to a username.

o User ID. The token resolves to a user ID.

O Security Group Name. The token resolves to a security group
name.

o Security Group ID. The token resolves to a security group ID.

7. Click OK.

8. To add items of a different security type, repeat step 6 on page 69.

9. In the Workflow Step window, click OK.

10. On the Security tab, click OK.
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Configuring Workflows

11. In the Workflow window, click OK.

Notifications for Workflow Steps

You can configure notifications to be sent when a workflow step becomes
eligible or after a workflow step is completed. Notifications can inform a user
of a task (workflow step) to perform, such as review and approve a new
request. Notifications can also inform a group of users of the results of a task
(workflow step). You configure notifications on the Notifications tab in the
Workflow Step window.

If you have installed and enabled the Mobility Access add-on, you can configure
notifications for decision steps to be acted on by PPM Center users from their email
inboxes. For information, see Chapter 4, PPM Center Mobility Access, on page 125
Review your Workflow Step Worksheet for notification information.
To add a notification to a workflow step:

1. On the PPM Workbench shortcut bar, click Configuration > Workflows.

2. Open a workflow.

3. On the Layout tab in the Workflow window, double-click a workflow step.
4. In the Workflow Step window, click the Notifications tab.

5. Click New.
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The Add Notification for Step: <Step Name> window opens to the Setup

tab.

(D Add Notification for step: Approve Resolution E

Setup I Messagel
rOpkiarn:

Description: H

Event. ALL

-

Interval: ‘ 2:00 AM Daily M-F

o

Enabled: &) Yes O Mo

/4

[ Dont send if obsolete

rRecipient:

Recipient Type

Distribution Type

Recipignt

|Ready

6. From the Event list, select an event to trigger the new notification, and then

do one of the following:

e If you selected ALL or Eligible, proceed to step 7.

e If you selected Specific Result, then from the Value list, select a step
result to trigger the notification.

e If you selected Specific Error, then from the Error list, select an error to

trigger the notification.

7. From the Interval list, select the time interval at which to send a triggered

notification.
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8. In the Recipients section, do one of the following:

e C(Click New, and then use the Add New Recipient window to select the
notification recipients (users, security groups, or tokens).

e To specify the users or groups listed on the Security tab for the step as
notification recipients, click Copy Security.

If you have installed and enabled the Mobility Access add-on, the Enable

Decision by Email checkbox is available. In this case, you can configure

) notifications for decision steps to be acted on by PPM Center users from their
email inboxes. For details, see Chapter 4, PPM Center Mobility Access,

on page 125.

9. Click the Message tab.

€D Add Notification for step: Approve Resolution

Setup Messagel

Motification Template: |EELEECNRLLISEEEEEERE LS

Motification Format: | HTML

Subject |ect and Portfolio Management- Demand Management Alert
Eochy:
</tablex 45
</t
<td class="notificationspace =</ td-
</Ers
<Err
<td height="20" colspan="2"=</td>

<AL

</tablex
</bodyx
</hrul= ~

[Reacy

10. From the Notification Format list, select the format for the message content.
11. 11. From the Notification Template list, select an email template to use.
12. Configure the body of the notification, and then click OK.

The Notifications tab lists the new notification details. To send a different
notification to other recipients for a different event, click New, and then
repeat this process.
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You might want to send different notifications for a single workflow step
if, for example:

e A step has several possible results, which require different responses.
e The notification content depends on the type of error encountered.

e Depending on the type of step error that occurs, you want to notify
recipients at different time intervals.

13. Click OK.

Configuring the Setup Tab

You can configure a workflow step to send notifications at different times,
different intervals, following different events, and to different recipients.

Sending Notifications When Workflow Steps Become Eligible

To send a notification when a workflow step becomes eligible:

1.

In the Workflow Step window, click the Notifications tab.

See Configuring Notifications for Workflow Steps on page 71.

. Click New.

The Add Notification for step window opens to the Setup tab.

From the Event list, select Eligible.

. To determine the frequency with which the notification is sent, from the

Interval list, select a value.

If you select 8:00 AM Daily M-F, the notification will go out every morning at 8:00
AM from Monday through Friday after the step becomes eligible.

If you select 8:00 AM Daily M-F or Hourly M-F, you can send multiple
notifications to a single recipient in a batch.

To send recipients a reminder if the event is still in effect after a given
number of days:

a. For Send Reminder?, select Yes.
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9.
10.
1.

b. In the Reminder Days field, type the number of days after which, if the
event is still in effect, a reminder is to be sent.

For Enabled, leave Yes selected.

To stop notification transmission once the step is no longer eligible, select
the Don’t send if obsolete checkbox.

In the Recipients section, do one of the following:

e C(Click New, and then use the Add New Recipient window to select the
notification recipients (users, security groups, or tokens).

e To specify the users or groups listed on the Security tab for the step as
notification recipients, click Copy Security.

Click the Message tab.
Configure the body of the notification, and then click OK.

In the Workflow Step window, click OK.

Sending Notifications when Workflow Steps have Specific Results

>»

Configuring Workflows

You can configure a notification to be sent when a workflow step has a specific
decision or execution result.

If you have installed and enabled the Mobility Access add-on, you can configure
notifications for decision steps to be acted on by PPM Center users from their email
inboxes. For details, see Chapter 4, PPM Center Mobility Access, on page 125

To send notification when a workflow step has a specific result:

1.

In the Workflow Step window, click the Notifications tab.

See Configuring Notifications for Workflow Steps on page 71.
Click New.

In the Add Notification for Step window, click the Setup tab.
From the Event list, select Specific Result.

From the Value list, select the workflow step result to trigger the
notification.
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10.

1.
12.
13.

The available values are determined by the workflow step source validation.

To determine the frequency with which the notification is sent, from the
Interval list, select a value.

If you select 8:00 AM Daily M-F, the notification will go out every morning at 8:00
AM from Monday through Friday after the step becomes eligible.

If you select 8:00 AM Daily M-F or Hourly M-F, you can send multiple
notifications to a single recipient in a batch.

To send recipients a reminder if the event is still in effect after a given
number of days:

a. For Send Reminder?, click Yes.

b. In the Reminder Days ficld, type the number of days after which, if the
event is still in effect, a reminder is to be sent.

For Enabled, leave Yes selected.

To stop notification transmission once the step is no longer eligible, select
the Don’t send if obsolete checkbox.

In the Recipients section, do one of the following:

e Click New, and then use the Add New Recipient window to select the
notification recipients (users, security groups, or tokens).

e To specify the users or groups listed on the Security tab for the step as
notification recipients, click Copy Security.

Click the Message tab.
Configure the body of the notification, and then click OK.

In the Workflow Step window, click OK.
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Sending Notifications When Workflow Steps Result in Specific Errors

You can configure the notification to be sent when a workflow step has a
specific error. Table 3-1 lists the possible workflow step errors.

Table 3-1. Specific errors for workflow steps (page 1 of 2)

Error

Meaning

No consensus

All users of all security groups, or users linked to the
workflow step need to vote, and there is no consensus.

No recipients

None of the security groups linked to the workflow step
have users linked to it. No user can act on the workflow
step.

Timeout

The workflow step timed out. (Used for execution steps
and decision steps.

Invalid token

Invalid token used in the execution.

ORACLE error

Failed PL/SQL execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.

Command execution
error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not
included in the validation.

Parent closed

For wf_receive or wf_jump steps, a request is expects a

message from a package line that is cancelled or closed.

Child closed

For wf_receive or wf_jump steps, a package line expects a

message from a request that is cancelled or closed.

No parent

For wf_receive or wf_jump steps, a request expects a
message from a package line that has been deleted.
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Table 3-1. Specific errors for workflow steps (page 2 of 2)

Error Meaning

No child

For wf_receive or wf_jump steps, a package line expects a
message from a request that has been deleted.

Multiple jump results

For wf_jump steps in a package Line, different result
values were used to transition to the step.

Multiple Return The package-level subworkflow received multiple results
Results from package lines that traversed it.

To send notification when a workflow step has a specific result:

1.

In the Workflow Step window, click the Notifications tab.

See Configuring Notifications for Workflow Steps on page 71.

Click New.

In the Add Notification for Step window, click the Setup tab.

From the Event list, select Specific Error.

From the Error list, select the error that you want to trigger the notification.

To determine the time at which the notification is sent, from the Interval
list, select a value.

If you select 8:00 AM Daily M-F, the notification will go out every morning at 8:00
AM from Monday through Friday after the step becomes eligible.

If you select 8:00 AM Daily M-F or Hourly M-F, you can send multiple
notifications to a single recipient in a batch.

To send recipients a reminder if the event is still in effect after a given
number of days:

a. For Send Reminder?, select Yes.

b. In the Reminder Days field, type the number of days after which, if the
event 1s still in effect, a reminder is to be sent.

For Enabled, leave Yes selected.
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9. To stop notification transmission once the step is no longer eligible, select
the Don’t send if obsolete checkbox.

10. In the Recipients section, select the notification recipients (users, security
groups, or tokens). For detailed instructions, see Configuring Notification
Recipients on page 81.

11. Click the Message tab, and configure the body of the notification. For
details on how to do this, see Configuring Message Content on page 84.

12. Click OK.
13. In the Workflow Step window, click OK.
ng Notifications

Use the Interval field in the workflow step to specify when to send the
notification. The interval determines how frequently the notification is sent.

To send the time notification are sent:
1. In the Workflow Step window, click the Notifications tab.
See Configuring Notifications for Workflow Steps on page 71.
2. Click New.
The Add Notification for Step window opens.
3. Click the Setup tab.
4. From the Interval list, select one of the following:

e Sclect 8:00 AM Daily M-F to have the notification sent every workday at
8:00 a.m. starting on the next workday after the notification event
occurs.

e Select Hourly M-F to have the notification sent every hour, starting on
the next available workday after the notification event occurs.

e Select Immediate to have the notification sent immediately.
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If you select an interval other than Immediate, consider the following:

e Because PPM Center has an internal counter, a user can receive a notification
0 before than the interval elapses, but not later than set.

e PPM Center does not generate a new notification with the passing of each
interval. To generate a new notification, action is required.

5. Click OK.
6. In the Workflow Step window, click OK.
Sending Follow Up Notifications (Reminders)

A reminder notification can be sent if the notification event is still true after a
period of time. For example, a reminder can be sent if a step is still eligible
after a number of days. A reminder cannot be sent if the notification event is
set to All.

If you have installed and enabled the Mobility Access add-on, you can configure
) notifications for decision steps to be acted on by PPM Center users from their email
inboxes. For details, see Chapter 4, PPM Center Mobility Access, on page 125.
To send follow-up notifications:
1. In the Workflow Step window, click the Notifications tab.
See Configuring Notifications for Workflow Steps on page 71.
2. Click New.

The Add Notification for Step window opens to the Setup tab.
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3. In the Options section, configure the fields (all required) described in the
following table.

Field Name Description

List of events.

Select any value except for All.
Options are:

e Eligible

e Specific Result

e Specific Error

Event

Determines when the notification is to be sent.
Options are:

Interval e 8:00 AM Daily M-F

e Hourly M-F

e Immediate

This option is enabled (and required) after you select an
Send Reminder? | item (other than (All) from the Event list. To enable the
Reminder Days field, select Yes.

This field is enabled (and required) after you set Send
Reminder Days | Reminder? to Yes. Type the number of days to wait
before sending a reminder notification.

4. Click OK.
5. In the Workflow Step window, click OK.
Contiguring Notification Recipients

You must specify at least one recipient for a notification. The recipient can be a
specific user, all members of a security group, or any email address.

To add a recipient to a notification:
1. In the Workflow Step window, click the Notifications tab.

2. Click New.
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The Add Notification for Step window opens.

(D Add Notification for step: Approve Resolution E]

Setup l Message]

riopkion:
Description: || |
Event:|ALL
Interval:|:00 AM Daily M-F
Enahled: &) Yes O Mo [ Dont send if ohsalete
rRecipient:
Recipient Type Distribution Type Recipient
Mew Copy Security

|Ready

If you have installed and enabled the Mobility Access add-on, the Enable
Decision by Email checkbox is available. In this case, you can configure
notifications for decision steps to be acted on by PPM Center users from their

email inboxes. For details, see Chapter 4, PPM Center Mobility Access,

on page 125.

1. In the Recipients section,

click New.

(D Add New Recipient

& Ta

O e

Username:

Recipient Type: [UserpEnter a Security Group

(O Bce | Entera Usemame

Enter a Username
Enter an Email Address

Enter a Standard Token

Enter a User Defined Token

|Ready

2. In the Add New Recipient window, do one of the following:

e To designate the recipient(s) as the primary addressee(s), click To.

e To copy the recipient on the notification, click Cc.

e To blind copy the recipient on the notification, click Bec.
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3. From the list at the top right, select one of the following methods to use to
specify the notification recipient(s):

Enter a Username

Enter an Email Address
Enter a Security Group
Enter a Standard Token

Enter a User Defined Token

Selecting a value updates the value displayed in the Recipient Type field.
For example, selecting Enter a Security Group changes the value to
Security Group.

. Provide the specific value that corresponds to the recipient type selected in

step 3.

To select one or more users to receive the notification, use the
Username auto-complete. (You can use the ctrl and shift keys to
select multiple users.) Each user must have an email address specified.

To specify a recipient by his or her email address, in the Email Address
box, type the email address.

To select one or more security groups, use the Security Group
auto-complete. (You can use the ctrl and shift keys to select
multiple groups.) All enabled group members who have an email
address in the database will receive the notification.

To select a standard token from a list of system tokens that correspond
to a user, security group, or email address, use the Standard Token
auto-complete. The value displayed in the Recipient Type field
indicates whether the token resolves to a user (name or ID), security
group (name or ID), or email address.

To specify a user-defined token, in the User Defined Token field, type
any field token that corresponds to a user, security group, or email
address. Then, from the Recipient Type list, select the item that the
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token resolves to (user name or ID, security group name or ID, or email
address).

Use security groups or dynamic access (distributions) to specify the
notification recipients whenever possible. Avoid specifying a list of users or an
individual email address. If the list of users changes (as a result of a
departmental or company reorganization), you would have to update it

‘P manually. If you specify a security group instead, any changes to group
membership are automatically propagated throughout the workflow steps.

Use distributions to send a notification to an unnamed resource. For example,
to configure the notification to be sent to the assigned user(s), specify the
[REQ.ASSIGNED TO USERID] token as the recipient.
5. Click OK.
6. From the Setup tab, click OK.
The Workflow Step window opens.
7. Click OK.

The changes are added to the workflow.

Configuring Message Content

You can construct the notification’s message to ensure that it contains the
correct information in the format you want. For example, if a notification is
sent to instruct you that a request requires your approval, the message instructs
you to log on to PPM Center and update the request status. The notification
should include a link (URL) to the referenced request.

To make them easier to configure and use, PPM Center includes:

e Pre-configured notification templates that you can use to quickly compose
messages.

e Ability to compose the body of message as plain text or as HTML.

e Ability to include multiple tokens that resolve to information relevant to
the recipient. For example, you can include tokens for the URL to the
request approval page, information on request status and priority, and
emergency contacts.
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To configure the message in a notification:
1. In the Workflow Step window, click the Notifications tab.
2. Click New.

In the Add Notification for Step window, click the Message tab.

(D Add Notification for step: Request Analysis

Setup Messagel

Motification Template: | Standard HTML Message (HTML) A
Mofification Format: | HTML hd

Subject |ect and Portfolio Management- Demand Management Alert
Body ]
class="notificationbold” nowrap>0ld Status:</tds
<td class="notificationtext notificationcolpad”
noweaps[WST. 0LD_STATUS ]</td> <ftrr <t
<td class="notificationbold"” nowrap>HNew
Status:</td> <td L:lass="not,ificat.iontext
notificationcolpad” nowrap>[WST.NEW_STATUS]</td>
</trx </table> </tdx <td
class="notificationspace™></td> </tr> <Cr>
<td height="20" colspan="2">-</td-

~

</te»</table>< /hody></htnl> v
|Ready

3. From the Notification Template list, select a template to use for the
notification.

The Body field content is updated based on the selected template.
4. From the Notification Format list, select HTML, Plain Text, or Multipart.

The HTML format allows more flexibility in the look and feel of the
notification. You can use any HTML editor to write and test the HTML
code, and then copy and paste this content to the Body field.

With multipart formatting, the content type is set to “multipart/alternative”
and the message body is automatically populated with HTML and plain
text part markers. This enables you to send single email messages with
both HTML and plain text formats so that email clients can choose which
message format to use.

5. Use the Choose buttons to locate and select values for the From and Reply
to fields.
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6. In the Subject box, you can leave the default text (Project and Portfolio
Management - Demand Management Alert), or replace it.

7. Construct the body of the message. As you do, consider using the
following:

e Token for the URL to the Request Detail page. See Table 3-2
on page 87 for a list of these tokens.

e Token for the URL to the package (PPM Workbench or standard
interface). See Table 3-2 on page 87 for a list of these distributions.

e Tokens in the body of the message. Click Tokens to access the Token
Builder window where you can add tokens to the message body. For
information, see Using Tokens in the Message Body.

e Tokens related to specific package lines or request detail fields. Add
tokens that resolve information related to the individual package line or
request detail field to the Linked Token field.

8. Click OK.

9. From the Notifications tab, click OK.

Using Tokens in the Message Body

You can select any of the available tokens available in the Token Builder
window to include in the body of your message. However, not all tokens will
resolve in all situations. As a rule, tokens associated with the request or
workflow will resolve.

If you include tokens of custom date fields in the body of the message, the email
) always displays date values in long format, even if short or medium format is specified
for the date field.

Including URLs (Smart URLs)

You can include links to the items that require the recipients’ attention in your
notifications.You can configure notifications to include the Web address
(URL) for the following entities:

e Packages
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e Requests

e Request types

e Projects
e Tasks
e Workflows

e Validations
e Object types
e Environments

A user viewing email with a web-based mail reader (such as Microsoft®
Outlook) can click the URL in the notification to go directly to the referenced
entity.

For workflows, request types, validations, object types and environments the
notification can use the entity ID or the entity name as the parameter in the
URL. This will bring you to the correct window in the PPM Workbench and
open the detail window for the specified entity.

Table 3-2 lists the most commonly used smart URL tokens for packages and

requests.
Table 3-2. Smart URL tokens
Smart URL Token Description
PACKAGE_URL Provides a URL that loads the package details

page in the standard interface.

Provides a URL that loads the package window

WORKBENCH_PACKAGE_URL in the PPM Workbench.

Provides a URL that loads the request details

REQUEST_URL page in the standard interface.

If you use an HTML-formatted message, you must use an alternate token to
provide a link to requests. (You can also use this token in plain-text formatted
notifications.) The smart URL token (for HTML format) for requests is
REQUEST ID LINK.
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The REQUEST 1D LINK token provides a link that loads the request detail page
in the standard interface. This token resolves to the following format:

<a href="http://URL">Request Name</a>

In the notification, the link is displayed as a linked entry.

Configuring Timeouts for Workflow Steps

Timeouts determine how long a workflow step can remain eligible before
generating an error. The Timeout tab in the Workflow Step window is used to
set a timeout for the workflow step. See the Timeout field in the Workflow
Step Worksheet (see Appendix A, Worksheets, on page 345) for information
about how to set the timeout.

To set timeouts for a workflow step:

1.
2.
3.

On the PPM Workbench shortcut bar, click Configuration > Workflows.
Open a workflow.

In the Workflow window, click the Layout tab.

. Right-click a workflow step, and then click Edit on the shortcut menu.

The Workflow Step window opens.

. Click the Timeout tab.
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Decision Workflow Step Worksheets

Table A-5. Worlflow step [decision], step number (page 1 of 2)

Worlflow Step Valve

Step Mame

GoaliResult of Step

(D Workflow Step @

Fropeties l Security l Segregation of Duties l Matifications

Timeout Results Display Settings...

east One

(3)  Use WorkFlow Step Source

Timeout |1 | I:l

() Spedfic Yalue
Tirmeout Type | |
Timeout | | I:I

|Ready

6. To configure the timeout for the workflow do one of the following:

e To use the default timeout of the workflow step source, select Use
Workflow Step Source. (This is the default.)

e To specify a token to resolve to the workflow step timeout value
(instead of the default timeout of the workflow step source):

a. Select Specific Value.
b. From the Timeout Type list, select Token.

c. Click Tokens, and then use the token builder to specify the token.
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e To specify a constant workflow step timeout value (instead of the
default timeout of the workflow step source):

a. Select Specific Value.
b. In the Timeout Type list, leave Constant selected.

c. In the Timeout box, type the number of minutes, hours, days, weeks,
weekdays (Monday through Friday) for the timeout to last.

d. Inthe timeout unit list to the right, select Minutes, Hours, Days, Weeks,
or Weekdays (Monday through Friday).

7. Click Apply.
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Transitions for Workflow Steps

Transitions are the rules that logically connect workflow steps. The transitions
you add to a workflow to establish the direction a process should take, based
on the available results of the previous workflow step. For example, a user
submits a request into a request resolution system. The first step in the
workflow is Review Request. From this workflow step, the request might be
Approved or Not Approved. Both Approved and Not Approved are transitions
from the Review Request workflow step.

You can define multiple transitions for the same result, which leads to parallel
workflow branches becoming active at the same time.

Transitions are added to a workflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab in the
Workflow window. You can choose a transition between workflow steps based
on the following workflow step results:

e Specific result. The specific result follows this transition. The specific
results is the default workflow step result. Specific results are based on the
validation specified in the workflow step source for this step. For more
information about workflow step sources, see Chapter 7, Configuring
Workflow Components, on page 269.

e Other results. Any other results that do not have specific transitions set
follow this transition.

o All results. All results follow this transition.

e Specific Event. The specific event follows this transition. Specific events
are based on the workflow step’s validation. Used only for the Demand
Management IT solution.

e Specific Error. The specific error follows this transition.

e Other Errors. All other errors that do not have transitions set follow this
transition.

® All Errors. All errors follow this transition.
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Adding Transitions Based on Specific Results
To add a Specific Result transition:
1. On the PPM Workbench shortcut bar, click Co
The Workflow Workbench opens.
2. Open a workflow.

3. In the Workflow window, click the Layout tab.

(iD Workflow : Issue Management Workflow

nfiguration > Workflows.

l

l
l

FPackage Workflows Request Types QOwnership

Warkflow Layout Step Sequence

l

Assign ——

1. Review and Assign Is5uwe

Escalate

Y

AFFig

Kl

5. Mitigate Crcalation 4. Chse (fnwediate suo

— Close ——g
Add Transition .
2. Manage Issue 3. Approve Edit ... k

Delete ...
Edit Source...

cess) - 100%

Scale:|1DD% v” Exportimage

’ OK ” Save ” Cancel ]

||Readv

4. Right-click a workflow step, and then select Add Transition on the shortcut

menu.

- Close —— g

3. Appmove Resoldion

Kl

4. Chse (wiediate success) - 100%

5. Click the destination workflow step for the transition.
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On the Layout tab, a line with an arrowhead is displayed between the
workflow steps. The Define Transition and Step Transitions windows
opens.

() Step Transitions lXJ
From Step: |Approvs

To Step:

Transitions [OF

() Define Transition

Approved hd

Type () Other Results: te

(O All Results:

() Specific Event:
() Specific Errar:
() Other Errors:

(O All Errors:

[[] Require Notes on Transition

[ Lok [ ada ][ cancer ]

|Ready
ancel

|Ready

> The most common transition is Specific Results. For information about other
transitions, see Adding Transitions not Based on Specific Results on page 94.

6. From the Specific Results list, select the appropriate operator.

7. From the second Specific Results list, select the result required to transition
to the destination workflow step.

8. To require the assigned resource to submit a note when acting on the
“from” workflow step, select the Require Notes on Transition checkbox.

9. Click OK.

The Step Transitions window displays for the new transition.
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(D Step Transitions

Fram Step: |Approve Resolution
To Step: Close {(Immediate success)

Transitions

Type Qperator Value Require Mote

Specific Result = Approved

[ MNew ” Edit ” Remaove ]

[ OK H Apply ” Cancel

|Ready

10. Click Apply or OK.

The Layout tab displays the new transition between the “from” and “to”
steps.

— Close — g

3. Appmove Resoldion

Approved

\
X

11. To add another validation to the transition, in the Step Transitions window,
click New, and then add another transition value. Click OK to add the
transition value and close the Step Transitions window. The defined
transition name is added to the transition line.

12. Click Save.

Adding Transitions not Based on Specific Results

Transitions are added to a workflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab of the
Workflow window. “Specific results” is the default transition value for the
transition.
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The possible transition values are:
e Specific results
e Other results
e All results
e Specific Events
e Specific Error
e Other Errors
e All Errors
Adding Transitions Based on Values in Fields

You can transition a request based on the value in a particular field of in the
request. This can be a general field in the request header, such as Priority,
Assigned To, or Request Group, or a custom field specified in the request or
package line.

For example, if the Priority field for the request is set to Critical, then you
might want the request to follow a different, more robust process. This is done
by resolving a field token in a workflow execution step. The workflow engine
evaluates the field’s value at a specific step and then routes the request
accordingly.

To transition a request based on a value in a field, you must:
e Configure an immediate execution workflow step.
e Configure the transition for the immediate execution workflow step.
To transition based on the value in a field:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.

The Workflow window opens to the Layout tab.
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3. Configure an immediate execution workflow step, as follows:

a. In the Workflow Step Sources window, copy an existing immediate
execution workflow step.

The Execution window opens.

b. Complete the fields in the Execution window as specified in the
following table.

Field Name Description

Requests for request tracking and resolution
Workflow Scope | systems, Packages for deployment systems,
Release Distribution for release systems.

Execution Type | Select Token.

Select Immediate.

Immediate steps are automated. They execute
Processing Type | the commands that are configured automatically
and move the workflow to the next eligible step
without user intervention.

Use the auto-complete to select a validation that
includes all of the possible values of the resolved
token. For example, if you plan on branching
Validation based on the Priority field, use the
[REQ.PRIORITY CODE] token and the CRT -
Priority - Enabled validation. The validation
contains all possible values of the token.

Provide the token for the value that you would like
to transition based on. To find the name of the
token, below the Execution field, click Tokens.
The Token Builder opens. You can use the Token

Execution Builder to help you find the token (for example
[REQ.PRIORITY CODE]), but you must
manually type the name of the token in the
Execution field.

Enabled Yes

c. Click OK.

4. Add the new immediate execution workflow step to the workflow.
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9.
10.

. Right-click the immediate execution workflow step, and then, from the

shortcut menu, select Add Transition.
The menu window closes. The step remains highlighted.
Select the destination workflow step for the transition.

A line with an arrowhead is displayed between the workflow steps. The
Define Transition window and the Step Transitions window open. The
Define Transition window provides several options you can use to define
the transition.

In the Define Transitions window, in the Specific Results field, select the
transition.

. Click OK.

In the Step Transitions window, click OK.

Click Save.

Adding Transitions Based on Data in Tables

You can transition based on information stored in a table. To transition using
this method, use a workflow execution step with an execution type of SQL.

When transitioning from a properly configured execution step (Execution
Type = SQL Statement), transition based on a specific result. The possible
results are defined in the workflow step source’s validation. The values in this
field are determined by a SQL query of a database table.

As with any execution step, configure this transition as an immediate or a
manual step.

Adding Transitions Based on All But One Specific Value

You can transition based on all but one specified value. You can use Other
Results when multiple transitions exit a single step. Other Results acts as the
transition if none of the other explicit transition conditions are satisfied.

For example, you might want to transition all Critical requests one way and all
other results (High, Normal, Low) in a different way.
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To add a transition based on all but one specific value, create a transition from
a workflow step based on a value in Specific Results. Create a second
transition from the same workflow step. For the second transition, specify
Other Results in the Define Transition window.

Figure 3-8. Transitions using other results

/ 71 Y
Workflow .. Workflow
Step One J Critical > Step Two
- ~
Other Resulfs Workflow
(High, Normal, Llow) l Step Three

0V
Adding Transitions Based on All Results

You can define a request to transition regardless of the step’s actual results. For
example, you may want to run a subworkflow to perform server maintenance
after the on-call server contact is identified. To do this, add a transition from
the Specify Contact step to the subworkflow. Because the next step in the
process does not depend on the result of the step, it is appropriate to use the All
Results transition. To do this, define a transition from the step, and then select
All Results.

Consider using an All Results transition to start a sub-process. Note that you
can still define transitions based on Specific Results or errors when you select
All Results. Later, you can use an AND condition workflow step to bring the
process together.

Adding Transitions Based on Specific Events

HP Demand Management includes an additional method for transitioning out
of a workflow decision step that coincides with a demand scheduling event.
Select Specific Event in the Define Transition window. You can then specify
the specific event for the transition.

HP Demand Management supports the following events:

e Assignment
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e Schedule Demand
e Reject Demand
An HP Demand Management event does not occur if:

e There is required look-ahead for the transition. The exception to this
exception is when the look-ahead requires that you provide an “Assigned
To” user during demand assignment.

e You do not have the correct security permissions (request type and
workflow step) to transition out of the workflow step.

e The request is locked (being edited by another user).

If the scheduling, assignment, or rejecting event does not work, an error
message is returned.

Adding Transitions Based on Errors

You can transition based on a specific error that occurs during an execution
step. You can then branch the business process based on likely execution errors
such as Timeout, Command execution, or Invalid token (see 7able 3-3). As
you add a transition, select the Specific Error option in the Define Transition
window, and then select the error.

Table 3-3. Workflow transition errors (page 1 of 2)

Transition Option Meaning

Multiple Return The package level subworkflow receives multiple results
Results from package lines that traversed it.

All users of all security groups, or users linked to the

No consensus ;
workflow step need to vote, and there is no consensus.

None of the security groups linked to the workflow step has

No recipients users linked to it. No user can act on the workflow step.

The workflow step times out. Used for executions and

Timeout .

decisions.
Invalid token Invalid token used in the execution.
ORACLE error Failed PL/SQL execution.
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Table 3-3. Workflow transition errors (page 2 of 2)

Transition Option

Meaning

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.

Command execution
error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not
included in the validation.

Parent closed

For wf_receive or wf_jump steps, a package line is
expecting a message from a request that is cancelled or
closed.

For wf_receive or wf_jump steps, a request is expecting a

Child closed message from a package line that is cancelled or closed.
For wf_receive or wf_jump steps, a package line is

No parent expecting a message from a request that has been
deleted.

No child For wf_receive or wf_jump steps, a request is expecting a

message from a package line that has been deleted.

Multiple jump results

For wf_jump steps in a package line, different result values
were used to transition to the step.

Adding Transitions Back to the Same Step

You can keep the option of resetting failed execution workflow steps, rather
than immediately transition along a failed path. This is often helpful when
troubleshooting the execution (Figure 3-9).
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Figure 3-9. Transitioning back to the same step

Design Complete —f !71 |

Approved ——fi-

1. Rewlew Reguest 2. Design Code 3. Clese (1009%) - F00%

Not Approved

If the commands execute successfully, they follow the Success transition path.
However, if the commands fail, they do not transition out of the step because
no transition has been defined for the FAILED result. The user must manually
select the workflow step, and then select FAILED - RETRY. The execution is
re-run.

Do not use an immediate execution workflow step if a FAILED result is
feeding directly back into the execution workflow step. This results in a
continual execution-failure loop.

To transition a request or package line based on a value in a field, you must:
e Configure an execution workflow step.
e Configure the transition for the execution workflow step.
To transition back to the same execution step:

1. On the PPM Workbench shortcut bar, click Configuration > Workflows.

The Workflow Workbench opens.

2. Open a workflow.

3. In the Workflow window, click the Layout tab.

4. Configure an immediate execution workflow step, as follows:

a. In the Workflow Step Source window, copy an existing immediate
execution workflow step.

In the Execution window, complete the information described in the
following table.
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Field Name Description

Requests for request tracking and resolution
Workflow Scope | processes, Packages for deployment processes, or
Release Distributions for release processes.

Execution Type Select Token.

Select Immediate.

Immediate steps are automated. They execute the
Processing Type | commands that are configured automatically and move
the workflow to the next eligible step without user
intervention.

Create a validation with the following validation values.
Succeeded

Failed

Failed - Reset

e Failed - Rejected

For details on how to create a validation, see the
Commands, Tokens, and Validations Guide and
Reference.

Validation

Enabled Yes

b. Click OK.

. Add the new execution workflow step to the workflow.

. Right-click the immediate execution workflow step, and then select Add

Transition.

. Select several points near the execution workflow step, and then select the

source workflow step.

The Define Transition and Step Transitions windows opens. The Define
Transition window provides many options for defining the transition.

. From the Specific Results list in the Define Transitions window, select the

transition.

The validations in the Specific Results field are the validations created for
the execution workflow step. For example, select Failed - Reset.
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9. Click OK.
10. In the Step Transitions window, click OK.
The defined transition name is added to the transition line.

11. Click Save.

Adding Transitions Based on Previous Workflow Step Results

You can use workflow parameters to store the result of a workflow step. This
value can then be used later to define a transition. The basic steps of adding a
transition based on a previous workflow step result are:

1. In the Workflow window, on the Workflow tab, create a workflow
parameter.

2. Create a token execution step to resolve the value in the workflow
parameter.

3. For a workflow step, on the Properties tab of the Workflow Step window,
in the Workflow Parameter field, type the workflow parameter name.

Figure 3-10 shows an example process. One step requires the user to route the
request based on the type of change (code or database). The decision made at
this step is considered later in the process to correctly route rework of the
specific type.

Figure 3-10. Add a transition based on a previous workflow step

—Cods Change e %
9. Coder Assigned
1. Type of Change 3. Evasluate Code Change /’
Database Change Succeeded /As:rgned Approved
% — Succeeded e T = — Succers —e — Approved - !
A

2. Evaluate Database Change 4.0/ 7. Approve Changs &. Assign Task 5. Close (100%) - 100%

N

Database Change approved

N

8. D84 Assigned

To add a transition based on a previous workflow step:
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1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.
The Workflow window opens to the Workflow tab.
3. Create a workflow parameter, as follows:
a. In the parameters section, click Add.
The Workflow Parameters window opens.
b. Complete the fields.
c. Click OK.
4. Click the Layout tab.

5. Configure an execution workflow step with a token that resolves the value
in the workflow parameter.

) The validation used in this step must contain the same values as the validation
specified in the Type of Change decision step.

a. From the Workflow Step Source window, copy an existing execution
workflow step.

The Execution window opens.
b. Configure the workflow step.
c. Click OK.
6. Add the new execution workflow step to the workflow, as follows:
a. Add a workflow step to the workflow.
The Workflow Step window opens.

b. In the Workflow Step window, on the Properties tab, select the
workflow parameter from the Workflow Parameter ficld.

c. Click OK.
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7. Add the steps and transitions as shown in Figure 3-10.
8. Click OK.

Adding Transitions To and Removing them From Subworkflows

A transition to a subworkflow step is made in the same way as a transition to
any other workflow step (execution, decision, or condition). The transition is
graphically represented by an arrow between the two steps. The package line
or request proceeds to the first step designated in the subworkflow definition.

When the package or request reaches the subworkflow step, it follows the path
defined in that subworkflow. It either closes within that workflow (at a Close
step) or returns to the parent workflow.

For a package line or request to transition back to the parent workflow, the
subworkflow must contain a return step. The transitions leading into the return
step must match the validation established for the subworkflow step. In the
following example, the transitions exiting the Rework and Test step
(Successful Test and Failed Test) match the possible transitions entering the
subworkflow’s return step.

Figure 3-11. Transitioning o and from subworkflows

19 &
Approved ——i- ! Successiul Test —m '7| |
L |
1. Approve Package Concept 2. Rework and Test 3. Close [Immediate success) - 100%
Failed Test
£

4. Close {Immediate failure) - 100%

Users must verify that the validation defined for the subworkflow step is
synchronized with the transitions entering the return step. The subworkflow
validation is defined in the Workflow window.

Users typically define the possible transitions from the subworkflow step
during the subworkflow definition.
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The subworkflow step validation cannot be edited if the subworkflow is used
in another workflow definition. You cannot edit the subworkflow field if the
subworkflow is used in another workflow definition.

Configuring Validations for Workflow Steps

Validations determine the acceptable values for fields. They maintain data
integrity by ensuring that the correct information is provided in a field before
that value is saved to the database. For workflow steps, validations ensure the
correct transitions are associated with the correct workflow step.

Validations are defined for each workflow step found in the Workflow Step
Source window from which the step is derived. Figure 3-12 shows the
Decisions window of the Approve (One User) decision workflow step
validation. The validation for this workflow step validation is WF - Approval

Step.

Figure 3-12. Workflow step sources and validations
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If you open the WF - Approval Step validation, (on the Decision tab in the
Decision window, click Open), you can see that steps derived from this
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workflow step source can have one of two valid values: “Approved” and “Not
Approved”.

After you add an Approve (One User) decision step to a workflow, and you
add a transition to the next step, the Approved and Not Approve values are
listed in the Specific Results list in the Define Transition dialog box. (See
Adding Transitions Based on Specific Results on page 92.)

Validations and Execution Type Relationships

There is a correlation between the validation and the execution type. For
data-dependent transitions (token, SQL, PL/SQL), the validation must contain
all possible values of the query or token resolution. Otherwise, the execution
step could result in a value that is not defined for the process, and the request or
package line could become stuck in a workflow step.

For most built-in workflow events and executions that run commands, the
validation often includes the standard workflow results (Success or Failure). If
the commands or event execute without error, the result of Success is returned,
otherwise, Failure is returned.

Table 3-4 summarizes the relationship between validations and execution
types.

Table 3-4. Relationship between validation and execution types (page 1 of 2)

Execution Types Validation Notes

Typically use a variation of the WF - Standard
Execution Results validation (Succeeded or

Failed). A few of the workflow events have specific
Built-in workflow event and validation requirements:

workflow step commands e Wf return

e wf jump

e wf receive
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Table 3-4. Relationship between validation and execution types (page 2 of 2)

Execution Types Validation Notes
PL/SQL function Validation must contgln all possible values
returned by the function.
Validation must contain all possible values for the
Token
token.
Validation must contain all possible values for the
sQL statement SQL query. You can use the same SQL in the

validation (drop-down or auto-complete) minus the
WHERE clause.

Adding Color to Workflow Steps

To make it easier to distinguish between steps in a workflow, or simply change
the look and feel of a workflow in graphical view, you can apply fill color to
one or more steps.

To add fill color to workflow steps:
1. In the Workflow window for an open step, click the Layout tab.
2. Do one of the following:

e To select a single workflow step to fill with color, right-click the step,
and then click Edit on the shortcut menu.

e To select multiple steps to fill with the same color, press ctrl, click all
of the steps to which you want to add color, and then click Edit on the
shortcut menu.

3. In the Workflow Step window, click the Display Settings tab.

4. Use the color selection features on the Swatches tab, the HSB tab, or the
RGB tab to specify a fill color for the step.

5. Click OK.

6. Click anywhere on the Layout tab.
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Configuring Workflows

The selected steps fill with the color you specified.

Segregation of Duties for Workflow Steps

In some cases it may be important to ensure that multiple process approvals are
made by distinct users. You can use the Segregation of Duties tab to configure
additional restrictions on who can approve a given step, based on who has
already approved previous steps.

To set segregation of duties for a workflow step:
1. From the Workflow Workbench, open a workflow.
The Workflow window opens.
2. Right-click a workflow step, and then click Edit on the shortcut menu.
The Workflow Step window opens.
3. Click the Segregation of Duties tab.

4. Click New.
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The SOD - Source Step window opens.

D Workflow Step l§|
TitneoLt | User Data | ResUlts | Display Settings
Propetties | Security Segregation of Duties Motifications

Source Step Seq Source Skep Mame Source Step Type

(5 SOD - Source Step

Define source For segregation:

(&) Workflow Step: |Manage Iszue V|
() WarkFlow Instance Creation

[Lok ][ ade ][ cancer |

|Ready

Mewr Edit Delete

Reay

5. To define a segregation source for the current workflow step, do one of the
following:

e To segregate this step from another workflow step, leave the Workflow
Step option selected, and then select the other step from the list.

Alternatively:

e To prevent the user who created the request from acting on this step,
select the Workflow Instance Creation option.
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6. To add the segregation source to the Segregation of Duties tab, click OK.

€D Workflow Step E]

Timeout l l Results l Display Settings
Propetties I Security Segregation of Duties Motifications
Source Step Seq Source Skep MName Source Step Type
[wiorkfaw Instance Creation |-
5 [Mitigate Escalation |Decision
Mewr
[ QK H Apply ” Cancel

Reay

7. In the Workflow Step window, click OK.

Changes are saved to the workflow.

) All users who can act on a segregated step are prevented from acting on the
current workflow step.
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Integrating Request Types and Workflows

This section details the ways in which workflows and request types can
integrate to work together.

Integrating Workflows and Request Types through Workflow Step Properties

You can direct several many aspects of request behavior through setting the
following workflow step properties:

e Request status. Use this to specify the status to set on the parent request
when a request reaches this workflow step.

e Current % Complete. Use this to set the value to display for the parent
request’s percent complete when a request reaches this workflow step.

e Parent Assigned To User. Use this to specify the user to which the parent
request is to be assigned when a request reaches this step.

e Parent Assigned To Group. Use this to specify the security group to
which the parent request should be assigned when the request reaches this
step.

Specifying the request status (linking request status values to workflow steps)
is the most important means of integrating request types and workflows. As a

request progresses through the workflow, it takes on the status assigned at each
workflow step.

Instructions for linking request status values to workflow steps are provided
here. For instructions on how to configure other workflow step properties, see
Configuring Properties of a Workflow Step on page 66.

To assign request status values to workflow steps:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.

The Workflow window opens to the Workflow Layout tab.
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3. Right-click a workflow step, and then click Edit on the shortcut menu.

The Workflow Step window opens to the Properties tab.

D Workflow Step rg\
Timeout l l Results l Display Settings
Properties l Security l Segregation of Duties \ Motifications

Step Mumber: ‘ 2

step Mame: |Manage Issue

Drescripkion: ‘

Source Type: ‘Denisinn

|
|
Action Surmmary! | Manage |ssue |
|
|
|

Source Mame: |CRT - Close/Escalate

Enabled:
Display: ‘Always V|
Workflow Parameter; ‘ NOMNE V|

Avg Lead Time: ‘ |

Request Status: [Open E

Current % Complete: ‘

|
Parent Assigned Ta User:

Parent Assigned To Group:
‘Warkflow Step Information ‘ |
Authentication Required ‘ Mone v|
[ Ok ] [ Cancel ]
|Ready

4. Use the Request Status auto-complete to select the request status.
5. Repeat as necessary with all required workflow steps.
6. On the Layout tab, click OK.

As the request progresses through this workflow, it acquires the status assigned
at each workflow step. Not all workflow steps require that a request status be
assigned. A request type retains the last-encountered status.
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Integrating Request Type Commands and Workflows

Request type commands define the execution layer within request
management. While most of the resolution process for a request is analytically
based, cases may arise for specific request types where system changes are
required. In these cases, you can use request type commands to make these
changes automatically.

Request type commands are tightly integrated with the workflow engine. The
commands included in a request type are triggered at execution workflow
steps.

It is important to note the following restrictions regarding command and
workflow interactions:

e To execute request type commands at a particular workflow step, the
workflow step must be configured as follows:

o Workflow step must be an execution type

o Workflow Scope = Requests

o Execution Type = Built-in Workflow Event

o Workflow Command = execute request commands

e When the request reaches the workflow step (with Workflow Command =
execute_request commands), all commands whose conditions are satisfied
are run in the order they are specified in the request type’s Command field
(on the request type’s Commands tab).

You can configure the request type to run only certain commands at a given
step. To do this, specify command conditions. For information about command
conditions, see Command Conditions on page 220.
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Integrating Request and Package Worktlows

Requests (HP Demand Management) and package workflows can be
configured to work together, communicating at key points in the request and
package processes. A request workflow step can jump to a preselected package
workflow step. The package workflow step can receive the request workflow
step, and then act on it to proceed the next step in the process.

You can also integrate packages and requests at a level that does not rely on the
workflow configuration by attaching them to each entity as references. You
can then set dependencies on these references to control the behavior of the
request or package. For example, you might specify a request as a predecessor
to a package, so that the package cannot continue until the request closes.

Two built-in workflow events facilitate this cross-product workflow
integration. These workflow steps are jump workflow steps (wf jump) and
receive workflow steps (wf receive). These steps are used at the points of
interaction between workflows. Workflows can communicate through these
jump and receive workflow step pairs.

The following example illustrates how this cross-product workflow integration
can be useful.

1. A request spawns a package for migrating new code to the production
environment.

2. The newly-spawned package must go through an Approval step.

3. After the Approval step succeeds, the process jumps back to, and is
received by, the request. The request then undergoes more testing and
changes in the QA Environment.

4. After successfully completing the QA Test step, the process jumps from
the request and is received by the package.

5. Because the QA Test step was successful, the process can now migrate the
code changes to the production environment.

Figure 3-13 illustrates this process.

Configuring Workflows 115



Figure 3-13. Jump and receive workflow step pairs

Reguest Workflow
- -
— Svocecded — <L — Succeaded —ie- — A, S Succeeded - !7| |
1. Create Package 2. Receive 3. Test Changes 4. Jume 5. Close (Success)
e Py
% — Succeeded—me o Succeeded o L Succeeded —gu a{% —_ Succeeded —pm !Z |

1. Migrate to Test 2. Jump 3. Receive 2. Migrate to Prod £, Close (Success)

Package Workflow

The jump and receive workflow step pair must be carefully coordinated. Each
jump workflow step must have an associated receive workflow step, linked
together by a common jump and receive workflow step label defined in the
Workflow Step window. The transition values used to enter and exit the jump
and receive workflow steps must also be coordinated.

To establish communication between request and package workflows:

1. Set up the WF - Jump/Receive Step Labels validation for use in the
Workflow Step window.

This validation is used to join a jump and receive workflow step pair. The
selected WF - Jump/Receive Step Labels must match in the paired jump and
receive Workflow Step windows. See Step 1. Setting Up WF - Jump/
Receive Step Label Validations on page 117.

2. Use the wf_jump Built-in Workflow Event to create a jump workflow step.
See Step 2. Generating Jump Step Sources on page 119.

3. Use the wf_receive Built in Workflow Event to create a receive workflow
step.

See Step 3. Generating Receive Step Sources on page 121.
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4. Verify that both the jump and receive workflow steps specify the same

entry in the WF - Jump/Receive Step Labels field and that the entry matches
the transition value between the two steps.

See Step 4. Including Jump and Receive Workflow Steps in Workflows

on page 123.

Step 1. Setting Up WF - Jump/Receive Step Label Validations

Configuring Workflows

To set up the WF - Jump/Receive Step Labels validation:

1. On the PPM Workbench shortcut bar, click Configuration > Validations.

The Validation Workbench opens.

2. Click List, and then open the WF - Jump/Receive Step Labels validation.

D validation : WF - Jump/Receive Step Labels

Name: [WF - Jump/Receive Step Labels

Reference Code: |_WF_JUMP_REGEME_STEP_LABELS ]

Description: ' WF - Jump/Receive Step Labels

Enabled:

Companent Typs:

Use in Workflow? []

walidated By:

Validation Values:

Seq Code Meaning Description Enabled Default
1|QA_DEV |QA Fixin Development s N
2|0A_PROD |QA Fix in Production ¥ N
3[DEV2QAEMY Migrate to QA Y il
4|DEV2TESTRET2REQ [Finish Migration to QA ¥ N
5|DEVZPROD |M\grate to Production ¥ M
6|DEV2PRODRET2ZREQ |Fm|sh Migration to production ¥ M

+e
Ready
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3. To define a new validation value to use to link two workflows, in the
Validation window, click New.

The Add Validation Value window opens.

Yalue Information I User Data I

Code: | |

Meaning: | |

Dese: | |
Enable? Default: |:|

[ Ok ] [ Cancel ]

\Read\f

4. Type the validation code, its meaning, and optionally, a description.
5. Click OK.
6. In the Validation window, click Ownership.

7. In the Ownership window, specify the security groups whose members can
edit this validation.

8. Click OK.

The new validation value is now included in the Jump/Receive Step Label ficld
in the Workflow Step window.

For more information about how to configure validations, see the Commands,
Tokens, and Validations Guide and Reference.
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Step 2. Generating Jump Step Sources

To create a jump step using the wf jump built-in workflow event:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.
The Workflow and Workflow Step Sources windows open.

3. In the Workflow Step Sources window, select the Executions folder, and
then click New.

The Execution window opens.

O Execution E|
EEXEEUUDHEI Ownershlp] } Used Bﬂ
Name [ | workflow Scope [ALL v/
Reference Code | |
Deseription | |
Execution Type |Eluilt—in Waorkflow Event V| Workflow Event |'M_close_success V‘
Walidation IWF— Standard Execution Results Timeout | | ‘Davs v‘
teon | )
Processing Type |Manua| v| Enabled: (& Yes O No
Execution
[Ready

4. In the Name field, type a name for the jump step.

5. From the Workflow Scope list, select Requests.

) Package-level subworkflows and Release Distribution workflows cannot include
jump and receive steps.
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10.
1.

12.

. In the Execution Type list, leave Built-in Workflow Event selected.

From the Workflow Event list, select wf_jump.

Use the Validation auto-complete to select a validation to use to transition
out of this workflow step.

The validation values that exit the jump workflow step must match the possible
validation values used to enter the jump workflow step.

Provide all required information and any optional information you want to
include.

Click the Ownership tab.

Specify the security groups whose members can edit this execution
workflow step.

Click OK.

The Executions folder in the Workflow Step Sources window now includes
the new jump workflow step.

This workflow step can now be used in any new or existing workflow within
the defined workflow step scope. Keep in mind that every jump step must have
a paired receive step in another workflow.
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Step 3. Generating Receive Step Sources

To create a receive step using the wf receive built-in workflow event:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.
The Workflow and Workflow Step Sources windows open.

3. In the Workflow Step Sources window, select the Executions folder, and
then click New.

The Execution window opens.

(D Execution rg
EEXECUHDHEI Ownershlp} I Used Elgrl
Name | | workdlow Scape [ALL |
Reference Code | |
Description | |
Execution Type ‘Buili—m Workflow Event "‘ Worlflow Event |wT_close_success v|
Validation |WF - Standard Execution Results Timeout | ‘ |Days v|
con | |
Processing Type ‘Manua\ V‘ Enabled: (@ Yes O Mo
Exzcution:
OK Save Cancel
[Ready

4. In the Name field, type a name for the new execution step.

5. From the Workflow Scope list, sclect either Packages or Requests,
depending on how you plan to apply the workflow.
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10.

1.
12.

13.

. PPM Center automatically populates the Reference Code box based on the

value you entered in the Name box. You can accepts the default, or replace
it with a different reference code to be used to reference this receive step.

In the Execution Type list, leave Built-in Workflow Event selected.
From the Workflow Event list, select wf_receive.

Use the Validation auto-complete to select a validation to use to transition
out of this workflow step.

The validation values that exit the receive workflow step must match the possible
validation values used to enter and exit the jump workflow step.

Provide all required information and any optional information you want
included.

Click the Ownership tab.

Select the security groups whose members can edit this execution
workflow step.

Click OK.

The Executions folder in the Workflow Step Sources window now includes
the new receive workflow step.

This workflow step can be used in any new or existing workflow within the
defined workflow scope. Keep in mind that every receive step must correspond
to a jump step in another workflow.
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Step 4. Including Jump and Receive Workflow Steps in Workflows

After you create the jump workflow and receive workflow steps (Step 2.
Generating Jump Step Sources and Step 3. Generating Receive Step Sources),
you can now include them in a workflow. The Jump/Receive Step Label field is
the key communication link between separate workflows. The communicating
jump and receive workflow steps must have a matching Jump/Receive Step
Label field entry. The Jump/Receive Step Label field entry must be unique for
any given jump and receive workflow step pair.

To include a jump and a receive workflow step pair in a workflow:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.
The Workflow and Workflow Step Sources windows open.
3. In the Workflow Step Sources window:
a. Expand the Executions folder.

b. Drag your jump workflow step to the Layout tab in the Workflow
window.

The Workflow Step window opens.
c. From the Jump/Receive Step Label list, select an item.

For example, Migrate to Production. This item must be the same for a
paired jump and receive workflow step. The Jump/Receive Step Label
field is the key communication link between separate workflows. The
communicating jump and receive workflow steps must have a
matching Jump/Receive Step Label field. The Jump/Receive Step
Label field must be unique for any jump and receive pair.

d. Provide any additional workflow step information you want included,
and then click OK.
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4. In the Workflow Step Sources window:
a. Expand the Executions folder.

b. Drag your receive workflow step to the Layout tab in the workflow
window.

The Workflow Step window opens.
c. In the Jump/Receive Step Label field, select an item.

For example, Migrate to Production. This item must be the same for a
paired jump and receive workflow step. The Jump/Receive Step Label
field is the key communication link between separate workflows. The
communicating jump and receive workflow steps must have matching
jump/receive step labels. The Jump/Receive Step Label field value must
be unique for any jump and receive pair.

d. Provide any additional workflow step information you want included,
and then click OK.

5. Add a transition between the jump workflow step and the receive workflow
step.

The transition must be set to the Jump/Receive Step Label field value you
selected (for example Migrate to Production).

6. To save and close the workflow, click Save.
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4 PPM Center Mobility Access

Overview of PPM Center Mobility Access

HP Project and Portfolio Management Center Mobility Access (Mobility
Access) is an HP smart add-on that enables PPM Center users to process
approval workflow steps from desktop email or any PDA device. Resources
who are working outside of an office or without VPN access can act on
approval workflow steps without first logging on to PPM Center.

Mobility Access Service natifications are available only for workflow decision steps

) with lookup validations of both the HP Demand Management and HP Deployment
Management modules. Mobility Access can also be used with project request
workflows.

Users receive email alerts to inform them that a workflow approval step is
pending and requires their action. The user can act on the workflow step using
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the buttons available in the email. The user can also create a note to append to
the PPM Center entity (request or package) being processed.

‘ Action Request Email|

b ]

‘ | Responsze Email

ITG App Server

Fesdback Email

[
¥

Step Approved
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Figure 4-1 shows a Mobility Access email alert displayed in a PPM Center
user’s PDA device.

Figure 4-1. Mobility Access alert about an approval workflow step pending for
a PPM Center request

v/
s

e
*s | Andy Stein o 421:28 ok
Request # 31781 is waiting For your
decision. Please make your decision by
clicking on one of the actions below. In
addition, if you would like to add notes
please do so between the Note markers in
the Reply message.

Alternatively, you can write your decision
in the first line of your reply, and add any
notes in the second line.

Approved |

Not
Approved

Cancel |

HP Project and Portfolio Management

andy.stein@advantage.net

Notified

The Mobility Access background service running on the PPM Server
periodically connects to the email account (at the frequency you configure for
the service) and reads user response emails. The service verifies that the email
response is from the email address to which the notification was sent, and that
the email address is for a valid PPM Center user.

Finally, the Mobility Access service parses the response email and applies the
selected action to the workflow step (if the user is authorized to act on the
step). You can also configure the system to send feedback email to notify the
user of the success or failure of the selected action.
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Mobility Access Best Practices
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HP recommends the following best practices in for Mobility Access use:

e Use Mobility Access Service for only a small subset of important

workflow decision steps (for example, steps that require executive
approval by email only). For typical day-to-day workflow actions, use the
PPM Center standard interface.

Overall performance of the Mobility Access Service depends on the
performance of the email server and the network bandwidth between the
email server and the PPM Server. For best performance, place the PPM
Server and email server on the same local area network (LAN). The
Mobility Access service can process about 1,000 emails per hour in a
medium-scale deployment that is set up according to HP recommendations
based on test conditions.

Before you deploy Mobility Access in a production environment, deploy it
in a staging environment so that you can assess system setup and
configuration.
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Mobility Access Limitations

The Mobility Access add-on is subject to the following limitations:

e Mobility Access does not support delegation of approvals. If a user
delegates the approval of a step to a different user and forwards the
notification received from the system to the delegate, the delegated user
cannot act on the workflow step on behalf of the original recipient.

e Mobility Access Service notifications are available only for workflow
decision steps with lookup validations of both the HP Demand
Management and HP Deployment Management modules. Mobility Access
can also be used with project request workflows.

e Email addresses sharing between PPM Center users is not supported. Users
selected to receive email approval notifications must not share their PPM
Center email address with another PPM Center user.

Mobility Access in a Multilingual User Interface Context

If you plan to use Mobility Access in a PPM Center system that supports
multiple languages, consider the following:

e To use Mobility Access with languages other than English, you must
provide translated content. For information about the translation tools that
PPM Center provides and instructions on how to use them, see the
Multilingual User Interface Guide.

e The notification locale must match the Windows regional settings on the
recipient’s system. If the notification locale is different than the user’s
locale, the notification message display is corrupted, and the recipient
cannot respond to the notification.

You can configure the user’s locale using the regional and language
options settings on Control Panel. For example, for a Windows Server
2003-based computer, on Control Panel, select Regional and Language
Options. In the Regional and Language Options window, click the
Advanced tab, and then, in the Language for non-Unicode programs
section, select a language from the list.
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Mobility Access Deployment

To deploy the Mobility Access feature on your PPM Center instance, you need
to download and install the software, and then enable and schedule the
Mobility Access service in PPM Center. This section provides instructions on
how to perform both of these tasks.

Before you deploy the Mobility Access, you must purchase a Mobility Access site
license key for your PPM Center instance. Because this is a site license rather than a

) user license, you are not required to assign the license to PPM Center users. Simply
make sure that the license key is in the 1icense. conf file in the <PPM Home>/
conf directory.

Installing the Mobility Access

To install the Mobility Access:

1.
2.
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Stop the PPM Server.

Make sure that your 1icense.conf file contains your Mobility Access
license key.

License key example: com.kintana.core.server.MOBILITY ACCESS
LICENSE KEY=a54x051fmn67e¢64325839055039%9e395c8

Download the ppm-801-mobility-access.jar file from the HP Software
Support Web site.

The ppm-801-mobility-access. jar file is available on the HP Software
Support site only if you have a Mobility Access license key.

Navigate to the <pPPM_Home>/bin directory, and then run the following
command.

./kDeploy.sh -mobility-access

After the kDeploy.sh script run finishes, a message is displayed to advise
you that the installation was successful.

Start the PPM Server.
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Mobility Access Configuration

Mobility Access configuration involves the following tasks:
e Enable the Mobility Access Service

e Configure an email server

e (Configure user-defined markers

e Configure Mobility Access Service logging

The following sections provide instructions on how to perform each of these
tasks.

Enabling and Scheduling the Mobility Access Service

To enable and schedule the Mobility Access service:
1. Log on to PPM Center.
2. On the Open menu, click Administration > Schedule Services.

The Schedule Services page lists all of the available services, and shows
the typical load each service manages, whether the service is enabled, the
type of expression used to schedule the service, and the current run
schedule.

3. Click the table row that displays the Mobility Access Service.
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(D ] Project and Portfolio Management Center

Dashboard ~ Open » Search  Create

Dashboard - New Page > Schedule Services

Schedule Services

4. From the Status list, select Enabled.

My Links  History » ¥

User: Admin User | Sign Out

Search menus or entities...

MNote: Changes made to this page will take effect inmediately after they are saved. [Savey NEancel

service Name

Applet Key Cleanup Service

Concurrent Rex (Vatch Dog
Cost Rate Rule Update Service

Cost Rollup Service

Debug Messa: Cleanup Service

Directory Cleanup Service

Evaluate TW Approvers Service

Exception Rule Service

Field Security Pending Denormalization Service
Financial Metrics Update Service

FX Rate Update Service

Interface Tables Cleanup Service

Logon Aftempts Cleanup Service

Mobilty Access Service

MNotification Cleanup Service

HNetification Service

Typical Load

Light
Light
Light
Heavy
Heavy
Light
Light

Light
Light
Light
Light
Light
Light
Light
Light
Light
Light

Status

Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled

Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled
Enabled %
Enabled
Enabled

Schedule Type

Simple
Simple
Simple
Simple
Simple
Simple

Simple

Simple
Simple
Cron

Simple
Simple
Simple
Simple

Simple ¥

Simple

Simple

Schedule

Every & hours

Every 270 minutes

Every hour
Every hour

Every 24 hours

Every hour
Every hour
00212=7L
Every 24 hours

E

very 2 hours

Every 195 minutes

Every 5 hours

Every|30 sscongs |  [URM8| | Restore Default

Every 24 hours

Every 20 seconds

. To select the type of expression to use to schedule the service, from the
Schedule Type list, select either Simple or Cron. (The default is Simple, and

is set to 30 seconds.)

If you use a cron expression to schedule a service, keep in mind that cron
expressions take into account the TIME ZONE parameter setting for the PPM
Server on which the service runs. In a server cluster environment, servers can be

running on machines located in different time zones.

. In the Schedule column, do one of the following:

e To schedule the service using a simple expression, type a number in the
first field and, from the list on the right, select the time unit (seconds,
minutes, or hours.)

e To schedule the service using a cron expression, type the expression in
the text field. For detailed help on how to compose a cron expression,
under the Schedule Type column heading, select the Help icon ([Z]).

If you use a cron expression to schedule the service, keep in mind that the
value you type in the Schedule field cannot exceed 40 characters.
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7. Click Save.

Your changes take effect immediately after you save them. There is no need to
restart the PPM Server. You can now configure decision workflow step
notifications for mobile access, and PPM Center users who receive such
notifications can now access decision step approval functionality from their
PDAs and email inboxes.

Mobility Access Server-Side Configuration Settings

Installation adds the mobility access.xml file to the <pPPM Home>/conf
directory. The mobility access.xml file stores the server-side configuration
parameter settings for the Mobility Access Service.

Configuring the Email Server

After you enable the Mobility Access Service, you must configure an email
account used to fetch and process the emails. This email account must meet the
following requirements:

e The account must not shared be with any other process or used for any
other purpose.

e The account must not be configured as the email address for a PPM Center
user.

e The account must be configured to receive notification response email
messages no larger than 1 MB.

) Any email sent to the configured account that is not a notification response email for
the Mobility Access Service is considered SPAM and is deleted.
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The mobility access.xml file contents are as follows:

<email service config>
<email servers>
<inbound email server>
<hostname>imap.mail.hp.com</hostname>
<enabled>true</enabled>
<protocol>imap</protocol>
<email address>ppm750 email service@hp.com</email
address>
<email account>ppm750 email service </email account>
<password><! [CDATA[#!#3E71:C/Vp}1hSN41) L~YLhFk-
:wStzJpRlua~qg ekTD"ChnJ<>4UNxc51x7ip 6x~4 gZlx"3
18EAhzJtZ (b90/RE&+{A, 68156ApPECFgQpVvIKg{REx"&~ep
VELPC (:nkk=:<A85x91v (A* (mk3{$kJcbrjlk@k)L{ |8%)<KPLxI@
2R13"sLlp) i7#!#]]1></password>
<default folder>INBOX</default folder>
<mail archive folder>PPM PROCESSED MAILS</mail archive
folder> - - a B B
<archive messages>Y</archive messages>
<send_success_feedback>N</send success_ feedback>
<send failure feedback>Y¥</send failure feedback>
<send not applicable feedback>N</send not applicable
feedback>
<days_ to retain messages>2</days_to retain messages>
<action processor><value>com.kintana.sops.emailprocessor
.server.WorkflowActionProcessor</value></action processor>
<notesilogging>ONLY7EMAILiMESSAGE</notesilogging>
<package lines bulk approval>Y</package lines bulk approval>
</inbound email server> - - -
</email servers>
<email service config>

To configure the email server:

1. Navigate to the <PPM Home>/conf directory and open the mobility
access.xml file in a text editor.

2. Provide the information described in the following table, which lists
descriptions of the Mobility Access Configuration parameters in the
mobility access.xml file, along with their valid values and default
values.

) You must provide values for the parameter names that are marked with an asterisk in
the table.
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Parameter

Name Default Description
*Required
Hostname of email server.
Example:
*hostname imap.mail.hp.com
You can also specify an IP address for this
parameter.
If set to true, indicates that this email server is
. enabled for processing emails. Emails are fetched
enabled true : .
and processed only from the servers for which this
parameter is set to true.
Mail protocol of the email server. Only IMAP and
POP3 protocols are supported. Valid values are as
follows:
*protocol imap ® imap
e pop3
e imaps
e pop3s
Email address from which to fetch and process the
emails.
*email_ Example: ppm800_email_service@hp.com
address Note: Make sure that no PPM Center users
account specifies this address as the user email
address.
Email account from which to fetch and process the
emails.The value you specify depends on your
server and could be just the account name (with
*email_ domain name) or the email address.
account

Examples:

ppm800 email service
AMERICAS\ppm800 email service ppm800
email servicelhp.com
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Parameter
Name
*Required

Default

Description

*password

Both plain text password and passwords encrypted
using kEncrypt. sh are supported. Passwords
must be enclosed between <! [CDATA[ and
11> xml tags to escape special characters.

Note: All encrypted passwords must be enclosed
between #! #.

Plain text password example:

<password><! [CDATA [Welcomel23]]>
</password>

Encrypted password example:

<password><! [CDATA[#!#3E7i:C/
Vp}1lhSN41l) L~YLhFk-:wbtzJpRlua~g
"ekTD"ChnJ<>4UNxc51x7ip 6x~4 gZ1x"3
18EAhzJtZ (b90/RE&+{A,
68156ApPECFgQOPVIKg{REX"&~ep

VtLPC (:nkk=:<A85x91v (A* (mk3
{$kJcbrjlk@k)L{ |8$)<KPLxI
2R137sLlp)i7#!#]]1></password>

mail_archive_
folder

Determines the name of the folder in which
incoming mails are to be stored after processing.
(Applies only to email servers that support IMAP
protocols.)

Example: PPM_PROCESSED MAILS

Note: If a folder does not exist, the Mobility Access
Service creates the folder.

*archive
messages

Applies to email servers using the IMAP protocol. If
set to Y, all the incoming emails and outgoing
feedback emails are logged into the PPM_EMAIL _
PROCESSED_MSGS table.

If the email server supports the IMAP protocol, and
ifthemail archive folder parameteris setto
a valid value, then all the incoming emails are
moved to the archive folder after processing.
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Parameter

Name Default Description
*Required
Applies to email servers using the IMAP protocol.
*days_to_ Number of days from the mail received date that
retain_ 180 email messages are to remain in the PPM_
messages EMAIL_PROCESSED_MSGS table and mail_
archive_folder.
Intended for possible future use, this parameter is
set to the following value and must NEVER be
changed:
*action com.kintana.wf.emailprocessor.server.
- WorkflowActionProcessor
processor

Exception: If you are upgrading to PPM Center
version 8.00.01, change this parameter value to
com.kintana.wf.mobilityaccess.
server.WorkflowActionProcessor

Action Processor Configurations

Determines what gets saved in the notes for
requests and packages. The value can be one of

ONLY the following:
notes_logging | EMAIL_ e ONLY_EMAIL_MESSAGE

MESSAGE Only the email message is saved in the notes.

e HEADERS_AND_EMAIL_MESSAGE Email
message and headers are saved in the notes.

*send_ Determines whether a feedback message is to be
success_ N sent to the user if the selected workflow action was
feedback completed successfully.
*send_failure_ Y Determines whether a feedback message is to be
feedback sent to the user the selected workflow action failed.
*send_not_ Determines whether a feedback message is to be
applicable_ N sent to the user if the selected workflow action was
feedback not applicable.

3. Save, and then close the mobility access.xml file.
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Configuring User-Defined Markers

Any markers that PPM Center users define in email responses are added to the
named mobility access.properties resource file, which is located in the
<PPM Home>/conf/custom resources/mobility access directory. You
can edit this file to customize these markers.

If your PPM Center instance supports multiple languages, note that, while HP supplies
translations for the message content markers it delivers. If you change these marker
definitions, then you must create and maintain the translations for them.

The mobility access.properties file contains the following code:

#A customer-updatable resource file for Mobility Access markers
izt dadssasdsata AR AR A RAREREEEEEEE
### Non-Translatable Resources ###

FHAEGH SRR
subjectResponseBeginSuffix=:
subjectResponsekEnd=;

notesMarkerPrefix=<

notesMarkerSuffix=>
controlDataResponseBeginSuffix=:
controlDataResponseEnd=~~~

izt asdsata AR AR A RAREREEEEEEE
### Translatable Resources ###

FHAEHHS AR
subjectResponseBegin=User Action
userNotesResponseBegin=Notes Begin
userNotesResponseEnd=Notes End
controlDataResponseBegin=PPM Reference
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Adding Mobility Access to Decision Step Notifications

After you deploy Mobility Access, you can configure the decision steps in your
workflows to be acted upon by assigned recipients from their email inboxes
and PDAs.

If you create a validation for a workflow step source, keep in mind that the Mobility
0 Access feature does not support the use of single quote () characters in validation
names.

To configure a notification with mobile access on a decision workflow step:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
2. Open a workflow.
3. On the Layout tab in the Workflow window, double-click a decision step.
4. In the Workflow Step window, click the Notifications tab.
5. Click New.

The Add Notification for step window opens to the Setup tab.
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Q_D_ Workflow Step lXJ

Timeout l l Results l Display Settings...

Froperties l Security l Segregation of Duties Motifications

Event Description Interval Enabled

(D 4dd Notification for step: Mitigate Escalation

Setup l Message]

rOption

Description:” |
Event:[ALL v

Interval:|8:DD Al Daily M-F v|
[

Enahled: &) Yes O Mo [ Cont send if ohsalete

(D Enahle Decision By Email )

rRecipient

| Recipient Type Distribution Type Recipient |

|
1 QK Cancel

|Ready Cancel
IR_

. Select the Enable Decision by Email checkbox.

. From the Event list, select Eligible.

HP recommends that you not specify All, Specific Result, or Specific Error as
the triggering event.

Selecting the Enable Decision by Email checkbox defaults the Interval list value
to Immediate, which is the only interval that Mobility Access supports.

. In the Recipients section, do one of the following:

e C(lick New, and then use the Add New Recipient window to select the
notification recipients (users, security groups, or tokens).

e To specify the users or groups listed on the Security tab for the step as
notification recipients, click Copy Security.
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You can only specify PPM Center users who have permission to act on the
workflow step as notification recipients.

If you have installed and enabled the Mobility Access add-on, the Enable

Decision by Email checkbox is available. In this case, you can configure
) notifications for decision steps to be acted on by PPM Center users from their

email inboxes. For details, see Chapter 4, PPM Center Mobility Access,

on page 125.

4. Click the Message tab and configure the body of the notification (for
details, see Configuring Message Content on page 84).

5. Click OK.

Once an entity using the workflow advances to the workflow step for which
you have set up the notification, the specified recipients can act on the step
from their email inboxes or PDAs.
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Configuring Mobility Access Service Logging

The Mobility Access Service writes to the mobility access log.txt file,
which is located in the <PPM Home>/server/<PPM_ ServerName>/log
directory. If you encounter problems related to Mobility Access, you can use
this log file to help you troubleshoot.

Mobility Access Service logging is defined in the 1ogging. conf file, which is
located in the <pPM Home>/conf directory. The file specifies that any error
related to Mobility Access Service is to be logged in the mobility access
log.txt file.

To turn on debugging, open the 1ogging.conf file and change only the first
line in the Mobility Access Service Logging configuration to the following:

# Mobility Access logging

log4j.logger.com.kintana.wf.emailprocessor=DEBUG, MOBILITY
ACCESS LOG

To ensure that only valid actions are taken based on email responses, each email
approval message contains a system-generated key that PPM Center uses to validate
the response. Any user who responds to a PPM email approval message must
include this key in the response.

However, note that HP does not guarantee non-repudiation for email approvals, and
recommends that you check for compliance with internal and other applicable policies
for non-repudiation in approval processes within your enterprise before you enable
this feature in PPM Center.

0 To reduce the risk of accepting approval messages from unauthorized users, make
sure that email messages are encrypted both in transit and at rest. To further reduce
the risk of exposing the system-generated keys in PPM Center email approval
messages, make sure that the user accounts of potential approvers are on an internal
enterprise mail server, and that only these email accounts are associated with the
corresponding PPM Center users. These messages must not be forwarded to
external mail servers, and any mobile devices used by potential approvers must
directly exchange messages with the enterprise mail server using secure channels.
These risk mitigation suggestions still cannot guarantee non-repudiation of approvers.
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5 Contiguring Request Types and Request
Header Types

Overview of Request Types

Requests are the fundamental work unit of HP Demand Management. Users
create requests and submit them along a resolution process defined in the
workflow. The request details page (see Figure 5-1) contains the form used to
capture all of the information required to complete a specific business process.

Each request is derived from an associated request type, which determines the
fields the request includes and much of the request-specific logic. PPM Center
includes predefined request types such as Bug, Project Scope Change, and
Enhancement request types. These serve as examples that you can use as
starting points on which to configure the processes required by your business.
You can also create and configure your own request types from scratch from
the Request Type Workbench.
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Figure 5-1. Details page for a DEM - Application Enhancement type request

Dashboard - Open r Search » Create

Search men

Dashboard - BRM > Create Req

Create New Enhancement Save Draft

o swmit | cancel |

= Header
B Summary
Created By: Admin User
“Department: HR v Sub-Type:
“Workflow: ‘DE!-I-Ennancement Request Process Request Status: Not Submitted

Priority: Application: HR Application
Assigned To: Assigned Group: SAP - Application [

Request Group:

“Contact Name: Banks, Joseph

Contact Phone:

55-0000

Contact Email: [pzeph.banke@advantage.net

“Description: ‘Ersa(e a new module for onboarding in Singapore office.

=l Details
S Enhancement

Modiicaton Type e 3 Estimetea Time to Compiter I

Program Name

*Justification Mewly opened Singapore office
staffing.
# MNotes

# References
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Request Type Components and Configuration Options

Request types have several categories of configurable components. All of these
can be viewed and configured from the Request Type window (Figure 5-2).

Figure 5-2. Request Type window

D Request Type : DEM - Application Enhancement

Request Type Mame: |DEM - Application Enhancemenﬂ Reference Code! |_DEM_APPLICATION_ENHANCEMENT
Creation Action Mame: | Reguest an Application Enhancement
Request Header Type: |DEM - Application Enhancement
Category: w
Extension: v
Description: |Application Enhancements should be used to request new functionality in IT current applications
Mzta Layer View: |MREQ_ DEM_APPS_EMHANCEMENT
Max Fields: | 50 + |Enabled: (&) Yes Mo
Commands I Sub-Types I ‘Workflows User Access I Notifications I 1 Ownership ] Help Content I Resources
Fields Layout Display Columns Request Status I Status Dependencies 1 Rules
Prompt Token Enabled Component Type Walidation Disj
- Summary

- Work Item Fields
Enhancernent Details

- Analysis

- Demand Management SLA Field:
Demand Management Schedulin

| - { - -

Ready’

The main components of a request type are as follows:

e General information. General information includes basic request type data
such as the name and request type category. For detailed information on
these component and how to configure them, see Configuring General
Information for Request Types on page 155.

e Fields. Every request type is associated with a request header type that
defines a set of fields (such as Priority, Submitted By, and Assigned To) for
the request type. You can use the Fields tab to view these default request
header type fields and to create additional fields for the request type. For
detailed information on request type fields and how to configure them, see
Creating and Configuring Request Type Fields on page 157.

e Layout. After you create all of the fields for a request type, you can use the
Layout tab to configure their display on request details pages. For
information about how to configure the field layout for a request type, see
Configuring Layouts for Request Types on page 170.
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Display Columns. Use this tab to configure the request type columns that
are available for display in portlets. For instructions, see Configuring
Display Columns for Request Types on page 178.

Request Status. A request usually acquires different status values as it
progresses along its workflow. You can set up these status values to drive
field behavior, by linking workflow processes to specific information in the
request. For information about how to work with request statuses, see
Configuring Request Statuses for Request Types on page 180.

Status Dependencies. The different status values that a request acquires as
it progresses toward resolution can be used to control field behavior. For
example, a read-only field can become editable following changes that
affect request status. For more information, see Configuring Request Field
Status Dependencies on page 185.

Rules. Use this tab to configure request rules that can drive simple or
complex interactions between fields in a request. For example, you can
configure a rule to set up the automatic population of fields based on
dependencies. For more information, see Request Type Rules on page 190.

Commands. Use this tab to control certain behavior of request type fields.
At specific workflow execution steps in a request tracking and resolution
process, you can select to run the commands stored in the request type.

These commands can then manipulate the data inside a request type field.

For example, you can construct a command to evaluate several parameters,
and then set a default value for the field based on those parameters. This
provides an advantage over the defaulting features on the Field tab, which
can only default based on a single parameter stored in the same request
type. For detailed information on how to set up commands for request
types, see Configuring Commands for Request Types on page 216.
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e Sub-Types. Use this tab to create valid subtypes for the request type. For
example, a defect request type might have hardware, software, and
documentation subtypes. For more information, see Configuring
Sub-Types for Request Types on page 221.

e Workflows. Use this tab to specify which workflows can be used with a
request type. For instructions, see Configuring Request Types to Work with
Workflows on page 224.

® User Access. Use this tab to set up rules that govern which users can access
requests of this type. (The set of users who can access a request is referred
to as request participants.) You can give the participants varying levels of
access rights to requests. For details, see Configuring Participants for
Requests on page 226.

e Notifications. Use this tab to configure emails to be sent if specific fields in
the request type are completed. For details, see Configuring Notifications
for Request Types on page 239.

e User Data. This tab displays information captured by user data fields,
which are custom fields that you create to capture specific information that
is not captured by standard PPM Center fields. If no user data fields are
defined for the request type, the User Data tab is disabled. For detailed
information on user data and how to create user data fields, see Chapter 10,
Configuring User Data, on page 319.

e Ownership. Use this tab to specify who can edit the request type
configuration. For details, see Configuring Ownerships of Request Types
on page 249.

® Resources. Use this tab to:

o Enable tracking of actuals in HP Time Management.

Actual values, or actuals, represent the amount of time (in hours) that a
) resource has worked on an activity or request, the amount of time that is
estimated to remain, and the percent of work that is completed.

o Enable tracking of resources assigned to requests of this type.

Configuring Request Types and Request Header Types 147



o Ifresource tracking is enabled, configure resource security on the
request type. (Determine who can access and modify the resources and
actuals displayed in the Resource section of the Request details page in
the PPM Dashboard.)

For details on how to use the Resources tab, see Configuring Resource
Tracking on page 231, Tracking Resources Assigned to Requests

on page 231, and Configuring Request Types for Use with HP Time
Management on page 236.

e Help Content. Use this tab to add help content to fields, sections and request
types. For details, see Configuring Help Contents for Request Types
on page 252.
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Controlling Request Field Behavior

You can control the behavior of request fields in PPM Center by setting up
request type rules and status dependencies. Because these two methods of
determining field behavior have functional overlap, they can produce
unexpected results when used together. Therefore, it is important to understand
what each does and how they can interact to propagate changes through the
system.

Status Dependencies

Status dependencies can be used for status-based business logic. You can
configure status dependencies to change request type field attributes (visible,
editable, or required, cleared, and so on) whenever a request moves to a new
status.

When a user acts on a request, the PPM Center system does the following:

e The system looks at the workflow and computes the next status that the
request would have as a result of the action.

e Based on status dependencies configured for the next status, the system
“looks ahead” to determine whether any fields will be required or need to
be reconfirmed for that status.

e Ifstatus dependencies dictate that a field must be reconfirmed, or that it
will be required for the next status, and currently contains no value, then
the user is directed to an intermediate page, which is referred to as the
look-ahead page. The look-ahead page displays all required fields that are
empty, and all fields that contain values that must be reconfirmed. The user
must either provide the required values so that the request can transition to
the next status, or cancel the action.

With status dependencies, a request can transition one way in a workflow to
make some fields required, but transition a different way and make no fields
required. In some organizations, users must complete specific required fields
to cancel a request. The “look-ahead” functionality of status dependencies
enables you to avoid this kind of complication.
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For detailed information on how to configure status dependencies, see
Configuring Request Field Status Dependencies on page 185.

Request Type Rules

Request type rules are used to drive dynamic behavior of request fields directly
from the request detail page, independent of status changes. This is often
critical for ensuring the usability of complex request forms, and enables you to
add advanced logic into a request to help guide the user, simplify data entry,
and minimize misunderstandings.

You can use request type rules to define dependencies between fields, and use
these dependencies to set default values in any field, show or hide specific
fields, make other fields required or optional, change the styling of a field, and
other dynamic behavior. Each request type can contain as many rules as
necessary.

As an example, consider a request type designed to handle a project proposal
process. Among the fields it contains are a Projected Cost ficld and a #
Resources field. The request type also contains a Project Size field, which is to
be used to qualitatively categorize a proposed project as “small” or “large,”
which the workflow depends on later in the process. Rather than forcing users
to make a subjective judgement on what constitutes a “small” or “large”
project, the Project Size field can be hidden and automatically defaulted with
request type rules. A rule can be defined to set the Project Size to “small” if the
Projected Cost and # Resources fall below specified values, and to “large”
otherwise.

For detailed information on how to configure request type rules, see Request
Type Rules on page 190.
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Opening the Request Type Workbench

To open the Request Type Workbench:
1. Log on to PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Demand Mgmt > Request Types.
The Request Type Workbench opens.

D Request Type Workbench

[
g Query: ‘None v|
(=)
Request Type: H | Created By: I EH
@
3 Request Header Type: El Extension: |ALL V|
Prompk: Status: I
Enabled: |ALL ~|

MNew Request Type

Ready
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Setting Request Type Defaults

You can select a default request header type and a default workflow for a
request type and the default value for the maximum number of fields in a
request type.

To set the default request header type and workflow:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Click the Results tab.
3. Click Setup Request Header.
The Request Header Setup Dialog window opens.

(D Request Header Setup Dialog @

Default workflow : | SNt Ry, =]

Default Request Header Type IDefauIt EEl

|Ready

4. Provide the information specified in the following table.

Field Name Description

Use this auto-complete to select a default workflow. This
default workflow is used for all new request types, unless
the associated request type has a defaulting rule for the
workflow.

Default Workflow

Use this auto-complete to select a default request header
Default Request | type. This request header type is used for all new request
Header Type types, unless a different request header type is specified in
the individual request type.

5. Click OK.
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The selected workflow and request header type are now defaults.
To change the default number of fields for a request type:
1. On the PPM Workbench shortcut bar, click Configuration > Validation.
The Validation Workbench opens to the Query tab.
2. Click List.
The Results tab lists all validations.

3. Find, and then open the CRT- Max Custom Fields validation.

€D validation : CRT - Max Custom Fields

Mame: |CRT- Max Custom Fields Reference Code: |_CRT_MAX_CUSTOM_FIELDS |

Description: |Ma}(|mum numhber of custom fields for 3 Request Type |
Enabled: Use in Workflow? []

Component Type:

Validated By:
WValidation Values:
Seq Code Meaning Description Enabled Default
1150 50 il il
2100 100 v N
3150 150 i N
4)200 200 v N
5)250 250 v N
6300 300 il M
4 |[*
-m __Copy From | 4 ¥
==

Feady (Read-Only, Seed Data)

4. Click New.

The Add Validation Value window opens.
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() Add Validation Value X

Value Information l ]

Code: || |

Meaning: | |

Desc: | |
Enable? Default: []

|Ready

5. Provide the information described in the following table.

Field Name

*Required Description

Type the validation value in this field. Validation values are
*Code expressed in increments of 50. The Code and Meaning
fields must display the same value.

Type the validation value in this field. (The Code and

Meaning Meaning fields must contain the same value.)
Desc You can type a short description of the validation in this field.
Enable To keep the validation value available to the system, leave
this checkbox selected (the default).
To specify this value as the default validation value, select
Default .
this checkbox.
6. Click OK.

The Validation window lists the new validation.

7. Click OK.
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Configuring General Information for Request Types

To configure the general information for a new request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

2. Click New Request Type.

The Request Type window opens.

3. Complete the information described in the following table, as necessary.

Field Name

Description

Request Type
Name

Type the name of the request type.

Request Header
Type

Use the auto-complete to select a request header type to
use with this request type, or to create a new request
header type, click New.

Creation Action
Name

Optional. You may just leave it empty.

You may also provide a value for it, which is displayed
under the Create Based On Desired Action section as
Most Recently Created on the Create New Request page
instead of the request type name itself.

Category

From this list, select the category that includes the
request type.

You can use the Validation Workbench to create
categories (for example, Sales and Support or General
Administration) based on your business needs. The
categories you create are displayed in the Create New
<Request_Type> window in the standard interface.

[Validation = CRT - Request Type Category]

Extension

For request types created for an HP Deployment
Management extension, select the extension from the
list.
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Field Name Description

Type a clear description of how the request type is to be

Description used.

The reporting meta layer (RML) contains a database
view for each request type, which displays data columns
for each field defined for the respective request type. This
eliminates the need for a report writer to navigate the
generic transactional data model when creating an HP
Demand Management report.

Meta Layer View | A request type must have a corresponding meta layer
view name that is unique to the system, and that has the
format MREQ <Request Type Name>. (Use
uppercase text strings and underscore characters only.)

For detailed information about (reporting meta layer)
views for HP Demand Management, see the Reporting
Meta Layer Guide and Reference.

From this list, select the maximum number of fields the
Max Fields request type can have. See Setting Request Type
Defaults on page 152.

To keep this request type available to PPM Center, leave

Enabled Yes selected (the default).

4. Do one of the following:
e To save the changes and close the Request Type window, click OK.

e To save the changes and leave the window open, click Save.
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Creating and Contiguring Request Type Fields

This section provides an overview of request type fields, and information about
how to create and configure fields for request types.

Overview of Request Type Fields

Each request type field has the following three associated attribute criteria:
e (iriteria for visible fields

e (riteria for editable fields

e (Criteria for default fields

The following sections provide information about these attributes and
instructions on how to set them for your request type fields.

Criteria for Visible Fields

You can specify that a request type field be visible to or hidden from users.
Table 5-1 lists the methods you can use to do this.

Table 5-1. Criteria for visible fields

Criteria Description

Use the Attributes tab in the Field window to designate a field
Field attributes as always visible or always hidden. For details, see Creating
Fields for Request Types on page 161.

You can specify field visibility based on request status (linked to
Request status the workflow step). For details, see Configuring Request
Statuses for Request Types on page 180.

You can use the Security tab in the Field window to specify
Field security field visibility for particular users or security groups. For details,
see Creating Fields for Request Types on page 161.
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Figure 5-3 shows ho

w HP Demand Management determines field visibility for

a particular user. In this diagram, the user is assumed to have permission to
view the requests, which requires the correct license, access grants, and
settings on the User Access tab in the Request Type window.

(Start)

View, Fdlit
Access

Field Security

Seftings

(Field window, Access

Security fab)

View, Ediit Access

—>

Figure 5-3. Field visibility interactions

No Field Not Visible

Status Dependencies
{(Request type
window, Status
Dependencies tab)

Field Settings
(Field window,
Attributes tab)

Hide field: Yes Visible: Yes

Advanced Rules
(Request Type
window, Rules tab)

Field Visible Hide field:
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Criteria for Editable Fields

You can configure request type fields to become read-only or editable based on
request status or users and user groups. Table 5-2 lists the methods you can use
to determine field editability.

Table 5-2. Criteria for editable fields

Criteria

Description

Request status

You can specify that a field is read-only based on request
status. For details, see Configuring Request Statuses for
Request Types on page 180.

Field security

Use the Security tab in the Field window to designate fields
as read-only for specific users or security groups. For details,
see Creating Fields for Request Types on page 161.

Advanced Ul rules

Advanced Ul rules can be used to make a field editable or
read-only, based on dependencies that have been configured.
Even if request status and field-level security dictate that a
user can edit a field, that user will not be able to edit the field if
an advanced rule is triggered based on some other
dependency that makes it view-only. For details, see
Advanced Rules for Request Types on page 199.

Note: You cannot use special commands to trigger rules.
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Criteria for Default Fields

You can configure a field to automatically update the values in other fields.
Table 5-3 lists the configuration methods you can use.

Table 5-3. Criteria for default fields

Criteria

Description

Field defaulting

From the Default tab in the Field window, you can link the value
in a field to the value in other fields defined for the same entity.
For example, a request type field can default to the username of a
specific manager when the value in another field in that request
type equals “Critical.”

For details, see Creating Fields for Request Types on page 161.

Request type
rules

From the Rules tab in the Request Type window, you can
configure a request type to automatically populate one or more
fields based on the values in the dependent fields. For example, if
a field has the value “Bug Report,” then the workflow, contact
name, contact phone, and department can be automatically set
by corresponding request type rules.

For details, see Request Type Rules on page 190.

Request type
commands

You can use commands to control certain aspects of request type
field behavior. You can specify that the commands stored in the
request type be run at specific workflow execution steps in the
resolution process. These commands can then manipulate the
data inside a request type field.

For example, you can construct a command to consider a number
of parameters, and then default a field based on those
parameters. This provides an advantage over the defaulting
features in the Field window, which can only default based on a
single parameter stored in the same request type.

Using commands to control field values using commands can be
useful for:

e Storing a value from an execution (You can also use workflow
parameters to do this.)

e Clearing a field after evaluating multiple parameters.

For more information on how to set up commands to control field
defaulting, see the Commands, Tokens, and Validations Guide
and Reference.
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Creating Fields for Request Types

You use the Field window to create and configure request type fields. From the
Field window, you can specify:

e Whether the field is hidden displayed
e Whether the field is editable under specific circumstances

Default field values

Dependencies tied to values of other fields in the request type
To create a request type field:
1. Log on to PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Demand Mgmt > Request Types.
The Request Type Workbench opens.
4. Open a request type.

The Request Type window opens to the Fields tab.

GD Request Type : DEM - Application Enhancement

Request Typs Mame: [DEM - Application Enhancement | Reference Code: |_DEM_APPLICATION_EMHANCEMENT |
Creation Action Name: |Request an Application Enhancement ‘
Request Header Type: [DEM - Application Enhancement El
Category: | V‘
Extension: | v

Description: |App|icatiun Enhancements should be used to request new functionality in IT current applications |

Meta Layer View: [MREQ_ | [DEM_APPS_ENHANGEMENT |
Max Fields: |5|J hd ‘ Enabled: (%) Yes (S]]
Commands | subTypes | worfows | Useraccess | notficstions | | omnershp | Hepcontent | Resources
Figlds Layout Display Columns Request Status ] Status Dependencies I Rules
Prompt Token Enabled Component Type Validation Dis
Summary

Work ltem Fields

Enhancement Details

|G- Analysis

Demand Management SLA Field
Demand Management Schedulin

Ready
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5. Click New.

The Field: New window opens to the Attributes tab.

€D Field: New

Field Prompt: Token:

Description: | |

Enabled: (%) Yes O No

Component Type:
Validation B oL

Now Multi-Select Enabled:

Altributes l Default] Stnrage] Securltﬂ

Section Name : | Enhancement Details w | Display Only: () Yes () No
Transaction History: () Yes () No Notes History: () Yes () No
Display on Search and Filker: (%) 'Yes ) No Display: () Yes ) No
Search Validation: I E
Copy From... [ ok | [ cancal |

I|Ready

6. In the top section of the Field window, provide the information described
in the following table.

Field or Option

*Required Description

Type the label for the request type field for display on the

Field Prompt request details page.

Type an uppercase text string to use to identify this field.
*Token The token name must be unique for the specific request
type (for example, ASSIGNED TO USER ID).

Description (Optional) Type a short description of the field.
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Field or Option
*Required

Description

Enabled

If you do not want the field enabled for this request type,
click No. Otherwise, leave Yes selected.

*Validation

Use the auto-complete to specify the validation for this
field. The validation determines what type of component
this field is to be (plain text field, date field, drop-down list,
and so on) and what values are valid for the field. For
more information on validations, see the Commands,
Tokens, and Validations Guide and Reference.

Note: When you specify the validation, make sure that
the token(s) referenced by the validation already exist.

Multi-Select
Enabled

If you selected an auto-complete component for the
validation, and you want to allow users to select more
than one value, then click Yes.

Note: Some header fields do not allow the multi-select
option.

7. On the Attributes tab, provide the information described in the following

table.

Atiribute Name

Description

Section Name

From this list, select the request detail page section
that is to display the field. This field is only available if
you have created two or more sections to display for
requests of this type.

For instructions on how to create sections, see Adding
Sections to Request Types on page 174

Display Only

To make the field read-only, and uneditable even at
initial request creation, select Yes.

Transaction History

To turn on transaction auditing for this field, select Yes.
Whenever the value in this field changes in a request,
that change is logged to a transaction history table.

Notes History

To turn on notes auditing for this field, select Yes.
Whenever the value in this field changes in a request,
the change is logged in notes for the request.
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Attribute Name Description

Display on Search To prevent the field from being displayed on Search
and Filter and Filter pages in the standard interface, select No.

To prevent the Request Type field from being

Display displayed for requests of this type, select No.

Use the auto-complete to specify the logic to use to

Search Validation determine the valid search values in this field.

The total number of fields in a request type cannot exceed 359 if you enabled any
) one of the following attributes in any field:

e Notes History

e Transaction History

8. Click the Default tab.

) Field: New X
Field Prompt: ‘ Token:

Description:

Enabled: (%) Yes )Mo

Component Type:

“alidation

[
o Mulki-Select Enabled:

Attributes  Default l Storage] Security }

Default Type: |Maone w | Yisible Yalue:

G o Lo

I|Ready

9. Provide the following information:

a. To specify that the field is to have no default value, in the Default Type
field, leave None selected. To specify that the field is to have a constant
as the default value, select Constant.

You can also configure a default value that is based on the value in
another field or derived from a parameter. To configure these default
types, you configure a rule or a command to automatically populate the
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request type field. For instructions on how to do this, see Request Type
Rules on page 190 and Configuring Commands for Request Types
on page 216.

b. If you selected Constant as the default type, then in the Visible Value
field, type the constant value.

10. Click the Storage tab.

On the Storage tab, the field is automatically placed into the next available
position within the database based on the current field attributes. To locate
a field in the database, an administrator can open the Field window for a
specific field in a request, and use the Storage tab. This is useful for
reporting purposes.

If necessary, you can use the Storage tab to specify a field location within
the database when creating a new field. However, the standard practice is
to allow the interface to automatically position the field for the
administrator.

The Storage tab automatically stores the value for a text field that has a
maximum length of 4000 characters in column 41 or higher.

Figld Prompt: Token:
Description:
Enablect @ Yes O Mo

Component Type: |[Mone
Walication " "

evt ulti-Select Enabled:
strioutes | Detaur Storage | secury |
tax Length | 200 hd
Biatch Number |1
Parameter Col: |PARAMETER1 ~

o

I|Ready

11. Provide the following information:
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a. From the Max Length list, select a value to set the maximum number of
characters for the field value (either 200 or 4000).

b. From the Batch Number list, select the batch number for the field.

Batch number is based on the number of maximum fields. For every 50 fields,
) one batch is created. 10 Ten of these the 50 fields in a batch can be contain

more than 200 characters in length characters. Enabled This list is enabled

only when if there are more than 50 fields (creating more than one batch).

c. From the Parameter Col list, select the internal database column that in
which the field value is to be stored.

These values are stored in the corresponding column in the request details
table for each batch of the given request type. Information can be stored in up

) to 50 columns using request type, allowing up to 50 fields per batch. No two
fields in a request type can use the same column number within the same
batch.

12. Click the Security tab.

D Field: New ®
Field Prompt: Token:
Description:
Ensblect (3) Yes ) Mo
Component Type: Mone
Yalidstion

Mew
utti-Select Enabled:

Aﬂributasl Defauhl Storage  Security |

Wisible To: o)) users

Editable By |3 users

G Lows

I|Ready
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The Security tab displays the information described in the following table.

Field Name

Description

Visible To

Lists all users, security groups, and linked tokens to which
the field is visible. By default, the field is visible to all users.

Editable By

Lists all users, security groups, and linked tokens for which
this field is editable. By default, the field is editable for all
users.

13. To change the default field security settings for the field:

a. Click Edit.

The Edit Field Security window opens.

 Edit Field Security: New 3
Set default securiy for this fiel.
Mote: Security may still be affected by Status Dependendies, Field Level Dependencies, etc.
This Fild is: 7] Visble ko all users
Editable by al users
Security Type Security wisible Editable
-~
Ready

b. To control who can view the field:

i. Clear the Visible to all users checkbox.

i. Inthe Select Users/Security Groups that can view this field list,
select Security Group, User, Standard Token, or User Defined

Token.

i. Use the auto-complete to select the security group, user(s), or

token.

c. To assign your selection editing rights in addition to viewing rights to
the field, leave the Provide Editing Rights checkbox selected.
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d. To add the selection to the list of users and security groups who can
view the field, click the Add arrow.

e. To hide the field from a selected security group, user, or token now
listed on the right, clear the Visible checkbox in the corresponding row.

f. To make the field read-only for a selected security group, user, or
token, clear the Editable checkbox in the corresponding row.

g. To remove field access rights entirely, select the user, security group,
or token, and then click Remove.

h. After you finish configuring field security, click OK.

The Security tab is updated with the list of users, security groups, and
tokens with viewing or editing rights to the field.

If you add field-level security to fields on a request type that has been used to
create requests, the PPM Center database tables are updated with this new
configuration. Because of the scope of database changes, you must collect
database schema statistics. For information about how to collect database
schema statistics, see the Installation and Administration Guide. For help with
this task, contact your system administrator.

There can only be 500 rows per column, three columns per tab, and a maximum of 20
) tabs for each request type.

When taking advantage of the reporting meta layer functionality, those fields
contained within the first four batches (200 fields) are available for reporting.

Copying Fields for Request Types

To simplify the process of adding fields to a request type, you can copy the
definition of existing fields from other request types.

To copy a request type field:
1. Log on to PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
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3. On the shortcut bar, click Demand Mgmt > Request Types.
The Request Type Workbench opens.

4. Open a request type.

5. In the Request Type window, click the Fields tab.

6. Click New.
The Field window opens.

7. Click Copy From.

The Field Selection window opens.

) Field Selection 3

Prompt:ﬂ:| Product: | ALL V|
Token: I:l Companent Type: |ALL V| Walidation: E
Used By Entity: |

Query Results

Prompt Token Product ‘alidation Used By Entity Context Mame Component Type

Max Rows |200 [ Cancel H Clear H List 1

||Read\r

8. Specify the search criteria (such as the token name or field prompt) in the
header fields in the top section of the window.

You can perform more complex queries. For example, you can list all fields that

) reference a certain validation or that are used by a certain entity. Because of the
large number of fields in the system, use one or more query criteria to limit the
number of fields returned.

9. Click List.
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The Query Results table lists the search results.

10. Select the field to copy, and then click Copy.

) For security purpose, the security settings will not be copied. If necessary, you
can manually set up the security settings for the newly copied field.

11. In the Field window, make any necessary modifications, and then click OK.

The Fields tab lists the new field.

Removing Fields from Request Types

To remove a field from a request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the Fields tab.

4. Select a field, and then click Remove.

) You cannot remove a request header type field.

5. Click OK.

Configuring Layouts for Request Types

The request type layout determines the look and placement of fields on a
request details page. The following sections provide instruction on several
ways to modify request type layout.
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Modifying Field Widths on Request Types

Configuring Request Types and Request Header Types

To change the width of a field:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open the request type that includes the field you want to modify.
3. In the Request Type window, click the Layout tab.
4. In the Sections section, select a section that contains the field to modify.
5. In the Selection Section Layout section, select the field.
6. At the bottom of the tab, from the Width list, select a field width.

Fields can have a width of 1, 2, or 3. The field width must correspond to the
column location. For example, a field located in Column 2 cannot have a
width set to 3. For fields of the Text Area component type, you can
determine the number of lines the Text Area will display. Select the field
and change the value in the Component Lines field.

If the field you select is not of type Text Area, this attribute is blank and
you cannot modify it.

€D Request Type : DEM - Initiative

Request Type Name: | DEM - Initiative Reference Code: | _DEM_INITIATIVE
Creation Action Name: Reguest a New Initiative
Request Header Type: | DEM - Initiative
Category: hd
Extension: hd
Description: | Initiative request should be used ta request key projects for future quarters. Provided approval from key stakehalders, initiative reques
Meta Layer View: |MREQ_ DEM_PROJ_INITIATIVE
Max Fields: | 100 + |Enabled: (%) Yes O Mo
Commands Sub-Types ] Warkflows 1 User Access 1 Notifications 1 ] QOwnership I Help Content I Resources
Fields Layaut Display Columns Request Status ] Staus Dependencies ] Rules
Sections: Selected Section Layout:
) rader | o © Column 2 Column 3
&) _summai

Details 2 — Project Type @

Contact Information
| Evaluation | TargetImplementation Date:

Detailed Analysis

Demand Management SLA Fizlds | LEuddet Estimate (§). Project Status:
| Demand Management Scheduling Fl = =

Business Justification: (333 >
ERE) ¢ Bl 2 ] v summary -

Ready
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7. Click OK.

Moving Fields On Request Types

172

>»

To move a field or a set of fields:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the Layout tab.
4. In the Sections section, select a section that contains the fields to rearrange.

5. In the Selection Section Layout section, select a field or fields to move.

(D Request Type : DEM - Initiative E”E‘El

Request Type Name: |DEM - Initiative] Reference Cods: |7DEM7IN\T\ATIVE \

Creation Action Name: [Request a New Initiative

Request Header Type: [DEM - Initiative EH

|

J

Category: | vl
.

Extension: |

Description: |ecls for future guarters. Provided approval from key stakehalders, Initiative requests will be reviewed in the third week of each guarter.

Meta Layer View: [MREQ_ | [DEM_PROJ_INITIATIVE ]
Max Fields: 100 | Enabled: @ ves QMo
Commands | Sub-Types | Worflows | Useraccess | Wofications | | ommersip | el content | Resources
Fields Layout } Display Columns Request Status Status Dependendies I Rules
Sections: Selected Section Layout:
. 2 column 1 Colurmn 2 Colurn 3
) summary n
Details | |lBusiness Reason: [
Initiative Details
Contactinformation Liaison Add. Details: 33
Evaluation
Detailed Analysis Tech Mar Add_Details Phb
Demand Management SLA Fieldy | jiFINSETICR [ ] v

) ¢ =) widh Helght 4 fove To —>] [ sSummary -

Ready

6. Use the arrow buttons at the bottom of the tab (or the corresponding
keyboard arrows) to change the position of the fields.

You cannot move a request header type field.
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If the field layout for a request type contains multiple sections, you can
move fields from one section to another. To move a field to a different
section:

a. In the Sections section, select a section that contains a field that you
want to move to a different section.

b. In the Selection Section Layout section, select the field to move.
c. From the list to the right of Move To, select a section name.
d. Click Move To.

The field is moved to the section you selected in step c.

7. Click OK.
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Adding Sections fo Request Types

To add a new section to a request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the Layout tab.

e : DEM - [nitiative

Request Type Name: | DEM - Initiative

Creation Action Mame: | Request a Mew Initiative

Reference Cod: [_DEM_INITIATIVE |

Request Header Type: [DEM - Initiative B

|

|

Category: | v|
N

Extension: ‘

Description: ‘\nmatwe request should be used to request key projects for future guarters. Provided approval from key stakeholders, initiative reuues|

Meta Layer View: [MREQ_ | [DEM_PROJ_INITIATIVE J
Max Fields: ‘ 100 v ‘ Enabled: (&) Yes O Ne
Commends | SubTypes | Worlfiows | Userdccess | Notfications | | omnersip | HelContent | Resowrces
Fields Layout I Display Columns 1 Request Status 1 Status Dependencies 1 Rules
Sections: Selected Section Layout:
Column 1 Column 2 Column 3
ProjectMam Project Type -~

Initiative Details

Contact Infarmation

Evaluation

Detailed Analysis

Demand Management SLA Fields

Target Implementation Date -

Budaet Estimate (§) Project Status:

Justification: (373 >

) = B widh Height froveTo =) | summary v

Ready
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4. Under the Sections list, click New.

The Input window opens.

Please enter the name of the new section

5. Type a name (up to 30 characters) for the new section, and then click OK.

Before you can save a new section, you must first add fields to it.

If all the fields you add to the section have a width of one column and are all in the
) same column, all displayed columns automatically span the entire section when a
request of the given request type is viewed or edited.

6. Add one or more fields to the new section. You can either move existing
fields from a different section to the new section (see Moving Fields On
Request Types on page 172), or create fields for the section from the Fields
tab (see Creating Fields for Request Types on page 161).

7. To view how the new section will look to users who process the request,
click Preview.

The Request Preview window opens and shows how the sections and fields
are to be displayed on the request detail page.

) Hidden fields do not affect the layout. The layout engine treats these as empty
fields.

8. Click Save.

When a user creates requests of this type, the new section with the defined
custom fields is visible.
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Changing Section Names on Request Types

You can rename sections you added to a request type. You cannot change the
name of sections added to a request type by the request header type.

To change the name of a section:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the Layout tab.
4. In the Sections section, select a section.
5. Click Rename.

The Input window opens.

(D Input E|

Please enter the new section name of Contact Infarmation.

6. Type a new section name. (Custom section names can contain up to 30
characters.)

After requests are generated for the given request type, the new section
with the defined custom fields is visible.

7. To view what the layout will look like to the user processing the request,
click Preview.

An HTML window opens to shows the fields as they are to be displayed.
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If all the fields have a width of one column and are all in the same column,
all displayed columns automatically span the entire available section when
a request of the given request type is viewed or edited.

Any hidden fields do not affect the layout. The layout engine treats them as
blank fields.

8. Click OK.

Deleting Sections on Request Types

You can delete sections you added to a request type. You cannot delete
sections added to a request type by the request header type.

To delete a section:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the Layout tab.
4. In the Sections section, select a section.
5. Click Remove.

(D Select an Option E|

Are you sure you want to delete the selected section?

i Yas |[ Na ” Cancel

6. Click OK.
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Configuring Display Columns for Request Types

Certain information in a request can provide a useful summary-level
description of the request. This can include information such as the request
type, a description of the request, and a priority. For each request type, you can
control which request columns can be displayed in the following pages:

e Request list portlets
e Request search results page
e Request drill-down pages accessed by clicking on request chart portlets

Figure 5-4 shows how the settings in the Request Type window control the
columns that can be displayed on a request list portlet page.

Figure 5-4. Display columns set in the Request Type window

@ Reguest Type : Bug

Requast Type Name: [Bug] |
Creation Action Name: |Bug

| Request Headsr Type: |Defaun E
-

Category: ‘
Extension: | v
Desaription: [Bug Request typs ]
Meta Layer View: [MREG_ |BUG |
Max Fields: ‘ 50 v | Enabled: (&) Yes O Ne
Commands I Sub-Types 1 Workflows 1 User Access } Notifications } User Data } Ownership I Help Content } Resources
Figlds I Layout Display Columns Request Status Status Dependencies 1 Rulzs

Please select a set of default columns to be displayed in Request List portlets, Request List maximized views, Request search results pages and drill
down pages from graphical Request portlets.

Available Columns: Display Columns:

Application a2 Request Mo * Mote: The first 5 calumns will appear in a
Assigned Group Request Type narrow paortlet The first 7 display columns
Cantact Email Description 4 will appearin a wide portlet. All display
Contact Name = Request Status s columns will appear in the search results,
Cantact Phone \Assigned Ta maximized view and drill down pages
Created On Priority
DG Request User Data P
Ready
Request List =
Request | Request Type Description Request Status Assigned To Priority
Ho %
Bug Currency seftings on time shests do not reflect lacale Cindy Hollocker High
Bug Onboarding module not visible on employee support page Alexander Shanin Critical
21026 PO - lssug Phase 1 closure, Sector VI Hormal
31025 IO - lssug Upgrade 320 Critical
21024 PMO - lzsus Phase || startup, Sector V' In progreas AR_Security High
[38] 5, Exoort to Excel Showing 11 o 15 07 81 Prev Hext Maximize
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To configure the columns for display in list portlets:

1.

7.
8.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
Search for, and then open a request type.

In the Request Type window, click the Display Columns tab.

. In the Available Columns field, select the columns to display.

You can use the shift and Ctrl keys to select multiple column headings.

. Click the right-pointing arrow.

The Display Columns ficld lists the selected items.

In the Display Columns box, select any columns that you do not want to be
available for display.

Click the left-pointing arrow.

Click OK.

These setting determine the default columns displayed in the request portlets.
Users can edit portlet preferences to modify column display in the portlets on
their dashboard pages. These settings also determine the columns displayed for
results returned for advanced searches in the Request List portlet or Request
Search Results page.
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Configuring Request Statuses for Request Types

A request can acquire different statuses as it progresses along its workflow.
These statuses can be used to drive field behavior by linking the workflow
processes to specific information in the request.

Overview of Request Statuses

A requests can take on different statuses as it progresses through its workflow
steps. HP Demand Management provides over 200 request status values. A
few of these are:

e Submitted

e Accepted

e In Design

e Assigned

e In Progress

e On Hold

e Pending Confirmation

® Check Test Completion Status
e Complete

These status values are linked to the workflow steps to drive the request logic.
Figure 5-5 shows how status values are linked to workflow steps.
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Figure 5-5. Request status specified in the Workflow Step window

Request Status starts with: |

Status
1-Requirements Setup Completed

1st Level Review

2-Test Plan Seiup Completed
4-Running Tests in Quality Center
B-Running Sanity Tests in Quality Center
Accepted

Accepting RFCs

Active

Allocate Priority

Approved

Assign

Aggign Existing Testing Request
Assign Ligisan

() Workflow Step

Tirneout l l Results 1 Displ |Assign Project Manager
Properties } Security } Segregation of Duties l S BN EviewATIBa
Assigned
dccinhad tn | aval ? Srarialict b
Step Mumber: |2 < >
Skep Mame: |Manage |ssue
Action Summary: (Manage [ssue I -OK -w
et Feturned 218 choices, I
Source Type: |Decisian
Source Mame: |CRT - Close/Escalate
Enabled:
Display: | Always v
Workflaw Parameter: | MOME “

Avg Lead Time:

Request Skatus: I Open

Current %= Complete:

Parent Assigned To User:
Parent Assigned To Group:

Workflaw Step Information

Authentication Required | None P

|Read\r

As a request moves along its workflow, its status changes at particular steps.
Each status can be linked to request field behavior through the Status
Dependencies tab (from the Request Type Workbench). For more information
on linking request statuses to field behavior, see Configuring Request Field
Status Dependencies on page 185.

Before you can link request status values to workflow steps, the request type
must first have all required status values. You use the Request Status tab in the
Request Type window (Figure 5-6) to configure the list of available status
values.
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Figure 5-6. Request Status tab and Request Status List window

Request Type Name: [Generic Reguest | Reference Code: |_GENERIC_REQUEST ]
Creation Action Name: |Gensric Requast |
Request Header Type: | Default [EEl
Category: | ~|
Extension: | ~| (Ren)(Been]
Description: |Generzl-pumnse requestiracking |
Mzta Layer View: [MREQ_ | [GENERIC_REQUEST J
Max Fields: |50 | Ensbled: @) ves OMo
Commands 1 Sub-Types I Workflows I User Access ] Motifications 1 I Ownership 1 Help Content I Resources
Fislds } Layout Display Columns Request Status Status Dependancies Rules
Available Request Statuses: Linked Request Statuses:
1-Requirements Setup Completed ~ Assigned ~
1st Level Review - Cancelled
2-Test Plan Setup Completed Closed
4-Running Tasts in Quality Cantar s Complate
Accepted In Progress
Accepting RFCs New
Active ok Submitted
Allacate Priority Pending Requestor Action B
Approved o~ ~ Pending Requestar Info hd
Reguest Stat Initisl Request Status: | Not Submitted g
Ready

Status Name
1-Requirements Setup Co

Enabled Auto Link

1st Level Review

2-Test Plan Setup Complet.
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\Allocate Priority

Approved

Assign Liaison

Assign Project Manager

SR=ER==RR====<

Z[<[Z[Z[Z[Z[Z[<]=[Z]=

‘1 56 Request Status Records Loaded

If the Available Request Statuses list does not display the value you want, you
can create the status value you need. To set the initial status for a request,
select a value from the Initial Request Status list.
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Creating Request Statuses for Request Types

To create a new request status:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.

3. In the Request Type window, click the Request Status tab.

Request Type Name: [Generic Request | Reference Code: |_GEMERIG_REQUEST |
Creation Action Mame: \Generic Request \
Request Header Type: | Default
Cakegory: ‘ v‘
Extension: ‘ v‘
Description: ‘Genera\rpurpose requesttracking ‘
Mets Layer View: [MREQ_ |[GENERIC_REQUEST ]
Max Fields: |50 | Enabled: (5 ves Omo
Commands I Sub-Types } Workflows } User Access Motifications I } Ownership I Help Content } Resources
Fields I Layout Display Columns Request Status Status Dependsncies } Rules
Available Request Statuses: Linked Request Statuses:
1-Requirements Setup Completed ~ Assigned ~
15t Level Revien = Cancelled
2-Test Plan Setup Completed Closed
4-Running Tests in Quality Center PEES Complete
Accepted In Progress
\Accepting RFCs Mew
Active Mot: Submitted
Allocate Priority Pending Requestor Action B
Approved h Pending Requestor Info ~
Request Status... Initial Requesk Status: | Mot Submittzd v
Ready

4. Click Request Status.
The Request Status List window opens.

4D Request Status List

E5]

Status Name Enabled Auto Link
1-Requirements Setup Co..
1stLevel Review
2-TestPlan Setup Complet..|
4-Running Tests in Quality ...|
Accepted
Accepting RFCs
Active
Allocate Priority
Approved
Assign Liaison
Assign Project Manager

|1 56 Request Status Records Loaded

>

i B el e e et e et B
HEHEEEEEEES
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5. Click New.
The Request Status: New window opens.

() Request Status : New El

Request Status Definition
Status Name |
Reference Code

Enabled: (& Yes ) No

Auto Link: QO Yes & Mo

\Ready

6. Complete the following fields:
e In the Status Name field, type a name for the new status.

e The Reference Code box is automatically populated based on the status
name you typed. You can either accept this default value, or replace it
with a different status name.

e To make the status available to the system (and display it in the
Available Request Status column for all new request types), leave the
Enabled option set to Yes. To make the status unavailable to the
system, select No.

e To allow the new status to automatically link to all new request types,
for Auto Link, click Yes. Otherwise, leave No selected.

7. Click OK.

8. In the Request Status List window, click Close.
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Configuring Request Field Status Dependencies

On a request, field behavior can be linked to the status of the request. For
example, a request cannot move to the Assigned status unless the Assigned To
User field contains a value. In addition, as long as the request has a status of
Assigned, a user cannot change the Assigned To User field.

To make this work, the Assigned to field is configured with the following
settings for the Assigned status:

Visible = Yes
Editable = No
Required = Yes
Reconfirm = No

Clear = No

You configure field dependencies from the Status Dependencies tab in the
Request Type window.

To assign field properties based on request status:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

2. Open a request type.
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3. In the Request Type window, click the Status Dependencies tab.

D Reguest Type : Generic Request

Request Type Name: |Generic Request ] Refersnce Code: | _GEMNERIC_REQUEST
Creation Action Name: |Generic Request
Request Header Type:  [Default =
e | e
Extension: | |

Description: \General—pumose requesttracking ‘

Meta Layer View: [MREQ_ | [GENERIC_REQUEST ]
Max Fields: | 50 | Enabled: @ ves CMo
Commands | Sub-Types | Workfiows | UserAccess | Notficatons | | omnersip | Hepcontent | Resources
Fields } Layout Display Columns I Request Status Status Dependencies ‘ Rules
Request Status: Field
Prompt Visible Editahle Required Reconfirm Clear
Cancelled = Summary I Iy 2
Clased — e =
- Application Y il
Complets
lin Proaress Assigned Group: Y Y
New 2 Assigned To: ¥ i L
- Y Y
Not: Submitt=d ggnt:;:;:i[ne M m
lPending Requester Action partm v
Pending Requestor Info
Rew&wged a Visible: () Yes (3 Mo Editable: () Yes (DNo  Required: ()Yes ()Mo
Reconfirm: () Yes  (2) No Clear; (OYes (3 No

Ready

4. From the Request Status list, select one or more request status values.

) You can use the shift and Ctrl keys to select multiple values.

5. In the Field table, select the request field for which you want to configure
properties based on the selected request status.
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6. Under the Field section, set the options described in the following table.

Field Name

Description

Visible

Determines whether the field is visible to users while a
request is in the selected request statuses. If this option is
set to No, the field is hidden while the request is in the
selected statuses.

Editable

If the Editable option for a request field is set to No for a
specific status, then users cannot edit the field while the
request is in that status. If the Required or Reconfirm
option for a request field must be set to Yes, then the
Editable option must also be set to Yes.

At certain stages in a request resolution process, you may
want to ensure that specific fields are not changed. For
example, when a request of type Vendor Bug has the
status Patch Applied, you want to ensure that the Patch
Number field does not change. To accomplish this, you set
the Patch Number field to be read-only for all request
statuses after a certain point in the workflow. (Of course,
you would probably make the Patch Number field required
in an appropriate previous status, to ensure that it has a
valid value before it becomes a read-only field.)

Required

Specifies whether the field is required or not while a
request is in the selected request status(es). If a field is
required when a request is in the selected status, a user
must provide a value for the field before the request can
move to that status. When the workflow transitions to the
status, the “look-ahead” page is displayed to require the
user to fill out the fields to be required for that status (if any
of those fields do not already contain values).
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Field Name

Description

Reconfirm

If the Reconfirm option for a field in the request type is set
to Yes, the field is presented to the user on the look-ahead
page before the request is allowed to transition into this
status. The user can review the field value and, if
necessary, change it.

Clear

The Clear field is used in conjunction with other
dependencies to remove the content of a field. The clear
flag is used as follows:

e If setto Yes, and either or both the Required and
Reconfirm options are set to No, the field is not
presented to the user on the look-ahead page, but the
field is automatically cleared when the request moves to
status.

e If setto Yes, and either or both of the Required and
Reconfirm options are also set to Yes, then the field is
cleared and displayed on the look-ahead page as the
request is moving to this status. If required, the user
must provide a valid value in the field before the request
can complete the transition to the new status. If only
reconfirming, then the user can decide whether or not to
provide a value before continuing.

Note: To present the Reconfirm field to the user for mass
update of records, set the Clear field to Yes.

You can also control field attribute such as Editable and Visible by configuring an
) advanced request type rule that includes JavaScript-based logic. For details, see
Advanced Rules for Request Types on page 199.

You can configure multiple fields simultaneously by using the ctrl or
shift keys to select the fields and then change the attribute values. You
can also select multiple status values and change the same fields if those
states require the same attribute values for the same fields.

7. Click OK.
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Status Dependencies Interactions

Table 5-4 shows the results of different combinations of the Required,
Reconfirm, and Clear selections. For each request status within a request type,
there can be up to a maximum of 250 fields with a required state and 250 fields
with a reconfirm state.

Please keep in mind that there is some overlap between status dependency
functionality and request type rule functionality. It is important that you understand

0 how status dependencies and request type rules can interact and possibly produce
unintended results. Plan carefully before configuring either. HP strongly recommends
that you thoroughly review Request Type Rules on page 190, and plan your field
status dependencies accordingly.

Table 5-4. Status dependencies interactions

Dependencies Results at Given Status

Required | Reconfirmed | Clear Display | Color Data Shown
No No No No N/A N/A

No No Yes No N/A N/A

No Yes No Yes Black Current Data
No Yes Yes Yes Black None

Yes No No Lasl_,l_ifa Red None

Yes No Yes Yes Red None

Yes Yes No Yes Red Current Data
Yes Yes Yes Yes Red None

a. If a field configured as required, then it is only displayed if its value is blank (NULL). The user must
provide a non-NULL value before he can proceed. If the field contains a value, then it satisfies the
“required” dependency, and thus does not need to be displayed on the look-ahead page.
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Request Type Rules

190

Request type rules are a powerful way of configuring complex interactions
between fields on a request. You can use them to set up automatic population
of request fields, change field attributes, or otherwise affect request field
behavior based on various dependencies.

One of the most common rule configurations is to set the default workflow
when a user creates a new request. From a practical standpoint, you typically
known which workflow is appropriate for a request of a given type, and you do
not want to offer the user a choice when he creates a request. So, the Workflow
field is typically disabled, and a rule is defined to automatically set it to the
appropriate value.

Keep in mind that there is some overlap between request type rule
functionality and status dependency functionality. It is extremely important
that you understand how status dependencies and request type rules can
interact (and possibly produce unintended results), and plan carefully before
you implement either. HP strongly recommends that, before you configure
request type rules, you thoroughly review Configuring Request Field Status
Dependencies on page 185, and be familiar with all the way in which rules can
affect system behavior. Also see Important Considerations for Configuring
Advanced UI Rules on page 199.
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Types of Request Type Rules

You can configure the following request type rules to control HP Demand
Management system behavior:

® You can use a simple default rule to set new values in the Workflow,
Assigned To, and Assigned Group ficlds.

e You can use an advanced rule with SQL-default logic to set a new value in
any fields in the request, based on a SQL statement. You can specify any
SQL statement, as long as it returns a single row with two values (a hidden,
internal value and a visible value).

e You can use an advanced rule with Ul-rule logic to change the behavior or
appearance of any field in a request. These rules run JavaScript functions,
which are defined on the server in the RequestRulesSystemLibrary.js
file, which is in the <PPM Home>/server/<PPM Server Name>/deploy/
itg.war/web/knta/crt/js directory.

Because the RequestRulesSystemLibrary. js file is redeployed at each
0 service pack installation or product upgrade, it is important that you not modify the
RequestRulesSystemLibrary. s file. Otherwise, your changes are lost.

You can also define your own custom JavaScript functions to use in Ul
rules. You must define these custom JavaScript functions in the
RequestRulesUserLibrary.js file, which is also in the <pPPM Home>/
server/<PPM Server Name>/deploy/itg.war/web/knta/crt/js
directory.

The RequestRulesUserLibrary. js file is not altered when you apply a
) service pack or upgrade PPM Center. Your custom functions are preserved after
these operations.
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Predefined JavaScript Functions (Advanced Rules Only)

HP Demand Management provides several predefined JavaScript functions,
which are listed in 7able 5-5. All of these JavaScript functions are dynamically
applied in the request detail page when invoked by the respective rule, but
most do not have any effect in other request edit interfaces (Quick Edit page,
Mass Update page, Web service APIs to create or update requests). However,
all of the “setFieldRequired()” rules are evaluated upon save in the other
interfaces. Any field that is configured to become required as a result of rules
will ultimately be required when the request is saved, and if such a field does
not have a value, then a message is displayed, indicating that the request(s)
could not be saved.

Table 5-5. JavaScript Functions for use with advanced rules (page 1 of 3)

JavaScript Function Description

Sets the field(s) as required or not required
based on the flag parameter value. The
Result Fields section must contain at
least one field.

setFieldRequired(<boolean flag>)

Sets the field(s) as editable or read-only
based on the flag parameter value. The
Result Fields section must contain at
least one field.

setFieldEditable(<boolean flag>)

Sets field(s) visibility based on the flag
setFieldVisible(<boolean flag>) parameter value. The Result Fields
section must contain at least one field.
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Table 5-5. JavaScript Functions for use with advanced rules (page 2 of 3)

JavaScript Function Description

Sets the field(s) style to the CSS class
specified. The Result Fields section must
contain at least one field.

Any custom styling you want to apply to
request fields must first be defined in the
RequestRulesUserCss.css file, which
is located in the <PPM Home>/server/
<PPM Server Name>/deploy/
itg.war/web/knta/crt/css directory
on the PPM Server.

setFieldStyle(<CSS class name>) Notes:

e Not all styles on html elements are
supported by Internet Explorer and
Mozilla Firefox. Please consult the
browser-specific implementation for
information on which styles are
supported.

e border attribute for dropdown list is not
supported by Microsoft Internet
Explorer. This is a Microsoft Internet
Explorer limitation.

Show the message specified by the “text”
parameter (enclosed in single or double
quotes) and continue to process the
request rule event based on the
continueProcessing parameter value.
showMessage(<string text>, <boolean | If continueProcessing = false,
continueProcessing>) then the event that triggered the rule is
aborted. You can use this function to
display a message that reminds the user
that he must perform some action before
he saves, and prevent the user from
saving until he performs that action.
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Table 5-5. JavaScript Functions for use with advanced rules (page 3 of 3)

JavaScript Function Description

Adds the specified resource to the list of
resources on the request. This rule only
applies to request types that track
resources. For more information about
tracking resources, see Configuring
Resource Tracking on page 231.

addResource(<resourceFieldToken>)

Rule Event Behavior on the Request Details Page

Rules can be used to achieve dynamic behavior on the request form itself,
independent of workflow actions. 7able 5-6 lists the rule events you can
specify for any request type rule (simple or advanced), along with descriptions
of how each is processed and how it affects field behavior on the request detail

page.

All of these rule events are applied dynamically in the request detail page. For other
interfaces in which requests are updated (Quick Edit page, Mass Update page, Web
service APlIs to create or update requests), the rules are not processed dynamically

0 as these events occur. Rather, they are processed when requests are saved. Any
field that is configured to be required as a result of any of these rules will ultimately be
required when the request is saved, and if such a field does not have a value, then the
user sees a message indicating that the request(s) could not be saved.
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Table 5-6. Effects of rule events

Rule Event

Rule Event Processing and Field Behavior

Apply on
creation

Applied any time a request of this type is created.

Apply on
page load

Rules defined for this event are triggered when the request detail
page is loaded in a Web browser; however, these rules are not
applied when a request is first created. (Use the “Apply on creation”
rule event for that.)

Apply on
field change

Rules defined for this event are triggered any time one of the fields
listed in the Dependencies section changes to a new value if all of
the dependencies specified for the rule are met.

For example, consider a rule that has dependencies on when the
Priority field has the value “Critical” and the Assigned To field is
null. The rule is evaluated whenever either the Priority field or the
Assigned To field is changed, and is triggered only if both of the
dependency conditions are true when the rule is evaluated.

Apply before
save

When a user clicks Save on the request detail page, or clicks a
workflow “action” button (which saves the request before processing
the workflow action), then any rules defined for this event are
processed before the save request is submitted.

The “showMessage()” function can cancel the request save if the
rule is not satisfied.

Apply before
transition

When the user clicks a workflow “action” button, rules defined for
this event are applied and then processed before the transition is
taken. For example, if a rule is triggered to show a message and
cancel the action, then the user sees the message displayed and the
transition is not taken.

As another example, if an “Apply before transition” rule is defined to
set a timestamp in a particular request field, then the rule is
processed and the target field is updated before the transition is
taken.

The “showMessage()” function can cancel the transition event if the
rule is not satisfied.

PPM Center does not support the use of special commands to trigger rules.
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Once a rule is triggered, any dependencies defined for the rule (in the
Dependencies section of the Rules window) must be met before the rule is
executed. A simple default rule has a limited set of dependencies available, but
an advanced rule can have dependencies set up to run the rule under very
specific circumstances based on the current values of any fields in the request.

Rule Event Precedence

It is possible to configure conflicting rules on different events. In this case,
“Apply before save” or “Apply before transition” rules are applied last. These
rules take precedence if there is a rules conflict.

For example, consider a request type that has an “Apply on page load” rule that
makes the Priority field required, and an “Apply before save” rule that makes
the Priority field optional. When the user saves the request, the Priority field is
option because the “Apply before save” rule takes precedence.

Typically, rules are processed in the order specified in the request type
configuration. For advanced rules, this ordering can include a mix of
SQL-based and JavaScript-based rules.

Creating Simple Default Rules for Request Types

Simple default rules are used to automatically populate the Workflow, Assigned
To, and Assigned Group fields. These fields can be populated based on the Rule
Event and Dependencies fields. You can use any valid combination of these
fields to specify values for the Workflow, Assigned To, or Assigned Group
fields. For example, by setting the workflow and the rule event to Apply On
Creation, you can set the default workflow to be used each time a request of
that type is used.

) Workflow is the only required field for simple default rules.
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To add a simple default rule to a request type:

1.
2.

Log on to PPM Center.

From the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.

On the shortcut bar, click Demand Mgmt > Request Types.

The Request Type Workbench opens.

Open a request type for which you want to create a simple default rule.

In the Request Type window, click the Rules tab.
Click New.

The Rules window opens in simple defaults mode.

() Rules Window X |
Rule Name: | |
Drescription: | |

Enabled? (%) Yes (@1
Rule Everit: |2 Process cascading rules?  (3) Yes () Mo
(The results of this mle might tigger additional ules defined fordhis
Rule Type: | Simple Defaults “ request type. Gheck Mio* 2boue if you do mot want this arle to tigger
additional nles whose dependency conditions ame met 25 2 reswit.)
rDependenci
Department: ‘ w |
Application: I E
rResul:
Wiarkflove I E
Assigned To: I Y]
Assigned Group: I E
[ ok ][ At ][ cancel |
I\R eady
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10.
1.

12.

13.

14.

. In the Rule Name box, type a name for the new rule. (Required)

In the Description box, you can type a short description of the rule.
To enable this rule, leave Yes selected for the Enabled? option.

From the Rule Event list, select the event to trigger the rule. For a
description of selectable events, see Rule Event Behavior on the Request
Details Page on page 194.

If the results of the new rule might trigger rules defined for the same event
(same dependency) that occur later in the rules sequence, and you want to
prevent that from occurring, for Stop processing other rules?, click No.

For example, if you define ten rules for the same field change event, you can
specify one of them to stop processing through all subsequent rules.

In the Dependencies section, you can do the following:

a. To specify a department to which the rule is to apply, from the
Requestor Department list, select the department name.

b. To specify an application to which the rule is to apply, use the
Application auto-complete to select the application.

In the Results section, do the following:

a. Use the Workflow auto-complete to select the workflow that the rule
assigns to a request of this type. (This step is required.)

b. You can use the Assigned To auto-complete to select a user for this rule
to assign to the request.

c. You can use the Assigned Group auto-complete to select a security
group for rule to assign to the request.

After you save this rule, any new request of this type that matches the
combination of values specified for Requestor Department, and Application
automatically updates the Workflow, Assigned To, and Assigned Group
fields to contain the values you specified for those fields.
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15. To save the rule and create another rule, click Add, and then repeat step 8
through step 14. To save the new rule and close the Rules window, click
OK.

If more than one rule applies for to a given request, then the system typically
) processes them in the order in which they are specified in the request type
configuration.

Advanced Rules for Request Types

You can set up advanced rules that include logic to automatically populate any
request field based on user entries. You can also use advanced rules to
automatically change field attributes such as visible or hidden, editable or
read-only, required or optional, reconfirm, clear, background color, and so on.

) Configuring advanced default rules requires knowledge of SQL or JavaScript.

0 HP recommends that you review Important Considerations for Configuring Advanced
Ul Rules and Ul Rules: Examples before you set advanced Ul rules.

Important Considerations for Configuring Advanced Ul Rules

Configuring well-designed UI rules requires some planning. Here are some
guidelines to help you construct useful Ul rules that do not have unwanted
results:

e Consider all possible events and outcomes. Make sure you handle what
happens when the page is loaded, when field values change, when the page
1s saved, and so on.

e Consider negative cases. If you set up a rule to be fired whenever a field
contains a particular value, make sure you handle what happens when the
field is changed to a different value. You may need additional rules for
that.

e Ifyou set a field as required based on a specific value in another field, you
must ensure that you set the field as not required for other possible field
values.
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e Using special commands, for example, ksc_store, in a workflow execution step to
change field value will not trigger rules.

) e If afield’s Display attribute is set to No or the field is set invisible by its status
dependency, you can not make it visible on the web Ul by using request level Ul
rules.

Ul Rules: Examples
Following are some examples of well-designed UI rules.

Example 1

If the user sets the Priority field on a request of this type to “Critical,” you want
the field background to change to red to make it highly visible to users who
view the request. To do this, you must configure four rules:

Rule 1:

The positive case, in which the Priority field value changes to Critical
based on some other value.

Event: Apply on field change
Dependency: priority = "Critical™

Rule logic: setFieldStyle ("redBackground")Result Fields:
Priority

where “redBackground” is a CSS class defined in the
RequestRulesUserCss.cssfﬂeinthe<PPM_Home>/server/<PPM_
Server Name>/deploy/itg.war/web/knta/crt/css directory on the
PPM Server, as follows:

.redBackground { background:red; }
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Rule 2:

The negative case, in which the Priority field changes from “Critical” to
some other value.

Event: Apply on field change
Dependency: Priority != "Critical™

Rldelogkx setFieldStyle ("whiteBackground")Result Fields:
Priority

where "whiteBackground" is a CSS class defined in the
RequestRulesUserCss.css file in the <PPM Home>/server/<PPM
Server Name>/deploy/itg.war/web/knta/crt/css directory on the
PPM Server, as follows:

.whiteBackground { background:white; }

Rule 3:

Once the request detail page is reloaded, rules #1 and #2 no longer apply
(since the Priority field is not changing). So, you must define the same rules
for the “Apply on page load” event.

Event: Apply on page load
Dependency: Priority = "Critical™

Rlﬂelogkx setFieldStyle ("redBackground")Result Fields:

Priority

where "redBackground" is a CSS class defined in the
RequestRulesUserCss.cssfﬂeinthe<PPM_Home>/server/<PPM_
Server Name>/deploy/itg.war/web/knta/crt/css directory on the
PPM Server, as follows:

.redBackground { background:red; }
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Rule 4:

The negative case for rule 3.
Event: Apply on page load
Dependency: Priority != "Critical"

Rldelogkx setFieldStyle ("whiteBackground")Result Fields:

Priority

where "whiteBackground" is a CSS class defined in the
RequestRulesUserCss.cssfﬂeinthe<PPM7Home>/server/<PPM7
Server Name>/deploy/itg.war/web/knta/crt/css directory on the
PPM Server, as follows:

.whiteBackground { background:white; }

Note that the Ul rules you configure apply only to fields. You cannot, for
instance, set the style for an entire page. Any logic you add to the Logic text
box applies to the fields listed in the Results Fields table. (The only exceptions
are showing an alert and adding a resource, which do not apply to any field in
particular.)

Example 2

You want to prevent users from saving a value in a date field if the value falls
after tomorrow’s date. Display an alert if the rule is violated.

To accomplish this, do the following:
1. Create a hidden field for “tomorrow’s” date on the request type.

2. Set a SQL defaulting “Apply on page load” rule to set the value of the
hidden field based on the following SQL statement:

select trunc(sysdate+l),
trunc (sysdate+l)
from dual

3. Create an “Apply before save” rule with a dependency that checks to
determine whether the value the user provided in the date field is later than
the value in the “tomorrow” field, and then, if rule fires, shows the alert
message and stops the event.
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Example 3

A request type has Start date and Finish date fields. You want to prevent users
users from specifying a Finish date value that is earlier than the Start date value
provided on a request of this type, and highlight these fields whenever the rule
is violated.

To accomplish this, do the following:

1. Create an advanced “Apply on field change” rule with two dependencies:
start is after finish, and finish is before start.

Rule logic: showMessage ('Finish date cannot be earlier than the
Start date. Please fix before saving.', false)

A change in either the start or the finish date will trigger this rule.

2. Create an “Apply on field change” rule that sets the border of the date
fields to red.

Rule logic: setFieldstyle ("redBorder")
where the RequestRulesUsercss.css file contains:

.redBorder { border:2px solid red }

3. Create an advanced “Apply before save” rule with one dependency: start is
after finish.

Rldelogkx showMessage ('Finish date cannot be earlier than the

Start date. Please fix before saving.', false)

) This is the same as the field-change rule from step 1.

4. To keep the red border on the date fields whenever this request displays
information that violates the date rule, create an “Apply on page load” rule
to set the border of the date fields to setFieldStyle(“redBorder™).

The borders will be shown every time you view the request, if the condition
is met.
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You want to highlight critical-priority requests to emphasize their urgency.
To accomplish this, do the following:

1. Create an advanced “Apply on field change” rule with the dependency

Priority!= "Critical".

Rlﬂelogkx setFieldStyle ("redBackground")Result Fields:

Priority
where the RequestRulesUserCss.css file contains:

.redBackground { background-color:red; font-weight:bold;
color:white }

This rule changes the style of the field whenever the value in the Priority
field changes to “critical.” However, because the styling will be lost if the
page is reloaded, you would create a similar additional rule to trigger on
page load.

. Create an advanced “Apply on page load” rule with the dependency

Priority != "Critical".

Rlﬂelogkx setFieldStyle ("redBackground")Result Fields:

Priority
where the RequestRulesUserCss.css file contains:

.redBackground { background-color:red; font-weight:bold;
color:white }
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Example 5
You have a request form that contains three custom fields:
e Cost (a currency field)
e Approver (an auto-complete field)
e Comment (a text field)

If a user provides a value greater than $500 in the Cost field, then you want the
Approver and Comment fields to be required before the request can be saved.

To accomplish this, do the following:

1. Create an advanced “Apply on field change” rule with a dependency on
when the Cost field value is greater than “500.”

Rldelogkx setFieldRequired (true)Result Fields: Approver,

Comment

2. Create the inverse behavior (if the value in the Cost field is not greater than
$500, then keep the Approver and Comment fields optional), create an
advanced “Apply on field change” rule with a dependency on when the
Cost field value is less than or equal to “500.”

Rldelogkx setFieldRequired(false)Result Fields: Approver,

Comment

3. Changes to the Cost field value trigger the first two rules. But when the
request is reloaded (or viewed by someone else in a different session), the
results of the rules do not apply. So, you must also create two additional
rules that are applied when the request is loaded, as follows:

a. Create an advanced “Apply on page load” rule with a dependency on
when the Cost field value is greater than “500.”

Rlﬂelogkx setFieldRequired(true)Result Fields: Approver,

Comment
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Example 6

b. Create an advanced “Apply on page load” rule with a dependency on
when the Cost field value is less than or equal to “500.”

Rlﬂelogk: setFieldRequired(false)Result Fields: Approver,

Comment

You have a change request type that contains the following custom fields:

Resolution (a drop-down list, that includes the value Automatic, to capture
the resolution of the request)

Team Manager (an auto-complete)

Get feedback at completion (Yes and No options)

When Automatic is selected in the Resolution list, you want to hide the Team
Manager field and display the Get feedback at completion option.

To accomplish this, do the following:

1.

Create an advanced “Apply on field change” rule with the dependency

Resolution = "Automatic".

Rule logic: setFieldvisible (true)Result Fields: Team Manager

. Create an advanced “Apply on field change” rule with the dependency

Resolution = "Automatic".

Rule logic: setFieldvisible (false)Result Fields: Get feedback
at completion

The first two rules are triggered when Resolution is set to Automatic.

Create two additional rules to determine field behavior when the
Resolution field is set to any value other than automatic, as follows:

a. Create an advanced “Apply on field change” rule with the dependency
Resolution != "Automatic".

Rule logic: setFieldvisible (false)Result Fields: Team

Manager
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b. Create an advanced “Apply on field change” rule with the dependency

Resolution != "Automatic".

Rule logic: setFieldvisible (true)Result Fields: Get feedback
at completion

4. For the appropriate fields to be visible or hidden when the request is
reloaded, or when someone else views the request in a different session,
create four “Apply on page load” rules using the same rule logic as you
used in the first four rules.

To accomplish this example use case, you would need a total of eight UI
rules.

Example 7

You have a request form that contains three numerical fields that represent
percentages. For a user to save the request form, the sum of the values in the
three fields must total 100%.

If the user clicks Save, and the sum is not 100%, you want to:

e Display a pop-up alert that informs the user that he has specified invalid
data

e Set the background color of the three numerical fields to red
e Abort the save operation

To make this work, you need an additional field to hold the sum, an “Apply on
field change” rule to calculate the sum, and an “Apply before save” rule to
correctly set the style of the three number fields.

To accomplish this, do the following:

1. Add three numerical fields to your request type. For each field, specify
Percentage Text Field as the validation touseandv 1, v 2, andv 3 as
the tokens.

2. To hold the sum, add a numerical field labeled Sum, and specify
Percentage Text Field as the validation to use and suM as the token.
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Because this field is used only to keep track of the sum, you can hide the field.

For each numerical field you created in step 1, define an advanced “Apply
on field change” rule with three dependencies on when the field contains
any value.

Specify the Sum field in the Results table.

. Specify SQL-defaulting logic to calculate the sum of the three number

fields, as follows:

select nvl('[REQD.P.V 1]',0) + nvl('[REQD.P.V_2]',0) +
nvl (' [REQD.P.V 31',0),
nvl (' [REQD.P.V 1]',0) + nvl('[REQD.P.V 2]',0) +
nvl (' [REQD.P.V 3]',0) B

from dual

Create an advanced “Apply before save” rule with a dependency on when
the Sum field is greater than 100.

UI Rule logic: showMessage ('The sum of values 1, 2, & 3 cannot
be greater than 100. Currently they sum to [REQD.VP.SUM].
Please fix before taking WF action.', false);

setFieldStyle ("redBackground")

Specify the three numerical fields in the Results table so that the
background color style is applied to each of them.

Creating Advanced Request Type Rules

To create an advanced request type rule:

1.
2.

Log on to PPM Center.

On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.

On the shortcut bar, click Demand Mgmt > Request Types.

The Request Type Workbench opens.
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4. Open a request type for which you want to create an advanced rule.
5. In the Request Type window, click the Rules tab.

6. Click New.
The Request Type Rules window opens.

D Rules Window Fs__<|
Rule Name: "—| ~

Description: | |
Enabled? (3) Yes ) No
Rule Event: ‘Apply on creation v | Process subsequent rules?  (3) Yes () No
i an event tigyers multiple mules, they are processed in sequential
Rule Type: ‘ Simple Defaults b | omer. Gheck No®above if you do not want subsequent rules to be
pmcessad after this wle complates )
rDependencie
Departmant: | - |
Application: | EEY
rResult
Driving Process: | B -
Assigned To: I [
Assigned Group: I E
™
[ ok |[ A |[ cance |
|Ready

7. In the Rule Name field, type a name for the rule.
8. In the Description field, you can type a short description of the rule.
9. To implement this rule, for Enabled?, leave Yes selected.

10. To specify the event to trigger the rule, from the Rule Event list, select an
event. For a description of selectable events, see Rule Event Behavior on

the Request Details Page on page 194.
11. From the Rule Type list, sclect Advanced.
A warning is displayed.

Click Yes to continue. The Request Type Rules window switches to
advanced mode.
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(D Rules Window [‘5_?

Rule Marne: |

Description: ‘

Enabled? (%) Yes (@]

Rule Event: |App\y on creation V| Process cascading rules?  (3) Yes () Mo

(Fhre results of this mile might tigger sdditional mles defined for this
Rule Type: | Advanced Al | request type. Gheck *iio* 28ove if you do qot want this e to tigger
additional ndes whose dependency conditions ame et 23 2 mesuit,)

rDependendi
Field Narne Condition
New Edit Remove
rResult:

Result Figlds:
e ?
Field Hame Calumn Token Legch] SOL Default i

ey Remave

[ ok ][ ade ][ cancer |

|Ready

12. If the results of the new rule might trigger rules defined for the same event
(same dependency) that occur later in the rules sequence, and you want to
prevent that from occurring, for the Processing cascading rules? option,
select No.

13. To set up a dependency:
a. In the Dependencies section, click New.

The Dependencies window opens.
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() Dependencies Window

E9

Figld: I Field Type:
‘alidation Mame:

Wisible Taken:

Token:

Condition: is null M

[ ok J[ aaa ][ cancel

|Ready

b. Use the Field list to select a field to trigger the rule.

‘, After the Validate window opens, expand it to the right so that you can view all
displayed columns.

o You cannot configure request default rules to trigger from a multiple select
auto-complete. Do not select a multi-select auto-complete field.

After you select a field, the following read-only fields are populated:
e Field Type. This field displays the type of field you selected.

e Validation Name. This field displays the type of validation (such as
CRT - Assigned To - Enabled) for the field you selected.

e Visible Token. This field displays the name of the visible token
(such as REQ.ASSIGNED TO NaME) for the selected field.

e Token. This field displays the name of the token, (such as
REQ.ASSIGNED TO USER ID) for the selected field.

The field you select determines which items are available in the
Condition list.

c. From the Condition list, select one of the following:
e A condition such as is null, or contains any value.

e A condition to use to compare the value in the selected field with a
constant, which you must then specify.
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e A condition to use to compare the value in the selected field with a
value in a different field, which you must then specify.

() Dependencies Window @

Field: [\arifl owe El Field Type: | Request Header Types
Validation Name: CRT - Workflows - Restricted
visible Token: | REQWORKFLOW_NAME
Token: REQ.WORKFLOW_ID

Condition: is null b

- AT

contains any value
is equal to

is not equal to

is greater than

is greater than or equal o [ QK ” Add ” Cancel ]

’T\s less than
3t is less or egual to

d. If you selected a condition other than is null or contains any value, then
from the list displayed to the right, either leave constant value selected
or select another field value.

) If you specify a numeric field, make sure that you always use.

e. Do one of the following:

e If you selected constant value, then in the Value field, type the
value to compare to the field value. (Depending on the field, the
Value field might be a list, an auto-complete, or text box.)

If your PPM Center instance supports multiple languages, and you
specify a numeric field as a dependency, make sure that you always use
English format to specify field values.

o Example: Suppose a request type includes a numeric field, and you want
to create a rule that triggers an event if the field is set to the constant
value 1234.56. In this case, make sure that you use the English variant
without a group separator.
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() Dependencies Window E]

Field: [Priority B Field Type: |Request Header Types |
Walidation Name: | CRT - Priatity - Enabled
Yisible Token: | REQ PRIORITY_MAME
Token: | REQ.PRIORITY_CODE
Condition: |is equal to v constantvalue v |
Value:|Low v|
[ ok ][ atd ][ cance |
|Ready

e Ifyou selected another field value, then use the Field auto-complete
to select the field for value comparison.

If your PPM Center instance supports multiple languages, and the other
0 field value you specify is a numeric field, make sure the values for the
other field use English format.

() Dependencies Window E]

Field: [Priority B Field Type: |Request Header Types |
Walidation Name: | CRT - Priotity - Enahbled

Yisible Token: | REQ PRIORITY_MAME

Token: | REQ.PRIORITY_CODE

Condition: |isequa|t0 V|
Field: I E Field Type:
Walidation Mame:
Yisible Token:
Token:
[ ok ][ aaa ][ cancel
|Ready

f. Click OK.
The dependency you created is listed in the Dependencies table.
14. In the Results section of the Rules window, click New.

The Results window opens.
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() Results Window E]

Walidation MName: |
Wisible Token: |

Field:

E

Field Type: |

Token: |

l

|
|
|
|
I

ok | Ao || cancel

I|Ready

15. Use the Field auto-complete to select a field that the rule is to either
automatically populate or for which it is to change an attribute such as
read-only or hidden.

16. To close the window, click OK. Alternatively, if you want to specify
another field, click Add, and then repeat step 15.

The Result Fields table lists the fields you selected.

€D Rules Window E]

Rule Name: |

Drescription: |

Enabled? (%) Yes

) No

Rule Event: |App|y on creation

v | Process cascading rules? (3) ves () Mo
(The results of this wle might bigger additional niles defined forthis
Rule Type: |Advanced e | request bype. Cheok Wa®zbove if you do not wart this mle to tigger
additions! mies whose dependency conditions are met 25 2 result.)
rDependenci
Field Mame Condition
Reguested By |cuntams anyvalue
Fequest Group: |cumam5 any value
Mewy
rResult:
Resulk Fields: Lo P
Field Mame Column Taken gulci) SOL Derault gy :
Company 1 REQ. COMPANY
2 REQ.COMPANY_NAME
Contact Name: 3 REQ.CONTACT _MAME_ID
4 REQ.CONTACT_MAME
< | ¥
Mew
[ ok J[ atd ][ cancel
I\Ready
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17. To specify a rule that controls the behavior of the field(s) listed in the
Result Fields table, do one of the following:

To specify an SQL-based rule that populates the fields:

a.

b.

In the Logic list, leave SQL Default selected.

In the Logic field, type the SQL statement that is to load values into the
field(s) you added to the Result Fields table section.

Each serECT value is loaded into its corresponding column in the
Results table in order. The system validates the SQL statement o ensure
that it contains the correct tokens: [sys] tokens, [AS] tokens, or tokens
of fields present in the Dependencies section. If the SQL statement is
invalid, an error message is displayed.

To specify a JavaScript-based rule that changes field behavior (for
example, showMessage, setFieldRequired, or setFieldVisible) but does
not populate fields with values:

In the Logic list, select Ul Rules.

In the Logic field, type the JavaScript function.

For the purposes of validation, you cannot type just type any JavaScript in the
Logic text box (in the Rules window). You must use a function defined in the
RequestRulesSystemLibrary. js file orin the
RequestRulesUserLibrary. js file.

To view a list of the available JavaScript functions, their descriptions, syntax,
and usage, to the right of the Logic list, click ?. This list automatically includes
all functions defined in both the RequestRulesSystemLibrary.js and
RequestRulesUserLibrary.js files.

18. Click OK.

19. Click Save.
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Configuring Commands for Request Types

Request types can have many commands, and each command can have many
command steps. A command can be viewed as a particular function for a
request. Copying a file can be one command, and checking that file into
version control can be another. To perform these functions, a series of events
must take place. These events are defined in the command steps.

An additional level of flexibility is introduced when some commands must
only be executed in certain cases. This is powered by the condition field of the
commands and is discussed in Command Conditions on page 220.

Adding Commands fo Request Types

To add commands to request types:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.

3. In the Request Type window, click the Commands tab.

neric Request

Request Type Hame: | Generic Reguest | Reference Code: |_GENERIC_REGQUEST |
Creation Action Name: \Generic Reguest |
Request Header Type: | Default E
Cabegory: ‘ vl
Extension: ‘ vl
Dascription: \General—pumose requesttracking ‘
Mets Layer Yiew: MREG | |(GENERIC_REQUEST |
Max Fields: | 50 | Enabled: () ves OMa
Fields 1 Layout I Display Columns I Request Status ] Status Dependencies ] Rules
Commands I Sub-Types l Workflows } User Access } Notifications } User Data l Cwrnership I Help Conterit I Resources
rcommand Cammand Step
Cammand  Condition Descript|| Commanid Description
< 2| £ >
3
Ready
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4. Click New Cmd.

The New Command window opens.

€D New Command

E3

Command: |
Caondition:
Description
Tirmeout () ag

Enahled: @ves O Mo

Steps:

[ Tokens |[ speciaicma || showpese | Lok J[ aaa ][ cance

‘Fx’eady

5. Provide the following information:

a.

b.

In the Command field, type a name for the command.

In the Condition field, you can type a condition that determines whether
the command steps are executed. (For more information, see Command
Conditions on page 220).

In the Description field, you can type a short description of the
command.

. In the Timeout(s) field, to change the amount of time the command can

run before its process is terminated, replace the default (90 seconds)
with a different value (in seconds).

The Timeout(s) value is used to abort commands that hang or take too long
to run.

To disable this command, for the Enabled option, select No. Otherwise,
leave Yes selected.
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f. In the Steps field, type the command code.
To help compose the command, you can do the following:

e C(lick Tokens to open the Token Builder and select tokens to add to
the command.

e C(lick Special Cmd to open the Special Command Builder and select
preconfigured commands to add.

e C(Click Show Desc to display the Description field, in which you can
type a description of the command.

6. Click OK.

The Commands tab lists the new command.

7. Click OK.

Editing Commands of Request Types

To edit a command on a request type:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

Open a request type.

In the Request Type window, click the Commands tab.
Click Edit Cmd.

The Edit Command window opens.

Select the command to edit.
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6.

8.

Complete the fields described in the following table.

Field Name Description

Command Simple name for the command.

Condition that determines whether the steps for the
Condition command are executed or not. (See Command Conditions
for more information).

Description Description of the command.

Amount of time the command can run before its process is
Timeout(s) terminated. This setting is used to abort commands that
are hanging or taking too long to run.

Enabled? Indicates whether the command is enabled for execution.

Click OK.
The Commands tab now lists the edited command.

Click OK.

Copying Commands in Request Types

To copy a command in a request types:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

Open a request type.

In the Request Type window, click the Commands tab.
Select the command to copy.

Click Copy Cmd.

Click OK.
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Deleting Commands in Request Types

To delete a command in a request types:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the Commands tab.
4. Select the command to delete.
5. Click Remove.

6. Click OK.

Command Conditions

In some cases, you might have to run a different set of commands depending
on the context of execution. You can use conditional commands to achieve this
flexibility. The Condition field for a command is used to define the situation
under which the associated command steps execute.

Conditions are evaluated as boolean expressions. If the expression evaluates to
true, the command is executed. If false, the command is skipped and the next
command is evaluated. If no condition is specified, the command is always
executed. The syntax of a condition is identical to the WHERE clause of a SQL
statement, which allows enormous flexibility when evaluating scenarios.
Table 5-7 lists some example conditions.

) Be sure to place single quotes around string literals or tokens used to evaluate strings.
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Table 5-7. Example conditions

Condition Evaluates to

BLANK Command is executed in all situations.
‘IP.P_VERSION_LABEL] | Command is executed if the parameter with the token
IS NOT NULL P _VERSION LABEL in the package line is not null.
‘IDEST _ . I
CNVENVIRONNENT_ | SOnmand s executed yher e desinatr
NAME]’ = ‘Archive’ ’
‘[AS.SERVER_TYPE_ Command is executed if the application server is
CODET] = ‘UNIX’ installed on a UNIX® machine.

The condition can include tokens. For detailed information about using tokens,
see the Commands, Tokens, and Validations Guide and Reference.

Configuring Sub-Types for Request Types

To classify a request type further, you can use sub-types. For example, a
request type for software bugs might list each of the software applications
supported by the IT organization as sub-types.

Adding Sub-Types to Request Types

To add sub-types to the request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.

The Request Type window opens.
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3. In the Request Type window, click the Sub-Types tab.

Request Type Mame: |Gener\c Requesﬂ | Reference Code: |_GEMNERIC_REQUEST |
Creation Action Mame; |Genenc Request |
Request Header Type: | Default E!
Category: | V|
Extensian: | V|
Description: |Genera|-purpose reguest tracking |
Meta Layer Yiew; [MREQ_ |[6ENERIC_REQUEST ]
Max Fields: | 50 A ‘ Enabled: (%) Yes () Mo
Fields 1 Layout ] Display Columns 1 Request Status I Status Dependencies I Rules
Commands Sub-Types ‘Workflows 1 User Access I Matifications I 1 Ownet ship 1 Help Content l Resoutrces
Sub-Type Mame Description Enahled
Tew
Ready

4. Click New.

The Request Sub-Type window opens.

Reque b pe: Ne m
Sub-Type Mame:

Description: | |
Enabled: (&) ¥es (O Mo

[ Ok ” Add ” Cancel ]

Feady

5. Complete the fields described in the following table.

Field Name Description

Sub-Type Name The name of the sub-type.

Description A description of the sub-type.

Select to make the sub-type available to the system.

Enabled .
Select Yes to make the sub-type available to the system.

6. Click OK.

7. From the Sub-Types tab, click OK.
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Editing Sub-Types for Request Types

To edit a sub-type:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
Open a request type.

The Request Type window opens.
Click the Sub-Types tab.

Select a subtype, and then click Edit.
The Request Sub-Type window opens.

Complete the fields described in the following table.

Field Name Description

Sub-Type Name Name of the sub-type.

Description Description of the sub-type.
Enabled Select Yes to make the sub-type available to the system.
Click OK.

On the Sub-Types tab, click OK.

Deleting Subtypes from Request Types

To delete subtypes from a request type:

1.

2.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

Open a request type.

Configuring Request Types and Request Header Types
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3. In the Request Type window, click the Sub-Types tab.
4. Select the sub-type to delete, and then click Remove.
5. Click OK.

Configuring Request Types to Work with Workflows

You can set up request types to work with all workflows, or with only selected
workflows.

Adding Workflows to Request Types

To add workflows to the request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.

3. In the Request Type window, click the Workflows tab.

€D Request Type : Gen l TTI E‘ &l
Request Type Mame: |Gener\c Request | Reference Code! | _GEMERIC_REQIUEST |
Creation Action Mame: |Generic Reguest |
Request Header Type: | Default
Category: | V|
Extensian: | v|
Description: |Genera|-purpose reguest tracking |
Meta Layer Yiew: [MREQ_ || GENERIC_REQUEST |
Max Fields; | a0 - ‘ Enabled: (%) ves ) Mo
Fields 1 Layout ] Display Calumns 1 Request Status I Status Dependencies I Rules
Commands I Sub-Types Wiotlflows User Access I Motifications I 1 Cwanership 1 Help Content: ] Resources

Selectwhich \Workflows can be used with this Request Type. Allow all Workdlows ar limit by adding the
‘arkflows to the table below.

Al workflows are allowed For this Request Type

‘Waorlkflow Mame Description Warkflow Enabled

Ready’
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4. Do one of the following:

e To let all workflows use this request type, select the All Workflows are
allowed for the Request Type option.

e To specify the workflows that can use the request,

iv.

Clear the All Workflows are allowed for the Request Type option.
Click New.

The Workflow window opens.

In the Workflow field, select a workflow.

Click OK.

5. From the Workflow tab, click OK.

Deleting Workflows from Request Types

To delete workflows from the request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

2. Open a request type.

3. In the Request Type window, click the Workflows tab.

4. Select a workflow to delete, and then click Remove.

5. Click OK.
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Configuring Participants for Requests

This section provides instructions on how to give users different levels of
access to requests of a given type.

Adding Request Participants to a Request Type

To add request participants to a request type:
1. Log on to PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Demand Mgmt > Request Types.
The Request Type Workbench opens.
4. Open a request type.
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5. In the Request Type window, click the User Access tab.

Request Type Mame: |DEM - Application Enhancement | Reference Code: |_DEM_APPLICATION_EMNHANCEMENT

Creation Action Mame; |Request an Application Enhancement

| Request Header Type: IDEM - Application Enhancement
-

Category:

Extensian:

]

Description: | Application Enhancements shauld ke used to request new functionality in 1T current applications

This tah configures participants of a requesttype. Paricipants can then be given specific acoess rights to the reguest type, user license and access
grant checks still applies on top ofthese settings.
Note: Some Fights are dependent on others. For example: Vew seltings are automatically applisd to users with other capabliiities.

Meta Layer Yiew; [MREQ_ | [DEM_APPS_ENHANGEMENT ]
Max Fields: | 50 A ‘ Enabled: (%) Yes () Mo
Fields 1 Layout ] Display Columns 1 Request Status I Status Dependencies I Rules
Commands I Sub-Types I ‘Workflows User Access l Matifications I 1 Ownet ship 1 Help Content l Resoutrces

Participant Create Wiew Edit Cancel Delete
All Users ] ] a ] ]
Workilaw Security " | " |
Created By v v 0l 0l
Custorn Taken: [REQ.COMTACT_MAME] v v [ [

Security Group: (REFERENCE) PPM Administratar

Security Group: PPM Administrator

Security Group: PPM Demand Management Administrator

Security Group: PP Deployment Management Administrator

Security Group: PPM Project Manager

Security Group: PPM User

<EIEEIEIEE

Security Group: PP User Admin

Standard Token: [REQ ASSIGNED_TO_GROUP_ID]

<=l
<=l

Standard Token: [REG ASSIGNED_TO_USER_ID]

] Rows cannot be removed,

Ready’

6. Click New.

The Participant Security window opens.

D Participant Sec

|Enter a SBecurity Group Mame V|

Security Group: || EE}

Security Type: |Securih~' Group Mame |

Feady
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7. To specify the request type participants, do one of the following:
e To specify one or more security groups to act on the workflow step:

i. From the list at the top of the window, select Enter a Security Group
Name.

i. Use the Security Group auto-complete to select one or more
security group names.

ii. Click Add.
e To authorize one or more individual users to act on the workflow step:
i. From the list at the top of the window, select Enter a User Name.
i. Use the User Name auto-complete to select one or more user names.
iii. Click Add.

e To authorize user or security groups to act on the workflow step using a
standard token (that resolves to a list users or security groups):

i. From the list at the top of the window, select Enter a Standard
Token.

i. Use the Standard Token auto-complete to select a standard token
that returns the resources you want to act on the workflow step.

ii. Click Add.

The value displayed in the Security Type field is based on the token
you selected. To add another token, repeat step 1 through step 1iii.

) For information about standard tokens and how to use them, see the
Commands, Tokens, and Validations Guide and Reference.

e To specify a user-defined token that resolves to a list users or security
groups:

i. From the list at the top of the window, select Enter a User Defined
Token.
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iv.
V.

Vi.

i. If the token has already been defined, then in the User Defined

Token field, type the token name. Otherwise, to open the Token
Builder and define a new token that returns the resource(s) you
want to act on the workflow step, click Tokens.

For information about how to use the Token Builder to create
user-defined tokens, see the Commands, Tokens, and Validations Guide
and Reference.

In the Security Type list, select the security type to which the token
resolves.

Click Add.
To add another user-defined token, repeat step ii through step iv.

Click OK.

The User Access tab lists the selected participants.

8. Add the attributes for the participant.

Attributes are attached to a participant by clicking Create, View, Edit,
Cancel, or Delete.

9. On the User Access tab, click OK.

Editing Participants on Request Types

To edit participants of a request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

2. Open a request type.

3. In the Request Type window, click the User Access tab.

4. Select a participant to edit, and then click Edit.

The Participant Security window opens.
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5. Edit the attributes for the participant.

Attributes are attached to a participant by clicking Create, View, Edit,
Cancel, or Delete.

6. On the User Access tab, click OK.

The changes to the request type are saved.

Deleting Participants from Request Types

To delete participants from the request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the User Access tab.
4. Select a participant to delete, and then click Remove.

5. Click OK.
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Configuring Resource Tracking

>»

As a request is processed through its workflow, it is typically assigned to
several different users who are responsible for it at different process stages. For
some types of requests, it is important to keep track of all the users who were
assigned on a request, and optionally, how much time they were expected to
spend, and how much time they actually spent, working on the request. For this
purpose, you can enable resource tracking for a request type.

For information on how to assign resources by configuring workflow steps, see
Chapter 3, Configuring Workflows, on page 47.

For information on how to use HP Time Management to track time spent on requests,
see Configuring Request Types for Use with HP Time Management on page 236.

Tracking Resources Assigned to Requests

In HP Demand Management, you can assign a resource to a request. A request
is typically assigned to different resources at different phases of its workflow.

You can configure request types to keep track which resource has been
assigned to a request, what the scheduled effort is for the resource, how much
work they actually contributed to the request and when by enabling resource
tracking. After you enable resource tracking, you can configure security on the
request type to determine who can edit the list of resources, allocate new
resources, and so on.

The resource tracking information that you enable becomes available to
authorized users based on the access you set for the request type. These
authorized users can maximize the Resources section on the request detail
page to view the information. (Without management capabilities, individual
resources can only update their own actuals on the request details page.)

The Resources section is also controlled by HP Time Management in that, if
resources are logging time sheets for the request, then the actual effort, actual start,
and actual finish come from the time sheet.

In this case, resources are not allowed to manually change the actuals data directly on
the request; they must go to the respective time sheet(s) to update their actuals. For
more details on how to use HP Time Management in conjunction with requests, see
Configuring Request Types for Use with HP Time Management on page 236.
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To configure resource tracking on requests:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the Resources tab.

4. Select the Track resources checkbox.

Request Type Hame: [DEM - Application Enhancement ] Reference Code; |_DEM_APPLICATION_EMHANGEMEMT |
Creation Action Mame! |Request an Application Enhancement |
Request Headsr Type: [DEM - Application Enhancement E]
Cateqory: | V|
Extension; | v|

Description: |App|icatmn Enhancements should be used to request new functionality in IT current applications |

Meta Layer view: [MREQ_ | [DEM_APPS_EMHAMNCEMENT |
Max Fields: | 50 v ‘ Enabled: (&) ves O Mo
Fields 1 Layout l Display Columns 1 Request Status I Status Dependencies Rules
Commands I Sub-Types I WorkFlows 1 User Access I Notifications I 1 Owaner ship 1 Help Content Resources
[[] Use Time Management to track actuals, Track resources. ~

Enabled fields:

¥ Resource; Yalidation Ed
[] Scheduled EFfart
[ Actual EFfort

[] actual Start and Actual Finish

Resource Security

If a user can edit a request, he can update actuals far his
owh assignment on the reguest.

The following users can add, remove and edit resource
allocations an the request:

(%) All users who can edit the request

() Specific Users:

User or Group

v

Ready’
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5. Use the Resource: Validation auto-complete to select the validation to use
for the Add Resource button in the Resources section of the request details

page.

) If you do not specify a validation, then the validation used for the request type’s
Assigned To field is used.

6. To select the fields to track for requests of this type, select any or all of the
following checkboxes:

® Scheduled Effort

A resource who manages the request can use this Scheduled Effort field in
the Resources section of the request detail page to allocate resources. If the
request type also includes the Work Item field group, then this allocation will
) appear as workload for the resource in his Gantt view and in other

visualizations of assignment workload used by project managers or resource
managers. If, in addition, HP Time Management is used to track actuals, then
these allocations will show up in the Expected Hours field on the time sheet
for the allocated resource.

® Actual Effort
® Actual Start and Actual Finish

The Resources section on the request details page will display a column for
the resource names, and for each of the fields you selected.

The Resource Security section lets you specify who can manage the
Resources section on the request details page. (Individual resources can
update their own actuals, if they have access to the request.)

Configuring Request Types and Request Header Types 233



7. To allow all users who can edit the request to create, edit, or remove

resources on the request, select the All users who can edit request
checkbox.

e To specify individual resources or security groups who can manage
request resources:

i. Click New.
The Participant Security window opens.

() Participant Security @

Enter a Security Group Name +

Security Group: || EE}

Security Type: | Security Group Mame

Cancel

|Read\,r

i. To specify the request type participants, do one of the following:

i. To specify one or more security groups to manage request
resources:

=

. From the list at the top of the window, select Enter a Security Group
Name.

v. Use the Security Group auto-complete to select one or more
security group names.

vi. Click Add.
e To authorize one or more individual users to manage request resources:
i. From the list at the top of the window, select Enter a User Name.
i. Use the User Name auto-complete to select one or more user names.

ii. Click Add.
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e To authorize users or security groups to manage request resources
using a standard token (that resolves to a list of users or security

groups):

i. From the list at the top of the window, select Enter a Standard
Token.

i. Use the Standard Token auto-complete to select a standard token
that returns the resources.

ii. Click Add.

iv. The value displayed in the Security Type ficld is based on the token
you selected. To add another token, repeat step 1 through step 1iii.

) For information about standard tokens and how to use them, see the
Commands, Tokens, and Validations Guide and Reference.

e To specify a user-defined token that resolves to a list users or security
groups:

i. From the list at the top of the window, select Enter a User Defined
Token.

i. If the token has already been defined, then in the User Defined
Token field, type the token name. Otherwise, to open the Token
Builder and define a new token that returns the resource(s) you
want to act on the workflow step, click Tokens.

For information about how to use the Token Builder to create
) user-defined tokens, see the Commands, Tokens, and Validations Guide
and Reference.

i. In the Security Type list, select the security type to which the token
resolves.

iv. Click Add.
v. To add another user-defined token, repeat step ii through step iv.
vi. Click OK.

The User or Group field on the Resources tab lists your selection(s).
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Configuring Request Types for Use with HP Time Management

236

In PPM Center, actuals represent the number of hours a resource has worked
on an activity or request, and the dates on which that work was done. You can
enable tracking of this data in HP Time Management from the Resources tab.
Once you enable the request type for HP Time Management, you can specify at
a more granular level who can log time against a request of that type.

To configure tracking of actuals in HP Time Management:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the Resources tab.

4. Expand the Request Type window so that you can view the entire
Resources tab.

5. Select the Use Time Management to track actuals checkbox.
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wpe : DEM- Application Enhancement

Request Type Mame: |DEM - Application Enhancement
Creation Action Mame: | Reguest an Application Enhancement
Cateqory:

Extension;

Meta Layer Yiew: |MREQ_
May Fields: | 50

Fields 1 Layout l Display Columns

Commands I Sub-Types I WorkFlows 1

Use Time Management to track actuals,
Allows the Following resources to repart time:

[] Resources assigned to the request during
the time sheet's time period

[ All resources listed on the request (Track
resources must be checked)

[] Al users inthe assigned group during the
time sheet's time pariod

All request participants

User Access I MNotifications

Reference Code; |_DEM_APPLICATION_ENHANCEMENT

Request Header Type: IDEM - Application Enhancement
v

v

Description: | Application Enhancements should be used to request new functionality in [T current applications
DEM_APPS_ENHANCEMENT

v Enabled: (@) Yes OMo

Request Status

Track resaurces.

Enabled fields:

v Resource; Yalidation E2

[] Scheduled EFfart
[ Actual EFfort

[[] actual Start and Actual Finish

Resource Security

If a user can edit a request, he can update actuals far his
owh assignment on the reguest.

The following users can add, remove and edit resource
allocations an the request:

(%) All users who can edit the request

() Specific Users:

User or Group

Status Dependencies

1 Owaner ship 1 Help Content

Rules

Resources

A

hd

Ready

To specify who can log time against a request of this type, do the

following:

a. To specify resources who are directly assigned to requests of this type
during the current time sheet time period, select the Resources
assigned to the request during the current time period checkbox.

b. If you enabled resource assignment tracking, and you want to select all
of the resources listed in the new resources tracking section, select the
All resources listed on the request checkbox.

c. To select users who belong to the assigned security group, select the All
users in the assigned group checkbox.
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d. To allow all request participants (as specified through workflow
security and the participant model) to log time against a request of this
type, leave the All users in the assigned group checkbox selected.
Otherwise, clear this checkbox.

e. Ifthis is an Asset request type, for which you use staffing profiles to
allocate resources for an asset, you can select the All resources
allocated in the staffing profile checkbox.

7. Click Save.

Any time the Assigned To field value changes in the request details page (any time
the request is assigned to a different user), that new value is automatically added to
) the Resources section of the page, and is a resource on the request.

A resource who is managing the request can use the Scheduled Effort field in the
Resources section to allocate resources. These allocations will be displayed in the
Expected Hours field on the time sheet for that resource.
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Configuring Notifications for Request Types

You can configure a request type to send notifications based on field contents.
You can send notifications to different recipients at different times, at different
intervals, and based on different events.

Adding Notifications

To add a notification:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

. Open a request type.
. In the Request Type window, click the Notifications tab.

. Click New.

The Add Notification for Step window opens.
Configure the Setup tab.

For information about how to configure the Setup tab, see Configuring the
Setup Tab on page 240.

Configure the Message tab.

For information about how to configure the Message tab, see Configuring
Message Tab on page 243.

Click OK.
The Notifications tab lists the notifications added.

Click OK.
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Configuring the Setup Tab

To configure the Setup tab:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.
The Request Type Workbench opens.

Open a request type.

In the Request Type window, click the Notifications tab.

Click New.

The Add Notification for Step window opens to the Setup tab.

() Add Notification for 30241

Setup l Message]

rOption

Description:”

Event:|FieId Change

Interval: | 8:00 Ak Daily M-F

Field: |

O Specific Value |

() Any Value
O MoValue

[] Send on Reguest submission

Enahled: (&) Yes O Mo

[l Dont send if ohsalete

rRecipient
Recipient Type Distribution Type Recipient
MNew
|Ready
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5. In the Options section, complete the fields described in the following table.

Field Name

Description

Description

Brief description of the notification.

Event

Type of event that triggers notification transmission. Field
Changes is the default and cannot be edited.

Interval

A notification can be sent at different intervals. For
example, you might choose to send a notification of a final
approval step at midnight so that it is ready for approval in
the morning.

Note also that multiple notifications to a single recipient
can be brought together in a batch and sent together.
Selecting an interval other than Immediate allows this
batch and send to occur.

The available interval options are:
e 8:00AM Daily M-F

e Hourly Daily M-F

e Immediate

Field

Selects the request type field that triggers the notification
from the list. If a change occurs in the selected field, the
notification is sent.

Specific Value

Send the notification when the selected field is the
specified value. Selecting Specific Value enabled the text
field. Type the value in the text field. Selecting Specific
Value clears Any Value and No Value.

Any Value

Send the notification when the selected field is changes to
any value. Selecting Any Value clears Specific Value and
No Value.

No Value

Send the notification when the selected field is empty.
Selecting No Value clears Specific Value and Any Value.
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Field Name Description

Send on Send the notification when the request is first submitted.
Request
Submission

Make the notification available to the system. Selecting

Enabled Yes makes the notification available to the system.
Don'’t send if Do not send the notification if the trigger values are no
obsolete longer true. For repeating messages:

e 8:00AM Daily M-F
e Hourly Daily M-F
For example, if a notification is sent hourly when the field is

empty, the notification will automatically stop when the field
has a value.

6. To configure the Recipients section:
a. In the Recipients section, click New.
The Add New Recipient window opens.
b. Click To, Ce¢, or Bec.
c. To specify the recipient:

i. Enter a Username. Select a user as the recipient of the notification.
Selecting a user changes the name of the auto-complete to
Username. The security type dynamically changes to Username.

i. Enter an Email Address. Select an email address as the recipient of
the notification. Selecting an email address changes the name of the
auto-complete to Email Address. The security type is dynamically
changed to Email Address.

ii. Enter a Security Group. Select a security group as the recipient of
the notification. Selecting a security group changes the name of the
auto-complete to Security Group. The security type is dynamically
changed to Security Group.

iv. Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
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auto-complete to Standard Token. The security type is left
undefined. Select a standard token from the auto-complete. The
Security Type field is defined based on the standard token chosen.

v. Enter a User Defined Token. Select a user defined token to act upon
the workflow step. Selecting a user defined token changes the name
of the auto-complete to User Defined Token. The security type is
dynamically changed to a list. The Tokens button is enabled. Click
Tokens to open the Token Builder window and select a token.
Select one of the following from the list:

o Username. The selected token resolves to a username.
o User ID. The selected token resolves to a user ID.
O Security Group Name. The selected token resolves to a security
group.
o Security Group ID. The selected token resolves to a security
group ID.
d. Click OK.

7. On the Setup tab, click OK.

Configuring Message Tab

You can construct the notification’s message to ensure that it contains the
correct information for the recipient. For example, if a notification is sent to
instruct you that a request requires your approval, the message should instruct
you to log onto PPM Center and update the request status. Additionally, the
notification should include a link (URL) to the referenced request.

The following features to make notifications simpler to configure and use:

e Select from a number of preconfigured notification templates to more
quickly construct the body of your message.

e The body of the notification can be plain text or HTML.

e Multiple tokens can be included in the notification. These tokens will
resolve to information relevant to the recipient. For example, you can
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include tokens for the URL to the request approval page, information on
request status and priority, and emergency contacts.

To configure the Message tab:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

2. Open a request type.

3. In the Request Type window, click the Notifications tab.

4. Click New.

The Add Notification for Step window opens to the Setup tab.

5. Click the Message tab.

() Add Notification for 30241

Setup Messagel

Notification Template: | Standard HTML Message (HTML) |
Matification Farmat.  |HTML |
From: Choose... ][ Clear ]
Reply Ta; Choose... ][ Clear ]
Subject: |ZQUEST_TYPE_NAME] #[REQ.REGQUEST_ID] has changed|
Eiody:
</t L
LLr>
<td class="notificationbold™
nowrap>Description:</od>
<td class="notificationtext
notificationcolpad™>[FEQ.DESCRIPTION]< /td=
</LE
</tablex
</uds
<td class="notificationspace”><{/td>
</LE
LLr>
<td height="20" colspan="2">{/td>
</LE
</tablex
</body>
</htmlx> v

|Ready
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6. In the Notification Template field, select a template.

This updates the contents in the Body section with the information defined
in the selected template.

7. In the Notification Format field, select the message format.

The HTML format provides more flexibility in creating the look and feel of
the notification. You can write and test the HTML code in any HTML
editor, and then paste the content into the Body window.

8. Provide values for the From and Reply to ficlds, as follows:
a. To the right of the From or Reply to field, click Choose.
The Email Header Field window opens.
b. Select the notification recipient(s), as follows:

e Enter a Username. Select a user as the recipient of the notification.
Selecting a user changes the name of the auto-complete to
Username. The security type is dynamically changed to Username.

e Enter an Email Address. Select an email address as the recipient of
the notification. Selecting an email address changes the name of the
auto-complete to Email Address. The security type is dynamically
changed to Email Address.

e Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
auto-complete to Standard Token. The security type is left
undefined. Select a standard token from the auto-complete.

e Enter a User Defined Token. Select a user defined token to act upon
the workflow step. Selecting a user defined token changes the name
of the auto-complete to User Defined Token. The Tokens button is
enabled. Click Tokens to open the Token Builder window and
select a token.
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Select one of the following from the list:
o Username. The selected token resolves to a username.
o User ID. The selected token resolves to a user ID.

o Security Group Name. The selected token resolves to a security
group.

o Security Group ID. The selected token resolves to a security
group ID.

c. Click OK.

The Message tab lists the selected recipients.

9. Construct the body of the message.

When constructing the body, consider using the following:

e Token for the URL to the Request Detail page.

e Token for the URL to the package (PPM Workbench or standard
interface).

e Tokens in the body of the message:
Click Tokens to access the Token Builder window where tokens can be
added to the message body.

e Tokens related to specific package lines:
Add tokens to the Linked Token field to include tokens that resolve
information related to the individual package line.

10. Click OK.

11. From the Notifications tab, click OK.
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Editing Notifications

To edit a notification:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

Open a request type.

In the Request Type window, click the Notifications tab.

Select a notification that you want to change, and then click Edit.
The Add Notification for Step window opens to the Setup tab.
Edit the Setup tab (see Configuring the Setup Tab on page 240).

Edit the Message tab (see Configuring Message Tab on page 243).

. Click OK.

Copying Notifications

To copy a notification:

1.

>»

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

. Open a request type.

. In the Request Type window, click the Notifications tab.

Select the notification you want to copy, and then click Copy.

The Add Notification for Step window opens to the Setup tab.

For information about how to edit the Setup tab, see Configuring the Setup Tab
on page 240. For information about how to edit the Message tab, see Configuring
Message Tab on page 243.
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5. On the Notifications tab, click OK.

The changes to the request type are saved.

Deleting Notifications

To delete a notification:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.

3. In the Request Type window, click the Notifications tab.

CEX

Request Type Name: ‘Generic Request | Reference Code: | GEMERIC_REGQUEST |
Creation Action Name: | Generic Request
Request Header Type: |Default E
Cateqory: ‘ v|
Extension: ‘ v|
Description: ‘Genera\-purpose request tracking |
Meka Layer View: [MREQ_ | [GENERIC_REQUEST |
Max: Figlds: ‘ a0 e | Enabled: (3) Ves o
Fields ] Layaut I Display Calumns Request Status 1 Status Dependencies 1 Rules
Commands 1 Sub-Types 1 Workflows ] User Access Matifications ] Owinership ] Help Content I Resources
Configure Fields to send Motifications on field value change:
Field Value Description Intereal Enahled

Fsady

4. Select a notification that you want to remove, and then click Delete.

5. Click OK.
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Configuring Ownerships of Request Types

To configure request type ownership groups, you add security groups to the
Ownership tab. If no ownership groups are associated with the entity, the entity
is treated as global, and any user who can edit request types can edit, copy, or
delete the entity. For more information about access grants, see the Security
Model Guide and Reference.

If a security group is disabled or loses the its ability to edit a request type, that
group can no longer edit the entity.

Adding Ownerships to Request Types

To add an ownership:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.

3. In the Request Type window, click the Ownership tab.

€D Request Type: Generic Reguest

Request Type Mame: | Generic Request Reference Code: |_GEMNERIC_REQUEST
Creation Action Mame: | Generic Reguest
Request Header Type: | Default
Category:
Extensian:
Description: | General-purpose reguest tracking
Meta Layer Yiew: |MREQ_ GEMERIC_REQUEST
Max Fields: | 50 + |Enabled: (3) Yes () Mo
Fields 1 Layout ] Display Columns 1 Request Status I Status Dependencies I Rules
Commands I Sub-Types I ‘Workflows 1 User Access I Matifications I Ovwrier ship Help Content l Resoutrces
Give ability to edit this Request Type to
() All users with the Edit Request Types Access Grant
(7 Only groups listed below that have the Edit Request Types Access Grant
Security Group Description
Ready
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4. Select the ownership option.

The All users with the Edit Request Type access grant option gives all users
who can edit request types access to the request type. The Only groups
listed below that have the Edit Request Type access grant option requires
selected groups to be added to the ownership of the request type.

If you select, Only groups listed below that have the Edit Request Type,
complete the following:

a. On the Ownership tab, click Add.
The Add Security Groups window opens.
b. In the Security Groups field, select the security groups.
The Validate window opens.
c. Select one or more security groups, and then click OK.
The Add Security Groups window lists the selected security groups.
d. Click OK.

From the Ownership tab, the Security Group column lists the selected
security groups.

5. Click OK.
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Deleting Ownerships from Request Types

To delete an ownership:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

Open a request type.

In the Request Type window, click the Ownership tab.
Select an ownership.

The All users with the Edit Request Type access grant option gives all users
who can edit request type access to the request type. The Only groups listed
below that have the Edit Request Type access grant option requires
selected groups to be added to the ownership of the request type.

Click Remove.

Click OK.
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Configuring Help Contents for Request Types

You can provide accessible online information to users who are processing the
requests. Configure the request type to display additional, custom information
about the request, sections or fields.

To add help to the request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open a request type.
3. In the Request Type window, click the Help Content tab.

4. In the Sections/Fields section, select the item to which content is to be
added.

9=l 3

Request Type Hame: [Generic Reques] Reference Code: |_GEMERIC_REQUEST |

Creation Action Mame! |Generic Reguest

Request Header Type:  |Default El
Cateqory: | v|
Extension; | v|
Description: |Genera|—purpuse reguest tracking |
Meta Layer Yiew: [MREQ_ || 3EMERIC_REQUEST |
Max Fields: | 50 v ‘ Enabled: () ves Mo
Fields 1 Layout l Display Columns 1 Request Status I Status Dependencies 1 Rules
Commands I Sub-Types I wWorkFlows 1 User Access I Motifications I 1 Owanership Help Content l Resources

This tab configures the help content for Requests of this Request Type. The help Content can be plain text ar HTML.

Sections/Fields: Help Content forRequest Type : Generic Request
[=-Generic Reguest
- Summary
Display Help [cons at the: (%) Request, Section and Field Level
() Request and Section Level Only - Field Help accessed through Section Help
Ready

5. In the Help Content for Request Type section, type the help content for the
selected item.

Type plain text or HTML-formatted text.

6. To preview the help display, click Preview.
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7. Provide additional, optional information to further define help content for
those items.

8. From the Display Help Icons at the: field, specify how the help icons are to
be displayed in the standard interface.

® Request, Section and Field Level. Display a help icon (question mark)
beside each request, section and field that has associated help content.

e Request and Section Level Only. Does not display the help icon at the
individual field level. Any help content defined for the fields can be
accessed from the section level help.

9. From the Help Content tab, click Save.
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Configuring Request Header Types

Request header types define the collection of fields that appear in the header
region of the requests. Request header types typically include more general
information that is tracked between multiple types of requests. This can
include such information as who logged the request, its priority, and a
description of the issue.

Every request type must include a request header type. A single request header
type can be used for multiple request types.

Table 5-8 lists the HP-supplied request header types.

Table 5-8. Request header types

System Header Type
(REFERENCE)

Description

Default

Default request header type. Includes a percentage
complete (% Complete) field.

Comprehensive

Displays all information. Consistent with previous versions
of PPM Center.

Simple Displays only the most essential information.

Departmental Example request header type for simple
cross-departmental requests.

Application Example request header type for simple cross-application
requests.

Help Desk Example request header type for help desk requests,

including contact and assignment information.
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Overview of Request Header Types

Request header types contain a set of standard predefined fields that can be

enabled or disabled. Request header types can also contain custom fields.

Request header types are created and configured in the Request Header Type

window (Figure 5-7).

Figure 5-7. Request Header Type window

(D Reguest Header Type : Default

Request Header Type Mame: |Default
Reference Code: |_DEFAULT
Description: | Default Request Header Type
Extension: v Enahled: (& Yes O Mo
Fields l Layout] Filter] Cwnership References
FPrompt Disp... Display Only  Transaction Hist. Motes Hist.  On SearchiFilter Pag
= Summary -~
- Regquest Mo.: A A M M M
- Reguest Type: A I I I A4
- Created By A A I I i
- Department: A M M M )
- Sub-Type: A M M M A4
- Created On: A A M M ) v
< >
||Ready

The main components of a request header type are as follows:

o General information. General information includes basic information

concerning the request type, such as the request type name and the request
type category. See Configuring General Information for Request Header

Types on page 261.

e Fields. Every request header type has a set of predefined fields. The Fields
tab is used to create additional fields for the request header type. Creating
fields for a request header type is identical to creating fields for request

types. See Creating and Configuring Request Type Fields on page 157.

) You cannot create a Table Component type field for a request header type.

Configuring Request Types and Request Header Types
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Layout. The layout of fields can be configured using the Layout tab. Laying
out fields for request header types is identical to laying out fields for
request types. See Configuring Layouts for Request Types on page 170.

Filter. Several fields on request header types can be filtered to display
specific information in a request. See Configuring Filters for Request
Header Types on page 262.

Ownership. Configure who can edit the request header type. Configuring
who can edit the request header type is identical to configuring who can
edit a request type. See Configuring Ownerships of Request Types

on page 249.

User Data. Product entities such as packages, workflows, requests and
projects include a set of standard fields that provide information about
those entities. While these fields are normally sufficient for day to day
processing, user data fields provide the ability to capture additional
information specific to each organization. User data is defined under the
User Data tab. If there are no user data fields, the User Data tab is disabled.

References. Displays reference information for the request header type.

Field Groups. Request header type field groups are a way for PPM Center
to distribute a collection of fields required for certain functionality. For
more information, see Request Header Type Field Groups on page 256.

Request Header Type Field Groups

Request header type field groups are a way for PPM Center to distribute a
collection of fields required for certain functionality. For example, HP
Demand Management distributes a collection of fields for service level
agreements in the Demand Management SLA Fields field group.

Field group fields behave just as normal fields do, with the restrictions that you
cannot remove them except by removing the entire field group and you might
not be able to modify some of the field properties. Table 5-9 lists the request

header type field groups that are delivered with various PPM Center products.

You can add field groups to request header types by clicking Field Groups in
the Request Header Type window.
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Each request header type field group has a custom token prefix that allows the
user to access the data of that field by using the format:

REQ.P.<Field Group Token Starting With KNTA >

When field groups are associated with existing request types (through the
request header type definition), PPM Center database tables are updated to
handle this new configuration. Because of the scope of database changes, the
Database Statistics should be rerun on your database. Instructions for this are
included in the Installation and Administration Guide. Contact the application
administrator for help with this procedure.

Figure 5-8. -Request header type Field Groups window

(D Field Groups @

Flease enable the Field Groups necessary for the desired functionality of this Reguest Header Type:

Enabled Description

CMQC Application Project: CMQC Application Project {Also include PFM Project and CMQC QC Instance fie
CMQC Project Status: CMQC Project Status field group

CMQC QC Administration: CMOQC QC Administration field group

CMQC QC Instance: CMOQC QC Instance Field group

CMQC Test Status: CMOQC Test Status Field group

CMQC Testing Project: CMQC Testing Project {Alsa include PFM Project and CMQC QT Instance Field grou
Demand Management SLA Fields: This Field Group contains the fields necessary to manage requests with
Demand Management Scheduling Fields: This Field Group allows a request to be scheduled with the Demal
PFM Asset: Allows Requests to be considered as Assets in a Portfolio,

PFM Project: Required for any request bype that will represent a project lifecycle {regardless of whether |
PFM Proposal: Allows Requests to be considered as Proposals in the Portfolio Management. process,
Program Issue: Allows Requests to be considered as Issues in a Program,

Program Reference: Contains a field that allows a user to add a Program reference to a Request,
Program Risk: Allows Requests to be considered as Risks in a Program,

Project Issue: Allows Requests to be considered as Issues in a Project.

Project Reference: Contains a field that allows a user ko add a Project reference ko a Request,

Project Risk: Allows Requests to be considered as Risks in a Project,

Project Scope Change: Allows Requests to be considered as Scope Changes in a Project,

Quality Center Defect Information: This field group contains fields for PPM-QC Defect integration

GQuality Center Info: Allows Requests to use the special integration with Quality Center

Service: Allows selection to identify the service associated with the request

Universal CMDE Impact Analysis: Enables integration with Universal CMDE

[0 ] o o o e o S

‘Work Ikem Fields: These fields allow requests ko be tracked as load in Resource Management visualization
< ¥

Ready

Configuring Request Types and Request Header Types 257



258

Table 5-9. Request header type field groups (page 1 of 2)

Field Group

Description

CMQC Application
Project

CMQC Application Project (Also includes PFM Project and
CMQC QC Instance field groups)

CMQC Project Status

CMQC Project Status field group

cMQC QC
Administration

CMQC QC Administration field group

CMQC QC Instance

CMQC QC Instance field group

CMQC Test Status

CMQC Test Status field group

CMAQC Testing CMQC Testing Project (Also includes PFM Project and
Project CMQC QC Instance field groups)
Demand This Field Group contains the fields necessary to manage
Management SLA :

. requests with SLA.
Fields
Demand This Field Group allows a request to be scheduled with
Management

Scheduling Fields

Demand Management solution.

PFM Asset

Allows Requests to be considered as Assets in a Portfolio.

PFM Project

Required for any request type that will represent a project
lifecycle (regardless of whether the project will be
considered in the portfolio)

If the PPM Center system does not include the PFM -
Project request type, you can create a new request type,
add this field group to it, and then use this request type for
projects. This field group is required for any request type
that models the project lifecycle, regardless of whether the
project is part of a portfolio.

PFM Proposal

Allows requests to be considered as Proposals in the
Portfolio Management process.

Program Issue

Allows Requests to be considered as Issues in a Program.

Program Reference

Contains a field that allows a user to add a Program
reference to a request.
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Table 5-9. Request header type field groups (page 2 of 2)

Field Group

Description

Program Risk

A request type used to enter risk information into a
program.

Project Issue

Allows Requests to be considered as Issues in a Project.

Project Reference

Contains a field that allows a user to add a Project
reference to a Request.

Project Risk

Allows Requests to be considered as Risks in a Project.

Project Scope
Change

Allows Requests to be considered as Scope Changes in a
Project.

Quality Center Defect
Information

This field group contains fields for PPM-QC Defect
integration

Quality Center Info

Allows Requests to use the special integration with Quality
Center

Service

Allows selection to identify the service associated with the
request.

Universal CMDB
Impact Analysis

Enables integration with Universal CMDB

Work Item Fields

These fields allow requests to be tracked as load in
Resource Management visualizations.
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Opening the Request Header Type Workbench

To open the Request Header Type Workbench:

e On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Header Types.

The Request Header Type Workbench opens.

Query

IMWh

Query

Request Header Type Mame:

Description:

Enabled:

ALL

v

Mew Request Header Type

Extension: |ALL

Save Query

Clear

Peady
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Configuring General Information for Request Header Types

To configure the general information of a request header type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Header Types.

The Request Header Type Workbench opens.

2. Open a request header type.

The Request Header Type window opens.

(D Request Header Type
Request Header Type Mame: |Default
Reference Code: |_DEFAULT
Description: | Default Request Header Type
Extension: v Enahled: (& Yes O Mo
Fields l Layout] Filter] Cwnership References
FPrompt Disp... Display Only  Transaction Hist. Motes Hist.  On SearchiFilter Pag
= Summary -~
- Regquest Mo.: A A M M M
- Reguest Type: A I I I A4
- Created By A A I I i
- Department: A M M M )
- Sub-Type: A M M M A4
- Created On: A A M M ) v
< >
||Ready

3. Provide the information specified in the following table.

Field Name Description
Request Header
Type Name The name of the request header type.

Reference Code

Code used to reference this request header type.

Configuring Request Types and Request Header Types
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Field Name Description

Description A useful description of how the request header type is
used.

E . For request header types created for an HP Deployment

xtension ; . .

Management extension, select the extension from the list.

Enabled Indicates whether or not the request header type is
available to PPM Center.

4. Do one of the following:
e To save the changes and close the window, click OK.

e To save the changes and leave the window open, click Save.

Configuring Filters for Request Header Types

To configure filters for a request header type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Header Types.

The Request Header Type Workbench opens.
2. Open a request header type.

3. In the Request Header Type window, click the Filter tab.
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D Reguest Header Type : Default

Request Header Type Mame: |Default
Reference Code: |_DEFAULT
Description: | Default Request Header Type

Extension: v

Fields] Layaut Filterl Cwnership

Enahled: (& Yes O Mo

References

(&) &ll Contacts

The selection of the Contact Mame Field is limited by:

() The Company field of the Request

The selection of the Assigned Group field is limited by:
(%) Only Security Groups with the Request aption enabled

() Participants anly

w

||Ready

4. Provide the information specified in the following table.

Field Name

Description

This section of
the Contact
Name field is
limited by:

e All Contacts. Limit the number of contact names
displayed in the Contact Name field when creating or
updating a request header type by selecting one of the
contact name options available in the Filter tab. Selecting
this option will display all users with no restrictions on the
list of contact names.

e The Company field of the Request. Users can limit the
number of contact names shown in the Contact Name
field when creating or updating a request header type by
selecting one of the contact name options available in the
Filter tab. Selecting this option will restrict the displayed
list of contact names shown to those found in the
Company field of the request.

e Use Validation defined in the Fields tab. Selecting this
option will restrict the displayed list of contact names
shown to those found in the Contact Name field of the
request.
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Field Name

Description

This section of
the Assigned
Group Field is
limited by:

e Only Security Groups with the Request option

enabled. Users can limit the number of group names
shown when creating or updating a request header type
by selecting one of two Assigned Group options available
on the Filter tab. Selecting this option will restrict the
displayed list of group names shown to only those security
groups where the request option is enabled.

Participants only. Users can limit the number of group
names they would see when creating or updating a
request header type by selecting one of two Assigned
Group options available on the Filter tab. Selecting this
option will restrict the displayed list of group names shown
to participants in the request.

Use Validation defined in the Fields tab. Selecting this
option will restrict the displayed list of contact names
shown to those found in the Contact Name field of the
request.

This section of
the Assigned To
field is limited
by:

Only users who are in Security Groups with the
Request option enabled. Limit the number of user
names displayed in the Assigned To field when creating
or updating a request header type by selecting one of two
Assigned To options available in the Filter tab. Selecting
this option restricts the displayed list of user names the
user would see to only those security groups where the
request option is enabled.

Participants only. Users can limit the number of user
names shown in the Assigned To field when creating or
updating a request header type by selecting one of two
Assigned To options available in the Filter tab. Selecting
this option restricts the displayed list of user names shown
to participants of the request. In this instance, participants
are defined as the assigned user, the creator of the
request, members of the assigned group, or members of
the workflow.

Use Validation defined in the Fields tab. Selecting this
option will restrict the displayed list of contact names
shown to those found in the Contact Name field of the
request.

5. Click OK.
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6 Enabling Service for Requests

HP Project and Portfolio Management Center Service Portfolio Management is
a new functionality introduced in PPM Center version 9.10. It is designed to
add value to your organization. If your organization has adopted the ITIL
definitions of services and service lifecycle, you may use this feature to track,
categorize, and analyze business services and labor cost related IT project
initiatives and requests. This offers possibility and flexibility to your
organization in governing and maximizing your investments in business
services and managing them for value.

Enabling Service for Requests

With administrator privileges, you can enable a service field on the request
creation page in PPM Center, so that users can associate their requests to a
related service when they create and submit the requests.

To enable the Service field in the request creation page, perform the following
tasks:

1. Enable Service Field Group for Request Header Type
2. Enable Service Field Group for Request Type

Then users can specify a service when they create and submit their requests.
For information about specifying a service, see the HP Demand Management
User’s Guide.
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Enable Service Field Group for Request Header Type

Before you can enable service field for requests, you need to create a request

type for the requests.

To create a request type with service enabled, you need to enable the newly
introduced Service field group for its Request Header Type.

You can define a new request header type or modify an existing Request
Header Type to meet your business needs.

To define a new request header type:

1. On the PPM Workbench shortcut bar, select Demand Mgmt > Request

Header Types.

The Request Header Type Workbench opens.

2. Click New.

The Request Header Type window opens.

3. Type a name in the Request Header Type Name field, for example, RET

service.

The Reference Code field is populated automatically with the value you

just provided for Request Header Type Name field.

. Request Header Type : Untitled

Request Header Type Name: |RHT_serwce

Reference Code: |RHT78ERVICE

Descnptlun:|

Extension |

Figlds l Layout ] Filter] Qwenership

Enabled: (3) Yes

] References

Frompt Display| Display Only | Transaction Hist. | Motes Hist. | On SearchiFilter Page
=1 Summary -
- Reguest Mo A A i 2] 2]
- Reguest Type: ki I M N I3 ||
- Created By A A M N Y
- Department: A I M ] W
- Gub-Type: ki [} il M i
- Created On: W W M M Y =
< i [ Dbl
el = AH|| NewHEdit| Field Gruups‘

|W||E|| Cancel |

Ready
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4. Click Field Groups.

The Field Groups window opens.

5. Select field group Service: Allows selection to identify the service

associated with the request.

@ Field Groups '

FOJECT, HEqUITed Taf ary reqUest iype that will ERFESENt 4 Project ITEcyele (Tegardlg o
FFM Proposal: Allows Requests to be considered as Proposals in the Portfalio Manager_

Frogram Issue: Allows Requests to be considered as Issues in a Pragram.

Frogram Reference: Cantains a field that allows a user to add a Program reference to a
Froject Issue: Allows Requests to be considered as Issues in a Project.

Froject Reference: Caontains a field that allows a userto add a Project reference to a Re
Froject Risk: Allows Reguests to be considered as Risks in a Project. L
Froject Scope Change: Allows Requests to he considered as Scope Changes in a Proje
Guality Center Defect Infarmation: This field group contains fields for PPM-QC Defect inte

Qualiy Center Info: Allows Requests to use the special integration with Qualif Center

Service: Allows selection to identify the service associated with the reguest

Universal CM-DEI Impact Analysis: Enahles integration with Universal CMDE
Wiark Iterm Fields: These fields allow requests to be tracked as load in Resource Manag-z
| [v]

|§J| Cancel |

DDFHDDDDDDDD

-

|Ready

6. Click OK.

The Service field group is added. It contains only one field: Service.

Request Header Type : Untitled1

Request Header Type Mame: |RHT_Service |

Reference Code: [RHT_SERVICE |

Description: | |
Extension: | -| ) Mo
Fields l Layout] Filter] Cwnership ] References
Frompt Display| Display Only | Transaction Hist. Motes Hist. On SearchiFilter Page
----- Request Graup: Y ] ] ] Yy |~
----- Caontact Email: A i M M i
----- Description: i i i [ [
----- Company: i i i [ b
----- % Complete: i i i [ [
=1 Senice
Service:
(e i = ] | Wew || Ediit | Field Groups |

|§||E|| Cancel |

Ready
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7. Double-click the newly added Service field.

The Field window opens.

Field Prompt: [Semice: Token: [KNTA_SERVICE 1

Description: |List of Services |

walidation IService List Bl CompaonentType:

| Mew | Onen| | vy select Enabled:

Enabled: (3) Yes ()Mo
Attributes l Default ] Security ]
Section Mame : |Service | Display Only: () Yes (3) Mo
Transaction History: () Yes (3) Mo MNotes History: () Yes (3) Mo
Display on Search and Filter: (5) Yes ()Mo Display: (3) Yes ()Mo
Search validation: E5]

|2_KJ| Apply ” Cancel |

I|Ready

If you need to switch to Service List uCMDB validation, HP strongly recommends
that you modify the server.conf parameter value to keep server configuration
) consistency. For more information, see the HP Solution Integrations Guide.

Changing validation value here in the Field workbench window is not
recommended, as the change will apply to the current request header type only.

8. Review the default settings provided. Make sure that you change default
settings only when necessary. Click OK.

The new request header type is created.

Enable Service Field Group for Request Type

Create a new request type and enable the Service field group for it. For more
information, see Chapter 5, Configuring Request Types and Request Header
Types, on page 143.

To leverage the new functionality, HP recommends that you create a new request
) type. Modifying existing request types might cause problems for existing requests that
are based on those request types.
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7 Configuring Workflow Components

Overview of Worktlow Step Sources

This chapter covers information about Demand Management workflows.

PPM Center includes a number of standard workflow step sources that you can
add to a workflow. These sources are preconfigured with standard validations
(transition values), workflow events, and workflow scope. These steps specify
the following common attributes, which are expected to remain consistent
across all workflows that use that step source:

e Validation associated with the step (and, thus, the list of valid transition
values out of the step)

e Voting requirements of the step

e Default timeout value for the step. (You can configure a unique timeout
value for each step.)

e Icon used for the step in the graphical layout.

Browse through all of the workflow step sources using the Available
Workflow Steps window in the Workflow Workbench. If a step source that
meets the process requirements is not available, one needs to be created.

If PPM Center has a workflow step source that meets the process requirements,
you can copy and rename it. This can save configuration effort and avoid user
processing errors. For example, if you need a step to route a request based on
whether it needs more analysis, you could copy and use the preconfigured
Request Analysis workflow step source.

269



270

Copy the step source so that it can be used uniquely for the processes. This
allows you to control who can edit the step source, ensuring that the process
will not be inadvertently altered by another user.

Create a new step source when the step requires any of the following:

A unique validation (transition values) leaving the step

A unique execution in the step: PL/SQL function, token, SQL function, or
workflow step commands

A different processing type: immediate versus manual
A specific workflow scope

A unique combination of these settings

Restrictions on Configuring and Using Workflow Step Source

The following restrictions apply to workflow step sources:

You cannot delete a step source that is in use in a workflow.

You cannot change a validation for a step source that is in use. If you must
change the validation, copy the associated step source, and then configure a
new validation.

You must enable the workflow step source before you can add it to a
workflow.

Only add step sources to a workflow if the workflow has a matching
workflow scope, or the step source scope is set to All.

You cannot delete a workflow step in a workflow that has processed a
request, package line, or release. Deleting the step would compromise data
integrity. Instead, remove all transitions to and from the workflow step, and
then disable the step.

If Mobility Access is enabled in your PPM Center system, make sure that
the name of any validations you create for custom decision workflow step
sources contain no single quote (°4&) characters. Otherwise, the Mobility
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Access feature cannot work correctly. For information about Mobility
Access, see Chapter 4, PPM Center Mobility Access, on page 125.

Opening the Workflow Workbench

To open the Workflow Workbench:
1. Log on to PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.

g Query: |N0ne V|

‘Warkflow Mame: ||

w
g Workflow Scope | ALL

Subwarkflow: | ALL

V| Use in Release Distributions:

Description: |

Mew Waorkflow

Save Query Clear

Feady

For information about how to search and select, copy, or delete a workflow,

see the Getting Started guide.
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Creating Workflow Step Sources

You can create decision and execution workflow step sources from the
Workflow Step Sources window. You cannot add to, delete, or modify
condition steps.

Subworkflow workflow steps are created by configuring a standard workflow as a
) subworkflow (see Creating Subworkflow Workflow Step Sources on page 293). You
cannot add to, delete, or modify condition steps.
To create a workflow step source:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
2. From the Workflow Workbench, open a workflow.

The Workflow window opens.

3. Select the Workflow Step Sources window.

D ‘Workflow Step Sources

Filter by
Packages

Cnly items | can edit

{4 Workflow Step Sources
{77 Decisions
{27 Conditions
SRR E e cutions
+-{77 Subworkflows

Tew

[] Always on top

4. In the first Filter by ficld, select Requests, Packages, or Release
Distributions, depending on the type of workflow.

5. In the second Filter by field, select Only items | can edit.
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6. Under Workflow Step Sources, select Decisions or Executions.
7. Click New.

A window that corresponds to the selected workflow step source type
opens.

8. Provide the required information and any optional information to define
the workflow step.

For information about how to configure a specific workflow step source,
see Creating Decision Workflow Step Sources on page 275 or Creating
Execution Workflow Step Sources on page 279.

9. Configure the ownership of the workflow step source.

For information about configuring the ownership of a workflow step
source, see Configuring Ownership of Workflow Step Sources on page 274.

10. For Enabled, select Yes.
11. Click OK.

The new workflow step source is now included in the Workflow Step
Sources window. You can use it in any new or existing workflow with the
corresponding workflow scope.
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Configuring Ownership of Workflow Step Sources

As you Configure a workflow step source, you can specify who can edit the
workflow step source.

To configure ownership of a new workflow step source:

1.
2.

On the PPM Workbench shortcut bar, click Configuration > Workflows.
Open a workflow.

The Workflow window opens.

Open a decision or execution workflow step source window.

A window that corresponds to the selected workflow step source type
opens.

Click the Ownership tab.

You use the Ownership tab to select the security groups that can edit this
workflow step. The default is to allow all security groups who can edit workflows to
edit a workflow step source.

Select Only groups listed below that have the Edit Workflows Access Grant.
Click Add.

The Add Security Group window opens.

Select a security group.

Click OK.

Only users who belong to a listed security group that can edit workflows
can now edit this workflow step source.

From the Ownership tab, click OK.

The new workflow step source is now listed in the Workflow Step Sources
window. You can use it in any new or existing workflow with the
corresponding workflow scope.
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Creating Decision Workflow Step Sources

This section provides instructions for creating a decision workflow step source.
Before you perform these steps, HP recommends that you first collect the
information required to correctly configure the decision workflow step source.
You can use the Decision Workflow Step Worksheets on page 349 to gather
this information.

To create a new decision workflow step source:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
2. Open a workflow.
The Workflow window opens.

3. In the first Filter by field, select Requests, Packages, or Release
Distributions, depending on the type of workflow.

4. Select the Workflow Step Sources.
5. Under Workflow Step Sources, select Decisions.
6. Click New.

The Decision window opens.

Configuring Workflow Components 275



7. On the Decision tab, provide the information described in the following
table.

Field Name Description

The name that describes the workflow step source. The

Name step can be renamed when added to the workflow.

Describes the type of workflow that will be using this step

source. Use the list to select a workflow scope. The

following lists the possible values:

e ALL. For all workflow types.

¢ Requests. For HP Demand Management request
workflows.

e Packages. For HP Deployment Management package
workflows.

e Release Distributions. For HP Deployment
Management release workflows.

Workflow Scope

Description Description of the workflow step source.

Validations determine the transition values for the
workflow step. Use the list to select a validation.

Note: If Mobility Access is enabled in your PPM Center
system, make sure that the name of any validations you
Validation create for custom decision workflow step sources contain
no single quote (‘) characters. Otherwise, mobile access
feature cannot work correctly on workflow step
notifications. For information about Mobility Access, see
Chapter 4, PPM Center Mobility Access, on page 125.
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Field Name

Description

Decisions
Required

Defines the number of decisions required for the workflow
step. Use the list to select a value. The following lists the
possible values:

e One. If selected, the workflow step can progress if any

one user who is eligible to act on this step makes a
decision.

At Least One. If selected, the workflow step waits for
the voters to vote on this step for a predefined amount
of time, designated as the timeout. If all voters mark
their decisions before the timeout period, it takes the
cumulative decision as the decision for the step and
proceeds forward. If any of the voting results differ
before the timeout period, the step will immediately
result in a No consensus outcome. A timeout period
must be defined to use this choice.You can define
Specific Errors in workflow steps such as Timeout and
No consensus as either Success or Failure in the Define
Transition window. If all voters decide on Approve, the
final decision is Approve. If all voters decide on Not
Approved, the final decision is Not Approved. If some
voters decide on Approved and one voter decides on
Not Approved, the result is No consensus. If at the end
of the timeout, only a few voters (or only one voter) have
cast their vote, the cumulative decision of the voters that
voted will be used. If at the end of the Timeout no one
has voted, the step will result in a Timeout.

AlLl. If selected, the workflow step waits for all of the
voters to vote. This workflow step is used along with a
specified timeout period. Selecting All makes it
mandatory for all voters to vote on the workflow step.
The workflow step waits until the timeout period for the
voters to vote. If all voters vote, the cumulative decision
is considered. If some or none of the voters voted, the
step remains open or closes due to a timeout,
depending on the configuration.

When using All or At Least One, all users must
unanimously approve or not approve one of the
validation’s selections. Otherwise, the result is No
Consensus.
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Field Name Description

A timeout specifies the amount of time that a step can stay
eligible for completion before completing with an error (if
Decisions Required is All, One, or At Least One).
Timeouts can be by minute, hour, weekday or week.
Timeout parameters for executions and decisions are a
combination of a numerical timeout value and a timeout
unit (such as weekdays).

If this workflow step remains eligible for the value provided
in the timeout value, the request, package, or release can
be configured to send an appropriate notification. This field
is often used in conjunction with the At Least One and All
settings for Decisions Required.

Timeouts can be uniquely configured for each workflow
step in the Layout tab. The timeout value specified in the
workflow step source acts as the default timeout value for
the step. When adding a workflow step to the workflow
using this workflow step source, you can specify a different
timeout value for the workflow step.

Timeout

A different graphic can be specified to represent steps of
this source for use on the workflow Layout tab.

The graphic needs to exist in the icons subdirectory. All
icons are in gif format.

Icon

The workflow step source must be enabled in order to add

Enabled the workflow step to the workflow layout.

. Click the Ownership tab, and then specify the security groups that can edit

this workflow step.

For detailed information about how to configure the Ownership tab, see
Configuring Ownership of Workflow Step Sources on page 274.

. Click the User Data tab.

Product entities such as packages, workflows, requests and projects include
a set of standard fields that provide information about those entities. While
these fields are normally sufficient for day to day processing, user data
fields provide the ability to capture additional information specific to each
organization. User data is defined under the User Data tab. If there are no
user data fields, the User Data tab is disabled.
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10. Click the Used By tab. The Used By tab displays reference information

1.

concerning the workflow step.
Click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.

Creating Execution Workflow Step Sources

This section provides instructions on how to create an execution workflow step
source. Before you start to perform these steps described in this section, HP
recommends that you use the Execution Step Worksheets (see Execution
Workflow Step Worksheets on page 347) to gather the information you will
need to successfully create an execution workflow step source.

To create a new execution workflow step source:

1.
2.

On the PPM Workbench shortcut bar, click Configuration > Workflows.
Open a workflow.

The Workflow window opens.

. Select the Workflow Step Sources window.

. In Filter by field, select Requests, Packages, or Release Distributions,

depending on the type of workflow.

Select the Executions folder.
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6. Click New.

The Execution window opens.

(D Execution E|
Ownership] 1 Used By}
Hame | |\f‘4'[-||‘.1|[u‘v Scope |ALL "‘
Reference Code | ]
Description | ]
Execution Type |Elui|t—in Workflaw Event V| Workflow Event |M_CIDSE_success v‘
validation [WF - Standard Execution Results EEl Tmeowt [ ] ‘Days v‘
tean | )
Processing Type |Manua| V| Enablzd: () Yes O No
Execution
|Ready

7. Provide the information described in the following table.

Field Name

Description

The name of the workflow step source. The step can be

Name renamed when added to the workflow.
Describes the type of workflow that will be using this step
source. Use the list to select a workflow scope. The
following lists the possible values:
e ALL. For all workflow types.
Workflow Scope e Requests. For HP Demand Management request
workflows.
e Packages. For HP Deployment Management package
workflows.
e Release Distributions. For HP Deployment

Management release workflows.
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Field Name

Description

Reference
Code

Code to refer to this execution workflow step source. PPM
Center automatically populates this box based on the value
you type in the Name box. You can accept the default
value or enter a different code.

Description

Description of the step source.

Execution Type

Used to select the type of execution to be performed. Use
the list to select an execution type. The following lists the
possible values:

e Built-in Workflow Event. Executes a predefined

command and returns its result as the result of the step.

o SQL Statement. Executes a SQL statement and returns
its result as the result for the workflow step.

e PL/SQL Function. Runs a PL/SQL function and returns
its result as the result for the workflow step.

e Token. Calculates the value of a token and returns its
value as the result for the workflow step.

e Workflow Step Commands. Executes a set of
commands, independent of an object, at a workflow
step.
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Field Name

Description

Workflow Event

For Execution Type Built-in Workflow Event, the specific
event to perform must be selected. The available choices
in the list depend on the workflow scope selected. The
choices include:

e execute_object_commands. Executes the object type
commands for a package line.

e execute_request_commands. Executes the request
type commands for a request.

e create_package. Generates an HP Deployment
Management package.

e create_package_and_wait. Generates an HP
Deployment Management package. The create
workflow step that generates the package holds it until
the package is closed.

e create_request. Generates another request.

e wf_close_success. Sets the request or package line as
closed with an end status of Success.

o wf_close_failure. Sets the request or package line as
closed with an end status of Failed.

e wf_jump. (HP Deployment Management and HP
Demand Management) Instructs the workflow to
proceed to a corresponding Receive Workflow Step in
another workflow.

o wf_receive. (HP Deployment Management and HP
Demand Management) Instructs the workflow to receive
a Jump Workflow Step and continue processing a
request or package line initiated in another workflow.

e wf_return. (HP Deployment Management and HP
Demand Management) Used to route a subworkflow
process back to its parent workflow.

PL/SQL
Function

For Execution Type PL/SQL Function, the actual function
to run. The results of the function determine the outcome of
the step. The results must be a subset of the validation
values for that workflow step.

Token

For Execution Type Token, the token that will be resolved.
The results of the token resolution determine the outcome
of the workflow step.
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Field Name

Description

SQL Statement

For Execution Type SQL Statement, the actual query to
run. The results of the query will determine the outcome of
the workflow step.

The results of the query must be a subset of the validation
values for that step.

Workflow step
commands

For Execution Type Workflow Step Commands, the actual
commands to run. The commands will result with a
Succeeded or Failed value. Use a validation with those
values to enable transitioning out of the step based on the
execution results.

Processing
Type

Defines when the execution is performed. Use the list to
select a processing type. The following lists the possible
values:

e Immediate. Executes the workflow step when the
workflow step becomes eligible.

e Manual. Executes the workflow step manually by a
user.

Validation

Validations determine the transition values for the workflow
step. Use the list to select a validation.
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Field Name Description

Amount of time that a step is eligible before completing
with an error. Timeouts can expressed in minutes, hours,
days, or weeks. Timeout parameters for executions are a
combination of a numerical timeout value and a timeout
unit, such as days.

If this workflow step remains eligible for the value provided
in the timeout value, you can configure the request,
package line, or release to send an appropriate
notification.

Timeouts can be uniquely configured for each workflow
Timeout step on the Layout tab. The timeout value specified in the
workflow step source acts as the default timeout value for
the step. When adding a workflow step to the workflow
using this workflow step source, you can specify a different
timeout value for the workflow step.

For executions, timeouts can also be uniquely configured
for the amount of time that an execution is allowed to run
before completing with an error. This applies to the
workflow step commands and object type commands only.
Command-level timeouts are set in the Command window
of an object type.

You can select a different graphic to represent this steps of
this workflow step source.

Icon
This graphic needs to exist in the icons subdirectory. All
icons are in gif format.
The workflow step source must be enabled in order to add
Enabled

it to the workflow layout.

8. Click the Ownership tab.

Use the Ownership tab to specify the security groups that can edit this
workflow step. The default is to allow all security groups who can edit
workflows to edit a workflow step source. For complete instructions on
how to configure workflow step security, see Configuring Ownership of
Workflow Step Sources on page 274.
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9. Click the User Data tab.

Product entities such as packages, workflows, requests and projects include
a set of standard fields that provide information about those entities. While
these fields are sufficient for day-to-day processing, user data fields
provide the ability to capture additional information specific to your
organization. (User data is defined from the User Data tab. If there are no
user data fields, the User Data tab is disabled.)

10. Click the Used By tab.
The Used By tab displays reference information about the workflow step.
11. Click OK.

The new workflow step source is now included in the Workflow Step Sources
window. It can be used in any new or existing workflow with the
corresponding workflow scope.

Setting Up Execution Steps

When setting up execution workflow steps, be sure to include workflow events
(transitions) for both success and failure. If a workflow step has failed and
users cannot select Failure as one of the workflow events, the workflow cannot
continue to drive the request.

Defining Executions Types

Execution workflow steps are used to perform specific actions. HP Demand
Management provides a number of built-in workflow events for processing
common execution events, such as running request type commands, object
type commands, and closing a request. You can create custom executions
based on SQL, PL/SQL, token resolution, and custom commands.
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Executing Request Type Commands

Certain process steps require that specific commands be executed. Commands
can be added to each request type and the workflow can be configured to
execute request type commands at a specific step in the process. Each step runs
its own commands to ensure the correct execution for that request type.

The execution workflow step source Execute Request Commands performs
this task. Use this step source unless it does not meet the required
specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Execute Request Commands and change the field values as shown in

Table 7-1.

Table 7-1. Execution window values fo execute request type commands

Field Name

Description

Name

Type a descriptive name for the step source.

Workflow Scope

Requests

Execution Type

Built-in Workflow Event

Workflow Event

execute_request_commands

Processing Type

Manual or Immediate

WEF - Standard Execution Results

Validation This is the default selection. You can select another
existing or create a new validation.

Enabled Yes

Processing Type Manual

Page Response

This determines whether the step will complete the
execution before reloading the request page for the user
(enabling them to make further changes), or whether the
request page will reload immediately while the execution is
still in progress.
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Closing Requests as Success

You can create an execution step that closes a request and marks the request as
successful. Each request workflow should must with a closed request. All the
requests that were closed successfully can then be included in reports.

The execution workflow step sources Close (Immediate success) and Close
(Manual success) perform this task. Use one of these step sources unless they
do not meet the required specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Close (Immediate success) or Close (Manual success) and change the
field values as defined in Table 7-2.

Table 7-2. Execution window values to close requests as success

Field Name Description
Name Type a descriptive name for the step source.
Workflow Scope Requests
Reference Code Accept the default value, or type a different reference code
Execution Type Built-in Workflow Event
Workflow Event wf_close_success
Processing Type Manual or Immediate
WF - Standard Execution Results
Validation This is the default selection. You can select another
validation or create a new one.
Enabled Yes
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Closing Requests as Failed

You can create an execution step that closes a request and marks the request as
Failed. Each request workflow must resolve with a closed request. The
execution workflow step source Close (Immediate failure) performs this task.
Use this step source unless it does not meet the required specifications, such as
validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Close (Immediate failure) and changes the field values as defined in
Table 7-3.

Table 7-3. Execution window values to close requests as failed

Field Name Description
Name Type a descriptive name for the step source.
Workflow Scope Requests
Reference Code Accept the default value, or type a different reference code
Execution Type Built-in Workflow Event
Workflow Event wf_close_failure
Processing Type Manual or Immediate
WF - Standard Execution Results (This is the default
Validation selection. You can select another existing or create a new
validation.)
Enabled Yes
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Executing PL/SQL Functions and Creating Transitions Based on the Results

PL/SQL function execution workflow steps are used when a workflow must be
routed based on the results of the PL/SQL function. A PL/SQL function
execution workflow step runs a PL/SQL function and returns its results as the
result of that workflow step.

Create a new execution step source with the field values as defined in

Table 7-4.

Table 7-4. Execution window values for executing PL/SQL functions

Field Name

Description

Name

Type a descriptive name for the step source.

Workflow Scope

Requests

Reference Code

Accept the default value, or type a different reference code

Execution Type

PL/SQL Function

Processing Type

Manual or Immediate

Validation

Selects or creates a validation that includes all of the
possible values of the SQL query. You can also create a
validation validated by SQL. Use the same SQL from the
execution minus the WHERE clause.

Execution

Type the PL/SQL function.

Enabled

Yes
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Executing SQL Statements and Creating Transitions Based on the Results

SQL statement execution workflow steps are used when a workflow must be
routed based on the result of a query. An SQL statement execution workflow
step runs a SQL query and returns its results as the result of that workflow step.

The following rules apply to creating an SQL statement:
e Use only SELECT statements.

e You can use tokens within the WHERE clause.

e A query must return only one value.

Create a new execution step source with the field values as defined in
Table 7-5.

Table 7-5. Execution window values for executing SQL statements

Field Name Description

Name Type a descriptive name for the step source.

Workflow Scope Requests

Reference Code Accept the default value, or type a different reference code
Execution Type SQL Statement

Processing Type Manual or Immediate

Selects or creates a validation that includes all of the
possible values of the SQL query.

Validation Tip: You can create a validation validated by SQL. Use the
same SQL defined for the execution minus the WHERE
clause.

Execution Type the SQL query.

Enabled Yes
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Evaluating Tokens and Creating Transitions Based on the Results

HP Demand Management includes workflow execution steps that you can use
to set up data-dependent rules for routing workflow processes. Token
execution workflow steps enable a workflow to be routed based on the value of
any field within a particular entity.

A token execution workflow step references the value of a given token and
uses that value as the result of the workflow step. A transition can be made
based on the value stored in the product by using tokens in the execution
workflow step.

Create a new execution step source with the field values as defined in

Table 7-6.
Table 7-6. Execution window values for evaluating tokens
Field Name Description
Name Type a descriptive name for the workflow step source.
Workflow Scope Requests
Reference Code Accept the default value, or type a different reference code
Execution Type Token
Processing Type Manual or Immediate
Selects or creates a validation that includes all of the
o possible values of the resolved token.
Validation . . T
For example, if the token is for the Priority field, use the
validation for the Priority field here as well.
. Type the token for the value on which the transition is to be
Execution
based.
Enabled Yes
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For example, IT needs to send an email notification to the Validate and
Approve Requests group if the request priority is High or Critical.

Figure 7-1. Transitioning based on a token

Evaluate

ol Validate

PdctiiHJ’//////

L Criticel or High

Request

Send

Notification

IT decides to use an execution workflow step to automatically evaluate the
request priority and route it accordingly. If the request priority is High or
Critical, it gets sent to an immediate execution workflow step that then sends a
notification to the Validate and Approve Requests group before continuing
along the workflow. To accomplish this, an execution workflow step source,
Evaluate Priority, is configured with the parameters listed in 7able 7-7.

Table 7-7. Example of execution window values for evaluating tokens

Field Name Description
Name Evaluate Priority
Workflow Scope Requests

Reference Code

Accept the default value, or type a different reference
code

Execution Type

Token

Processing Type

Immediate

Validation CRT - Priority - Enabled
Execution [REQ.PRIORITY_CODE]
Enabled Yes
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Executing Multiple System-Level Commands

System-level commands can be run for execution steps of the following
execution types:

e Built-in workflow event (execute request commands)
e Workflow step commands

When either the workflow or the request type commands execute at this step,
the commands either succeed or fail. It may be preferable to retain the option
of resetting failed execution steps, rather than immediately transitioning along
a failed path. This is often helpful when troubleshooting the execution.

Creating Subworkflow Workflow Step Sources

This section provides instructions on how to create a subworkflow workflow
step source. Before you start to perform these steps described in this section,
HP recommends that you use the Subworkflow Step Worksheet (see
Subworkflow Workflow Step Worksheets on page 351) to gather the
information you will need to successfully create a subworkflow workflow step
source.

A subworkflow is a workflow that is referenced from within another workflow.
Subworkflows enable you to model complex business processes into logical,
more manageable, and reusable subprocesses.

You can drag a subworkflow from the Workflow Step Sources window and
drop it onto the Layout tab. When the package, request, or release reaches the
subworkflow step, it follows the path defined in that subworkflow. The
subworkflow either closes within that workflow or returns to the parent
workflow.

Y ou define subworkflows from the PPM Workbench using the same process as
you use to configure a workflow. To create a subworkflow, you must:

e Set the Sub-workflow option to Yes.
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e Ensure that the validation for the step leaving the subworkflow layout
matches the subworkflow step in the parent workflow.

Subworkflows Returning to Demand Management Workflows

You can set up an execution workflow step so that it automatically returns
from a subworkflow to its parent HP Demand Management workflow.

For a request to transition back to the parent workflow, the subworkflow must
contain a return step. Transitions leading into the return step must match the
validation established for the subworkflow step.

You must verify that the validation defined for the subworkflow step is
synchronized with the transitions entering the return step. HP Demand
Management includes the execution workflow step source Return from
Subworkflow that performs this task. Use this step source unless it does not
meet the required specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Return from Subworkflow and change the field values as defined in
Table 7-8.

Table 7-8. Execution window values for subworkflows

Field Name Description
Name Type a descriptive name for the workflow step source.
Workflow Scope Requests
Reference Code Accept the default value, or type a different reference code
Execution Type Built-in Workflow Event
Workflow Event wf_return
Processing Type Manual or Immediate
WEF-Standard Execution Results (This is the default
Validation selection. You can select another existing or create a new
validation.)
Enabled Yes
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Using Worktlow Parameters

Use workflow parameters to store the results of a workflow step. This value
can then be used later to define a transition. The following lists the rules
concerning workflow parameters:

e You can use the wrI. P token prefix to reference workflow parameters.
® You can use workflow parameters in PL/SQL and SQL workflow step

executions.

Creating Workflow Parameters

To create a workflow parameter:
1. Log on to PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Configuration > Workflows.

4. Open a workflow.

fanagement Process

Package Warlflows l Request Types 1 Ownership l
Warkflow I Layout l Step Seguence I
Mame: |Issue Management Process Reference Code: | _ISSUE_MANAGEMENT_PROCESS
Warkflow Scope
Description: |Autornated process for Issue managernent
Enahled: 3 Yes O No First Step: | Review and Assign lssue he
Reopen Step: | Review and Assign Issue he
Subworkflows
Subworkfiow: O Yes @ No Use in Release Distributions:
Valigation =
Icon Marme:
Parameters
Add
|Ready
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5. In the Parameters section of the Workflow tab, click Add.

The Workflow Parameter window opens.

X

() Workflow Parameter,

Prompk: |
Token:
Description:

Default Yalue:

[ Lok [ aae ][ cancel

|Ready

6. Provide the following information:
a. In the Prompt field, type the name of the workflow parameter.
b. In the Token field, type the token name (for example, LOOP _COUNTER).
c. In the Description field, you can type a short parameter description.
d. In the Default Value field, you can specify the initial parameter value.
7. In the Parameters section of the Workflow tab, click Add.
8. Click OK.

9. From the Workflow tab, click OK.

Example: Using Workflow Parameters to Build a Loop Counter

You can use a workflow parameter that generates a counter to keep track of the
number of times a workflow step enters a state.

To build a loop counter:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
2. Open a workflow.
3. In the Parameters section Workflow tab, click Add.
4. In the Workflow Parameter dialog box, complete the following fields:

a. In the Prompt field, type Loop Counter.
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b. In the Token field, type the token name (for example, LOOP COUNTER).
c. In the Description field, you can type a short parameter description.
d. In the Default Value field, you can specify a default parameter value.
5. In the Workflow Parameter dialog box, click Add.
6. Click OK.
7. From the Workflow tab, click OK.
8. Create a new immediate SQL execution workflow step.

For details on how to create an SQL execution workflow step, see Creating
Execution Workflow Step Sources on page 279.

There are two key concepts to note about the new step definition.

e The result of the SQL execution workflow step returns the result
LOOP_COUNTER + 1. This return value is linked back into the
parameter when the workflow step is generated on a workflow.

e A validation for a numeric text field is used. This allows you to use <=,
<, >=, and > comparisons in transitions off this step.

The following shows the Execution window for the SQL execution
workflow step.

9. Add the workflow step to a workflow and choose the new workflow
parameter Loop Counter.

By choosing Loop Count, the workflow engine is told to assign the result
of “select loop counter val + 1” from dual back into the loop counter
parameter.

You can now add transitions to and from the new loop counter step. For
example, you add the loop counter each time an execution fails. If the
execution fails three times, a notification is sent to the user. If the execution
fails five times, management is notified.
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Moditying Workflows Already In Use

298

Workflows can be modified while they are going through their workflow steps
after a package or request has been initiated. These modifications include
adding new workflow steps, as well as changing the transitions, security
assignments and notifications from within the workflow.

You can make changes to workflows that are in use by using the same
procedures that you used to define the workflows from the Workflow

Workbench.

Keep in mind that, when you modify workflows that are in use, specific
limitations apply to which entities you can add, change, delete, or rename.
These limitations are described in 7able 7-9.

Table 7-9. Rules for modifying production workflows

Entity Procedure
Transitions
Security
o You can change any of these entities or add them to a
Notifications

Workflow steps
Workflow parameters

workflow that is in use.

Transitions

Security

Notifications
Workflow parameters

You can delete any of these entities from a workflow in
use.

Workflow steps

You cannot delete this entity from a workflow in use, but
you can rename it. You can delete transitions coming into
or going out of a workflow step to effectively remove it from
the workflow.

If a workflow that is in use is changed and saved, the changes take effect
immediately. Any changes made to workflow steps are applied to all open
package lines, requests, releases, and distributions.

Changes to a workflow can have undesirable effects on requests or packages
that are in progress and are using that workflow.
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Modifying a workflow that is in use can disrupt the normal flow in and out of
the workflow and prevent it from reaching completion. For example, removing
a transition from a workflow step may result in the requests or package lines
getting stuck in that workflow step.

Performance Considerations

Updating workflow step security with a specific configuration can affect
system performance. When adding dynamic security to a step, such as based
on a standard or user-defined token, in the Workflow Step window on the
Layout tab, product database tables are updated to handle the new
configuration.

Migrating a workflow with these types of changes into an instance of the PPM
Center can also affect system performance. Product database tables must be
updated to handle the new workflow.

Because of the scope of these database changes, HP recommends that you
rerun statistics on your PPM Center database schema. For information about
how to collect database statistics on your database, see the Installation and
Administration Guide. For help with this procedure, contact your database
administrator.
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Copying and Testing Trial Versions of Workflows

Before you modify a workflow that is in use, do the following:
1. Make a copy of the original workflow.

2. Modify the copied version of the workflow with the changed workflow
steps.

3. Test the modified version of the workflow to ensure that it works correctly.

4. Determine if the workflow step is in use. To determine which steps are
eligible, remove the incoming transition to the step that will be deleted and
run the following reports:

e To determine when the requests have flowed out of a workflow step,
run the Workflow Detail Report. This report indicates if the step to
delete is eligible for user action or has been completed.

e To determine if any package lines are eligible for user action in a
workflow, run the Packages Pending Report.

You can now to make the same changes to the original workflow.
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Modifying Production Workflows

The final step in modifying workflows already in use is to modify the
production workflow. The following sections offer guidance on how to modify
the production workflow.

Disabling Workflow Steps

As mentioned in Table 7-9, you cannot delete a step from a workflow that is in
use. You can only disable it. However, you may want to change the process.
Any changes to the process must be reflected in the workflow. This may
require disabling existing steps and adding new steps.

To disable a step and add a new one:
1. Remove transitions to the workflow step you no longer want to use.
2. Add a new step to the workflow.

3. Redirect the transitions to the new workflow step.

Redirecting Workflows

If you disable a workflow step that is eligible for user action, the requests or
package lines in that step become stuck. Because the step is disabled, the user
cannot take action on it and so cannot proceed to the next step in the workflow.

The outgoing transition to be deleted is still intact, so the eligible package lines
and requests will eventually be acted upon and flow out of the workflow step.

Add a new workflow step to the workflow and redirect the transitions to that
new workflow step so that the movement of package lines and requests avoids
the disabled step and is not interrupted.

For example, consider the workflow sequence shown in Figure 7-2, in which
you want to disable step B.
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Figure 7-2. Redirecting the workflow, step 1

Workflow Step A Workflow Step B

Workflow Step C

After you remove the incoming and outgoing transitions to B, add a new
workflow step D, which connects steps A and C and allow the workflow to
continue to process requests or package lines (see Figure 7-3).

Figure 7-3. Redirecting the workflow, step 2
Y

Workflow Workflow Workflow
Step A Step B Step C

I
Y

Workflow
’ Step D

—

Run the report(s) again to ensure there are no entities eligible for action by the
user in the disabled step.

Moving Requests or Packages Out of Steps

If the requests or packages are stuck in a step after a transition is removed from
a workflow in use, add the deleted transition back to the workflow. After the
requests or packages have flowed out of the step, delete the transition again.
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8 Contiguring Contacts

Overview of Contacts

Contacts are resources used as a point of reference or information. Contacts
must have a valid PPM Center username and the company they work for must
be included in the validation, CRT - Company Validation. Contact information
can be added for users in PPM Center as well as external users.

Contacts are created in the Contact window. The Contact window consists of a
general information section and a large section reserved for potential user data
fields (Figure 8-1).

Figure 8-1. Contact window

(D Contact: G iy, Steve |Z| |E| [z|
First Marne: ||}ebora|r1—| Lask Mame: |Hu—|
User: [Admin User 4
JIPhone humber: 555 773-7678 | Email address: |debhug@cormalcam |
Compary: |Corp A EEl Enabled: (&) Yes (@]
|

’ Ok ” Save ” Cancel

||Ready
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Opening the Contact Workbench

304

To open the Contact Workbench:
1.
2.

Log on to PPM Center.

On the Open menu, click Administration > Open Workbench.

The PPM Workbench opens.

On the shortcut bar, click Demand Mgmt > Contacts.

The Contact Workbench opens.

{‘J Contact Warkbench

Query

[mo

Query:

First Marne:

User:

Phone Number: |

Company: I

MNone

| Last Mame:

| Email Address:

EH Enabled:

Max Rows Save Query Clear
Feady

Chapter 8



Creating Contacts

To create a new contact:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Contacts.

The Contact Workbench opens.

2. Click New Contact.

The Contact window opens.

(D Contact

First Marne:

Last Marme:

User: I

&

M Phone Number: |

| Email Address: |

Company: I

EH Enabled: (3 Yes O Mo

’ Ok ” Save ” Cancel

||Ready

3. Provide the information described in the following table.

Field Name

Description

First Name

First name of the contact.

Last Name

Last name of the contact.

User

PPM Center username for the contact. This field is
populated from the KNTA - User Id - All Validation
auto-complete and cannot be edited.

Phone Number

Phone number of the contact.
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Field Name

Description

Email Address

Email address of the contact.

Company that employs the contact. This field is populated

Company from CRT - Company Validation auto-complete and
cannot be edited.
Enabled Select Yes to make the notification available to the system.

. In the Contact window, click OK.

The changes to the notification template are saved.
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9 Contiguring Notitication Templates

Overview of Notification Templates

Notification templates are preconfigured notifications that you can use to
quickly construct the body of a message (see Figure 9-1). You can use
notification templates with the following PPM Center entities:

e Tasks

e Projects

e Requests

e Packages

e Releases

e Workflows

e Reports
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Figure 9-1. Notification Template window

D rotification Template : Standard Me

Template Mame: |Standard Message |

Motification Scope:

Motification Format:

Enabled: Default:

Frarm:

Rephy Ta:

Subject: |Project and Porfolio Management - Deployment Management Alert

Body:

Description: [PEG.DESCRIPTION] b’

Workflow: [WF.WOREFLOW_NAME ]

Workflow Step: [WFS.STEP_NO]. [UFS.STEP_NAME] E

Priority: [PEG. FRIORITY_ NAME ] v

Ayailable Tokens Linked Takens
Token Mame Taken Cal# Token Mame Token

Execution Batch ID WST.EXEC A 1 FKGL Seqg [PKGL.SEQ]

Hidden Status [WET.HIDDI— 2 PKGL Object Mame |[FKGL OBJECT.

Last Updated By waT LasT, | €= 3 FKGL Object Type  |[PKGLOBJECT,

CObject Revision [PRGL.OBJE 4 Last Updated By [WET.LAST_UP

Chiect Type D [PRGL.OBJE

Object Type Workhench URL |[PKGLIWOF »

< | ¥ < td
+¥

|Read\r (Read-0nly, Seed Data)

Opening the Notification Template Workbench

To create a notification template, you use the Notification Template
Workbench.
To open the Notification Template Workbench:

1. Log on to PPM Center.

2. On the Open menu, click Administration > Open Workbench.

The PPM Workbench opens.
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3. On the shortcut bar, click Configuration > Notification Templates.

The Notification Template Workbench opens.

nEa. Query; |Nune v|
= Template Mame: || |
g Matification Scope:! |ALL V| Enabled: ‘ALL V|

Mew Motification Template Save Query Clear

Peady

For information about how to search and select and copy an existing
notification template, see the Getting Started guide.

Deleting Notification Templates

You cannot delete notification templates that are referenced from an existing
notification. To delete such a notification template, you must first remove
these references. Referenced notification templates can be disabled. For
information about how to determine whether a notification template is
referenced, see Checking the Usage of Notification Templates on page 318.
For information about how to delete a notification template type, see the
Getting Started guide.
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Creating Notification Templates

To create a notification template:

1. On the PPM Workbench shortcut bar, click Configuration > Notification
Templates.

The Notification Template Workbench opens.
2. Click New Notification Template.

The Notification Template window opens.

69 Hotification Template : Standard

Template Mame: |Standard Message
Motification Scope:

Motification Farmat:

Enabled: Default:

Fram

Reply Ta:

Subject: |Project and Portfolio Management - Deployment Management Alert

Body:

Description: [PEG.DESCRIFTION] %

WorkElow: [WF. WOREFLOW_HNAME ]

Workflow Step: [WFS. STEP_N0]. [WFS.STEP_NAME ]

Priority: [PEG. FRIORITY _NAME] v

Available Tokens Linked Tokens
Token Marme Taken Col# Token Mame Taken

Execution Baich ID [WET.EXEC A 1 PEGL Seq [PEGL.SEQ]

Hidden Status [WST.HIDDI 2 PEGL Ohject Name [[PRGL.OBJECT

Last Updated By [WST.LAST. nlln g 3 PEGL Ohject Type  [[PRGL.OBJECT

(Chbject Revision [PlGL.OEJE 4 Last Updated By MWYST.LAST IUP

Chject Type ID [PlGL.OEJE

Chbject Type Workbench URL  [[PRGLYWOR

< ? < b
¥

(seoty ][ o |

|[Ready (Read-Only, Seed Data)

3. In the Template Name field, type a name for the template.

4. To indicate the range of use for this new notification, from the Notification
Scope list, select a PPM Center product area.

) The default notification scope is Packages. Selecting a different scope changes
the notification template format.
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5. To specify a message format, from the Notification Format list, select Plain
Text or HTML.

6. To make this template available in PPM Center, for the Enabled option,
leave Yes selected.

7. To make this template the default notification template for PPM Center, for
the Default option, select Yes.

8. To specify “From” address:
a. In the From row, click Choose.
The Email Header Field window opens.
b. From the list at the top of the window, select the sender category.

The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if you select
Enter an Email Address from the list, then it is necessary to specify an
email address. If you select User Defined Token, click Tokens to bring
up a list of available tokens or type in a specific token.

€D Email Header Field €D Email Header Field

Enter an Email A

Enaldoress[ ]
Type: |[Email Address

€D Email Header Field

ndard Taken

Standard Token: I
e ]

€D Email Header Field

v]

|Enter allsername Enter a User Defined Token

Username: I Uzer Defined Token: l:l

[ Tokens ] [ Ok H Cancel ]

\Read\f \Read\f

c. Complete the required field.

d. If you select User Defined Token, select the token type that corresponds
to the evaluated token value.

e. In the Email Header Field window, click OK.
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9. In the Notification Template window, provide a reply-to address, as
follows:

a. Next to From, click Choose.
The Email Header Field window opens.
b. Select the recipient category.

The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if Enter an
Email Address is selected, then it is necessary to provide an email
address. If User Defined Token is selected, click Tokens to bring up a
complete list of available tokens or type in a specific token.

c. Provide the information in the required fields.

d. If User Defined Token is specified, select the token type that
corresponds with the evaluated token value.

e. In the Email Header Field window, click OK.
10. In the Body field, type the notification content.

Ensure that the message body format is the same as that specified in
Notification Format.

11. In the Body field, add tokens to the body of the text, as follows:
a. Click Tokens.
The Token Builder window opens.
b. Select a token.

c. In the Token field, copy the token name and then paste it in the Body
field.

d. Click Close.
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12. Configure the ownership of the notification template.

For detailed information about how to configure the ownership of the
notification template, see Configuring Ownership of Notification
Templates.

13. Click OK.

Configuring Ownership of Notification Templates

Ownership groups are defined by adding security groups to the Ownership
window. If no ownership groups are associated with a particular entity, the
entity is considered global and any user who has the edit access grant for the
entity can edit, copy, or delete it. For detailed information about access grants,
see the Security Model Guide and Reference.

If a security group is disabled or loses the edit access grant, members of that
group can no longer edit the entity.

To configure the ownership of a custom notification template:

) You can only configure ownership for custom notification templates, and not for the
preconfigured templates.

1. On the PPM Workbench shortcut bar, click Configuration > Notification
Templates.

The Notification Template Workbench opens.
2. Open a custom notification template.

The Notification Template window opens.
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D Notification Template : Standard HTML Message

Template Mame:
Motification Scope: |

Motification Format: |

Enahled: es

Default:

es Mo

Frarm

Choose.. Clear

Reply To:

Choose.. Clear

Subject: |IT Governance - Deployment Management Alert

Enify:

</trx
</tahle>
</bodyx
</html>

| >

v

Package lines.

Use the token [NOTIF NOTIFICATION_DETAILS] to include an HTML table of linked tokens for associated

Available Tokens

Tokens l Used By H Qwnership ]

Linked Tokens
Token Marme Token Col# Token Marme Token
Execution Baich ID [WET EXEC » 1 PKGL 5eq [PEGLSECQ] »
Hidden Status [WETHIDD — *=» 2 PLGL Object Mama [[PRGLOBJE -
Last Updated By [WST.LAST 3 PKGL Ohiect Type |[PRGL.OBJE—
Mhiert Rewisinn PKSI OF;II: A( | astlIndated R RAiET | AST |2
+ ¥

||Read;r (Read-0Only, Seed Data)

3. At the bottom of the window, click Ownership.

The Ownership window opens.

Give ability ta edit this Matification Template ta :
() all users with the Edit Motification Templates Access Grant

() only groups listed below that have the Edit Motification Templates Access Grank

Security Group

Description

Add

REmove

I

0K ] Apply Cancel

Ready
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4. Select one of the following ownership options:
® All users with the Edit Notification Template Access Grant

® Only groups listed below that have the Edit Notification Template
Access Grant

5. If you selected Only groups listed below that have the Edit Notification
Template Access Grant:

a. Click Add.
The Add Security Groups window opens.

b. Use the Security Groups auto-complete to select one or more security
groups.

c. Click OK.
The Ownership tab lists the selected security groups.
6. Click OK.

The changes to the notification template are saved.

Deleting Ownerships from Notification Templates

To delete an ownership:

1. On the PPM Workbench shortcut bar, click Configuration > Notification
Templates.

The Notification Template Workbench opens.
2. Open a notification template.
3. Click Ownership.
4. In the Ownership window, select an ownership to remove.
5. Click Remove.

6. Click OK.
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Configuring Notification Intervals

To create a new notification template:

1. On the PPM Workbench shortcut bar, click Configuration > Notification

Templates.

The Notification Template Workbench opens.

2. On the PPM Workbench menu, click Notification Templates > Intervals.

The Notification Intervals window opens.

(D Notification Intervals @

Inkerval Mame Inkerval Description Enabled
8:00 AM Daily M-F Send email messages once daily at 5:00 AM... [
Hourly M-F Send email messages every hour, Monday - . |Y
Immediate Send notificatian immediately upon event il
four hirs il
|=1 Motification Interval Records Loaded

3. Click New.

The Notification Interval: New window opens to the Interval tab.

(D Natification Interval : New @

Interval | Used By |

Interval Marne: [|

Deseription: |

Interval Type: |

Start Time: |

End Tirme: [

Tirme Interval (Hours): |

Days: [ Sun

Enabled: (&) Yes

Man Tue [] Wi
O Ma

Thu Fri [Jgat

QK Gave Cancel

Reacly
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4. Provide the information described in the following table.

Field Name
(*Required)

Description

*Interval Name

Name assigned to the interval.

Description

(Optional) Description of the interval.

*Interval Type

For internal use. This is always set to Periodic, unless
Immediate Interval is used.

*Start Time

Time to start sending out notifications and to start counting
down the time interval until the next batch.

*End Time

Time to stop sending out notifications.

*Time Interval
(Hours)

Number of hours to wait after the start time or the last
batch sent, before sending out the next batch of
notifications.

*Days

Used to select which days on which this interval is to
execute.

*Enabled

If set to Yes, this interval is selectable. If set to No, this
interval is unavailable.

5. Click OK.

6. Click Close.

The new notification interval can now be used in any workflow step

notification.

If notifications are sent at an hourly or daily interval, there are sometimes
several notifications pending for a particular user. In this case, all notifications
are grouped together in one email message. The subject of each notification is
displayed in a Summary section at the top of the message.
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Checking the Usage of Notification Templates

To check the usage of a notification template:

1. On the PPM Workbench shortcut bar, click Configuration > Notification
Templates.

The Notification Template Workbench opens.

2. Open the notification template.

(D Notification Template : Standard HTML Messapge

Termplate Mame: |EEREE KL L

Mofification Scope: | |

Matification Format: | |

Enabled: Default:

From

Reply To:

Subject: |IT Governance - Deployment Management Alert
Eady:
</Er>
</table>
</hody
</htnl>

~

v

Use the token [NOTIF.MOTIFICATION_DETAILS] to include an HTML table of linked tokens for associated
Package lines.

Available Tokens Linked Tokens
Taken Mame Token Col# Token MName Token
Execution Batch D [WET.EXEC A 1 PKGL Seq [PKGL.SEG] -
Hidden Status [WST.HIDD — allad 2 PKGL Object Mame [[PKGL.OBJE! —
Last Updated By [WST.LAST. E PKGL Object Type |[PKGL.OBJEI
Mhiart Rewizinn PERL NR1Y 4 | a=tlIndater Pw MACT | &CT 1Y
< < |

+¥

l Used By H Owhnership

|[Ready (Read-Only, Seed Data)

3. Click Used By.

The Used By window opens and lists all references to the notification
template.

4. Click OK.

5. In the Notification Template window, click OK.
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|
10 Configuring User Data

Overview of User Data

Product entities such as packages, workflows, requests, and projects include a
set of standard fields that provide information about the entities. While these
fields are normally sufficient for day-to-day processing, you can create user
data fields to capture additional information specific to your organization. For
example, if you want to include an additional field on every package, you can
open the Validation Value User Data user data type (with global scope) and
define the extra field, which is then displayed on the User Data tab for a
validation.

You configure user data types from the User Data Context window in the User
Data Workbench. In Figure 10-1, the User Data Workbench Results tab lists
some of the preconfigured user data types available.

Figure 10-1. User data types

(D User, Data Workbench

2 | User Data Type Scope Context Field Context Value Enabled
& Secunty Group User Uata Global ¥ A
O Senice Item User Data Glohal ki
£ [Staff Prof Position User Data Global i
E Staffing Profile User Data Glabal i
@ |TaskUserData Globhal il
"~ Time Sheet Line User Data Glabal B
User User Data Glahal id
Walidation Value User Data Global alidation Name i
Walidation Value User Data Cantext Yalidation Name COMMECTION_PR... |
“alidation Walue User Data Context Validation Wame DATA_MASK Y
Walidation Value User Data Context alidation Name TRANSFER_PROT.. |
‘Workflow Step User Data Glabal i
Workflow User Data Glohal i v
< >
New
p4 Recard(s) loaded.
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The following four columns in the User Data Workbench define the
components that fully define a user data type:

e User Data Type. This column displays the user data type names, which are
predefined and uneditable in PPM Center.

Although you cannot create new user data types, you can create new user
data contexts (based on the Validation Value User Data, the Package User
Data, or the Environment User Data types) and define user data fields for
them.

e Scope. This column displays the scope of the user data type field. The two
possible scope values are:

O Global. If the user data type field has a global scope, the User Data tab
for every designated entity contains the defined user data field.

o Context. If the user data type field has a context scope, then the defined
user data field is added only to the User Data tab for entities that have
specific Context Field and Context Value definitions.

e Context Field. This column displays the context-sensitive fields. It applies
only to user data type fields with context scope. Because each user data
type only has one available context field value, the cells in this column are
populated automatically.

e Context Value. This column lists the value (context) for the
context-sensitive field. It applies only to user data type fields with a context
scope. You cannot create a new context value. You can only assign an
existing one.

You can define up to 20 user data type fields for display on the User Data tab of
a defined entity. You can configure the major attributes of each field, including
its graphical presentation, the validation method, and whether it is required.

Referencing User Data
Once you have a user data field, you can refer to it from other parts of the

product (in notifications and command executions) by using its token name,
preceded by the entity abbreviation and the user data (UD) qualifier. For

320 Chapfer 10



example, Validation Value User Data might have the field “Class Name” with
the token value cLass NaME, and the user data qualifier USER DATAL.

Migrating User Data

For any configuration entity that has user data type fields, the data in the user
data type fields is migrated with the entity.

e If two instances have identical user data configurations, then the user data

is migrated correctly.

If two instances do not have identical user data configurations, then the
user data is mapped to the data model according to the storage
configuration in the source instance. Verify that the two instances have the
same user data fields. Otherwise, you must correct the user data after
migration.

If the user data is context-sensitive, then a corresponding context-sensitive
configuration must exist in the destination instance, or the migration fails.

User data fields that have hidden and visible values can cause problems. If
the hidden value of a user data field refers to a primary key (such as
Security Group ID) that is different in the source and destination instances,
the migrator does not correct the hidden value. In this case, you must
correct the user data manually, after migration.

User Data Configuration Tasks

Configuring User Data

The following sections provide instructions for configuring user data, which
involves the following tasks:

Open the User Data Workbench (Opening the User Data Workbench)

Open a user data type and view general information (Viewing General
Information for User Data Types on page 323)

Create user data fields (Configuring User Data Fields on page 327)

Configure user data field layout (Configuring User Data Layouts
on page 340)
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Opening the User Data Workbench

To open the User Data Workbench:
1. Log on to PPM Center.
2. On the menu bar, click Administration > Open Workbench.
The PPM Workbench opens.

3. On the shortcut bar, click Configuration > User Data.

(D User Data Workbench

Query

Query:|Nune v|

User Data Type: |ALL V| Enabled: |ALL V|

[nmn

Mew User Data Context Save Query Clear

FReady

For information about how to search for and select existing user data, copy
user data, and delete user data, see the Getting Started guide.
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Viewing General Information for User Data Types

To view general information for a user data type in the User Data Context
window:

e From the User Data Workbench, open a user data type, or create a new user
data context.

Context Field: [Validation Name

Context Value: [CONMECTION_PROTOCOL E
Enabled:

Scope: |Cuntex‘t |

Meka Layer Yiew: | | |

Fields I Layout ]

Prampt Token User Data Cal.  Display... ComponentT... Validation Requi.. Display Only
Class Mame: [CLASE_M.. |USER_DATAT v [Text Area [Testdrea  |M |4 |
[ K ] [ Caniel ]
lPeadv (Read-Only, Seed Data)

Table 10-1 lists descriptions of the fields in the User Data Context window.
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Table 10-1. Fields in the User Data Context window

Field Name
(*Required)

Description

*User Data Type

User data type name. For global user data types, this field is
automatically populated. If you are creating a context-sensitive
user data context, you select the type from the list.

*Context Field

For user data types and user data contexts that have context
scope, this field is automatically populated with the name of the
context-sensitive field.

The Context Field auto-complete is only enabled for the
Environment User Data and Package User Data user data
types.

*Context Value

For context-sensitive user data types, this field displays the
value for the context field. This field is disabled for user data
types with global scope.

You can only define one context value for the context field. For
example, you cannot have two context-sensitive user data
types with the same context field and context value (such as a
field labeled Priority with a value of “Critical”).

Use this option to enable (default) or disable the user data type

Enable in PPM Center.
Scope of the user data type. This field is automatically
populated based on the user data type. The possible scopes
for a user data type are:
e Global. Standard user data type scope. If the scope is
global, the User Data tab for every designated entity
Scope displays the defined field(s).

e Context. Indicates that this is a context-sensitive user data
type. If the user data type has the context scope, the User
Data tab displays the defined field(s) only if the designated
entities have the correct Context Field and Context Value
definitions.

*Meta Layer View

Meta layer views relate information specific to PPM Center. For
example, the reporting meta layer view MREQ_OPENED _
CLOSED_BY_TYPE_D provides summary information for
request submission and completion activity, broken down by
request type and by calendar day.
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Creating a User Data Context

Although you cannot create a new user data type in PPM Center, you can
create a user data context that is based on one of the following user data types:

e Validation Value User Data. Create user data fields for a named
drop-down validation. Typically, you create this new user data context in
order to associate more data with values available for users to select.

Example: Your PPM Center system has a US States drop-down list
validation that has 50 validation values. Somewhere else in the system, you
need to get the capital of the state that a user has selected. So, you create a
new user data context for the US States list and add the Capital field to it.

You next open the US States drop-down list validation, and for each
validation value (state), you complete the Capital field. Now, the system
can detect which state a user has selected and pick up the capital.

e Environment User Data

e Package User Data

To create a new user data context for a drop-down list validation:
1. Open the User Data Workbench.
2. On the Query tab, click New User Data Context.

The User Data Context Window opens.
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(D User, Data Context : Untitled1

EEX

User Data Type: I E
Corkexk Figld: I Conkext Yalus: I EE)
Enabled: Scope: | |
Meta Layer Yiew: | ‘ | |
Fields 1 Laymut]
Pr... | T.. | UserDataCol. Displayed = Component Type | Yalidation Requi...  Display Only
[ O ] Cancel
Paady

3. Click User Data Type.

The User Data Type ficld displays the value Validation Value User Data, the
Context Field field displays the value Validation Name, and the Scope field

displays Context.

4. Use the Context Value auto-complete to select a validation value for the

Validation Name context field.

5. Create one or more user data fields.

For information about how to create a user data field, see Configuring User

Data Fields.
6. Click OK.
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Configuring User Data Fields

This section provides instructions on how to configure a user data field to
capture information specific to your organization.

) Not all user data field types have Dependency and Security tabs.

To create a user data field:

1. Open the User Data Workbench (for instructions, see Opening the User
Data Workbench on page 322).

2. Open a user data type, or create a new user data context (for instructions,
see Creating a User Data Context on page 325).

The User Data Context window opens to the Fields tab.
3. Click New.

The Field: New window opens.

(D Field: New
Description: | |
Enablect @ “es O Mo
Cotmponent Type: |Mone |I
Walldation E
ultiselect:
Attributes I Defautt | Dependencies I
Uzer Data Col.: |USER7DATA1 “ | Dizplay Only: |Never V|
Display: @ es O Mo Recjuired: |Never V|
Copy Fram... [ o | [ cancel

I|Ready
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4. Provide information for the fields described in the following table.

Field Name Description

Field Prompt Label displayed for the user data field in the request.

Uppercase text string used to identify the token. The token
Token name must be unique to the specific user data. An example
of a token name is ASSIGNED TO USER_ID.

Description Type a description of the user data field in this field.

To disable the field in PPM Center, select No. (The user

Enabled data field is enabled by default.)

Use the Validation auto-complete to specify the logic to use
to determine the valid values for this field. This could be a
list of user-defined values, a rule that the result must be a
number, and so on.

After you select the validation logic, the Component Type
field displays the type of component (for example,
drop-down list, text field, auto-complete list) used in the
validation.

Validation

If the validation uses an auto-complete list component type,
Multiselect and you want users to be able to specify multiple values,
select Yes.
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5. If the Attributes tab is displayed, provide the information listed in the
following table.

Field Name Description

Indicates the internal column in which the field value is to
be stored. These values are then be stored in the
corresponding column in the table for the given entity (such
User Data Col | as KNTA_USERS for the users entity).

User data provides the ability to store information in up to
20 columns, thus allowing for up to 20 fields. No two fields
in user data can use the same column.

Indicates whether the field is read-only. Select Use
Display Only Dependency Rules to use the logic defined on the
Dependencies tab.

Indicates whether the view can view this field on the User

Display Data tab.

Indicates whether the user must specify a value for this
Required field. Select Use Dependency Rules to use the logic
defined on the Dependencies tab.

6. If the Defaults tab is displayed, click it, and then provide the information
listed in the following table.

Field Name Description

Specifies whether the field is to have default value, and if it
is, whether the default value is a constant value or a
parameter value.

Note: If the new user data field has a default value, the field
is added to all existing requests, but has a NULL value for
those requests. This affects request searches that use this
field because users cannot specify NULL as a field value in
the search criteria.

Default Type

If you select the Constant default type, specify the

Visible Value
constant value here.

To default from another field, choose the token name for
that field. When using this user data, every time a value is
provided or updated in the source field, it will automatically
be provided or updated in this destination field.

Depends On
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7. If the Dependencies tab is displayed, click it, and them provide the
information listed in the following table.

Field Name Description
Clear When the Following Indicates whether the field is to be cleared
Changes when the specified field changes.

Display Only When

Indicates that the field is to be editable only
if certain logical criteria are satisfied. The
field functions with two adjacent fields, a list
that contains logical qualifiers, and a text
field. To enable this functionality, on the
Attributes tab, from the Display Only list,
select Use Dependency Rules.

Required When

Indicates that the field is to be required only
if certain logical criteria are satisfied. The
field functions with two adjacent fields, a list
of logical qualifiers, and a text field. To
enable this functionality, on the Attributes
tab, from the Required list, select Use
Dependency Rules.

8. If the Security tab is visible, to specify the users who can view and edit this

field, do the following:

a. Click the Security tab.

By default, the new user data field is visible to and editable by all users.

b. Click Edit.

The Edit Field Security window opens.
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) Edit Field Security: New 3

Set default security For this field,
Mote: Security may still be affected by Status Dependencies, Field Level Dependencies, etc.
This field is: Wisible to all users
Editable by all users
Security Type Security Wisible Editable
E]
=

I|Ready

c. Configure the security-related fields described in the following table.

Field or Option Description

To make the field visible only to specific users or
security group members, start by clearing this
Visible to all users checkbox. This clears the Editable by all users
checkbox and enables fields in the Select User/
Security Group that can view this field section.

To make the field editable only by specific users or
security group members, start by clearing this
checkbox. (If you cleared the Visible to all users
checkbox, this checkbox is already cleared.) This
enables fields in the Select User/ Security Group
that can edit this field section.

Editable by all users
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Field or Option

Description

Select Users/
Security Groups
that can view this
field

(list)

To indicate how you want to specify field visibility or
editability permission, select one of the following from
the list:

e Security Group. Enables you to specify one or
more security groups whose members can view
and/or edit the field. This selection dynamically
updates the auto-complete displayed under the list
to provide security group names.

e Username. Enables you to specify one or more
user who can view and/or edit the field. (The user
must have an email address.) This selection
dynamically updates the auto-complete displayed
under the list to provide user names.

e Standard Token. Enables you to select a standard
token that resolves to a security group (based on
group name or ID) or user name, or user (based on
username or ID) who can view and/or edit the field.

e User Defined Token. Enables you to define a token
that resolves to a security group (based on group
name or ID) or user (based on username or ID) who
can view and/or edit the field.
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Configuring User Data

Field or Option

Description

Security Group
Username Standard
Token or

User Defined Token
(auto-complete)

The label for this field changes dynamically based on
the value you select from the Select Users/Security
Groups that can view this field list.

Do one of the following:
e Use the Security Group auto-complete to specify

one or more security groups to view and/or edit the

field.

e Use the Username auto-complete to select the
names of one or more users who can view and/or
edit the field.

e Use the Standard Token auto-complete to select a

standard token that resolves to a security group

(based on group name or ID) or user name, or user

(based on username or ID) who can view and/or
edit the field.

e Use the User Defined Token auto-complete to
define a token that resolves to a security group
(based on group name or ID) or user (based on

username or ID) who can view and/or edit the field.

You can use the Tokens button to access the
Token Builder). For information on how to use the
Token Builder to create user-defined tokens, see

the Commands, Tokens, and Validations Guide and

Reference.

Provide Editing
Rights

To give the security groups and users you selected
(using the auto-complete) permission to edit the user
data field, leave this checkbox selected (the default),
and then click the Add button [=].

To prevent the security groups and users you selected

(using the auto-complete) from editing the user data
field, clear this checkbox, and then click the Add
button ).

9. Click OK.

The Field window displays the new field.

10. Click OK.
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Copying a Field Definition

You can streamline the process of configuring a new field by copying the
definition of an existing field.

To copy a field definition:
1. On the PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Open an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.

D User Data Context : Distribution User Data

(=g R ENHE D stribution User Data
Conkext Field: I Context Value: I
Enabled: (3 Yes ) No Scope: |Gluba| |

Meta Layer Yiew: | | | |
Fields I Layout]

Prompt Token User Data Col, Displayed  Component Type  validation Fequi...  Display Only

Mew
[ QK ] Cancel
Feady
3. Click New.

The Field: New window opens.
4. Click Copy From.
The Field Selection window opens.

5. To search for the field to copy, complete one or more of the fields, and then
click List.

The Field Selection window lists the fields that match your search criteria.
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Configuring User Data

You can query fields using several criteria, including the token name or field
prompt. You can also perform more complex queries. For example, you can list all
fields that reference a specific validation or all fields that a specific entity uses.

Frompt:
Token:

Used By Entity |

Query Resutts

Product: \ALL
Component Type: |ALL

~ | Walidation: E

<

Pramt Token Product Walidation

Workflow: P_WORKFLOW_ID Al Products RFT - Request Workflow A
Repaort Title: P_REPORT_TITLE Al Products Text Field - 200

Run Import P_RURMN_IMPORT Cieployment Management |Radio Buttons (k)

Show Successful Transactions:

P_SHOW SUCCESSFUL_TRAMSA.. [Deployment Management |Radio Buttans {Y/MN)

Source Code

P_SOURCE_CODE

Deployment Management |Text Field - 40

Group ld: F_GROUP_ID Deployrnent Management [Nurneric Text Field

Run Impor: F_RUMN_IMPORT Deployment Management |Radio Buttans /M)

Mermber of Org Unit: QRG_UNIT All Products Text Field - 200

Memhber of Security Group: SECURITY_GROUP All Products Text Field - 40

First Mame: FIRST_MAME All Products Text Field - 40

LastMame: LAST_NAME Al Products Text Field - 40

Title: TITLE Al Products REC - Resource Title

Location: LOCATION Al Products RSC - Location

Request Tvpe To: F_TO_ITYFE Dermand Management  [CRT - Reqguest Type Nar

File Extension: P_FILE_EXTEMTION Demand Management Text Field - 40

Show Fields: P_SHOW _FARMS Demand Management ves Mo Radio Buttons

Show Statuses P_SHOW_STATUSES Dermand Management  [Yes Mo Radio Buttons

< >
Mz Rows | 200 Cancal ] [ Clear ] [ List 1

|200 Parameter Set Field Recaords are loaded. Query results limited by max rows parameter.

6. Select the field to copy, and then click Copy.

The Field: New window displays the attributes of the copied field.

7. Make any necessary changes, and then click OK.
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Editing User Data Fields

To edit a user data field:
1. On the PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Open a user data type.

The User Data Context window opens to the Fields tab.

(D User, Data Context : Time Sheet Line User Data

User Data Type: | IilaER TR =R0E-TdnE ] E
Context Field: I Context Yalue: I E
Enabled: (8 Yes () No scope: | Global |

Meta Layer View: | || |

Fields 1 Layout ]

Prompk Token User Data Col. Displayed = Component Type | Walidation
# Staff Affected: HrZ_MUM_STAFF_AFFEC..|USER_DATA3 |V Text Field {YZ Murnher of
Deparrment: HYZ_DEPARTMEMNT USER_DATAZ | Drop Down List  [#YZ Deparimen
Initiative Type: HYZ_INITIATIVE_TYPE LSER_DATAL s Drop Down List  [<YZ Initiative Ty

[ O ] Cancel

lP,eady

3. Select the field to edit, and then click Edit.

The Field window opens.
4. Make the required changes, and then click OK.

Make sure that you include the Attributes, Default, and Dependencies tabs.
For information about these tabs, see Configuring User Data Fields
on page 327.

5. In the User Data Context window, click OK.
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Configuring User Data Field Dependencies

Configuring User Data

Field behavior and properties can be linked to the value of other fields defined
for that entity. A Report Type field can become required when the value in
another field in that report type is Critical.

You can configure a field to:

e C(lear after the value in another field changes.

e Become read-only after another field meets a logical condition defined in

Table 10-2.

e Become required after another field meets a logical condition defined in

Table 10-2.

Table 10-2. Field dependencies

Logical Qualifier

Description

Looks for close matches of the value to the contents of the

like selected field.
. Looks for contents in the selected field that are not close
not like oo
matches to the specified value.
. Looks for an exact match of the value to the contents of the
is equal to

selected field.

is not equal to

Is true when no results exactly match the value specified in
the field.

is null

Is true when the selected field is blank.

is not null

Is true when the selected field is populated.

is greater than

Looks for a numerical value greater than the value
specified.

Looks for a numerical value less than the value specified in

is less than the field.
is less than Looks for a numerical value less than or equal to the value
equal to specified.

is greater than
equal to

Looks for a numerical value greater than or equal to the
value specified.
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To configure a user data field dependency:
1. on the PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Open a user data type.
The User Data Context window opens to the Fields tab.
3. Select the field, and then click Edit.
The Field window opens.

4. Click the Dependencies tab.

) Field: New 3
Field Prompk: ‘ Taoken:

Drescription:

Enabled: (%) res (@1

Component Type:
Yalidation

Mew
Multiselect:
Attributes | Defaul  Dependencies }
Clear When The Follawing Changes: | Mone v
Display Only When: | None i

Required When: | Mone v

G o Lo

I|Ready

5. Use the following fields to set the field dependencies:

e To clear the current field whenever the value in another field changes,
from the Clear When the Following Changes list, sclect the field to
trigger the clearing of the current field.

e To make the field become read-only after another field satisfies a
logical criterion, from the Display Only When list, select the field
which, when changed, is to make the current field read-only.
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The Display Only When list functions with the two lists to the right. One
is a list of logical qualifiers (described in Table 10-2), and the other, a
list that dynamically changes to a date, list, or text field, depending on
the validation specified for the current field.

e To make the current field become required after a selected (trigger)
field meets the condition selected from the list of logical qualifiers
(described in Table 10-2), from the Required When field, select a
trigger field

The Required When list functions with the two lists to its right. One is a
list of logical qualifiers (described in Table 10-2), and the other, a list
that dynamically changes to a date, list, or text field, depending on the
validation specified for the current field.

6. Click OK.
7. In the Field window, click OK.

8. In the User Data Context window, click OK.

Removing Fields

To permanently remove a field from a user data type:
1. on the PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.
3. Select the field to remove, and then click Remove.

4. Click OK.
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Configuring User Data Layouts
The layout of user data fields can be changed in the Layout tab of the User Data

Context window.
Figure 10-2. User Data window Layout tab

User Data Context : ¥alidation Value User Data 19 [=] E3
/alidation Yalue User Data E}
Cortend Walue: |TRANSFER_PHOTOCOL E

User Data Type:
Context Fizict [Validation Narme
Scope: | Context

r

Enshled:

Meta Layer Wiew: |

Figlds Layout ]

LI Class Mame
LI Transfer Typa:

-

Field icth Component Lines hiove Field | 4| 4= | =

Preyigw

| Cancel |

OK|

Ready (Read-Only, Seed Dats)

Chapfer 10
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Changing Column Widths

Configuring User Data

To change the column width of a field:

. On the PPM Workbench shortcut bar, click Configuration > User Data.

The User Data Workbench opens.

. Select an existing user data type or create a new user data type.

The User Data Context window opens to the Fields tab.

. Click the Layout tab.
. Select the field.

. From the Field Width list, select 1 or 2 (inches).

You cannot make changes that conflict with another field in the layout. For
example, you cannot change the width of a field from 1 to 2 if another field exists
in column two on the same row.

For fields of component type Text Area, you can determine the number of
lines the text area is to display. Select the Text Area type field and change
the value in the Component Lines attribute. If the selected field is not of
type Text Area, this field is not enabled.

6. Click OK.
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Moving Fields

To move a field or a set of fields:
1. On the PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.
3. Click the Layout tab.
4. Select the field.

To select more than one field, press shift, and then select the first and last
fields in a set. (You can only select adjacent fields.)

) You cannot move a field to a position occupied by another field.

5. Use the directional arrows to move the fields in the layout builder.

6. Click OK.

Swapping Positions of Two Fields

To swap the positions of two fields:
1. On the PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.
3. Click the Layout tab.

4. Select the field.

342 Chapter 10



5. Select the Swap Mode option.

An S is displayed in the option section of the selected field.
6. Double-click the field to swap positions with the selected field.
7. Click OK.

Previewing the Layout

You can preview the field layout as it will be displayed to users.
To preview field layout:

e In the User Data Content window, click the Layout tab, and then click
Preview.

The Field Layout Preview window opens and displays the user data fields
as they are to be displayed.

() Field Layout Preview @
# Staff Affected: [E | Department: ~

Initiakive Type: | ~ |

[Reacy

If all fields have a width of one column, all displayed columns automatically
span the entire available section when an entity of the given user data is viewed
or generated.

Hidden fields do not affect the layout.

Configuring User Data 343



344 Chapter 10



A Worksheets

Configuration Workflow Worksheet

Table A-1. Workflow skeleton (page 1 of 2)

3+

Step Name

Description

Type®

Transition Values

—_

Ol oo| N o o] | WO DN

N
o

—_
—_—

—_
N

N
w

—
N

—_
()]
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Table A-1. Workflow skeleton (page 2 of 2)

#

Step Name

Description

Type®

Transition Values

16

17

18

19

20

a. Type = Workflow Step Type: Decision (D), Execution (E), Condition (C), Subworkflow (S)
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Execution Workflow Step Worksheets

Worksheets

Table A-2. Workflow step [execution], step number (page 1 of 2)

Workflow Step Value

Step Name

Goal/Result of Step

Validation See Table A-3

Execution Type

See Table A-4

Processing Type

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):

e User Name
e Standard Token
e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username

e Email Address

e Security Group

e Standard Token

e User Defined Token

Notification Message

Request Status at Step
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Table A-2. Workflow step [execution], step number (page 2 of 2)

Workflow Step

Value

Request % Complete at Step

Authentication Required (Y/N)

Authentication Type (if Y)

Table A-3. Validation Information

Validation Information

Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, list, and so on.)

Validation Definition (list of values or

saL)

Table A-4. Workflow step [execution], step number execution type

Execution Type

Value

Built-in Workflow Event:

e Execute Commands

e Close

e Jump/Receive

e Ready for Release

e Return from Subworkflow

PL/SQL Function

Token

SQL Statement

Workflow step commands
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Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number (page 1 of 2)

Workflow Step Value

Step Name

Goal/Result of Step

Validation

Decisions Required e One

(Vote on Step’s outcome?) e At Least One
o All

Timeout (Days)

Security (who can act on step):
Security Group

e User Name

e Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username

e Email Address

e Security Group

e Standard Token

e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step
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Table A-5. Workflow step [decision], step number (page 2 of 2)

Worktlow Step Value

Parent Assigned To User

Authentication Required (Y/N)

Authentication Type (if Y)

Table A-6. Workflow step [decision], step number validation

Validation Information* Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, list, and so on.)

Validation Definition (list of values or
SQL)
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Subworkflow Workflow Step Worksheets

Worksheets

Table A-7. Workflow step [subworkflow], step number

Workflow Step

Value

Step Name

Goal/Result of Step

Validation*

Vote on Step outcome?

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):

Security Group

e User Name

e Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username

e Email Address

e Security Group

e Standard Token

e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)
Authentication Type (if Y)
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Table A-8. Workflow step [subworkflow], step number validation

Validation Information*

Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, list, and so on)

Validation Definition (list of values or
SQL)
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Request Type Configuration Sheets

Table A-9. Request type information

Information Value

Request Type Name

Associated Request
Header Type

Description

Table A-10. Request type field information

3k

Field Name Description

—_

Ol 0| N O O | WO DN

-
o

—_
-_—

—_
N

-
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—
N

—_
()]

Worksheets 353



Table A-11. Request type commands

Command Valuve

Goal of Commands

Command Steps

Conditions
(When to execute)
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Table A-12. Request type status values

Status Corresponds to Workflow Step
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Table A-13. Request type attributes

Information Value
Field Name
Validation
Field Behavior
e Display
e Editable
Attributes (select one):
e Display Only
e Required

Default Value

Users/Security Groups allowed to View
Field

Users/Security Groups allowed to Edit
Field

Status Dependencies

Clear field when Status = ?

Display only when Status = ?

Reconfirm only when Status = ?

Required when Status = ?

Auto-Population Behavior

Auto-Population triggered by (Depends
on) Field:

Value used to populate Field:
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Worksheets

Table A-14. Field validation information

Validation Information

Valuve

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, list, and so on.)

Validation Definition (list of
values or SQL)

Notes on Validation (data
masks, auto-complete
behavior, and so on.)

Table A-15. Request header type information

Request Header Type

Value

Request Header Type Name

Associated Request Type(s)

Description

Associated Field Group(s)
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Table A-16. Existing request header type field information

Prompt

Display

Display Only

Transaction
History

Notes History

Search Filter

Page

Request No

Request Type

Created By

Department

Sub-Type

Created On

Workflow

Request
Status

Priority

Application

Contact Name

Assigned To

Assigned
Group

Contact Phone

Request Group

Contact Email

Description

Company

% Complete
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B Examples

A Simple PL/SQL Function for Execution Steps and Field
Population

In this example, you create a simple PL/SQL function to return a boolean
value. Then you create PL/SQL function execution workflow steps to run the
PL/SQL function and return its results as the results of the PL/SQL function
execution workflow steps. You will configure the workflow transitions and run
the workflow to populate a request type field.

Follow the steps below:
1. Create a simple function.

CREATE OR REPLACE FUNCTION yes Or no
RETURN VARCHARZ2
IS
tmpvar VARCHARZ (10);
BEGIN
tmpvar := 'YES';
RETURN tmpvar;
EXCEPTION
WHEN NO DATA FOUND
THEN B
NULL;
WHEN OTHERS
THEN
RAISE;
END yes or no;
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2. Log on to PPM Center, and open PPM Workbench. On the shortcut bar,
select Configuration > Validations, click New Validation and create a new
validation.

Make sure to select Enabled and Use in Workflow checkboxes.

&b Yalidation : Yes or Mo
Mame: |Yes or No Reference Code: |YES_OR_NO
Description:
Enabled: Use in Warlkflow?
Companent Type: | Drop Dowen List he
Validated By: | List b
Walidation Yalues;
Seq Code Meaning Description Enabled Default
1|vES [vES | id [N
2o | S | [v [N
< >
+e
eady

Save the validation.

3. On the PPM Workbench shortcut bar, select Configuration > Workflows.
Click List, locate a workflow of your choice and open it.

a. From the Workflow Step Sources window, click New. The Execution
window opens.

b. For the Execution Type field, select PL/SQL Function from the drop-
down list; For the Validation field, select the validation you just created
in step 2; Type the function you created in step 1 in the Execution text
area.

) Other option for the Execution Type field: SQL Statement.
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Executmnl Ownersh\pl UserDataI Used Eyl

Marne |S0L Function Test Winrkilow Stope | Reguests v|
Refarence Code |SQL_FUNCTION_TEST |
Deseription | |
Execution Type |F'USQL Function Vl ‘Waorkflow Event  "ORE
Timeout Days v
walidation [ves ar Mo E | Dy |
leon | |
Processing Type |Manua| Vl Enabled: (& Yes O Na
Page Response Finish Execution befare displaying the request page to the user
Display the request page immeadiately while execution is still running
Exgcution
yes_or_nof)

Language Options

A cancel

[Ready

c. Click Verify.

Exe n

Executmnl Ownersh\pl UserDataI Used Eyl

Hare [SOL Function Test | wiarkfow Scope | Requests |

Refarence Code |5QL_FUNCT\ON_TEST |

Deseription | |
Execution Type |PUSQLFunctinn Vl ‘Warlflow Event [ ORE
Timeout Days ~
walidation [ves arMo = ‘ JEE |
lean | |
Processing Type |Manua| Vl Enabled: () Yes O Mo

Page Response Finish Executi
Y ¥ ] Message |§

Displaythe re
The execution has been veriied successully
Execution

yes_or_nof)

Language Options... oK Save Cancel

[Ready

d. Save the execution step.
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4. Go to Layout tab of the workflow, drag necessary workflow steps from the
Workflow Step Sources window and drop to the Layout tab area, configure
the transitions, and save your changes.

PackageWorklows | ReauestTynes | ownership | | Filter by
Workflow Layout l Step Sequence 1 [Requests v
|On|y items | can edit Vl
lﬂll -~ ® PW- Create Project &
-~ @ PM - Launch Project
2. Close (lmnedtiate filwe) - 100% ® Ph - Launch Project_
- @ PM- Flan Project
-~ @ P - Plan Project_
L= ® PWO - Evaluate CR Level
/ '_l - @ PMO - Evaluate Program Risk
YESF__{__.- A - PMO—Eva\ualg RiskImpact Le
%d{___,—# ) ® Reguest Prioriy
3. Chose (hrediate success) - 100% . e T
1. 3L Ferction Test - @ execute_request_commands
® foo SGL Function | |
-{271 Subworkflows -]
Seale Exportimage < | >
N 7 R M
lreasy [] Always on top

5. Create a new Request Type with a new field.

a. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types. The Request Type Workbench opens.

b. Click New. Provide values as necessary.

c. Go to the Fields tab, click New to add a new field.

L Function Test

Request Type Name: |Yes or Mo SGL Function Test Reference Code: [YES_OR_MO_SOL_FUNCTION _TEST ‘

Creation Action Name: |'ves or Mo SQL Function Test

Request Header Type: [Default E
Categary: | v‘
Extension: | v‘
Description: | ‘
et Layer View: [MREQ_ | 'vE=_OR_MO_S0L_FUNCT) |
Max Fields: |SU “ | Enabled: () Yes ) No
Commands ] Sub-Types ] wharkflows I User Access ] Matifications ] I Ownership I Help Content 1 Resources
Fields Layout Display Columns Request Status ] Status Dependencies ] Rules
Prompt Taoken Ena Component Type Walidation
& Summary | | | |
=I-- Request Type Fields

Yes or Mo field OR_NO_| op Doy is Yes ar Mo

BEa =l (v | [ Ede | [ remove

Peady
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d. Go to Commands tab, create a command to populate the new field.

mmand

Caommand:

populate ves_or_no

Caondition:

Description

Timeout (=)

a0

Enahled:

& ves O Mo

Steps

ksc_run_sgl QUERY_STRING="select ves_or_no from sys.dual” ENV_NAME="KINTANA SERVER"
ksc_store YES_OR_NO_FIELD = "[SQL_OUTPUT]", "[SQL_OUTPUT]™

[ Tokens ” Special Cmd ” Show Desc ] L 0K H Apply |[ Cancel

[Reay

e. Go to Rules tab, add a rule for the request type.

D Rules Window

Rule Mame: | Default Workilow

Description: ‘

Enabled? (3) Yes ) No

Rule Event: |App\y an creation

w ‘ Process subsequent rules? (5 Yes () No

i 2n eveat tigyer multiple aies. they are pmoessed in sequeatial

Rule Type:| Simple Defaults

- ‘ omter. Chreck Mo’ zbove i you do not want subsequent nles o be

amcessed sRerthis nile completes.)

Dependenci

Department: ‘ hd ‘

Application: I El
Result

workflow: [res Or Mo SQL Funetion Test E!

This is a prompt: for Assigned TU:I (&0

El

This is a prompt. for Assigned Group: I

Ready

f. Save the changes.
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6. Go back to the Workflow workbench. Create a workflow Execution step,
later you will use which to execute the command you just created in step d.

D Execution

Execulinnl Ownershlpl User Data I Used Elyl
Marre |execute_reguest commands | wiorkfow Seope ‘Requests V‘
Reference Code ‘EXECUTE_REQUEST_COMMANDS ‘
Description |
Execution Type ‘Buili—m Worlkflow Event Vl Waorkflow Event ‘w’l’_c\use_sucuess "‘
Timeout Days -
walidation [ViF - Standard Execution Results EH ‘ |[Day |
on | |
Processing Type ‘Manua\ Vl Enabled: () Yes ) Mo
Finish Execution before displaying the request page to the user
Display the request page immediately while execution is still running
Exacution:
~
w
Tokens
Langusge Optians ok || save | cancel
‘Ready

7. Add a step to the workflow to populate the field using the command you

just created.

Function Test

FPackage Worlflows l
Warkflow Layout

Request Types
Step Sequence l

l Owinership Uszed By User Data

Deployment Management Setings

2

2. expoute_mquest_commands

~

/mo
%‘“-q__“_

1. SQL Furtior Test

“"——-._\_\_k%

3. exmecute_request_comiam’s

AN Resiilty ——n~ 'z—||

&, Close (Mwediabe faiue) - 100%E

AN Results ——me !;l

3. Close (Wwmediate success) - 100%

Scale |1DD% VH Exportimage ]

[ Ok ” Save ” Cancel

||Ready

Appendix B



) Make sure to set Source Environment.

(%) Source Enviranment: I KINTAMNA_SERVER E

() Source Enviranment Group: I E

8. In PPM Center, create a request using the Request Type you created in
step 5 and submit it.

=l Details

B Request Type Fields

Yes_or_HNo_field | . |

9. Open the request you just created, click Execute Now to trigger the
PL/SQL function.

10. Click View Full Status Below > Graphical View to view the execution status.

= Details

= Request Type Fields

Yes_or_No_field YES

G aphical Workflow - Microsoft Internet Explorer provided by Hewlett-Packard

Graphical Workflow

Generating graphical view, image will appear below when complete.

Legend

Steps wisited | I active I Transitions:  traversed —m  Showing Current transaction status

% All Results !7—’|

2. emecute_request_commands h Close dmmediate failure) - 100%

NO

%—-. YES

1428541 5 ded
1.S0L Function Tes 54505 2% 057 Weceede:
— 1728411 )
08:43:08 PR [5T

3. execute_request_commands 5. Close dmmediate success) - 100%

|~
v
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Executing PL/SQL Functions With A Parameter and Creating
Transitions Based on the Results

366

In this example, you create a PL/SQL function with a parameter that can be
passed. Then you create PL/SQL function execution workflow steps to run the
function in order to route a PPM workflow based on the results the function
returns. You will configure the workflow transitions and execute the PL/SQL
function execution workflow steps to pass the parameter in order to populate
request type fields.

Perform the following steps.
1. Create a function with a parameter that can be passed.

CREATE OR REPLACE FUNCTION sample param (p num IN NUMBER)
RETURN NUMBER IS B B
tmpVar NUMBER;
BEGIN
tmpVar := p num;
RETURN tmpVar;
EXCEPTION
WHEN NO DATA FOUND THEN
NULL;
WHEN OTHERS THEN
—-- Consider logging the error and then re-raise
RAISE;
END sample param;

/
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2. Create a validation to match the values to be returned by the function.

nle Humber List

Mame: | garple Murmber List

Reference Code: | SAMPLE_MUMEER_LIST

Description: ‘ ‘

Enabled; Use in Workflow?
Component Type: ‘Dmp Diown List "‘
Validated By: ‘ List v|

Walidation Yalues:
Seq Code Meaning Descriptian Enahled Default
110 ] il &l
2N 1 il L&l
32 2 il L&l
43 3 il &l
504 4 il L&l
6|5 1] il L&l
7B fi il &l
*3

Ready

Make sure to select Enabled and Use in Workflow checkboxes.

Save the validation.

3. Create a new workflow and a workflow Execution step.

a. On the PPM Workbench

shortcut bar, select Configuration >

Workflows. Click New. In the workflow window that opens, provide

necessary values.

Package Warkflows I Reguest Types I Owhership l l

Warkflow I Lavout I Step Sequence

Marne: |Sarmple_Param Passing

‘ Reference Code: | SAMPLE_PARAM_FASSING

wiorkiow Stope | Requests

g

Description \

Enahled: O Yes @ No

Subwarkflows

Subworkilow: ) Yes (&) No

Walidation

First Step: | NONE v

Use in Release Distributions

teoname: [

Parameters
Add
[ oK ] . Cancel

"Save"Successiul
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b. From the Workflow Step Sources window, click New. The Execution
window opens.

c. For the Execution Type field, select PL/SQL Function from the drop-
down list; For the Validation field, select the validation you just created
in step 2; Type the function you created in step 1 in the Execution text
area.

€9 Execution [x]

Execulinnl Ownershml User Data | Used Elyl

Marne |sample_pararn sgl function test | wiorkfow Scope | Requests

Reference Code | SAMPLE_PARAM_SQL_FUNCTION_TEST ‘

Deseription | J
Execution Type | PL/SGL Function v ‘ Workflow Event  [OMNE
Timeout Days et
alidation |samp\e Mumber List El | | | ki ‘
e leon | |
Processing Type |Manua| "‘ Enabled (2 Yes ) Mo
Fage Response Finish Execution hefare displaying the request page to the user
Display the request page immediately while execution is still running
Execution:

sample_param{[REQD.P.SAMPLE_FIELD1]}

Language Options ok || sae |[ cancel

‘Ready

d. Click Verify.
e. Save the execution step.
4. Create a new Request Type with two new fields.

a. On the PPM Workbench shortcut bar, seclect Demand Mgmt > Request
Types. The Request Type Workbench opens.

b. Click New. Provide values as necessary for the new request type.
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c. On the Fields tab, add two new fields using the validation you created
in step 2.

Request Type Name: |5amp\e_Param Passing with SAL Func ‘

Creation Action Name: |Bamp\E_Param Passing with SGL Func

Request Header Type: | Default EEl
Category:
@ Field: New

Extension: o L =1
Field Prampt: | sample_field2 Taoken: |SAMPLE_FIELDZ
Description: L :l
Description: | |
Meta Layer View: |MREG_ :l
Enabled: (3) ‘Yes O No
Max Figlds: | 50

Walidation |sample Mumber Lis B -emeenent Type:
Commands ] Sub-Types| 2 s

Resources
Fields l Layout Multi-Select Enabled: Wes Mo Rules
Prompt Attributes IDefau\tl Storage] Secur\tyl
- Summary -
Section Mame Display Only: Yes Mo
=I- Reguest Type Fields © @
sample_field Transaction History; () Yes oL Motes History: () Yes @ ho
Display on Search and Filter: () Yes (#) Mo Display: (2] Yes O No
Search Valdation: | El

L3 Open 2

Eeady
Fields I Layout l Display Columns Request Status Status Dependencies I Rules
Prampt Token Ena.. Companent Type walidation
- Bummary
=~ Request Type Fields
sample_field? SAMPLE_FIELD1 ¥ |Drop Down List sample Murmber List
sample_field? SAMPLE_FIELDZ ' |[Orop Down List sampla Murnber List

d. Go to Commands tab, create a command to populate the new fields.

Command populate sample_param
Condition
Description:
Timeout (s} a0
Enabled

@ Yes O Mo

Steps:

ksc_run_sgl QUERY_STRING="select sample_param([FEQD.P.3AMPLE FIELD1]) from sys.dual™ ENV_NAME="EINTANA SERVER™
ksc_store SAMPLE FIELDZ = "[SQL_OUTPUT]", "[S0L_OUTPUT]™

[ Tokens ]| specialcma ][ show Desc

I ok “ Apply H Cancel

‘Ready
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e. Go to Rules tab, add a rule for the request type using the workflow you
created earlier.

D Rules Window

Rule Mame: | default rule

Description: ‘ ‘
Enabled? (¥) Yes ) No

Rule Event: |App\y o creation - ‘ Process subsequent rules? (5 Yes () Ho

(¥ an event tiggers multinle ailes, ey are processed in sequential
Rule Type: | Simple Defaults - ‘ omler, Check Mo'abowe i you do rot wanat subsequent wles fo be
omcessed FRerthiz nle conpletes.)

Dependenci

Department: ‘ h ‘

Application: I E
Result

Wurkﬂuw:lBamp\e_Param Passing =

This is a prompt For Assigned Tn:l A

E

This is a prompt For Assigned Group: I

[ (e]4 ] Apply Cancel

Ready

f. Save the changes.

5. Go back to the Workflow workbench. Create a workflow Execution step to
execute the command you just created in step d.

D Execution |§‘
Execution | gwnership | Uz Dtz | Used By |
Marre |execute_ren_commands | workfiow Scope | Requests ~
Reference Code |EXECUTE_REG_COMMANDS |
Description \
Execution Type | Built-in Workllaw Event v | wiorkfow Event wi_close_success v
Til t ] ¥
walidation [ViF - Standard Execution Results = imeout | | | e ‘
con | |
Processing Type ‘Manua\ V| Enahled: () Yes O Mo
Fage Response Finish Execution before displaying the request page to the user
Display the request page immediately while execution is still running
Execution
-~
-
Tokens
Language Options [ cancel
[Ready
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6. Go to Layout tab of the workflow, add the execution step to the workflow
to populate the new fields using the command you just created.

e From the Workflow Step Sources window, drag the workflow step of
your choice and drop it to the Layout tab area.

e In the Workflow Step window that opens, set Source Environment.

(%) Source Enviranment: I KINTAMNA_SERVER E

() Source Enviranment Group: I E

e (o to Security tab, click New. In the Workflow Step Security dialog
box, add yourself to make sure you have the step execution security.

(D Workflow Step Security rz|
|EnteraUsername v|
Username: Iadmin E

security Type: |Username |

[Lok [ age ][ cancer ]

|Ready

e Configure the transitions, and save your changes.

Package Workflows 1 Reguest Types I Cwnership I l
Warkflow Layout \ Step Sequence \

2%

/2 expcute_mq_commant \\\
/ ! e

- — «Ei
% 4 % AN Resuits X
. sample_paran spl function best 3. execete_req_command 5. Close (hmediate suooess) - 100%
Other Results Al Results
4 exeoute_mq_command
Seale Exportimage
Verity Save || Ccancel

NReany
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) Other Results are based on the validation.

7. In PPM Center, create a request using the Request Type you created earlier
and submit it.

8. Open the request you just created, set a value for the first field that will be
used in PL/SQL Function.

=l Details

=l Request Type Fields

sample_field 3 v sample_field2 v

9. The Available Actions section displays available actions you can take for
the first execution step you configured earlier. Click Execute Now.

=l Available Actions

sample_param sqgl function test

Execute Now Schedule Execution Bypass Execution

Make a Copy Delete

The execution step with PL/SQL function determines which transition to
take next based on the value you set for the first field. In this example, it is
Step 4 (as shown below).

= Details

=l Request Type Fields

sample_field1 3 v sample_field2 h
# Notes No Notes Exist

=l Status

Seq Workflow Step Name Step Status Completed By Date

1 param sgl function test 3 Admin User February 25, 2011 07:17:35 PM CST

2 EXE

execute_req_
execute_reg_command execute_req_command February 25, 2011 07:17:36 PM CST
Vi Available Actions)

Close (Immediate success)

Expand Steps Collapse Steps Graphical View Approval Details  Transaction Details

Go to Available Actions section and click Execute Now.
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10. The second request type field is successfully populated by the execution

steps.

=l Details

Bl Request Type Fields

sample_field1 3

sample_field2 3

=l Status
Seq Workflow Step Name
sample_param =gl function test

execute_req_command

execute_req_command

execute_req_command

Close (Immediate success)

Expand Steps Collapse Steps

Step Status

3

Succeeded (log)

Succesded

Completed By

Admin User

Admin User

Admin User

Graphical View  Approval Details  Transaction Details

February

Date

February 25,

February

2011 07:17:35 PM CST

2011 07
2011 0T

1:37 PM CST

1:38 PM CST

Click Graphical View to view the execution status.

Graphical Workflow

Generating graphical view, image wil appear below when complete.

Legend

steps: wisited | |

artive I Transitions

% 1

. sample_param sql function test

El
2423711
DFA7:EEEM

2

2, execute_req_command

traversed

—=  Showing:

All Results

All Results

2

3, execute_req_command

Succeeded
2725411
[Er PF:21:37 PMOOST

“
%

4, exccute_req_command

)|

5. Close qmmediate success) - 1003

Current transaction status
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Examples of Using Advanced Rule with SQL-default Logic

PL/SQL Function Example

In this example, you create a PL/SQL function, and a SQL statement that
returns a single row with two values. You will create an advanced rule with
SQL-default logic to set a new value in any fields in the request, based on the
SQL statement.

1. Create a function with a parameter that can be passed.

CREATE OR REPLACE FUNCTION sample param (p_num IN NUMBER)
RETURN NUMBER IS
tmpVar NUMBER;
BEGIN
tmpVar := p num;
RETURN tmpVar;
EXCEPTION
WHEN NO DATA FOUND THEN
NULL; B
WHEN OTHERS THEN
-—- Consider logging the error and then re-raise
RAISE;
END sample param;

/

2. Create a new Request Type and add two new fields.

a. On the PPM Workbench shortcut bar, select Demand Mgmt > Request
Types. The Request Type Workbench opens.

b. Click New. Provide values as necessary for the new request type.

c. On the Fields tab, add two new fields.
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Request Type Name: |PLS@L Function in Rule Reference Code: |PLSQL_FUNCTION_IN_RULE ‘

Creation Action Name: |PLSCL Function in Rule

Request Header Type: | Default

\

\

Categary: | - ‘
"]

Extension: |
Description: | ‘
et Layer View: [MREQ_ | | 2AMPLE_PARAM_WITH_PL |
Max Fields: |SU ~ | Enabled: () Yes ) No
Commands ] Sub-Types ] wharkflows I User Access ] Matifications ] I Ownership I Help Content 1 Resources
Fields l Layout 1 Display Columns I Request Status ] Status Dependencies ] Rules
1
Prompt Taoken Ena Component Type Walidation Display Only = Transaction Hig

[+ SUMma

L8 Request Type Fields

FIELD1
FIELD2

Ready

d. Go to the Rules tab, create an advanced rule for the request type that
uses the PL/SQL function.

(D Rules Window

Rule Mame; | plfsgl function call

Description: | |
Enabled? (3) Yes ) Mo
Rule Event: ‘Apply’ on figld change V| Process subsequent rules?  (5) Yes () ho
Ruls Type: ‘Advanced v| & 2 event tiggers aultiple rles, they are processed in sequential order. Check: Ho’

aboue i you do rot want suhsequent miles to be pocessed aferthis ale completes.)
rDependenci

Field Mame Condition

Field1 [contains any value

rResult
Result Fields: )
Logic: | SQL Default ?
Field Mame Column  Taken
Field2 |1 |REQD P FIELDZ select sample_param{[REQD.P.FIELD1]),
|2 |REQD.VP.FIELD2 sample_param([REQD.P.FIELD1]) from sys.dual
< >
[ oK “ Apply H Cancel
[Reay

e. Save the changes.

3. In PPM Center, create a request using the Request Type you just created
and submit it.
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4. Open the request you just created, set a value for the first field based on the
SQL Statement to trigger the PL/SQL function. The second field is
populated automatically.

= Details

= Request Type Fields

Field1

Field2 3 v

Syntax Examples

Example A

The following example shows a query with select statement in relation to
PPM when using tokens. The syntax includes single quotes when a nested
token is of VARCHAR?2 data type.

) No need to include single quotes when a nested token is of Number data type.

2 Rules Windaw:

Description:| Set SLA Yiolation Date From R Priority
Enabled? (3] Yes ) No
Rule Evem.\Apply on field change v| Process subsequent rules? (=) Yes( ) No
= (Fan event kiggers multiple wies, they are pmcessed in sequential omer. Check hia’ zhove i you do |
Rule Tyne: [Advanced | riles to be processed afterthis mle conpletes.)
[E=Esng
L; Fieid Name: I Condition
otliestar Print lenntaine amoalie
| New|
Result
|
ReSUEIENS Logic: [S0L Default |2
Figld Name Colurnin Token —
SLA Vialation Date 1 REG.P.KNTA_SLA_VIOLATION_DATE select
2 REG.WP.KNTA_SLA_VIOLATION_DATE to_char(client_SLAs(
Adjusted SLA Vilation Date: 3 REG.P.LN_CO_ADJ_VIOLATION_DATE [REGQ.P.ING_CO_SLA_PRIORITY_REGUESTOR]'
4 REG.WP.LN_CO_ADJ_VIOLATION_DATE VIREQUP LN_CO_CLIENT]
L iselect"SLA_Days" from CP_SLAs@RegproPrad where "Client' = [REQ.MWP.LN_CO_CLIENT]'
and "SLA_Code" = [REQ.P.INS_CO_SLA_PRIORITY_REQUESTOR])
. IREQ.P.LN_IMPACTED_ENVIRONMENT]'
\(select"Date_Type" from CP_SLAs@RegproProd where "Client' = [REQ.WP.LM_CO_CLIENT]
and "SLA_Code" = [REQ.P.INS_CO_SLA_PRIORITY_REQUESTOR]Y, "vvY-MM-DD HH24:MI:55Y
Jo_char(client_SLAs(
REQ.P.INS_CO_SLA_PRIORITY_REQUESTOR]'
REQVP.LN_CO_CLIENT)
L iselect"SLA_Days" from CP_SLAs@RegproPrad where "Client' = [REQ.MWP.LN_CO_CLIENT]'
and "SLA_Code" = [REQ.P.INS_CO_SLA_PRIORITY_REQUESTOR])
. IREQ.P.LN_IMPACTED_ENVIRONMENT]'
\(select"Date_Type" from CP_SLAs@RegproProd where "Client' = [REQ.WP.LM_CO_CLIENT]
4] [ T»] | and"SLA_Code = [REQP.INS_CO_SLA_PRIORITY_REQUESTOR]Y, v r-MM-DD HHZ4:MI:S5)
[ e | FROM DUAL
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Syntax:

-- Set SLA Violation Date From Requestor Priority

select
to _char(client SLAs( '[REQ.P.INS CO SLA PRIORITY REQUESTOR]',
' [REQ.VP.LN_CO CLIENT]',
( select "SLA Days" from CP SLAs@RegproProd
where "Client" = '[REQ.VP.LN CO CLIENT]'
and "SLA Code" = '[REQ.P.INS CO SLA PRIORITY
REQUESTOR] ' - - -
)!
' [REQ.P.LN IMPACTED ENVIRONMENT]',
( select "Date Type" from CP SLAs@RegproProd
where "Client" = '[REQ.VP.LN CO CLIENT]'
and "SLA Code" = '[REQ.P.INS CO_SLA PRIORITY
REQUESTOR] ') - -
)!
'YYYY-MM-DD HH24:MI:SS'
)!
to _char(client SLAs( '[REQ.P.INS CO SLA PRIORITY REQUESTOR]',
'[REQ.VP.LN_CO CLIENT]',
( select "SLA Days" from CP SLAs@RegproProd
where "Client" = '[REQ.VP.LN CO CLIENT]'
and "SLA Code" = '[REQ.P.INS CO SLA PRIORITY
REQUESTOR] ' - - -
),
' [REQ.P.LN IMPACTED ENVIRONMENT]',
( select "Date Type" from CP_SLAs@RegproProd
where "Client" = '[REQ.VP.LN CO CLIENT]'
and "SLA Code" = '[REQ.P.INS CO_SLA PRIORITY
REQUESTOR] ') - -
),
'YYYY-MM-DD HH24:MI:SS'
)!
L
ll,
FROM DUAL
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Example B

Here is a syntax example of PL/SQL function:

select LN CUSTOM.ValidateCompanions (' [REQ.P.LNCOMPANIONREQNO] ")
from dual

This syntax launches a select statement and returns the result back into LN
WARNING.

D Rules Window ()

Rule Mame: ValidateCompanions |
Description: \Cheukthe companions field has been correctly entered - emptly or one or more valid request numbers comma separated. Returns warning message. |
Enahled? (3 Yes Mo
Rule Event: | Apply on field change - Frocess subseguent rules? (3) Yes () Mo
# an euent figyers multiple wles, they ame pmocessed in sequential omter. Gheck No* above i you
Rule Tyne:[Advanced | do not want subsequent niles to be pmoessed after this mile completes.)
D d
Figld Mame ‘ Condition
Corpanion Request Mo [contains any value
| rew |
rResulk:
ICENRAEEE Logic: [SOL Defautt ~| 2
Field Name: Calumn Taken —_—
‘arning Message il REQ.F.LN_CO_WARNING select LN_CUSTOM ValidateCompanions ([REQ.P.LNCOMPANIONREQNO]) from
B REQVP LN_CO_WARNING dual
[l B [ T»
| Mew |
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Index

A requests as success, 287

access grants, 42 workflow steps, 60

actuals commands
tracking in HP Time Management, 236 adding to request types, 216
) conditions, 220

adding conditions examples, 221

commands to request types, 216 copying to request types, 219

help for request types, 252
notification intervals to notification
templates, 316

deleting from request types, 220
editing in request types, 218
executing request type commands, 286

notifications to request types, 239
notifications to workflow steps, 71
ownerships to request types, 249
participants to requests, 226

sections on request types, 174
sub-types to request types, 221
transitions back to the same step, 100
workflows to request types, 224

condition steps, 27
condition workflow steps, 56

configuring
automatically update fields, 160
color for workflow steps, 108
commands on request types, 216, 218
contacts, 303
display columns for request types, 178
execution workflow steps rules, 285
filters for request header types, 262
follow up notifications, 80
general information for request header
types, 261
help for request types, 252
layouts for request types, 170
notification intervals on notification
templates, 316
notification setup for workflow steps, 74
C notification templates, 310
notifications for workflow steps, 71
notifications on request types, 239

advanced request type rules
about, 199
creating, 208
described, 191

AND condition workflow steps, 56

best practices
for Mobility Access add-in, 128

closing
requests as failed, 288
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ownership of notification templates, 313

ownership of workflow step sources, 274

ownerships for request types, 249

participants on requests, 226

recipients for notifications, 81

reopening workflows, 61

request header types, 254

request statuses for request types, 180, 183

request type defaults, 152

request type field width, 171

request type fields, 157

request type notifications, 243

request types and workflows, 224

request types general information, 155

scheduling notifications, 79

section names on request types, 176

sections on request types, 174

security for workflow steps, 68

sending notifications on specific errors, 77

sending notifications on specific results, 75

sending notifications when workflow step
eligible, 74

status dependencies for request types, 185

sub-types for request types, 221, 223

timeouts for workflow steps, 88

transitions back to step, 100

transitions based on all but one specific
value, 97

transitions based on all results, 98

transitions based on data, 97

transitions based on errors, 99

transitions based on field values, 95

transitions based on specific events, 98

transitions based on specific results, 92

transitions based on workflow results, 103

transitions for subworkflows, 105

transitions for workflow steps, 91

transitions not based on specific results, 94

user data, 321

user data column widths, 341
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