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Configuring a Deployment System

Chapter

Introduction

Mercury Change Management allows companies to automate and manage the
deployment of packaged applications, custom applications, legacy systems,
and Web content. Change Management enforces deployment processes and
performs all tasks required to install software changes correctly across
Development, Test, Stage, and Production systems.

About This Document

This guide provides instructions for configuring

Each chapter covers a particular topic:

Key Concepts

Developing Your Configurations
(Using Migrators)

Configuring a Deployment
System—~Process Overview

Gathering Process Requirements
and Specifications

Mapping your Process into a
Workflow

Defines the key concepts and definitions used when
creating a deployment system.

Provides an overview of how to use multiple product
instances (installations) to configure and deploy a system.

Provides an overview of the process used to configure a
deployment system and summarizes each phase of
configuration.

Discusses the information that needs to be collected before
configuring a deployment system.

Provides instructions for setting up a Workflow skeleton,
including all Workflow steps, transitions and Validations
included in the process.
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Constructing the Object Type Provides instructions on configuring Object Types that will
be used to process objects (Package Lines) through the
deployment Workflow. This includes configuring Object
Type fields and Commands.

Defining your Environments Provides an overview for defining the Environments that
will be used in the deployment system.

Integrating Participants into Your Provides instructions for integrating users into the
Deployment System deployment process.

Setting Up Communication Paths ~ Provides an overview for different modes of
communication that can be used in the deployment system.
This includes configuring Email Notifications, the
Dashboard, and reports.

Rolling Out Your Deployment Discusses a number of topics to consider when rolling out a
Process deployment process.
Validations Provides instructions for creating and using Validations in a

deployment system.

Tokens Summarizes how Tokens are used in Change Management
and provides a link to additional details.

User Data Creation and Processing Provides instructions on creating and using User Data fields
in a deployment process.

Configuration Worksheets Provides worksheets that can be printed out and used to
capture data required for configuring a deployment system.

Intended Audience

The intended audience for this document include:

e Business or technical users who configure and maintain

e Users responsible for Workflow configuration

e Managers responsible for reporting on software and application
deployments
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Document Conventions

Table I-1 lists the types of conventions used in this document.

Table 1-1. Document conventions

Convention

Description

Example

Button, menu, tabs

Names of interface components that can be
clicked (such as buttons, menus, and tabs)
are shown in bold.

Apply button

Fields, Windows, Pages

Names of windows, fields, and pages are
shown as displayed.

New Request window

examples of related procedure.

Excmple

Code Code input and output are shown as CauchoConfigFile
displayed. C:/ITG_Home/conf/
resin.conf
Link Linked URLs, filenames, and cross references | www.mercury.com
are shown as blue italicized text.
Variable Variables are shown as italicized text. ITG_Home/bin directory
Note Used to identify note boxes that contain
additional information.
Caution Used to identify caution boxes that contain
important information. Follow the instructions
in all caution boxes, failure to do so may result .
: Caution
in loss of data.
Example Used to identify example boxes that contain

Additional Resources

Mercury Interactive provides the following additional resources to help you
successfully configure the Mercury products:

o Related Documentation

Introduction 3



Configuring a Deployment System

e  Customer Support

o FEducation Services

Related Documentation

The Library includes additional documents related to the topics discussed in
this guide. Access the Library through the Mercury ITG Center online help.

Using the Dashboard

Processing Requests (Demand
Management)

Processing Packages (Change
Management)

Using the Workbench

System Administration Guide

Migrators Guide and
Reference

Commands and Tokens Guide
and Reference

Security Model Guide and
Reference

Configuring a Request
Resolution System

This document provides details for defining
and configuring the Dashboard and custom
Portlets.

This document explains how to process
Requests using Demand Management.

This document explains how to process
Packages using Change Management.

This document explains how to navigate
through the Workbench interface.

This document provides information
necessary to implement, configure, and
maintain Mercury ITG Servers.

This document provides details for
configuring and using the Mercury ITG
Migrator Object Types to migrate or archive
data from Mercury ITG Center instances.

This document provides information on using
commands and Tokens.

This document presents an overview of the
data security model and provides instructions
for controlling access to different entities.

This document provides instructions for
configuring a Request resolution system. This
includes requirements gathering, modeling
your processes in a Workflow, defining a
Request Type to be integrated with the
Workflow, and rolling out this system to your
users.

4
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Configuring a Release
Management System

Configuring the Dashboard

Reports Guide and Reference

Open Interface Guide and
Reference

Customizing the Standard
Interface

Customer Support

This document provides details for
configuring, defining and processing
Releases.

This document provides instructions for
configuring custom Portlets, maintaining
standard and custom Portlets, and setting a
Default Dashboard for all users.

This document provides details for running
reports.

This document provides details for integrating
third-party products with Mercury ITG Center
entities.

This document provides details for
customizing the standard interface, including
the directory structure and methods of
customization for changing the presentation
of the standard interface.

Customer support and downloads for the Mercury ITG Center and additional
product information can be accessed from the Mercury Interactive Support
Web site at http.://support.mercuryinteractive.com.

Education Services

Mercury Interactive provides a complete training curriculum to help you
achieve optimal results using the Mercury IT Governance Center. For more
information, visit the Education Services Web site at http://www.merc-

training.com/main/ITG.
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Chapter

Key Concepts

This chapter defines the key concepts and definitions related to configuring
Mercury Change Management to deploy software and application changes.

This chapter covers the following topics:

e Standard Interface and the Workbench
® Deployment

e Object Types

® Package

e  Workflow

e Object Type - Workflow Integration

e FEnvironments

e Commands

e Validations

e Tokens

e Security Groups

® Participants

e [ntegrating with Other Mercury ITG Products
® Reports

® Migrators

Key Concepts 7



Configuring a Deployment System

Standard Interface and the Workbench

Mercury IT Governance (ITG) Center utilizes two interfaces: a standard
HTML interface and the Workbench.

The standard interface uses HTML and Javascript to provide users with access
to many key areas of functionality. This interface enables users of each product
in the suite to perform common tasks without requiring a Power License.

The Workbench is a Java applet designed to help administrators, product
configurers, and Power Users perform advanced configuring and processing
tasks, such as creating Object Types and Workflows. The Workbench can also
query detailed information on a specific entity, such as a particular Package.

When configuring a deployment system, the Workbench will be the primary
interface. Also, end-user Package creation and the majority of Package
processing will occur within the Workbench. For more information on
standard Workbench navigation techniques, see Using the Workbench.

Deployment

Mercury Change Management can be configured to automate deployment
processes. Deployment is the act of moving an object (such as a file, script,
code, or full application) between two or more instances. For example, a file
can be deployed from a development instance to a testing instance and finally
into one or more production instances. Deployment typically involves
connecting from one machine to another, moving files, and running required
scripts or compilers.

Obiject Types

Mercury Change Management automates complex software deployment
processes. While Mercury IT Governance Workflows define the process,
Object Types are used to define the technical steps required to deploy a
particular object. For example, a File Migration Object Type may contain the
information and commands required to transfer a file from one machine to
another, while a SQL Script Object Type might address the migration and
execution of database scripts.

8
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Object Types are used by users who create and process Packages. Each
Package Line in a Package consists of one object of a specific Object Type.
When defining a Package Line, the user will select an Object Type in the Add
Line window in the Package screen. Fields dynamically appear that are required
to process that type of object.

Y |
riObject Type Informstion
Object Type: |Fi|e Migration
Sequence:|1 Application Code:lNone LI
Farameters | W=enEata |
File Location: ICIient LI
Sub-Path: | C:termp il
File ame: [patch1001 zip 0
File Type: IElinar\n' 3
o | ,TI A | cancel
'File Migration' parameters loaded.

Each Object Type contains:
e Object Type fields
e Object Type commands

Object Type fields describe the object—such as what it is, where it is, its
name, what needs to be done to it, or if it needs to be compiled. It is possible to
configure the field prompts, Tokens, behaviors and Validations uniquely for
each Object Type. For example, to migrate a file, Mercury Change
Management must know the file name. A field named File Name can be created
to capture that information.

Object Type commands are instructions interpreted by the Mercury IT
Governance Execution Engine and translated into operating system commands
to be dynamically executed. Object Type commands are typically a blend
between shell scripts and Mercury Change Management system Special
Commands. Object Type Commands allow the automation of an entire

Key Concepts 9
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Package

sequence of commands that would previously have been run manually. For
example, these command sequences can automate source code compilation,
check files into version control, or run a report.

Mercury Change Management gathers all information required for a successful
deployment (such as information on environments and objects to be migrated)
into a single logical unit called the Package. The Package, consisting of the
migrating objects, is then processed through a business Workflow. This results
in a successful, easy-to-track software or application change.

A Package:
e s the fundamental work unit of Mercury Change Management.

e Represents a logical unit of objects that should be moved and tracked
together.

e Contains all the information needed to process the Package, including the
Package Lines, priority, and status.

e Specifies the Workflow to be used to deploy the change.

e Contains a list of all objects to be tracked and/or migrated as the Package
moves through its Workflow.

Each object in a Package is defined in a separate Package Line. While each line
can be acted upon separately, the group of Package Lines (objects) represent a
logical unit that should be moved and tracked together. The processing of a
Package and Package Lines can vary greatly depending upon the Workflow
specified for that Package. Figure 2-1 shows a sample Package.
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ackage: 30070

rPackage Information

™ [=1 3

Package Mo IBDDTD Package Group:

De=scription: |Patching the financial application
wiarkflow: [Deplay Software

Assigned User: I.John Smith [0 Priarity: IHigh vl

Assigned Group: Package Type: IPatch 'l
Percent Complete: ID

E

Package Status: ||n Progress

Created By: |.John Smith
Crested On: [February 3, 2004

Parent: I
Priority Sed: ISU—

Package Lines  Status | Notesl Referencesl Wser Dete I
bt Ohject M Ohject T 2 g “
e e aMme Iect Type Design Review Evaluste Migrate to Test
1 |pateh1001.zip  [File Migration |

A
Refresh | Select Al | J 3 Wigww --=

ILine Exec Log iLatest) 'l

i3]
Design Review |

S |

OK | SEVE | Cancel |

heady

Figure 2-1 Sample Package

Package Lines

Packages can be used to deploy multiple objects. Each object is specified on a
separate Package Line. Figure 2-2 shows a Package Line in a Package.

@i Package: 30070

rPackage hformation

15 =] E3

Package Mo: | 30070 Packae Group:

E

Crested By: I.John Smith

Description: [Patching the financial application

Crested On: IFebruary 3, 2004

Warkflow: |Dep\0\r Software

Package Lines | status | (=1 notes | (=1 Reterences | Loer Dnia |

Assioned User: |John Smith EE Priority: |High h Parent: I
Aszzigned Group: Ef Package Type: |Paich - Priority Seq; ISU
Percent Complete: |0

Package Status: Iln Frogress

Ohject Type

App Code
ion )

Package Line

(Nnne

File Lacation: Client

[
Sub-Path: C:ftemp

Ieswy Line | Edit Line

Copy Line

]
Remmve lline: | ﬁ *I

St

Ok | SavE: | Cancel |

Feady

Figure 2-2 Sample Package Line
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It is possible to configure your Workflow to process different types of objects
(Package Lines) along different processes. For example, you might want your
Java code to undergo more approvals than a basic readme file. The processing
of a Package and Package Lines can vary greatly depending on the Workflow
specified for that Package.

Workflow

A Workflow consists of a logical series of steps that define the path followed
by objects (Package Lines) in a Package. It is possible to create custom
Workflows to model virtually any business process. This allows a department
to generate Workflows to automate existing processes, rather than forcing
them to adopt a new set of processes to perform their work.

Workflow Steps can range in usage from functional approvals to actual
migrations. For example, you can create a migration Step to automatically
move specified objects from the source Environment to the destination
Environments.

Figure 2-3 shows a sample Workflow.

ﬁ__iWorkﬂow : {REFERENCE) Dev -> Test -> Prod

Package Yorkflows | Regquest Types | Ownership e By | WeerData

Warkdflow Layout Step Sequence | Change Management Settings

H

Y

EXIT
7. Closs (faibme) - 100%

&

BT
6. Cloge (Success) - 100%
1 | ]
Scale: |1DD% 'l Exportimage |
Werify | QK | Eaye | Cancel |

[Ready (Read-0nly, Seed Data)

Figure 2-3 DEV -> TEST -> Prod Workflow
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Obiject Type - Workflow Integration

Object Types are tightly integrated with the Workflow engine. It is possible to
configure the Workflow to execute the commands contained in the Object
Type at specific points in the process (Workflow Step). The Object Type
commands are executed at Execution Workflow Steps.

Note the following configuration tips regarding the interaction between Object
Type Commands and the Workflow:

e To execute Object Type commands at a particular Workflow Step, the
Workflow Step must be configured with the following parameters:

o Workflow Step must be an Execution type Step.
0 Workflow Scope = Packages.
0 Execution Type = Built-in Workflow Event.

0 Workflow Command = execute_object_commands.

e  When the object (Package Line) reaches the Workflow Step (with Workflow
Command = execute_object_commands), all Object Type commands
whose conditions are satisfied will be run in the order they are entered in
the Object Type’s command panel.

e The Object Type can be configured to run only certain Commands at a
particular Step. To do this, specify a Command Condition. For details, see
“Creating Object Type Commands” on page 144.

e Each Object Type command can be configured so that only certain steps

(within a command) are executed within a particular Workflow Step. This
is done using conditional statements within the actual commands.

When a file is migrated from one location to another, it may be necessary to
change directories (cd) on either the source or the destination machines. If the
cd command is used to automatically change to a directory that does not exist,
an error message appears and the migration will be cancelled. To avoid this,
the following conditional statement can be used to ensure that the desired
directory exists before the cd command is issued:

if [ ! -d [P.P_SUB_PATH] ]; then mkdir -p [P.P_SUB_PATH]; fi

cd [P.P_SUB_PATH]

Key Concepts 13
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Environments

Environment

To automate the migration of file system objects, Mercury Change
Management must have knowledge of the sources and destinations for the
various objects. This data is stored in Environments, which are then referenced
through Workflows and Object Types.

An Environment consists of a server, a single database instance, and an
associated remote client machine. Not all of these components need be present
in a single Environment. For example, it is possible to have an Environment
which does not contain a database.

When migrating objects, Mercury Change Management connects to remote
computers in the same way as any other user (using FTP, SCP, SSH or Telnet).
Change Management can logon using any existing username and password.
However, it is recommended that a new user (for example, named “Mercury
ITG”) be generated on each computer that Mercury Change Management will
access. This will help clarify the setup and relieve some administrative burden.
The Mercury ITG user should have full access to the ITG_Home directory as
well as the correct read and write permissions on other required directories. In
addition, on Windows NT computers, the Administrators group must have read
access to Change Management’s home directory.

(Any Windows NT computer that Mercury Change Management will access
should have been configured as directed in Installation Guide).

Groups

Situations may arise where it is desirable to execute a Workflow Step on
multiple Environments. For example, it may be necessary to migrate an object
to multiple testing Environments for different targeted tests. These multiple
Environments can be referenced together in one Environment Group.

Environment Groups define a set of Mercury Change Management
Environments which can be referenced as the Source or Destinations for object
migrations and executions. Environment Groups are defined and edited using
the Environment Group Workbench.
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Commands

Commands are instructions interpreted by the Execution Engine and translated
into operating system commands to be dynamically executed. Commands are
typically a blend between shell scripts and Mercury Change Management
system Special Commands. Commands allow the automation of an entire
sequence of commands that would previously have been run manually. For
example, these command sequences can automate source code compilation,
checking files into version control, or running a report.

When configuring a deployment system, most of the Commands will be
included in Object Type and Workflow Step definitions. Commands can be
used with the following entities in the Mercury IT Governance Center:

e Object Types

e  Workflow Steps
e Request Types
e Report Types

e Validations

For more instructions and examples on using Commands in Mercury Change
Management, see Commands and Tokens Guide and Reference.

Special Commands

In order to simplify programming commands, Mercury Change Management
provides a predefined set of Special Commands. These commands perform a
variety of common functions, such as copying files between Environments and
establishing connections to Environments for remote command execution.
Mercury Change Management features two types of Special Commands:

e System Special Commands—These commands are shipped with Mercury
Change Management. System Special Commands are read-only and have
the naming convention “ksc_command_name.” System Special Commands
always begin with “ksc_.”

® User Defined Special Commands—These commands are user-defined and
have the naming convention “sc_command_name.” User-defined Special
Commands must begin with “sc_.” User defined Special Commands can
contain one or more of the System Special Commands.
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Validation

Tokens

S

Validations determine the acceptable input values for user-defined custom
fields. Validations maintain data integrity by ensuring that the correct
information is entered in a field before it is saved to the database. For example,
Validations can be used to ensure that no textual information is entered into a
numeric field, or that dates are entered into a field in the proper format. More
complex Validations can be used to verify that only appropriate users are
assigned to a task. The values in selection Validations (drop down lists and
auto-complete lists) can be configured by either listing the values or
performing a SQL query.

Validations are used in the following locations:

e Every custom field generated for an Object Type, Report Type, Request
Type, or User Data.

e Every decision and execution Workflow Step.

e Every drop down list and auto-complete list in all Change Management
windows are based upon a Validation. However, it is not always possible to
change the Validations associated with predefined fields.

While configuring certain features in Mercury Change Management, it is often
necessary to reference information in variables that goes undefined until the
product is actually used a particular context. Instead of generating objects that
are valid only in those specific contexts, these variables can be used to
facilitate the creation of general objects that can be applied to a variety of
contexts. These variables are called Tokens.

There are two types of Tokens used within Mercury Change Management:
standard Tokens and custom Tokens. Standard Tokens are provided with the
product. Custom Tokens are generated to represent specific entity
configurations such as Object Type fields, Request Type fields, and Workflow
parameters. Each field of the following entities can be referenced as a Token:

e Object Types
e Request Types
e Report Types

e User Data

16 Key Concepts



Configuring a Deployment System

e Workflow Parameters

Tokens can be used in the following entity windows:
e Object Type commands

e Request Type commands

e Validation commands and SQL statements

e Report Type commands

e Executions and Notifications for a Workflow
e Workflow Step commands

e Notifications in a Report Submission

e Special Command commands

e Notifications for Tasks

e  Workflow Step security

Security Groups

Tip

Security Groups are constructed to provide a set of users with specific access
to product screens and functions. Each Security Group is configured with a set
of Access Grants that enable specific access. Users are then associated with
one or more Security Groups.

A user's Security Group memberships determine which windows a user can
view or edit, which Workflows a user can use, and which Workflow Steps a
user has authority to act on. Each user can be a member of multiple Security
Groups. The collection of Security Groups to which a user belongs defines that
user's role and access within Mercury Change Management.

Since users can be members of as many Security Groups as necessary, it is
recommended that specific Security Groups are generated, each with a
smaller range of responsibilities. Users can then be added to many different
Security Groups to grant them their full range of access.

Security Groups control product access on the following levels:
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Screen Security:

Each Security Group contains a list of Access Grants that determine a
user's screen security. Access Grants are used to grant access to edit, view,
manage or submit items within a specific screen. By controlling the set of
Access Grants for each user, specific functional roles for the user
community can be defined.

Workflow Step Security:

Each Workflow Step can be linked to a unique set of Security Groups. By
adding or removing specific Security Groups from a Workflow Step in the
Workflow window, it is possible to control which users can act on that
Step. This security level provides an extremely detailed level of control
over each user’s actions.

Workflow Security:

(This security level applies to Mercury Change Management only.)
Security Groups can also control which Workflows users can select to
deploy their objects. When users generate a new Package, they must
choose the Workflow that the requested changes will follow. The list of
Workflows from which the user can choose is determined by that user's
Security Group membership.

Application Code Security:

(This security level applies to Mercury Change Management only.) For
complex Environments, information is often segmented in subsections
called Environment Applications. Application Code security can be
defined to further restrict a user's ability to cross functional boundaries and
apply unwanted changes to applications that are managed by other
divisions.

Only users with the Administrator licence can create, modify or delete
Security Groups. This license is typically only given to a few individuals per
company. This provides a centralized control over licenses and user roles
within the Mercury IT Governance Center.

When configuring your deployment process, work with the Mercury IT
Governance Administrator to define the Users and Security Groups needed
for a process.

For details on configuring security and user access around your deployment
system, see Security Model Guide and Reference.
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Participants

Users who are involved in moving a Package through a Workflow are
considered to be Participants in that Package. A Participant can be:

e The Assigned To user.
e A member of the Assigned Group.
e The creator of the Package.

e A member of a Security Group associated with any of the Workflow
Steps contained in the Workflow.

It is possible to configure Mercury Change Management so that a Package is
not visible to users who are not Participants. This means users will only see
Packages relevant to their business role in their organization. Additionally,
users running Reports will only see information for Packages for which they
are considered to be Participants.

Integrating with Other Mercury ITG Products

This document focuses on configuring the deployment functions within
Mercury Change Management. With additional Mercury IT Governance
products and licenses, you can address the full set of challenges related to
governing your IT department.

This section provides an overview of a few key integration points within
Mercury IT Governance Center. For additional information on the complete
Mercury IT Governance solution, see the Products section of the Mercury
Interactive Web site at http.//www.mercuryinteractive.com/products/.

This section covers the following topics:
e Mercury IT Governance Dashboard
® Mercury Project Management

®  Mercury Demand Management

®  Mercury Change Management Extensions
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Mercury IT G

overnance Dashboard

Intended for large and complex environments, the Mercury IT Governance
Dashboard provides 360° visibility and control over technology-based
initiatives and IT operational tasks. Configurable, role-based visual displays
called “Portlets” provide relevant summary information and highlight
exception conditions in your initiatives. Users can then drill down to any
desired level of detail.

For example, a CIO may want to see the status of the major initiatives
undertaken by the IT department. Instead of relying on weekly reports patched
together from different sources and often compiled from out-of-date or
incomplete information, he can go directly to Dashboard. The Dashboard
displays the true status of the initiatives—based on current data captured
automatically as part of actually performing the work. The Dashboard clearly
identifies any initiative that is behind schedule, or in any other exception state,
and displays the causes for the delay.

The Dashboard is beneficial to all participants throughout the Technology
Chain. For example, developers can use the Dashboard to view all of their own
action items, and end-users can consult their own Dashboards to see the status
of all the Requests they have submitted.

Mercury Project Management

Mercury Project Management adds a critical dimension, automated execution,
to complex project management in large I'T organizations. Unlike static project
management tools that simply schedule the tasks, dates, and resources,
Mercury Project Management’s automation proactively pushes project tasks to
the assigned resource, links with Mercury Demand Management and Mercury
Change Management to automatically perform issue resolution and
deployment tasks, and automatically updates and reports project status as task
are completed. Project managers guide projects from concept to completion
from Mercury Project Management centralized environment.

Packages (used in your deployment process) can be added to the Mercury
Project Management project plan. Dependencies can be set between Packages
and Tasks on the project. This ensures that the technical aspects of the
deployment process is respected by other resources on the project plan.
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Mercury Demand Management

Mercury Demand Management accelerates the request resolution process from
inception through implementation. Businesses can use Demand Management
to model and enforce their best practice request management processes. As
each new request is entered, email and pager notifications speed the request
through the process, freeing users to perform required triage, approval and
other resolution tasks. Higher priority requests receive appropriate treatment
automatically. Resolution performance monitoring by activity, request, or even
across the organization ensures SLAs are met.

Requests (in Mercury Demand Management) can be functionally linked to
Packages (in Mercury Change Management). This enables you to utilize the
request resolution features of Demand Management within your deployment
system.

Mercury Change Management Extensions

Mercury Change Management Extensions simplify the complex activities
required to maintain large enterprise applications like Oracle, PeopleSoft,
SAP, and Siebel and Web applications built using Java, Oracle and others.
These applications are constantly changing as new modules are added,
customizations developed, configurations modified, patches applied, etc. The
changes must be done precisely across the Development, Test, Stage and
Production system landscape, usually by highly paid and hard-to-find
specialists. Mercury Extensions automate these precise tasks using best
practice processes designed specifically for each application.

Reports

Change Management reports output text that provides information on your
specific entities or configurations. For a complete list of the reports used in
commonly used in deployment systems, see Reports Guide and Reference.

Migrators

Migrators are used to move Mercury I'T Governance configuration data such as
Validations, Workflows, and Object Types between product instances
(installations). Each Migrator is designed to migrate a specific Mercury IT
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Governance entity, as well as all of its dependent objects. Migrators are
delivered as system Object Types.

You can migrate a Request Type from your Testing instance to your
@ Production instance. When migrating the Request Type, the following
information related to the Request Type is also migrated: Validations

referenced by the Request Type fields, and any Special Commands
referenced by Request Type Commands or Validations.
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Chapter

Developing Your Configurations

(Using Migrators)

This chapter introduces the concept of using multiple instances, such as
Development, Testing, and Production, when configuring the Mercury IT
Governance Center. It then provides and overview on how to use Mercury IT
Governance Migrators to manage the deployment of configurations between
these instances. Finally, this chapter discusses how to use the Migrators to
archive configuration data.

A Mercury Change Management Power license is required to use the
6: Migrators.

This chapter represents a change management implementation
recommendation. Using the concepts and procedures listed in this chapter
can reduce the risk of down time when rolling-out Mercury ITG processes.

For detailed instructions on using the Migrators, see the "Migrators Guide
and Reference".

This chapter discusses the following topics:

e Using Multiple Instances - Introduction

e [mplementing Multiple Instances - Overview
® Migrating Configuration Data

® Archiving Configuration Data
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Using Multiple Instances - Introduction

Mercury Change Management controls the deployment of objects to mission
critical applications. Before rolling-out new or modified functionality in a
deployment system, thoroughly test the changes in a Development or Testing
instance. For example, before rolling out a new Web Update process to manage
deployments to your company’s web site, test the Workflow and Object Types
used to perform the deployments.

Migrators are used to capture and move configuration data (such as Workflow
or Object Type definitions). This enables the sharing of configuration data
between multiple Mercury ITG instances. It is then possible to test
configurations in a TEST instance, and then migrate the configurations to the
PRODUCTION instance.

This chapter represents a change management implementation
@e— recommendation. Using the concepts and procedures listed in this chapter
can reduce the risk of down time when rolling-out processes.

For additional details, see the following documents:

e "System Administration Guide" for instructions on setting up multiple
Mercury ITG instances.

e "Migrators Guide and Reference" for detailed instructions on using
Migrators to move configuration data.

e "Installation Guide" for instructions on installing new instances.

Implementing Multiple Instances - Overview

It is recommended multiple instances be used when configuring the Mercury
IT Governance Center. The following sections discuss the simplest multi-
instance configuration, consisting of two instances: DEV (development) and
PROD (production) located on different machines. These basic migration
principles can then be extended to support the number of instances used at your
site.
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There are two implementation scenarios for using multiple instances. The
process for implementing these instances differs depending on the following
scenarios:

Single Production Instance is Currently in Use
Requires you to clone the PRODUCTION instance (file system and
database) to create the DEV instance.

New Implementation
Requires you to create multiple Mercury I'T Governance instances by
running the installation multiple times.

Single Production Instance is Currently in Use

To implement multiple instances when a single Production (PROD) instance is
currently in use, clone the PROD instance. Each Mercury IT Governance
instance consists of a file system and an Oracle database. These can exist on
Unix or Windows machines. Contact the System Administrator for details
about your site’s configuration.

To move from a single active instance to multiple instances:

1.

Clone the PROD instance.

This includes the file system, database, and license information. Details for
this procedure are included in the System Administration Guide. Work
with the System Administrator to implement this configuration.

Configure any changes to Mercury product in the DEV instance.

This includes creating or modifying Workflows, Object Types, Request
Types, Validations, Security Groups, Environments, etc.

Configure a Package Workflow to migrate the configuration data from
DEV to PROD.

This process should be configured in the PROD instance.
Migrate data from the DEV instance into the PROD instance.

Again, this activity is performed from the PROD instance. Therefore, it
may be helpful to think of migrating the data as an “import” process.
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1. Clone the file system
and Database

Production Instance DEVELOPMENT
Running Mercury Instance

Change Management

4. Migrate the configuration data from the

N . 4 DEV instance into PROD. Note: migrations 2. Configure Mercul
. 3. Configure ‘I\/hgra'tors to are run from the production instance. Chan eg\/lana eme,r{t
import the configuration data. g 1ag.
Note: this is done in the (create entmes. and
PROD instance. processes) in

DEV instance

Figure 3-1 Cloning instance and configuring Migrators

New Implementation

Migrating

When implementing the Mercury IT Governance for the first time, it is
possible to immediately set up multiple instances. Configure one instance as
the DEV instance, and the other as the PROD instance. By creating two blank
instances up front, it is unnecessary to clone existing data from one instance
into another. When this strategy is used, follow the instructions included in the
"Migrators Guide and Reference" document.

DEVELOPMENT PRODUCTION
Instance Instance
3. Migrate the product configuration data
from the DEV instance into PROD. Note:
migrations are run from the production

1. Configure the product instance. ~ 2. Configure Migrators to
(create entities and import the ‘coyﬂgurat/‘on data.
processes) in Note: this is done in the
DEV instance PROD instance.

Figure 3-2 Migrating Kintana data between DEV and PROD

Configuration Data

This section provides an overview of the requirements and processes for using
Migrators. This information is provided to help you communicate with the
Mercury IT Governance Administrator (who maintains the Mercury ITG
instances and license information) and the System Administrator (who
maintains the Mercury IT Governance Server) when configuring the product.

This section covers the following topics:
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e How Migrators Work

e Using the Migrators - Overview

e [nstance Requirements for Using Migrators

How Migrators Work

Migrators are provided as Object Types in Mercury Change Management.
These Migrator Object Types are run through a Workflow. Each supported
entity type has its own Object Type. For example, to migrate a Workflow from
one instance to another, use the Kintana Workflow Migrator Object Type.

Packages are used to process and audit the migration of configuration changes.
When the Package (containing a Migrator object) enters the appropriate
execution step in a Workflow, the Migrator’s commands are executed. The
commands extract the data that defines the entity into text (XML) files. These
text files are then imported into the target instance. Figure 3-3 represents this

process.

DEVELOPMENT Instance

NEW Content defined in instance:

Workflows, Request Types, Object Types,
Validations, Special Commands, Report Types,
Request Header Types, Portlets, Project Templates,
and User Data context.

1. Migrators are run

PRODUCTION Instance

from the PROD
instance.

AA

Content is updated.

XML content bundles

2. Content is extracted
into XML files.

Workflows xmls

Request Types xmls

Object Types xmls
Validations xmls

Special Commands xmls
Report Types xmls

Request Header Types xmls
Portlets xmls

Project Templates xmls
User Data Context xmls

3. Content is extracted
from the XML files and
imported into the PROD
instance.

Figure 3-3 Migrator content extraction and import overview
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Using the Migrators - Overview

To use the Migrators to migrate configuration information between
instances:

1.

Configure the appropriate Environments (DEV and PROD) to represent
instances involved in the migration.

Define a Package Workflow to model the desired migration process.

Build a Package using this Workflow, using the appropriate Migrator
Object Types to create the Package Lines.

Submit the Package and migrate the Package Lines. Use the execution log
generated to evaluate the results of the migration.

Detailed instructions for using the Migrators are included in the "Migrators
Guide and Reference" document.

Instance Requirements for Using Migrators

To use the Migrators:

At least two working Mercury Change Management instances (DEV and
PROD) must be available

All instances must be accessible over a network

Requirements for PROD Instance

The following items must be configured in the PROD instance. This is the
destination instance that will receive the configuration data from the DEV
instance.

Requirements for a successful migration include:

Environments (PROD and DEV) defined in the Environment screen in the
Workbench.

At least one Workflow (Workflow Scope = Packages) must be available to
run the migration. This Workflow must contain at least one execution step
with the source and destination Environments configured to DEV and
PROD, respectively.
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Migrator Object Types must be enabled. There is a different Object Type
for each of the following entities that can be migrated: Validation, User
Data, Special Command, Workflow, Report Type, Object Type, Request
Type, Request Header Type, Project Template, Portlet, User Data
Contexts.

The user creating, submitting, and processing the migrations must have a
Change Management power license and proper screen access. For details,
see the "Security Model" guide.

Archiving Configuration Data

Use Migrators to document processes by exporting configuration information
to text files. These text files conform to the XML (eXtended Markup
Language) specification and are suitable for storage in many archiving systems
including source control systems. Source control check-in can be integrated
into the Migrator Object Types, allowing organizations to maintain a detailed
record of the specific changes made to the production configurations.

To archive configuration data:

1.

Perform an Extract only using the appropriate Migrator.

The content is extracted into .xml files and grouped (by entity) into .zip
files.

Check the extracts (.zip files) into your source control.

Each extract contains a file (Source_Descriptor.xml) that describes the
Mercury ITG product version and date of extraction.

These files can then be imported back into a Mercury IT Governance
instance (of the same version) at any point in the future.

Developing Your Configurations (Using Migrators) 29



Configuring a Deployment System

30 Developing Your Configurations (Using Migrators)



Configuring a Deployment System

Chapter

Configuring a Deployment System —
Process Overview

This chapter provides an overview of the process used to configure a
deployment system in Mercury Change Management. It summarizes each
phase of configuration. Additional details for configuration are included in the
referenced chapters.

This chapter covers the following topics:
e Configuring your Deployment System

e FExample: Configuring a Deployment System

Configuring your Deployment System
To configure a deployment system or process:
1. Gathering Process Requirements and Specifications

Before configuring Mercury Change Management to manage deployment
processes, collect specific related information. This includes gathering
information on the business process, technical process, the types of objects
that will be deployed, source and destination Environments, participants
who will create and process Packages, and the communication devices
surrounding the process.

2. Mapping your Process into a Workflow

Using the information gathered in the Gathering Process Requirements
and Specifications chapter, build the Workflow. This includes setting up
required Workflow Step Sources, creating Validations to be used by the
transitions, and adding Steps and transitions to your Workflow.
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3. Constructing the Object Type

Using the information gathered in the Gathering Process Requirements
and Specifications chapter, build the Object Type(s). This includes creating
and configuring Object Type fields and adding commands to the Object

Type.
4. Defining your Environments

Define all Environments involved in the deployment and distribution
process. This includes setting up Environments and Environment Groups
and then adding them to the Workflow definition.

5. Integrating Participants into Your Deployment System

After the Workflow and Object Types are constructed, construct security
around the process. This includes specifying such things as who can create
and process Packages, who can act on a particular Workflow Step, and who
can alter the process (Workflow, Object Types, Environments, etc.).

Note that you will need to work with your Mercury ITG Administrator to
configure User and Security Group definitions.

6. Setting Up Communication Paths

Mercury Change Management includes a number of features that enable
high visibility into Packages in the deployment process. Create
Notifications for Workflow Steps, configure Portlets to provide additional
real-time visibility, and use built-in reports.

7. Rolling Out Your Deployment Process

It is recommended that a formal change management process be followed
when configuring Mercury Change Management. This includes testing the
configurations, migrating them into the production instance, enabling the
processes, and training the user base.

Example: Configuring a Deployment System

This section provides a sample business case for configuring a deployment
system in Mercury Change Management. The following example is used
throughout this document to discuss configuration techniques.
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Example: Deployment System for Financial Application system

The IT group at ACME Company receives hundred of requests every year for
new and enhanced functionality for their FINANCIAL APPLICATION
business system. The IT group is also responsible for applying regularly
published application patches to this system. This system consists of over ten
modules (billing, accounts payable, accounts receivable, fixed asset
management, inventory, reporting, payroll, cash management, etc.).

The deployment of changes to the different modules can require unique
processing items (destinations, Environment management, post deployment
processing steps, etc.). The ACME IT group needs to create a process that can
address the complications related to deploying changes to this system.

Additionally, they need to address the following requirements:

e The TESTING Environment must use the code and data that is housed in
the version control system.

e Only certain users can approve and migrate changes.

e The PRODUCTION update must occur between 1:00 and 2:00am on
Friday. Any additional system downtime could result in financial loss.
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Chapter

Gathering Process Requirements
and Specifications

This chapter discusses the information that needs to be collected before

developing a deployment system. This includes the following business and

technical information:

Business process:

What are the steps in the process; which steps need to be reviewed and

approved?

Technical process:
Which steps require objects to be deployed and scripts to be run?

Types of objects that will be deployed:

Will the same process be used to deploy different type of objects (such as

files, data, and scripts)?
Source and destination Environments

Participants who will create and process Packages:
Determine the level of security to place on this system.

Communication devices surrounding the process:
Do you want to communicate using Notifications, the Mercury ITG
Dashboard, or reports.

This chapter covers the following topics:

Define the Deployment Process

Determine Information to Describe Objects
Determine Commands Needed for Objects
Gather Information on Environments

Identify Participants and Security

Gathering Process Requirements and Specifications
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e FEstablish Communication Points and Visibility

Define the Deployment Process

The first step to configuring a deployment process is to define the process—the
actual steps required to deploy an object. This includes process information
such as when to obtain reviews and approvals on the object to be deployed,
when to deploy objects, and the path (transitions) between steps in the process.

The following sections discuss the specific information that needs to be
gathered before configuring the Workflow:

® Process (Workflow) Considerations

® Define the Business Flow

® Defining the Technical Flow

® Gather Information on Each Step in the Process
e Consider Using Subworkflows

e Consider Using Release Management

Process (Workflow) Considerations

The Mercury Change Management Workflow includes a number of features to
consider when defining a process. The following section describes a few of the
notable features. For a more comprehensive discussion of Workflow features
and configuration techniques, see “Mapping your Process into a Workflow”
on page 65.

Decision versus Execution Steps

Decision Steps

Decisions are Workflow Steps that require an external process to decide their
outcome. Typically, this is an individual logged into the system (such as a QA
Manager approving a bug fix). Decisions are used for a wide variety of
purposes within a Workflow. They may be used to gather approvals before
code is migrated, or they may be used to request additional information on a
Request (within Mercury Demand Management).
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Decision Steps are represented on the Workflow by the following default icon:

Ey

1. Decision Step

Execution Steps

Executions are Steps that perform actual work. This work can consist of
activities like object migrations, the creation of a new Package or the
completion of a Request. Executions can be immediate, manual or scheduled.
Technical processing of the object or Environment occurs at an Execution
Step.

Execution Steps are represented on the Workflow by the following default
icon:

Immediate Versus Manual Executions

Timeouts

Execution timing is often very important in a deployment process. Mercury
Change Management includes functionality to control when certain Execution
Steps are run. You can configure your process with an Immediate Execution
Step that will execute the Step at the instant that the Step becomes eligible
(Package enters the Step). You can also configure your process so that you
need to manually execute a Step.

If a process Step is in a specific state for a predetermined period of time, the
process can “timeout.” The process can then process based on the timeout
event to avoid potential bottlenecks.

Define the Business Flow

Map the business process. This consists of identifying all Steps (decisions,
conditions, and executions) and transitions needed to deploy changes. It is
helpful to graphically map these processes by:
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e Identifying all decision points in the process

e Determining a flow between Steps (transitions). You should consider all
possible exit values from each Step (approved, not approved, rework, error,
etc.)

e Identifying process closure points (success or failure)

The following example provides an illustration of the design issues that should
be consider.

Example: Defining the Business Flow

ACME Company needs to configure a deployment process for changes to their
Financial Applications system. This system consists of over ten modules
including billing, accounts payable, accounts receivable, fixed asset
management, inventory, reporting, payroll, and cash management.
Deployment to the different modules can require unique processing items
(such as destinations, Environment management, and post deployment
processing Steps). ACME’s IT group needs to create a process that can address
the complications related to deploying changes to this system.

Additionally, they need to address the following requirements:

e The TESTING Environment must use the code and data that is housed in
the version control system.

e Only certain users can approve and migrate changes.

e The PRODUCTION update must occur between 1:00 and 2:00am on
Friday. Any additional system downtime could result in financial loss.

Example: ACME defines a high-level process flow

ACME first creates a high-level business process. The process begins after the
software engineers and IT staff develop changes to the Financial Applications
module, and check their code into their version control system. ACME’s
deployment process begins with the Migrate DEV to TEST Step.

1. Migrate DEV to TEST:
Migrate the changes from the Development area (DEV) to the Testing area
(TEST). This includes checking the code out from the version control
system into the DEV area, transferring the files, and then compiling the
code on the TEST instance.
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2. Validate changes in TEST:
Validate the changes in TEST using standard Quality Assurance processes.
Any required rework is routed back to the appropriate engineering staff.

3. Migrate TEST to PROD:
Migrate the changes from TEST to the Production area (PROD). This,
again, involves checking out files from the version control system,
transferring the files and compiling the code.

1. Migrate DEV to TEST

Get files from Migrate DEV to
version control TEST

Failed

Success

Compile Code Failed

A
Close
Succeeded FAILED

A

Check reworked
code into version [4—— REWORK
control

Not

*Approvedi QA - Test

I
Approved
v

2. Validate changes in TEST Schedule

migration to PROD

Failed
Get files from Migrate TEST to
. —»
version control Succeeded PROD
Failed
Succeeded
Compile Code

3. Migrate TEST to PROD

Close
4 SUCCESS

Figure 5-1 Deployment Process - High Level
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Defining the Technical Flow

Once the high-level business process is defined, overlay a technical process by
identifying:

e Types of objects that you will be deploying
e Dependencies between objects, Environments, and Workflow Steps
® Any required system level commands

e  Where to use Condition Steps (AND, SYNC, OR, FIRST LINE, LAST
LINE)

Example: Defining the Technical Flow

After investigating some more technical requirements of their system, ACME
identified the following information:

Types of objects to be deployed:
e HTML Files
e Java Files

e Database changes: changes to the schema as well as additional system data
for existing tables

Object-related dependencies:

e The server and database are located on different machines. Therefore,
database-related objects need to be deployed to a different machine than
the other objects (files).

Additional process requirements:
e The server must be stopped before the migration.
e The code can not be compiled until all objects have been migrated.

e Following a FAILED Execution Step, it should be able to reset the
execution.
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Example: Detailed Process

ACME updated their process to address the additional information, resulting in
the following process.

1. Migrate DEV to TEST

Get files from Stop the Evaluate
version control Success Server Success Object Type

l—Dmabase—LOMer Resuhs—l
Close Migrate to Migrate to
|4—Fail— Database TEST Server TEST
FAILED - .
Environment Environment
Fail
Success—»  Sync  4——Success
I
Success
" " Close
Start the Server [«—— Compile Code Fail FAILED
!
Succ
Check reworked
code into version [4-Complete— REWORK [«—Fail— QA - Test
control
I
Success
2. Validate changes in TEST
Schedule
migration to PROD
I
J Fail

Ge1‘1lles from Success Stop the Success E‘valume
version control Server Object Type

Da1abase4L Other Results

Close Migrate to Migrate to
[4—Fail Database PROD Server PROD
FAILED N .
Environment Environment

\~Success Sync <7SuccessJ

3. Migrate TEST to PROD

Success

! Close
Compile Code ——»f Startthe Server (— SUCCESS

Figure 5-2 Deployment Process - Detailed Level
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To address the technical requirements of their deployment process, ACME
introduced the following changes to their Workflow:

Process change 1:

Requirement:

The server and database are located on different machines. Therefore,
database-related objects need to be deployed to a different machine than the
other objects (files).

Result:

To address this requirement, ACME added the Evaluate Object Type step. If the
object being routed through the deployment process is a database-related
object, then it is deployed to the database Environment. All other objects are
routed to the server Environment.

Evaluate
Steps added to meet the Object Type
Migrate DEVto | . .
TEST technical requirements.
# l—Database Other Results—l
Migrate to Migrate to
Suclcess Database Server
Environment Environment

Success—»  Sync  [4——Success

I
Success

Process change 2:

Requirement:
The server must be stopped before the migration

Result:

To address this requirement, ACME added a Stop the Server step before the
files are transferred. This step appears during both DEV to TEST and TEST to
PROD migrations.
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It is also possible to use the FIRST LINE and LAST LINE functionality to stop and
start the server. The first Package Line (object) that is processed through the
Workflow stops the server, and the last Package Line starts it. This is shown in the
following diagram:

Stop Server
True— (wf_command)
Sucess
Migrate Start Server
Falseﬁ (DEV to TEST) —Success True-» (wi_command) Success
1//,
f yd False
Failed - Reset |
Sync AND

The Sync step is used to ensure that all Package Lines move in unison to the
AND step. When the last line starts the server, it proceeds to the AND step
and the Package can continue.

For additional details on this configuration, see “Advanced Workflow Topics”
on page 255.

Process change 3:

Requirement:
The code can not be compiled until all objects have been migrated.

Result:

To address this requirement, ACME introduced a Sync step following the
migration steps. This ensures that all objects (Package Lines) reach a specific
point before the Package can continue along its process. It also ensures that the
branched objects (database versus others) are reunited in the process.
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Gather Information on Each Step in the Process

After gathering the business and technical process steps of the deployment
process into a single Workflow, gather detailed information on each step and
transition in the process. This section discusses the information that needs to be
collected. “Configuration Worksheets” on page 409 includes a worksheet to
help you collect the required information.

For each step in the process, collect the following information:
e Step name

e Description: Describe the goal of the step. This is especially helpful for
Execution Steps.

e Step Type: decision, execution, condition, or subworkflow.

o Decision step specific information: such as number of approvals
required and timeouts.

o Execution step specific information:

o The desired results of the execution. This will help to choose
the execution type and build any required commands.

o Execution timing. Determine whether the execution should
occur immediately or be processed manually.

o Subworkflow step specific information

e Transition values and Validation:
Transition values are the possible results for the step. Depending on the
result, the process will proceed in different directions. Use one of Mercury
Change Management’s system Validations or create a custom Validation.

For each step, information on Environments, Participants, and Notifications
@e‘ will also need to be collected. This is discussed in the following sections:

®  “Gather Information on Environments” on page 54
e  “Identify Participants and Security” on page 56
e “FEstablish Communication Points and Visibility” on page 61

The “Configuration Worksheets” on page 409 provide tools for capturing all
of the Workflow Step information in one place.
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Example: Gathering Workflow Step Information

ACME begins capturing the step information for the Migrate DEV to TEST
portion of their process.

1. Migrate DEV to TEST

Get files from
version control

TEST

Migrate DEV to

Evaluate Object

Stop the Server

Type

Database 4‘— Other Results

—

1

Migrate to Migrate to
Er?\f?:zkrf:eent En\ﬁgreozemrent
Fail
Success—»  Sync  |[«——Success
Startthe Server |[¢—— Compile Code Fail
Table 5-1. ACME process Workflow step information
Step Name Type Transition Validation Description
Values
Get files from Execution | Succeeded WEF - Standard | Connect to the version control system
version control Failed Execution and check out files into the DEV
Results instance.
Migrate DEV to | Decision Approved WEF - Approval | Decide whether to begin the migration
TEST Not Approved Step process.
Stop the Execution | Succeeded WEF - Standard | Connect to the server and stop the
Server Failed Execution processes running on it.
Results
Evaluate Execution | Database Custom Evaluate the Object Type for each
Object Type File Validation Package Line. Resolve the Object
SQL Script defined at site. | Type Token.
Migrate to Execution | Succeeded WEF - Standard | Migrate the database changes to the
Database Failed Execution TEST database Environment. To do
Environment Results this, execute commands located in the
Object Type.
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Table 5-1. ACME process Workflow step information

Execution
Results

Step Name Type Transition Validation Description
Values
Migrate to Execution | Succeeded WF - Standard | Migrate the changes to the TEST
Server Failed Execution server Environment. To do this,
Environment Results execute commands located in the
Object Type.
Sync Condition | Success WF - Standard | Have all Package Lines enter this step
Condition before any continue to the next
Results process step.
Compile Code | Execution | Succeeded WEF - Standard | Connect to the server and compile the
Failed Execution code located on it.
Results
Start the Execution | Succeeded WEF - Standard | Connect to the server and start the
Server Failed Execution processes on it.
Results
Close FAILED | Execution | Succeeded WEF - Standard | When a Package Line (object) enters

this step, close the Package.

Tip

Consider Using Subworkflows

Use the “Configuration Worksheets” on page 409 to gather the information
related to Workflow security, Notifications, and Environments.

A Subworkflow is any Workflow that is referenced from within another
Workflow. Subworkflows allow you to model complex business processes into
logical, more manageable and reusable sub-processes.

Workflows can be used as Subworkflows within a parent Workflow. An entire
Subworkflow is represented by a single icon in the parent Workflow window’s
Layout tab. This simplifies the potentially complex graphical layout and
enables the easy reuse of common Workflow configurations.

Subworkflows will appear to the user processing the Package as expandable /
collapsible sections in the Package Status panel. See Processing Packages
(Change Management) for examples.
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Example: Using a Subworkflow

ACME decides to use a Subworkflow for the object migration portion of their
process. This Subworkflow can be referenced in two parts of the process.
Figure 5-3 shows where ACME could implement a Subworkflow.

1. Migrate DEV to TEST
______ a
' [
Get files from ! Migration . __
version control I Subworkflow | 1
| | |
L—_—r——. |
|
. |
|
Check reworked |
code into version |« REWORK |4—Failed— QA - Test |
control |
\ |
Succeeded |
2. Validate changes in TEST |
Schedule |
migration to PROD |
|
[ |
l |
______ B |
| | |
Get files from . Migration e ]
version control I Subworkflow | |
L=—f==. !
3. Migrate TEST to PROD Succeeded |
|
Close |
SUCCESS I
|
A 4

Migration Subworkflow

Evaluate Object
Type

r Database —Lother Results—l

Close Migrate to Migrate to
4—Fail— Database Server
FAILED . .
Environment Environment

Success—»  Sync  |[4——Success

l

[4-Succeeded—| Start the Server |4—Succeeded—— Compile Code

Stop the Server

Fail

Return to parent
deployment
Workflow
(wf_return)

. Close
Fail FAILED

Figure 5-3 Using a Subworkflow in your deployment process (example)
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Consider Using Release Management

Release Management introduces repeatable, reliable processes surrounding
software and application releases. Mercury Change Management provides an
interface for grouping and processing the Packages and Requests associated
with a specific Release. Groups of related Packages can then be activated from
a single window.

Using Release Management functionality, Release Managers can:
e Group related Packages and Requests in a single window

e Provide visibility into related Package statuses

e Set dependencies between Packages

e Define how a Release is distributed to different Environments

This consolidation of common Release Management activities provides a
powerful tool for creating repeatable and reliable Releases.

It is possible to configure a deployment process to feed Packages into a
Release. A Ready for Release step can be included in the Workflow. When a
Package Line enters the Ready for Release step, the developer (or other
Mercury ITG user responsible for that Package) can select which Release they
would like to add the Package to. The user selects the Release and adds the
Package and its associated Package Lines to the Release. When all of the
Package Lines are confirmed in the Ready for Release step, the Package is
ready to be used in the Release.

For more information on using Mercury Change Management’s Release
Management functionality, see Configuring a Release Management System.

Example: ACME Uses Release Management in their Deployment Process.

ACME decides to create a process that feeds the tested Packages into a Release
for final distribution. Their resulting process then substitutes the final
migration to PROD with a Ready for Release step. The distribution Workflow
defined for the Release Management process then handles this final migration.

When the final distribution to PROD occurs, the Release Management process
communicates with this deployment process and the Package will close.
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1. Migrate DEV to TEST

Get files from

version control

Migrate DEV to
TEST

» Stop the Server

Evaluate Object

Type

A

Close Migrate to
FAILED — D@abase
Environment

Success—»  Sync

Da1abase—L Other Results

-

3

Migrate to

Server
Environment

Fail

[4——Success

i

Start the Server [4——

Compile Code

Close

Fail FAILED

A

Check reworked
code into version

A

control

REWORK

[4— Fail—|

QA - Test

2. Validate changes in TEST

Success

Schedule
migration to PROD

Success

3. Add to Release

v

Ready for

Release

Close
4 SUCCESS

Figure 5-4 Using a Ready for Release step in the deployment process

Determine Information to Describe Objects

Many types of objects are deployed through a Workflow such as files, SQL

scripts, and data. Each object requires different information to process it. These
are defined in the Object Type fields. For example, to migrate a file, the name,
file type, and location of the file must be known. Additional information such
as whether or not the file will be compiled after migration can also be specified
on the field level (as well as in the commands).

Different Object Types can be processed through a single Workflow.
Information contained on the Package Line (which is defined in the Object
Type) works in conjunction with the Workflow process to ensure that the
object is correctly processed. For example, deploying an HTML file requires
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different processing than deploying a Java file. Therefore, it is likely that at
least one field on the Object Type will specify the type of object being
processed. When the Workflow deploys an HTML file, it will consider this
field when routing or processing this object.

For each type of object that will be deployed through the process, collect the
following information:

e The name of the object
e Object category (optional -- used for reporting purposes)

e Parameters that describe the object: what it is, where it is, its name, what
needs to be done to it, etc. This information will translate into Object Type
fields. For each parameter (field), define the following:

o Field name
o Validation and component type (dictated by the Validation)

o Field Behavior: whether it is displayed, required, any defaulting
behavior, etc.

e Commands contained in the object. Object Type commands often reference
information stored in the parameters. These commands are executed at
specific points (executions steps) in the Workflow. For additional
information, see “Determine Commands Needed for Objects” on page 53.

For assistance in collecting the correct data, use the “Configuration
Worksheets” on page 409.

effective deployment process. To provide additional guidance on creating
Object Types for specific types of objects, a number of examples are
provided in this document. For some sample Object Types, fields and
commands, see “Constructing the Object Type” on page 123.

( Successfully defining object parameters and commands is essential to an
Note

Example: ACME collects information on their objects
ACME needs to be able to deploy the following types of objects:
e HTML Files

e Java Files
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e Database changes — changes to the schema as well as additional system
data for existing tables

The following worksheet includes data for the File Object Type. To describe
the File object, ACME decided the following fields need to be defined:

e File Location: whether the file located on the Environment’s client or
server.

e Sub path: the directory where the file is located.
e File Name: the name of the specific file.

e File Type: the type of file (Java or HTML)

ACME decided on the appropriate Validations and field behavior and
completed the worksheet shown in Figure 5-5.
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Table 1. Java File - Object Type

Value

Description / Notes

Object Type Name

File

[Description

Field 1

Field Prompt

File Location

The name of the field.

Validation

Existing Validation?

DLV - File Location

Specifies if the file is located on the Environment's client or server.

New Validation?

NA

NA

Validation type

Drop Down List

This field is a drop down list.

Validation definition _|SQL This validation is defined by SQL.
Field Behavior
Attributes
Display Yes This field is visible on the Package Line.
Editable Yes This field can be edited even after the Package is submitted.
This field can be edited. If set to "Always," you can never edit this
Display Only Never field.
Required Always This field must contain a value.
Default Value None No defaults are set for this field.
Dependencies
Clear When None No dependencies are set for this field.
Display Only When None No dependencies are set for this field.
Required When None No dependencies are set for this field.
Field 2
The name of the field. Use this field to select the directory
Field Prompt Sub Path containing the file to be migrated.
Validation

New Validation?

Existing Validation?

NA

Directory Chooser

Specifies if the file is located on the Environment's client or server.
NA

Validation type

Directory Chooser

Validation definition

Default behavior

Field Behavior
Attributes
Display Yes This field is visible on the Package Line.
Editable Yes This field can be edited even after the Package is submitted.
This field can be edited. If set to "Always," you can never edit this
Display Only Never field.
Required Always This field must contain a value.
Default Value None No defaults are set for this field.
Dependencies None No dependencies are set for this field.
Field 3
Field Prompt File Name The name of the field. In this field, users can select a file to deploy.
Validation

Existing Validation?

File Chooser - Full File

New Validation?

Validation type

Name Validation that allows you to select a file on the client or server.
NA NA
File Chooser

Validation definition

Default Behavior

Field Behavior
Attributes
Display Yes This field is visible on the Package Line.
Editable Yes This field can be edited even after the Package is submitted.
This field can be edited. If set to "Always," you can never edit this
Display Only Never field.
Required Always This field must contain a value.
Default Value None No defaults are set for this field.
|Dependencies None No dependencies are set for this field.

Field 4

Figure 5-5 ACME data collected to describe objects for deployment.
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Determine Commands Needed for Objects

When defining a deployment process, consider what commands need to be
executed to achieve the desired results. Commands control which steps must
be executed for each Workflow Step to complete successfully. This can
involve such things as migrating a file, executing a script, or compiling some
code.

At early stages of process development, it often helps to list the functional
steps and desired results of the commands. It also helps to specify when in the
deployment process these commands should be executed. It is then possible to
use this information to build your commands adhering to Mercury Change
Management’s command standards, or to deliver these as design specifications
for an engineer in your group.

Collect the following information for each Object Type that are designed:
e The goal/purpose of the commands.

e Functional steps within the commands.

e When the commands should be run.

For additional information on building commands, see Commands and Tokens
Guide and Reference.

‘ The above information can be collected using “Configuration Worksheets”
Tip on page 409.

Commands

Goal of Command
Cormmand Steps
Conditions (when to run)

Example: High level Command design

To deploy the Java and HTML files, ACME must include commands in the File
Object Type. As part of their design, they determine that the following
command steps must be executed:

Goal of command:

To copy the file from the source Environment to the destination Environment.
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Steps to achieve goal:
1. Check to see if the source file is located on the client or the server.
2. Connect the destination Environment to the source (client or server).

3. Check to see if the directory exists in the destination. If one does not exist,
create the directory.

4. Copy the file from the source to the destination.
When to run the commands:

These commands should be run during the Migrate to Server Environment
Workflow Step.

Gather Information on Environments

Some execution type Workflow Steps require Environment information to
complete their executions. For a deployment process, collect the following
Environment requirements for each Workflow Execution Step:

e Execution Step Name
e Source Environment (or Environment Group)
e Destination Environment (or Environment Group)

This information can be collected using the Workflow Step worksheet in
“Configuration Worksheets” on page 409.

Each Environment must be carefully configured to ensure that passwords,
communication protocols, and transfer protocols are configure properly. For
instructions on configuring your Environments, see “Defining your
Environments” on page 153. These newly configured Environments can then
be used in the deployment process.

If there are multiple applications on a single Environment, you can use the
App codes feature in the Environment definition. For additional details, see
“Using App Codes with Your Environment” on page 160.
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Example: ACME specifies the Environments

ACME determines that the following Workflow Steps require the Environment
settings specified below:

Workflow Execution Step | Source Environment | Destination Environment

Get files from Version VERSION CONTROL DEV Server
Control

Stop the Server DEV Server TEST Server
Migrate to Server DEV Server TEST Server
Environment

Compile Code DEV Server TEST Server
Start the Server DEV Server TEST Server
Migrate to Database DEV Database TEST Database
Environment

Stop the Server TEST Server PROD Server
Migrate to Server TEST Server PROD Server
Environment

Compile Code TEST Server PROD Server
Start the Server TEST Server PROD Server
Migrate to Database TEST Database PROD Database

Environment
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1. Migrate DEV to TEST

‘ Get files from

version control

Evaluate

Close "
FaLED e Al

Server
Datab:

Object Type

Other R

It

Migrate to
Database TEST
Environment

Migrate to
Server TEST
Environment

Close .
FAILED =1l

3. Migrate TEST to PROD

w

Migrate to
Database PROD
Environment

Success

Database4‘—0ther Results-

Migrate to
Server PROD

Fail
SuccessSuccess
v
" " Close
Start the Server Compile Code Fail FAILED
I
W s
Check reworked
code into version (4 REWORK |4—Fail— QA - Test
control

I

Success
2

2. Validate changes in TEST
Schedule
migration to PROD
I
J Fail
N
Get files from \ Stop the Evaluate
version control Object Type

Environment

Sync |[«——Success

| Close
SUCCESS

Success
Compile Code Start the Server

Figure 5-6 Workflow Steps that require Environment specification (circled)

Identify Participants and Security

Mercury Change Management allows a great deal of control over who can
participate in the deployment process. Users’ actions can be restricted around:

e Package creation:
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Tip

o Who can create Packages.
o Who can use a specific Workflow.

o Who can use specific Object Types.

e Package processing:

o Who can approve / process each step in the Workflow. For this
restriction, enable access by specifying specific users or Security
Groups. Access can also be provided dynamically by having a
Token resolve to provide access. For more information, see
“Enabling Users to Act on a Specific Workflow Step” on page 198.

0 Whether only “Participants” can process the Packages. Participants
are defined as the Assigned User, the creator of the Package,
members of the Assigned Group, or any users who have access to
the Workflow Step(s).

e Managing your deployment process:
0o Who can change the Workflow.
o Who can change each Object Type.
0 Who can modify Security Groups.

o Who can modify Environments.

Whenever possible, use Security Groups or dynamic access (Tokens). Avoid
specifying a list of users to control an action; for example, specifying a list of
users who can act on a Workflow Step. If the list of users changes (due to a
departmental reorganization), you would have to update that list in many
places on the Workflow. By using a Security Group instead of a list of users,
you can update the Security Group once, and the changes are propagated
throughout the Workflow Steps.

For the deployment process, collect the above information using the
“Configuration Worksheets” on page 409. This activity includes identifying
users, grouping them into Security Groups, and restricting access to certain
functions in Mercury Change Management.
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This information is gathered in multiple worksheets. For example, Workflow
@e— security is captured in the Workflow Step worksheet and Security Group
membership is captured in the Security Groups worksheet.

For a comprehensive discussion of Mercury ITG screen, entity and user
security, see Security Model Guide and Reference.

Example: ACME determines participants and security

ACME’s IT department has a single team responsible for deployments to the
Financial Applications system. The team’s name is “Dev - Financial Apps.”
The team consists of the following members:

e John Smith - manager of Dev - Financial Apps team

e Wendy Jones - functional designer and engineer

e PatLee - engineer

e Joe Franklin - QA manager

e Matt Davis - QA engineer and tester

e Raj Satish - Database expert and engineer

Within this group of users, there are some logical divisions of labor. Using this
division, ACME constructs the following Security Groups.

Table 5-2. ACME’s Security Groups

Security Group Members Responsibilities

Financial Apps - Manage John Smith Responsible for deployment process. These people

Deployment Joe Franklin have the ability to modify the deployment process
(Workflow, Object Types, and Security Groups).
They can also act on any step in the process.

Financial Apps - Database | Raj Satish Responsible for deployments to the database
Environment. Also responsible for the correct setup
of the database Environment and its definition in
Mercury Change Management.

Financial Apps - Engineer | Wendy Jones Responsible for designing changes and deploying

Pat Lee them to the server. Also responsible for the

commands used in the Object Type to deploy
objects to the server.
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Table 5-2. ACME’s Security Groups

Security Group Members Responsibilities
Financial Apps - QA Joe Franklin Responsible for testing the changes and reporting
Matt Davis on the outcome.

Using these Security Groups and user definitions, ACME collects specific
information related to their deployment process. This information will be
considered later when defining your Security Groups and Workflows. The
information is gathered in the following sections:

e Table 5-3, “ACME Package Creation Security,” on page 59

e Table 5-4, “ACME Package Processing Security - Deployment

Workflow,” on page 60

e Table 5-4, “ACME Package Processing Security - Deployment

Workflow,” on page 60

Package Creation Security:

Table 5-3. ACME Package Creation Security

Action Users allowed to perform action

Controlled by:
(Users, Security Group, Token)

Create a Package Wendy Jones; Pat Lee; Raj Satish

Financial Apps - Engineer
Financial Apps - Database
Financial Apps - Manage Deployment

Use the Deployment Wendy Jones; Pat Lee; Raj Satish
Workflow

Financial Apps - Engineer
Financial Apps - Manage Deployment

Use the File Object Type | Wendy Jones; Pat Lee; Raj Satish

Financial Apps - Engineer
Financial Apps - Database
Financial Apps - Manage Deployment

Use the Database Object | Raj Satish
Type

Financial Apps - Database
Financial Apps - Manage Deployment

Notice that the Financial Apps - Manage Deployments group was added to
each action. This provides a single group with override privileges to keep the

process moving.

Package Processing Security:
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ACME decides not to use Mercury Change Management’s Participant
Restriction functionality in their deployment process. For additional details on
this configuration option, see “Restricting Package Processing to
Participants” on page 200. Table 5-4 documents which users can act on a
specific step in the Workflow. ACME also indicates how they would like to
control which users can act on each step. They select to exclusively use
Security Groups and Tokens. Notice that multiple criteria can be specified to
enable access to a single step: for example, specify two Security Groups and a
TOKEN [PKG.CREATED_BY] to enable access. Users who meet any of the
requirements (members of at least one Security Group or the contextual value
of the Token) can act on the step.

Only a sub-set of the Workflow Steps are included in the below table. To see
the process referenced in this table, see Figure 5-2 on page 41.

Table 5-4. ACME Package Processing Security - Deployment Workflow

Workflow Step Name

Users allowed to act on

Controlled by:
(Users, Security Group, Token)

Stop the Server

Wendy Jones; Pat Lee; Raj
Satish

Financial Apps - Engineers;
Financial Apps - Manage Deployment

Migrate to Database Environment

Raj Satish

Financial Apps - Database

Migrate to Server Environment

Wendy Jones; Pat Lee

TOKEN (PKG. CREATED_BY);
Financial Apps - Manage Deployment

Satish

QA - Test Joe Franklin; Matt Davis Financial Apps - QA
Financial Apps - Manage Deployment
Rework Wendy Jones; Pat Lee; Raj | TOKEN

(PKG.ASSIGNED_TO_USERNAME);

Schedule migration to PROD

John Smith; Joe Franklin

Financial Apps - Manage Deployment

ACME must also specify who can modify the existing process. This level of
security is configured using Ownership settings and Security Group Access

Grants. Work with the instance administrator to configure User and Security
Group definitions. For more information on these topics, see Security Model
Guide and Reference.

Table 5-5. ACME - Security around managing the Process

Action Users allowed to perform action Controlled by:
(Users, Security Group, Token)
Modify the Workflow John Smith; Joe Franklin Financial Apps - Manage Deployment
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Table 5-5. ACME -

Security around managing the Process [continued]

Action Users allowed to perform action Controlled by:
(Users, Security Group, Token)

Modify the File Object Wendy Jones; Pat Lee Financial Apps - Engineering
Type
Modify the Database Raj Satish Financial Apps - Database
Object Type
Modify the Environment | Raj Satish Financial Apps - Database
definitions in the Mercury
ITG Center

Establish Communication Points and Visibility

Determine the communication points and methods for providing visibility into
the process and Package statuses. The following features help increase
visibility:

e Notifications on the Workflow Step

e Portlets on the Dashboard

e Reports

This section lists the information that should be gathered before defining
Notifications. For more information on defining and using Portlets and
Reports, see:

e (Configuring the Dashboard

® Reports Guide and Reference

It is possible to send a Notification when a Workflow Step becomes eligible,
has a specific outcome, or has a specific error. For each Workflow Step in the
process, collect the following information using the “Configuration
Worksheets” on page 409:
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Table 5-6. Information to gather for Workflow Step Notifications

Workflow Step name Include Notification for step?
(Yes / No)
Step 1 - Name Yes
Step 2 - Name No
Step 3 - Name No

For each step that requires a Notification, gather the following information:

Table 5-7. Information to gather for Workflow Step Notifications

Parameter

Description

Workflow Step Name

The name of the step that requires a Workflow.

Notification Event (All,
Eligible, Specific Result,
Specific Error)

Specifies the event that triggers the Notification. the
possible values are All, Eligible, Specific Result, or
Specific Error.

Value (for Specific
Result)

Specifies that a Notification is sent for the selected
result.

Error (for Specific Error)

Specifies that a Notification is sent for the selected
error.

Recipient Determine who should receive the message. you can
choose to send the Notification to users based on:
Username, Email Address, Security Group,
Standard Token, or User Defined Token.

Message Determine what the message will say. Also determine if

it will contain a link to the Package.

Example: ACME configures Notifications

ACME determines that they would like to add a Notification to the following

steps:
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Table 5-8. ACME - Workflow Steps with Notifications

Workflow Step name When to send Recipients
Notification

Migrate to Database Environment | Failed (specific result) Financial Apps - Database

Migrate to Server Environment Failed (specific result) Financial Apps - Engineer

Compile Code Failed (specific result) Financial Apps - Engineer

QA - Test Eligible Financial Apps - QA

Rework Eligible Financial Apps - Engineer
Financial Apps - Database

Schedule Migration to PROD Eligible Financial Apps - Manage
Deployment
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Chapter

Mapping your Process into a
Workflow

This chapter provides an overview for how to set up a Mercury Change
Management Workflow. This includes information on configuring all
Workflow Steps, transitions and Validations included in a process.

This chapter discusses the following topics:

® Building the Workflow Skeleton - Overview

e (reate the Required Step Source

e Configure the Step’s Transition Values (Validation)

® Add Steps and Transitions to the Workflow Layout

Building the Workflow Skeleton - Overview

This section provides a high level overview for building a Workflow.

To create a Workflow:
1. Enter the general Workflow information in a new Workflow window.
This includes entering the Name and Workflow Scope in the Workflow tab.

2. Create any new Step Sources using the Workflow Step Sources window. This
includes:

e C(Creating Decision Steps.

e C(Creating Execution Steps.
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e C(Creating subworkflow steps.

e (Creating any new Validations used by the above steps.
Add the Workflow Steps to the Layout tab.

Add transitions between the Workflow Steps.

Add Security to the Workflow.

Add Notifications to select Workflow Steps.

Enable the Workflow.

Required Workflow Settings for Deployment Process

In order to user a Workflow in your deployment process, the following
requirements must be met:

The Workflow Scope must be set to Packages
The Workflow must be Enabled
Add steps and transitions to the Layout of your Workflow

Allow Object Types to be used with the Workflow (Change Management
Settings tab)

Enable Security for each Workflow Step. This allows users to act on the
step.

Workflows are created and configured using the Workbench.

Users must have a Power License and have the proper Access Grants in
order to create and edit a Workflow. See Security Model Guide and
Referencefor details.

Copying a Workflow

To copy an existing Workflow:
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. In the Workflow Workbench window, query for the Workflow that you would

like to copy.

The Results tab displays the results matching your search.

In the Results tab, select the Workflow.

Click Copy.

The Copy Workflow window opens.

In the Workflow Name field, enter the name of the new Workflow.

Select the Workflow items that you would like to copy.

Click OK.

A Question dialog opens. Click Yes if you would like to edit the Workflow.

Make any additional edits and click Save.

Specifying the First Step in a Process

For each Workflow, the first eligible step in the Workflow can be explicitly
defined.

To specify the first step:

1.

2.

Open the Workflow window and click the Workflow tab.

From the First Step field, select the name of the step that you would like to
serve as the first step in the process.

This field contains all of the fields that have been defined for the
Workflow.

Click Save.
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order can be set using the arrow buttons in the Step Sequence tab. The
sequence relates to the graphical position of a step that a user will see when
processing an entity, but it does not affect its actual processing. For example,
Step A has a display sequence of 3 and Step B has a display sequence of 5. In
this situation, Step A will not necessarily be eligible before Step B. Step B
could, for example, be specified as the First Step in the process. Additionally,
depending on the transition path of the steps, Step A may never be required.

(‘ Once Workflow Steps have been defined in the Layout tab, their sequential
Note

Create the Required Step Source

Mercury Change Management includes a number of standard Workflow Step
Sources that can be added to a Workflow. These sources are preconfigured
with standard Validations (transition values), Workflow events, and Workflow
scope. These available steps specify the following common attributes, which
are expected to remain consistent across all Workflows which use that Step
Source:

e The Validation associated with the step (and thus the list of valid transition
values out of the step).

e The voting requirements of the step.

e The default timeout value for the step. Each step can be configured to have
a unique timeout value.

e The icon used for the step within the graphical layout.

Browse through all of the Workflow Step Sources using the Available Workflow
Steps window in the Workflow Workbench. If there is not a Step Source that
meets the process requirements, one needs to be created.
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Tip

If Mercury Change Management has a Workflow Step Source that meets the
process requirements, simply copy and rename it. This can save
configuration effort and avoid user processing errors. For example, if you
need a step to route a Package Line based on the Object Type, copy and use
the Check Object Type Workflow Step Source that is delivered with the
product.

Copy the Step Source so that it can be used uniquely for the processes. This
allows you to control who can edit the Step Source, ensuring that the process
will not be inadvertently altered by another user.

Create a new Step Source when the step requires any of the following:

Unique Validation leaving the step (This is the step’s transition.)

Unique execution on the step: PL/SQL function, Token, SQL function, or
Workflow Step Commands

Different processing type: immediate vs. manual
Specific Workflow Scope

Unique combination of the above settings

The following sections discuss when and how to use specific settings in the
Workflow Step Source:

Creating a Workflow Step Source - Overview
Creating a Decision Type Step

Create an Execution Type Step

Creating a Workflow Step Source - Overview

It is possible to create new Workflow Step Sources from the Workflow Step
Sources window in the Workbench.

To create a new Workflow Step Source:

1.

Click the Configuration screen group and click the Workflows icon.

The Workflow Workbench and Workflow Step Sources windows open.
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2. Select the Workflow Step Sources window.

ﬁ__iWorkﬂow Step Sources ! E[
rFitter by
|Packages LI
|Only items | can edit LI

3 Workflow Step Sources
{77 Decisions

{7 Conditions

=25 Executions b
Check Ohject Type

Close {mmediate failure) {OLDY)

Close {Immediate success) (OLD)
Close (Manual success)

DET Get 053580 Results

DLV Exec wf Partial Reset

DLY Execution {mmediate)

DLV Execution {Manual)

DLy Execution wi Reset -
1| | »

e | Copy | Open | Delete |

| v

r Alveays on top

3. Select to Filter by Packages.

4. Select the folder that corresponds to the type of Workflow Step Source that
will be created.

For example, to create an Execution Step, select the Executions folder.

5. Click New.

This opens a window that corresponds to the selected Workflow Step
Source type. The Decision and Execution windows are shown below. For
information on configuring Workflow Step Sources, see “Creating a
Decision Type Step” on page 73 and “Create an Execution Type Step” on
page 77.

Condition Step Sources cannot be added, deleted or modified. Mercury
Change Management supports a set number of process Condition steps.
These can be added to the Workflow layout just as any other Workflow Step
Source.

If a Condition step is selected in the Workflow Step Sources window, the New
button will not be enabled.

For more information, see “Using Condition Steps” on page 269.
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Decision | Ownershipl USerDatal Used Elvl
Mame | Winrkflow Scope IALL 'l
Description |
Walidation EH
Decisions Reguired IOne 'l
(W | BRHER |
Timeout | |Days LI
lcon | Enabled:  Yes ' No
Ok I Save | Cancel
Ready

Execution | gwnership | Uzzr Datz | Used By

Marne || Wiorkflow Scope |ALL LI
Description |
Execution Type |Elui|t—inW0rkﬂ0wEvent LI Workflow Event |Wf_close_success LI
yalidation [V - Standard Execution Results E Timeout | Days [ |
R | Openl lcon |
Processing Type |Manua| LI Enahbled: & Yes Mo

Execution:

Tukens |

Werify |

Ok I Save | Cancel

|Ready

6. Enter the required information and any optional information needed to

define the step.

For detailed information about setting up the steps, see “Creating a
Decision Type Step” on page 73 and “Create an Execution Type Step” on

page 77.

Mapping your Process into a Workflow 71



Configuring a Deployment System

9.

To be able to use this step in a Workflow, select Yes in the Enabled radio
button.

Click the Ownership tab.

Select which Ownership Groups will have the ability to edit this Execution
or Decision.

To save the changes and close the Execution or Decision window click OK.

The new Workflow Step Source is now included in the Workflow Step Sources
window. It can be used in any new or existing Workflow with the
corresponding Workflow Scope.

Related Topics:

“Creating a Decision Type Step” on page 73
“Create an Execution Type Step” on page 77

“Advanced Workflow Topics” on page 255

Workflow Step Source Configuration and Usage Restrictions

The following restrictions apply to Workflow Step Sources:

A Step Source that is being used in a Workflow can not be deleted.

A Validation for a Step Source that is being used can not be changed. If the
Validation needs to be changed, copy the Step Source and configure a new
Validation.

The Workflow Step Source must be Enabled to use them on a Workflow.

Step sources can only be added to a Workflow when the Workflow has a
matching Workflow Scope, or the Step Source has a scope of All.

A step from a Workflow that has been used to process a Package can not be
deleted. This would compromise data integrity. Instead of deleting the step,
remove all transitions to and from the step and disable it. Select Display =
Never in the Workflow Step window to hide the step from users who are
processing Packages using that Workflow.
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Creating a Decision Type Step

To create a Decision step:

1. Enter the general information on the Decision Step Source (name, scope,
description).

2. Select a Validation.
3. Specify the voting requirements on the step.

4. Specify the default timeout value.

Information used to

create the step

source.
Table D-3. Worlflow Step [Decision] -- Sthp Number

A4 Yalue

Step Name

Goal / Result of Step v

Validation® ¥alidation Information® Yalue
Decisions Required s One Existin [

| g Validation?
(vote on Step's outcome?) At Least O
A New Validation?
o Al
- Yalidation Type: (text field

Timeout (Days) auto-complete, drop down Jist,
Security {who can act on step): ste)

* Security Group Yalidation Definition (list of

e User Name values or SQL)

o Standard Token

o User Defined Token

Include Motification (Y es/MNao)

Notification Event

Matification Recipient:

s Username i i

e Email Address <4 cher mformatlon.

o Security Group is used when adding
* Standard Token the Step Source to the
* User Defined Token Workflow layout.
Motification Message

Figure 6-1 Worksheet - Information used to create the Decision Step source.

Enter the general information on the Decision Step Source

Enter the following information in the Decision window.
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Decision | Ownershipl USerDatal Used Elvl
Mame | Winrkflow Scope IALL 'l
Description |
Walidation EH
Decisions Reguired IOne 'l
(W | BRHER |
Timeout | |Days LI
lcon | Enabled:  Yes ' No

Ok I Save | Cancel

Ready

Table 6-1. Decision Step Source worksheet to window.

Field in Decision Window

Description

Name

This is the name that describes the Step Source.
The step can be renamed when added to the
Workflow.

Workflow Scope

Describes the type of Workflow that will be using
this Step Source. This should be set to ALL or
Packages for deployment processes.

Description

Description of the Step Source.

Validation

Specifies the possible values that can exit the
Workflow Step. See “Configure the Step’s
Transition Values (Validation)” on page 95.

Decisions Required

This specifies the number of people who need to
approve a specific step. See “Specify the voting
requirements on the step” on page 75.

Timeout

Specifies how long (in specific units) the Step can
stay eligible for before either completing with a
value of Timeout (if Decisions Required is All or
One) or a result (if Decisions Required is At Least
One).

If this Workflow Step remains eligible for the value
entered in the Timeout value, the Package can be
configured to send an appropriate Notification, as

well as escalate to other steps in the Workflow.
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Table 6-1. Decision Step Source worksheet to window.

Field in Decision Window Description
Icon A different graphic can be specified to represent
steps of this source for use on the Workflow layout
tab.

This graphic needs to exist in the icons
subdirectory on the Mercury ITG server. All icons
should be in .gif format.

Enabled The Step Source must be enabled in order to add it
to the Workflow layout.

Select a Validation

Select a Validation that has the transition values required for leaving the step.
If a Validation that meets the requirements is not available, create a new one
from the Workflow Step Source window.

For additional details, see “Configure the Step’s Transition Values
(Validation)” on page 95.

Specify the voting requirements on the step

When a Decision step is defined, the number of decisions required for that
Workflow Step can be defined. Figure 6-2 displays the available options for
the Decisions Required field.

Decision | Ownershipl USerDatal Used Elvl
Mame | Winrkflow Scope IALL 'l
Description |
Walidation EH
ecizions Required |One - \
New | (6] | }
) At Least One J
Timeout | |Days LI a1
Ican | Enahlet Mo
Ok I Save | Cancel |
|Ready

Figure 6-2 Decision Window - Decisions Required Drop Down List
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The following choices are available for the Decisions Required:

® One

If One is selected, the Workflow Step can progress if any one user who is
eligible to act on this step makes a decision.

® At Least One

A Timeout period must be defined to use this choice. When At Least One is
selected for the Workflow Step, the step waits for the voters to vote on this
step for a predefined amount of time, designated as the Timeout. If all
voters mark their decisions before the timeout period, it takes the
cumulative decision as the decision for the step and proceeds forward. If
any of the voting results differ before the ‘“Timeout’ period, the step will
immediately result in a ‘No consensus’ outcome.

It is possible to define Specific Errors in Workflow Steps such as ‘Timeout’
and ‘No consensus’ as either Success or Failure in the Define Transition
window. For more information, see “Adding Transitions Between Steps” on
page 109.

If all voters decide on Approve, the final decision is Approve. If all voters
decide on Not Approved, the final decision is Not Approved. If some voters
decide on Approved and one voter decides on Not Approved, the result is ‘No
consensus.’

If at the end of the Timeout, only a few voters (or only one voter) have cast
their vote, the cumulative decision of the voters that voted will be used.

If at the end of the Timeout no one has voted, the step will result in a
Timeout.

e Al

The All step is also commonly used along with a specified Timeout period.
Selecting All makes it mandatory for all voters to vote on the Workflow
Step. The Workflow Step waits until the Timeout period for the voters to
vote. If all voters vote, the cumulative decision is considered. If some or
none of the voters voted, the step remains open or closes due to a timeout,
depending on the configuration.

When using All or At Least One, all users must unanimously approve or not

approve one of the Validation’s selections. Otherwise, the result is No
Consensus.
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Specify the default timeout value

A timeout specifies the amount of time that a step can stay eligible for
completion before completing with an error (if Decisions Required is All or
One) or completing with a result (if Decisions Required is At Least One).
Timeouts can be by minute, hour, weekday or week. Timeout parameters for
Executions and Decisions are a combination of a numerical timeout value and
a timeout unit (such as weekdays).

If a Workflow Step remains eligible for the value entered in the Timeout value,
the Package can send an appropriate Notification and proceed to other steps in
the process.

Timeouts can be uniquely configured for each Workflow Step in the Layout
tab. The timeout value specified in the Step Source acts as the default timeout
value for the step. When adding a step to the Workflow using this Step Source,
specify a different timeout value for the step.

Create an Execution Type Step

To create an Execution step:

1. Enter the general information on the Execution Step Source (name, scope,
description).

2. Define the Executions.
3. Select a Validation.

4. Specify the default timeout value.
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Information used to
create the step

source. +
Table D-2. Worlflow Step {Efecution] -- Step Number .
v Valuve Validation Information® Value
Step Name Existing Validation?
Goal / Result of Step New Validation?

. Walidation Type: (text field,
Validation guto-complete, drop down list,
Execution Type™ etc.)

Processing Type (IMMEDIATE of “alidation Definition (list of
ManuaL execution?) values or SQL)

Timeout (Days)

Source Ervironment (Group)

Dest Environment (Group)

Security (who can act on step):

* Security Group Execution Type®? Yalue

* User Name
* Standard Token
& User Defined Token

Built-in Workflow Event:
* Execute Commands

s Close
Include Motification (¥es/MNo) e Jump / Receive
Matification Event * Ready for Release

Matification Recipient: & Return from Subwarkflow

* Username PL/SQAL Function
* Email Address

* Security Group Taoken

* Standard Token 20U Statement

& User Defined Token

Matification Message
Workflow step commands

Figure 6-3 Worksheet - Information used to create the Execution Step source.

Enter the general information on the Execution Step Source

Enter the following information in the Execution window.
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Execution | Ownershipl UserDatal Used Elyl

Marne || Wiorkflow Scope |ALL LI
Description |
Execution Type |Elui|t—inW0rkﬂ0wEvent LI Workflow Event |Wf_close_success LI
yalidation [V - Standard Execution Results E Timeout | Days [ |
R | Openl lcon |
Processing Type |Manua| LI Enahbled: & Yes Mo

Execution:

Tukens |

Werify |

Ok I Save | Cancel

|Ready

Table 6-2. Execution Step Source worksheet to window.

Field in Execution
Window

Description

Name

This is the name that describes the Step Source. The step
can be renamed when added to the Workflow.

Workflow Scope

Describes the type of Workflow that will be using this Step
Source. This should be set to ALL or Packages for
deployment processes.

Description

Description of the Step Source. This should specify the
execution that will occur.
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Table 6-2. Execution Step Source worksheet to window.

Field in Execution
Window

Description

EXECUTION TYPE

Used to select the type of execution to be performed. The

choices include:

¢ Built-in Workflow Event: Executes a predefined
command and returns its result as the result of the Step.

e SQL Statement: Executes a SQL statement and returns
its result as the result for the Step.

o PL/SQL Function: Runs a PL/SQL function and returns
its result as the result for the Step.

¢ Token: Calculates the value of a Token and returns its
value as the result for the Step.

o Workflow Step Commands: Executes a set of
commands, independent of an Object, at a Workflow
Step.

WORKFLOW EVENT -
(Built-In Workflow
Event)

For Executions of type Built-in Workflow Event, the
specific event to perform must be selected. The available
choices in the drop down list depend on which Workflow
Scope has been selected. The choices include:

o execute_object_commands: Executes the Object Type
commands for a Package Line.

o rm_ready_for_release: Sets a Package Line ready to
be added to a Mercury Change Management Release.

o wf_close_success: Sets the Package Line as closed
with an end status of ‘Success.’

o wf_close_failure: Sets the Package Line as closed with
an end status of ‘Failed.’

o wf_jump: (Mercury Change Management and Mercury
Demand Management only) Instructs the Workflow to
proceed to a corresponding Receive Workflow Step in
another Workflow.

o wf_receive: (Mercury Change Management and
Mercury Demand Management only) Instructs the
Workflow to receive a Jump Workflow Step and continue
processing a Request or Package Line initiated in
another Workflow.

o wf_return: (Mercury Change Management and Mercury
Demand Management only) Used to route a
Subworkflow process back to its parent Workflow.
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Table 6-2. Execution Step Source worksheet to window.

Field in Execution
Window

Description

PL/SQL FUNCTION

For Executions of type PL/SQL Function, the actual
function to run. The results of the function will determine the
outcome of the step.

Note: The results of the function must be a subset of the
Validation values for that step.

TOKEN

For Executions of type Token, the Token that will be
resolved. The results of the Token resolution will determine
the outcome of the step.

SQL STATEMENT

For Executions of type SQL Statement, the actual query to
run. The results of the query will determine the outcome of
the step.

Note: The results of the query must be a subset of the
Validation values for that step.

WORKFLOW STEP
COMMANDS

For Executions of type Workflow Step Commands, the
actual commands to run. The commands will result with a
Succeeded or Failed value. Use a Validation with those
values to enable transitioning out of the step based on the
execution results.

PROCESSING TYPE

Indicates whether the Execution is performed immediately
(Immediate) when the Step becomes eligible or whether
the Execution needs to be manually activated by a user
(Manual).

Validation

Specifies the possible values that can exit the Workflow
Step. See “Configure the Step’s Transition Values
(Validation)” on page 95.

Timeout

If this Workflow Step remains eligible for the value entered
in the Timeout value, the Package can be configured to
send an appropriate Notification, as well as escalate to
other steps in the Workflow. See “Specify the default
timeout value” on page 95.

Icon

You can select a different graphic to represent this steps of
this Step Source.

This graphic needs to exist in the icons subdirectory on
the Mercury ITG server. All icons should be in .gif format.

Enabled

The Step Source must be enabled in order to add it to the
Workflow layout.
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Define the Executions

Execution steps are used to perform specific actions. Mercury Change
Management provides a number of number of built in Workflow events for
processing some common execution events (running Object Type commands,
closing a Package, etc.). It is also possible to create custom executions based
on SQL, PL/SQL, Token resolution, and custom commands.

This section discusses when to use specific types of executions and provides
references for configuring these executions.

Execution steps can be created to perform the following actions:

e FExecute the Object Type Commands and transition based on the success or
failure of those commands.

® C(Close the Package Line and mark it as a Success:

® (Close the Package and mark it as Failed

e Transition (jump) to a Workflow that is Processing a Request
® Receive control from a Workflow that is Processing a Request

e Seta Package “Ready for Release” for use with Release Management
Functionality:

® Return from a Subworkflow to the Parent Workflow:

e FExecute a PL/SQL function and then transition based on the result:
o [Execute a SOL statement and then transition based on the result

® Evaluate a Token and then transition based on the result

e FExecute a number of system level commands and then transition based on
the success or failure of those commands.

o Example: Start a server

o Example: Stop a server

Execute the Object Type Commands

Different objects (stored on the Package Line) require unique processing at
different points in a process. For example, the commands needed to migrate a
file are different than the commands needed to migrate data. Therefore, it is
possible to program the commands on a per-Object Type basis. The Workflow
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can then be configured to execute the Object Type commands at a specific step
in the process. Each object (Package Line) will run its own commands,
ensuring the correct execution for that Object Type.

the Object Type commands. Use and modify (if necessary) a copy of this

Mercury Change Management includes a system Step Source that executes
Step Source to process this action.

Step Source = DLV Execution w/ Reset

To create an Execution Step source that will execute the Object Type
commands for each Package Line in your Package:

1. Open the Workflow Workbench.
2. Select the Workflow Step Sources window.

3. Select the Execution directory.

ﬁ__iWorkﬂow Step Sources ! E[
rFitter by

|Packages

=l
=l

|Only items | can edit

3 Workflow Step Sources
{7 Decisians
{77 Conditions
RSN E = cutions
F-{77 Submorkilowes

Mewy | Coapy | GIREr | [DElEte |

r Alveays on top

4. Click New.
The Execution window opens.

5. Enter the following information:
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Field in Execution Value
Window
Name Enter a descriptive name for the Step Source.
Workflow Scope Packages
EXECUTION TYPE Built-in Workflow Event
WORKFLOW EVENT execute_object_commands
PROCESSING TYPE Manual or Immediate
Validation WF - Standard Execution Results (This is the default
selection. You can select another existing or create a new
Validation.)
Enabled Yes
Execution | Ownershipl UserDatal Used Elyl
Mame |Execute Object Type Commands Winrkflow Scope |Packages LI
Description |This will execute all Object Type Commands.
Execution Type |Elui|t—inW0rkﬂ0wEvent LI Winrkflow Event |execute_0bject_commands LI
Timeout | Days LI

yalidation [V - Standard Execution Results E
R | Openl lcon |

Processing Type |Manua| LI Enahbled: & Yes Mo

Execution:

Tukens |
Werify | QK I Save | Cancel

|Ready
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Tip

Close the Package Line and mark it as a Success

It is possible to create an Execution Step that closes a Package Line. When all
Package Lines are closed, the Package will close. Each Package Workflow
should resolve with a closed Package. Later, the Packages that were closed
successfully can be reported on.

This type of step is also required when integrating Request and Package
Workflows. If a Package has been created using the Request Workflow Step
“Create Package and Wait,” the Request Workflow will not proceed until the
Package Workflow has closed.

To configure an Execution Step source to close a Package Line and mark

it as a Success:

1. Create an Execution Step source with the following settings:

Field in Execution
Window

Value

Name

Enter a descriptive name for the Step Source.

Workflow Scope

Packages

EXECUTION TYPE

Built-in Workflow Event

WORKFLOW EVENT

wf_close_success

PROCESSING TYPE

Manual or Inmediate

Validation WF - Standard Execution Results (This is the default
selection. You can select another existing or create a new
Validation.)

Enabled Yes
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Execution | gwnership | Uzzr Datz | Used By
Marne || Wiorkflow Scope |Packages LI
Description |
Execution Type |Elui|t—inW0rkﬂ0wEvent LI Workflow Event |Wf_close_success LI
yalidation [V - Standard Execution Results E Timeout | Days [
R | Openl lcon |
Processing Type |Manua| LI Enahbled: & Yes Mo
Execution:
Tukens |

Werify | QK I Save | Cancel

|Ready

Mercury Change Management includes a system Step Source that performs
this task. Use this Step Source unless it does not meet the required
specifications (such as Validation or Processing Type).

Tip

Step Source = Close (Immediate success) or Close (Manual success)

Close the Package and mark it as Failed

To configure an Execution Step source to close a Package and mark it as a
Failed:

1. Set the following in the Execution window:

Field in Execution Value
Window

Name Enter a descriptive name for the Step Source.
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Tip

Field in Execution
Window

Value

Workflow Scope

Packages

EXECUTION TYPE

Built-in Workflow Event

WORKFLOW EVENT

wf_close_failure

PROCESSING TYPE

Manual or Inmediate

Validation WF - Standard Execution Results (This is the default
selection. You can select another existing or create a new
Validation.)
Enabled Yes
Execution | gwnership | Uzzr Datz | Used By
Mame | Winrkflow Scope |Packages LI
Description |
Execution Type |Elui|t—inW0rkﬂ0wEvent LI VT =T T close_failure
yalidation [V - Standard Execution Results E Timeout | Days [
R | Openl lcon |
Processing Type |Manua| LI Enahbled: & Yes Mo

Execution:

Tukens |

Werify |

Ok I Save | Cancel

|Ready

Mercury Change Management includes a system Step Source that performs

this task. Use this Step Source unless it does not meet the required
specifications (such as Validation or Processing Type).

Step Source = Close (Immediate failure)
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Transition (jump) to a Workflow that is Processing a Request

Package Workflows can communicate with Request Workflows at specific
jump and receive points. To effectively utilize this functionality, you need to
properly configure both the jump and receive execution Workflow Steps. See
“Package - Request Workflow Integration” on page 260 for additional details.

Receive control from a Workflow that is Processing a Request

Package Workflows can communicate with Request Workflows at specific
jump and receive points. To effectively utilize this functionality, properly
configure both the jump and receive execution Workflow Steps. For additional
details, see “Package - Request Workflow Integration” on page 260.

Set a Package “Ready for Release” for use with Release
Management Functionality

To configure an Execution Step source to feed a Package into a Release, set the
following in the Execution window:

Field in Execution Value
Window

Name Enter a descriptive name for the Step Source.
Workflow Scope Packages
EXECUTION TYPE Built-in Workflow Event
WORKFLOW EVENT rm_ready_for_release
PROCESSING TYPE Manual or Inmediate
Validation RM - Ready for Release
Enabled Yes

‘ Mercury Change Management includes a system Step Source that performs
Tip this task. Use this Step Source unless it does not meet the required
specifications (such as Validation or Processing Type).

Step Source = Ready for Release
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For more detailed information on using the Release Management functionality,
see Configuring a Release Management System.

Return from a Subworkflow to the Parent Workflow

Execution steps can be configured to automatically return from a subworkflow
to its parent Workflow. Create an Execution Step (to be used on the
Subworkflow) with the following configuration:

Field in Execution
Window

Value

Name

Enter a descriptive name for the Step Source.

Workflow Scope

Packages

EXECUTION TYPE

Built-in Workflow Event

WORKFLOW EVENT

wf_return

PROCESSING TYPE

Manual or Inmediate

Validation WF - Standard Execution Results (This is the default
selection. You can select another existing or create a new
Validation.)

Enabled Yes

See “Using Subworkflows” on page 255 for additional details.

For a Package Line or Request to transition back to the parent Workflow, the
Subworkflow must contain a Return step. The transitions leading into the
Return step must match the Validation established for the Subworkflow Step.
Users must verify that the Validation defined for the Subworkflow Step is
synchronized with the transitions entering the Return Step. The
Subworkflow Validation is defined in the Workflow window.
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Tip

Mercury Change Management a system Step Source that performs this task.
Use this Step Source unless it does not meet the required specifications (such
as Validation or Processing Type).

Step Source = Return from Subworkflow

Execute a PL/SQL function and then transition based on the result

A PL/SQL function Execution Step runs a PL/SQL function and returns its
results as the result of that Workflow Step. Include an Execution Step with the
following source configuration:

Field in Execution Value
Window
Name Enter a descriptive name for the Step Source.
Workflow Scope Packages
EXECUTION TYPE PL/SQL Function
PROCESSING TYPE Manual or Inmediate
Validation Select or create a Validation that includes all of the

possible values of the SQL query.

Tip: You can create a Validation validated by SQL. Use the
same SQL from the execution minus the WHERE clause.

Execution Enter the SQL query.

Enabled Yes

Execute a SQL statement and then transition based on the result

SQL statement Execution steps are used when a Workflow needs to be routed
based on the result of a query. A SQL statement Execution Step runs a SQL
query and returns its results as the result of that Workflow Step.

Include an Execution Step with the following source configuration:
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Field in Execution Value
Window
Name Enter a descriptive name for the Step Source.
Workflow Scope Packages
EXECUTION TYPE SQL Statement
PROCESSING TYPE Manual or Inmediate
Validation Select or create a Validation that includes all of the

possible values of the SQL query.

Tip: You can create a Validation validated by SQL. Use the
same SQL defined for the execution minus the WHERE

clause.
Execution Enter the SQL query.
Enabled Yes

Configuration notes:
e Only use Select statements
e Tokens can be used within the WHERE clause

e Query must return only 1 value

Evaluate a Token and then transition based on the result

Mercury Change Management includes Workflow Execution steps that may be
used to set up data-dependent rules for the routing of Workflow processes.
Token Execution steps enable a Workflow to be routed based on the value of
any field within a particular entity. A Token Execution step references the
value of a given Token and uses that value as the result of the Workflow Step.

A transition may be made based on the stored value stored by using Tokens in
the Execution step. Include an Execution Step with the following source
configuration:
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Field in Execution Value
Window
Name Enter a descriptive name for the Step Source.
Workflow Scope Packages
EXECUTION TYPE Token
PROCESSING TYPE Manual or Inmediate
Validation Select or create a Validation that includes all of the

possible values of the resolved Token.

Tip: To create a Validation validated by SQL, include the
same Token in the SQL.

Execution Enter the Token for the value that the transition will be
based on.
Enabled Yes

For example, ACME needs to deploy changes to different servers depending
on the type of object being deployed.

Evaluate Object

Type
Database Other Results
A l
Migrate to Migrate to
Database Server
Environment Environment

Success—» Sync «——Success

ACME decides to use an Execution step to automatically evaluate the type of
object and route the Package line accordingly. To accomplish this, an
Execution Step source (Evaluate Object Type) has been, configured with the
following parameters.
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Field in Execution Value
Window
Name Evaluate Object Type
Workflow Scope Packages
EXECUTION TYPE Token
PROCESSING TYPE Immediate
Validation DLV - Object Type - Enabled
Execution [PKGL.OBJECT_TYPE]
Enabled Yes

Execute a number of system level commands and then transition
based on the success or failure of those commands.

System level commands can be run for Execution Steps of the following
Execution Type: Built-in Workflow Event (execute_object_commands) and
Workflow Step Commands. When either the Workflow or the Object Type
commands execute at this step, the commands will either Succeed or Fail. To
transition based on these results, the code for the Validation values must have

the following values:

e SUCCESS
e FAILURE

IRETGEN VY F - Standard Execution Results

Description: |WF - Standard Execution Results

Enahled: 7 Use in Workflow?
ComponentType:lDrop Davwn List LI
Validated By: [List =l
Walidation Yalues:
Seq | Code | Meaning | Description | Enabledl Default |
1[SUCCESS |Succeeded [ [ [ |
2[FAILURE [Failed [ [v [ |

R | Edlit | Delete | CopyErem |ﬁ|&|

Used By Ownership | QK | Eaye | Cancel

[Ready (Read-0nly, Seed Data)
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‘ It may be preferable to retain the option of resetting failed Execution Steps,
Tip rather than immediately transitioning along a “failed” path. This is often
helpful when troubleshooting the execution. To configure this:

1. Create an Execution Step source to execute the Workflow or Object
Type commands.

2. Create a Validation with the following Validation Values.
a. SUCCEEDED
b. FAILED
c. FAILED - RESET
d. FAILED - REJECTED

3. Add the step to the Workflow Layout tab.

4. Add transitions based on the following Specific Results:
a. SUCCEEDED

b. FAILED - RESET -- set the transition to return back into the same
step.

c. FAILED - REJECTED

Failed - Rejected

When the commands execute successfully, they will follow the Success
transition path. However, when the commands fail, they will not transition
out of the step because no transition has been defined for the Failed result.
The user has to manually select the Package Line step and select Failed -
Retry. The execution will re-run.
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Select a Validation

Select a Validation that has the transition values required for leaving the step.
If there is not already a Validation that meets the requirements, create a new
one from the Workflow Step Source window.

For additional details, see “Configure the Step’s Transition Values
(Validation)” on page 95.

Specify the default timeout value
Timeouts in the Execution Steps can be set at two levels:

e Step level: the amount of time that a step is eligible before completing with
an error. This is set in the Execution window.

e (Command level: the amount of time that an execution is allowed to run
before completing with an error. This applies to the Workflow Step
Commands and Object Type Commands only. It is set in the Command
window.

Timeouts can be by minute, hour, weekday or week. Timeout parameters for
Executions and Decisions are a combination of a numerical timeout value and
a timeout unit (such as weekdays).

If this Workflow Step remains eligible for the value entered in the Timeout
value, the Package can send an appropriate Notification and proceed to other
steps in the Workflow.

Timeouts can be uniquely configured for each Workflow Step in the Layout
tab. The timeout value specified in the Step Source acts as the default timeout
value for the step. When adding a step to the Workflow using this Step Source,
specify a different timeout value for the step.

Configure the Step’s Transition Values (Validation)

Workflows can be configured to transition based on values automatically
returned from an execution or values selected by the user. For each Workflow
Step, define all of the possible values for the step’s transition. This is set in the
Validation field on the Execution window or the Decision window. The
Validation dictates the values in the Specific Result section on the Add Transition
window.
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Execution x|

EHEDUUﬂﬂl anersh\pl UserDatal Used Eyl

1. Validation specifies

all poss,ble results Hare [Execute Object Type Commands wiorkflow Scope [Packages =l
fOI‘ the Step. Description IExscutss all of the commands defined in the Object Type for each Package Line.
Erecution Type IEuwll-in ‘Workflow Event =] workflow Event stecule_ubisct_cummands LI
Walidation [\F - Standard Execution Results Bl .
rocessing Tvpe [Manual =
Mew I Elpenl
Timeout | |Days =l
lcon | Enabled: (% ‘es  No
Execution:
e ¢alidation : W - Standard Execution Results

Hame: [WwF - Standard Execution Results
Description: |WF - Standard Ewxecution Results

Enabled: [7 s i Warkfiow ¥
Component Type: IDrUp Doven List |
Walidated By [t =
Walidation ' alues:
Seq Code Meaning Diescription Enabled Default
> 1 SUCC... |Succeeded |Succeeded s As
2 FaILU... |Failed Failed As N

Werify |
['Save Successiul. vy I Ex I Delete Copy Hom |1|_.J

Used By Dwinership oK | Save | Cancel
|Feady [Read-Only. Seed Datal

2. Add a transition =
between two steps
1. Eweare Object T Edit... 2. Close

in the Workflow

Delete ...
Layout tab. Edit Sourcs
Step Transitions
From Step: IExscuts Obiject Type Commands
To Step: ICIDSE
i Transiions ——
3 Opt’onally base — Define Transition F
. Y B —I
the transition on the & Speciic Result |- =] [Succeeded -
Succeeded
values defined in the ) Ot Ren <
Validation. L
€ Specific Emor [Ho consensus 2
" Other Enors:
Al Emars
Add | Cancel
[Ready
New T Edi ™ TEmevE |
0K I Appl | Canoel
[Ready

When specifying the Validation for the Execution Step source, specify all
possible transition values in the Validation. When using that Step Source on
the Workflow (add it to the Layout tab), decide whether to transition on one of
the specific results, or a number of other transition options:
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e Other Results
e All Results

e Specific Error
e Other Errors

e All Errors

Validations and Execution Type Relationships

There is a correlation between the Validation and the Execution Type. For
data-dependent transitions (Token, SQL, PL/SQL), the Validation must
contain all possible values of the query or Token resolution. Otherwise, the
Execution Step could result in a value that is not defined for the process, and
the Package Line could become stuck in a Workflow Step.

For most Built-In Workflow Events and executions that run commands, the
Validation often includes the standard Workflow results (Success or Failure).
If the commands or event execute without error, the result of Success is
returned. Otherwise, Failure is returned.

The following table summarizes this relationship between Validations and
Execution types.

Table 6-3. Relationship between Validation and Execution Type

Execution Types Validation Notes
Built-in Workflow Event and Typically use a variation of the WF - Standard
Workflow Step Commands Execution Results Validation (Succeeded or

Failed). A few of the Workflow Events have
specific Validation Requirements: wf_return,
wf_jump, wf_receive.

PL/SQL Function Validation must contain all possible values
returned by the function.

Token Validation must contain all possible values for
the Token.

SQL Statement Validation must contain all possible values for

the SQL query.

Tip: You can use the same SQL in the
Validation (drop down or auto-complete list)
minus the WHERE clause.
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Tip

Use the information captured in the “Configuration Worksheets” on
page 409 to construct the Validation.

Consider copying existing Validations to save time and ensure that the SQL
or other Validation technique is configured properly.

Add Steps and Transitions to the Workflow Layout

Build the process graphically by dragging and dropping Workflow Step
Sources onto the Workflow window’s Layout tab. When a Workflow Step
Source is included in a Workflow, it is then referred to as a “Workflow Step.”
If a Step Source does not exist that meets the necessary requirements (such as
decision, execution, correct transition Validation values, or processing type)
one will need to be created.

When adding the Step Source to the Layout tab, supplemental information will
need to be provided. The following sections discuss the configuration required
when:

Adding Decision Steps
Adding Execution Steps
Adding a Subworkflow

Adding Transitions Between Steps

Adding Decision Steps

To add a Decision step to your Workflow:

1.

2.

Drag the Step Source onto the Workflow’s Layout tab.
Enter the general information on the Decision step
Specify the Security

Configure Notifications for the Workflow Step

Specify the Timeout value for the step
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Figure 6-4 shows the information used when creating a Decision Step.

Table D-3. Werlflow Step [Decision] -- Step Number ___

Value

Step Name

Goal / Result of Step

Validation™

Decisions Required
(vote on Step's outcome?)

* One
e At Least One
o Al

Timeout (Days)

* Security Group

* User Mame

& Standard Token

e User Defined Taken

Security (who can act on step):

Include Motification (Yes/Mao)

Matification Event

Matification Recipient:
e Username

* Email Address

® Security Group

e Standard Token

e User Defined Taken

Matification Message

Validation Information® Yalue

Existing Validation?

Mew Walidation?

Walidation Type: (text fiald,
auto-complete, drop down list,
etc.)

“alidation Definition (list of
values or S0L)

4—— Information used when adding
the Step Source to the Workflow Layout

Figure 6-4 Information used to create the Decision Step.

Enter the general information on the Decision step

Enter the following information in the Workflow Step window.
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tes Workflow Step E

Properties | security| Motifications | Timeout] User Dat | Results|

Step Mumber: I 1

Step Marme: IApprD\n’el

Action Sumrmary: I

Description: I

Source Type: IDeciSiDn

Source Mame: IApprD\n’aI

Enabled: % ‘Yes

Display: |Always

Workflowe Parsmeter: INONE

Lol L

Ay Lead Time: I

Project Status: I

]

Current % Complete: I

Parent Assighed To User: I

Parent Assighed To Group: I

wyarkflove Step Infarmation I

Athentication Reguired INDne

L= &

QK I Apply | Cancel |

Ready

Table 6-4. Decision step worksheet to Workflow Step window

Field/Tab on Workflow Description
Step Window
Step Name Name of the step that appears on the Layout tab.

ACTION SUMMARY

The text that appears on the action button in the
Package status panel.

DESCRIPTION A description of the step.
ENABLED Whether or not the step is enabled.
DispLAY Whether or not to show the step on the Package

status panel.

WORKFLOW PARAMETER

Used to save the results of a Workflow Step for later
use in the Workflow processing.

AVG LEAD TIME

A user-specified metric for comparing actual
performance to estimated goals. It does not affect
any transactional logic.

PARENT ASSIGNED TO USER

If this field is not empty when the step becomes
Eligible, the Assigned to User of the Package
automatically changes to the user specified in the
field.
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Table 6-4. Decision step worksheet to Workflow Step window [continued]

Field/Tab on Workflow
Step Window

Description

PARENT ASSIGNED TO GROUP

If this field is not empty when the step becomes
Eligible, the Assigned to Group of the Package
automatically changes to the Security Group
specified in the field.

WORKFLOW STEP
INFORMATION

A text entry field in which any URL can be entered.
This is where users can find documents, instructions
or comments to aid them in processing the
Workflow Step.

SECURITY TAB

See “Setting Configuration Security” on
page 201 for configuration details.

Notifications Tab

Specify who will receive an email Notification when
this step becomes eligible or has a specific result or
error.

TIMEOUT TAB Specify the Timeout value for this step. In the
Timeout tab, select to use the Workflow Step
Source timeout value or specify your own in the
Specific Value section.
Specify the Security

“Integrating Participants into Your Deployment System” on page 187
provides information on setting up security for a deployment process. This
includes such things as controlling who can create Packages and who can act
on specific steps in the process. Security related directly to processing a
Workflow Step is configured in the Workflow Step window.

Define who can act on the step by:

e Security Group

e Username

e Token (standard or user-defined)
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tes Workflow Step E
Properties SECUFiwl Motifications | Timeaut| User Data | Results |
Security Type Security |
Username Username isrnith
Security Group Name ITG Team Manager
Security GI’OUp—} Security Group Marme ITG Change Management Administra...
Username [PKGASSIGHNED_TO_LSERMNAME]
UsgerD [USR.CREATED_BY]
Token /
wew || Edit || e |
QK I Apply | Cancel
Ready
Consider using Security Groups or dynamic access (Tokens) when defining
Tip

the Workflow Step security. Avoid specifying a list of users to control an
action; for example, specifying a list of users who can act on a Workflow
Step. If the list of users changes (due to an organizational reorganization),
that list would need to be updated in many places on the Workflow. By using
a Security Group instead of a list of users, the Security Group can be updated
once, and the changes will be propagated throughout the Workflow Steps.

Configure Notifications for the Workflow Step

“Setting Up Communication Paths” on page 207 provides information on
setting up Notifications for steps in a process. This includes such things as
configuring the Notification’s recipients and message.

For more details, see the following sections:
e  “Identify Participants and Security” on page 56

o “Setting Up Communication Paths” on page 207
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Specify the Timeout value for the step

Use the Timeout tab on the Workflow Step window to set a timeout for the
Workflow Step. Timeout can be set according to either of the following
options:

Use Workflow Step Source—This is the default setting. The Workflow Step
Source determines the Step’s timeout.

Specific Value—Enter a value for the Workflow Step’s timeout according
to:

0 Constant — Enter a numerical value and specify Minutes, Hours,
Days, Weeks, or Weekdays.

o Token — Enter a Token that resolves to a number and specify
Minutes, Hours, Days, Weeks, or Weekdays.

Adding Execution Steps

To add an Execution step to your Workflow:

1.

2.

3.

4.

5.

Drag the Step Source onto the Layout tab.

Enter the general information on the Execution step
Specify the Security

Configure Notifications for the Workflow Step

Specify the Timeout value for the step

Figure 6-5 shows the information used when creating an Execution Step.
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Information used
when adding the
Step Source to the
Workflow layout:

Toble D-2. Workflow Step [Executign] - Step Number

Valve Validation Information® Yalue

Step Name Existing alidation?

Goal / Result of Step Mew Yalidation?

Walidation Type: [text fiaid,

Validation auto-complete, drop down ist,
Execution Type™ etc.)

Processing Type (IMMEDIATE or “alidation Definition (list of
MenuaL execution?) \ 4 values or S0L)

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):

® Security Group Execution Type®* Yalue

e User Mame
& Standard Token
* User Defined Taken

Built-in Workflow Event:
* Execute Commands

* Close
Include Motification (Yes/Mao) « Jump / Receive
Matification Event * Ready for Helease

* Return from Subworkflow

Matification Recipient:
e Usemame PL/SEAL Function
* Email Address

* Security Group Taoken

& Standard Token SCL Staterment
e User Defined Taken

Matification Message

Workflow step commands

Figure 6-5 Information used to create the Execution Step.

Enter the general information on the Execution step

Enter the following information in the Properties tab in the Workflow Step
window.
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£ Workflow Step E

Propenies' Security| Motifications | Timeout| User Data | Results |

Step humber: IQ

Step Name: |Execute Object Type Commands

Action Summsry: |

Descrigtion: I

Source Type: [Execution

Source Name: [DLY Execution (Manual)

Enabled: * ‘Yes

bl

Digplay: |Always

wWorkflow Parameter: IN OME

* Source Environment: I

" Source Environmert Group: I

Bl B e

& Dest Environment: |

| [

" Dest Environment Group |

Save to OMIGLM Archive? ( Yes

Ay Lead Tine: |

Project Status: I

il

Current % Complete: I

Parent Azsigned To User: |

Parent Assigned To Group: |

Wiorkflow Step Informstion I

Authentication Recired [None

L= ml

Ok I Apply | Cancel |

Ready

Table 6-5. Execution step worksheet to Workflow Step window mapping

Field on Workflow Step Description
Window
Step Name Name of the step that appears on the Layout tab.

Action Summary

The text that appears on the action button in the
Package status panel.

Description A description of the step.
Enabled Whether or not the step is enabled.
Display Whether or not to show the step on the Package

status panel.

Workflow Parameter

Used to save the results of a Workflow Step for later
use in the Workflow processing.

Source Environment

Specifies the Source Environment where the
software that is to be changed is located.
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Table 6-5. Execution step worksheet to Workflow Step window mapping

Field on Workflow Step Description
Window

Source Environment Group Specifies the Source Environment Group which
contains the Environment from which the software
change is obtained.

The Source Environment Group can also be used in
conjunction with the Environment Application Codes
to provide a dynamic Source Environment selection.

Dest Environment Specifies the Destination Environment to which the
software change is deployed.

Dest Environment Group Specifies the destination Environment Group. The
destination consists of multiple Environments to
which the software change is deployed.

Avg Lead Time A user-specified metric for comparing actual
performance to estimated goals. It does not affect
any transactional logic.

Parent Assigned to User If this field is not empty when the step becomes
Eligible, the Assigned to User of the Package
automatically changes to the user specified in the
field.

Parent Assigned to Group If this field is not empty when the step becomes
Eligible, the Assigned to Group of the Package
automatically changes to the Security Group
specified in the field.

Workflow Step Information A text entry field in which any URL can be entered.
This is where users can find documents, instructions
or comments to aid them in working the Workflow
Step.

Specify the Security

“Integrating Participants into Your Deployment System” on page 187
provides information on setting up security for your deployment process. This
includes such things as controlling who can create Packages and who can act
on specific steps in the process. Security related directly to processing a
Workflow Step is configured in the Workflow Step window.

Define who can act on the step by:

e Security Group
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e Username

e Token (standard or user-defined)

tes Workflow Step E

Properties SECUFiwl Motifications | Timeaut| User Data | Results |

Security Type Security |
Username Username isrnith
Security Group Name ITG Team Manager
SGCUI‘ity Group—} Security Group Mame ITG Change Managerment Administra...
Username [PKGASSIGHNED_TO_LSERMNAME]
UsgerD [USR.CREATED_BY]

Token /

wew || Edit || e |

QK I Apply | Cancel

Ready

Consider using Security Groups or dynamic access (Tokens) to define the
Workflow Step security. Avoid specifying a list of users to control an action;
for example, specifying a list of users who can act on a Workflow Step. If the
list of users changes (due to an organizational reorganization), that list would
need to be updated in many places on the Workflow. By using a Security
Group instead of a list of users, the Security Group can be updated once, and
the changes will be propagated throughout the Workflow Steps.

Tip

Configure Notifications for the Workflow Step

“Setting Up Communication Paths” on page 207 provides information on
setting up Notifications for steps in your process. This includes such things as
configuring the Notification’s recipients and message.

For more details, see the following sections:
e  “Identify Participants and Security” on page 56

o “Setting Up Communication Paths” on page 207
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Specify the Timeout value for the step

Use the Timeout tab on the Workflow Step window to set a timeout for the
Workflow Step. Timeout can be set according to either of the following
options:

® Use Workflow Step Source — This is the default setting. The Workflow
Step Source determines the Step’s timeout.

® Specific Value — You can enter a value for the Workflow Step’s timeout
according to:

0 Constant — Enter a numerical value and specify Minutes, Hours,
Days, Weeks, or Weekdays.

o Token — Enter a Token that resolves to a number and specify
Minutes, Hours, Days, Weeks, or Weekdays.

Adding a Subworkflow

A Subworkflow can be selected from the Workflow Step Sources window and
dragged onto the Layout tab. When the Package, Request, or Release
Distribution reaches the Subworkflow Step, it follows the path defined in that
Subworkflow. The Subworkflow will either close within that Workflow or
return to the parent Workflow.

To add an enabled Subworkflow to another Workflow:
1. Select the desired Subworkflow and drag it to the Layout tab.

The Workflow Step window opens. This window contains preconfigured
information which is specific to the selected Workflow Step.

108 Mapping your Process into a Workflow



Configuring a Deployment System

tes Workflow Step E

Properties | Security| Notifications | Timeaut| User D4t | Resuits|

Step Mumber: I 3

Step Mame: |Subprocess far deployment.|

Action Sumrmary: I

Description: I

Source Type: |W0rkﬂ0w

Source Name: [DEY = TEST » PRODZ

Enabled: % ‘Yes [l

Display: |Always

Wiarkflow: Parameter: I

& Source Ervirorment: I

EiEEIR

' Source Environment Group: I

& Dest Environmert: I

0

" Dest Environment Group: I

Ay Lead Time: I

]

Project Status: I

Current % Complete: I

Parent Assighed To User: I

Parent Assighed To Group: I

wyarkflove Step Infarmation I

L= &

Athentication Reguired INDne

QK I Apply | Cancel |

Ready

2. Configure this step as if configuring an execution or Decision Step.

3. Click OK.

For a detailed discussion of using Subworkflows, see “Advanced Workflow
Topics” on page 255.

Adding Transitions Between Steps

After adding the steps to the Workflow Layout tab, configure the transitions
between them. Choose to transition between steps based on the following step
results:

e Specific Result (based on the Validation configured in the Step Source)

e Other Results

® All Results
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® Specific Error
® Other Errors

e All Errors

Select the proper transition between steps. The following section provides
some example scenarios and transition configuration options:

j .2 o
1. Bsoms Obfact TS0 L &l

Delete
Edit Souce

Step Transitions

From Step: [Execute Objsct Type Commands
To Step: [Close

~Transitions—— 5 =
Define Transition [<]
Typi————————————————————————

* Specific Result |- 'I Succeeded 'I

Succeeded

alue |

" Dther Results:
Al Resuls:
" Specific Emor: W
£ Dther Errars:
Al Enors:

ok | add | concel |
Hew T Edt T Femeve |

oK. I Apply | Cancel

[Ready

|Ready

Transition based on a specific result

Transitioning based on the result of a specific decision or execution allows the
business process to branch based on anticipated results of a step in the
Workflow.

To transition based on a specific Workflow Step result:
1. Add a transition between two steps.
a. Right-click on a step and select Add Transition.
b. Connect the arrow to the appropriate target step.
The Define Transition window opens.
2. Select the Specific Result radio button.

3. Select the desired result from the drop down list.
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The values in this list will vary depending on the Validation set in the
Workflow Step Source for the transitioning step.

%
L. Beoute Object TESE 2. Close

Delste
Edit Source..

Step Transitions

From Step: |Executa Object Type Commands
Ta Step: [Close
~Trangitiohs——

Define Transition [E | ——

N E V] |

& Speciiic Result [= 'I Succeeded 'I
Succeeded

" Other Results:

Al Resuls:

" Specific Emor: Mo consensus 'I

© Other Enrars:

Al Enors:

0K I Add | Canicel |
[Ready
Mem [ Lot [ Temoe |

oK. I Apply | Cancel

[Ready

Transition based on a value in a field

It is possible to transition a Package based on the value in a particular field.
This can be a general field in the Package definition (such as Priority, Assigned
User, or Package Group) or a custom field specified in the Package Line
(defined on the Object Type). For example, if the Package’s Priority field is set
to Critical, then you may want the Package to follow a different, more robust
process. This is done by resolving a field Token in a Workflow Execution
Step. The Workflow engine evaluates the field’s value at a specific step and
then can route the Package Line accordingly.

To transition based on the value in a field:
1. Add an immediate Execution Step source to the Workflow.

It may be necessary to create a custom Workflow Step Source for this
operation. The Step Source should be configured as shown in the following
table:
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Field in Execution Value
Window
Workflow Scope Packages
EXECUTION TYPE Token
PROCESSING TYPE Immediate

Validation

Select or create a Validation that includes all of the
possible values of the resolved Token. For example, if you
plan on branching based on the Priority field, use the
[PKG.PRIORITY] Token and the DLV - Package Priority -
Enabled Validation. The Validation contains all possible
values of the Token.

Execution

Enter the Token for the value that you would like to
transition based on.

Enabled

Yes

2. Add transition between two steps.

The Define Transition window opens.

3. Select the Specific Result radio button.

4. Select the desired result from the drop down list.

The values in this list will vary depending on the Validation set in the
Workflow Step Source for the transitioning step. For the previous Priority
example, the possible values will be the values allowed in the Package’s

Priority field.
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2%

1. Priority Tolen Erahuatior

Add Transtion ..

Delete ...
Edit Source...

&2 Step Transitions x|

Frorm Step IPrmrityToken Evaluation

To Step: [Escalate
i e i Define Transition

& Sperific Result. |= + =l g

" Cther Resutts

=

&l Resutts High
" Specific Error mCrmca\
© Cther Errors:

Al Errors:

(81,4 I Add | Cancel |

[Ready

K I ke | Cancel |

[Reacy

Figure 6-6 Example: Transitioning based on value in a field (Token)

Transition based on data in a table

It is possible to transition based on information stored in a table. To transition
using this method, use a Workflow Execution Step with an execution type of
SQL. For more information, see “Execute a SQL statement and then transition
based on the result” on page 90.

When transitioning from a properly configured Execution Step (Execution Type
= SQL Statement), transition based on a Specific Result. The possible results
are defined in the Workflow Step Source’s Validation. The values in this list
are determined by a SQL query of a database table.

As with any Execution Step, configure this transition to be an immediate or
manual step.

Transition based on all but one specific value

It is possible to transition based on all but one specified value. For example,
you may want to transitional all “Critical” Packages one way and all other
results another.

To transition based on all but one specific value:
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1. Create a transition from a step based on a specific result.

2. Create another transition from the same step to another step and specify
Other Results.

f& Step Transitions

Fram Step: |Package Friarity

To Step: |Triage
“Transitions — bl EREEY R

T | € sSpecific Resutt: |= '” LI E_I
ye

Al Resuts:

" Specific Error: |0 consensus LI
" Cther Errors:

€ Al Errors:

Ok I Add | Cancel |

|Ready

ok I il | Cancel

Ready

In the above example, only Packages with a “Critical” priority will follow the
Escalate path. All other results are sent to Triage.

‘ Use Other Results when multiple transitions are exiting a single step. Other
Tip Results will act as the transition if none of the other explicit transition
conditions are satisfied.

Transition based on all results

It is possible to define a Package to transition regardless of the step’s actual
results. For example, you may want to run a subworkflow to perform server
maintenance after the on-call server contact is identified. To do this, add a
transition from the Specify Contact step to the subworkflow. Since the next step
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in the process does not depend on the result of the step, it is appropriate to use
the All Results transition.

To do this, define a transition from the step and select All Results. The Define
Transitions window is shown below.

i Define Transition

" Specific Result: |: '” LI
7 Other Resuts:

" Specific Error: |0 consensus LI
© Otter Errors:

€ Al Errors:

r Require Mates on Transition

Ok I Add | Cancel

|Ready

Consider using an All Results transition when kicking off a sub-process. Note
that you can still define transitions based on Specific Results or errors when
you select All Results. The process can be brought together later using an
AND step.

Tip

Transition based on error

It is possible to transition based on a specific error that occurs during an
Execution Step. The business process may then be branched based on likely
execution errors such as Timeout, Command Execution or Invalid Token.

To transition based on a specific Workflow Step error:
1. Add transition between two steps.
The Define Transition window opens.
2. Select the Specific Error radio button.
3. Select the error from the drop down list.

All values in this list are defined in Table 6-6.
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1. Exeorte Ohbject Comnande

f&> Step Transitions

EXIT

3. Cloge (Success) - 100%

Fram Step: |Tr0ub|esh00t

To Step: |Triage

“Transitions — bl EREEY R

7 Other Resuts:
Al Resuts:
> ' Specific Error:

© Otter Errors:

T | € sSpecific Resutt: I: v”ReworkRequired LI 2 |

Mo consensus LI
o

Mo consensus
Mo recipients

© AllErrors: Timeout
Irvalid token |
[ORACLE errar
Ready MULL result
—eeeeeeeIrvalid integer =
Invalid date hd
o R, Cancel

Ready

Table 6-6. Specific Error Step Transitions

Transition Option

Meaning

Multiple Return
Results

When the Package Level subworkflow receives multiple
results from Package Lines that traversed through it.

No consensus

When all users of all Security Groups, or users linked to the
Workflow Step need to vote, and there is no consensus.

No recipients

When none of the Security Groups linked to the Workflow Step
has users linked to it, no user can act on the Workflow Step.

Timeout

When the Workflow Step times out. Used for Executions and
Decisions.

Invalid Token

Invalid Token used in the execution.

ORACLE error

Failed PL/SQL Execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.
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Table 6-6. Specific Error Step Transitions

Transition Option

Meaning

Command
execution error

Execution engine has failed or has a problem.

Invalid Result

Execution or Subworkflow has returned a result not included in
the Validation.

Parent closed

For wf_receive or wf_jump steps, a Package Line is expecting
a message from a Request that is cancelled or closed.

Child closed For wf_receive or wf_jump steps, a Request is expecting a
message from a Package Line that is cancelled or closed.

No parent For wf_receive or wf_jump steps, a Package Line is expecting
a message from a Request that has been deleted.

No child For wf_receive or wf_jump steps, a Request is expecting a
message from a Package Line that has been deleted.

Multiple jump For wf_jump steps in a Package Line, different result values

results were used to transition to the step.

Transition back to the same step

It is possible to retain the option of resetting failed Execution Steps, rather than
immediately transitioning along a “failed” path. This is often helpful when
troubleshooting the execution.

To transition back to the same Execution Step:

1. Create an Execution Step source to execute the Workflow or Object Type

commands.

2. Create a Validation with the following Validation Values.

a. SUCCEEDED

b. FAILED

c. FAILED - RESET

d. FAILED - REJECTED

3. Add the step to the Workflow Layout tab.

4. Add transitions based on the following Specific Results:
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a. SUCCEEDED
b. FAILED - RESET -- set the transition to return back into the same step.

c. FAILED - REJECTED

EXIT
2. Cloge (Success)

EXIT

3. Cloge (Faihme)

Failed - Rejected

When the commands execute successfully, they will follow the Success
transition path. However, when the commands fail, they will not transition out
of the step because no transition has been defined for the Failed result. The user
has to manually select the Package Line step and select Failed - Retry. The
execution will re-run.

is not feeding directly back into the Execution Step. This would result in a

Be careful when using an immediate Execution Step when the FAILED result
continual execution-failure loop.

Transition based on a previous Workflow Step result (parameters)

It is possible to use Workflow parameters to store the result of a Workflow
Step. This value can then be used later to define a transition.

To create a transition based on a Workflow parameter:
1. Create a Workflow Parameter in the Workflow window.
2. Specify that Workflow Parameter in a Workflow Step on the Layout tab.

3. Create a Token Execution Step that will resolve the value in the Workflow
parameter.
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Example: Using a Workflow Parameter to Transition

One step in the process requires the user to route the Package based on the type
of change (code or database). The decision made at this step is then considered
later in the process to correctly route rework of the specific type.

6. Cloge (Puccess) - 100%

To enable this process, set the following in the Workflow:
1. Create a Workflow Parameter in the Workflow window.

This is done by clicking Add in the Workflow tab on the Workflow window.

2 Workflow Parameter [x]

Prompt: | Type of Change
Token: [ TYPE_OF_CHANGE

Description: | Type of Change

ok I il | Cancel

Default Yalue: I

Ready

2. Select Type of Change for the Workflow Parameter in Type of Change
Workflow Step on the Layout tab.
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te> Workflow Step E

Properties | security| Motifications | Timeout] User Dat | Results|

Step Mumber: I 8

Step Name: | Type of Change

Action Sumrmary: I

Description: I

Source Type: IDeciSiDn

Source Name: [Type of Change

Enabled: % ‘Yes [l
Rlay: [Always
=
< wiarkflowe Parameter: BRYY >

.W

Project Status: I E
Current % Complete: I

Parent Assighed To User: I
Parent Assighed To Group: I
wyarkflove Step Infarmation I ﬂ
Authentication Recuired INDne LI

QK I Apply | Cancel |

Ready

3. Create a Token Execution Step that will resolve the value in the Workflow
parameter.

Note that the Validation used in this step should contain the same values as
the Validation specified in the Type of Change Decision Step.
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Execution | gwnership | Uzzr Datz | Used By

Mame |Eva|uate Type of Change

Winrkflow Scope |Packages LI
Description |
Execution Type |T0ken LI Workflow Event |N0ne LI
alidation |Type of Change E
Frocessing Type |Immediate LI
e | Openl
Timeout | |Days LI
lcon | Enabled:  Yes ' No
Execution:

[WFILP. TYPE_OF _CHANGE]

Tokens |
Werify |

['Save" Successful.

4. Add the steps and transitions as shown below

1. Type of Change
Code Change
Ewgrm Code

Y | N

4. Test

6. Cloge (Puccess) - 100%
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Transition to and from Subworkflows

There are special configuration requirements when transitioning to and from
Subworkflows. For detailed instructions, see “Using Subworkflows” on
page 255.

Transition to and from a Request Workflow

There are special configuration requirements when transitioning to and from a
Request Workflow using Jump and Receive steps in the Workflows. For
detailed instructions, see “Using Subworkflows” on page 255.
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Chapter

Constructing the Object Type

This chapter provides an overview for how to configure the Object Types that
will be used to process objects (Package Lines) through a deployment
Workflow. This includes configuring Object Type fields and Commands.

This chapter discusses the following topics:
® C(Creating an Object Type - Overview

e (Creating Object Type Fields

® (Creating Object Type Commands

Creating an Object Type - Overview

Object Types are created and configured using the Workbench.

To create a new Object Type:

1. Click the Change Mgmt screen group on the Workbench and click the
Object Types icon.

The Object Type Workbench window opens.
2. Click New Object Type.

The Object Type window opens.
3. Enter the Object Type general information.

This includes the Object Type’s Name, Description, Extension association,
and Object Category.

4. Create fields that describe your Object.
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Note

)

This includes configuring the following:
o Field names
o Validations and component types (dictated by the Validation)

o Field Behaviors: whether fields are displayed, required, any
defaulting behavior, etc.

For detailed instructions, see “Creating Object Type Fields” on page 125.

. Configure the Fields’ layout.

For detailed instructions, see “Modifying the Object Type Layout” on
page 138.

. Create the Object Type’s commands.

For detailed instructions, see “Creating Object Type Commands” on
page 144.

Set Ownership for the Object Type.

This controls who can modify or delete the Object Type. For detailed
instructions, see Security Model Guide and Reference.

It is often more efficient to use the Copy functionality to copy an existing
Object Type and then edit the new copy. To reduce the amount of editing
required choose an existing Object Type similar to the Object Type to be
generated.

Only users with the appropriate security can create or edit Object Types. To
edit Object Types, you must belong to a Security Group that has the Change
Mgmt: Edit Object Types Access Grant. See the “Setting Configuration
Security” on page 201 for more information.
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Creating Object Type Fields

Object Type fields define the information collected from the end users when a
Package Line is generated. It is possible to configure fields prompts, Tokens,
behaviors and Validations for each Object Type.

Object Type fields are critical for deployments. They are often used by the
Workflow for routing (Validations). Tokens associated with the field are also
often referenced in the Object Type commands, Workflow Step security, and

Notification settings.

To migrate a file, Mercury Change Management must know the file name. A
field named “File Name” can be created to capture that information.

@i object Type : File Migration

Ohbject Type Name: [File Migration

De=scription: |Fi|e Copy from Environment to Environment

Extension: | =] object ame Colunr: [PARAMETER =l
Object Category: IStandard Ohjects LI Ohject Revizion Columi: I LI
Meta Layer Wiew: |MPKGL_ |FILE_MIGRATION
Enabled:  ¥es  No
Figldls | Layoutl Commandsl @ra Laps Ownershipl
Praompt | Token Parameter Cal. | Dizplayed | Componert Type | “alidation
File Location:  [P_FILE_LOCATI... [PARAMETER4  [v |Drop Dowin List |DLy - File Lacation
File Type: F_FILE_TYFE PARAMETERI |Y Drop Down List DLV - Fila Type
F_FILEMNAME FARAMETER1 b File Chooser File Choaoser- Full File M:
Sub-Path: F_SUB_PATH FPARAMETERZ |Y Directary Chooser  |Directary Chooser
1| | i
ey | Eclit | Remove |
Ok | SEVE | Cancel |
heady

To configure an Object Type field:
1. Open the Object Type window.

2. Click New.

The Field window opens.

3. Enter the general field information: Field Prompt, Token, and Description.

4. Select a Validation for the field.
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If a Validation does not exist that meets the necessary requirements, one
must be created. The Validation dictates the possible values that can be
entered in the field and the field type (such as text field, drop down list, or
date field).

5. Configure the field’s behavior.

This consists of setting options in the field’s Attributes, Default and
Dependencies tabs. See “Configuring Field Behavior” on page 132. Note
that some field behavior is dependent on other Object Type fields. This
step may need to be revisited after creating the other fields in the Object

Type.
6. Enable the field.

ACME requires a File Type field to describe the objects to be deployed. On
@ their Object Type, they add a field with the following settings:

i Field: New
Field Prompt: IFiIe Type Token: IF'_FILE_TYF'E
Description: ILiSt of file types.
Enabled: % ‘Yes [l
validation [T ETE S R T 3 | Component Typer [Drop Down List LI
Ne_""lml Mutizelect: & Ves L)
Attributes | Defaunl Dependenciesl
Parameter Col.: IPARAMETERS LI Display Only: |Never LI
Display: * Yes Mo Reuirecd: |Never LI
Editable: % ‘es  no
Copy From... | QK I Add | Cancel |
|Ready

The Validation is validated by a list. This is an appropriate choice because the
selection is not expected to change.

Determining the Field Type (Selecting a Validation)

When configuring the Object Type, you can specify a different Validation for
each field. The Validation dictates the possible values that can be entered in the
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field and the field type (such as text field, drop down list, or date field). The
following sections provide some general information related to Validations.

® “Available Field Types” on page 127
o “Selecting the Validation” on page 129
® “Building a Validation” on page 129

For more detailed implementation instructions, see “Validations” on page 287.

Available Field Types
Fields located on the Object Type can be of the following types.

Table 7-1. Field types.

Field component Description

Text Field, Text Area | Text fields and text areas are generic entry fields. Text fields are displayed on a
single line, while text areas are displayed on multiple lines using a scroll bar if
necessary. The values that are entered can be constrained. If an attempt is
made to type non-conforming values into a text field or text area, the entries are
ignored. For example, if the letter “A” is typed into a numeric field, the character
does not appear.

Text fields can also be configured to display the data according to a certain
format. For example, you can configure a text field to accept and format a nine
digit, hyphenated social security number or a ten digit telephone number.

Drop down list Allows the user to select from a predefined set of values. The values in a drop
down list can be specified in two ways:

¢ In the Validated By field, by selecting List to enter specific values.
¢ By selecting SQL to use a SQL statement to build the contents of the list.

Auto-complete list Allows the user to select from a predefined set of values. The values in an auto-
complete list can be specified in the following ways. In the Validate By field,
select one of the following:

o List: used to enter specific values.
e SQL: uses a SQL statement to build the contents of the list.

e Command With Delimited Output: uses a system command to produce a
character-delimited text string and uses the results to define the list.

e Command With Fixed Width Output: uses a system command to produce
a text file and parses the result on the basis of the width of columns, as well
as the headers.

Constructing the Object Type 127



Configuring a Deployment System

Table 7-1. Field types.

Field component

Description

Radio Button

Radio buttons are used for fields where there are two or more choices.

(Yes/No) Selecting on option disables the other associated options. For example, clicking
Yes in a Yes/No radio button pair disables the No option. To select a choice,
click the button to the left of the appropriate choice.

Date Field Date fields can accept a variety of formats. The current date field Validations

are separated into two categories: all systems, and systems using only the
English language.

Web Address (URL)

The Web Address field is a generic text entry field in which any URL can be
entered. When this field is used, a U button appears next to the field. If U is
clicked, a Web page is opened using the field value as the Web address.

Directory Chooser

The Directory Chooser field can be used to select a valid directory from an
Environment. Mercury Change Management connects to the first Source
Environment on a Workflow and allows navigation through the directory
structure and the selection a directory from the list.

On every Object Type that a Directory Chooser is used, it is also necessary to
have a field whose Token is ‘P_FILE_LOCATION’ and whose Validation is DLV
- File Location. The possible values for this field are Client and Server. If
Client is chosen, the Directory Chooser connects to the Client Base Path of the
Source Environment. If Server is chosen, the Directory Chooser connects to
the Server Base Path of the Source Environment.

File Chooser

A File Chooser field can be used to select a valid file from an Environment.
Mercury ITG Center connects to the first Source Environment on a Workflow
and provides the ability to view all files within a specific directory and select one
from the list.

On every Object Type that a File Chooser is chosen, it is necessary to have two
other fields defined. The first is a field for the File Location for the directory
chooser, described in the previous section. The second is a field whose Token
is ‘P_SUB_PATH:’. This field is the directory from which the file is selected and
is usually a Directory Chooser field.

Password

The Password Field component type creates a text field with an associated C
button. Data is entered through a dialog that asks for the new password and a
verification of the password. The text is then displayed in the field as *****.
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Mercury Demand Management also support the following additional field
@e- component types:

e Table Component
e Budget

e Staffing Profile

e Resource Pool

See “Validations” on page 287 for details.

Selecting the Validation

Use the information gathered in “Gathering Process Requirements and
Specifications” on page 35 to determine the appropriate Validation for the
Object Type field. If a Validation does not exist that meets the necessary
requirements (such as having the appropriate values), one will need to be
created. For a complete list of Validations that are delivered with Mercury
Change Management, see “Validations” on page 287.

You can also select a Validation that has been configured for use at your site.

‘ Be careful when using a Validation that has been configured for use in
Tip another process. If the owner of the other process changes the Validation, it
will also be changed for the items in your process. Consider creating a new
Validation by copying the existing one. You can then control who can alter
the Validation values by setting Ownership on that Validation.

Building a Validation

If a Validation does not exist that meets the necessary requirements (such as
having the appropriate values), one may be created. Click New in the Field
window to open the Validation window. Define your Validation using the
instructions in “Validations” on page 287.

This section provides some guidance for when to use specific types of
Validations. Table 7-2 highlights when to use certain component types.
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Table 7-2. When to use certain field component types.

Component Type When to use:
Auto-complete list Use when presenting a list of options to the user.
Drop down list For example:

e List of all users

o List of all users in a specific Security Group
(include on a Package Line to specify who
should review a change)

¢ Desired actions (copy only; copy and run
commands; copy, run commands and delete;
etc.)

o List of information located in another (non-
Mercury ITG) system. (example: list of
managers stored in PeopleSoft)

Directory chooser Used to specify the location of objects to be
File chooser deployed.

Text field Used to capture related information required for
Text area processing.

Date field

Radio button Used when only two options exist. (Yes/No)

Auto-Complete Versus Drop Down List

Auto-completes and drop down lists are often applied in similar situations.
They both present a predefined / limited list of choices to the user, but both
have unique features which could be more appropriate for a given situation.
Consider the following comparison chart when selecting to use a drop-down or
auto-complete list.

Table 7-3. Auto-complete versus drop down comparison chart.

Action Auto-complete Drop-down
Can contain a static list of choices Yes Yes
Can contain choices derived from a database Yes Yes
query
Can contain choices from system executions Yes
(commands)
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Table 7-3. Auto-complete versus drop down comparison chart.

Action Auto-complete Drop-down

Can display multiple columns of information Yes

Allows users to select multiple values from the Yes

list

List is determined at the time of page/screen Yes

load

List is determined when the field is selected. this | Yes
is useful when making the values in the list
dependent on other parameters in the screen.
For example, listing only users in a specified

Security Group.

Allows for partial value returns (for example, Yes
type “A” and and view only the choices

beginning with “A.”)

Usability should also be considered. Drop down lists become less efficient
when the selection list gets large. Consider using auto-completes in these
situations.

Tips for Configuring Validations

Consider the following tips when creating a Validation for your Object Type:

Be careful when creating Validations (drop down lists and auto-complete
lists) that are validated by lists. Each time the set of values changes, the
Validation must be updated. Consider, instead, validating using a SQL
query or PL/SQL function. For example, to create an auto-complete field
that lists all users in a specific department, validate the list by SQL.

SELECT U.USER_ID, U.USERNAME, U.FIRST_NAME, U.LAST_NAME

FROM KNTA_USERS U, KNTA_SECURITY_GROUPS SG,
KNTA_USER_SECURITY US

WHERE SG.SECURITY_GROUP_ID
US.USER_ID = U.USER_ID

AND SG.SECURITY_GROUP_NAME = 'Support Team'

and UPPER (u.username) like UPPER('?%')

and (u.username like upper (substr('?',1,1)) ||

or u.username like lower (substr('?',1,1)) ||
order by 2

US.SECURITY_GROUP_ID AND
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In the above example, when a new user account is created and included in
the “Support Team” Security Group, that user will automatically be
included in the auto-complete list.

e Reuse SQL and PL/SQL from existing Validations. Review the seeded
Validations (see “System Validations” on page 359) to see if there are
other similar Validations in the system. If there are, copy the Validation
and modify the Validated By specifications to meet the necessary
requirements.

e [t is often possible to use the same Validations for Workflow Step Sources
as for the field Validations.

Configuring Field Behavior

It is possible to configure each field to behave in a certain way using the Field
configuration window in the Object Type window. The Field window contains
three tabs: Attributes, Default, and Dependencies.
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A"ribufes 'ab: used_gﬁmn Financial Apps - File Types|

to set basic display,
edit and require-
ment field properties.

Default tab: 156 Clmmm

to set the value in
the field.

£ Field: New
Figld Prompt: |File Type Toker: IPiFILEiTYPE
Description: |List o file types
Enabled: * Ves (S}
Component Type: IDrUp Down List LI
e | open | Mutiselect ¢ os & 1o
attriutes | Dafaut | Dependencies |
Parateter Col.: IF‘ARAMETERS j Display Only: |Never j
Display: % Yes Mo Recuired: |Never j
Editable: % Yes © Mo
Copy From.. Add Cancel |
\Ready’
g Field: New
Field Prampt: |File Type Token: |P_FILE_TYPE
Description: |Li51 offile types.
Enables: ' Yes N
o Companent Type: |Cron Down List LI
_tevr [ open | Multiselect, ¢ Ves (o
Aftributes  Detault |Dependenc\es|
Default Type: |Parameter ;I Yisible YWalue: ¥
Depends On: |Nnne LI
P_FILE_LOCATION
P_FILE_TYFE

Copy FromP_FILENAME

pu | camcer |

W P_SUB_PATH

Dependencies tab:
used to set clearing,
display and require-
ment field properties
based on values in
other Object Type
fields.

2 Field: New
Field Pramgt: |File Type Token: IP_FILE_TYPE
Description; |L|st offile types.
Enabled: (% es o
walidation |Financial Apps - File Types (G 2 IDrop Drovwn List LI
+ e open| Mulizlect € ves & 1o
attributes | Defaut DEDENdEﬂDiésl
Clear WWhen: IFiIe Location: LI Changes
Display Only When: |File Type LI Ihke LI I
Reguired When: |M10Ne Ihke ;I |

File Location

Copy From...

File Mame:

Add Cancel

From the Field window, configure whether the field:

Is displayed (for example: you may need to store a value for later use in

[ ]
commands, but do not want to clutter the Package Line)
e Can be edited under different circumstances
e [srequired under different circumstances
e Defaults to a certain value
[ ]

Is dependent on values in other fields in the Object Type
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o Clear the field’s value when another field changes

o Display only when another field has a specific value

o Required only when another field has a specific value

Table 7-4 defines the behavior-related settings in the Field window.

Table 7-4. Attributes Tab - Fields window

Field

Description

Parameter Col.

Determines the internal database column that the field value will
be stored in. These values are then stored in the corresponding
column in the Package Lines table for each Line of the given
Object Type.

Information can be stored in up to 30 columns and thus allow up
to 30 fields/Parameters. No two fields in an Object Type can
use the same column.

Display Only

Determines whether a field should be displayed using the
following options: Always, Never or Use Dependency Rules.
Select Use Dependency Rules to use the logic defined in the
Dependencies tab.

Display Only: Always means that the field is not editable.
Display Only: Never means that the field is always editable.

Display

Determines if this field is visible in the Package Line region of
the Package window.

Required

Determines if a value needs to be specified for this field using
the following options: Always, Never or Use Dependency
Rules. Select Use Dependency Rules to use the logic defined
in the Dependencies tab.

Updateable

After a Package Line has been entered and submitted, it starts
moving through its Workflow. This attribute determines if the
field can still be updated. For example, it may be necessary to
ensure that a Filename field is not updateable once Package
Lines of File Object Type start getting processed.

Table 7-5. Default tab - Fields window

Field

Description

Default Type

Defines if the field will have a default value. Either default the field
with a constant value, default it from the value in another field, or
default to a parameter.
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Table 7-5. Default tab - Fields window

Field

Description

Visible Value

If a Default Type of Constant is selected, the constant value can
be entered here. This value should be what the user would
normally enter in the field.

Depends On

If defaulting from another field, enter the Token name of that field.
At runtime, when using this Object Type, every time a value is
entered or updated in the source field, it will automatically be
entered or updated in this destination field.

Table 7-6. Dependencies tab - Fields window

Field

Description

Clear When
____Changes

Indicates that the current field should be cleared when the
specified field changes.

Display Only
When

Indicates that the current field should only be editable when certain
logical criteria are satisfied. This field functions with two adjacent
fields: a drop down list containing the logical qualifier and a text
field. To use this functionality, select Use Dependency Rules from
the first drop down list.

Required
When

Indicates that the current field should be required when certain
logical criteria are satisfied. This field functions with two adjacent
fields: a drop down list containing logical qualifier and a text field.
To use this functionality, select Use Dependency Rules from the
first drop down list.

the other Object Type fields will often have to be created before configuring

(— Since field behavior is often dependent on other fields in the Object Type,
Note

a field’s behavior.

Configuring Field Dependencies

Field behavior and properties can be linked to the value of other fields defined
for that entity. For example, an Object Type field can become required when
the value in another field in that Object Type equals the text “Critical.”

A field can be configured to:

e (lear when another field changes.
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e Become read only when another field meets a logical condition defined in

Table 7-7.

e Become required when another field meets a logical condition defined in

Table 7-7.

Table 7-7. Field Dependency logical qualifiers

Logical qualifier

Definition

like A “like” condition looks for the specified value to find any
matching values in the chosen field.

not like A “not like” looks for values in the chosen field that are not
equal to the specified value.

is equal to An “is equal to” looks for an exact match of the specified

Value to the contents of the field chosen.

is not equal to

An “is not equal to” is true when there are no results
exactly matching the value of the field contents.

is null

An “Is null’ is true when the field selected is blank.

is not null

An “Is not null” is true when the field selected is not blank.

is greater than

An “Is greater than” looks for a numerical value in excess
of the value entered in the Value field.

is less than

An “Is less than” looks for a numerical value below the
value entered in the Value field.

is less than equal to

An “Is less than equal to” looks for a numerical value
below, or the same as, the value entered in the Value field.

is greater than equal to

An “Is greater than equal to” looks for a numerical value in
excess of, or the same as, the value entered in the Value
field.

To configure a field dependency:

1. In the Field window, click the Dependencies tab.
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i Field: New

Field Prompt: IFiIe Type Token: IF'_FILE_TYF'E

Description: I List of file types.

Enabled: % ‘Yes [l

“alidetion |Financial Apps - File Types TR oot |J01alp D Ll I~

_I_INEW el Muttiselect: € ves = o

Aftrioutes | Defeut Dependencies |

Clear Yhen: IFiIe Location: LI Changes
Dizplay Only When: |File Type: LI Ilike LI I
Reguired When: N_Dne _ Ilike LI I
File Location:
Copy From... |Fi|e Marme: QK I Add | Cancel
Ready Sub-Path:

2. Set the field dependencies, using one of the following options:

a. From the Clear When drop down list, select a field name to indicate that
the current field should be cleared when the selected field changes.

b. From the Display Only When drop down list, select a field name to
indicate that the current field should not be editable when certain
logical criteria are satisfied.

This field functions with two adjacent fields. These fields are a drop
down list containing logical qualifier, and a field which dynamically
changes to a date field, drop down list, or text field, depending on the
selected field’s Validation.

c. From the Required When drop down list, select a field name to indicate
that the current field should be required when certain logical criteria are
satisfied.

This field functions with two adjacent fields. These fields are a drop
down list containing logical qualifier, and a field which dynamically
changes to a date field, drop down list, or text field, depending on the
selected field’s Validation.

3. Click OK.

This adds the field dependencies to the Fields tab of the Object Type window
and closes the Field: New window.
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Using Commands to Change Field Values

Commands can also be used to control certain behavior of Object Type fields.
At specific points (Workflow Execution Steps) in the deployment process, it is
possible to run the commands stored in the Object Type. These commands can
then manipulate the data inside an Object Type field. For example, you can
construct a Command to consider a number of parameters and then default a
field based on those parameters. This provides an advantage over the
defaulting features in the Field window, which can only default based on a
single field located on the same Object Type.

The ksc_store Special Command can perform this function. For information on
using this and other commands, see Commands and Tokens Guide and
Reference.

Controlling field values using Commands can be useful in the following
situations:

e Storing a value from an execution into a custom field

e (learing a field after evaluating a number of parameters

Modifying the Obiject Type Layout

The Object Type layout can be modified by:
® Changing a Column Width
®  Moving Fields

Changing a Column Width
To change the column width of an Object Type field:
1. Open the Object Type window.
2. Click the Layout tab.
3. Select the field.
4. From the Field Width drop down list, select either 1 or 2.

The Layout editor will not allow changes to be made if the change conflicts
with another field in the layout (for example, a field’s width cannot be
changed from one to two if another field exists in column two on the same
row).
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Moving Fields

Additionally, for fields of component type Text Area, the number of lines
the text area displays can be determined by clicking the Text Area type
field and changing the value in the Component Lines attribute. If the selected
field is not of type Text Area, this attribute will be blank and non-updatable.

To move an Object Type field or a set of fields:
1. Open the Object Type window.

2. Click the Layout tab.

3. Select the field(s).

To select more than one field, use the Shift key while selecting a range. It is
only possible to select a continuous set of fields (for example, the Ctrl-
Select functionality is not supported).

4. Use the arrow buttons to move the fields to the desired location in the
layout builder.

A field or a set of fields cannot be moved to an area where other fields
already exist. The other field(s) must be moved out of the way first.

i object Type : File Migration

Ohbject Type Name: [File Migration

De=scription: |Fi|e Copy from Environment to Environment

Extension: | =] Obiect ame Colurr: [PARAMETER

Lo Led

Object Category: |Standard Objects ¥ | Okject Revision Colutmn:
]

Meta Layer View: [MPKGL_ | |FILE_MIGRATION
Enabled:  ¥es  No

Figlds Layout | Commandsl @ra Laps I Crwinership

File Location:
3

File Mame:
File Type:

Field Wicth |1 = | Component Lines I Move Field fl‘l@l*l ¥ Sweap Mode
Previeww |

OK | SEVE | Cancel |

heady
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5. To switch the positions of two fields:

a. Select the first field and check the Swap Mode check box.
An “S” appears in the check box area of the selected field.

b. Double-click the second field that will switch positions with the first.
This causes the two fields to change positions. Following the switch,
the Swap Mode check box is turned off. To swap another set of fields,
repeat this procedure.

6. To check what the layout looks like in actual use, click Preview.

This opens a small window that shows the fields as they will appear. It is
important to note that:

e If all the fields have a width of one column, all displayed columns will
automatically span the entire available area when a Package Line of the
given Object Type is viewed or generated.

e Any rows with no fields are ignored. They do not show up as a blank
line.

¢ Any non-displayed fields do not affect the layout. They are considered
the same as a blank field.

t& Field Layout Preview

File Location: I

Sub-Path: |

File Mame: I

File Type: IASCII

2] 1

o
e

Ready

Setting the Object Name

When defining an Object Type, it is important to choose one field to represent
the name of this object in a Package Line. This field is the object name. To
designate a field as the object name, select that field's Parameter Column in the
Object Name Column drop-down list.
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For example, to designate “File Name” as the object name field for a “File
Migration” Object Type, select the “File Name” field's Parameter Column in the

Object Name Column drop-down list.

@i object Type : File Migration

Ohbject Type Name: [File Migration

De=scription: |Fi|e Copy from Environment to Environment

Extension: I

LII COhject Mamme Columi:  [SEsE = E==y]

Object Category: IStandard Ohjects LI Ohject Revizion Columi: LI
Meta Layer Wiew: |MPKGL_ |FILE_MIGRATION
Enabled:  ¥es  No
Figldls | Layoutl Commandsl @ra Laps Ownershipl
Praompt | Token Parameter Cal. | Dizplayed | Componert Type | “alidation
File Location:  [P_FILE_LOCATI... [PARAMETER4  [v |Drop Dowin List |DLy - File Lacation
File Type: F_FILE_TYFE PARAMETERI |Y Drop Down List DLV - Fila Type
File Mame: P_FILENAME PARAMETER1 Y Ch
i

Sub-Path:

P_SUB_PATH PARAMETER2

= | Ediit | Remave |

OK | SEVE | Cancel |

heady

In the Package window, the object name for each Package Line is displayed in
the ‘Object Name’ column of the Status tab.

The object name field drives additional functionality:

e If the object name field is a File Chooser or an Auto-complete field, multi-
selection will automatically be enabled on this field when users add a line
to a Package with this Object Type. If multiple values are selected, a new
Package Line for each value will be created, allowing users to add multiple

lines to a Package simultaneously.

e All migrations are tracked in the database tables
KENV_ENV_CONTENTS and KENV_ENV_CONTENTS_HIST. The
value of a Package Line's object name field is stored in these tables (along
with other relevant data) whenever a migration occurs.

e The Object Name can be queried using the Object Type Workbench.
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Setting the Object Revision

It is also possible to create a field on the Object Type to represent the revision
number of the object. This field will often be a numeric text field. The
deployment process can then be configured to consider the object revision
number when processing the Package.

Copying Object Type Fields

Use the Copy From functionality to streamline the process of adding fields to
an Object Type by copying the definition of existing fields (from other Object

Types).
To copy an Object Type field:

1. Open the Object Type.

2. Click New in the Fields tab.
The Field window opens.

3. Click Copy From.

The Field Selection window opens.

£ Field Selection [x]
Prompt: I Product: |ALL LI
Token:l Component Type: |ALL LI Walidation:
Used By Entity: |
rEwery Result:
Prompt | Token | Produst | walidation Used By Entity Context Natme
q | ol
Capy | Max Raws |200 Cancel | Clear | List I
|Ready
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4. Query for the field that will be copied.

Fields can be queried by a number of criteria, such as the Token name or
field Prompt. More complex queries can also be performed, such as listing
all fields that reference a certain Validation or are used by a certain entity.
Due to the large number of Mercury ITG fields, limit the list of fields by
one or more of the query criteria.

5. Select the desired field, and click Copy.

This closes the window and copies the definition of the selected field into
the New Field window.

6. Make any necessary modifications.

7. Click OK.

Editing Object Type Fields
To edit an existing field on an Object Type:
1. Open the Object Type.

2. Either double-click on the field in the Fields tab or select the field and click

Edit.
i Field: New
Field Prompt: IFiIe Type Token: IF'_FILE_TYF'E
Description: ILiSt of file types.
Enabled: % ‘Yes [l
validation [T ETE S R T 3 | Component Typer [Drop Down List LI
Ne_""lml Mutizelect: & Ves L)
Atributes | Defaunl Dependenciesl
Parameter Col.: IPARAMETERS LI Display Only: |Never LI
Display: * Yes Mo Reuirecd: |Never LI
Editable: % ‘ves Mo
Copy From... | QK I Add | Cancel |
|Ready

3. Make the desired changes in the header region, Attributes tab, Defaults tab,
and Dependencies tab.
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4. Click Apply to apply the changes to the Fields tab without closing the field
window, or click OK to apply the changes and close the Field window.

can have a significant impact. For example, if the column where a field value
gets stored in is changed, all existing Package Lines for this Object Type will
now have incorrect data. Also, remember that Tokens can be used in Object
Type commands and Notifications; any changes to these could disrupt the
system.

( Changes to fields for Object Types already used by existing Package Lines
Note

Changing information like Field Prompt and Description should not affect the
behavior of existing Package Lines.

Removing Fields

To remove a field permanently from an Object Type:
1. Open the Object Type.

2. Click the field in the Fields tab.

3. Click Remove.

4. Click OK or Save to save this change to the database.

This deletes the field from the list of fields.

information for existing Package Lines using the given Object Type. Any
values for the deleted field remain in the Package Lines table in the column
specified in the field definition.

( Removing a field from an Object Type does not change the historical
Note

Creating Object Type Commands

The following sections provide instructions and examples for configuring your
Object Type commands.

® Object Type Commands Overview
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e  Special Commands

e  Command Steps

e Command Conditions

e FExample Object Type Command Uses

For additional examples of using Commands, see Commands and Tokens
Guide and Reference.

Object Type Commands Overview

Object Type commands define the heart of the execution layer within a
deployment system. Commands specify precisely which steps must be
executed at a specific Workflow Step. This can involve such activities as
migrating a file, executing a script, performing some data analysis, or
compiling code.

Commands Interface

Commands are accessible through the Commands tab of the Object Type
screen and consist of command information and command steps. Summaries of
both parts of each command associated with the Object Type are visible in the
Commands tab.

Command steps are the shell script commands that make Object Types
function. Double-click the Command Step to open the Edit Command window.
The Edit Command window displays the shell script code in the Steps window,
as shown in Figure 7-1.
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i Object Type : File Migration

Ohject Type Mame: [File Migration
Diescription: |F|Ie Capy from Environment to Environment
Extension: I j Object Name Colutmin; IF‘AR’AMETEM LI
Ohject Category: IStandard Ohjects ;I Ohject Revision Column I ;I
Meta Layer Wiew: |MPKGL_ IF\LE_MIGRAT\ON
. Erabled: @ Yes (Mo
Double click the
Command to open Fields | Layout Commands | 01 2ppe | ownership |
. rCormmaii rCommand Step:
the Ed,t Command _I Command Condition Command | Description I
window. B lient_client IP.P_FILE LOC DR (| inot expanded [ |
[ copy_server_server  |[P.P_FILE_LOCATION]': {| ihot expanded) | |
4 | K 2
il;l e Crnd | Edlit Sl | Copy Cind Remove | ﬁ}l‘l
Ok | Save | Cancel |
Feady

§2 Edit Command

Command: client_cliend
Condition: P.P_FILE_LOCATION] = 'CLIENT'
Description: Description:
Tirneout (5); 110
Enabled: & Yas Mo
Steps:

ksc_connect_dest cl

ksc_exit

4]

it [ ! -4 [P.P_SUB_PATH] ]: then wkdir -p [P.P_SUB_PATH]: fi

ksc_copy_client_client SUB_PATH="[P.P_3UE_PATH]" FILENAME="[F.P_FILENAME]"

ient

Taokens | Special Cmd

| i
oK I ARplY, | Cancel |

Show Desc |

[Ready

Figure 7-1 Object Type Commands Tab and Edit Command Window

To generate a new command, click New Cmd in the Commands tab. This opens

the New Command window shown in Figure 7-2. Table 7-8 shows the fields
included in this window.
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te New Command E
Command:
Condition:
Description:
Timeout {5} a0
Enabled: @ Yes O No
Steps:
Tokens | Special Cmd | Show Desc | QK I Add | Cancel
|Ready

Figure 7-2 New Command Window

Table 7-8. New Command Window Fields

Field Description

Command A simple name for the command.

Condition A condition that determines whether the command steps for the
command are executed or not. (See “Command Conditions” on
page 150 below for more information).

Description | A description of the command.

Timeout The amount of time the command will be allowed to run before its
process is terminated. This mechanism is used to abort commands
that are hanging or taking an abnormal amount of time.

Enabled? Determines whether the command is enabled for execution.

An Object Type may have many commands, and each command may have
many command steps. A command may be viewed as a particular function for
an object. Copying a file may be one command, and checking that file into
version control may be another. To perform these functions, a series of events
needs to take place, and these events are defined in the command steps.

Constructing the Object Type 147



Configuring a Deployment System

One additional level of flexibility is introduced when commands must be
executed in certain cases. This is powered by the condition field of the object
commands and is discussed in “Command Conditions” on page 150.

Object Type Commands and Workflow

Object Type Commands are tightly integrated with the Mercury ITG
Workflow engine. The commands contained in an Object Type are executed at
Execution Workflow Steps.

It is important to note the following concepts regarding Command/Workflow
interaction:

e To execute Object Type commands at a particular Workflow Step, the
Workflow Step must be configured with the following parameters:

o Workflow Step must be an Execution type step.
0 Workflow Scope = Packages.
0 Execution Type = Built-in Workflow Event.

0 Workflow Command = execute_object_commands.

e When the object reaches the Workflow Step (with Workflow Command =
execute_object_commands), all Object Type commands whose conditions
are satisfied will be run in the order they are entered in the Object Type’s
command panel.

e The Object Type can be configured to run only certain commands at a
particular step. To do this, specify the “Command Conditions” on
page 150.

e Each Object Type command can be configured so that only certain steps
(within a command) are executed within a particular Workflow Step. This
is set using conditional statements within the command.

Special Commands

Object Types, Request Types, Report Types, Workflows and Validations all
use commands to access Mercury Change Management’s execution layer. In
order to simplify the use of command executions, Change Management
contains a predefined set of Special Commands. Users can also create their
own Special Commands.
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Special Commands are commands with variable parameters and are used in
Object Types, Request Types, Report Types, Workflows, Workflow Steps, and
Validation command steps. These command steps perform a variety of
functions, such as copying files between Environments and establishing
connections to Environments for remote command execution. The Mercury
ITG Center uses two types of Special Commands:

e System Special Commands - These commands are shipped with the
Mercury IT Governance Center. System Special Commands are read-only
and have the naming convention ksc_command_name. System Special
Commands always begin with ksc_.

e User Defined Special Commands - These commands are user-defined and
have the naming convention sc_command_name. User-defined Special
Commands must begin with sc_.

Special Commands act as sub-programs that can be reused where ever needed.
It it often more convenient to create a Special Command for a program that
will be used in multiple places rather than placing the individual commands
into every Object Type.

Command Steps

Command steps represent the actual directives that Mercury Change
Management specifies to an Environment's host as it tries to execute the
commands for that instance of an object. Table 7-9 describes the fields in the
Command Steps region of the New/Edit Commands dialog.

Table 7-9. Command Steps

Field Description
Steps Defines the command-line directive or Special Command to be
issued.
Description Describes each of the command steps.

A command step can be an actual command-line directive that is sent to the
target machine or can be one of many Special Commands.
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The Execution Engine will execute the commands and command steps in the
order they are displayed in the Commands tab. To change the order of the
commands or the command steps, in the Commands tab, select the given
command or command step and use the arrow buttons to move the selected
item.

Command Conditions

In many situations, it may be necessary to run a different set of commands
depending on the context of execution. This flexibility is achieved through the
use of conditional commands. The Condition field for an object command is
used to define the situation under which the associated command steps
execute.

Conditions are evaluated as boolean expressions. If the expression evaluates to
true, the command is executed. If false, the command is skipped and the next
command is evaluated. If no condition is specified, the command is always
executed. The syntax of a condition is identical to the WHERE clause of a SQL
statement, which allows enormous flexibility when evaluating scenarios. Some
example conditions are detailed in the following table:

Table 7-10. Example Conditions

Condition Evaluates to
BLANK Command will be executed in all situations.
‘[P.P_VERSION_LABEL] Command will be executed if the parameter
IS NOT NULL with the Token P_VERSION_LABEL in the

Package line is not null.

‘[DEST_ENV.ENVIRONMENT_NA | Command will be executed when the

MEY = ‘Archive’ destination Environment is named Archive.
‘[AS.SERVER_TYPE_CODE] = Command will be executed if the application
‘UNIX’ server is installed on a UNIX machine.

The single quotes are necessary for strings.
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Example Object Type Command Uses

This section provides a number of operations that you can execute using
Object Type commands. This section will use a combination of UNIX
commands, third party commands, and Special Commands.

e Commands for connecting to machines
o Connect to the destination Environment and run system commands

o Connect to an alternate Environment and run command
(Environment override)

¢ (Commands for manipulating data. (Change Management fields and other
info stored in files or database)

o Seta value in a Package Line
o Create, run and delete a script

o Extract information from a file (version number)

e Commands for running operating system-specific commands. (NT and
Unix)

o Starting a server

o Stopping a server

e Commands for running program-specific commands

0o Checking files in and out of a Version control system

e Commands for copying files
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Chapter

Defining your Environments

This chapter provides an overview for defining the Environments that will be
used in a deployment system. This activity requires some knowledge of the
machines, filesystem, and databases that are serving as deployment sources
and destinations. Environment definitions include system account information,
passwords, and supported communication protocols for those machines.

This chapter covers the following topics:

® FEnvironment Requirements

® Defining Environments

e Testing the Environment Setup

e (reating Environment Groups

e Linking Environments and Environment Groups to Workflows

o [Environment Maintenance and Utilities

Environment Requirements

When migrating objects, Mercury Change Management logs onto remote
computers in the same way any other user would (using FTP, SCP, SSH or
Telnet). Mercury Change Management can logon using any existing username
and password. However, it is recommended that a new user (such as “Mercury
ITG”) be generated on each computer that Mercury Change Management will
access. This will help clarify the setup and relieve some administrative burden.
The Mercury ITG user should have full access to the ITG_Home directory on
the Mercury ITG Server as well as the correct read and write permissions on
other required directories. In addition, on Windows NT computers, the
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‘Administrators’ group must have read access to the Mercury ITG Server
home directory. (Any Windows NT computer that Mercury Change
Management will access should have been configured as directed in
Installation Guide.)

Defining Environments

To define a new Environment:

1. Open the Environment Workbench.

a. Click Environments in the shortcut bar.

b. Click the Environments icon.

2. Click New Environment on the Environment Workbench Window, or select File
> New > Environment.

The Environment window opens.

3. In the top portion of the window, enter the following information:

e In the Description field, enter a description of the Environment.

e In the Location field, specify the physical location of the server.

e In the Enabled radio button field, select Yes or No to indicate whether
the Environment is available for use in a Workflow.

4. Click the Host tab and enter the following information related to the Server
and Client as described in the following table.

Fields

Description

Name

The DNS name or IP address of the computer.

Type

A drop-down list of supported server/client operating systems.
Should be set to the operating system for the computer defined
in the Name field.

Username

The username that Mercury Change Management uses to log
onto the server/client in order to transfer files or execute
commands. This will usually be “Mercury ITG” if that user
account has been generated on this computer.
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Fields Description

Password The password for the given username. The password is hidden,
and can be changed by clicking the button to the right of the
field.

NT Domain The domain name to use if this is a Windows NT computer.

Base Path The path for applications on this computer. In many instances,
this is the home directory of the defined username. When
Mercury Change Management transfers a file or executes a
command on this server, it logs in and changes directories to
this base path before proceeding. Note that the directory
separators should utilize forward slashes ('), even for Windows
systems.

Connection The protocol to be used for server or client connections. SSH is

Protocol a secure connections protocol, whereas Telnet is not. In order

to use SSH as your connection protocol, you must first setup
SSH on the target machine.

Transfer Protocol

The protocol to be used for moving files between various clients
and servers. SCP is a secure transfer protocol, whereas FTP is
not. In order to use SCP as your transfer protocol, you must first
setup SCP on the target machine.

5. Enter the following information related to the Database.

From the Server Type field, select the type of database server.

a. If Oracle Server is selected:

1. In the Host Name field, enter the name of the database.

ii. In the Connect String field, specify the database connection string to
connect to the desired database.

iii. In the Username field, enter the username of the database schema.

iv. In the Password field, enter the corresponding password.

v. In the Oracle SID field, enter the Oracle SID of the database
instance.

vi. Enter the Port Number.

vii. Enter the DB Link.

viii.In the DB Version field, enter the database version number.
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6.

10.

ix. If you are configuring an Oracle 91 RAC database, in the JDBC URL
field, enter the valid RAC JDBC_URL, found in the server.conf file.

b. If SQL Server is selected:

1. In the Server Name field, enter the name of the server.

ii. In the DB Name field, enter the name of the database.

iii. In the User Login field, enter the username of the database schema.
iv. In the Password field, enter the corresponding password.

v. Enter the Port Number.

vi. In the DB Version field, enter the database version number.

Select the Applications tab and click the New App, Copy App, or Copy Apps
From button to select/generate an App Code.

Enter the relevant information, if any, for the App Codes to be generated.
Only enter data for each Application that should override the same data at
the Environment Host level. For more information, see “Using App Codes
with Your Environment” on page 160.

Click the Ownership tab to specify the users that can edit, copy and delete
the Environment.

Click the User Access tab to specify the users that can use this
Environment in Workflow Steps and Environment Groups.

Enter any necessary information in the User Data tab.
If enabled, move to the Extension Data tab.

Select the desired Extension tab at the bottom of the window and enter the
information for correctly defining that Environment.

For detailed information regarding one or more of the purchased Mercury
@: Change Management Extensions, see the Mercury Web Site at

http://www.mercury.com.

11.

Click Save to register all the Environment information entered so far.
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12. Click Check to run the Environment checking functionality for this new
Environment.

The Enable Server, Enable Client and Enable Database buttons should

@j generally remain checked, and the information below the appropriate
headings should be entered. These check boxes can be used as flags in
conjunction with Object Type commands to further define multi-tiered
Environments.

Copying Environments
To copy an Environment:

1. Open the Environment Workbench by clicking Environments in the shortcut
bar and clicking the Environments icon.

2. Enter the search criteria required to select the Environments in the Query
tab of the Environment Workbench and click List. The Results tab opens,
displaying the results of the search.

3. Select the Environment to be copied in the Results tab.
4. Click Copy.
The Copy window appears.

5. Enter the new Environment name as well as any additional information and
click OK.

This generates the new Environment. The new Environment can then be
opened and the desired changes can be made.

You must be a member of one of the Environment’s Ownership Groups in
@j order to copy an Environment. See “Setting Configuration Security” on

page 201 for details.

Selecting the Environment’s Connection Protocol

The communication protocol that will be used to connect to the server or client
must be specified in the Environment. This protocol will be used by commands
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to connect to source and destination Environments in the deployment system.
Work with the system administrator to determine which connection protocols
are supported at your site for the machines housing the deployment
Environments.

Mercury Change Management supports the following connection protocols:

e Telnet
e SSH
e SSH?2

Selecting the Environment’s Transfer Protocol

The transfer protocol that will be used to transfer files to the server or client
must be specified in the Environment.

Mercury Change Management supports the following transfer protocols:
e FTP

e FTP (active)

e FTP (passive)

e Secure Copy

e Secure Copy 2

Configuration Notes

Choose the transfer protocol best suited to the business and technology needs.
Consider factors related to security and performance when selecting the
transfer protocol. Work with the system administrator to determine which
connection protocols are supported for the machines housing the deployment
Environments. The following list provides some suggestions for when to use
the above protocols.

No additional product configuration is required to enable one FTP mode over
another. Administrators do, however, need to consider their FTP server
configuration (particularly as they relate to security and firewall settings) when
selecting an FTP protocol for transferring data.
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Selecting the FTP Protocol

The following capabilities must be enabled on the source and destination
machines for the following FTP protocol selection to function properly:

FTP:

e Fither the source or the destination Environment needs to allow outgoing
connections to a third party.

e FTP PORT command must be enabled on one of the Environments

e FTP PASV command must be enabled on the other Environment

FTP (Server to server)

File’s SOURCE machine

A Arrow convention:

Change Management n n
Server

Means “B opens a port and listens
for A, and A connects to B.”

File’s DESTINATION
machine

FTP (active):

e PORT command must be enabled on both the source and destination
Environments (allows outgoing back to the requestor)

FTP (active)

File’s SOURCE machine

Arrow convention:

Means “B opens a port and listens
for A, and A connects to B.”

Change Management
Server

File’s DESTINATION
machine

[\
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FTP (passive):

e PASV must be enabled on both the source and destination Environments.
In this configuration, the Change Management server sends a command to
the source or destination instructing that Environment to open a port. The
Change Management server then connects to that port.

FTP (passive)

File’s SOURCE machine

Arrow convention:

Means “B opens a port and listens
for A, and A connects to B.”

Change Management
Server

File’s DESTINATION
machine

/ \

Using App Codes with Your Environment

Complex Environments are often segmented into subsections called
Environment Applications. The Environment information consists of the
default set of attributes for an Environment. It is rare, however, that an actual
Environment could be described simply by this set of defaults. For example,
files belonging to different applications may reside at different paths and may
be owned by different users. SQL scripts may need to be run against a different
schema than the one defined in the Host panel.

When adding a line to a Package there is the option of choosing the App Code
to specify the application that the migration object belongs to. When that
object is subsequently migrated, the application-specific Environment items
are referenced in place of the default Environment items. As a general rule, any
application-specific Environment item that has no value is substituted by the
corresponding Environment value.
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Environment User Data fields will be inherited by each App Code and will
appear in the App Codes' User Data tab. App Code User Data fields behave
like other App Code fields (such as host name and base path), in that blank
field values indicate that the App Code has the same value as its parent
Environment. Therefore, required Environment User Data fields are not also
required at the App Code level.

Each Environment can contain its own set of applications. The Applications tab
of the Environment window is shown in Figure 8-1.

ﬁ'__i Environment : Untitled1 ! E[ E
Erviranment Marne: || Description: I
Location: I Enabled: % ves [l
Host Applications | Extension Datal Ownershipl User Accessl lizer bata I
App Code | Application Marme | Description | Server User Name Server Base Path Client Username
< | i
ey Spp Edlit & 0 L [elete Lpp | Copy Apps From |

EhHECk. . | OK | Save | Cancel |

heady

Figure 8-1 Environment Window - Applications Tab

The Applications tab consists of the various fields and buttons shown in the
Table 8-1. Application fields do not always have to be populated. Click New
App to open the New Application Code window, where a new App Code can be
defined.
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Details | W=enEata |

2 New Application Code

Application Code: ||

Application Mame: |

Description: |

Senver Username: |

Server Base Path: |

Client Usermarme: |

Client Base Path: |

DE Username: |

Server Password: I ﬂ

Client Password: I ﬂ

DB Password: I ﬂ
Enabled: & Yes  No

DE Link: |

Ok I Add | Cancel |

|Ready

Figure 8-2 Application Code Window

Table 8-1. Environment Window - Application Fields

Field Name

Description

App Code

Short name abbreviation for the application.

Application Name

Long name for the application.

Description

A description of the application.

Server User
Name

Username that Mercury Change Management should logon as
when transferring files or running commands on the
Environment server for this application, if it is different from the
default server username.

Server Password

Password for logging on to the server, if different from the
default server password. This field is encrypted.

Server Base Path

Base path for the application on the server machine.

Client User Name

Username that Mercury Change Management should log in as
when transferring files or running commands on the
Environment client for this application, if different from the
default client name.

Client Password

Password for logging on to the client, if different from the
default client password. This field is encrypted.

Client Base Path

Base path for the application on the client machine.
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Table 8-1. Environment Window - Application Fields [continued]

Field Name

Description

DB Username

DB username for the application. It is used when running
database level commands (such as SQL scripts) for this
application.

DB Password

DB password for the application. It is used when running
database level commands (such as SQL scripts) for this
application. This field is encrypted.

DB Link

Name of the database link for this application, if different from
the default Environment DB Link.

Enabled

Identifies if this application Environment is currently enabled.

New App

Brings up a dialog allowing the user to generate a new App
Code.

Edit App

Allows the user to edit the selected App Code.

Copy App

Brings up a dialog box that allows the user to copy a selected
App Code.

Delete App

Removes the selected App Code.

Copy Apps From

Brings up a dialog box that allows a user to copy App Codes
from other Environments. For more information see “Copying
App Codes from Other Environments” on page 163.

Copying App Codes from Other Environments

When generating a new Environment, all or some of the applications attached
to an existing Environment can be copied to the new Environment to speed up

the set-up process.

To copy the App Codes:

1. Open the Environment Workbench.

a. Click Environments in the shortcut bar.

b. Click the Environments icon.

2. Click New Environment on the Environment Workbench, or select File > New

Environment.

A blank Environment window appears.
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3. Click the Applications tab.
4. Click Copy Apps From.

The Copy From Dialog opens.

t& Copy From Dialog

Environment Mame: || E

App Code | Application Marme Description Server User Name Server Base Pa

1 | |
Old Server Path Segment I Mew Server Path Segment I
Qld Client Path Segment I Mew Client Path Segment I

Ok I Aol | Cancel |

Flease enter an environment name and hit tab

5. Select the Environment from which the applications are to be copied from
the Environment Name auto-complete list.

The names of App Codes are displayed in the list.

6. To change the base path segment of all the app codes selected, enter the old
server/client base path segment and the new server/client base path
segment in the appropriate fields.

7. Select all the applications to be copied and click Add.

These fields have, by default, the server or client base path of the
Environment from which the applications are being copied. For example,
suppose that two applications have been selected. The server base paths for
these two applications are /u2/apps/isi and /u2/apps/demo_107. To
change u2 to u3, enter u2 in Old Server Base Path and u3 in New Server Base
Path before copying these applications. Every occurrence of the old
server/client base path segment will be changed to the new base path
segment in all the applications selected. The changes will be reflected in
the applications in the Environment into which they were copied.

After copying the App Codes, any necessary modifications such as adding
additional applications, deleting applications, or editing any of the applications
can be made.
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Setting the Access for Environments

It is possible to control which users can access an Environment for use in
Environment Groups and Workflows.

To specify who can use an Environment in Environment Groups and
Workflows:

1. Click the Environments shortcut bar and click the Environments icon.
The Environment Workbench opens.

2. Click New Environment to create a new Environment, or click List to open
an existing Environment.

The Environment window opens.

3. Click the User Access tab.

ﬁ'__i Environment : Untitled1 ! E[ E
Erviranment Marne: | Description: I
Location: I Enabled: % ves [l

Host I Applications I Extension Data | Crwhnership User Access | Weer Diets I
[This Environment can be used in Environment Groups and Workflows by
& Alluzers

o Only uzers in the groups listed below

Security Group Description

e ] REmayE |
EhHECk. . | Ok | Save | Cancel |

heady

4. Select the Only users in the groups listed below option.
5. Click Add.

The Add Security Groups window opens.
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6. Select one or more Security Groups from the Security Group auto-complete
list.

7. To close the Add Security Group window, click OK.
The Security Group you selected display in the Access tab.

8. To add more Security Groups, click Add. To save the changes and close the
window, click OK. To save the changes and leave the Environment window
open, click Save.

Now only members of the Security Group(s) specified in the User Access tab
can use this Environment in Environment Groups and Workflows.

Creating Environment Groups

Environment Groups define a set of Environments which can be referenced as
the Source or Destination for object migrations. Environment Groups are
defined and edited using the Environment Group Workbench.

When to Use Environment Groups

Use Environment Groups where it is desirable to execute a Workflow Step on
multiple Environments. For example, it may be necessary to migrate an object
to multiple testing Environments for different targeted tests. These multiple
Environments can be referenced together in one Environment Group.

Defining an Environment Group
To define a new Environment Group:

1. Click Environments in the shortcut bar and click the Environment Groups
icon.
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:£ile Edit Tools Mavinate Window Help

1 & Mercury IT Governance Workbench: John Smith [jgmith] on PROD : Environments - Environment Groups

Demand Mgmt Environment Group Workbench

Project Mgmt

Change Mgmt Guery. |Mone

5 Environment Group Marme:
Time Mgmt G |

Environmerit I
Dashhoard

Applcation Code |

I Environments

Enshled [ALL

Configuration

Sys Admin

[ )

Environments

, ht.
E“a‘,’g:;;“"‘ Iew Environment Groug |

BavE EUE | ElEEr | Lizt

Feady

Environment Group YWoarkbench

2. Click New Environment Group.

The Environment Group window opens.

il Environment Group

™ [=] E3

Environment Graup Mame: ||

Enabled? @ Yes Mo

Description |

Execution Order IParaIIeI 'l Source Environment (Mo App Code) | LI

Enviranrents | Hosts | Application Codes | Serial Execution Order | ownership | User Access

rAszocisted Environment:

Available Environments

Associated Environments

Development

(COracle Apps - DEY
(COracle Apps - PROD
(COracle Apps - TEST
Production

Testing

Testing Financial &pps

ieh Site :Iil

Ok | Save | Cancel

Ready
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Enter an Environment Group Name and Description.

From the Execution Order field, select whether the Environments associated
with the Environment Group are executed in Parallel order (all at once) or
in a specific Serial order.

Select a Source Environment.

This is the single Environment that will be used as the source of the
deployment when an Environment Group is specified as the Source
Environment in a Workflow Step.

Select the Environments to be included in the Environment Group from the
Available Environments list.

Press Ctrl and mouse click to select nonadjacent items in the list. Press Shift
and mouse click to select multiple adjacent Environments.

ﬁ'__i Environment Group ! E[ E

Environment Graup Name:lProduction Environment Graup Enahled? & Yes Mo

Description |Used to update multiple production instances.

Execution Order IParaIIeI 'l Source Environment (Mo App Code) | LI

Enviranrents | Hosts | Application Codes | Serial Execution Order | ownership | User Access
rAszociated Environmerit

Available Environments Associated Environments

Development

(COracle Apps - DEY
Cracle Apps - PROD
(COracle Apps - TEST
Production

Testing

Testing Financial &pps

Ok | Save | Cancel

Ready

7. Click the right arrow to move the selected Environments to the Associated

Environments list.
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ﬁ'__i Environment Group ! E[ E

Environment Graup Name:lProduction Environment Graup Enahled? & Yes Mo

Description |Used to update multiple production instances.

Execution Order IParaIIeI 'l Source Environment (Mo App Code) | LI

Enviranrents | Hosts | Application Codes | Serial Execution Order | ownership | User Access

rAszocisted Environment:

Available Environments Associated Environments

Dievelopmert Fe] 0D
(COracle Apps - DEY Production

(COracle Apps - TEST ieh Site

Testing

Testing Financial &pps

RIEy

Ok | Save | Cancel

Ready

8. Click the Application Codes tab.
9. Select a Primary Source Environment for the listed Application Codes.

Note that this is useful when specifying a Source Group Environment for
an Execution step. See “Choosing the Source Environment Based on
Selected App Code” on page 179 for more information.

10. Click the Serial Execution Order tab.

This tab is only enabled if Serial is selected from the Execution Order drop
down list.
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q_iEnuironment Group !E[E
Environment Graup Mame: |Pr0ducti0n Environment Graup Enahled? & Yes Mo
Description |Used to update multiple production instances.
Execution Order (SIEIE] n Source Environment (Mo App Code) |Pr0ducti0n LI
Environmentsl Hostsl Application Codes  Serial Execution Qrder Ownershipl User Access
Seq Enviranment Marne Description |
1 Froduction Froduction Server
2 Qracle Apps - PROD
3 \Weh Site Froduction Server
4 1]
¥
Ok | Save | Cancel |
Ready

11. Change the execution order by selecting an Environment and clicking the
up and down arrows.

12. Click the Ownership tab to specify the users that can edit, copy and delete
the Environment Group.

13. Click the Access tab to specify the users that can use this Environment
Group in Workflows.

14. Verify that the Enabled radio button is set to Yes to enable use of this
Environment Group in Workflow Step configuration.

15. Click OK.

This defines the new Environment and closes the Environment Group window.

Setting Ownership for Environment Groups

Different groups of users can have exclusive control over the Environment
Groups used by their group. These groups are referred to as Ownership
Groups. Members of the ownership group are the only users who can edit,
delete or copy the Environment Group. Each Environment Group can be
assigned multiple ownership groups.
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Ownership Groups are defined by adding Security Groups to the Ownership
tab.

To set the Ownership for an Environment Group:
1. Open the Environment Group window.

2. Click the Ownership tab.

ﬁ'__i Environment Group ! E[ E

Environment Graup Name:lProduction Environment Graup Enahled? & Yes Mo

Description |Used to update multiple production instances.

Execution Order IParaIIeI 'l Source Environment (Mo App Code) |Pr0ducti0n LI

Environmentsl Hostsl Application Codesl Serial Execution Order - Ownership | User Access
Give ability to edit this Enviranment Group ta:
& All users with the Edit Environmeants Access Grant

" Only groups listed below that have the Edit Environments Access Grant

Security Group Description

Aol BErmaye |

Ok | Save | Cancel

Ready

3. Select the Only groups listed below that have the Edit Environments Access
Grant option.

4. Click Add.
The Add Security Groups window opens.
5. Select one or more Security Groups.
6. Click OK to close the Add Security Group window.

The selected Security Groups display in the Ownership tab under the
Security Group column.
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7. Click Add to add more Security Groups. Click OK to save the changes and
close the window. Click Save to save the changes and leave the Environment
Group window open.

Only members of the Security Group(s) specified in the Ownership window can
edit, delete or copy this Environment Group.

If no Ownership groups are associated with the entity, the entity is
@e— considered global and any user with the Edit Access Grant for the entity can
edit, copy or delete it. Refer to Security Model Guide and Reference for more

information on Access Grants.

Mercury Change Management administrators have the Ownership Override
Access Grant and can access configuration entities even if the administrator
is not a member of one of the Ownership Groups and does not have the Edit
Access Grant.

If a Security Group is disabled or loses the Edit Access Grant, that group will
no longer be able to edit the entity.

Setting the Access for Environments

It is possible to control which users can access an Environment Group for use
in Workflows.

To specify who can use the Environment Group when defining a
Workflow:

1. Open the Environment Group window.

2. Click the Access tab.
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ﬁ'__i Environment Group ! E[ E

Environment Graup Name:lProduction Environment Graup Enahled? & Yes Mo

Description |Used to update multiple production instances.

Execution Order IParaIIeI 'l Source Environment (Mo App Code) |Pr0ducti0n LI

Environmentsl Hostsl Application Codesl =erial Execution Orderl Crwnarship UserAccess
This Enviranment Group can be used in Workflows by
& Allusers

" Only users in the groups listed below

Security Group Description

Aol BErmaye |

Ok | Save | Cancel

Ready

3. Select the Only users in the groups listed below option.
4. Click Add.
The Add Security Groups window opens.
5. Select one or more Security Groups.
6. To close the Add Security Group window, click OK.
The Security Group you selected display in the User Access tab.

7. Click Add to add more Security Groups. Click OK to save the changes and
close the window. Click Save to save the changes and leave the Environment
Group window open.

Only members of the Security Group(s) specified in the User Access tab can
use this Environment Group in Workflows.

Copying an Environment Group

To generate a new Environment Group by copying an existing Environment
Group:
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1. Enter search criteria in the Query tab of the Environment Group Workbench
for the Environment Group to be copied.

2. To find all Environment Groups that match the search criteria, click List.

3. In the Results tab of the Environment Group Workbench, select the
Environment Group to be copied.

4. Click Copy.

The Copy Environment Group window opens.

& Copy Environment Group [ %]

Flease enter the infarmation far the copy of
Environment Group, Production Enviranment

Environment Group Mame ITEST GROUP
cance |

Ready

5. Enter the new name for the copied Environment Group.
6. Click OK to copy the Environment Group.

The following Question dialog opens.

Wiould you like to edit Enviranment Group
@ TEST GROUP?

7. Click Yes to edit the Environment Group or No to exit.

Groups in order to copy an Environment Group. See “Setting Ownership for

You must be a member of one of the Environment Group’s Ownership
Environment Groups” on page 170 for details.
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Adding Environments to an Environment Group
To add an Environment to an existing Environment Group:

1. Enter search criteria in the Query tab of the Environment Group Workbench
for the Environment Group to be altered.

2. Click List to find all Environment Groups that match the search criteria.

3. Select the Environment Group in the Results tab and click Open.

ﬁ'__i Environment Group : Production Environment Group

(Sl EE IR ETER P roduction Environment Graup Enabled? @ ‘Yes  No

Description |Used to update multiple production instances.

Execution Order IParaIIeI 'l Source Environment (Mo App Code) |Pr0ducti0n LI

Enviranrents | Hosts | Application Codes | Serial Execution Order | ownership | User Access
rAszociated Environmerit

Available Environments Associated Environments
Developmert Cracle Apps - PROD
(COracle Apps - DEY Production
(COracle Apps - TEST ieh Site

Testing
Testing Financial &pps

2]

Ok | Eaye | Cancel

Ready

4. Select the Environment(s) to be added to the Environment Group in the
Available Environments list.

5. Click the right arrow to move the selected Environment(s) into the
Associated Environments list.

6. Click the Application Codes tab and modify the Primary Source
specification as desired.

7. Click the Serial Application Order tab, if enabled, and modify the
Environment sequence as desired.

8. Click OK.
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This adds the new Environment to the existing Environment Group.

Groups in order to modify an Environment Group. See “Setting Ownership

You must be a member of one of the Environment Group’s Ownership
for Environment Groups” on page 170 for details.

Only Environments that allow access (defined in the Access tab) will be
included in Available Environments list. See “Setting the Access for
Environments” on page 165 for more information.

Removing Environments from an Environment Group

To remove an Environment from an existing Environment Group:

1. Enter search criteria in the Query tab of the Environment Group Workbench
for the Environment Group to be altered.

2. Click List to find all Environment Groups that match the search criteria.

3. Select the Environment Group in the Results tab and click Open.

ﬁ'__i Environment Group : Production Environment Group

Environment Graup Name:lProduction Environment Graup Enahled? & Yes Mo

Description |Used to update multiple production instances.

Execution Order IParaIIeI 'l Source Environment (Mo App Code) |Pr0ducti0n LI

Enviranrents | Hosts | Application Codes | Serial Execution Order | ownership | User Access
rAszociated Environmerit

Available Environments Associated Environments
Developmert Cracle Apps - PROD
(COracle Apps - DEY Production
(COracle Apps - TEST ite:

Testing
Testing Financial &pps

€lo]

Ok | Eaye | Cancel

Ready
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8.

Select the Environment(s) that to be removed from the Environment Group
in the Associated Environments list.

Click the left arrow to move the selected Environment(s) into the Available
Environments list.

Click on the Application Codes tab and modify the Primary Source
specification as needed.

If the Environment which was designated as the Primary Source is
removed, then it is necessary to select a new Primary Source for the
Application Code. See “Choosing the Source Environment Based on
Selected App Code” on page 179 for more information.

Click the Serial Application Order tab, if enabled, and modify the
Environment sequence as desired.

Click OK.

This removes the Environment from the Environment Group and closes the
window.

You must be a member of one of the Environment Group’s Ownership
Groups in order to modify an Environment Group. See “Setting Ownership
for Environment Groups” on page 170 for details.

Setting the Environment Execution Order

To set the Environment execution order:

1.

In the Environment Group window, click the Serial Application Order tab.
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Q'_i Environment Group M [=]
Enviranment Group Name:lProduction Enviranment Group Enahled? * Yes i Mo
Description |Used to update multiple production instances
Execution Order (SEIE] n Source Environment (Mo App Code) IF‘roduction LI
Emvironments | Hosts | Application Codes  Serial Exacution Order | ownership | User Access
Seq Environment Name: Description ‘
1 Production Production Sarver
2 Oracle Apps - PROD
3 [Web Site Production Server
‘ 2]
23]
QK | Bave | Cancel |
Ready

2. Select a row containing the Environment to be moved.

3. Click the up or down arrow to move the selected Environment to a new
sequence position.

The Environments are executed in sequential order until all executions
have completed. Each Environment execution waits for the previous
Environment execution to complete (success or fail) before beginning.

4. Click OK.

This saves the changes and closes the window.

Groups in order to modify an Environment Group. See “Setting Ownership

You must be a member of one of the Environment Group’s Ownership
for Environment Groups” on page 170 for details.
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Linking Environments and Environment Groups to
Workflows

Environments must be linked to Workflow Execution Steps that require
connection, communication, or transfer between the clients, servers and
databases used in the deployment system.

Environments are specified on the Workflow Step window, accessible from the
Workflow window’s Layout tab. Select the source and destination Environment
or Environment Groups from the fields shown below.

Froperies | Security| Notifications | Timeout| Uzer Daia | Results |
Step Mumber: |4
Step Name: [Migrate to Test
Action Summary: I
Description: I
Source Type: [Execution
Environments are Source Narme: [Copyt1) (R) DLY Execution (Manual)
specified for the Enabled: & V== e
execution Workflow pisley: [atways =
Steps. Workflow Parameter: INONE LI
& Source Environment: |
" Source Environment Graup: |
%' Dest Environment: |
" Dest Environment Group: |
Save to OMIGLAM Archive?  Yes & o
Ay Lead Tine: |
Project Status: I
Cutrent % Complete: I
Parent Assigned To User: | EH
Parent Assigned To Group: I
wWorkflow Step Informstion I ﬂ
Authentication Reguired INune LI
0K I Al | Cancel |
Ready

Choosing the Source Environment Based on Selected App Code

Environment Groups can be used to dynamically determine the source
Environment based on the Application Code for a Package Line. The
Application Codes are picked based on the Environments associated with the
Environment Groups. All Apps Codes associated with an Environment are
inherited by the Environment Group.
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To enable the dynamic selection of a Source Environment based on the
Application Code:

1. In the Environment Group window, click the Application Codes tab.

ﬁ'__i Environment Group : Production Environment Group

Environment Graup Name:lProduction Environment Graup Enahled? & Yes Mo

Description |Used to update multiple production instances.

Execution Order IParaIIeI 'l Source Environment (Mo App Code) |Pr0ducti0n LI

Environments | Hosts Application Codes | Serial Erecution Order | ownership | User Access

App Code and Environmerts:

Pritnary Source |

Ok | Eaye | Cancel |

|Ready

2. Select the Primary Source Environment for each Application Code.

The Primary Source Environment will automatically be selected as the
Source Environment in the Workflow Step when the associated
Application Code is used in a particular Package Line.

You must be a member of one of the Environment Group’s Ownership
@e— Groups in order to modify an Environment Group. See “Setting Ownership

for Environment Groups” on page 170 for details.

Environment Maintenance and Utilities

This section provides information on validating and maintaining the
Environment definitions in Mercury Change Management.

This section covers the following topics:
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e Testing the Environment Setup
® Mass Update of Base Paths
e FEnvironment Password Management Utility

® Deleting Environments

Testing the Environment Setup
To check the validity of the Environment:
1. From the Environment window, click Check.

The Check Environment window opens.

$2 Check Environment [=]

Totest a set of related connections, select the folder containing the connections and click check. You can also test specific
cannections by selecting one or mare connection items and clicking Check.

To view the execution log for a connection test, select a single connection.

{3 Erwironment

=5 Server

L FTP Server: Websie NT domaln nameldavic
L Teinet Servar: Websie davic

{77 Client

#-{1] Datahase

H-{77 App Codes

Successul Failed
[J Mot Checked Unchackahle
et |
|Ready

2. Select the Environment connections to check.

Select a folder (for example Server) to check all connections defined for
that category. Specific connections can also be tested by selecting the
individual check boxes by the connection item.

3. Click Check.
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The system verifies the Environment definition. Results from the
Environment check commands are displayed in the Log File area of the
Check Environment window. Use log file output to troubleshoot any
connection problems identified during the Environment check.

Environment definition testing includes actions performed during regular code
migration, such as opening a Telnet session to the server, opening an FTP
session to the server, and connecting to the database. While the Environment
Checker cannot guarantee that all migrations will be successful, it can help
catch some of the most common set-up problems.

While the Check process can take a significant amount of time, it is
recommended that any new Environment is checked once all the data for it is
entered. Additionally, it is good practice to periodically check all
Environments to catch any obvious problems, such as changed passwords or
disabled accounts.

Mass Update of Base Paths

It is possible to update server/client base path segments in the Environment
and all of its applications at the same time. This functionality is useful, for
example, to relocate a particular Environment and all of its applications onto a
new disk or partition.

To perform a mass update of base paths:
1. Select Environment->Update Base Paths.

The Update Base Path window opens.

e Update Basze Paths: Web PROD

Flease enter servericlient base path segments for mass update of hase paths. All occurrences of
the ald segment will be replaced by the new segment in the environment and all of its app codes.

Qld Server Base Path: |u21basepath1

Mew Server Base Path: |u21basepath1

Old Client Base Path: |

MNew Client Base Path: |

ok I il | Cancel

Ready

2. Enter the old server/client base path segment and the new server/client base
path segment in the fields provided.
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The default value in the old server/client base path field is the
Environment's current server/client base path segment.

3. Click Apply or OK.

Every occurrence of the old server/client base path segment will be replaced by
the new server/client base path segment in the Environment and all of its
applications.

For example, suppose that two applications have been selected. The server
base paths for these two applications are /u2/apps/isi and
/u2/apps/demo_107. To change u2 to u3, enter u2 in Old Server Base Path and
u3 in New Server Base Path before copying these applications. Every
occurrence of the old server/client base path segment will be changed to the
new base path segment in all the applications selected. The changes will be
reflected in the applications in the Environment into which they have been
copied.

Environment Password Management Utility

A single user can have access to multiple password-protected Environments. It
is often convenient to use a single username and password for all of the
Environments that a single user encounters. If the user decided to change their
password or if that user’s job functions were transferred to another user, it
would take hours to update the Environment passwords in each Environment
window.

The Environment Password Management Utility enables a user to update their
password in all of the Environments located on a single host, simultaneously.
These updates can be made using the Mercury ITG Environment interface or
directly at the command line.

This utility will only mass update passwords with matching parameters (such
as Hostname, Username, Old Password, and Connect String).

This section covers the following topics:
e Updating Passwords Using the Workbench

e Updating Passwords Using the Command Prompt
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Updating Passwords Using the Workbench

To change a user’s Environment password(s) using the Workbench:

1.

2.

Click the Environments screen in the Environments screen group.
From the Environments menu, select Update Password.

The Update Environments Password window opens.

& Update Environments Password B4

| HostType:lComputerINT LI
Hostname:
MT Domain:
Username;
Old Password: c
Mew Passward: c
Ok I Eaye | Cancel |
| |Ready

Select the Host Type.

The required fields will dynamically change to match requirements of the
selected Host Type.

Fill in the all of the fields.

Click OK to implement the changes.

Updating Passwords Using the Command Prompt

To change a user’s Environment password(s) using the UNIX Command
Line:

1.

On the Mercury ITG Server, cd to the bin directory where Mercury
Change Management is installed.

Run the following script:
kEnvUpdatePassword. sh

Follow the command prompts to update the password.

The prompts correspond to user and Environment information.
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Deleting Environments
To delete an Environment:
1. Open the Environment Workbench window.

2. Enter the search criteria required to select the Environments in the Query
tab and click List.

The Results tab opens, displaying the results of the search.
3. Select the Environment to be deleted and click Delete.

A dialog box appears asking for confirmation that the Environment is to be
deleted.

4. Click OK to delete the Environment, or Cancel to leave it unchanged.

Only members of one of the Environment’s Ownership Groups can delete an
@j Environment. See “Setting Ownership for Environments” on page 659 for

details.
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Chapter

Integrating Participants into Your
Deployment System

This chapter provides an overview for how to integrate users into the
deployment process. It provides information for defining Security Groups and
controlling users’ access to actions in Mercury Change Management.

This chapter covers the following topics:

User Security and Participation - Overview
Establishing Security Groups

Setting Package Creation Security

Setting Package Processing Security

Setting Configuration Security

Only users with a Administrator license can create User accounts and
Security Groups, which are critical when integrating participants into your
deployment system. Work with the Administrator to configure the User
accounts and Security Groups required for the process.

User Security and Participation - Overview

Mercury Change Management allows a great deal of control over who can
participate in the deployment process. Users’ actions can be restricted around:

Package creation:

o Who can create Packages.

Infegrating Participants into Your Deployment System 187



Configuring a Deployment System

o Who can use a specific Workflow.

o Who can use specific Object Types.

e Package processing:

o Who can approve / process each step in the Workflow. For this
restriction, access can be enabled by specifying specific users or
Security Groups. Access can also be dynamically provided by
having a Token resolve to provide access.

0 Whether only “Participants” will process the Packages. Participants
are defined as the Assigned User, the creator of the Package,

members of the Assigned Group, or any users who have access to
the Workflow Step(s).

e Managing the deployment process:
0o Who can change the Workflow.
o Who can change each Object Type.
0 Who can change the Environment definitions.

0o Who can change the Security Group definitions.

‘ Use Security Groups or dynamic access (Tokens) whenever possible. Avoid
Tip specifying a list of users to control an action; for example, specifying a list of
users who can act on a Workflow Step. If the list of users changes (due to any
departmental reorganization), that list would need to be updated in many
places on the Workflow. By using a Security Group instead of a list of users,
the Security Group can be updated once, and the changes will be propagated
throughout the Workflow Steps.

Establishing Security Groups

Security Groups are used to control who can access certain screens and
functionality in Mercury Change Management. See “Security Groups” on
page 17 for an overview. The following sections provide instructions on
defining Security Groups:
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® Creating a Security Group by Specifying a List of Users
e Using Resource Management to Control User Security
The general process for creating a Security Group is as follows:

1. Specify Security Group membership on the Users tab.

This can be accomplished by providing a list of users or by associating the
group with an organization unit that is defined in the Mercury IT
Governance Center.

2. Specify the screen and feature access by linking the appropriate Access
Grants.

See Security Model Guide and Reference for details.

3. Specify which Workflows users in this Security Group can use when
deploying changes.

This is set in the Change Management Workflows tab.

4. Restrict the Security Group from using certain Application Codes when
creating a Package Line.

This restricts which applications each user can process objects through.

(‘ Consider creating and maintaining two types of Security Groups:
Note
e Security Groups to control who can act on a specific Workflow Step (list

of users without any special Access Grants)

e Security Groups to control who can access a particular screen or function
(list of users and appropriate Access Grants)

This can greatly simplify maintenance of a security model around
deployment processes. As new users are added to the system, they can be
granted to appropriate screen and function access and associated with
specific Workflows.

Creating a Security Group by Specifying a List of Users

To generate and define a new Security Group:
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1.

Click New Security Group in the Security Group Workbench, or select File >

New > Security Group from the menu.

The Security Group window opens.

ﬁ'__i Security Group : Untitled2 ! E[ E
Marme I Enabled:  Yes & N
Description I
This Security Group will be used by: i Requests i Projects i Packages [ Tite Sheets
Change Management App Codes | Charoe Eotle Rlles | Ovvnership | [User Dets Uszed By
Users Access Grants Change Management YWarkflows
Add Mewy User to this Group | Member ship
Members are:
Fitter Liset & Specified Directly
User: l— Fitter | Uze this screen to add or remove users.
' Determined by Organization Unit
Ussrs Modify the associated org unit to add or remove Lsers.
Oroanization it I ey
(o Direct Members Only,
Qnly direct members af this ard unt are members.
A Wembers (Cascating]
|relude metnbiens of this are Wit e its child oro whits.

OK | SEVE | Cancel |

IShowing 0 of 0 user(s)

2.

Enter the Name and Description.

Select Yes to enable this Security Group.

If the Security Group is not enabled, it does not appear as a choice when
generating or updating users or Workflows.

Select which entities (Requests, Projects or Packages) will use the Security

Group by clicking their respective check boxes in the This Security Group
will be used by field.

Link the desired Users to the Security Group.
a. Click New in the Users tab.

The Users window opens.
b.

Enter the desired username into the Users field and click Add, or click
on the Users auto-complete list to display all available users.
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The Validate window opens.
c. Select the desired User Name.
d. Click OK.
The Validate window closes.
e. Click OK to add your selection to the Users tab.
6. Link the desired Access Grants.

Each Access Grant enables certain functions performed on a Mercury ITG
screen. See Security Model Guide and Reference for a description of each
available Access Grants.

a. Select the desired Access Grants in the Available Access Grants list.
b. Click the right arrow button pointing to the Linked Access Grants list.
The selected Access Grants are moved into the column.
7. Restrict the Security Group from using certain Workflows.
a. Click the Change Management Workflows tab.
b. Select the Workflows in the Allowed Change Management Workflows list.

c. Click the left arrow button pointing to the Restricted Change
Management Workflows list.

The selected Workflows are moved into the column.

d. If all future Workflows should also be excluded, select the Always
restrict new Workflows check box.

8. Restrict the Security Group from using certain Application Codes when
creating a Package Line.

This restricts which applications each user can process objects through.
a. Click the Change Management App Codes tab.

b. Select the App Codes in the Allowed Change Management App Codes list.

Infegrating Participants into Your Deployment System 191



Configuring a Deployment System

c. Click the left arrow button pointing to the Restricted Change
Management App Codes list.

If all future App Codes are to be excluded, select the Always restrict
new App Codes check box.

9. Click the Ownership tab and select the Ownership Groups that have the
right to edit, copy or delete the current Security Group.

10. (Optional) Enter any necessary information in the User Data tab’s custom
fields.

11. To register the current Security Group and close the Security Group
window, click OK. To save the information and leave the Security Group
window open, click Save.

Using Resource Management to Control User Security

Users can also be associated to Security Groups through their inclusion in an
organization model definition. Using the Mercury IT Governance Center’s
resource management capabilities, a user can be placed into a model that
includes security and access information. See Managing Your Resources
(Resource Management) for details.

Q’j Security Group : Untitled2 ! El E
Mame I— Enshled:  es & Mo
Desctiption |
This Security Group will be used by: v Reguests v Projects v Packages I Time Shests
Change Management App Codes | Charge Cote RuEs: | Ownership | UzerDats Used By
Users Access Grants Change Management Workflows

fembership

A Merwe User to this Group |
Members are:

rFitter User i+ Specified Directly
User: I Fitter | Use thiz screen to add or remove users.
" Determined by Organization Unit

Users Moadify the associated org unit to add or remove users

Oroemization Ui I SN,
& [irent Members Gnly
Crrldirest memers of this arg tnit sremembens.
0 &l embers (Cassading

Irclude metrmers afithis arg ubit st s ehild o units.,

Ok | Save | Cancel |

|Showing 0 of 0 user(s)
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To define a Security Group to use the members of an organization unit:
1. Open the Security Group window.

2. Select Determined by Organization Unit in the Membership section of the
Users tab.

The following question dialog opens.

Ifyou continue, this security group's
membership list will be determined by the
arganization unittowhich it is linked. The

@ current list of users will be changed upan
save. Do you want to continue?

o |

3. Click Yes.

Group, any users specified in the Users list will be replaced with the
members of the organization unit.

When selecting an Organization Unit to control user access to the Security
4. Select the Organization Unit.
5. Select whether to include:

e Direct Members Only:
Only direct members of the specified organization unit.

e All Members (cascading)
Members of this organization unit and its child units.

6. Click Save.

Related Topics:

® Managing Your Resources (Resource Management)

e Security Model Guide and Reference
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Setting Package Creation Security

It is possible to control who can create certain Packages or use specific Object
Types and Workflows. This provides a great deal of control over who can
process changes of a certain type to specific Environments.

The following sections discuss how to control security related to Package
creation:

® FEnabling Users to Create Packages
® Restricting Users from Selecting a Specific Workflow

® Restricting Users from Selecting a Specific Object Type

Enabling Users to Create Packages

It is possible to control which users have the ability to create and submit
Packages. To enable a user to create and submit a Package, ensure that the
following settings are configured properly.

Table 9-1. Settings required to enable a user to create Packages

Sefting Value Description
License Change Management: Power The Power License provides a user with
License access to the Workbench, where the

Package is defined.

This is set in the User window on the
Workbench.
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Table 9-1. Settings required to enable a user to create Packages [continued]

Setting

Value

Description

Access Grants linked
to the Security Group

Change Mgmt: Edit Packages

This Access Grant allows the user to
generate, edit and delete certain Packages.

e User cannot delete a Package if it has
been released or if user is not the owner.

o To edit the Package, user must be its
creator, the ‘assigned to’ user, a member
of the assigned group or a member of
the Workflow Steps Security Group.

Access Grants are set in the Security
Group window.

Change Mgmt: Manage
Packages

This Access Grant allows the user to
create, edit and delete Packages at
anytime.

Access Grants are set in the Security
Group window.

Allowed Change
Management
Workflows in the
Security Group
window

At least one Workflow must be
allowed.

When creating a Package, you are required
to select a Workflow for the Package to
proceed through. At least one Workflow
must be enabled to be able to create and
submit a Package. The user should select
the Workflow intended to process the
deploying objects.

This is set on the Security Group window -
Change Management Workflows tab.

Allowed Change
Management Object
Types in the Workflow
window.

At least one Object Type in each
Workflow used to deploy
changes must be allowed.

Object Types can be associated with
Workflows such that only certain Object
Types can be processed through the
Workflow. At least one Object Type must
be enabled so that the user can create a
Package Line when using that Workflow.

This is set on the Workflow window -
Change Management Settings tab, under
the Package Line selection.
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Screen and function access provided through Access Grants are cumulative.
If a user belongs to three different Security Groups, the user will have all
access provided to each of the groups. Therefore, to restrict certain screen
and feature access, remove the user from any Security Group granting that

acCess.

Use the Access Grants tabs in the User window to see all Security Groups
where specific Access Grants are included, then:

e Remove the user from the Security Group (using the Security Group tab

on the User window)

e Remove the Access Grants from the Security Group (in the Security
Group window). Note: you should only do this if no one in that Security
Group needs the access provided in that Access Grant.

Restricting Users from Selecting a Specific Workflow

Table 9-2. Settings required to restrict Workflow selection

It is possible to restrict users from selecting specific Workflows when creating
a new Package. To do this, ensure that the following conditions are met.

Setting

Value

Description

Restricted Change
Management
Workflows in the
Security Group
window

Include the Workflows that you
would like to restrict.

When creating a Package, you are required
to select a Workflow for the Package to
proceed through. Users (in the Security
Group) will not be able to select any
Workflows included in the Restricted
Change Management Workflows list.

Note: If a user belongs to another Security
Group that allows the use of that Workflow,
the user will be able to select it.

This is set on the Security Group window -
Change Management Workflows tab.

Tip

Restricting the Workflow selection also controls who can deploy changes to
specific Environments, because the source and destination Environments are

defined in the Workflow Step.
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Restricting Users from Selecting a Specific Object Type
It is possible to restrict users from selecting specific Object Types when

creating a new Package. To do this, ensure that the following conditions are
met.

Table 9-3. Settings required to restrict Object Type selection

Sefting Value Description
Restricted Change Include the Object Type that you | You can associate Object Types with
Management Object would like to restrict. Workflows such that only certain Object
Types in the Workflow Types can be processed through the
window. Workflow. Users (in the Security Group) will

not be able to select any Object Types
included in the Restricted Change
Management Workflows list.

This is set on the Workflow window -
Change Management Settings tab, under
the Package Line selection.

Setting Package Processing Security

It is possible to control who can process Packages following a Package
submission. It is also possible to control who can act on certain steps (decisions
and executions) in the process. The following sections discuss how to control
security related to Package processing:

® Providing Users with General Access to Update Packages
® FEnabling Users to Act on a Specific Workflow Step

® Restricting Package Processing to Participants

Providing Users with General Access to Update Packages

All users who will be processing Packages must meet the following conditions:
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Table 9-4. Settings required to enable a user to process Packages

Setting

Value

Description

is required)

License (at least one Change Mgmt: Power License

The Power License provides a user with
access to the Workbench. Users can act on
all Workflow Steps (decisions and
executions) in the Workbench.

This is set in the User window on the
Workbench.

Change Mgmt: Standard

The Standard License provides a user with
access to the standard interface. Users can
act on all decision Workflow Steps. Note:
you must have a Power Licence to process
Execution Steps.

This is set in the User window on the
Workbench.

Access Grants linked | Change Mgmt: Edit Packages
to the Security Group

This Access Grant allows the user to
generate, edit and Packages.

e User cannot delete a Package if it has
been released or if user is not the owner.

o To edit the Package, user must be its
creator, the assigned to user, a member
of the assigned group or a member of
the Workflow Steps Security Group.

Access Grants are set in the Security
Group window.

Change Mgmt: Manage
Packages

This Access Grant allows the user to edit or
delete Packages at anytime.

Access Grants are set in the Security
Group window.

Enabling Users to Act on a Specific Workflow Step

Specify who can act on each step in the deployment Workflow. Only people
who are specified on the Security tab in the Workflow Step window will be able
to process Packages and Package Lines at that step.

To specify the users who can act on a specific Workflow Step:
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1. Open the Workflow.
2. Click the Layout tab.
3. Double click on the step to configure.

The Workflow Step window opens. Note: the Workflow Step window also
opens when first adding a step to the Layout tab.

4. Click the Security tab.

5. Click New.

The Workflow Step Security window opens.

%25 Workflow Step x|

Properties SECUFiwl Motifications | Timeaut| User Data | Results |

Security Type | Security
Security Group Name |ITG Change ManagementAdministra...l

fe Workflow Step Security E

|Enter a Security Group NameLI

Enter a Security Group Mame
SeclEnter a Usemame

seEnter a Standard Token
Enter a User Defined Token
Tukens || Ok I Add | Cancel

Ready

wew || Edit || e |

QK I Apply | Cancel

Ready

6. Select the method for specifying the step security from the drop down list:
Security Group Name, Username, Standard Token, User Defined Token.

Selecting a value from this field automatically updates the other fields on
this window. For example, selecting Enter a Username will change the
Security Group field to Username.

7. Specify the Security Groups, Usernames, or Tokens that will control the
access to this step.
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8. Click OK.

The security specification is added to the Security tab. Add additional
specifications to the step by clicking New and repeating the above process.
The step’s security can therefore be controlled using a combination of
multiple Security Groups, Usernames and Tokens.

9. To save and close the window, click OK.

Tip

Consider assigning a Security Group to each decision, execution and
Condition Step, even though many of these steps will proceed
automatically. If a command fails or a condition is not met, it may be
necessary to manually override the step.

Consider assigning a “Deployment Manager” Security Group to each
step. That group could be configured with global access to act on every
step in the process. Again, this could help avoid bottlenecks by providing
a small group with permission to process stalled Packages.

Avoid specifying a single user as the only person who can act on a
Workflow Step. This would require a process update (re-configuration)
when that user changes roles or leaves the company. Better to grant
access dynamically using a Token or Security Group.

Restricting Package Processing to Participants

The Package Security section in the Change Management Settings tab in the
Workflow window determines who can have access to Packages that use the
current Workflow. Restricting access to Participants means that when non-
Participant users search for Packages, a Package that uses the current
Workflow will not be displayed. In this instance, Participants are defined as:

The Assigned User
The creator of the Package
Members of the Assigned Group

Any users who have access to the Workflow Step(s)

To allow all users access Packages using the current Workflow, select All
Users.
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ﬁ__iWorkﬂow : Deploy Software ! E[ E
Package Yworkflows | Regquest Types | Ownership | W= By | WeenData
Workflow | Layout | Step Sequence Change Managerent Settings
Modify Settings For: ¢ Package Line (% Ps O Fitter

Packages using this Workflow can be viewed by:

& Al Users

o Participants only - the Assigned User, crestor of the Package, users of the Assigned Group
and users who have access to the Workflowe Stepls).

Werify | QK | Save | Cancel

|Ready

To restrict the number of users who can access Packages using the current
Workflow to Participants of the Packages, select Participants only - the
Assigned User, creator of the Package, users of this Assigned Group, and users
who have access to the Workflow Step(s).

Setting Configuration Security

A critical part of ensuring successful deployments is ensuring that the
deployment process is altered only by the correct people. Set configuration
security around all of the Change Management configuration entities. This
includes such activities as controlling:

¢  Who can change the Workflow.

e  Who can change each Object Type.

e  Who can change the Environment definitions.

¢  Who can change the Security Group definitions.

The following sections discuss some options for securing your configurations:

e Setting Ownership for Configuration Entities
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® Removing Access Grants

Setting Ownership for Configuration Entities

Different groups of users have ownership and control over the Change
Management entities. These groups are referred to as Ownership Groups.
Unless a global permission has been designated to all users for an entity,
members of Ownership Groups are the only users who have the right to edit,
delete or copy that entity. The Ownership Groups must also have the proper
Access Grant for the entity in order to complete those tasks. For example, the
Edit Workflows Access Grant is needed to edit Workflows and Workflow
Steps.

It is possible assign multiple Ownership Groups to the various entities.
Ownership Groups are defined in the Security Group window. Security Groups
become Ownership Groups when used in the Ownership capacity.

Ownership Groups can be specified for the following entities involved in the
deployment process:

e  Workflows

e Workflow Steps

e Environments

e Environment Groups
e Object Types

e Security Groups

e User Definitions

e Report Types

e Validations

e Special Commands

The Ownership setting is accessed through the individual entity windows in
the Workbench.

For example, to set the Ownership for Workflows:
1. Open the Workflow.

2. Click the Ownership tab.
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Click the Only groups listed below that have the Edit Workflows Access Grant

> radio button.
4. Click Add.
The Add Security Group window opens.
5. Select the Security Group.
6.

To add the current Security Group and continue adding more Security

Groups, click Add. To add the current Security Group and close the Add
Security Group window, click OK.

The Security Group(s) you selected displays in the Ownership tab under the

Security Group column.

ﬁ__iWorkﬂow : Deploy Software

I [=] 3
Warkdflow | Layout | Step Sequence | Change Management Settings
Package Workflows | Reguest Types Ownership Wsed| By | UzerData
1Sive ahility to edit this Vorkflow to:
7 Al uzers with the Edit Wiorkflows Access Grant
i+ Only groups listed below that have the Edit Workflows Access Grant
Security Group Description |

ITG Change Management Administratar

|Pr0vides administrative access to Change Management |

i Remove |
Werify | QK | Save | Cancel
|Ready

7. To save the selection and close the Workflow window, click OK. To save the
selection and leave the Workflow window open, click Save.

The System: Ownership Override Access Grant allows the user to access and

Note
entity’s Ownership Groups.

edit configuration entities even if the user is not a member of one of the
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Removing Access Grants

It is also possible to restrict the ability to modify Change Management
configuration entities by removing the user from any Security Group granting
that access.

Use the Access Grants tabs in the User window to see all Security Groups
where specific Access Grants are included to either:

e Remove the user from the Security Group (using the Security Group tab on
the User window)

e Remove the Access Grants from the Security Group (in the Security Group
window). Note: only do this if no one in that Security Group needs the
access provided in that Access Grant.

The following table lists the Access Grants that provide edit access to different
configuration entities.

Table 9-5. Access Grants for editing configuration entities

Access Grant Description

Config: Edit Workflows Allows the user to generate, update and delete
Workflows.

Config: Edit Report Types Allows the user to generate, update and delete

Report Types.

Config: Edit Special Allows the user to generate, update and delete

Commands Special Commands.

Config: Edit User Data Allows the user to generate, update and delete User
Data.

Config: Edit Validation Allows the user to generate, update and delete

Values Validation Values.

Config: Edit Validations Allows the user to generate, update and delete
Validations.

Config: Edit Workflows Allows the user to generate, update and delete
Workflows.

Change Mgmt: Edit Object | Allows the user to generate, update and delete

Types Object Types.

Environments: Edit Allows the user to generate, update and delete
Environments Environments.

Sys Admin: Edit Security Allows the user to generate, update and delete
Groups Security Groups.
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Table 9-5. Access Grants for editing configuration entities [continued]

Access Grant Description

Sys Admin: Edit Users Users Allows the user to generate, update and delete
Users.
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Chapter

Setting Up Communication Paths

This chapter provides an overview for different modes of communication that
can be used in a deployment system. The following features help increase
visibility into the deployment processes and data:

Email Notifications:

Each Workflow Step can be configured to send an email to specified users
when the step becomes eligible, has a specific result, or encounters an
error. Using Notifications at key points in the process ensures a speedy
deployment by notifying appropriate parties of actions required by them or
complications during deployment.

Dashboard:

The Dashboard provides an interface through which the current state of the
deployments can be quickly assessed. Personalize the Dashboard to display
status information that is most meaningful to any given role. For example,
software engineers may only want to see the Packages that they submitted,
whereas the I'T manager may want to have visibility into each critical
Package currently in progress.

Reports:

Mercury Change Management includes a number of reports that can be
used to assess deployment status. Change Management also publishes a
reporting meta layer that enables custom reports to be built. Reports can be
scheduled to run periodically.

This chapter discusses the following topics:

Adding Notifications to Workflow Steps
Configuring Your Dashboard
Configuring Reports
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Adding Notifications to Workflow Steps

When configuring a Notification for a Workflow Step, consider the following:
e When to send it.

e Who should receive it.

e What the message should say.

This section covers the following topics:

® Adding a Notification to a Workflow Step - Overview

e Configuring When to Send a Notification

e Configuring the Notification Recipients

e Configuring the Notification Message

e Using Notification Templates

Adding a Notification to a Workflow Step - Overview

To add a Notification to a Workflow Step:
1. Open the Workflow.

2. Click the Layout tab.

3. Double click on the step to configure.

The Workflow Step window opens. Note: the Workflow Step window also
opens when first adding a step to the Layout tab.

4. Click the Notifications tab.

5. Click New.

The Add Notification for Step window opens.
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t& Add Notification for step: Migrate to Test
Setup | Message | Configure the
rOition: message.
Configure when to Description: |
send the Notification\ Event [sL
\ \_\
Interval: [8:00 AM Daily M-F
Sdnd reminder? C1ES &G Feminder Lays: I
Enabled: & Yes ¢ MNo ™ Dontsend if obsolete
rRecipient
Recipient Type Distribution Type | Recipient
Select the
recipients.
Il ey | Edit | [Delete Copy Security |
Tokens | Ok | Cancel |
|Ready

6. Configure the following:
e When the Notification is sent (Event and Interval)
® Who receives the Notification (Recipients)
e The body of the Notification (Message)

7. Click OK.

The Notification specification is added to the Notifications tab. Add
additional specifications to the step by clicking New and repeating the
above process. A different Notification can then be configured to be sent to
different recipients for different events.

8. To save and close the window, click OK.
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Configuring When to Send a Notification

Each Workflow Step can be configured to send an email when the step
becomes eligible, has a specific result, or encounters an error.

This section covers the following topics:

e Sending a Notification when a step becomes eligible

e Sending a Notification when a step has a specific result
e Sending a Notification when the step has a specific error
e (Configuring multiple Notifications for a single step

e Specifying the Time the Notification is Sent

Sending a Notification when a step becomes eligible

To send a Notification when a Workflow Step becomes eligible, configure the
Notification as indicated below.

t& Add Notification for step: Migrate to Test
Setup | Message |
rption:
Description: |
Event: Elmlhlp
Interval: [8:00 AM Daily M-F
Send reminder? ¢ Yes & Mo RemmderDays.l
Enahled: & Yes ¢ Mo ¥ Diont send if obsolete
rRecipient
Recipient Type Distribution Type | Recipient
Il ey | Edit | [Delete | Copy Security |
Tokens | Ok | Cancel |
|Ready
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Table 10-1. Workflow Step Notification - send on eligible

Field

Value

Notes

Event

Eligible

Interval

Immediate

Select to send the Notification at
different intervals. For example, you
might choose to send a Notification of
a final approval step at midnight so
that it’s ready for approval in the
morning.

Note also that multiple Notifications to
a single recipient can be batched and
sent together. Selecting an interval
other than “Immediate” will allow this
batching to occur.

See “Configuring the Notification
Intervals” on page 218 for
instructions on configuring this.

Send Reminder

Yes/No

This field is optional. A reminder
Notification can be sent if the
Notification event is still true after a
period of time. For example, a
reminder can be sent if a step is still
Eligible after a number of days. A
reminder cannot be sent if the
Notification event is ‘All.’

Enabled

Yes

Sending a Notification when a step has a specific result

It is possible to configure the Notification to be sent when a Workflow Step
results in a specific decision or execution result. The value for these events is
determined by the Workflow Step Source’s Validation.

To send a Notification when a Workflow has a specific result, configure the
Notification as indicated below.
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Setup | Message |
rption:

#2> Add Motification for step: Migrate to Test

Description:l

Event:lSpeciﬂc Result

rRecipient

Interval: {8:00 A D

Send reminder? © Yes

Enahled: & Yes ¢ Mo

[~ Dontsend if obsolete

Recipient Type

Distribution Type |

Recipient

Il ey | Edit | [Delete | Copy Security |

Tokens |

Ok | Cancel |

|Ready

Table 10-2. Workflow Step Notification configuration - send on step result

Field

Value

Notes

Event

Specific Result

Value

Select the value to
trigger the
Notification.

The list of values is determined by the
Workflow Step Source’s Validation.
Therefore, this selection will always
be limited to the possible results of
the step.
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Table 10-2. Workflow Step Notification configuration - send on step result

Field

Value

Notes

Interval

Immediate

Select to send the Notification at
different intervals. For example, you
might choose to send a Noitification of
a final approval step at midnight so
that it’s ready for approval in the
morning.

Note also that multiple Notifications to
a single recipient can be batched and
sent together. Selecting an interval
other than “Immediate” will allow this
batching to occur.

See “Configuring the Notification
Intervals” on page 218 for
instructions on configuring this.

Send Reminder

Yes/No

This field is optional. A reminder
Notification can be sent if the
Notification event is still true after a
period of time. For example, a
reminder can be sent if a step is still
Eligible after a number of days. A
reminder cannot be sent if the
Notification event is ‘All.’

Enabled

Yes

Sending a Notification when the step has a specific error

To send a Notification when a Workflow has a specific error, configure the
Notification as indicated below.
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Setup | Message |

#2> Add Motification for step: Migrate to Test

rption:

Description:l

Event:lSpeciﬂc Errar

IntervaI:IS:DD Abd

Send reminder? © Yes

Enabled: & ‘Yes

SO Command execution error
MNULL result
Invalid integer
Invalid date
Command execution errar
Irvealid result

[E— Farent closed
Child closed
Recipient Type Mo parent
Il ey | Edit | [Delete | Copy Security |

Tokens |

Ok | Cancel |

|Ready

Table 10-3. Workflow Step Notification configuration - send on error

Field Value Notes
Event Specific Error
Error Select the value to This is a standard set of errors. See
trigger the “Specific Errors for Workflow
Notification. Steps” on page 215.
Interval Immediate Select to send the Notification at

different intervals. For example, you
might choose to send a Notification of
a final approval step at midnight so
that it’s ready for approval in the
morning.

Note also that multiple Notifications to
a single recipient can be batched and
sent together. Selecting an interval
other than “Immediate” will allow this
batching to occur.

See “Configuring the Notification
Intervals” on page 218 for
instructions on configuring this.
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Table 10-3. Workflow Step Notification configuration - send on error

Field

Value Notes

Send Reminder

Yes/No This field is optional. A reminder
Notification can be sent if the
Notification event is still true after a
period of time. For example, a
reminder can be sent if a step is still
Eligible after a number of days. A
reminder cannot be sent if the

Notification event is ‘All.’

Enabled

Yes

Specific Errors for Workflow Steps

The following errors can cause a Notification to be sent.

Table 10-4. Specific Errors for Workflow Steps

Specific Error

Meaning

No consensus

When all users of all Security Groups, or users linked to the
Workflow Step need to vote, and there is no consensus.

No recipients

When none of the Security Groups linked to the Workflow Step
has users linked to it, no user can act on the Workflow Step.

Timeout

When the Workflow Step times out. Used for Executions and
Decisions.

Invalid Token

Invalid Token used in the execution.

ORACLE error

Failed PL/SQL Execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.

Command
execution error

Execution engine has failed or has a problem.

Invalid Result

Execution or Subworkflow has returned a result not included in
the Validation.

Parent closed

For wf_receive or wf_jump steps, a Package Line is expecting a
message from a Request that is cancelled or closed.
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Table 10-4. Specific Errors for Workflow Steps

Specific Error Meaning

Child closed For wf_receive or wf_jump steps, a Request is expecting a
message from a Package Line that is cancelled or closed.

No parent For wf_receive or wf_jump steps, a Package Line is expecting a
message from a Request that has been deleted.

No child For wf_receive or wf_jump steps, a Request is expecting a
message from a Package Line that has been deleted.

Multiple jump For wf_jump steps in a Package Line, different result values

results were used to transition to the step.

Multiple Return | When the Package Level subworkflow receives multiple results
Results from Package Lines that traversed through it.

Configuring multiple Notifications for a single step

It is possible to configure multiple Notifications for each Workflow Step. This
can be useful in the following sample situations:

¢ Sending a different message depending on the result of the step
e Sending a different message depending on the type error

e Sending the Notification to a different set of users depending on the step’s
result or error

e Specifying different intervals or reminders based on the type of step error

To configure multiple Notifications for a Workflow Step, simply add multiple
Notifications to the same Workflow Step window.
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i Workflow Step E

Propeniesl Security Motifications | Timeoutl USerDatal Resultsl

Event Description Intersyal Enabled

Rework Required Mot Approved 8:00 A6 Daily M-F Y
Eligible Motify when step becomes eligible. |8:00 AM Daily M-F|Y
Reacy far Migration [Ready for Migration. |:00 AM Daily M-F[

e | Edit | Copy | Delete |

ok I il | Cancel

Ready

In this example, one set of users is notified when the step becomes eligible.
Then, depending on the outcome of the step, different groups are notified. If
the step results in the specific result of “Ready for Migration,” then a
Notification is sent to an engineer who will execute the migration. If the step
results in the specific result of “Rework Required,” then a Notification is sent to
the deployment manager.

Specifying the Time the Notification is Sent

Use the Interval field on the Workflow Step to specify when the Notification
will be sent.
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t& Add Notification for step: Evaluate
Setup | Message |
rption:
Description: |
Select an Interval Event JoLL
to specify when and
how often the \_\
Notification is sent. P interval: [2:00 Amt Daily w-F
EE Nz =00 A Daily M-F
Hourly M-F
Enabled: |Immediate
rRecipient
Recipient Type Distribution Type Recipient
Il ey | Edit | [Delete Copy Security |
Tokens | Ok | Cancel |
|Ready

The interval determines when the Notification will be sent. The following
intervals are pre-configured:

® 8:00 AM Daily M-F: This Notification is sent at 8:00 AM on the next
available work day after the Notification event occurs.

® Hourly M-F: This Notification is sent on the hour, starting on the next
available work day after the Notification event occurs.

¢ Immediate: This Notification is sent immediately.

Configuring the Notification Intervals
Notifications are configured on the Notification Templates Workbench.

To configure the Notification Intervals:

1. Click the Configuration screen group and click the Notification Templates
icon.
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2. Select Notif

ication Templates ->Intervals from the menu.

The Notification Intervals window opens.

§& Motification Intervals
Intersyal Mame Interyal Description Enabled |
8:00 Al Daily M-F Send email messages once daily at 8:00 Aw.. [v
Haourly M-F Send email messages every hour, Monday - . [Y
Immediate Send notification immediately upon event i
(W | BREf | [DEelete Refresh Close |
|3 Motification Interval Records Loaded

3. Click New or Open to access the Notification Interval: New window.

f& Notification Interval :

Intereal | Usad Elyl

New

Interval Marme: ||

Description: |

Interval Type: |P

eriodic

Start Time: |

End Time:l

El Bl L

i Time Interval (Hours):l

Days: [~ Sun W Mon V Tue V Wed V Thu M Fri [ sat
Enahled: @ Yes  No

Ok I Save | Cancel

Ready

4. Enter the required information on the Interval tab.

These fields

are defined in Table 10-5.

Table 10-5. Notification Intervals

Field Name

Description

Interval Name

This is the name assigned to the interval.

Description

Free form description of this interval.
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Table 10-5. Notification Intervals

Field Name Description

Interval Type For internal use. This is always set to Periodic, unless Immediate
Interval is used.

Start Time Time to start sending out Notifications and to start counting down
the time interval until the next batch.

End Time Time to stop sending out Notifications.

Time Interval Number of hours to wait after the Start Time or the last batch sent,
before sending out the next batch of Notifications.

Days Used to select which days this interval should execute on.
Enabled If Yes is set, this interval is selectable. If No is set, this interval is
unavailable.
5. Click OK.

The new interval is added to the Notification Intervals window.

6. Click Close to close the window.

The new Notification Interval can now be used in any Workflow Step
Notification.

When Notifications are sent with an hourly or daily interval, there are
sometimes several Notifications pending for a particular user. In this case, all
Notifications are grouped together in one email message. The Subject of each
individual Notification appears at the top of the email message in a Summary
section.

Sending a follow up Notification (reminder)

A reminder Notification can be sent if the Notification event is still true after a
period of time. For example, a reminder can be sent if a step is still Eligible
after a number of days. A reminder cannot be sent if the Notification event is
All.

To configure a Notification to re-send after a period of time, configure the
Notification as indicated below.
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Table 10-6. Workflow Step Notification configuration - send on error

Field Value Notes
Event Select any event except for All.
Send Reminder Yes Selecting Yes enables the Reminder
Days field.
Reminder Days Enter the number of | The number of days to wait before
days. sending a reminder Notification.

#2 Add Notification for step: Migrate to Test

Setup | Messagel

~Optian:
Description: ||
Event [ALL
Interval: [3:00 AM Daily h-F
Send reminder? € es & hE Eeminder Days: I
(Enabled: @ Yes Mo I_Don‘tsendifobsolet9
rRecipignt:
Recipient Type Distribution Type I Recipient |
ey | Edit | [DEfete Copy Security |

Tokens | Ok Cancel |

|Ready

Configuration Tip: Sending a Notification Based on a Field Value.

Use the following configuration to send a Notification at a point in the process
based on the value in a field. In this example, you want to send a Notification
to the Deployment manager at the “Final Migration™ step for all critical
Packages. This will alert him to other actions/communications that he may
want to prepare for. The configuration consists of the following:

e Token evaluation step for the priority field.
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e Transition to another step (immediate execution) if the Priority =
“Critical.”

e Notification upon entering the “Send Notification” step.

A
5. Escalate and route for reveork

4. Cloge (frpnediste aaccess)

Configuring the Notification Recipients
When creating a Notification, at least one recipient must be added for the

message. The recipient can be a specific user, all members of a Security Group,
or any email address.

To add a recipient to a Notification:
1. Click New in the Add Notification for Step window.

The Add New Recipient window opens.
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Setup | Message |

%2 Add Motification for step: Evaluate

rption:
Description'l
Event: [ALL
Interval: [8:00 AM Daily M-F
Send reminders ©Es] @ Berminderbays: I
§& Add New Recipient [ %]
Enableg: & [ —————— —antsendifohsolete
o @10 C e Boco |EnteraUsername LI
rRecipients -
Recipient T+ Username: | E Recipient I
Recipient Type: [Usemarne

Tukens | Ok I Add | Cancel |

Ready

Il ey | Edit | [Delete Copy Security |

Tokens | Ok | Cancel |

|Ready

2. Select how to specify the recipient from the drop down list. Select to:

Enter a Security Group — select a specific Security Group, and all
enabled users in the group with email addresses will receive the
Notification.

Enter a Username — select a specific User to receive the Notification.
The User must have an email address.

Enter an Email Address — enter any email address to send the
Notification to.

Enter a Standard Token — select from a list of system Tokens that
corresponds to a User, Security Group, or Email Address.

Enter a User Defined Token — enter any field Token that corresponds to
a User, Security Group, or Email Address.
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Selecting a value will automatically update the field below. For example,
selecting Enter a Security Group will change the field below to Security
Group.

3. Enter the specific value that corresponds to the recipient type selected
above.

This can be a Username, Email Address, Security Group, or a Token.

Recipient Configuration Tips

Tip 1:

Use Security Groups or dynamic access (Tokens) to define the Notification
recipients whenever possible. Avoid specifying a list of users or an individual
user’s email address. If the list of users changes (due to a departmental or
company reorganization), that list would need to be updated manually. By
using a Security Group instead of a list of users, the Security Group can be
updated once, and the changes will be propagated throughout the Workflow
Steps.

Tip 2:

Use Tokens when sending a Notification to an undetermined party. For
example, you can configure the Notification to be sent to the Assigned to User
by specifying [PKG.ASSIGNED_TO_USERNAME] in the Add New Recipient
window.

Configuring the Notification Message

Construct the Notification’s message to ensure that it contains the correct
information or instructions for the recipient. For example, if the Notification
was sent to instruct the user that a Package deployment requires his approval,
the message should instruct the user to log onto Mercury Change Management
and update the Package’s status. Additionally, the Notification should include
a link (URL) to the referenced Package.

Notifications include the following features which make them easier to
configure and use:

e Select from pre-configured Notification Templates to more quickly
construct the body of your message.

e The body of the Notification can be plain text or HTML.
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e Include multiple Tokens in the Notification. These Tokens will resolve to
information relevant to the recipient. For example, include Tokens for the
URL to the Package approval page, information on Package status and
priority, and emergency contacts.

To configure the message in a Notification:

1. Click the Message tab on the Add Notification for Step window.

320 Add Notification for step: Evaluate
Setup Message'
Notification Template: [Stardard HTML Message (HTML) =l
Notification Format:  [HTML =l
From: Choose... Clear
Reply Ta: Choose... Clear
Subject: |Mercury Change Management Alert
Eiody:
<html> i’
<head>
<titlexMercury IT Governance Notification</title>-
<meta http-equiv="Content-Type" content="text/html; charset=iso-5559-1"> LI
Use the token [MOTIF. MOTIFICATION_DETAILS] ta include an HTML table of linked takens for associated
Fackage lines.
Available Tokens Linked Tokens
Taken Marne Colg Taken Marne Ta
Execution Batch ID WET.EXECL =] 1 PKGL Seq [PEGL.SEQ]
Hidden Status [\NST.HIDDEJ 2 PKGL Ohject Mame |[PKGL.OBJECT_
Last Updated By [WET.LAST 3 PKGL Ohject Type |[PKGL.OBJECT_
Object Revisian [FKGL.OBJE ¢'|':(>| 4 Last Updated By |MWET.LAST_UPL
Object Type 1D [FKGL.OBJE
Object Type Workbench URL  [[PRGLWOR
PKGL App Caode [FEGLAPP_
PKGL Application [FEGLAPP
1] | » 1| | |
¥
Tokens | Ok | Cancel |
|Ready

2. Select a Notification Template.

This updates the contents in the Body section with the information defined
for the selected Template.

3. From the Notification Format field, select HTML or Plain Text.

Selecting HTML allows you more flexibility when formatting the look and
feel of the Notification. Write and test the HTML code in any HTML editor
and then paste the code into the Body window.

4. Select values for the From and Reply to fields.
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5. Construct the Body of the message.
When constructing the body, consider utilizing the following:

e Token for the URL to the Package (Workbench or HTML interface).
See Table 10-7 for a list of these Tokens.

e Tokens in the Body of the message:
Click the Tokens button to access the Token Builder window where
Tokens can be selected to add to the message body.

e Tokens related to specific Package Lines:
Add Tokens to the Linked Token list to include Tokens that resolve
information related to the individual Package Line.

6. To save the Notification specification, click OK.

Using Tokens in the Message Body

Select any of the available Tokens accessed through the Token builder to
include in the body of your message. Note, however, that not all Tokens will
resolve in all situations. As a general rule, Tokens associated with the Package,
Package Line, or Workflow will resolve.

& Token Builder [X]
fokencontest  [lokens
{71 Token Cantext - Token
------ {27 App Server ASSIGHWED_TO_EMAIL I
------ {77 Budget ASSIGNED_TO_GROUP_ID I
------ {171 Contact ASSIGNED_TO_GROUP_MNAME
------ {77 Distribution ASSIGHED_TO_USERMNAME
E‘{:I Environment ASSIGNED_To_USER_ID
{17 Execution CREATED
[#-+{7] Financial Benefit CREATED_BY_EMAIL
------ {27 Matification CREATED_BY_USERMAME
------ {17 Orgarization Urit CREATION_DATE
o) [ DESCRIPTION
~{17] Package Line {[Ts)
“{17] Pending References LAST_UPDATED_BY
------ {77 Package Line LAST UPDATED_BY_EMAIL
------ {77] Pragram = |LAST_UPDATED_BY_USERMAME
------ {77 Project LAST_UUPDATE_DATE
------ {271 Project Detail MOST_RECENT_MOTE_AUTHORED_... |
EID Relesze MOST_RECENT_MOTE_AUTHOR_FUL...|
{77 Request MOST_RECENT_MOTE_AUTHOR_USE..|
------ {271 Request Detail MOST_RECENT_MNOTE_TEXT
------ {171 Resource Poal

+| [noTER =
L T TR T o o ——
1 | _>|_I 1 | 3

Contest Yalue: I EH

Token: [[PKG.CREATED_EY]

Refresh | Cloze |
Figure 10-1 Token Builder Window
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Special Case: Tokens in HTML Message

To use an HTML formatted Notification in the Package deployment process,
include an additional Token in the body to include all of the linked Tokens.
Each Change Management (Package) HTML Notification should include the
Token [NOTIF.NOTIFICATION_DETAILS] within the <body> tags to incorporate
linked Tokens.

$> Add Motification for step: Evaluate

Setup Message'

Motification Template: |Standard HTML Message (HTHL)

Notification Format:  [HTML

From: Choose... Clear

Reply Ta: Choose... Clear

Subject: |Mercury Change Management Alert
Eiody:

</ B

<LE>
<td colap an‘"Z") [HOTIF.NOTIFICATION DETAILS] 9/t,d>
<ATEx

<LE>
<td height="20" colspan="2">/td>

(=l
L LI

Use the token [MOTIF.MNOTIFICATION_DETAILS] to include an HTML table of linked tokens for associated
Fackage lines.

Available Tokens Linked Tokens
Taken Marne Colg Taken Marne Ta
Execution Batch ID WET.EXECL =] 1 PKGL Seq [PEGL.SEQ]
Hidden Status WST.HIDDE— 2 PKGL Ohject Mame |[PKGL.OBJECT_
Last Updated By [WET.LAST Elil 3 PKGL Ohject Type |[PKGL.OBJECT_
Object Revisian [FKGL.OBJE 4 Last Updated By |MWET.LAST_UPL
Object Type 1D [FKGL.OBJE
Mhiart Tuna Winrkhaneh LR TPl AR, T
e dl | 2l
¥
Tokens | Ok | Cancel |

|Ready

Including URLs to Open the Package (Smart URLs)

When a user receives a Notification, it is often helpful to include a link to the
item that needs their attention. For example, John Smith receives a Notification
stating that his Package is ready for final approval. He clicks the URL included
in the body of the Notification and proceeds directly to the Package approval

page.

Notifications can be configured in the body of the email Notification to include
the Web address (URL) for the following entities:

e Packages
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e Requests

e Request Types

e Projects
e Tasks
o  Workflows

e Validations
e Object Types

e Environments

If end-users are viewing their mail with a Web-based mail reader (such as
Microsoft Outlook or Netscape Messenger), they can then click the URL in the
Notification and be taken directly to the referenced entity.

For Workflows, Request Types, Validations, Object Types and Environments
the Notification can use the entity ID or the entity name as the parameter in the
URL. This will bring the user to the correct window in the Workbench and
open the detail window for the specified entity.

The most commonly used Smart URL Tokens for Packages and Requests are

described in Table 10-7.

Table 10-7. Smart URL Tokens

Smart URL Token

Description

PACKAGE_URL

Provides a URL that opens a Web page
displaying the Package detalils.

WORKBENCH_PACKAGE_URL

Provides a URL that loads the Package
window in the Workbench.

REQUEST_URL

Provides a URL that opens a Web page
displaying the Request details.

Smart URLs in an HTML Formatted Messages

When using an HTML formatted message, use an alternate Token to provide a

link to the Package.
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Table 10-8. Smart URL Tokens in HTML Format

Smart URL Token Description
PACKAGE_NO_LINK Provides a link that loads the Package
window in the Workbench.

The Token will resolve to the following format:

<a href="http://URL”>Package Name</a>

In the Notification, the link would appear as:

Package Name

These Tokens can also be used in plain-text formatted Notifications. They
@e— will appear with the HTML tags showing.

Using Notification Templates

Notification Templates are pre-configured Notifications that can be used to
quickly construct the body of a message. Notification Templates can be used in
Workflow Steps, Report submissions, and Task State changes.

The following sections provide detailed instructions for:
e (Creating New Notification Templates
e Copying Notification Templates

® Deleting a Notification Template

Creating New Notification Templates

To create a new Notification Template:

1. Click the Configuration screen group and click the Notification Templates
screen.

The Notification Template Workbench opens.
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2. Click New Notification Template.

A Notification Template window opens.

ﬁ'__i Hotification Template : Untitled3

Template Mame: |
Motification Scope: |Packages LI
Notification Format: [HTML =l
Enabled: & Yes  No Default:  Yes & No

From: Choose... Clear
Reply Ta: Choose... Clear
Subject:

Eiody:
Use the token [MOTIF.MNOTIFICATION_DETAILS] to include an HTML table of linked tokens for associated
Fackage lines.

Available Tokens Linked Tokens
Taken Marne Colg Taken Marne Taken

Execution Batch 1D [\NST.E)(EC:[

Hidden Status wsTADDE &[]

Last Updated By [WST.LAST.

Last Updated By [WST.LAST |

< |

¥
Tokens | Used By | Ownership | QK | Save | Cancel |
Ready

In the Template Name field, enter the name of the Notification Template.

In the Notification Scope field, select the product area where this
Notification Template will be used.

5. Enter a From address.

a. Click Choose....

The Email Header Field window opens.

#2 Email Header Field
|Enter alsername LI
Uzername: E
Type: IUsername
Tukens | ,TI Cancel |
Ready
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b. Select the recipient category from the drop down list (Username, Email
Address, Standard Token, or User Defined Token).

The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if Enter an
Email Address is selected from the drop down list, then it is necessary
to enter an Email Address. If a User Defined Token is selected, click
Tokens to bring up a full list of available Tokens or type in a specific
Token.

c. Enter the appropriate information in the required field.

d. If a User Defined Token has been entered, select the type that
corresponds with the evaluated Token value.

6. Enter the Notification text in the Body area.

If using HTML for the Notification Format, put HTML code in the Body area.
HTML Notifications for Mercury Change Management (Packages) should
include the Token ‘[NOTIF.NOTIFICATION_DETAILS] within the
<body> tags to incorporate linked Tokens.

ﬁ Hotification Template : HTML Package Hotification

I Template Mame: |HTML Fackage Motification

i Motification Scope: |Packages

Lef Lo

! Matification Farmat. [HTML

Enabled: & Yes  No Default:  Yes & No

Fram: Choose... Clear

| Reply To: Choose... Clear
Hl Subject:
Hl Bady:

L/Err ;I

<LE>
<td colspan="&Z [NOTIF.NOTIFICATION DETAILS] T

(=l
L/Err LI

Use the token [MOTIF.MNOTIFICATION_DETAILS] to include an HTML table of linked tokens for associated
Fackage lines.

Available Tokens Linked Tokens
Taken Marne | Colg Taken Marne | Taken |
Execution Batch 1D [\NST.E)(EC:[
Hidden Status wsTADDE— €| | B
Last Updated By [WST.LAST.
Object Revision [PKGL.OEI.JEv|
T ]|
¥
Tokens | Used By | Ownership | QK | Save | Cancel |
Ready

7. Click OK to save and close the window.
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To enter a Reply To address, click Choose...

The Email Header Field window opens. Follow the instructions described in
step 5 for entering a From address.

Click Save to save the new Notification Template definition.

Copying Notification Templates

To copy a Notification Template:

1.

Click the Configuration screen group and click the Notification Templates
screen.

The Notification Template Workbench opens.
Enter the search criteria and click List.

Select the Notification Template to be copied in the Results tab of the
Notification Templates Workbench.

Click Copy.

The Copy Notification Template window opens.

Enter the new Template Name.

Click Copy.

A question dialog asks if you want to edit the new Notification Template.

Click Yes to edit or No to return to the Notification Template Workbench.

Deleting a Notification Template

To delete a Notification Template:

1.

Click the Configuration screen group and click the Notification Templates
screen.

The Notification Template Workbench opens.

Click List.
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3. Select the Notification Template to be deleted in the Results tab of the
Notification Template Workbench.

4. Click Delete.

A dialog box appears asking for confirmation that the Notification
Template is to be deleted.

5. Click Yes to delete the Notification Template.

Notification Templates that are referenced from a Mercury ITG Notification
@e‘ can not be deleted. To delete a Notification Template, first remove these
references. Referenced Notification Templates can be disabled.

Configuring Your Dashboard

The Dashboard provides an interface through which the current state of the
deployments can quickly be assessed. Personalize the Dashboard to display
status information that is most meaningful to any given role. For example,
software engineers may only want to see the Packages that they submitted,
whereas the I'T manager may want to have visibility into each critical Package
currently in progress.

Each user can personalize their own Dashboard to display only information
relevant to their role. When configuring a deployment system, consider the
following configuration topics:

e Controlling User Access to Portlets
e C(Creating Custom Portlets
e Distributing Dashboard Pages

This section provides an overview of configuring the Dashboard for a
deployment process. See Configuring the Dashboard for additional details.
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Related Topics:
e Using the Dashboard

e Configuring the Dashboard

Controlling User Access to Portlets

User access to Portlets can be controlled by:
® Disabling Portlets

® Restricting User Access

Disabling Portlets
It is possible to disable custom-built Portlets at your site.

To disable a Portlet:
1. Click the Dashboard screen group and click the Portlets icon.
2. Search for and open the custom Portlet to disable.

Note that the system Portlets can not be disabled. To control access to these
Portlets, restrict user access. See “Restricting User Access” on page 235
for details.
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Fortlet Mame: |IS Requests Product Scope: |Demand Management LI
Default Title: |IS Requests Fortlet Categary: |Requests LI
Portiet widdth: [iiicle =l

Default Max Rows Displayed: |5
Description: |Cust0m internal IS Requests portlet

Enabled: & Yes  No
Time-0ut: |Use Default LHED Seconds
Currently Used By 1 User{s)
Filter Fields | Filter Layout | User Access | Fortlet LRL | Ownership | Help Content
Data Source Display Columns

Full Guery far the Portlet

SELECT R.REQUEST_ID REQUEST_ID, R.REQUEST_NUMBER REQUEST_NUMBER, U1 .FIRST_NAME || "' 1.l
FRIORITY, Description DESCRIPTION, Assigned_User ASSIGHNED_USER, Summary_Condition SUMMARY_COMNC
FROM KCRT_REQUEST_DETAILS RD, KNTA_USERS U1, KNTA_USERS U2, KCRT_REQUESTS_W R

WHERE R.REQUEST_TYPE_MAME = 'Internal 1S Reguest’

AND RD.REQUESR_ID = R.REQUEST_ID

AND R.BATCH_MUMBER = 1
AND U1 USER_ID (+) = RASSIGNED_TO_USER_ID

1| | i

Edit Query | Use Bind Yariahles?
C Yes ¢ No
Werify |

['Save" Successful.

3. Click Enabled = No.
If there are any users currently using the Portlet on their Dashboard,
@e— disabling the Portlet will delete it from their Dashboards.

4. Click Save.

Restricting User Access

It is possible to control which users can add a Portlet to their Dashboard. For
example, it may be desirable to restrict the Package-related Portlets to only
members involved in the deployments. Enabling only the Portlets that a
specific user needs will make it easier for that user to personalize their
Dashboard, because there are less (non-relevant) Portlets to choose from.

To specify which users can use the Portlet on their Dashboard:
1. Click the Dashboard screen group and click the Portlets icon.

2. Search for and open the Portlet that you would like to configure.
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3. Click the User Access tab.

ﬁ'__i Portlet : My Packages ! E[ E
I~

Fortlet Mame: |My Fackages Product Scope: |Change Management
Default Title: |My Fackages Fortlet Categary: |Packages LI
Default Max Rows Displayed: [5 Portiet widdth: [iiicle =

Description: |xn on any Package to view its details, such as the Woarkflow status and Package Lines.

Enabled: & "es 1Mo
Time-0ut: |Use Default LI |20 Seconds
Currently Used By 2 User{s)

Data Source Display Columns

Filter Fields Filter Layout Fortlet LRL | Ownership | Help Content
¥ Allow all users to add this partlet to their dashhoard
Security Type Security

BErmaye |
Security Group:l
User:l & AddlUsers)

YR, | Ok | Eaye | Cancel |

|Ready

B Add Security Graupis) |

4. Uncheck the Allow all users to add this Portlet to their dashboard field.

The Security Group and User fields are enabled.

5. Select the desired Security Groups or Users and click the respective Add
button.

They are added to the User Access tab.
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ﬁ'__i Portlet : My Packages ! E[ E
Fortlet Mame: |My Fackages Product Scope: |Change Management LI
Default Title: |My Fackages Fortlet Categary: |Packages LI
Default Max Rows Displayed: [5 Portiet widdth: [iiicle =
Description: |xn on any Package to view its details, such as the Woarkflow status and Package Lines.
Enabled: & Y&z 1Mo
Time-0ut: |Use Default LI |20 Seconds
Currently Used By 2 User{s)
Data Source | Display Columns
Filter Fields Filter Layout User Access | Fortlet LRL | Ownership | Help Content
[T Allow all users to add this partlet to their dashhoard
Security Type Security
Security Group Name ITG Change Management Administratar
Security Group Name ITG Team Manager
Security Group Name ITG Uszer
Security Group: | El| AddSecurity Groupisy |

User: || & AddlUsers)

YR, | Ok | Save | Cancel |

|System portlets only allow editing of user access, and cannot he copied or deleted.

6. Click Save.

Restrict access by specifying multiple Security Groups and Users for each
Portlet. Only members of the specified Security Group or the specified users
can add this Portlet to their Dashboard.

C It is possible to restrict user access for both custom and system Portlets.
Note

Creating Custom Portlets

Portlets are visual displays that act as windows into your Change Management.
While Mercury ITG system Portlets (provided at the time of installation) are
personalizable by end-users and provide wide access to your data, custom
Portlets can also be created to access additional information in the system or in
other databases. These custom Portlets behave the same as the system Portlets,
using filter fields to limit the displayed data. It is also possible to create textual

or graphical Portlets.
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Tip

Since custom Portlets are data-driven entities and require extracting
information stored in the database, knowledge of SQL is required for users
who wish to create or configure Portlets.

For detailed instructions on creating custom Portlets, see Configuring the
Dashboard.

Before creating custom Portlets, consider using one of Mercury ITG’s
system Portlets. Review the business and data presentation Portlet
requirements and compare against the system Portlets. See Configuring the
Dashboard for a complete list of Mercury IT Governance Portlets.

Distributing Dashboard Pages

To ensure that all participants in the deployment process have visibility into
the most relevant information, configure and distribute Dashboard pages for
those users. This section discusses the following topics:

® Publishing Required Dashboard Pages
e Distributing Optional Dashboard Pages
® C(Creating a Default Dashboard

For instructions on implementing these functions, see Configuring the
Dashboard.

Publishing Required Dashboard Pages

Publishing involves the dissemination of required Dashboard pages and
Portlets to one or many user Dashboards at one time. Publishing is a
regimented approach to disseminating Dashboard pages and Portlets. The
Dashboard pages and Portlets of a published Module can not be edited or
removed by the owner of the Dashboard.

Distributing Optional Dashboard Pages

Distributing involves the dissemination of optional Dashboard pages and
Portlets to one or many Dashboards at one time. Distributing provides a more
flexible approach to disseminating Portlets and Dashboard pages than
publishing. Once distributed, the Portlets and Dashboard pages can be edited
by the user.
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Creating a Default Dashboard

The Default Dashboard allows first-time users quick and easy integration of
the Dashboard into their business processes. The Default Dashboard can be
published or distributed. Published Default Dashboard pages are disseminated
to Dashboards as read-only pages. Distributed Default Dashboard pages can be
edited by the owner of the Dashboard.

Users with the Dashboard, Configure Module and Dashboard, Distribute Module
Note Access Grants can configure and distribute the Default Dashboard to all
users.

Configuring Reports

Mercury Change Management includes a pre-defined set of HTML-based
reports accessed through a Web browser. The reports allow users to view the
current detailed status of their Mercury IT Governance data at any point in
time.

Change Management also provides a Reporting Meta Layer, which allows
users to build their own custom reports using third-party reporting tools.

For a full list of available reports and information on configuring them, see
Reports Guide and Reference.
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Chapter

Rolling Out Your Deployment
Process

This chapter provides checklists and instructions for rolling out the
deployment process to the users. This includes information on using Migrators,
enabling user access, and training the users to use the system.

This chapter covers the following topics:

® Test the Deployment System - Checklists

e Migrate Your Configuration Data into Production
e FEnable Entities and User Access

® FEducating Your Users

Test the Deployment System - Checklists

This section provides a series of high-level checklists to help validate the
system before rolling it out to users.

The following topics are discussed:

e General Deployment System Configuration Checklist
o  Workflow Checklist

e Object Type Checklist

e Environments Checklist

e Security / User Access Checklist

® Dashboard / Portlet Checklist
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e Cross-Entity Checklist

General Deployment System Configuration Checklist

The following items have to be configured to enable the deployment system.
For additional details/instructions on configuring each of the entities, see the
referenced sections in the Notes column.

Table 11-1. General Configuration Checklist

Entity Defined? Notes

Workflow One or more Workflows that will be used to process the Packages
(deploy your objects) must be available. See the following
sections for details on Workflow construction:

e “Mapping your Process into a Workflow” on page 65
o “Advanced Workflow Topics” on page 255

Object Types Define an Object Type for each type of object to be deployed. This
includes creating fields that describe the object and commands
required to process it during deployment. See the following
sections for details on Object Type and Command construction:

e “Constructing the Object Type” on page 123
o “Validations” on page 287
e Commands and Tokens Guide and Reference

Environments Define the source and destination Environments for the objects
being deployed. See the following sections for details on
Environment definition:

e “Defining your Environments” on page 153

Security Groups / User Define the Security Groups used to control different aspects of the
Access deployment process: Package creation, Package processing, and
deployment system configuration. See the following sections for
details on Security Group and User Participant definition:

o “Integrating Participants into Your Deployment System”
on page 187

e Security Model Guide and Reference

Work with the instance administrator to configure User and
Security Group definitions.
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Table 11-1. General Configuration Checklist [continued]

Entity Defined? Notes

Dashboard / Portlets Decide which Portlets can be added to the Dashboard. If none of
the default system Portlets suit the business needs, construct
custom Portlets. See the following sections for details on Portlet
construction and default Dashboard creation:

o “Setting Up Communication Paths” on page 207
e Configuring the Dashboard
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Workflow Checklist

Table 11-2. Workflow configuration checklist

Workflow Check Item

Notes

Business process is
modeled on the Workflow

Execution, decision and Condition Steps have been added to the
Layout tab on the Workflow window. See the following section for
details:

e “Building the Workflow Skeleton - Overview” on page 65

Command execution points
are set

The points at which commands will run have been determined. If they
are object-specific commands, or commands that need to run for
each Package Line, then you should execute the Object Type
commands. If they are other, non-object-specific commands,
consider setting them in the Workflow Step Source.

Decision steps set

See the following sections for details:
e “Create the Required Step Source” on page 68

Timeouts are set

Timeout values have been placed on how long Workflow Steps can
remain in a single state, and have added timeouts to command
executions. This ensures that the deployment process is not delayed
from lack of user action or complications during executions. See the
following sections for details:

e “Creating a Decision Type Step” on page 73
o “Create an Execution Type Step” on page 77

Automatic transitions are
properly set

Ensure that the Package will not become “stuck” in a step. This can
happen when the results of an execution or query yield a result that is
not linked to a transition out of the step. See the following sections for
details:

e “Adding Transitions Between Steps” on page 109

Manual transitions are set

Ensure that the step has a transition path for each available decision
result. See the following sections for details:

e “Adding Transitions Between Steps” on page 109

Deployment steps specify a
source and destination
Environment

Execution steps (and the included commands) need to recognize
which Environments to connect to for machine connections and
object transfers. See the following sections for details:

o “Create an Execution Type Step” on page 77
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Table 11-2. Workflow configuration checklist [continued]

Workflow Check Item Notes

Notifications are set on You need to configure notifications to be sent at specific points in the
appropriate Workflow Steps | process. See the following sections for details:

e “Adding Notifications to Workflow Steps” on page 208

Includes a Close step. The process should conclude with a “Closed” Package at all exit
points.
Verify the Workflow Use the Workflow’s Verify tool to avoid any serious configuration

errors. The Workflow verification tool checks for the possible
configuration errors described in Table 11-3.

Table 11-3. Workflow Logical Guidelines

Guideline Returns Reason

Workflow should have at least one step. Error No processing can be done if the Workflow has
no steps.

Workflow should have at least one Close | Error The Package Line cannot be closed without a
step. Close step in the Workflow.
Each enabled Workflow Step should have | Error It is not possible to flow to a Workflow Step
at least one incoming transition without an incoming transition.
Each Decision Step should have at least Error No one is authorized to act on the step without
one Security Group, user or Token defined a Security Group.
in the Security tab.
Each manual Execution Step should have | Error No one is authorized to act on the step without
at least one Security Group, user or Token a Security Group.
defined in the Security tab.
First Workflow Step should not be a Error Workflow processing may not be correct if the
condition. first step is a condition.
A Condition Step should not have a Error A condition with a transition to itself could cause
transition to itself. the Workflow to run indefinitely.
Transition value is not a valid Validation Error The Validation value has changed since the
value (error). transition has been made.
Close steps should not have a transition Error The Package or Request will not close if a
on ‘Success’ or ‘Failure.” Return steps transition exists on ‘Success.’

should have no outgoing transitions.
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Table 11-3. Workflow Logical Guidelines [continued]

Guideline Returns Reason
An immediate Execution Step should not | Error The Workflow could loop indefinitely.
have a transition to itself on ‘Success’ or

‘Failure.’

‘Other Values’ and ‘All Values’ transitions | Warning | ‘Other Values’ transition is always ignored if an
should not exist at the same step. ‘All Values’ transition exists.

Each Workflow Step should have at least | Waming | The branch of the Workflow stops indefinitely
one outbound transition. without closing the Package Line or Request.

Each value from a list-validated Validation | Warning | There are Validation values that do not have
should have an outbound transition. transitions defined.

Step with text or numeric Validation should | Warning | Since text and numeric Validations are not

have an ‘Other Values’ or ‘All Values’ limited, an ‘Other Values’ or ‘All Values’
transition. transition should be defined.
All steps should be enabled. Warning | Disabled steps cannot be used by a Package

Line or Request.

AND or OR Condition Step should have at | Warning | An AND or OR condition with only one incoming
least two incoming transitions. transition will always immediately be true and
have no effect.

Subworkflow should have at least one Error Should include a Return step.

Return step.

Notifications with reminders should not be | Error Transition into the Return Step does not match
set on results that have transitions. the Validation.

Close step in Subworkflow will close entire | Warning | Has a Close step.
Package Line or Request.

Top-level Workflow should not have a Error Only Subworkflows have a Return step.
Return step.
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Obiject Type Checklist

Table 11-4. Object Type configuration checklist

Object Type Check ltem

Notes

Fields defined

Fields are required to define the object. Ensure that the correct
parameters describe the object to be deployed. See the following
sections for details:

e “Creating Object Type Fields” on page 125
o “Validations” on page 287

Commands defined

All commands needed to process and deploy the object have been
constructed. See the following sections for details:

e “Creating Object Type Commands” on page 144
e Commands and Tokens Guide and Reference

Conditions set in commands

Conditions to steps within the command that dictate when the
specific command steps run have been added. See the following
sections for details:

e Commands and Tokens Guide and Reference
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Environments Checklist

Table 11-5. Environment definition checklist

Environment Check ltem Notes

Define the “source” See the following sections for details:

Environment e “Defining Environments” on page 154

Define the “destination” See the following sections for details:

Environment e “Defining Environments” on page 154

Select the appropriate See the following sections for details:

connection protocol o “Selecting the Environment’s Connection Protocol” on
page 157

Select the appropriate See the following sections for details:

transfer protocols o “Selecting the Environment’s Transfer Protocol” on

page 158

Define Environment Groups | See the following sections for details:
e “Creating Environment Groups” on page 166

Verify the Environment See the following sections for details:
Definitions

o “Environment Maintenance and Utilities” on page 180
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Security / User Access Checklist

Table 11-6. Security / User Access Configuration Checklist

Securi&/ User Access
eck ltem

Notes

Created Security Groups (for
access to screens and
functions)

Security groups to be used to grant access to certain screens and
functions have been created. See the following sections for details:

o “Establishing Security Groups” on page 188
e Security Model Guide and Reference

Created Security Groups (for
association with Workflow
Steps)

Security Groups to allow users to act on a specific Workflow Step
have been created. See the following sections for details:

o “Establishing Security Groups” on page 188
e Security Model Guide and Reference

Set security on Package
Creation

All available options for restricting who can create and submit
Packages have been set. See the following sections for details:

o “Setting Package Creation Security” on page 194

Set security on Package
processing

All available options for restricting who can process Packages have
been set. See the following sections for details:

o “Setting Package Processing Security” on page 197

Set security on deployment
system configuration

You have specified who can modify the deployment process. This
includes editing the Workflow, Object Type, Environment, Security
Groups, etc. See the following sections for details:

o “Setting Configuration Security” on page 201
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Dashboard / Portlet Checklist

Table 11-7. Dashboard / Portlet Configuration Checklist

Dashboard Check ltem Notes

Created custom Portlets to Advanced users with a knowledge of SQL programming can create
display desired data their own Dashboard. See the following sections for details:

o “Configuring Your Dashboard” on page 233

Enable Portlets for use on See the following sections for details:

the Dashboard e Configuring the Dashboard

e Security Model Guide and Reference

Specify which users can add | See the following sections for details:

use certain Portlets e Configuring the Dashboard

e Security Model Guide and Reference

Create a default Dashboard | See the following sections for details:
or distribute a Dashboard to
your users.

e Configuring the Dashboard
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Cross-Entity Checklist

Table 11-8. Cross Entity Configuration Checklist

Entities

Configuration Considerations

Workflow and Object Type

The following items should be coordinated between the Workflow
and Object Type:

¢ Decide which Workflow Steps will execute the Object Type
commands.

¢ Decide which Object Type commands will run at specific Workflow
Steps (using command conditions)

o Workflow Step Source Validations and Object Type field
Validations are in agreement. This is required when transitioning
based on a field value (using Token, SQL or PL/SQL execution
types)

¢ Allow the Object Type use for the Workflow (set in the Workflow
window - Change Management Settings tab).

Workflow and Environments

The following items should be coordinated between the Workflow
and Environments:

e Specify the source and destination Environments (or Environment
Groups) on the appropriate Workflow Execution Steps.

Workflow and Security
Groups

The following items should be coordinated between the Workflow
and Security Groups:

e Associate Security Groups with Workflow Steps. Users in the
included groups can act on the step.

o Set Workflow and Workflow Step ownership.

Object Types and
Environments

The following items should be coordinated between the Object Types
and Environments:

e Specify any Environment overrides in the Object Type commands.

Security Groups and other
entities (Object Types,
Environments, etc.)

Set Ownership Groups for these entities. Members of the Ownership
Group (determined by associating Security Groups) are the only
users who can edit the entities.
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Migrate Your Configuration Data into Production

“Developing Your Configurations (Using Migrators)” on page 23 discusses
using multiple Mercury Change Management instances to configure and
deploy your configuration data. After all entities have been validated in a
Development or Testing Environment, perform the final migration into
production. The following entities can be transferred using the migrators:

e  Workflows

e Object Types

e Validations

e User Data Context

e Special Commands

e Report Types

e Request Types

e Request Header Types
e Project Template

e Portlet Migrator

migrated. For example, when migrating the Object Type the following
information is also migrated: Validations referenced by the Object Type
fields, Environments referenced by the Validations, and Special Commands
referenced by Commands or Validations.

( When migrating the above entities, related configuration information is also
Note

It is possible to process all of the migrations in a single Package. Each
individual entity (such as Workflow A, Workflow B, Object Type 1, or Object
Type 2) is added as a separate Package Line. For detailed instructions on using
the migrators, see Migrators Guide and Reference.

The entity will inherit the Enabled or Disabled status. For example, if the
Object Type is disabled in the Test instance, then it will be disabled in the
Production instance upon migration. Ensure that each entity has the desired
Enabled or Disabled status in the production instance.
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Enable Entities and User Access

Each entity used in the deployment process includes an Enabled parameter.
This parameter needs to set to Yes in order to provide general access. Ensure
that the following entities are enabled in the system:

e Workflows (including subworkflows)
e Object Types

e Environments

e Environment Groups

e Security Groups

e Users

e Portlets

Educating Your Users

The final step in rolling out a deployment system is training your users. This
includes the educating the users on the following activities:

e Basic product use: creating, processing, and reporting on Packages

e Process-specific training:
Ensure that each user understands the deployment process. Consider
holding a formal roll-out meeting or publish documents on the
configurations and processes.

e User Responsibilities:
Ensure that each user understands their individual role in the deployment
process. For example, the QA team may be restricted to only approve the
testing phase of the deployment. Also, take advantage of the product’s
email notification functionality. The notifications can be very specific,
instructing individual users with their required deployment tasks.

Rolling Out Your Deployment Process 253



Configuring a Deployment System

Additional Resources for Education and Roll-Out

Consider using the following resources to assist in your education and roll-out
activities:

Mercury Education and Online courses

Mercury Interactive provides a complete training curriculum to help you
achieve optimal results using the Mercury IT Governance Center. For more
information, visit the Education Services Web site at http://www.merc-
training.com/main/ITG.

Online Help

The Online Help provides details on creating and processing Requests,
Packages, Projects and Tasks. This Help system features information on using
Mercury Change Management’s main HTML interface and the Dashboard.

Power Users can access other product documentation from the Workbench.
From the Help menu, select Mercury IT Governance Library. A single page
opens and provides access to all user, configuration and administration
documentation.
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Appendix

Advanced Workflow Topics

This chapter provides instructions for implementing advanced Workflow
features. This includes configuring Subworkflows, integrating Workflows used
in different Mercury I'T Governance products, and using Workflow parameters.

This appendix covers the following topics:

e Using Subworkflows

® Package - Request Workflow Integration

e Using Condition Steps

e Setting the Reopen Step for Request Workflows
e Modifying Workflows in Use

e Using Workflow Parameters

Using Subworkflows

A Subworkflow is any Workflow that is referenced from within another
Workflow. Use Subworkflows to model complex business processes into
logical, more manageable and reusable sub-processes.

A Subworkflow can be selected from the Workflow Step Sources window and
dragged onto the Layout tab. When the Package, Request, or Release
Distribution reaches the Subworkflow step, it follows the path defined in that
Subworkflow. The Subworkflow will either close within that Workflow or
return to the parent Workflow.
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Subworkflows are defined in the Workbench using the same process as when
configuring a Workflow. When creating a Subworkflow, be sure to set the
following:

o The Workflow window contains a Subworkflow radio button which should be
set to Yes.

e The Validation for the step leaving the Subworkflow layout should match
the Subworkflow step in the parent Workflow.

Subworkflows can also be generated by copying and renaming an existing
@: Subworkflow.

This section covers the following topics:
e Transitioning to a Subworkflow

e Transitioning From a Subworkflow

Transitioning to a Subworkflow

A transition to a Subworkflow Step is made in the same way as a transition to
any other Workflow Step (Execution, Decision or Condition).

To transition to a Subworkflow:
1. Open a Workflow and click the Layout tab.

2. Right-click the source Workflow Step and select Add Transition from the
pop-up menu.

This creates an arrow from the source Workflow Step.
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The Step Transitions window opens.

Click New.

The Define Transition window opens.

Drag the arrow to the destination Step and left-click.
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5. Define the desired transaction result by:

a. Clicking one of the radio buttons for results (Specific Result, Other
Results, etc.).

b. Selecting = or != (does not equal) from the drop down list.
c. Selecting Yes or No from the drop down list.

If the Workflow Step results in this value, the Request or Package proceeds
along this path.

6. Click OK to close the Define Transition window.

7. Click OK to finalize the step transition definition.

ﬁ__iWorkﬂow : Trangition to Subprocess !E[E
Package Yorkflows | Regquest Types | Ownership | e By | WeerData
Warkdflow Layout | Step Sequence | Change Management Settings

Jo e 1gt %2,
™ EXIT
1. Approval 2. Pevwod and Test 3. Migrate File 4. Cloge (Success) - 100%

Scale:lmﬂ%'l Exportimage |
Werify | QK | Save | Cancel

|Ready

The transition is graphically represented by an arrow between the two steps.
The Package Line or Request proceeds to the First Step designated in the
Subworkflow definition.
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Transitioning From a Subworkflow

When the Package or Request reaches the Subworkflow Step, it follows the
path defined in that Subworkflow. It either closes within that Workflow (at a
Close step) or returns to the parent Workflow.

For a Package Line or Request to transition back to the parent Workflow, the
Subworkflow must contain a Return step. The transitions leading into the
Return step must match the Validation established for the Subworkflow Step.
In the following example, the transitions exiting the Rework and Test step
(Successful Test and Failed Test) match the possible transitions entering the
Subworkflow’s Return Step.

Users must verify that the Validation defined for the Subworkflow Step is
synchronized with the transitions entering the Return Step. The Subworkflow
Validation is defined in the Workflow window.

Users typically define the possible transitions from the Subworkflow Step
during the Subworkflow definition.
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The Subworkflow Step validation cannot be edited if the Subworkflow is
@e— used in another Workflow definition.

The Subworkflow field cannot be edited if the Subworkflow is used in
another Workflow definition.

Package - Request Workflow Integration

Request and Package Workflows can be configured to work together,
communicating at key points in the Request and Package processes. A Request
Workflow Step can actually jump to a preselected Package Workflow Step.
The Package Workflow step receives the Request Workflow Step and acts on it
to go to the next step in the process.

Packages and Requests can also be integrated at a level that does not rely on
@e— the Workflow configuration. Attach Packages and Requests to each entity as

References. Dependencies can then be set on these reference to control the
behavior of the Request or Package. For example, you can specify that a
Request is a “Predecessor” to the Package. This means that the Package will
not continue until the Request closes.

Two built-in Workflow Events facilitate this cross-product Workflow
integration. These steps are wf_jump and wf_receive. Jump (wf_jump) and
Receive (wf_receive) steps are used at the points of interaction between
Workflows. Each Jump step must be coupled with a Receive step. Workflows
can communicate through these Jump and Receive pairs.

As an example of when this kind of communication is useful:

1. A Request spawns a Package for migrating new code to the Production
environment.

2. The newly spawned Package must go through an Approval step in Mercury
Change Management.
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3. When the Approval step is successful, the process jumps back to and is
received by the Request. The Request then undergoes more testing and
changes in the QA Environment.

4. After successfully completing the QA Test, the process jumps from the
Request and is received by the Package.

5. Since the step has succeeded, the process can now migrate the code
changes to the Production Environment.

This process is graphically represented in Figure A-1.

Request Workflow

)

_ <\
4. homp 5. Receive
|
1
| Receive from Package | Jump from Request

| to Package Workflow

I

I
Package is |
| spawned |
I

| Jump from Package
| to Request Workflow

|

| |
| |
| |
v . v
~ =~ ~
1. Mligrate to Test 2. homp 3. Recefwe 4. Mligrate to Prod j_j;-p

Package Workflow

Figure A-1 Jump/Receive Workflow Steps

The Jump and Receive pair must be carefully coordinated. Each Jump step
must have an associated Receive step, linked together by a common
Jump/Receive Step Label defined in the Workflow Step window. The transition
values for entering into and exiting the Jump and Receive steps must also be
coordinated.

This section details the process for setting up a successful Request - Package
Workflow integration.

To establish communication between Requests and Packages:

1. Setup the ‘WF - Jump/Receive Step Labels’ Validation for use in the
Workflow Step window.
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This validation is used to group a Jump and Receive step. The selected
Jump/Receive Step Label must match in the paired Jump and Receive
Workflow Step windows. See “Setting Up the ‘WF - Jump/Receive Step
Labels’ Validation” on page 262.

Create a Jump step using the wf_jump Built-in Workflow Event.

See “Generating a Jump Step Source” on page 264.

Create a Receive step using the wf_receive Built in Workflow Event.
See “Generating a Receive Step Source” on page 266.

Verify that both the Jump and Receive steps specify the same Jump/Receive
Step Label.

See “Including the Jump/Receive pair in Workflows” on page 268.

Verify that the transitions exiting the Jump and Receive steps match the
possible values entering the Jump step.

Setting Up the ‘WF - Jump/Receive Step Labels’ Validation
To set up the WF - Jump/Receive Step Labels Validation:

1.

Click the Configuration screen group and click the Validations icon.
The Validation Workbench opens.

On the Query tab, enter WF - Jump/Receive Step Labels in the Validation
Name field.

Click List.

Click the Results tab.

The WF - Jump/Receive Step Labels is listed in the Results tab.
Click Open.

The Validation window opens.
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Workflows together.
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7. Enter the desired Code, Meaning and Description in the appropriate fields.
8. Click OK to close the Add Validation Value window.

9. Click Ownership to select which Ownership Groups will have the ability to
edit this Validation.

10. Click OK to close the Validation window.

The new Validation Value is now included in the Jump/Receive Step Label drop
down list in the Workflow Step window.

Generating a Jump Step Source
To create a Jump step using the wf_jump Built-in Workflow Event:
1. Click the Configuration screen group and click the Workflows icon.
The Workflow Workbench and Workflow Step Sources window open.
2. Select the Workflow Step Sources window.
3. Select the Executions folder.
4. Click New.

The Execution window opens.
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5. Select either Packages or Requests from the Workflow Scope drop down
list, depending on the desired application of the Workflow.

Package Level Subworkflows can not include jump and receive steps.
6. From the Execution Type drop down list, select Built-in Workflow Event.
7. From the Workflow Event drop down list, select wf_jump.

8. From the Validation drop down list, select or create a Validation which will
be used to transition out of this Workflow Step.

The Validation values exiting the Jump step must match the possible
@: Validation values entering the Jump step.

9. Fill in any other required or optional information in the Execution window
(such as Name, Description or Processing Type).
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10. Click the Ownership tab to select which Ownership Groups will have the
ability to edit this Execution step.

11. Click OK.

The Workflow Step is added to the Workflow Step Sources window.

This Workflow Step can now be used in any new or existing Workflow within
the step’s defined Workflow Scope. Remember that every Jump step must have
a paired Receive step in another Workflow.

Generating a Receive Step Source
To create a Receive step using the wf_receive Built-in Workflow Event:
1. Click the Configuration screen group and click the Workflows icon.
The Workflow Workbench and Workflow Step Sources window open.

2. Select the Workflow Step Sources window.

ﬁ__iWorkﬂow Step Sources ! E[
rFitter by

|Packages

=l
=l

|Only items | can edit

3 Workflow Step Sources
{77 Decisions

H-{77 Condition
yecutions

F-{77) Subwarkflows

Mewy | Coapy | GIREr | [DElEte |

r Alveays on top

3. Select the Executions folder.
4. Click New.

The Execution window opens.
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5. From the Workflow Scope drop down list, select either Packages or
Requests depending on the desired application of the Workflow.

6. From the Execution Type drop down list, select Built-in Workflow Event.
7. From the Workflow Event drop down list, select wf_receive.

8. Select or create a Validation which will be used to transition out of this
Workflow Step.

The Validation values exiting the Receive step must match the possible
@: Validation values entering and exiting the Jump step.

9. Fill in any other required or optional information (such as Name, Description
or Processing Type).
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10. Click the Ownership tab to select which Ownership Groups will have the
ability to edit this Execution step.

11. Click OK.

The Workflow Step is added to the Workflow Step Sources window.

This Workflow Step can now be used in any new or existing Workflow within
the step’s defined Workflow Scope. Remember that every Receive step must
have a paired Jump step in another Workflow.

Including the Jump/Receive pair in Workflows

1. Drag either the Jump or Receive step from the Workflow Step Sources

window into the Workflow’s Layout tab.

The Workflow Step window opens.
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2. Select an item from the Jump/Receive Step Label drop down list.

This item must be the same for a paired Jump/Receive Step.

Workflows. The communicating Jump and Receive Workflow Steps must

(— The Jump/Receive Step Label is the key communication link between separate
Note

have a matching Jump/Receive Step Label. It is also important that the
Jump/Receive Step Label is unique for any Jump and Receive pair.

3. Enter any additional Workflow Step information.

4. Click OK.

5. Repeat the above process for the other paired Workflow Step (Jump or
Receive), depending on which one was configured first

Using Condition Steps

It is possible to perform complex routing based on the status of multiple
Workflow Steps using Condition steps. Table 0-1 lists the five available

Condition steps:

Table A-1. Workflow Condition Steps

Condition

Description

AND

Waits until all parallel Workflow branches of a single
Package Line or Request have reached this point before
continuing processing.

FIRST LINE

Only used for Package Workflows and has a validation of
True/False. Evaluates to true for the first Package Line to
reach the condition. Used for multiple Package Lines.

LAST LINE

Only used for Package Workflows. Has a validation of
True/False. Evaluates to true for the last Package Line to
reach the condition. Used for multiple Package Lines.

OR

Allows the first branch of the Workflow that reaches this
point to continue and terminates the other branches upon
their arrival at this point so only one will continue.

Advanced Workflow Topics 269



Configuring a Deployment System

Table A-1. Workflow Condition Steps [continued]

Condition Description

SYNC Only used for Package Workflows. This condition halts

further processing of each Package Line until all Lines of
the Package reach this step. This is used to synchronize all
the Lines of a Package at one point. Used for multiple
Package Lines.

The following sections provide examples of the following:

AND

AND

OR

SYNC
FIRST LINE
LAST LINE

An AND condition is satisfied only if all steps leading to it reach the status
they are supposed to attain.
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The AND step becomes successful only if ‘QA Testing - group 1,” ‘QA
@ Testing - group 2’ and ‘QA Testing - group 3’ are successful. At that point,

the following step ‘Migrate to Prod’ becomes eligible.

completed Development completed

i ' i

QA Testing - QA Testing - QA Testing -
group 1 group 2 group 3

succeeded

succeeded —— P ~§—— succeeded

succeeded

Y

Migrate to Prod

OR

An OR condition is successful when at least one of the steps leading to it
reaches the status it is supposed to attain.
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The OR step becomes successful if any one of ‘QA Testing - group 1,” ‘QA
@ Testing - group 2’ and ‘QA Testing - group 3’ is successful. At that point, the

following step ‘Migrate to Prod’ becomes eligible.

completed Development completed

i ; i

QA Testing - QA Testing - QA Testing -
group 1 group 2 group 3

succeeded

succeeded ——— P ~—— succeeded

succeeded

Y

Migrate to Prod

SYNC

A SYNC step is valid only for Mercury Change Management Packages. A
SYNC step is successful only if all the Package Lines of that Package reach the
status expected for the Workflow Step right before the SYNC step.
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Consider the business process outlined in the following flow chart.

@ According to the flow chart, when ‘QA Testing’ is successful for all Package
Lines, SYNC becomes successful and the next step, ‘Migrate to Prod’
becomes eligible.

This business process could be part of a software development life cycle.
Consider a case where three Java files are being processed on three respective
Package Lines in a single Package. By including a SYNC step, even if the
first two Java files pass ‘QA Testing,” they must wait for the third Java file to
succeed ‘QA Testing’ before ‘Migrate to Prod’ becomes eligible for any of
these Package Lines.

Development

v

QA Testing -
group 2

succeeded

\

S

succeeded

Y

Migrate to Prod

FIRST LINE

A FIRST LINE step is valid only for Mercury Change Management Packages.
Only the first line to reach the Condition step takes the ‘True’ transition. All
successive lines take the ‘False’ transition.
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Consider the business process outlined by the following flow chart. This
@ business process could be part of a Website maintenance life cycle. As part of

this life cycle, three HTML files are being processed on three respective
Package Lines in a single Package. The Website updates are large enough to
warrant shutting down the Web server while migrating the changes.

By including a FIRST LINE step, only the first line causes the server to shut
down. The server remains down while the rest of the changes are migrated to
production. By including a LAST LINE step, the server remains down until
the last active line reaches the condition step. The last active line takes the
True transition and the Web server starts up and the maintenance is complete.

Development

\

True False
Shut Down S Migrate to
Web Server uccess — | production

Start Up
Web Server | ™
False
Success p| Close
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LAST LINE

A LAST LINE step is valid only for Mercury Change Management. Only the
last active line to reach the Condition step takes the “True’ transition. All
previous lines take the ‘False’ transition. See the example of a LAST LINE
step shown in the previous flow chart.

Setting the Reopen Step for Request Workflows

Closed Requests can be re-opened by users with the proper access grants. A re-
opened Request begins at the pre-defined Reopen Step in its Workflow, and
begins processing normally.

The Reopen Step is defined from the Workflow window.

ﬁ__iWorkﬂow : DEM - Enhancement Request Process ! E[ E
Package Yworkflows | Regquest Types | Ownership | e By | WeerData
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Subworkflows Initial Review =
~ & _ Create Screenshots
Subrweorkilow: fes Mo Usein RE|eaSEDetailed Design
e = Frovide More Info
Valigation: | L Sign-off Tech Design
= |Open Initial Development
Create Package and Yait
Parameter \ Apprave far Mext System - )
I Pramit | Token | Description | Detault Yalue |
add | [ | [ REe
Werify | QK | Eaye | Cancel |

|Ready

Figure O-1 Workflow Window Reopen Step Drop Down

To specify the Reopen Step for the Workflow, select the desired step from the
Reopen Step drop down list.
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Modifying Workflows in Use

Workflows can be modified while they are going through their Workflow steps
in a Package Line or Request that has been initiated. These modifications
include adding new Workflow Steps, as well as changing the transitions,
security assignments and notifications from within the Workflow.

It is possible to make changes to Workflows currently in use with the same
procedures and windows that you used to define the Workflows. All of these
procedures are performed in the Workflow Workbench.

When modifying Workflows that are being used, rules exist for which entities
can be added, changed, deleted or renamed. These rules are described in
Table 0-1.

Table 0-1. Rules for Modifying Production Workflows

Entity Procedure
Transitions All of these entities can be modified or added to a
Security Workflow in use.
Notifications

Workflow Steps
Workflow Parameters

Transitions All of these entities can be deleted from a Workflow in
Security use.
Notifications

Workflow Parameters

Workflow Steps This entity cannot be deleted from a Workflow in use,
but can be renamed. Transitions coming into or going
out of a Workflow Step can be deleted, effectively
removing it from the Workflow.

Note effect immediately. Any changes made to Workflow Steps are applied to all

(— When a Workflow that is in use is modified and saved, the changes take
open Package Lines, Requests, and Distributions.

Changes to a Workflow can have undesirable effects on Requests or
Packages currently in progress and are using that Workflow.

The information included here also applies when migrating Workflows
@e— between installations (instances) of Mercury IT Governance products.
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When modifying a Workflow that is in use, this can disrupt the normal flow in
and out of the Workflow and prevent it from reaching completion. For
example, removing a transition from a Workflow Step may result in the
Requests or Package Lines being stuck in that Step. While no one solution
covers all situations, the following sections describe possible solutions for
common problems when modifying Workflows:

e Copying and Testing the Workflow
e Moving Requests Out of a Step

® Disabling a Workflow Step

e Setting Up Execution Steps

o Verifying Workflow Logic

Copying and Testing the Workflow

To modify a Workflow that is being used, make a copy of the original
Workflow in a Development environment. Then modify the copied version of
the Workflow. Test the copied version of the Workflow to make sure it works
correctly.

After verifying that the modified Workflow functions as it is supposed to,
make the same changes to the original Workflow and move it through the same
cycle of Development -> Test -> Production environments.

Moving Requests Out of a Step

If the Requests are stuck in a step after a transition has been removed from a
Workflow in use, add the deleted transition back to the Workflow. After the
Requests have flowed out of the step, delete the transition again.

To determine when the Requests have flowed out of the step, run the Workflow
Detail Report. This report indicates if the step to delete is eligible for user action
or has been completed.

To determine if any Package Lines are Eligible for user action in a
Workflow, run the Packages Pending Report.
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Disabling a Workflow Step

As mentioned in Table 0-1, a step can not be deleted from a Workflow when it
is in use. It can only be disabled. However, you may want to change the
process. Any changes to the process must be reflected in the Workflow. This
may require disabling existing steps and adding new steps.

To disable a and add a new step:

1. Remove transitions to the existing Workflow step you no longer want to
use.

2. Add a new Workflow step to the Workflow.

3. Redirect the transitions to the new Workflow step.

Redirecting the Workflow

When disabling a Workflow step that is currently ‘Eligible’ for user action, the
Requests or Package Lines in that step will become stuck. Since the step is now
disabled, the user cannot take action on it and will not be able to progress any
further through the Workflow.

To determine which steps are currently Eligible, remove the incoming
transition to the step that will be deleted and run the Packages Pending Report
in Mercury Change Management or the Workflow Detail Report in Mercury
Demand Management. The reports will indicate if the step to be deleted is
‘Eligible’ for action by Package Lines or Requests.

The outgoing transition to be deleted is still intact, so the eligible Package
Lines and Requests will eventually be acted upon and flow out of the
Workflow step.

Add a new Workflow step to the Workflow and redirect the transitions to that
new Workflow step so that the movement of Package Lines and Requests
avoids the disabled step and is not interrupted.

For example, consider a Workflow where you wanted to disable Workflow
step B in the sequence shown below.
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2
&

After removing the incoming and outgoing transitions to B, add a new
Workflow step D which would connect steps A and C and let the Workflow
continue to process Requests or Package Lines. See the sequence shown
below.

Run the appropriate report(s) again to be sure there are no entities Eligible for
action by the user in the step that was disabled.

Setting Up Execution Steps

When setting up Execution steps in a Workflow Step, be sure to include
Workflow Events for both Success and Failure. If a Workflow Step has failed
and users cannot select Failure as one of the Workflow Events, the Workflow
will not be able to proceed.

Modifying Workflow Step Security — Performance Consideration

Updating an existing Workflow’s step security with a specific configuration
can impact system performance. When adding dynamic security to a step (for
example, based on a Standard or User Defined Token) in the Workflow Step
window on the Layout tab, product database tables are updated to handle this
new configuration. Due to the scope of these database changes, the Database
Statistics need to be re-run on your database. Instructions for this operation are
included in the System Administration Guide. Contact the System
Administrator for help with this procedure.
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This also applies when migrating a Workflow with these types of changes
into an instance of the Mercury IT Governance Center.

Verifying Workflow Logic

A Workflow can also become stuck if the logic behind it is faulty. Plan the
steps of the Workflow process carefully before actually defining it. After
configuring the Workflow, click the Verify button in the Workflow window to

ensure that the logic of the Workflow is correct. Any mistakes in the
Workflow’s logic will be highlighted.

Using Workflow Parameters

Use Workflow parameters to store the result of a workflow step. This value can

then be used later to define a transition.
This section covers the following topics:
e Creating a Workflow Parameter

e FExample: Building a Loop Counter Using Workflow Parameters

(‘ Workflow Parameters:
Note
e Can be referenced using the WFIL.P Token prefix.

e (Can be used in PL/SQL and SQL Workflow Step executions.

Creating a Workflow Parameter

To create a Workflow parameter:

1. From the Workflow Workbench, query and open the Workflow to be
modified.
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@i workflow : Untitled3 ™ =] B3
Package Yworkflows | Regquest Types | Ownership | e By | WeerData
Warkflow | Layout | Step Sequence Change Management Settings
Name:l Wiorkflow Scope |Packages LI
Description: |
Enabled: € Yes & No First Step: |N0ne =]
Reapen Step:l LI
Subwvarkflowes
Subworkflow: ¢ Yes & No Use in Release Distributions: € Yes & Mo
walidation: | El
Ican Name:l
= |Open |
Parameter
Praompt | Token | Description | Default Walue
add | [ Eae | [ Remee |
Werify | QK | Save | Cancel
|Ready

2. In the Workflow tab, click Add.

The Workflow Parameter window opens.

i Workflow Parameter [x]
Prompt: I
Taken: I
Description: I

Default Yalue: I

Ok I Add | Cancel

|Ready

3. Enter information in the required fields.

4. Click OK.

Example: Building a Loop Counter Using Workflow Parameters

Workflow parameters can be used to generate a counter for the number of
times a Workflow Step is in a certain state.

To build a loop counter using Workflow parameters:

1. From the Workflow Workbench, open the Workflow to which the loop
counter is to be added.
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@i workflow : Untitled3 ™ =] B3
Package Yworkflows | Regquest Types | Ownership | e By | WeerData
Warkflow | Layout | Step Sequence | Change Management Settings
Name:l Winrkflow Scope |Packages LI
Description: |
First Step: |N0ne LI

Enahbled: © Yes & MNo

Reapen Step:l

Subwvarkflowes
Subwarkfiow: © Yes & Mo Use in Release Distributions: € Yes & Mo
walidation: | El
Ican Name:l

= |Open |

Parameter
Praompt | Token | Description | Default Walue
add | [ Eae | [ Remee |

Ok | Save | Cancel

Werify |

|Ready

2. In the Workflow tab, click Add.

The Workflow Parameter window opens.

i Workflow Parameter [x]

Prompt: I
Taken: I

Description: I

Default Yalue: I

Ok I Add | Cancel

Ready

3. Generate the Workflow parameter by entering information in the fields of
the Workflow Parameter window.

In this example, the parameter is named LOOP_COUNTER.

i Workflow Parameter [x]

Prompt: |Loop Counter]
Toker: [LOOP_COUNTER

Description: | Stares count.

Ok I Add | Cancel

Default alue: I 0

Ready
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4. Click OK.

The Loop Count parameter is added to the Workflow window.

@i workflow : Untitled3 ™ =] B3
Package Yworkflows | Regquest Types | Ownership | e By | WeerData
Warkflow | Layout | Step Sequence Change Management Settings
Name:l Wiorkflow Scope |Packages LI
Description: |
Enabled: € Yes & No First Step: |N0ne =]
Reapen Step:l LI
Subwvarkflowes
Subworkflow: ¢ Yes & No Use in Release Distributions: € Yes & Mo
walidation: | El
Ican Name:l
= |Open |
Parameter
Praompt Token | Description | Default Walue |
Loop Counter |LoOP_COUNTER |Stares count. [0 |
Edit | BErmaye |
Werify | QK | Save | Cancel

|Ready

5. Generate a new Immediate SQL Execution Step.

There are two key concepts to note about the new step definition.

e The result of the SQL Execution step returns the result

LOOP_COUNTER + 1. This return value is linked back into the
parameter when the Workflow Step is generated on a Workflow.

A Validation for a Numeric Text Field is used. This allows <=, <, >=,

and > comparisons to be used in transitions off this step.
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Execution | gwnership | Uzzr Datz | Used By

Mame |IncrementL00p Counter Winrkflow Scope |Packages LI

Description |Increments caunt by 1.

Execution Type |SQLStatement LI Workflow Event |N0ne LI

PEIRENTT || rmeric Text Field EH Timeout | DS LI
R | Openl lcon |

Processing Type |Immediate LI Enahbled: & Yes Mo

Execution:

Select WFILP.LOOP_COUNTER]+1
from dual

Tokens |
Werify | QK I Eaye | Cancel

['Save" Successful.

6. Add the Workflow Step to a Workflow and choose the new Workflow
Parameter LOOP_COUNTER.

By choosing Loop Count, the Workflow Engine is told to assign the result
of select loop counter val + 1 from dual back into the loop counter
parameter.
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$ Workflow Step [ %]

Properties | security| Motifications | Timeout] User Dat | Results|

Step Mumber: I 1

Step Name: |Increment Loop Counter

Action Sumrmary: I

Description: I

Source Type: [Execution

Source Name: [Increment Loop Counter

Enabled: % ‘Yes [l
Display: [only When Active =]
wiorkflowe Parameter: |Loop Counter LI
& Source Ervirorment: I
' Source Environment Group: I
& Dest Environmert: I
" Dest Environment Group: I
Save to OMIGLM Archive? © Yes Lo
Ay Lead Time: I
Project Status: I E

Current % Complete: I

Parent Assighed To User: I

Parent Assighed To Group: I

wyarkflove Step Infarmation I

L= &

Athentication Reguired INDne

QK I Apply | Cancel |

Ready

It is now possible to add transitions to and from the new loop counter step.

The loop counter can be incremented each time an execution fails. If the
@ execution fails three times, a notification can be sent to the user. If the

execution fails five times, management can be notified.
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Appendix

Validations

This appendix provides an overview for how to use Validations in your
Mercury IT Governance system. Validations determine the acceptable input
values for user-defined fields (such as Object Type or Request Type fields).
Validations also determine the possible results that a Workflow step can return.

This appendix covers the following topics:

e What are Validations

e Validation Component Types - Overview
e (reating a Validation

e [FEditing Validations

® Deleting Validations

® Static List Validations

® Dynamic List Validations

e (Configuring Auto-Complete Validations
e (Configuring Text Fields

e Using Directory and File Choosers

e Date Field Formats

e (reating 1800 Character Text Areas

e (Configuring the Table Component

® Package and Request Group Validations

e Validation Special Characters
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What are Validations

Validations are used for two primary functions:

Fields:

Validations determine the field’s component type (text field, drop down
list, etc.) and the fields possible values. Fields can be created for a number
of product entities: Object Types, Request Types, Request Header Types,
and User Data.

Workflow step results:

Validations determine the possible results exiting a Workflow step. For
example, the validation WF - Standard Execution Results contains the
possible execution step results of Succeeded or Failed.

Pre-seeded (system) Validations are included with every product installation or
upgrade. When configuring your system, you can select to use these system
Validations. If no Validation exists that meets your specific requirements, you
can create a new Validation using the Validation Workbench. See “Creating a
Validation” on page 291 for details.

Validation Component Types - Overview

Table B-1. Component Types

The following table summarizes the available types of field components. Note
that only certain component types can be used in a Workflow step source’s

Validation.

Component
Type

Workflow?

Use In

Example**

Description

Text Field

Yes

Text Field I

Text entry fields displayed on a single
line. Text fields can be configured to
display the data according to a certain
format. For example, you can configure
a text field to accept and format a
hyphenated nine-digit social security
number or a ten digit telephone number.

Drop down
list

Yes

Drop Down List

Field showing a column of choices.
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Table B-1. Component Types

Component Use In Example** Description
Type Workflow?
Radio Button | No Field providing a Yes/No input.
Radio Button " ‘Yes & N
Auto- Yes Field showing list of choices with multiple
complete list columns.
Auto Complete List E
Text Area No Text entry field that can span multiple
lines.
Text Area |
Date Field No Supports a variety of date and time
formats: long, medium, and short.
Date Field
Web No Text entry field for entering a URL.
Address Pressing the U button opens a browser
(URL) v s | 4| window to the specified web address.
File Chooser | No Used only in Object Types. Requires that
: two fields be defined with the following
e croser. | Bl | Tokens: P_FILE_LOCATION and
P_SUB_PATH. See “Using Directory
and File Choosers” on page 338 for
configuration details.
Directory No Used only in Object Types. Requires that
Chooser : —. | a parameter field be defined with the
Drecary cosser | 2| | Token P_FILE_LOCATION.
Attachment No Field for indicating file attachments.
Comes with buttons for locating files for
tachmert. | £|=| previewing contents of the selected file.
Password No Field for capturing passwords.
field

Pazsword Field I ﬂ
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Table B-1. Component Types

Component
Type

Use In
Workflow?

Example**

Description

Table
Component

No

Table (Mo Entries) EI

Component

Used to enter multiple records into a
single component. The table component
can be configured to include multiple
columns of varied data types.
Additionally, this component supports
rules for populating elements within the
table and provides functionality for
capturing column totals. See
“Configuring the Table Component”
on page 343 for details.

Fields of this component can only be
added to Request Types, Request
Header Types and Request User Data.

Budget

No

Budget (Mo Budget) _?.!l'

Field that can be added to the Request
Type to enable access to view, edit or
create Budgets associated with a
Request or Project.

Fields of this component can only be
added to a Request Type.

Staffing
Profile

No

(Mo Staffing Profile) _?.!l'

Field that can be added to the Request
Type to enable access to view, edit or
create Staffing Profiles associated with a
Request or Project.

Fields of this component can only be
added to a Request Type.

Resource
Pool

No

Resource Pool (Mo Resource Pool) _?.!l'

Field that can be added to the Request
Type to enable access to view, edit or
create Resource Pools associated with a
Request or Project.

Fields of this component can only be
added to a Request Type.
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Creating a Validation

Generating certain Workflow steps may require specific validations to ensure
that business procedures are being followed. It is necessary to have both the
Validation Editor and the Validation Values Editor access grants to add a new
validation. See Security Model Guide and Reference for a discussion of
security groups and access grants.

To define a new Validation:

1.

Click New Validation on the Validation Workbench or select File > New >
Validation from the menu.

The Validation window opens.

Enter the name of the new Validation in the Name field.

Enter a description of the new Validation in the Description field.

Select whether the Validation is enabled or not in the Enabled check box.

In the Use in Workflow checkbox, specify whether or not this Validation can
be used in a Workflow step source.

You can only use Text Field, Drop Down List and Auto-Complete
component types within Workflow step sources.

Select the desired type of Validation from the Component Type drop down
list.

Choices are Text Field, Drop Down List, Radio Buttons (Y/N), Auto
Complete List, Text Area, Date Field, Web Address (URL), File Chooser,
Directory Chooser, Password Field, Attachment, Table Component, Budget,
Staffing Profile, and Resource Pool. Selecting a value from this field will
dynamically update the Validation window to display fields used to
configure that type of Validation.

Enter any additional information required for the component type selected.

Click Ownership to select which users will be able to edit, copy and delete
this validation.

To save changes to the Validation without closing the window, click Save.
To save changes and close the window, click OK
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User Data on the Validation Value

You can enable the User Data tab to capture more information related to an
individual Validation value within a specific Validation. For example, you can
create a Description user data field that is associated with the Departments
Validation. When you add new values to the validation, you can click on the
User Data tab and enter a description for that value.

The User Data tab can only be used when creating a drop down or an auto-
complete validated by a list.

To enable the User Data tab in the Edit Validation Value window:
1. Create the Validation and note its name.

2. Open the User Data workbench.

3. Click New User Data Context.

4. Select Validation Value User Data from the User Data Type field.

5. Click New to create a User Data field.

@il user Data Context : Untitieds M [=] E3
User Data Type: [validation Value User Data E
Context Field: [Validation Name Contexdt Value: | Departments E
Ensbled:  Yes (Mo Scope: | Context

Meta Layer Wiew: I I

Fields | Layoutl
Praompt | Token | User Data Cal. | Dizplayed | Componert Type | “alidation | Requiredl Dizplay Cnly |
Description [DESCRIPTI..[USER_DATA1  [v [Text Area [Textarea [N [

S | Ediit | FEmmavE

"Save" Successful.

6. Save the settings in the User Data window.

7. On the Validation window, add or edit a Validation value.
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The User Data tab is now enabled. You can select the tab and enter
information in the newly defined user data field.

ﬁ'__i Validation : Departments

Nare: | Departments

De=scription: |List of departments in the company

Enablec: W Uz inwiorkflowe? [
Cotmponert Type: |Drop Diawn List LI
Validated By: [List [
Walidation Yalues:

Meaning Description Enabled Default

1 Support Support i

2|Sales M

3|Marketing e - -

- - s2 E dit Yalidation ¥al

4|Engineering L Yalcaion Yaue [X]

S|Finance -
Walue Informatio

IHR | Uzer Datal

Cole:
Meaning: ISuppDrT
‘I Desc: I
= Enable? Defaut:
Used By | Ovvnership |
"Save" Successful.
oK I Aply, | Cancel

Ready

i Edit Yalidation Yalue

‘alue Infarmation  Lser Data

Description [ The Support organization is responsible for custorer
satisfaction.

ok I il | Cancel

Ready

Editing Validations

You can open and edit Validations using the Workbench. You should exercise
caution when editing Validations that are currently used by fields or Workflow
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step sources. Both field and Workflow step validations can be tied to
Workflow logic. Changing the Validation values can invalidate a process.

For example, ACME changes the Priority field Validation to include a new
value Very Easy. ACME uses a deployment system Workflow that has an
Evaluate Priority step that routes the Package based on the value in the Priority
field (using a Token execution type). ACME, however, did not update the
Workflow to enable a transition out of the step for the case when Priority = Very
Easy. When a Very Easy Package enters the Evaluate Priority step, it will get
stuck.

The following restrictions apply to editing Validations:

e User must have the following Access Grants:
o Edit Validations

o Edit Validation Values
e User must be a member of the Ownership Group for the Validation

® You can not change which Validation is associated with a Workflow step
source after a Package has traversed that step. You can, however, still edit
the values within that Validation.

Creating a URL to Open the Validation Window

You can create a URL that opens a specific Validation in the Workbench. This
can provide a quick link to the configuration screen for a Validation that is
expected to change frequently. This URL can be included on your internal or
external Web pages or a list of browser Favorites to provide convenient access
to the Validation’s definition.

Use the following URL format to access a specific Validation window:

http://host:port/kintana/servlet/SmartURL?screen=VAL&pkname=<Va
lidationName>

The following URL opens the Validation window for the Validation named
“Development Priorities.”

http://host:port/kintana/servlet/SmartURL?screen=VAL&pkname=
Development+Priorities
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Deleting Validations

Validations can be deleted from the Workbench. To delete a Validation, you
must be a member of the Validation’s Ownership Group and have the Edit
Validations access grant.

A Validation can not be deleted when:

e [tisasystem Validation (a Validation that is delivered with the product as
seed-data)

e Jtis being used by a Workflow step source. Validations referenced by
Workflow step sources can only be disabled. A disabled Validation
continues to function in existing Workflow steps, but can not be used when
defining a new step source.

e [tis being used by a field in a product entity (Object Type, Request Type,
User Data, Report Type, or Project Template field). Validations referenced
by entity fields can only be disabled. A disabled Validation continues to
function in existing fields, but can not be used when defining a new field.

‘ Although you may not be able to delete a custom Validation in all cases, you
Tip can disable it. This will allow the Validation to be used in any active
Workflows or product entities, but will keep it from being used in any new
Workflow or entity definitions.

Static List Validations

You can create Validations that provide a static list of options to the user. For
example, ACME, Inc. can create a Validation for their engineering teams.
They create a Validation called Engineering Teams, consisting of the following
values: New Product Introduction, Product One, and Product Two.

A static list validation can be a drop down or an auto-complete list component.

To add values to the Validation list:

1. In the Validation window, select Drop Down List or Auto Complete List from
the Component Type field.

2. Select List from the Validated By field.
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3. Click New and add a value.

The Add v

alidation Window opens.

@i validation : Untitled?

Narne: | Engineering Teams

Description: [ACME's Engineering Teams

Enablec: W Uz inwiorkflowe? [
Cotmponert Type: |Drop Diawn List LI
Validated By: [List [
Walidation Yalues:
Seq | Code | Meaning | Description Enabled Default
& Add Validation Value
Walue Information | seriEts
Cole: ||
Meaning: I
Desc: I
I [
Enable? Defaut:
Used By | Ot
Eeady
Ok I Al | Cancel
Ready

4. Enter information for the Validation value as described in the following

table.

Field

Definition

Code

The underlying code for the Validation value. The code is the value
stored in the database or passed to any internal functions, and is
rarely displayed.

Meaning

The displayed meaning for the Validation value in the drop down list
or auto-complete.

Default

The default value for the list. This value is initially displayed in drop
down lists (this is not used for auto-complete lists). There can be
only one default value per list.

5. Optionally set the Validation value as the default by checking the Default

field.
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The default option is only available for drop down lists.

6. Click OK to close the window and add the value to the Validation. Click
Add to add the value and keep the Add Validation Value open.

Validation values can be re-ordered using the up and down arrow buttons. The
sequence of the Validation values determines the order that the values are
displayed in the list.

' You can copy existing values defined in other Validations using the Copy
Tip From button. Click Copy From and query an existing list-validated Validation
and choose any of the Validation values. Click Add or OK in the Copy From
window and the selected value or values are added to the list.

Note lists) that are validated by lists. Each time the set of values changes, you will
be forced to update the Validation. Consider, instead, validating using a SQL
query or PL/SQL function to obtain the values from a database table.

(— Be careful when creating Validations (drop down lists and auto-complete

Dynamic List Validations

You can create Validations that provide a dynamic list to the user. This is often
a better approach than defining static list validations. Each time a static list
Validation needs to be updated, a manual update has to occur. Dynamic list
Validations can often be constructed in such a way as to automatically pick up
and display the altered values.

For example, ACME needs a field validation that will list all users who are on
their Support Team. They could construct a Validation that is validated by a
list of users, but any time the Support Team changed (members join or leave
the department) the list would have to be manually updated. ACME decides
instead to create a dynamic list validation. They create an auto-complete list
validation that is validated by a SQL statement. The SQL statement returns all
users who are a member of the Support Team Security Group. When the
Security Group membership is altered, the Validation is automatically updated
with the correct values.
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A dynamic list validation can be created using a drop down or an auto-
complete list component. The lists are dynamically generated using either:

o SQL Validation

o  Command Validation

SQL Validation

You can use a SQL statement to generate the values in a Validation. SQL can
be used as a validation method for drop down lists and auto-complete lists. To
define a dynamic list of choices, set a drop down list or auto-complete list to
Validated By - SQL. Then in the SQL area, enter the Select statement that queries
the necessary database.

ﬁ'__i Validation : Users in Engineering Department

Marme: |Users in Engineering Department

Description: I
Enablec: W Uz inwiorkflowe? [
Cotmponert Type: |Auto Complete List LI
Validated By: [SQL - Custom =] Expected st length: (' Short € Long
Selection mode: ) StartsWith ¢ Contains Mumber of results per page: ISD

Configuration |Finer Fields I Fiftet ey E: I

[Column Headers: [l
Seq | Column Header | Displayed | Columnict: [l SELECT UUSER_ID, U.USERMNAME, U FIRST_MAME,
ULAST_MAME
2|value i FROM KNTA_USERS U, KNTA_SECURITY_GROUPS 5,

KMNTA_USER_SECURITY US
WHERE 5G.SECURITY_GROUP_ID =
US.SECURITY_GROUP_ID AND US.USER_ID = U.USER_ID
AND 5G.SECURITY_GROUP_NAME = ‘Enginesring’
and UPPER{u.username) like UPPER{"?%"%
and {u.username like upper{zubstr? 1,130 || %'
or u.username like lower{substr? 1,10 || "%
order hy 2|

4 | >
Mewy | Exciit | Delete |{‘r|lr| Tokens |UseBindVariabIes? I

Used By | Ovvnership | Ok | SavE | Cancel |

"Save" Successful.

If an auto-complete list is being used, you can define headers for the selected
columns. These column headers are used in the window that opens when a
value from an auto-complete list is selected. Click New under Column Headers.
Table 0-2 shows the fields that can be entered for a column header. If a column
header is not defined for each column in a SQL query, a default name is used.
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Table 0-2. Column Headers

Field Definition
Column The name of the column that is displayed in the auto-complete
Header window.
Display Determines whether or not the column is displayed. The first

column is never displayed and the second column is always
displayed.

Tip

ACME, Inc. creates an auto-complete field that lists all users in the
“Engineering” department. They choose to validate the list by SQL.

SELECT U.USER_ID, U.USERNAME, U.FIRST_NAME, U.LAST NAME
FROM KNTA_USERS U, KNTA_SECURITY_GROUPS SG,

KNTA_USER_SECURITY US

WHERE SG.SECURITY_ GROUP_ID = US.SECURITY_GROUP_ID AND

US.USER_ID = U.USER_ID

AND SG.SECURITY_GROUP_NAME = 'Engineering'
and UPPER (u.username) like UPPER('?%')

and

(u.username like upper (substr('?',1,1)) ||

u.username like lower (substr('?',1,1)) ||

order by 2

When a new user account is created and is added to the “Engineering”
Security Group, that user will automatically be included in the auto-complete

list.

A Validation may already exist that meets your process requirements. If it
does, consider using that Validation in your process. Also consider copying
and modifying Validations that are similar to the desired Validation. See
“System Validations” on page 359 for a complete list of Validations that are
delivered with the product.

SQL Validation Tips

The following guidelines are helpful when writing a SQL statement for a SQL-
validated Validation:

The SQL statement must query at least two columns. The first column is a
hidden value which is never displayed, and is often stored in the database
or passed to internal functions. The second column is the value that is
displayed in the field. All other columns are for information purposes and
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are only displayed in the auto-complete window. Extra columns are not
displayed for drop down lists.

When something is typed into an auto-complete list field, the values in the
auto-complete window that appear are constrained by what was first typed
in the field. Generally, the constraint is case insensitive. This is
accomplished by writing the SQL statement to query only values that
match what was typed.

Before the auto-complete window is displayed, all question marks in the
SQL statement are replaced by the text that the user typed. In general, if the
following conditions are added to the WHERE clause in a SQL statement,
the values in the auto-complete window are constrained by what the user
typed.

where UPPER (<displayed_column>) like UPPER('?%"')
and (<displayed_column> like upper (substr('?',1,1)) || '%"
or <displayed_column> like lower (substr('?',1,1)) || '%

Any column aliases included directly in the SQL statement are not used.
The names of the columns, as displayed in auto-complete lists, are
determined from the Column Headers. Drop down lists do not have column
headers

Command Validation

An auto-complete list can contain command line executions that return and
display a list of values. To define a dynamic list of choices, set an auto-
complete list to Validated By - Command with Delimited Output or Command
with Fixed Width Output. Then enter commands the Commands area. See
“Configuring the Auto-Complete Values” on page 315 for detailed
instructions.

300 Validations



Configuring a Deployment System

ﬁ'__i Validation : List of valid version numbers

Iame: |List of valid version numbers

Description: I

Enablec: W

Uz inwiorkflowe? [

Component Type: |Auto Complete List

Walidated By: |Command With Delimited Output LI

Selection mods: % StartsWwith  © Cortaing

Configuration |Finer Fields I Fiftet ey E: I

Expected list length: & Short © Long

Murber of results per page: ISD

[Column Headers: FiCommanh

Seq | Column Header | Dizplayed | ] |

rCommand Step:

Commanc Commanc

1[hidden code [N
value [v [

[=] versian labels for the specified file ||| sc_uet_version_labels[P.F_FILEMNAME]

kzo_capture_output cattermp_version_labels

1 |
Pl | Elit | Diefete | ks .

| K1
Diata Delimiter: I; il EI Mewy Crad | Edlit St | Capy
2l i K | ol
Used By | Ovvnership |

r'Save" Successful.

Figure B-1 Auto Complete Using Command Validation

Configuring Auto-Complete Validations

Auto-complete fields are used throughout the Mercury IT Governance Center
to provide users with an efficient way to select field values from a set of valid
choices. Configuring auto-complete fields consists of two activities:

e Specifying general auto-complete behavior

e Configuring the validation values

Configuring General Auto-complete Behavior

Auto-complete fields can be used for validations with a small or large number
of choices. The auto-complete can be configured to behave differently
depending on the expected number of values. For example, if you expect a
large number of entries, the auto-complete window will include an interface
that allows you to page through your results. Additionally, you can configure
how the “auto-complete” feature of the field behaves. For example, you can
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configure the auto-complete field to automatically complete entries that either
start with or contain a text string.

This section covers the following topics related to configuring auto-complete
field behavior:

e (Configuring Short List Auto-Complete Fields
e (Configuring Long List Auto-Complete Fields
e (Configuring the Automatic Value Matching and the Interactive Select Page

® Adding Search Fields to the Auto-Complete Window

Configuring Short List Auto-Complete Fields

Auto-complete fields configured to display a short list of entries, displaying all
of the values on a single page. Figure B-2 shows the Select window for a short
list auto-complete field.

/J Select Application: [Mercury] - Microzoft Internet Explorer

Application: starts with: ||

Click a value to select ;I
Application

CEM App

ERF application
HR application
Other

Version Control App

=

Figure B-2 Short List Auto-Complete
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‘ Auto-completes configured as short lists will load all values when the
Tip window is opened. This can lead to a slower load time and an unfavorable
user experience. For fields with many possible values, consider formatting
the auto-complete using the long list format.

To configure a short list auto-complete field:

1. Create a new Validation or open an existing Validation.
The Validation window opens.

2. From the Component Type field, select Auto Complete List.

3. In the Expected list length field, select Short.

4. Click Save.

Configuring Long List Auto-Complete Fields

Auto-complete fields configured to display a long list of entries, dividing the
results between multiple pages. By default, 50 results are shown per page. End
users can page through the results or further limit the results by specifying text
in one of the available filter fields at the top of the page. Figure B-3 shows the
Select window for a long list auto-complete field.
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/J Select Status [Mercury] - Microzoft Internet Explorer [_ O] x]

Status starts with: I __Find |

Page: 4| 1 »| Showing 1-15of 15

Available: Click a value to select Selected: Change Order
Request Status = Request Status ;I
Cancelled

Closed

Complete

In Deployment
In Development
In Further Review
In Progress

In Scope Check
Mew

on Hold

e = =

oK | Cancel |

Close Window [X

Figure B-3 long List Auto-Complete

Auto-completes configured as long lists only load a limited set of values
when the window is opened. For extremely long lists or lists that are at risk
of loading slowly (for example the values are obtained from an alternate
database), consider using the long list format.

Tip

To configure a long list auto-complete field:

1. Create a new Validation or open an existing Validation.
The Validation window opens.

2. In the Expected list length field, select Long.

3. Click Save.

long list auto-complete format. This selection is automatically defaulted
when the user selects SQL - User from the Validated By field on the Validation
window.

( All auto-completes that are validated by SQL - User are required to use the
Note
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Configuring the Automatic Value Matching and the Interactive Select Page

This section provides instructions for configuring auto-complete fields to filter
a list of possible values based on a matching character string. It also provides
instructions for configuring the automatic value-limiting that occurs on the
auto-complete’s Select page. Figure B-4 shows an auto-complete field that has
opened to display matching values.

N
Application: acc ﬂ

— (O x
Application: starts with: Iacd
Click a value to select ;I
Application
Accounts Payable
Accounts Receivable

[

Figure B-4 Auto-complete field and matching values in the Select page

This section discusses the following topics:
e Functional Overview: Matching for “Starts with” or “Contains”
e (Configuration Instructions

e C(Configuration Tips

Functional Overview: Matching for “Starts with” or “Contains”
Auto-complete field behavior can be divided into the following areas:

e Field behavior—A user types a character in the field and presses the Tab
key. If an exact match is not available, the Select page opens.
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e The Select page behavior—For lists that are configured appropriately,
when a user types a character or characters into the field at the top of the
page, the results are automatically limited to display only matching entries.

For both the field and Select page behaviors, automatic value matching can be
based on either “starts with” character matching or “contains” character
matching. The following table summarizes this behavior:

Table 0-3. Automatic character matching field behavior

Character matching Description of Behavior
mode
Starts with Type characters and press tab. The selection window will
open and list entries that begin with the specified
characters.
Contains Type characters and press tab. The selection window will

open and list entries that contain the specified character
string. This is the same behavior as a wild card search,
which uses the % character at the beginning of the search
text.

Table 0-4. Automatic character matching Select page behavior

Character matching Description of Behavior
selection mode

Starts with Type characters and the list will automatically be filtered
for entries that begin with the specified characters.

Contains Type characters and the list will automatically be filtered
for entries that contain the character string.

Configuration Instructions

The field and the Select page behavior are configured distinctly in the
Validation window for the specific auto-complete list. This section provides
instructions for configuring the “starts with” and “contains” functionality in
the field and Select page, as described in “Functional Overview: Matching for
“Starts with” or “Contains”” on page 305.

To configure "'starts with'' matching from the auto-complete window to
the selection window, add the following to the SQL. WHERE clause:

or value like

)

upper (substr('?',1,1))

UPPER (value) like UPPER (
|
lower (substr('?',1,1)) |

Q
?%

1

1

) and (value 1like

o° o0 -
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To configure ''contains'' matching from the auto-complete window to the
selection window, add the following to the SQL. WHERE clause:

To configure ''starts with'' matching within the interactive selection
window:

') and (value like '%' ||
: or value like '%' ||

[}

%7?
1
1

o 0P o\°

upper (substr('?"',
lower (substr('?"',

UPPER (value) like UPPER(

1. Open the auto-complete’s Validation window.
2. From the Expected list length field, select Short.
This feature is only available for short lists.
3. From the Selection mode radio button, select Starts With.

4. Save the Validation.

This setting only controls the matching in the Select page. Matching in the
auto-complete field is controlled by including specific clauses in the auto-
complete's SQL. See above for details.

To configure '"contains'' matching within the interactive selection
window:

1. Open the auto-complete’s Validation window.
2. From the Expected list length field, select Short.
This feature is only available for short lists.
3. From the Selection mode radio button, select Contains.

4. Save the Validation.

This setting only controls the matching in the Select page. Matching in the
auto-complete field is controlled by including specific clauses in the auto-
complete's SQL. See above for details.
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Configuration Tips

Consider the following tips when configuring the “starts with” versus
“contains” functionality for auto-complete fields and the Select page.

Auto-completes should be configured such that the field matching behavior
works the same way as the Select page matching behavior. Specifically, if
the auto-complete field uses the "starts with" clauses in the SQL, then the
selection window should use the "Starts With" Selection Mode. See
“Configuration Instructions” on page 306 for details.

Consider using the "Contains" Selection Mode for fields with multi-word
values. For example, consider the possible values for the Request Type auto-
complete field:

Development Bug
Development Enhancement
Development Issue
Development Change Redquest
IS Bug

IS Enhancement

IS Issue

IS Change Request

Support Issue

Support Change Request

Using "contains" can be useful here. The user knows that he needs to log a
bug against one of the IS-supported Financial applications. The user types

"bug" into the auto-complete field and presses the Tab key. The following
items are returned:

Development Bug

IS Bug
The user selects "IS Bug." Without the "contains" feature enabled, typing
"bug" would have returned the entire list. He might have also typed
"Financial," thinking that there might be a separate Request Type used for
each type of supported application. This, too, would have returned the entire
list. At that point, the user would be forced to try another "starts with" phrase
or simply read the entire (potentially long) list.

Adding Search Fields to the Auto-Complete Window

Auto-completes with a long list of values can be configured to display
additional filter fields in the Select window. These fields can be used to search
other properties than the primary values in the list. Users can enter values in
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the filter fields and click Find to display only the values that match the search
criteria. Figure B-3 shows the Select window with additional filter fields.

3 Select Assigned To [Mercury] - Microsoft Internet Explorer M= 3
a 4
To I
First Last
Name: I Name: I __Find |
Page: | 1 *| Showing 1-40 of 40
Available: Click a value to select Selected: Change Order
T eT TS T TTOTTTTeT
- - - FY -
. . . . . . —I Full
Itg_rnigrator itg_rigrator Itg_rnigrator Name Username Department
Jake Smith jakesmith
Jana Smith janasmith
Jane Smith janesmith _—
Jenny Smith jennysmith
Jerry Smith jerrysmith
Jirn Smith Jimsrmith
Joe Smith joesmith
John Smith frodo - ¥
JEN DK | E
oK | Cancel |

Figure B-5 Filter Fields in the Auto-Complete Select Window

Filter fields can not be configured when validating your list by List,
@: Command With Delimited Output or Command With Fixed Width Output.

To add a filter field to the auto-complete validation:
1. Open the Validation for the auto-complete.

Auto-complete validations must display Auto Complete List in the
Component Type field.

2. In the Expected list length field, select Long.
Only long formatted auto-complete lists can include filter fields.
3. Click the Filter Fields tab.

4. Click New.
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The Field: New window opens.

i Field: New
Field Prormpt: I Token: I
Product: IAII Froducts LI Description: I
Component Type: INDne LI
walidation | El Defaut Valus: |
My |Open | Enabled: % ‘Yes [l
Display: * Yes Mo
Display Only: © Yes & Mo
vwhen the auto-complete user chooses a value for this field, append to Where Clause:

WView Full Query | QK I Add | Cancel

|Ready

5. Enter the required information.

Table B-2 defines all of the fields on this window.

Table B-2. Fields in the Fields:New Window

Field Description

Field Prompt The name that is displayed for the field in the auto-complete
Select window.

Product

Validation The Validation for the filter field. You can select any type of
Validation, except for auto-complete type Validations.

The values accepted by this Validation will be appended to
the WHERE clause in the SQL query that determines the
ultimate auto-complete list display.

New Opens the Validation window where you can construct a
new Validation for the filter field. Note that you can not use
an auto-complete type Validation for the filter field.

Open Opens the Validation window and displays the definition of
the Validation specified in the Validation field.

Token The Token for the field value. The Token value will be
appended to the WHERE clause in the SQL query that
determines the ultimate auto-complete list display.
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Table B-2. Fields in the Fields:New Window [continued]

Field

Description

Description

The description of the filter field.

Component Type

The component type for the filter field, determined by its
Validation.

Default Value

The default value for the filter field, determined by its
Validation.

Enabled Determines whether the filter field is enabled.

Display Determines whether the filter field is visible to the user in the
auto-complete’s Select window.

Display Only Determines whether the filter field is updatable. When

Display Only is set to Yes, the field can not be updated.

When the auto-
complete user
chooses a value for
this field, append to
WHERE clause:

The AND clause that is appended to the portlet's WHERE
clause if the user enters a value in this filter field. Each filter
field will append its term to the portlet query when a value is
entered by the end user in the Select window.

For example, if the filter field uses the CRT-Priority-Enabled
Validation and a filter field Token of P_PRIORITY, enter the
following into this field:

AND R.PRIORITY_CODE = ‘[P.P_PRIORITY]’

Note: The value in this field must start with “AND”.

View Full Query

Opens a window showing the full query.

6. Click OK.
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‘ Filter fields can offer a powerful method for enabling users to efficiently
Tip locate specific values in large lists. When adding filter fields to an auto-
complete Validation, consider the following tips:

e Ensure that the filter fields are functionally related to the list of values.
For example, a validation that provides a list of Request Types can
include a filter field for a specific Department associated with the
Request Types.

e (Consider reusing (copying) an auto-complete Validation and modifying
the filter fields to display a subset of the entire list. Using the Displayed,
Display Only, and Default fields in the Filter Field window, you can
configure the auto-complete values to automatically limit the results.

e Performance can degrade if joining tables over database links.

e Only use this functionality for complex fields.

To modify the filter field layout:

1. Open the auto-complete Validation that includes filter fields on the Filter
Fields tab.

2. Click the Filter Layout tab.

The tab lists the primary field and all of the filter fields that have been
defined for the auto-complete. The primary field is named Field Value. This
is the field that holds the eventual selected value.
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ﬁ'__i Validation : KHTA - User Hames - Enabled

Mame: [KIMTA - User Mames - Enabled
Description: [KNTA - User Names - Enabled

Enablect [7 Uz inwiorkflowe? [

Cotmponert Type: |Auto Complete List LI

Validated By: [S0L- Custom = Expected list length: € Short 6 Long

Selection mode; ¢ Startsith € Containe Mumiber of results per page: ISD

Configuration I Fitter Fields = Fitter Layout

LI Field Yalue

First Marme: Last Marme:
Field Wicth |1 = | Component Lines I tdove Field ?l&l@l':bl =[S Wode
Previeww |
Used By | Ovvnership Ok | SavE | Cancel |

Ready (Reac-Only, Seed Dats)

3. Select the field that you would like to move.

To select more than one field, use the Shift key while selecting a range. It is
only possible to select a continuous set of fields (i.e. the Ctrl-Select
functionality is not supported).

4. Use the arrow buttons to move the fields to the desired location in the
layout builder.

A field or a set of fields cannot be moved to an area where other fields
@: already exist. The other field(s) must be moved out of the way first.

5. To switch the positions of two fields:
a. Select the first field and check the Swap Mode check box.
An “S” appears in the check box area of the selected field.

b. Double-click the second field that you want to switch positions with the
first.
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This causes the two fields to change positions. Following the switch,
the Swap Mode check box is turned off. To swap another set of fields,
repeat this procedure.

6. To check what the layout looks like in actual use, click Preview.

This opens a small window that shows the fields as they will appear. It is
important to note that:

e Any rows with no fields are ignored. They do not show up as a blank
line.

¢ Any non-displayed fields do not affect the layout. They are considered
the same as a blank field.

Special Case: Configuring an Auto-Complete List of Users

User auto-completes or Validations (Validated by: SQL-User) have three filter
fields by default:

e Primary field—this field takes the name of the auto-complete field
e First Name
e [Last Name

The user auto-complete always appears in the long list format, which uses the
paging interface to display the items. Additionally, user auto-completes
display a different icon (/&) in the auto-complete field.

To configure a user auto-complete Validation:
1. Create a new Validation.
The Validation window opens.
2. From the Component Type field, select Auto Complete List.
3. From the Validated By field, select SQL - User.

4. Configure the SQL query that will determine the users listed in the
Validation.

See “Configuring the Auto-Complete Values” on page 315 for details.

5. Click Save.
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Configuring the Auto-Complete Values

The values in an auto-complete list can be specified in the following ways. In
the Validate By field, select one of the following:

e List: Used to enter specific values.
® SQL: Uses a SQL statement to build the contents of the list.

® SQL - User: Identical to SQL configuration, but includes a few additional
preconfigured filter fields.

e Command With Delimited Output: Uses a system command to produce a
character-delimited text string and uses the results to define the list.

e Command With Fixed Width Output: uses a system command to produce a
text file and parses the result on the basis of the width of columns, as well
as the headers.

B9 validation : Untitled2

Iame: I

Description: I
I Enabled: M Use inWorkflow? [~
Component Type: |Auto Complete List LI
| walidated By: [SQL - Custom Expected list length: & Short ¢ Long

] S0L - Custam
o Seesten m”“_ iz ez |

i configuration |Sommand with Delimited Output

Command With Fixed Width Output

oolumn Headd o) - (sar L
Ser | Column Header | Dlsplayed | Calurmn ¥

1[hidden code

value
1

Tokens Uz Bind Variables? [

mew | Edit | petete |4‘r|&| =] 4|

Used By | Ovvnership | Ok | Save | Cancel |
heady

Figure B-6 Auto-Complete List

The following sections discuss the following topics:

e Validation by Command With Delimited Output

e Validation by Command With Fixed Width Output
e User-Defined Multi-Select Auto-Complete Fields

e FExample: Token Evaluation and Validation by Command with Delimited
Output
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For more information on creating auto-completes validated by List or SQL,
refer to the following sections:

e “Static List Validations” on page 295

®  “Dynamic List Validations” on page 297

Validation by Command With Delimited Output

Validations that are validated by commands with delimited output can be used
to get data from an alternate source, and use that data to populate an auto-
complete field. This functionality provides additional flexibility when
designing auto-complete lists.

Many enterprises need to use alternate sources of data within their
applications. Examples of these sources are a flat file, an alternate database
source, or output from a command line execution. Special commands may be
used in conjunction with these alternate data sources, in the context of a
Validation, to provide a list of values.

To configure a validation by command with delimited output:

1. In the Validation Workbench, under Validated By, choose Command With
Delimited Output and input the delimiting character.

2. Under New Command, enter in the command steps to be executed.

These can include Mercury ITG Special Commands. Your commands
should include the Special Command ksc_capture_output, which
captures and parses the delimited command output. If the
ksc_capture_output Special Command is surrounded by the
ksc_connect and ksc_disconnect commands, the command will be run
on the remote system. Otherwise, the command will be run locally on the
Mercury ITG server (similar to ksc_local_exec).

The simple example below uses a comma for a delimiter and has the
@ validation values red, blue and green. The script places the validations into
the newfile.txt file, and then uses the Special Command ksc_capture_output

to process the text of the file.

ksc_begin_script[AS.PKG_TRANSFER_PATH]newfile.txt

red, red

blue,blue

green, green

ksc_end_script

ksc_capture_output cat[AS.PKG_TRANSFER _PATH]newfile.txt
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Table B-3 shows the Validation window for Command with Delimited Output.

ﬁ'__i Validation : List of valid version numbers

Iame: |List of valid version numbers

Description: I
Enablec: W Uz inwiorkflowe? [
Cotmponert Type: |Auto Complete List LI
Validated By: |Comrmand With Delirmited Output [+ | Expected st length: (' Short € Long
Selection mode: ) StartsWith ¢ Contains Mumber of results per page: ISD
Configuration |Finer Fields I Fiftet ey E: I
Colutmn Headers: FComman: ~Command Step:
Seq | Column Header | Dizplayed | ] | e r— f——
;Ic;?f;n £ode I:,J | [=] versian labels for the specified file ||| sc_uet_version_labels[P.F_FILEMNAME]
kzo_capture_output cattermp_version_labels
4 |
[ | Ediit | [ElEte |
e KT i3]
Diata Delimiter: I; il EI Mewy Crad | Edlit St | Capy
< I 2l | i
Used By | Ovvnership |

r'Save" Successful.

Figure B-7 Validation by Command with Delimited Output

Table B-3. Validation by Command With Delimited Output
Field Definition

Command Panel where new commands can be added to capture Validation
Panel values.

Data Delimiter | Indicates the character or key by which the file will be separated
into the Validation columns.

Headers can also be defined for the columns selected. These column headers
are used in the window that opens when a value is selected from an auto-
complete list. To define a new header, click New under Column Header.

Table B-4 shows the fields that can be entered for a column header. If a column
header is not defined for each column in a Command, a default name is used.
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Table B-4. Column Headers

Field Definition
Column The name of the column that is displayed in the auto-complete
Header window.
Display Determines whether or not the header is displayed in the Validation.

Validation by Command With Fixed Width Output

Validations by Command with Fixed Width Output can be used to obtain data
from an alternate source, and use that data to populate an auto-complete field.
This functionality provides additional flexibility when designing auto-
complete lists.

Many enterprises need to use alternate sources of data within their
applications. Examples of these sources are a flat file, an alternate database
source, or output from a command line execution. Special commands may be
used in conjunction with these alternate data sources, in the context of a
Validation, to provide a list of values on the fly.

In the Validation Workbench, under Validated By, choose Command With Fixed
Width Output and input the appropriate width information.

Then, under New Command, enter in the command steps to be executed. These
can include Special Commands. Your commands should include the Special
Command ksc_capture_output, which captures and parses the delimited
command output. If the ksc_capture_output Special Command is
surrounded by the ksc_connect and ksc_disconnect commands, the
command will be run on the remote system. Otherwise, the command will be
run locally on the Mercury ITG server (similar to ksc_local_exec).

The example below has the validations red, blue and green. The column
width is set to a value of 6. The script places the validations into the
newfile.txt file.

ksc_begin_script[AS.PKG_TRANSFER_PATH]newfile.txt

red red

blue blue

green green

ksc_end_script

ksc_capture_output cat[AS.PKG_TRANSFER _PATH]newfile.txt
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@i validation : Untitled2

Iame: I

Description: I
Enablec: W Uz inwiorkflowe? [
Cotmponert Type: |Auto Complete List LI
‘alidated By: |Command Wiith Fixed Width Output Ll Expected list length: & Short © Long
Selection mode: ) StartsWith ¢ Contains Mumber of results per page: ISD
Configuration |Finer Fields I Fiftet ey E: I
[Colurnin Headers: Commatct Command Steps—
Seql F:olumn Header | Dlsplayedl Colurmn Wit ’V | p— | Condition | Desd ’V Com
1[hidden code [N
value [v [
t& Add Column Header E
Column Header:
” sl
‘l Colum Wictth: I
Display? W Cral Eclft Gl
S | Ediit | Elet
ok | adg | cancel | O
|Ready
Used By | Ovvnership | | Save | Cancel |

heady

Figure 0-2 Validation by Command with Fixed Width Output

Table B-5. Validation by Command With Fixed Width Output

Field

Definition

Command
Panel

The panel where new commands can be added to capture
Validation values.

Headers can also be defined for the columns selected. These column headers
are used in the window that opens when a value is selected from an auto-
complete list. To define a new column header, click New under Column Header.
Table B-6 shows the fields can be entered for a column header. If a column
header is not defined for each column in a Command, a default name is used.

Table B-6. Column Headers

Field Definition
Column The name of the column that is displayed in the Auto Complete
Header dialog.
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Table B-6. Column Headers

Field Definition

Display Whether or not the column is displayed. The first column is never
displayed and the second column is always displayed.

Column Width | The number of characters in each column of the output generated
as a result of the command.

User-Defined Multi-Select Auto-Complete Fields

A number of auto-complete fields in the Workbench have been pre-configured
to allow users to open a separate window for selecting multiple values from a
list. Users can also define custom auto-complete fields to have multi-select
capability when creating various product entities.

The user-defined multi-select capability is supported for:

e User Data fields

e Report Type fields

e Request Type fields

e Project Template fields

The user-defined Multi-Select capability is not supported for:
e Request Header Types

e Object Types

In order to use this feature when creating a new entity, users must:

e Select a Validation for the new entity that has Auto-Complete List as the
Component Type. This enables the Multi-Select Enabled field in the Field:
New window.

e In the Field: New window, users must click Yes for the Multi-Select Enabled
radio button.

The step-by-step procedure for defining multi-select capability in User Data,
Report Type, Request Type Project Template fields is very similar. The
procedure for enabling this capability for Request Type field is shown below
as an example.

To define a multi-select auto-complete field for a Request Type:
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1. Click the Create screen group and click the Request Types screen.
The Request Type Workbench opens.

2. Click New Request Type.
The Request Type window opens.

3. Click New. The Field: New window opens.

i Field: New
Field Prormpt: I Token: I
Description: I
Enabled: % ‘Yes [l
; Componert Type: |Auto Complete List x
EECEGNENic Reporting Column LisfE] 2 o I ! —I
,—
e | Cpe
—thuni-Seled Enabled:  Yes Lo
T ——
Attributes | Defaunl Storagel Secur'rtyl
Section Marne : IRequest Type Fields LI Display Only: © Yes & Mo
Transaction History:  Yes & Mo Motes History: & Yes & Mo
Display oh Search and Fitter: ' Yes Mo Display: * Yes Mo
Search Yalidation: I EH
0] 1=Ig] |
Copy From... | QK I Add | Cancel
|Ready

4. Click the auto-complete icon for the Validation field.
The Validate window opens.

5. In the Validate window, select a Validation that has Auto-Complete List as
the Component Type.

6. Click OK in the Validate window.
The Validate window closes. The Validation field is populated with the
selection from the Validate window. The Multi-Select Enabled option is now
enabled.

7. Click the Yes radio button for the Multi-Select Enabled option.

The Possible Conflicts window opens. It warns you not to use a multi-select
auto-complete for Advanced Queries, Workflow Transitions and Reports.
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If this field is not going to be used in Advanced Queries, Workflow
Transitions or Reports, click Yes to continue.

8. Configure the other options in this window for the new Request Type.

9. Click OK.

The field is now enabled for multi-select auto-complete.

Example: Token Evaluation and Validation by Command with Delimited Output

The Validation functionality can be extended to include field dependent token
evaluation. Validations can be configured to dynamically change, depending
on the client-side value entered in another field.

To use field dependent token evaluation, it is necessary to configure a
Validation in conjunction with an Object Type, Request Type, Report Type,
Project Template, or User Data definition. Consider the following example for
setting up an Object Type using field dependent tokens.

1. Generate a Validation and set the following parameters as shown:
a. Name: demo_client_token_parsing
b. Component Type: Auto Complete List
Cc. Validated By: Command With Delimited Output

d. Data Delimiter: | (bar)

e. Command

0 Command: Validate_from_file

o Steps
ksc_connect_source_server SOURCE_ENV="Your Env"
ksc_capture_output cat [P.P_FILENAME]
ksc_exit
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ﬁ:i\ralidatiun :demo_client_token_parsing

Harme: [demo_client_token_parsing

Description: |

Enabled:

Use inwarkflow? [~

Companent Type: IAuto Complete List

Validated By: [Comnrmand Yith Delimited Cutput | |

Selection mode: % Startsith ¢ Contains

Expected list length: & Short € Long

humber of results per page: |50

Configurstion IFmer FElds | FrittEr Ly Et |

olutiin Headers: Cottriarck CCommEnd Step:
Seqy I Columh Header I Displayed | Zalumi _I e — Condtion e —
;}hlc‘lden code I\r;] | ISRl date_from_file ksc_connect_source_serer SOURCE_ENV="Your Eny"
izl ksc_capture_output cat [P.P_FILENAME]
ks exit
4 i 1
il | Edlft | [elete, |
a Ay 3] K1
Data Delimiter: || +A‘|I = Al ey Crrd | Eciit Crnd | Copy Ch
| [ Ll | i
Used By | Ownership O | Save | Cancel |
Feady

When called, this Validation will connect to an Environment called ‘Your
Env’ and retrieve data from a file specified by the token P_FILENAME.
The file should be located in the directory specified in the Base Path in the
Environment window.

2. Generate an Object Type named token_parsing_demo.

ﬁ'__i Object Type : token_parsing_demo

Ohject Type Mame: [token_parsing_demo

Description: I

|

LI Ohject Revision Column: I

Extension: | Object Name Colurr: [PARAMETERT

Object Category: |Cust0m Ohjects

Wieta Layer View: [MPKGL_  [TOKEN_PARSING_DEMO

Enabled:  ¥es  No

Figldls | Layoutl Commandsl @ra Laps I Ownershipl

Praompt | Token
Filename [P_FILEMA... [PARAMETER1 [
Autoco.. [P_AUTOC.. [PARAMETERZ  [v

Componert Type | “alidation | Redqui
[Text Field - 40 [
|demo_client_token_parsing [N

| Parameter Cal. | Dizplayed |
[Text Field
[Auta Complete List

4 | i

S | Ediit | FEmmavE

r'Save" Successful.

a. Generate a new field with the following parameters:
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0 Name: Filename
0 Token: P_FILENAME
0 Validation: Text Field - 40
b. Generate a new field with the following parameters:
0 Name: AutoComp
0 Token: P_AUTOCOMP

0 Validation: demo_client_token_parsing (this is the Validation
that was defined above)

3. For this example to return any values in the auto-complete, a file must be
generated in the directory specified in the Base Path in the Environment
Detail of ‘Your Env’ Environment. Generate a file named ‘parse_testl.txt
with the following delimited data:

b

DELIMITED_TEXT1 | Parameter
DELIMITED_TEXT2 | Parameter
DELIMITED_TEXT3 | Parameter
DELIMITED_TEXT4 | Parameter

W N R

The Object Type ‘token_parsing_demo’ is now enabled to use this token
evaluation. To test the above configuration sample:

1. Generate a new Package.
2. Select a Workflow and click Add Line.

3. Select token_parsing_demo from the Object Type drop down list. The
following fields are displayed:

® Filename
® AutoComp

4. Type ‘parse_testl.txt” in the Filename field.

5. Click on the auto-complete box in the AutoComp field. The following
Validation window opens, displaying the contents of the ‘parse_test1.txt’
file.
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rObject Type Infarmation
Object Type: [token_parsing_demo E
Sequence:|1 Application Code: |MNone ;l

Parameters | WserData |

Filename: |parse_test1.bd

AutoComp: |
T Yalidate E

Farameter 2
Farameter 3
Farameter 4

Configuring Text Fields

Text fields displayed on a single line. Text fields can be configured to display
the data according to a certain format. For example, you can configure a text
field to accept and format a ten digit telephone number or display a specific
number of decimal places for a percentage.

This section covers the following topics:

Creating a Text Field Validation Overview

Available Text Data Masks

Customizing the System Text Data Masks

Creating a Custom Data Mask

Creating a Text Field Validation Overview

To create a text field Validation:

1.

Open the Validation window in the Workbench.

2. In the Name field, enter the name of the Validation.

Validations 325



Configuring a Deployment System

3. From the Component Type field, select Text Field.

4. From the Data Mask field, select the data mask that represents the desired
format for the field.

See “Available Text Data Masks” on page 326 for additional details.
5. (Optional) Configure the selected data mask.

See “Customizing the System Text Data Masks” on page 328 for additional
details.

6. Click OK.

Available Text Data Masks

The Mercury IT Governance Center includes a number of preconfigured data
masks that can be used when creating text field Validations. Each of these data
masks can be configured to meet your specific data requirements. Table B-7
defines the data masks delivered with Mercury ITG.

Table B-7. Data Mask Formats

Data Mask Description

Alphanumeric Field allows all alphanumeric characters. The maximum field
length for fields using this Validation can be specified.

Alphanumeric Field allows alphanumeric characters and formats all
Uppercase characters as uppercase text. The maximum field length for
fields using this Validation can be specified.

Numeric Field allows only numeric characters. The following
characteristics can be specified for this data mask:

¢ Range of values (maximum and minimum) allowed for this
field

o Whether or not a zero is displayed when data is not
entered into the field

o Whether or not group separators (such as a comma) are
used within large numbers

e How negative numbers are displayed
e Number of decimal places

See “Customizing the Numeric Data Mask” on page 328
for detalils.
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Table B-7. Data Mask Formats [continued]

Data Mask

Description

Currency

Field allows only numeric characters and is used to display
currency data. The following characteristics can be specified
for this data mask:

¢ Range of values (maximum and minimum) allowed for this
field

o Whether or not a zero is displayed when data is not
entered into the field

o Whether or not group separators (such as a comma) are
used within large numbers

e How negative numbers are displayed
¢ Number of decimal places

See “Customizing the Currency Data Mask” on
page 330 for details.

Percentage

Field allows only numeric characters and is used to display
percentages. The following characteristics can be specified
for this data mask:

¢ Range of values (maximum and minimum) allowed for this
field

o Whether or not a zero is displayed when data is not
entered into the field

o Whether or not group separators (such as a comma) are
used within large numbers

e How negative numbers are displayed
e Number of decimal places

See “Customizing the Percentage Data Mask” on
page 332 for details.

Telephone

Field allows only numeric characters and is used to display
telephone numbers. The following characteristics can be
specified for this data mask:

e Format—specify how many digits are included, and what
delimiter should be used between groups of numbers. For
example, you can select to use dashes (-) rather than
periods (.) between numbers: 555-555-5555 or
555.555.5555.

¢ Maximum and minimum number of digits

See “Customizing the Telephone Data Mask” on
page 334 for detalils.
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Table B-7. Data Mask Formats [continued]

Data Mask Description

Custom Field allows a range of custom inputs. You can customize the
field to accept digits, letters, spaces, and custom delimiters.
See “Creating a Custom Data Mask” on page 336 for
details.

Customizing the System Text Data Masks

Each data mask that is included in Mercury ITG can be customized. The
following sections provide additional details on modifying the data masks:

Customizing the Numeric Data Mask
Customizing the Currency Data Mask
Customizing the Percentage Data Mask

Customizing the Telephone Data Mask

Customizing the Numeric Data Mask

The numeric data mask allows only numeric characters. When creating a
validation using this data mask, the following characteristics can be specified:

Range of values (maximum and minimum) allowed for this field
Whether or not a zero is displayed when data is not entered into the field

Whether or not group separators (such as a comma) are used within large
numbers

How negative numbers are displayed

Number of decimal places

Figure B-8 shows the fields that can be configured for this data mask.
Table B-8 defines these fields.
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@i validation : Untitled1

Iame: I

Description: I
Enablec: W Uz inwiorkflowe? [
Componert Type: ITex‘t Field LI
Data Mask: |Numeric LI
Maimum alue: IQQQQQ Sarnple Input:
M 4 alue: I-QQQQ I“SUUU-22
If Data not Entered, then display a2 zero: & Yes Mo
Use Group Separator % Yes Mo
Megative Mumber looks like: |-1 oo hd Formatted Output:
Murmber of Decimal Places: |2 |45'DDD'22

Used By | Ovvnership |

OK | Save | Cancel |

heady

Figure B-8 Validation window for the numeric data mask

Table B-8. Fields for configuring the numeric data mask for text fields

Field

Description

Maximum Value

Largest value allowed for this field. This can be a positive
or negative number.

Minimum Value

Smallest value allowed for this field. This can be a positive
or negative number.

If Data not Entered,
then display a zero

Determines if the field should display a zero when no data
is entered.

Use Group Separator

Determines if the field should use a group separator (such
as a comma) to divide characters within large numbers.
For example: 1000000 versus 1,000,000. The character
used for the separator defaults based on the machine’s
local, but can be configured in the Regional Settings dialog
in the Workbench. Select Edit > Regional Settings to
access this window.
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Table B-8. Fields for configuring the numeric data mask for text fields

Field Description
Negative Number Determines the appearance of negative numbers. There
looks like are four options available:

e (1000)—parenthesis and black text
e (1000)—parenthesis and red text

e -1000—minus sign (-) and black text
e -1000—minus sign (-) and red text

Number of Decimal Determines the number of allowed decimal places. Users
Places will only be able to enter up to this number of digits beyond

the decimal place.

To view your customized data mask:

1. In the Sample Input field, enter the digits that you would like to see
formatted.

2. Click Format.

The digits are formatted according to your settings and displayed in the
Formatted Output field.

Customizing the Currency Data Mask

The currency data mask allows only numeric characters and is used to display
currency data. When creating a validation using this data mask, the following
characteristics can be specified:

e Range of values (maximum and minimum) allowed for this field
e  Whether or not a zero is displayed when data is not entered into the field

e  Whether or not group separators (such as a comma) are used within large
numbers

e How negative numbers are displayed
e Number of decimal places

Figure B-9 shows the fields that can be configured for this data mask.
Table B-9 defines these fields.
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@i validation : Untitled1

Iame: I

Description: I
Enablec: W Uz inwiorkflowe? [
Componert Type: ITex‘t Field LI
Diata hask: |Currency LI
daxirum S alue: |1 goooon Sample Input:
Miniturn alue: ID |5UUUUU-22
If Data not Entered, then display a2 zero: & Yes Mo
Use Group Separator % Yes Mo
Megative Mumber looks like: |-1 oon LI IR U
Mumber of Decimal Places: |2 |$SDD'DDD'22

Used By | Ovvnership |

OK | Save | Cancel |

heady

Figure B-9 Validation window for the currency data mask

Table B-9. Fields for configuring the currency data mask for text fields

Field

Description

Maximum Value

Largest value allowed for this field. This can be a positive
or negative number.

Minimum Value

Smallest value allowed for this field. This can be a positive
or negative number.

If Data not Entered,
then display a zero

Determines if the field should display a zero when no data
is entered.

Use Group Separator

Determines if the field should use a group separator (such
as a comma) to divide characters within large numbers.
For example: 1000000 versus 1,000,000. The character
used for the separator defaults based on the machine’s
local, but can be configured in the Regional Settings dialog
in the Workbench. Select Edit > Regional Settings to
access this window.

Validations 331



Configuring a Deployment System

Table B-9. Fields for configuring the currency data mask for text fields

Field Description
Negative Number Determines the appearance of negative numbers. There
looks like are four options available:

e (1000)—parenthesis and black text
e (1000)—parenthesis and red text

e -1000—minus sign (-) and black text
e -1000—minus sign (-) and red text

Number of Decimal Determines the number of allowed decimal places. Users
Places will only be able to enter up to this number of digits beyond
the decimal place.

To view your customized data mask:

1. In the Sample Input field, enter the digits that you would like to see
formatted.

2. Click Format.

The digits are formatted according to your settings and displayed in the
Formatted Output field.

The INSTALLATION_CURRENCY server parameter dictates which
@e— currency symbol is displayed in the field. This parameter also dictated the

position of the text in the field. For example:

INSTALLATION_CURRENCY=$; RIGHT

will right-align the text using a dollar sign.

Contact your system administrator for help with changing this setting.

Customizing the Percentage Data Mask

The percentage data mask allows only numeric characters and is used to
display percentages. When creating a validation using this data mask, the
following characteristics can be specified:

e Range of values (maximum and minimum) allowed for this field

e  Whether or not a zero is displayed when data is not entered into the field
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e  Whether or not group separators (such as a comma) are used within large

numbers

e How negative numbers are displayed

e Number of decimal places

Figure B-10 shows the fields that can be configured for this data mask.
Table B-10 defines these fields.

@i validation : Untitled1

Iame: I

Description: I
Enablec: W Uz inwiorkflowe? [
Cotmponent Type: ITex‘t Field LI
Data Mask: |Percentage LI
Maimum alue: |1 uli] Sarnple Input:
M 4 alue: ID ISD-22
If Data not Entered, then display a2 zero: & Yes Mo
Use Group Separator % Yes Mo
Formatted Output:
Megative Mumber looks like: |-1 ooo LI &
|50.22%
Mumber of Decimal Places: |2
Used By | Ovvnership | Ok | Save | Cancel |

heady

Figure B-10 Validation window for the percentage data mask

Table B-10. Fields for configuring the percentage data mask for text fields

Field

Description

Maximum Value

Largest value allowed for this field. This can be a positive
or negative number.

Minimum Value

Smallest value allowed for this field. This can be a positive
or negative number.

If Data not Entered,
then display a zero

Determines if the field should display a zero when no data
is entered.
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Table B-10. Fields for configuring the percentage data mask for text fields

Field Description

Use Group Separator | Determines if the field should use a group separator (such
as a comma) to divide characters within large numbers.
For example: 1000000 versus 1,000,000. The character
used for the separator defaults based on the machine’s
local, but can be configured in the Regional Settings dialog
in the Workbench. Select Edit > Regional Settings to
access this window.

Negative Number Determines the appearance of negative numbers. There
looks like are four options available:

e (1000)—parenthesis and black text
e (1000)—parenthesis and red text

e -1000—minus sign (-) and black text
e -1000—minus sign (-) and red text

Number of Decimal Determines the number of allowed decimal places. Users
Places will only be able to enter up to this number of digits beyond
the decimal place.

To view your customized data mask:

1. In the Sample Input field, enter the digits that you would like to see
formatted.

2. Click Format.

The digits are formatted according to your settings and displayed in the
Formatted Output field.

Customizing the Telephone Data Mask

The percentage data mask allows only numeric characters and is used to
display telephone numbers. When creating a validation using this data mask,
the following characteristics can be specified:

e Format—specify how many digits are included, and what delimiter should
be used between groups of numbers. For example, you can select to use
dashes (-) rather than periods (.) between numbers. For example, 555-555-
5555 or 555.555.5555.

e Maximum and minimum number of digits
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Figure B-11 shows the fields that can be configured for this data mask.
Table B-11 defines these fields.

|9 validation : untitied1

Iame: I

Description: I
Enablec: W Uz inwiorkflowe? [
+ Component Type: ITex‘t Field LI

Data Mask: |Te|eph0ne LI

Format: IDDD-DDD-DDDD Sarnple Input:

Maximurn # of Digits: |15 [s585858555

Miniraum # of Digit=: |1 0

Formatted Cutput:

|555-555-5555
Use the following to specify custom format:
o Digit {0 to 9, pound "#* and start"*", entry required, plus "+" and
minus "-" not allowed).
Allowed Allowed Delimiters are open parenthesis (", close parenethesis ")",
Delimiters dot"", minus"-", space " " and the plus "+" sign.
Used By | Ovvnership | Ok | Save | Cancel |
heady

Figure B-11 Validation window for the telephone data mask

Table B-11. Fields for configuring the telephone data mask for text fields

Field Description

Format The rule that dictates how the digits are formatted,
including any spaces or delimiters. The following delimiters
are allowed in the format definition:

e Open and close parentheses ()
e Period (.)

e Dash (-)

e Space

e Plus sign (+)

See Table B-12 on page 336 for a few examples of
different Telephone formats.

Maximum # of Digits Largest number of digits that will be accepted in this field.

Minimum # of Digits Smallest number of digits that will be accepted in this field.
If the user enters fewer than this number of digits in the
field and then tries to move from the field, he will receive
an error.
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Table B-12. Sample telephone data mask formats

Format Rule Text Entered By User Sample Formatted Output
D-DDD-DDD-DDDD 15555555555 1-555-555-5555
DDD DDD DDDD 5555555555 555 555 5555
(DDD) DDD-DDDD 5555555555 (555) 555-5555

To view your customized data mask:

1. In the Sample Input field, enter the digits that you would like to see
formatted.

2. Click Format.

The digits are formatted according to your settings and displayed in the
Formatted Output field.

Special behavior applies to the extra characters, if your format is defined to
allow a range of entries. Extra characters will always be grouped with the
first set of characters. For example, if the telephone data mask is configured
with a minimum of 10 characters and a maximum of 15 characters, then the
following behavior is expected:

Format: DDD-DDD-DDDD
Min: 10
Max: 15

Input: 1234567890
Output: 123-456-7890

Input 2: 12345678901
Output 2: 1234-567-8901

Creating a Custom Data Mask

A custom data mask can be defined that will allow a range of inputs and format
them to your specification. You can customize the field to accept digits, letters,
spaces, and custom delimiters.

Figure B-11 shows the fields that can be configured for this data mask.
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@i validation : Untitled2

Iame: I

Description: I

Enablec: W Uz inwiorkflowe? [

Cotmponent Type: ITex‘t Field LI

Data Mask: (SISl

Format: | Sarmple Input:

I—
Format |

Formatted Cutput:

Use the following to specify custom format: |
D Digit {0 to 9, entry required, plus "+" and minus "-" not allowed).

L Letter (Ao Z entry required).

A Any character or a space {entry reguired).

| Causes the character that follows to be displayed as the literal

character (A is displayed as A).

Used By | Ovvnership | Ok | Save | Cancel |

heady

Figure B-12 Validation window for the custom data mask

To configure a custom format, enter a combination of symbols into the Format
field. This field can accept the following entries:

e D—Specifies a required digit between 0 and 9.
e [ —Specifies a required letter between A and Z.
e A—Specifies a required character or space.

e \ (backslash)—Causes the character that follows to be displayed as the
literal character. For example: “\A” will be displayed as “A”

Table B-13 displays some examples of custom formats.

Table B-13. Sample custom data mask formats

Format Rule Text Entered By User Formatted Output
DDD\-DD\-DDDD 555555555 555-55-5555
AA\-DDD BC349 BC-349

To view your customized data mask:
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1. In the Sample Input field, enter the digits that you would like to see
formatted.

2. Click Format.

The digits are formatted according to your settings and displayed in the
Formatted Output field.

Using Directory and File Choosers

Directory and File Choosers are only used with Mercury Change Management
Object Types. The following sections discuss them in more detail:

® Directory Chooser

o [ile Chooser

Directory Chooser

File Chooser

The Directory Chooser field can be used to select a valid directory from an
Environment. Mercury Change Management connects to the first Source
Environment on a Workflow and allows navigation through the directory
structure and the selection of a directory from the list.

When implementing the Directory Chooser, note the following:
e The Directory Chooser field can only be used on an Object Type.

e On every Object Type that a Directory Chooser is chosen, it is also
necessary to have a field whose token is P_FILE_LOCATION and whose
validation is DLV - File Location. The possible values for this field are Client
and Server. If Client is chosen, the Directory Chooser connects to the Client
Base Path of the Source Environment. If Server is chosen, the Directory
Chooser connects to the Server Base Path of the Source Environment.

A File Chooser field can be used by Object Types to select a valid file from an
Environment. Mercury Change Management connects to the first Source
Environment on a Workflow and provides the ability to view all files within a
specific directory and select one from the list.
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On every Object Type that a File Chooser is chosen, it is necessary to define
the following fields:

e The first is a field for the File Location for the directory chooser, described
in the previous section.

e The second is a field whose token is ‘P_SUB_PATH’. This field is the
directory from which the file is selected and is usually a Directory Chooser
field.

@i validation : Untitled2

Iame: I

Description: I

Enablec: W Uz inwiorkflowe? [

Companent Type: |Fi|e Choosar LI

Eiase File Name Cnly:

Environmerit Override Behavior: Static Environment Crerride

Crwertiding Environment: I E

Overriding Server Basepath: I

COvertiding Client Basepath: I

Used By | Ovvnership | Ok | Save | Cancel |

heady

Figure B-13 Validation Window for Static Environment Override in File Chooser.

Table B-14. File Chooser Field

Field Definition
Base File Name Only Defines whether the base file name only (without its
suffix) or the complete name is displayed.
Environment Override Used to select files from a specific environment other
Behavior than the default environment.

The Environment Override Behavior drop down list contains three options:
Default Behavior, Static Environment Override, and Token-Based Environment
Override.
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Static Environment Override provides the ability to override one Environment
at a time. The fields for Static Environment Override are pictured in
Figure B-13 and described in Table B-15.

Table B-15. Static Environment Override

Field Definition

Overriding Selects the Environment to be overridden.
Environment

Overriding Server | The server basepath of the Environment may be overridden.
Basepath

Overriding Client | The client basepath of the Environment may be overridden.
Basepath

Token-based Environment Override provides the ability to select a token that
will resolve to the overriding Environment. The fields for Token-based
Environment Override are shown in Figure B-14 and defined in Table B-15.

@i validation : Untitled2

Iame: I

Description: I
Enablec: W Uz inwiorkflowe? [
Campanent Type: |Fi|e Choosar LI

Eiase File Name Cnly:

Environmerit Override Behavior: Token-hased Environment IZ:ZI'-.-'Er'riIZiEen

Environment Token: I

Overriding Server Basepath: I

COvertiding Client Basepath: I

Used By | Ovvnership | Ok | Save | Cancel |

heady

Figure B-14 Validation Window for Token-Based Environment Override in File
Chooser.
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Figure B-15 Token-Based Environment Override

Field Definition

Environment Select the token that will resolve to the overriding
Token Environment.

Overriding Server | The server basepath of the Environment that is to be resolved
Basepath by the token may be overridden.

Overriding Client The client basepath of the Environment that is to be resolved
Basepath by the token may be overridden.

Date Field Formats

Date fields can accept a variety of formats. The current date field Validations
are separated into two categories: all systems, and systems using only the
English language. These formats are defined in Table 3-14.

Table 0-5. Date Field

Field
Definitions
Name | Systems
Date All The format for the date part of the field. Choices are:
Format - Long - “January 2, 1999".

- Medium - “02-Jan-99”.
- Short - “1/2/99”.
- None - no date is displayed.

Date English The format for the date part of the field. Choices are:
Format Only - MM/DD/YY (6/16/99).

- DD-MON-YY (16-Jun-99).

-MONTH DD, YYYY (June 16, 1999).

- Day, Month DD, YYYY (Monday, June 16, 1999).
- DD-MON (16-JUN) - Defaults to current year.

- DD-MON-YYYY (16-JUN-1999).

- MM-DD-YYYY (06-16-1999).

- MM-DD-YY (06-16-99).

- DD [Defaults to the current month and year].

- MM/DD (06/16) - Defaults to current year.

- MM/DD/YYYY (06/16/1999).
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Table 0-5. Date Field

Field
Definitions
Name | Systems
Time All The format for the time part of the field. Choices are:
Format - Long - the time is displayed as “12:00:00 PM PST".

- Medium - the time is displayed as “12:00:00 PM”.
- Short - the time is displayed as “12:00 PM".
- None - no time is displayed.

Creating 1800 Character Text Areas

Standard Text Areas are either 40 or 200 characters. You can, however, create
a Text Area Validation with a character length of 1800.

To create a Validation with a character length of 1800:
1. Open the Validation Workbench.

2. Search for “Text Area - 1800.”

3. In the results tab, select Text Area - 1800.

4. Click Copy.

5. Rename the Validation.

The new Text Area Validation (with a length of 1800) can be used when
defining a custom field in the product.

(— You can only create a Text Field or Area of length 40, 200, or 1800.
Note
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Configuring the Table Component

1. Click the Table
Component icon

to open the Table
Component entry

page.

2. Add, edit, or
delete entries in
the list.

The table component is used to enter multiple records into a single field on a
Request. The table component can be configured to include multiple columns
of varied data types. Additionally, this component supports rules for
populating elements within the table and provides functionality for capturing
column totals.

Table Component 1 Entry |

Instructions for using the table component on a Request,

| Seq | Column 1 | Column 2 | Column 3 |

Entry 1 Entry 2 Entry 3 |

=
Check All

Done Cancel

Fields of this component can only be added to Request Types, Request Header
Types and Request User Data.

To configure and use a Table Component:
1. Define the Table Component in the Validation Workbench

2. Add the Table Component to a Request Type

ACME creates a Request Type to request quotes and parts for hardware.
Each entry of this type has four elements: Part, Sub-Type, Part Number, and
Unit Price. ACME creates a Table Component field called Hardware
Information to collect this information.

When the user logs a request for new hardware, the Request displays the
Hardware Information field. The user opens the field. He selects a Part, which
triggers a rule to populate the Part Number and Unit Price. He submits the
Request, which now contains all of the information required to successfully

order the hardware.
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Define the Table Component in the Validation Workbench
To create a Table Component field:
1. Open the Validation Workbench in the Configuration screen group.
2. Click New Validation.
The Validation window opens.

3. Select Table Component from the Component Type drop down list.

@i validation : Untitled3

Iame: I

Description: I

Enablec: W Uz inwiorkflowe? [

Component Type: BEEERE Tl

Uszer Instructions:

Meta Layer Wiew: IMREQ_ I

Table Columns | Form Layout | Ruies |
Column Seq. | Column Header | Column Taken Parameter Cal. | Enabledl Componert Type “alidation | Editable | Re

| | i
M S | Ediit | FEmmavE

Used By | Ovvnership | Ok | Save | Cancel |

heady

4. Enter a Validation Name and Description.
5. Enter any User Instructions.
This text will appear on the top of the table entry page.
6. Create the Table Columns.
a. Click New in the Table Columns tab. The Field window opens.

b. Define the type of information that will be stored in that column’s
entries. This may require you to create a new Validation for the
column.
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File attachments can not be used in a Table component
@: column.

i Field: New
Colurmn Header: IF'arT MNumber Colurmn Token: IPARTNUMBER
Description: I
Enabled: % ‘Yes [l
‘alidation [Hardware Part Numbers [ | Camponent Type: [Drop Do List I

My | Cpen | Muti-Select Erabled: © es 1% o

Attributes | Defaunl Storagel
Editable: % ves [l Display Tatel: €0 fes Lol

Required: |Never LI

Copy From... | QK I Add | Cancel

|Ready

Specify the Attributes (Editable or Required) and any Default behavior.

Click Add to save the column information and add another column.
When you are finished adding columns, click OK to close the Field
window.
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ﬁ'__i Validation : Hardware Information

Narne: |Hardware Information

Description: |Va|idati0n for collecting hardware itern that you are requesting.
Enabled: M Use inWorkflow? [~

Companent Type: |Tab|e Companent LI

Llser Instructions: Add a row far each hardware item that you are requesting.

Weta Layer View: [MREQ_ |HARDIWARE_INFORMATION

Tahle Columns | Fortn Layoutl Rulesl

Column Seq. | Column Header | Column Token Parameter Cal. Enabled | Component Type “alidation
1|Part Mumber  [PARTNUME... [PARAMETER1 |Y Drop Down List  |Hardware Part Mumhers
2|5ub-Type SUBTYPE FARAMETERZ |Y Drop Down List |Subtype
3|Part PART PARAMETERZ |¥ Drop Down List |Part
4|Unit Price UNITPRICE |PARAMETER4 | Text Field Text Field - 40

1| | |

M ey | Ediit | REfayE |

Used By | Ovvnership | Ok | SavE | Ca"ﬁ.ﬁ:el |

"Save" Successful.

7. Configure the Form Layout.
a. Click the Form Layout tab.

b. Select the fields and move their positions using the arrow buttons.

346 Validations



Configuring a Deployment System

@i validation : Hardware Information

Harnz: [Hardware Inforration

Description: IVa\ldalmm for collecting hardware item that you are requesting

Enabled: ¥ Use inWorkflow? [~

Comporent Type: [Taple Gomponent =
i v sianes IAdd a rov for each hardware itern that you are reguesting
Meta Layer Visw: [MREG_ [HARDWARE _INFORMATION

Table Columns  Form Layout |Ru\as|

LI Part Mumber JLI Sub-Type LI Part

Fieldicth [1 + | Component Lines tove Field 4| | 4| =p ™ Swap Made
Preview
Used By | Ownership oK | Save | """ Cancel

fSave” Successiul.

Layout Preview: Table

Part

Number hd Sub-Type hd Part hd
Unit Price

Close Window X

c. Click Preview to see a representation of the final positioning.
Note that the Preview loads a window in the Workbench, but the actual
table component will only be available to users in the standard interface
(HTML).
8. Configure any Table logic in the Rules tab.

Rules are used for advanced defaulting behavior and calculating column
totals.

a. Click the Rules tab.
b. Click New to define a new rule.
See “Creating a Table Rule” on page 348 for detailed instructions.

9. Click OK to save the Validation.

The new Table Component field can be included on a Request Type, Request
Header Type or Request User Data field.
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Creating a Table Rule

Table rules are configured in the same manner as advanced Request Type
rules. Essentially, you can configure fields (columns) in the table to default to
certain values based on an event or value in another field in the table. Because
the table component rules are configured using a SQL statement, you are given
enormous flexibility for the data that is populated in the table cells.

Table rules are configured using the Rules tab on the Validation window.

ﬁl Validation : Product Order Information

Matne: IPI’DdLIET Order Infarmation

Description: [Table companent used o capture mulitple line items and cormbine into a single total

Enablec: W Use inWorkflow? ™

+ Component Type: |Tab\e Component

User [FeoETee: Selectthe Project and Quantity ofthe itemns that you wish to order

Meta Layer Wiew: |MREQ [PRODUCT ORDER INFOR

Takle Culumnsl orm Layout  Rules |

Rule Matre |
[[Set Unit Price
Calculate Tatal

Seq Rule Evert I
Gl Field Change [

Apply (n Field Change Y

Description

Enabled

1

% Rules Window
Rule Mame: I@m EEEH
Description: I
Enabled: * Yes Lol 3
Rule Evert: [4pply On Field Change 2|
rDepender
Used By | Colurnn Headdzr | Walue |
— Frice Al Values |
Quantity [avalues |
Mew: | Edt | REMmnYE |
Fesults: el
Column Header | Column | Token SELECT [TE.P.PRICE]*
Total [1 [TE P TOTAL [TE.P.QUANTITY], [TE.P.PRICE] *
|z [TEvPTOTAL [TE P QUANTITY]
frorn sys.dual
< i B
Mew fRerrEe:
0K | ARl | Cancel
|Ru\es Qnly Apply within the sarme Entry.

Figure B-16 Rules window accessed from the Rules tab

Example: Using a Table Component on an Order Form

The following example illustrates the table component rules functionality.

ACME, Inc. uses a Request for creating and tracking employee computer
hardware equipment orders. ACME has included a table component field on
their Request Type for gathering the order information. When the employee
selects a Product, the Unit Price is automatically updated. Then, when they
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update the Quantity, the total line cost is automatically calculated and
displayed in the table.

To enable this functionality, ACME first has to configure a new Validation
with the following specifications:

Table B-16. Example - Table Component Validation Settings

Setting Value / Description
Validation Name Product Order Information
Component Type Table Component
Column 1 Column Header = Products

Column Token = PRODUCTS

Validation = Auto complete list with the
following list values: PC, MOUSE, MONITOR,
KEYBOARD

Column 2 Column Header = Quantity
Column Token = QUANTITY
Validation = Numeric Text Field

Column 3 Column Header = Price
Column Token = PRICE
Validation = Numeric Text Field

Column 4 Column Header = Total
Column Token = TOTAL
Validation = Numeric Text Field
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ﬁ'__i Validation : Product Order Information

Iame: |Pr0duct Order Information

Description: |Tab|e campanent used to capture mulitple line items and combine into a single total.

Enablec: W Uz inwiorkflowe? [

Companent Type: |Tab|e Companent LI

Llser Instructions: Selectthe Project and Quantity of the items that you wish to order,

Weta Layer View: [MREQ_ |PRODUCT_ORDER_INFORM

Tahle Columns | Fortn Layoutl Rulesl

Colurmn Seq. | Column Header | Column Token Parameter Cal. Enabled Componert Type “alicdat
1|Products FRODUCTS |PARAMETER1 i Auto Complete List FProduct list for arde
2|Quantity QUANTITY PARAMETERZ | Text Field MNumeric Text Field
3|Price FRICE PARAMETERI | Text Field MNumeric Text Field
4|Total TOTAL PARAMETER4 | Text Field Mumeric Text Field

1| | |

M S | Ediit | FEmmavE |

Used By | Ovvnership | Ok | SavE | Cancel |

heady

Once the Validation’s columns have been defined, the Rules can be
configured:

Rule 1: Set Unit Price.
ACME uses the following rule to set the default unit price in the Price cell

based on the Product selection.

Table B-17. Example - Set Unit Price Rule Settings

Setting Value / Description
Rule Name Set Unit Price
Rule Event Apply on Field Change
Dependencies Column = Products
All Values = Yes
Results Column Header = Price
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Table B-17. Example - Set Unit Price Rule Settings

Setting Value / Description

SQL SELECT DECODE([TE.P.PRODUCTS],
'PC', 1200,

'Mouse', 50,

‘Monitor', 560,

'Keyboard', 110, 0),
DECODE('[TE.P.PRODUCTS], 'PC', 1200,
‘Mouse', 50,

‘Monitor', 560,

'Keyboard', 110, 0)

FROM sys.dual

te Rules Window E
RuleName:ISetUnitPrice
Description: I
Enabled: % ‘es [l
Rule Evert: |Apply On Field Change LI
rDependenbi
Column Heacder | Walue |
|Products [l values |
S | Ediit | FEmmavE |
Fesults: =L
Column Heacder | Colurmn | Token SELECT
Frice [1 [TE.P.PRICE DECODE([TE.P.PRODUCTS], PC,
|2 [TE.wP.PRICE 1200,
Mause', 50,
‘Manitar’, 560,
Weyhoard', 110, 03,
DECODE([TE.P.PRODUCTS], PC,
1200,
Mause', 50,
‘Manitar’, 560,
Keyhoard', 110, 0)
1| | ] [ FROM sys.dual
| |

ok | il | Cancel

Rules Only Apply within the same Entry.

Rule 2: Set Unit Price.

ACME uses the following rule to set the calculate and display the total line
price in the Total column based on the values in the Products and Quantity cells.
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Table B-18. Example - Calculate Total Rule Settings

Setting Value / Description
Rule Name Calculate Total
Rule Event Apply on Field Change
Dependencies Column = Price [All Values = Yes]
Column = Quantity [All Values = Yes]
Results Column Header = Total
sQL SELECT [TE.P.PRICE] * [TE.P.QUANTITY],

[TE.P.PRICE] * [TE.P.QUANTITY]
from sys.dual

Using the Table Component

Add a field to a Request Type that is validated by this Table Component
Validation. When a user opens the field to enter information, the table rules
will be applied to each row that is created.

<3 Product / Item to order - New Entiy [Mercuiy] - Microsoft Internet Explorer [_ O] ]
=

Product / Item to order - New Entry

Insert after entry #: Il

Products IMONITOR =

Quantity I 4
Price | 560
Total | 2240
Add Another Reset
Add | Cancel |

Close Window [X

=

Tokens in the Table Components

Each column included in the table component has an associated Token. These
Tokens can be used in the same manner as other field tokens, such as for
commands, notifications or advanced field defaulting. See Commands and
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Tokens Guide and Reference for details on referencing Tokens related to Table
Components.

Calculating Column Totals

You can configure columns that are validated by a number to calculate the total
for that column. This is configured in the Validation’s Field window. The
following example illustrates how to configure a column to calculate and
display the column total.

ACME, Inc. uses a Request for creating and tracking simple employee
equipment orders. ACME has included a table component field on their
Request Type for gathering the order information. Employee enter the
Purchase Items and Cost for each item. The table component automatically
calculates the total cost for the Cost column.

ACME creates a Validation with the following settings:
® Component Type = Table Component.
e Column I = Purchase Item (text field)

e (Column 2 = Cost (number). In the Field window for the Cost column, select
Display Total = Yes. The Display Total field is only enabled if the field’s
validation is a number.
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@i validation : Untitled1

Marne: | Simple Order Farm

Description: |
Ensbled. ¥ Use intiorkflow? [

Component Type: |Tab|e Campaonent LI
Lser Instructions: | ENEr the purchase item and cost for each item
Meta Laver Yiew: [MREQ_ |SIMPLE_ORDER_FORM

Tahle Columns I Farm Lay'uutl Rulesl

Colurnh Seq I Calurnh Header | Colutin Token Parameter Col. I Emabledl Cotnpanent Type Walidation

1Purchase lterm |ITEM FARAMETERT [V Text Field Text Field - 40 [

PARAMETERZ Y Text Field

Murmeric Text Field

fI& Mewy | Edit | Remaove |

Used By | Dwwhership |

Ok | Save | Cancel |

F’eady’
& Field: Cost [ ]
Colurin Header: | Cost Calurh Taker: | COST
-> Description: IThe cost ofthe item.
Enabled: % Yes Mo
Validation [Numeric Text Field B | componet Type: [ Fiold I

Nesw | Open | | wuti-Select Enables: © Ves & 1

Atributes | Defaunl Storage'
Editable: & Yes o Display Total. & ‘es © No
Required: INever -

Ok | Aaply | Cancel |

|Ready

Figure B-17 Sample validation for a Simple Order table component.

ACME includes adds a field to their Order Request Type that uses this
Validation. When a user creates a Request using that Request Type, he can
click on the table component icon next to the field to open the order form. The
total for the Cost column is displayed at the bottom of the table.
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a Table: Simple Order Form [Mercury] - Microsoft Internet Explorer

Simple Order Form

Enter the purchase itern and cost for each itemn.

| seq | Purchase Item

Cost

Il 1 Computer

-z Keyboard

1z00

55

380

A
3 Llonis
5 |
Total

1635 )

Chack

0} edit || copy || Delete |

Done Cancel

21

Sl

’7 ’7 E'! Local intratet

Figure B-18 Sample table component displaying a column total.

Add the Table Component to a Request Type

Table Component fields can be included on a Request Type, Request Header
Type or Request User Data field.

To add a Table Component field to a Request Type:

1. Open the Request Type window.

2. Click New in the Fields tab.

The Field window opens.

3. Enter the Field Prompt, Token, and Description.

4. In the Validation field, select a table component Validation.

If you have not created a table component Validation, click New to create
one. See “Define the Table Component in the Validation Workbench” on
page 344 for instructions.
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i Field: Product / Item to order

Field Prompt: IProductI Itern to order

Toker: I FRODUCT_ITEM
Description: I

Enabled: % ‘Yes [l

G nt Type: |Table Component
walidation |Product Order Information EZ) ompanet Type p

I-]
e | Open |

Muti-Select Erabled: © es

Lol
Aftributes |Default I Storagel Secur'rtyl
Section Marne : IRequestT\rpe Fields LI Display Grly: 1 TEes = o
Transaction History:  Yes & Mo Motes History: & Yes & Mo
Display on Search and Fiter: L) Tes = o Display: * Yes Mo

Search Yalidation: I

0] 1=Ig] |

ok I il | Cancel
Ready

5. Click OK to add the field to the Request Type.

6. Save the Request Type.

The table component field will now appear on Requests of this Request Type.
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MERCUR

[T Governance

Welcome

SIGN OUT

John Smith < Create New Generic Request
Expand All Collapse All m— — —-
Hcreate =
Allacations Created By: John Smith
Budget -
Financial Benefit *Department: j' Sub-Type: |
Business Objective = Request ot Submitted
Initiative Request *Workflow: [Bua Request Type Warkflow =l Status:
Organization Unit _ Contact _
Package Priority: E Application: =l *Name: [ ]
Frogram Assigned To: Assigned - Contact
Praject Issus Group: (=] Phone:
Project Flan _ Contact
Project Resource Request Group: [ = Email:
Project Risk N .
Description: |
Project Scope Change
Request = Details
Resource Pool =
Skill
Staffing Profile Product f Item to order 3 Entrifs EH|
Time Sheet
<§ Table: Product / Item to order [Mercury] - hiz==Zoft Internet Explorer
)
Esearch
[ Reports
Product / Item to order
FResource . . .
Select the Project and Quantity of the items that you wish to order,
B Cost
EDemand | seq | Products Quantity Price Total
ElTeam Manager r i KEYBOARD 4 60 240
Hpmo r 2 MONITOR 340 3 10z0
4
HTime - 3 |rC 4 1200 4800
=
Eriimivfie o check All | clear all | A0 Edit | copy || Delete |
B settings
Done Cancel
EHelp
& [ | %% Local intranet 7

Package and Request Group Validations

Two particular entity-specific Validations can be accessed in the Workbench
without entering the Validations screen group:

Package and Request Groups
Request Type Category

Package and Request Groups

The KNTA-Package and Request Groups Validation can be accessed directly

from the Package screen. To specify that a Package belongs to a new or unique
Package Group that is not named in the auto-complete Validation list, it is not
necessary to proceed through the Validation Workbench.
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To access the KNTA-Package and Request Groups Validation window from
the Package screen:

Select New Package Group from the Package menu. The Validation window will
appear, listing the existing Mercury Change Management Package Groups.

All users are granted read access to this screen, but only users with
@: appropriate security privileges can alter the KNTA-Package and Request

Groups Validation list.

&Validalion : KHTA - Package and Request Groups [ %]

WETER <N TA - Package and Request G

i Description: |gr0upings for packages and requests

Enahled: 7 Use in Workflow? [~
+ Component Type: |Dr0p Davwn List LI
Validated By: [List =
Walidation Yalues:
Seq Code Meaning Description Enabled | Default
1| CUSTOMIZATION Customization Customization i M
2|SETUR Setup Setup i I
3|UPGRADE Upagrade Upagrade i I
A[TEST_PROD_MIGRA... |Testto Praduction Migration Testto Prod Migration i I
1 |
Mew | Edit | DE[ete Copy From | ?|@|

Used By | Ownership | QK | Eaye | Cancel |

[Ready (Read-0nly, Seed Data)

Request Type Category

The CRT - Request Type Category Validation can be accessed directly from the
Request Types screen.

Access the CRT - Request Type Category Validation window from the Request
Types screen by selecting Request Type Category Setup from the Request Type
menu. The Validation window will appear, listing the existing Request Type
Categories.

358 Validations



Configuring a Deployment System

All users are granted read access to this screen, but only users with
@e— appropriate security privileges can alter the CRT - Request Type Category

Validation list.

&Validalion : CAT - Request Type Category [ %]

Marme: |CRT- Request Type Category

Description: |This validation containg a list of categories used for arganizing Reguest Types

Enahled: 7 Use in Workflow? [~
ComponentType:lDrop Davwn List LI
Validated By: [List =l
Walidation Yalues:
Seq Code Meaning Description Enabled Default |
1|MISCELLANEOLUS Miscellaneous i M
2[HR HR ' I
3|Customer Value Customer Value i M
4|Develapment Development i I
SlAlliances Alliances i M
6|15 15 ' I
7|Facilities Facilities i M
8|Finance Finance i M
Qlaccounts Payable Accounts Payahle i I

Mew | Edit | DE[ete Copy From |?|@|

Used By Ownership | QK | Eaye | Cancel |

"Save" Successful.

Validation Special Characters

The Validation Name field for all Validations cannot contain a question mark
(‘?’). The Workbench prevents this character from being entered into the field,
but all previously configured Validation Names (Validations entered before
Kintana release 4.5) should be checked and corrected.

System Validations

There are a number of Validations that are provided with Mercury IT
Governance Center. Note that many of these validations may have been altered
to better match your company’s specific business needs. Use the Validations
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Report to get a list of all validations currently in your system. The report
includes information on Validation values and commands.
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Appendix

Tokens

While configuring certain features, it is often necessary to reference
information that is undefined until the product is actually used a particular
context. Instead of generating objects that are valid only in specific contexts,
create variable objects that can be applied to a variety of contexts. These
variables are called Tokens.

There are two types of Tokens: custom Tokens and standard Tokens. Standard
Tokens are provided with the product. Custom Tokens are generated to suit
specific needs. Each field of the following entities can be referenced as a
custom Token:

e Object Types

e Request Types and Request Header Types
e Report Types

e User Data

e Workflow Parameters

In addition, numerous standard Tokens are available that provide other useful
pieces of information related to the system. For example, there is one Token
that represents the users currently logged onto the system.

For instructions on using Tokens and for a list of available system Tokens, see
Commands and Tokens Guide and Reference.
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Appendix

User Data Creation and Processing

This appendix provides instructions for creating User Data fields for supported
product entities. It also includes information on configuring advanced User
Data field behavior and maintaining the User Data field definitions.

This appendix covers the following topics:

e “User Data Overview” on page 363

e “Creating and Editing User Data” on page 365

e “Creating and Editing Context Sensitive User Data” on page 379
e  “Project/Task User Data Roll-Up” on page 392

® “Referring to User Data” on page 406

® “Migrating User Data” on page 407

User Data Overview

Product entities such as Packages, Workflows, Requests and Projects include a
set of standard fields that provide information about those entities. While these
fields are normally sufficient for day to day processing, User Data fields
provide the ability to capture additional information specific to each
organization.

For every major entity, up to twenty User Data fields can be defined. These
fields are displayed in the User Data tab for the specific entity. The major
attributes of each of these fields, such as their graphical presentation, the
validation method, and whether or not they are required can be configured.
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User Data fields are available for each entity instance generated; the fields are
available globally. For example, you can configure a Manager field to appear
on the User Data tab in the User window, and then specify each user’s manager
when setting up their account.

For some entities, context-sensitive custom fields can be set up. For example,
User Data fields could be defined for the Request entities that are only
available when the priority of a Request is Critical.

The following entities support User Data functionality:

Budgets
Organizations
Resource Pools
Staffing Profiles
Packages
Package Lines

Environments

Environment Application

Environment Refresh
Requests

Request Types
Projects

Tasks

Security Groups
Users

Validation Values
Workflows
Workflow Steps
Workflow Executions

Workflow Decisions
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Creating and Editing User Data

The following sections provide detailed instructions for creating and editing
User Data:

Creating User Data Fields

Copying a Field’s Definition

Editing User Data Fields

Configuring User Data Field Dependencies
Removing Fields

Modifying the User Data Layout

To configure User Data, you must have the Config: Edit User Data Access
Grant.

Creating User Data Fields

To create a new User Data field:

1.

Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

Search for the desired User Data Type from the Query tab and select it from
the Results tab of the User Data Workbench.

Click Open.
The User Data window opens.
Click New in the Fields tab.

The Field: New window opens.
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i Field: New

Field Prormpt: I Token: I

Description: I
Enabled: % ‘Yes [l
Component Type: [one LI
walidation | El
S |Open |
Muttiselect: & Ves L)
Attributes | Defaunl Dependenciesl
Uzer Data Col.: IUSER_DATA1 LI Display Only: |Never LI
Display: * Yes Mo Reuirecd: |Never LI

Copy From... |

Ok I Aol | Cancel

|Ready

5. Enter the general information region fields for the User Data field.

This includes entering a name in the Field Prompt field and selecting a

Validation.

6. Click the Attributes tab to define the field’s basic properties. This includes
entering information described in the following table.

Field

Description

User Data Col

Determines the internal column that the field value will be stored in.
These values will then be stored in the corresponding column in
the table for the given entity (such as KNTA_USERS for the Users
entity).

User Data provides the ability to store information in up to 20
columns, therefore allowing up to 20 fields. No two fields in User
Data can use the same column.

Display Only

Determines whether the field is only displayed and cannot be
updated. Select Use Dependency Rules to use the logic defined
in the Dependencies tab.

Display

Determines if the user sees this field in the User Data tab.

Required

Determines if the user is required to specify a value for this field.
Select Use Dependency Rules to use the logic defined in the
Dependencies tab.
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Field Description
Workbench Determines whether or not the field is seen in the standard (HTML)
Only interface.
Multi-Select Determines whether or not the field allows users to select more
Enabled than one entry. Only valid for fields with an auto-complete

component for the Validation.

Display in Determines whether or not the field will be displayed in Search and
Search and Filter pages in the standard interface.
Filter Pages

7. Click the Defaults tab to define the default value for that field. This
includes entering information described in the following table.

Field Description
Default Type | Defines if the field will have a default value. Either default the field
with a constant value or default it from the value in another User
Data field.
Visible Value | If a Default Type of Constant is selected, the constant value can
be entered here.
Depends On | To default from another field, choose the token name of that field.

When using this User Data, every time a value is entered or
updated in the source field, it will automatically be entered or
updated in this destination field.

8. Click the Dependencies tab to define the field dependent properties of the
field. This includes entering information described in the following table.

Field Description
Clear When Indicates that the current field should be cleared when the
____Changes | specified field changes.
Display Only | Indicates that the current field should only be editable when certain
When logical criteria are satisfied. The field functions with two adjacent

fields, a drop down list containing logical qualifiers, and a text field.
To use this functionality, select Use Dependency Rules on the
Attributes tab.
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Field Description
Required Indicates that the current field should be required when certain
When logical criteria are satisfied. The field functions with two adjacent

fields, a drop down list containing logical qualifiers, and a text field.
To use this functionality, select Use Dependency Rules on the
Attributes tab.

9. Click the Security tab to define which users can view or update this field.
Only a few User Data types support the use of the Security tab.

a. On the Security tab, click Edit.

b. In the Edit Field Security window define the field access. This includes
entering information described in the following table.

Field / Button Description

Visible to all users Checking this checkbox allows all users to see the field. If
this checkbox is not checked, you can set who can see the
field. The default is for all users to be able to see a field. If
this checkbox is not checked, the Select User/ Security
Group that can view this field area is activated.

De-selecting the Visible to all users or Editable by all
users checkboxes enables the Select Users/Security
Groups that can view this field area of the Edit Field Security
window.

Editable by all users | Checking this checkbox allows all users to edit the field. If
this checkbox is not checked, you can set who can edit the
field. The default is for all user to be able to edit a field.

De-selecting the Visible to all users or Editable by all
users checkboxes enables the Select Users/Security
Groups that can view this field area of the Edit Field Security
window.
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Field / Button

Description

Enter a Security
Group
(drop down list)

To select the format for specifying users to grant visibility and
editability permission, use the Enter a Security Group drop
down list. The drop down lists the formats to choose users.
The drop down list dynamically updates the Security Group
Validate autocomplete window list.

The choices are:

¢ Enter a Username — select a specific user to grant
visibility and/or editability to the field. The user must have
an email address.

o Enter a Security Group — select a specific Security
Group to grant visibility and/or editability to the field.

e Enter a Standard Token — select a standard token to
grant visibility and/or editability to the field.

o Enter a User Defined Token — select a user defined
token to grant visibility and/or editability to the field.
Selecting the Enter a User Defined Token format
enables the Tokens button.

Selecting an item from the Enter a Security Group drop down
list dynamically updates the Security Group field.

Security Group

Provides a field for specifying the recipient. If the Enter a
Security Group drop down list is:

¢ Enter a Username — then the Validate: Username
window is returned.

o Enter a Security Group — then the Validate: Security
Group window is returned.

e Enter a Standard Token — then the Validate: Standard
Token window is returned.

o Enter a User Defined Token — then the Validate: User
Defined Token window is returned.

10. Click OK to add the User Data field to the entity.

Copying a Field’s Definition

The Copy From functionality can also be utilized to streamline the process of
adding Fields by copying the definition of existing Fields.

To copy a field’s definition:
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1. Click the Configuration screen group and click the User Data screen.

The User Data Workbench opens.

2. Search for the desired User Data Type from the Query tab and select it from
the Results tab of the User Data Workbench.

3. Click Open.
The User Data window opens.

4. In the Fields tab, click New.
The Field: New window opens.

5. Click Copy From.

The Field Selection window opens.

£ Field Selection [x]
Prompt: I Product: |ALL LI
Token: I Component Type: |Dr0p Dowwn List LI Walidation:
Used By Entity: |

rQuery Resuft:
| Prampt Token Praciuct alidation
|[Deparment: DEPARTMENT_CCODE [Demand Managem... [KNTA - Deparment - Enahlec|
|[Priarity: PRIORITY_CODE Demand Managem... [CRT - Priority - Enabled |
||Se|ecti0n Type: SELECT_TYPE Change Managem... [SBL - Selection Type
||Imp0r1 Basze Tahles: SPECIFY_BASE_TAB... |Change Managem... |SEL - Base Tables
||Se|ecti0n Type: SELECT_TYPE Change Managem... |SBL - Selection Type {restrich
||Imp0r1 Basze Tahles: SPECIFY_BASE_TAB... |Change Managem... |SEL - Base Tables
||Se|ecti0n Type: SELECT_TYPE Change Managem... |SBL - Selection Type {restrich
||Imp0r1 Basze Tahles: SPECIFY_BASE_TAB... |Change Managem... |SEL - Base Tables
||Imp0r1 Basze Tahles: SPECIFY_BASE_TAB... |Change Managem... |SEL - Base Tables
||Se|ecti0n Type: SELECT_TYPE Change Managem... |SBL - Selection Type {restrich
Impoart Base Tables: SPECIFY_BASE_TAB... |Change Managem... |SEL - Base Tables
Selection Type: SELECT_TYPE Change Managem... [SBL - Selection Type
Selection Type: SELECT_TYPE Change Managem... [SBL - Selection Type
Ir;nrnﬂ Pacze Tahlac: SPECIFY RASF TAR I Channe Mananam SRl - Race Tahles _}lLI

Sopy, | Max Rows IEDD

|EDD Farameter Set Field Records are loaded. Query results limited by max rows parameter,

Cancel | Clear |

Search for a field to copy.

Query fields by a number of criteria, such as the Token Name or field
prompt. It is also possible to perform more complex queries such as listing
all fields that reference a certain Validation or are used by a certain entity.
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0.

Due to the large number of fields in the Mercury IT Governance Center, limit
the list of fields by one or more of the query criteria.

Select the desired field.
Click Copy.

This closes the window and copies the definition of the selected field into
the Field: New window.

Make any necessary modifications and click OK.

Editing User Data Fields

To edit an existing field:

1.

Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

Search for the desired User Data Type from the Query tab and select it from
the Results tab of the User Data Workbench.

Click Open.
The User Data window opens.
Select the field to edit.

Either double-click on the Field in the Fields tab or select the field and
click Edit.

The Field window opens.
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i Field: New

Field Prormpt: I Token: I

Description: I

Enabled: % ‘Yes [l
Component Type: [one LI
walidation | E
S |Open |
Muttiselect: & Ves L)
Atributes | Defaunl Dependenciesl
Uzer Data Col.: IUSER_DATA1 LI Display Only: |Never LI
Display: * Yes Mo Reuirecd: |Never LI

Copy From... | QK I Add | Cancel

|Ready

6. Make the desired changes in the header region, Attributes tab, Default tab,
and Dependencies tab.

7. Click Apply to save the changes to the Fields tab without closing the Field
window, or click OK to save the changes and close the Field window.

The field has been updated with the changes.

Configuring User Data Field Dependencies

Field behavior and properties can be linked to the value of other fields defined
for that entity.

A Report Type field can become required when the value in another field in
@ that Report Type is Critical.

A field can be configured to:
e (Clear when another field changes.

e Become read only when another field meets a logical condition, defined in
Table 0-6.
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Become required when another field meets a logical condition, defined in

Table 0-6.

Table 0-6. Field Dependency Logical Qualifiers

Logical qualifier

Definition

like A ‘like’ condition looks for close matches of the value to
the contents of the field chosen.

not like A ‘not like’ condition looks for contents in the selected field
that are not close matches to the Value field.

is equal to An ‘is equal to’ condition looks for an exact match of the

Value to the contents of the Field chosen.

is not equal to

An ‘is not equal to’ condition is true when there are no
results exactly matching the value of the field contents.

is null An ‘Is null’ condition is true when the field selected is
blank.
is not null An ‘Is not null’ condition is true when the field selected is

not blank.

is greater than

An ‘Is greater than’ condition looks for a numerical value
larger than the value entered in the Value field.

is less than

An ‘Is less than’ condition looks for a numerical value
below the value entered in the Value field.

is less than equal to

An ‘Is less than equal to’ condition looks for a numerical
value below or the same as the value entered in the Value
field.

is greater than equal to

An ‘Is greater than equal to’ condition looks for a
numerical value larger than or the same as the value
entered in the Value field.

To configure a User Data field dependency:

1.

Click the Configuration screen group and click the User Data screen.

The User Data Workbench opens.

Search for the desired User Data Type from the Query tab and select it from

the Results tab of the User Data Workbench.

Click Open.
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The User Data window opens.
4. Select the field you wish to edit.

5. Either double-click on the Field in the Fields tab or select the field and
click Edit.

The Field window opens.

6. Click the Dependencies tab.

i Field: New
Field Prormpt: I Token: I
Description: I
Enabled: % ‘Yes [l
Component Type: [one LI
walidation | El
S |Open |
Muttiselect: & Ves L)
Aftrioutes | Defeut Dependencies |
Clear Yhen: INDne LI Changes
Display Only Yhen: INDne LI Ilike LI I
Reguired When: INDne LI Ilike LI I

Copy From... | QK I Add | Cancel

|Ready

7. Set the field dependencies. It is possible to:

e Select a field name from the Clear When drop down list to indicate that
the current field should be cleared when the selected field changes.

e Select a field name from the Display Only When drop down list to
indicate that the current field should for display only (for example, not
editable) when certain logical criteria are satisfied. This field functions
with two adjacent fields. These are a drop down list containing logical
qualifier and another field which dynamically changes to a date field,
drop down list, or text field, depending on the selected field’s
validation.

e Select a field name from the Required When drop down list to indicate
that the current field should be required when certain logical criteria are
satisfied. This field functions with two adjacent fields. These are a drop
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8.

down list containing logical qualifier and another field which
dynamically changes to a date field, drop down list, or text field,
depending on the selected field’s Validation.

Click OK.

Removing Fields

To remove a field permanently from a User Data Type:

1.

5.

6.

Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

Search for the desired User Data Type from the Query tab and select it from
the Results tab of the User Data Workbench.

Click Open.

The User Data window opens.

In the Fields tab, select the field.
Click Remove.

To save the change to the database and close the window, click OK.

Modifying the User Data Layout

The layout of User Data fields can be changed in the Layout tab of the User
Data window.
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ﬁ'__i User Data Context : Request User Data = [=] 3
User Data Type: |RequestUserData E
Contest Field: | Contest Value: | E
Enablect & ves ¢ Mo Scope: [Global

Meta Layer Wiew: I I

Fields Layout |

_| Emergency Contact

_| Ermergency Cantact Phane

Figld Wicth |1 - | Component Linesl tdove Field ?l&l@l':bl =[S Wode
Previeww |
OK | Save | Cancel |

heady

Figure 0-3 User Data Window - Layout Tab

The following sections discuss modifying User Data field layout in more
detail:

® Changing Column Width
e Moving a Field
e  Swapping Positions of Two Fields

Changing Column Width
To change the column width of a Field:
1. Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

2. Search for the desired User Data Type from the Query tab and select it from
the Results tab of the User Data Workbench.

3. Click Open.
The User Data window opens.

4. Click the Layout tab.
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5.

6.

Select the Field.

The Field Width radio button, select either 1 or 2 in.

The Layout editor will not allow changes to be made if it conflicts with
another field in the layout (for example, a field’s width cannot be changed
from one to two if another field exists in column two on the same row).

Additionally, for fields of component type Text Area, it is possible to determine
the number of lines the text area will display. Select the Text Area type field
and change the value in the Component Lines attribute. If the selected field is
not of type Text Area, this attribute will be blank and non-updateable.

Moving a Field

To move a field or a set of fields:

1.

Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

Search for the desired User Data Type from the Query tab and select it from
the Results tab of the User Data Workbench.

Click Open.

The User Data window opens.
Click the Layout tab.

Select the field(s).

To select more than one field, press the Shift key while selecting the last
field in a set. It is only possible to select a continuous set of fields.

Use the directional arrow buttons to move the fields to the desired location
in the layout builder.

A field, or a set of fields, cannot be moved to an area where other fields
already exist. Those other fields must be moved out of the way first.
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Swapping Positions of Two Fields

To swap the positions of two fields:

1.

Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

Search for the desired User Data Type from the Query tab and select it from
the Results tab of the User Data Workbench.

Click Open.

The User Data window opens.

Click the Layout tab.

Select the first field.

Select the Swap Mode check box.

This causes an S to appear in the check box area of the selected field.
Once the S appears, double-click on the field to be swapped with.

This causes the two fields to change positions. Following the swap, the
Swap Mode is turned off.

To swap another set of fields, repeat the above procedure.

Previewing the Layout

To check what the layout will look like in actual use, click Preview. This opens

a

small window that shows the fields as they will appear in the window, shown

in Figure 0-4.

t& Field Layout Preview

Etnergency Contact I

Eergency Contact Phone ||

|Ready

Figure 0-4 Preview Mode
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If all fields have a width of one column, all displayed columns will
@: automatically span the entire available area when an entity of the given User
Data is being viewed or generated.

Non-displayed fields do not affect the layout. The layout engine considers
them the same as a blank field.

Creating and Editing Context Sensitive User Data

Certain User Data Types support an additional level of detail. The fields
displayed in the entity’s User Data tab can be dynamically linked to a field
value in the information region of the respective entity’s window. Context
Sensitivity can be used with the following User Data Types:

e Package
e Request
e Validation Value

For example, if Critical was selected from the drop down list for the Priority
field of a Request, then the Assigned To field could be automatically set to one
of the top level support personnel, such as the manager of the technical support
team.

The following sections provide detailed instructions for creating and editing
Context Sensitive User Data:

e (reating Context Sensitive User Data
e FEditing Context Sensitive User Data

® Deleting Context Sensitive User Data
e (Copying Context Sensitive User Data

e Example - Using Context Sensitive User Data for a Field in a Request
Header Type
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Creating Context Sensitive User Data

Context Sensitive User Data can be defined for the Request, Package, and
Validations (Validation value region) windows in the User Data Workbench.

To define Context Sensitive User Data:
1. Define a Context Field in the Global User Data scope.
See “Defining the Context Field” on page 380.
2. Define a Context Value.
See “Defining a Context Value” on page 382.
3. Define and configure the fields which appear under certain contexts.

See “Defining the Context Sensitive Fields” on page 382.

When defining or editing Context Sensitive User Data fields for the same
@: User Data Type, be sure to save any changes to the Global User Data fields
before working on the Context User Data fields.

Defining the Context Field
Only one field can be defined as the Context Field at any given time.

To specify the Context Field:
1. Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

2. Click List to display all of the existing User Data Types.
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ﬁ__iUser Data Workbench !E[
= Uzer Data Type Scope Context Field Context Yalue Enabled
z STOTET ;I
O |COrpanization User Data Global
£ |Package Line User Data Global
7 |Package User Data Glabal
§ FProgram User Data Global
~ |Project User Data Global
Request Header Type User Data Global

Reguest Type User Data
Reguest User Data

Global

HEEEE - EEEEEEEE

Resource Pool Line User Data Global

Resource Pool User Data Global

Security Group User Data Global

Skill User Data Global

Ctaff Denf Lima | Loy Tiads labal i

[l o
Mewy | Cpen | Coapy | [DElEte | Refresh

bS Uszer Data Context Records are loaded.

Select the desired User Data Type (Package, Request or Validation) with a

Global scope.

Click Open.

The User Data Context window opens.

Select the Context Field from the auto-complete list.

The Context Field is disabled if any specific contexts for the User Data has
been defined. In order to change the Context Field, all specific contexts for the
User Data Type must first be deleted. For more information on editing
Context Sensitive User Data, see “Editing Context Sensitive Fields” on
page 384.

6. Verify that the global context is enabled (Enabled=Yes).

7. To save and close the window, click OK.

The Context Field has now been specified.

The Context Field for the Validations Value User Data Type is always
Validation Name.
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Defining a Context Value

Context Values are the predefined possible values for the selected Context Field.
Different User Data fields can be defined to be displayed for each of the
possible Context Values.

To define a Context Value:

1. Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

2. Click New in the Results tab or New User Data Context in the Query tab.
The User Data Context window opens.

3. Select a User Data Type from the auto-complete list.

The Context Field is displayed as read-only.

Only User Data Types with a defined Context Field appear in the list. To
@: define a Context Field for Request, Package, or Validation Values, see

“Defining the Context Field” on page 380.
4. Select a Context Value from the drop down list or auto-complete list.

Defining the Context Sensitive Fields

User Data fields to be used with the specified Context Value are defined and
configured just as in other areas of the product. For details on defining the field
content and layout, see one of the following sections:

® “Creating User Data Fields” on page 365
e “FEditing User Data Fields” on page 371
® “Removing Fields” on page 375

To define different fields based on a different Context Value, see “Defining a
Context Value” on page 382.
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Editing Context Sensitive User Data

Context Sensitive User Data can be edited for the Request, Package,
Environment, and Validations (Validation value region) windows in the User
Data Workbench. For details on editing Context Sensitive User Data, see one of
the following sections:

Changing the Context Field
Changing the Context Value

Editing Context Sensitive Fields

Changing the Context Field

In order to change the Context Field, all specific contexts for the User Data Type
must first be deleted.

To change the Context Field for a particular User Data Type:

1.

8.

0.

Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

To display all of the existing User Data Types, click List.

Locate the desired User Data Type.

Select the rows where the desired User Data Type’s Scope=Context.
Click Delete.

Select the desired User Data Type.

It will have a Global Scope.

Click Open.

The User Data Context window opens.

From the auto-complete list, select the Context Field.

Verify that the Global Context is enabled (Enabled=Yes).

10. To save and close the window, click OK.

The User Data Type’s Context Field has now been changed.
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The Context Field for the Validations Value User Data Type is always
@e— Validation Name and cannot be changed.

Changing the Context Value

To change an existing User Data Type’s Context Value:
1. Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.
2. Click List to display all of the existing User Data Types.
3. Select the desired User Data Type that has the Context Value to be changed.
4. Click Open.
The User Data Context window opens.
5. From the drop down list or auto-complete list, select a new Context Value.
6. Click OK to save the changes and close the window.

The User Data’s Context Value has been changed.

Editing Context Sensitive Fields

User Data fields to be used with the specified Context Value are edited just as in
other areas of the product. For details on editing the field content and layout,
see one of the following sections:

® “Creating User Data Fields” on page 365
e “FEditing User Data Fields” on page 371
® “Removing Fields” on page 375

Deleting Context Sensitive User Data

To delete a Context Sensitive User Data Type:

1. Click the Configuration screen group and click the User Data screen.
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5.

The User Data Workbench opens.

Click List to display all of the existing User Data Types.
Select the User Data Type to be deleted.

Click Delete.

A Question dialog opens with the message “Delete 1 User Data
Context[s]?”

Click Yes to confirm deletion.

Copying Context Sensitive User Data

To copy a Context Sensitive User Data Type:

1.

Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.

Click List to display all of the existing User Data Types.

Select the User Data Type with Scope=Context that is to be copied.
Click Copy.

The Copy User Data window opens.

From the New Context Value list, select the new value.

Click OK.

A Question dialog opens.

Click Yes to edit the context sensitive fields or No to accept.

Example - Using Context Sensitive User Data for a Field in a
Request Header Type

Different values can appear in the Request’s Applications field depending on
which Request Header Type is used. For the Applications field in an ERP
Request, the following distinct set of fields are available:
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e Accounts Receivable

e Accounts Payable

e General Ledger

e Inventory

For an eCommerce Request, the following fields are available:
e Registration

e User Preferences

e Order Entry

e Order Tracking

Changing the Validation of a field in a Request Header Type can affect how
@e— information is returned from queries and reports. Use a context sensitive
User Data approach when setting up such a system.

The following procedure provides an example for setting up the Applications
Validation for the ERP Request introduced above:

Setting Up the Context Sensitive User Data
First, the Context Sensitive User Data must be configured.
1. Click the Configuration screen group and click the User Data screen.
The User Data Workbench opens.
2. Click New User Data Context.
The User Data Context window opens.

3. From the User Data Type auto-complete list, select Validation Value User
Data.

4. From the Context Value auto-complete list, select KNTA - Application -
Enabled.

5. Click New.
The Field: New window opens.

6. Create a new field with the following specifications:
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® Field Prompt = Used by Request Header Type

® Token = REQUEST_HEADER_TYPE_ID

® Validation = CRT - Request Header Types - All

32> Field: Used by Request Header Type
EERREGTTE ) sed by Request Header Typel Token: IREQUEST_HEADER_TYPE_ID
Description: I
Enabled: % ‘Yes [l
Walidstion [Request Header Types - Il PR TR | A0 TRt LI ]
Ne_""lml Muttiselect: & Yes & N
Attributes | Defaunl Dependenciesl
Uzer Data Col.: IUSER_DATA1 LI Display Only: |Never LI
Display: * Yes Mo Reuirecd: |Never LI
oK I Aply, | Cancel |
Ready
7. Click OK.

Example: Configuring the Validations

The Validation can now be configured:

1. Click the Configuration screen group and click the Validations screen.
The Validation Workbench opens.

2. Search for and open the global KNTA - Application - Enabled Validation.

The Validation window opens.
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! ﬁ Validation : KHTA - Application - Enabled

Marme: [KINTA - Application - Enabled
Description: [IKNTA - Application - Enabled

Enablect [7 Uz inwiorkflowe? [
+ Component Type: |Auto Complete List L‘
Validated By: |15t = Expected list length: 8 Short © Long
Selection mode; ¢ Startsith € Containe Mumber of results per page: ISD
Configuration |Finer Fields I Fiftet ey E: I
Walidation Yalues:
| Seq | Code | Meaning Description | Enabled | Default
1|ERF ERP Application ERP Application i I
2 HR oh HR Application b i
BWERSION_CONTROL |Mersion Caontrol App Wersion Contral App i I
4|CEh CSM App CSM App i M
5|0THER Other Other i M
4 | v
e | Eclit | Delete | Copy From | fl‘l
Used By | Ovvnership | Ok | SavE | Cancel
Ready (Reac-Only, Seed Dats)

3. Associate each Validation Value with the appropriate Request Header
Type shown in Table 0-7.

To associate a Validation Value with a Request Header Type:
a. Select a Validation Value from the Validation Values list.
b. Click Edit.

The Edit Validation Value window opens.

$2 Edit Validation Value

Walue Information | Uszer Data

Coce: IHR

eaning: |HR Application

Dese: [HR Application
Enable? Defaut:

ok I il | Cancel

Ready
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c. Click the User Data tab.

d. Select the Request Header Type (ERP Request in this example) from
the Used by Request Header Type auto-complete list.

$2 Edit Validation Value

‘alue Infarmation  Lser Data |

Uzed by Request Header Type IERP Requesﬂ E

QK I Apply | Cancel

Ready

e. Click OK.

f. Repeat these steps for each row in Table 0-7.

Table 0-7. Validation values associated with Request Header Types

Validation Value Used by Request Header Type
Accounts Receivable ERP Request
Accounts Payable ERP Request
General Ledger ERP Request
Inventory ERP Request
Registration eCommerce Request
User Preferences eCommerce Request
Order Entry eCommerce Request
Order Tracking eCommerce Request
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Example: Modifying the SQL

It is possible to now create variants of the standard Application Validation
which vary depending on which Request Header Type is being used.

1. From the Validations Workbench, copy the KNTA - Application - All
Validation.

2. Rename the Validation to ERP Applications - All.

3. Edit the Validation’s SQL as shown below.

ﬁ'__i Validation : ERP - Applications - All

Marme: [ERF - Applications - Al
Description: [ KNTA - Applications - A1l

Enablec: W Uz inwiorkflowe? [
Campanent Type: |Auto Complete List LI
Validated By: [SQL - Custom =] Expected st length: (' Short € Long
Selection mode: ) StartsWith ¢ Contains Murber of results per page: ISD

Configuration |Finer Fields I Fiftet ey E: I

[Column Headers: a| Bl
Seq | Column Header | Displayved | Column iy select LOOKUP_CODE, MEANIMNG, DEFALILT_FLAG
from KNTA_LOOKUPS

1|Lookup code [N
Application il where UPPER{MEANING) like UPPER(?%"
N

3|Default Flag and LOOKUP_TYPE = ‘APPLICATION'
and YISIBLE_USER_DATA1 = 'ERP Request'
arder by 2

[

| | BN
— I =0 I I Iﬁl@l LI Tokens |UseB|ndVar|abIes? r

Uszed By | Cravniership | Ok | SEVE | Cancel |

"Save" Successful.

The specific variant for the ERP Request Header Type would be (assuming
that the context-specific user data field was captured in the USER_DATAI1
column):

select LOOKUP_CODE, MEANING, DEFAULT_FLAG
from KNTA_LOOKUPS
where UPPER (MEANING) like UPPER('?%')

and LOOKUP_TYPE = 'APPLICATION'
and VISIBLE_USER_DATA1l = 'ERP Request'
order by 2

Example: Resulting Behavior

It is now possible to create a context-sensitive Applications field for any
Request Type. In this example, simply create a new field with the Validation
ERP - Applications - All.
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rli Request Type : Untitled6

Reguest Type Mame: IERP Request Type

Creation Action hame: I

Category: I

Extension: I

Request Header Type:

ERFP Reguest

=
=l

Description: I ERP Reguest Type

Meta Laver Wiew: I MREG_

IERFLREQUEST?TYPE

Mz Figlds: ISD

x| Enabled: @ ves i
Cominands I Sub-Types | L 8 Field: Applications =
Fielck
ields Layout Display Ficld Promgt: Im— Talien: JAPPLICATIONS
Prompt | De=zcription; |
[+ Summary |

- Request Type Fields

Enshlect % ves  ho

“alidation IERF’ - Applications - All

Componert Type: |40t Complete List

I-|

Multi-Selsct Enabled: © Yes

Aftributes I Deiaunl Stnragal Securrtyl

Transsction Histary, 1 Yes

Raady

Dizplay on Search and Fiter: 1+ ves

Section Name |HequestT\1pe Fields

;I Display Only. © Yes & pp
£ N Motes History: { Yes Lo
Mo Display. % Yes o

Search Yalidation: I

WHEr

Ok I Y, | Cancel

Ready

When a user creates a Request with this Request Type (which references the
ERP Request Header Type), the following Validations are associated with the

Applications field.
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2w ERF Request Type

< Create New ERP Request Type

Expand All Collapse All

=

Created By: John Smith

Department: I e Sub-Type: ﬂ

- Request Mot Submitted
“Workflow: IBug Reguest Type Workflow [ Status:
Priority: I = Application: ﬂ ﬁ‘;rr'::::t I ﬂ
Assigned To: I &l I'?:rn;.lp: ¢ | [] Eﬁ::::t
Group: I ﬂ El‘?nnatial:Et

Description: I

I Details

E

Applications I

5 Select Applications [Mercury] - Microsoft In... [H[=l B3

Notes to be added on save:
Applications starts with: ||
Click a value to select El
Application
Accounts Payable
Accounts Reseivable
|
General Ledger J
HR Application
Inwentory
|
,
Copyrisht © 2004 Mercury "

Project/Task User Data Roll-Up

Values from Task User Data fields can be configured to “roll up”
(combine/process values in a meaningful way) into parent Project User Data
fields. The following types of Task User Data can roll up into Project User
Data:

e Numeric fields (Text Field component type with Numeric data mask)

e Date fields

For each Project, a Project User Data field can show a roll-up of Task User
Data values using one of the following methods:

® Average — Shows the average of all values of a specified Task User Data
field for every Task under the Project (Numeric fields).
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e Maximum — Shows the largest of all values of a specified Task User Data
field for every Task under the Project (Numeric and Date fields).

e Minimum — Shows the smallest of all values of a specified Task User Data
field for every Task under the Project (Numeric and Date fields).

e Sum — Shows the summation of all values of a specified Task User Data
field for every Task under the Project (Numeric fields).

Project/Task User Data Roll-Up can be used to capture various important
aspects of a Project.

can be easily determined and automatically recalculated each time a Task is

Using the Average Roll-Up Method, the average cost of all a Project’s Tasks
updated.

Using the Maximum Roll-Up Method, the latest date out of a Project’s Tasks
can be captured.

Using the Minimum Roll-Up Method, the earliest date out of a Project’s Tasks
can be captured.

Using the Sum Roll-Up Method, the total cost of a Project’s Tasks can be
easily determined and automatically recalculated each time a Task is updated.

Creating Project/Task User Data Roll-Up

User Data must be configured for Projects and Tasks before specifying Roll-
Up Methods.

1. Create and configure Project and Task User Data fields.

2. Link Project and Task User Data fields with Roll-Up Method.

For more detailed information on configuring User Data, see “Creating and
Editing User Data” on page 365.

Example: Using Project/Task User Data Roll-Up

Company X would like to capture total cost for its Projects. Total Project cost
in this case is to be calculated by adding the costs of individual Tasks. User
Data fields for Task cost and Project total cost are each defined. The
relationship is illustrated below:
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Task Cost UD | —

Task Cost UD Project Total Cost UD

Task CostUD ||

Each Task has its own Cost User Data field. The values for each Task Cost
User Data field are rolled up using the Sum Roll-Up Method into the Project
Total Cost User Data field.

$2 Task Information: Feasibility Analysis

Task Mame: |Feasibi|ityAnaIysis|

Task Categor\r:l LI Task State: |New LI
Details | Resources | East | Exceptions | Predecessors
Action ltems | Motes | Motifications | Bagelines | Refarences User Data

Task Cost 10 |

i2> Task Information: Prepare Testing Environments

Task Mame: |Prepare Testing Environments

Task Category: ' Task State: |Mew -
| I-] | [

Details | Resources | East | Exceptions | Fredecessors

Action ltems | Motes | Motifications | Bagelines | Refarences User Data

Task Cost |15

#2 Task Information: Phase One Testing

Task Mame: |Phase One Testing

Task Category: ' Task State: |Mew -
+ | I | [

Details | Resources | East | Exceptions | Fredecessors
Action ltems | Motes | Motifications | Bagelines | Refarences User Data
Task Cost |27 |

32> Project Information: Installation Testing

Froject Mame: |Insta|lati0n Testing

— Froject Manager: |J0hn Smith [&f Froject State: |New LI
Detailsl Costl Predecessors Action Itemsl Notesl Elaselinesl References User Data |
Total Cost 52
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Once Project and Task User Data fields have been configured and saved, the
Roll-Up relationship can be specified.

To specify the Roll-Up Method:
1. Click the Configuration screen group and click the User Data screen.

The User Data Workbench opens.

rbi User Data Workbench [_]O]
=}

Uzer Data Type: IALL LI Enablet: IALI_

|

Mewe User Data Contexdt | EEyE EINErY, | LZlear | List |

heady

2. From the User Data Type drop down list, select Project User Data.
3. Click List.

The Results tab opens with the Project User Data Type loaded.
4. Select the Project User Data and click Open.

5. Click the Roll-Up tab.
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ﬁ'__i User Data Context : Project User Data ! EI E
: El

Uzer Data Type: |[=
E

Contest Field: | Contest Value: |

Enablect & ves ¢ Mo Scope: [Global

Meta Layer Wiew: I I

Fields | Layout Roll-Up |
Arall-up defines a computation on a task user data field far all tasks under a project and displays the resultin a
project user data field. For example, a project can have a Total Cost field that displays the summation of a Cost

field far all tasks under that project.

Project User Data Field Task User Data Field Roll-Up Method Enabled

S | Ediit | FEmmavE

OK | SEVE | Cancel |

heady

6. Click New.

The Add New Roll-Up window opens.

te Add New Roll-Up E

Enabled: % Yes Mo
Project Uiser Data Fieltt. || E!
Task Uiser Data Fild: | El
Rall-Up Methodt | =l

Cancel |

Ready

7. Select the Project User Data Field that will contain rolled-up Task User Data

values.

8. Select the Task User Data Field whose values will roll up into the chosen
Project User Data Field.

9. Select the Roll-Up Method from the drop down list.

The drop down list will only display valid options for the data types of the
Project and Task User Data fields.
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10. To enable the Roll-Up, select Yes.
11. Click OK.

The Roll-Up relationship is added to the Roll-Up tab.

12. Click Save.

Only two User Data fields of the same type can be selected for Roll-Up (for
@ example, a Numeric field cannot roll up into a Date field, nor vice versa).

While a Task User Data field can have multiple Roll-Up relationships
associated with it, a Project User Data field cannot have more than one Roll-
Up relationship defined.

Editing Project/Task User Data Roll-Up

Project/Task User Data Roll-Up can be edited from the Workbench once it has
been created.

To edit a Project/Task User Data Roll-Up relationship:
1. Click the Configuration screen group and click the User Data screen.

The User Data Workbench opens.

rbi User Data Workbench [_]O]

g uery.
&)

Uzer Data Type: IALL LI Enabled: IALL LI

Mews User Data Context | SEEIEUEr, | GlEsr | List |

heady

2. From the User Data Type drop down list, select Project User Data.

3. Click List.
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The Results tab opens with the Project User Data Type loaded.
4. Select the Project User Data and click Open.

5. Click the Roll-Up tab.

ﬁ'__i User Data Context : Project User Data ! EI E
E

User Data Type: [Project User Data
Context “alue: I E

Contest Field: |

Enablect & ves ¢ Mo Scope: [Global

Meta Layer Wiew: I I

Fields | Layout Roll-Up |
Arall-up defines a computation on a task user data field far all tasks under a project and displays the resultin a
project user data field. For example, a project can have a Total Cost field that displays the summation of a Cost

Rol-UpMethod |  Enabled |
[ |

field far all tasks under that project.

Project User Data Field | Task User Data Field

Total Cost

[Task Cost [Sum

S | Ediit | FEmmavE

Ok, | SavE | Cancel |

"Save" Successful.

6. Select the Roll-Up relationship you wish to edit.

7. Click Edit.

The Edit Roll-Up window opens.

32 Edit Roll-Up [X]

Enabled: % ‘Yes

Project User Data Field: | g

]

Task User Dsta Field: [Task Cost

Rall-Up Metha: [Surn

Cancel |

|Ready

8. Make any desired changes to the Project/Task User Data field or Roll-Up
Method.
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9. Click OK.

The Roll-Up definition is updated in the Roll-Up tab.

10. Click Save.

Deleting Project/Task User Data Roll-Up

Project/Task User Data Roll-Up can be deleted. This deletion only removes the
Roll-Up relationship; it does not delete the referenced User Data fields.

To delete a Project/Task User Data Roll-Up relationship:

1. Click the Configuration screen group and click the User Data screen.

The User Data Workbench opens.

rbi User Data Workbench [_]O]
z [

LI Enabled: IALL

Uzer Data Type: IALL

Mewe User Data Contexdt | EEyE EINErY, | LZlear | List |

heady

2. From the User Data Type drop down list, select Project User Data.

3. Click List.

The Results tab opens with the Project User Data Type loaded.
4. Select the Project User Data and click Open.

5. Click the Roll-Up tab.
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ﬁ'__i User Data Context : Project User Data ! E[ E
User Data Type: |Pr0ject User Data E
Contest Field: | Contest Value: | ]
Enablect & ves ¢ Mo Scope: |Global
Meta Layer Wiew: I I
Fields | Layout Roll-Up |
Arall-up defines a computation on a task user data field far all tasks under a project and displays the resultin a
project user data field. For example, a project can have a Total Cost field that displays the summation of a Cost
field far all tasks under that project.
Praject User Data Field | Task User Data Field | Rolupmethod | Enabled |
Total Cost [Task Cost [Sum [ |
ey | Ediit | REfayE
o | . | ...... Cance|

"Save" Successful.

6. Select the Roll-Up relationship you wish to remove.

7. Click Remove.

8. Click Save.

Example: Creating and Using Project/Task User Data Roll-Up

ACME wants to capture the total cost of any Project. This value will be
calculated as the sum of all Task costs. They also want the calculated cost to be

updated every time a Task cost is changed. They will accomplish this using
Project/Task User Data Roll-Up.

To create Project/Task User Data Roll-Up that will calculate total Project

cost:

1. Click the Configuration screen group and click the User Data screen.

The User Data Workbench opens.

400 User Data Creation and Processing



Configuring a Deployment System

rbi User Data Workbench [_]O]
a3

Uzer Data Type: IALL LI Enablet: IALI_

|

Mesy Uzer Data Context | Save Eery | (=1 | List |

heady

2. Create the Project User Data field.
a. Select Project User Data from the User Data Type drop down list.
b. Click List.
The Results tab opens with the Project User Data Type loaded.
c. Open the Project User Data Type.
d. Click New in the Fields tab.
The Field: New window opens.

e. Fill in the following information:

Field Value
Field Prompt Total Cost
Token (any useful token)
Description (any useful description)
Validation Numeric Text Field
Enabled Yes
User Data Col (any available User Data column)
Display Only Never
Display Yes
Required Never
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Field

Value

Workbench Only

No

% Field: Total Cost

Field Prompt: ITDtaI Cost

Token: ITOTAL_F'ROJECT_COST

Description: | Captures the total project cost.|

Enabled: % ‘Yes [l
alidation [Murneric Text Field El
e | Open |

Aftributes | Defaunl Dependenciesl Secur'rtyl

Component Type: |Texd Field LI

Muttiselect: & Ves L)

Display: * Yes

User Data Col: [USER_DATA1

[l

LI Display Only: |Never

Required: |Never

Ll <

ok I il | Cancel

f'AppIy" Successful.

f. In the Field: New window, click OK.

g. In the Project User Data window, click OK to save the new field.

3. Create the Task User Data field.

a. In the User Data Workbench Query tab, select Task User Data from the
User Data Type drop down list.

b. Click List.

The Results tab opens with the Task User Data Type loaded.

c. Open the Task User Data Type.

d. Click New in the Fields tab.

The Field: New window opens.

e. Fill in the following information:
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Field Value
Field Prompt Task Cost
Token (any useful token)
Description (any useful description)
Validation Numeric Text Field
Enabled Yes
User Data Col (any available User Data column)
Display Only Never
Display Yes
Required Never
Workbench Only No

% Field: Task Cost

Field Prompt: ITaSk Cost Token: ITASK_COST

Description: |Cost assaciated with an individual task.|

Enabled: % ‘Yes [l

Component Type: ITex‘t Field LI

alidation [Murneric Text Field El

e | Open |

Mutizelect: & Ves L)

Attributes | Defaunl Dependenciesl Secur'rtyl
Uzer Data Col.: IUSER_DATA1 LI Display Only: |Never LI
Display: * Yes Mo Reuirecd: |Never LI

ok I il | Cancel

f'AppIy" Successful.

f. In the Field: New window, click OK.
g. In the Task User Data window, click OK to save the new field.

4. Create the Roll-Up relationship between the Task and Project User Data
fields.
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In the User Data Workbench Query tab, select Project User Data from the
User Data Type drop down list.

b. Click List.

The Results tab opens with the Project User Data Type loaded.

c. Open the Project User Data Type.

d. Click the Roll-Up tab.

ﬁ'__i User Data Context : Project User Data ! EI E
: e El

User Data Type:

E

Contest Field: | Contest Value: |

Enablect & ves ¢ Mo Scope: [Global

Meta Layer Wiew: I I

Fields | Layout Roll-Up |
Arall-up defines a computation on a task user data field far all tasks under a project and displays the resultin a
project user data field. For example, a project can have a Total Cost field that displays the summation of a Cost

field far all tasks under that project.
Project User Data Field

Task User Data Field Roll-Up Method Enabled

S | Ediit | FEmmavE

OK | SEVE | Cancel |

heady

e. Click New.

The Add New Roll-Up window opens.

te Add New Roll-Up E

Enabled: % Yes Mo
Project Uiser Data Fieltt. || E!
Task Uiser Data Fild: | El
Rall-Up Methodt | =l

Cancel |

Ready
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f. In the Project User Data Field, select Total Cost.

g. For the Task User Data Field, select Cost.

h. From the Roll-Up Method drop down list, select Sum.
i. Click OK.

The Roll-Up relationship is added to the Roll-Up tab.

5. Click Save.

ﬁ'__i User Data Context : Project User Data ! EI E
EI

Uzer Data Type: |Pr0ject User Data ]

Contest Field: | Contest Value: | E

Enablect & ves ¢ Mo Scope: [Global

Meta Layer Wiew: I I

Fields | Layout Roll-Up |
Arall-up defines a computation on a task user data field far all tasks under a project and displays the resultin a
project user data field. For example, a project can have a Total Cost field that displays the summation of a Cost
field far all tasks under that project.

Praject User Data Field | Task User Data Field | Rolupmethod | Enabled |
Total Cost [Task Cost [Sum [ |

ey | Ediit | REfayE
Ok | SavE

"Save" Successful.

The rolled-up fields can now be accessed from the User Data tab of the
respective Project or Task.

Each Task has its own Cost User Data field. The values for each Task Cost
User Data field are rolled up using the Sum Roll-Up Method into the Project
Total Cost User Data field.
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$2 Task Information: Feasibility Analysis

Task Mame: |Feasibi|ityAnaIysis|

Task Categor\r:l LI Task State: |New LI
Details | Resources | East | Exceptions | Predecessors
Action ltems | Motes | Motifications | Bagelines | Refarences User Data

Task Cost 10 |

i2> Task Information: Prepare Testing Environments

Task Mame: |Prepare Testing Environments

Task Categor\r:l LI Task State: |New LI
Details | Resources | East | Exceptions | Fredecessors
Action ltems | Motes Motifications | Bagelines | Refarences User Data
Task Cost |15 |

#2 Task Information: Phase One Testing

Task Mame: |Phase One Testing

+ Task Categor\r:l LI Task State: |New LI

Details | Resources | East | Exceptions | Fredecessors
Action ltems | Motes | Motifications | Bagelines | Refarences User Data
Task Cost |27 |

32> Project Information: Installation Testing

Froject Mame: |Insta|lati0n Testing

— Froject Manager: |J0hn Smith [&f Froject State: |New LI
Detailsl Costl Predecessors Action Itemsl Notesl Elaselinesl References User Data |
Total Cost 52

Referring to User Data

Once a User Data field has been created, it is possible to refer to it from other
parts of the product by its Token name, proceeded by the entity abbreviation
and the UD qualifier.
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It is possible to define a custom field for the Users entity to store the
Department each user is in. This custom field would be defined using the
user’s User Data and would generate a field with a token of
‘DEPARTMENT.” Then, in an Object Type command, a Workflow Step, or
in a Report, refer to this new field as the Token [USR.UD.DEPARTMENT].
The Mercury IT Governance Center would then look into the custom field
for the value of this Token.

Migrating User Data

Product configuration data such as Workflows, Validations, and Request
Types can be migrated between product instances (installations). User Data
values and configurations can also be migrated between instances. The
following sections contain more detailed information:

Migrating User Data Values

Migrating User Data Contexts

Migrating User Data Values

For any configuration entity with User Data fields (such as Request Type,
Object Type, or Workflow) the data in the User Data fields is migrated along
with the entity.

If two instances have identical User Data configurations, then the User
Data will be migrated correctly.

If two instances do not have identical User Data configurations, then the
User Data will be mapped into the data model according to the storage
configuration in the source instance. For this reason, the two instances
should be configured with the same User Data fields, or the User Data
should be corrected after migration.

If the User Data is Context Sensitive, then a corresponding Context
Sensitive configuration must exist in the destination instance, or the
migration will fail.
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problematic. When the hidden value of a User Data field refers to a primary
key (example: Security Group ID), that can be different in the source and
destination instances, then the migrator does NOT correct the hidden value.
The User Data should be corrected manually after migration.

C User Data fields that have different hidden and visible values may be
Note

Migrating User Data Contexts

User Data field contexts can also be migrated between product instances using
the User Data Context Migrator Object Type. This Migrator Object Type can
migrate Global as well as Context Sensitive User Data Contexts.

t& Add Line E
riObject Type Informstion
Object Type: |Kintana User Data Context Migratar
Sequence:|1 Application Code:lNDne LI
Parameters | W=enEata |
Migratar action: |Migrate {extract and import) LI
Preview import?  © Yes & Mo
Kintana source password: I ﬂ
Kintana dest password: I ﬂ
Uszer data contesxt: ||
Content bundle directory: I El
Content bundle filename: I D |
Replace existing user data context? % Yes Mo
Replace existing validations? ¢ Yes & Mo
Replace existing special cmds? () Yes & Mo
Add missing security groups? () Yes & Mo
Clear | Ok I Addd | Cancel
|'Kintana User Data Context Migratar' parameters loaded.

For more detailed information on the User Data Context Migrator, see
Migrators Guide and Reference.
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Appendix

Configuration Worksheets

This appendix provides worksheets that can be printed out and used to capture
data required for configuring a deployment. Worksheets are provided for the
following entities:

e  Workflows

e  Workflow Steps

e Object Types and Commands
e Object Type Fields

e Security Groups
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Table E-1. Workflow Skeleton

Step Step Name Description Type (Execution, Transition Valu
No. Decision, Condition,
or Subworkflow

—

|| N0 B~ DND

—_
o

—
—

—_
N

—_
w

—
N

—_
(631

—_
o

—
~

—_
oo

—_
©
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Table E-2. Workflow Step [Execution] -- Step Number .

Value

Step Name

Goal / Result of Step

Validation*

Execution Type**

Processing Type (Immediate
or Manual execution?)

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):
e Security Group

e User Name

o Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username

e Email Address

e Security Group

o Standard Token

e User Defined Token

Notification Message
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Validation Information*

Value

Existing Validation?

New Validation?

Validation Type: (fext field,
auto-complete, drop down list,
etc.)

Validation Definition (list of
values or SQL)

Execution Type**

Value

Built-in Workflow Event:
e Execute Commands
e Close

Jump / Receive

Ready for Release
Return from Subworkflow

PL/SQL Function

Token

SQL Statement

Workflow Step commands
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Table E-3. Workflow Step [Decision] -- Step Number .

Value

Step Name

Goal / Result of Step

Validation*
Decisions Required e One
(Vote on Step’s outcome?) e At Least One

o All

Timeout (Days)

Security (who can act on step):
e Security Group

e User Name

o Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username

e Email Address

e Security Group

o Standard Token

e User Defined Token

Notification Message
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Validation Information*

Value

Existing Validation?

New Validation?

Validation Type: (fext field,
auto-complete, drop down list,
etc.)

Validation Definition (list of
values or SQL)
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Table E-4. Workflow Step [Sub-Workflow] -- Step Number ____.

Value

Step Name

Goal / Result of Step

Validation*

Vote on Step’s outcome?

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):
e Security Group

e User Name

o Standard Token

o User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username
Email Address

Security Group
Standard Token
User Defined Token

Notification Message
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Validation Information*

Value

Existing Validation?

New Validation?

Validation Type: (fext field,
auto-complete, drop down list,
etc.)

Validation Definition (list of
values or SQL)

See “Using Subworkflows” on page 255 for notes on
Validations for transitions into and out of Subworkflows.

Table E-5. Object Type Information.

Value

Object Type Name

Description

# | Field Names Description
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Table 0-8. Object Type Commands

Goal of Commands
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Table 0-8. Object Type Commands

Command Steps

Conditions
(When to execute)

Table E-6. Object Type Field Information.

Field Name

Validation*

Field Behavior:
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Table E-6. Object Type Field Information.

Attributes (select one):

e Display
o Editable
e Display Only

¢ Required

Default Value

Dependencies:

Clear field when

Display only when

Required when

Table 0-9. Field Validation Information

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop down list,
etc.)

Validation Definition (list of
values or SQL)

Table E-7. Object Type Field Information.

Field Name

Validation*
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Table E-7. Object Type Field Information.

Field Behavior:

Attributes (select one):

Display
Editable
Display Only

Required

Default Value

Dependencies:

Clear field when

Display only when

Required when

Table 0-10. Field Validation Information

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop down list,
etc.)

Validation Definition (list of
values or SQL)
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Participant and Security

Table E-8. Security Groups.

Security Group Name

Members

Act on Workflow Steps
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