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About this Guide

Welcometo the HP SOA Systinet Plug-In for Eclipse Guide. This guide explains how to use Systinet Plug-
In for Eclipse with SOA Systinet.

This guide contains the following chapters and appendices:
e Chapter 1, Systinet Plug-In for Eclipse

» Chapter 2, Getting Started

» Chapter 3, Exploring the Repository

e Chapter 4, Modifying Resources

» Chapter 5, Validating Resources

» Chapter 6, Generating Service Clients

e Chapter 7, Generating Service Skeletons

» Appendix A, Dialog Boxes

» Appendix B, Preferences

e Appendix C, Configuring Systinet Plug-In for Eclipse

» Appendix D, Eclipse Plug-in Reguirements



Document Conventions

This document uses the following typographical conventions:

run.bat make

Script name or other executable command plus mandatory arguments.

[--help]

Command-line option.

either | or

Choice of arguments.

repl ace_val ue

Command-line argument that should be replaced with an actual value.

{argl | arg2}

Choice between two command-line arguments where one or the other is
mandatory.

java -jar hpsystinet.jar

User input.

C:\ System i ni

File names, directory names, paths, and package names.

a. append(b);

Program source code.

server. Version

Inline Java class name.

get Ver si on() Inline Java method name.

Shift+N Combination of keystrokes.

Service View Label, word, or phrase in a GUI window, often clickable.
OK Button in a user interface.

New - Service

Menu option.




Documentation Updates

This guide's title page contains the following identifying information:

* Software version number, which indicates the software version

e Document release date, which changes each time the document is updated

 Software release date, which indicates the release date of this version of the software

To check for recent updates, or to verify that you are using the most recent edition of a document, go to:
http://h20230.www2.hp.com/selfsolve/manuals

Thissite requiresthat you register for an HP Passport and sign-in. To register for an HP Passport ID, go to:
http://h20229.www?2.hp.com/passport-r egistr ation.html

Or click the New users - pleaseregister link on the HP Passport logon page.

You will also receive updated or new editions if you subscribe to the appropriate product support service.
For details, contact your HP sales representative.


http://h20230.www2.hp.com/selfsolve/manuals
http://h20229.www2.hp.com/passport-registration.html

Support
You can visit the HP Software Support Web site at:
http://ww.hp.com/go/hpsoftwar esupport

HP Software Support Online provides customer self-solve capabilities. It provides afast and efficient way
to accessinteractive technical support tools needed to manage your business. Asavalued support customer,
you can benefit by using the HP Software Support web site to:

 Search for knowledge documents of interest

» Submit and track support cases and enhancement requests
» Download software patches

» Manage support contracts

* Look up HP support contacts

 Review information about available services

* Enter into discussions with other software customers

* Research and register for software training

Most of the support areas require that you register as an HP Passport user and sign in. Many also require a
support contract.

To find more information about access levels, go to:
http://h20230.www2.hp.com/new_access levels.jsp
To register for an HP Passport ID, go to:

http://h20229.www2.hp.com/passpor t-registr ation.html


http://www.hp.com/go/hpsoftwaresupport
http://h20230.www2.hp.com/new_access_levels.jsp
http://h20229.www2.hp.com/passport-registration.html

1 Systinet Plug-In tor Eclipse

SOA Systinet enablesyour organization to manage the growth and devel opment of your serviceinfrastructure.
HP SOA Systinet Plug-In for Eclipse bridges the gap between your development environment and SOA
Systinet.

This chapter introduces Systinet Plug-In for Eclipse in the following sections:
e Overview on page 9

» Usecases on page 10

Overview

HP SOA Systinet Plug-In for Eclipse is a set of features enabling you to integrate SOA Systinet with your
IDE.

Systinet Plug-1n for Eclipse contains the following features:

* Search
Search the SOA Systinet repository to find the service definitions you require.
For details, see Chapter 3, Exploring the Repository.

e Modify

Download resources from SOA Systinet, modify them in your IDE, and then upload them back to SOA
Systinet.

For details, see Chapter 4, Modifying Resources.
* Validate

Validate resources in your |DE against policiesin the SOA Systinet repository.



For details, see Chapter 5, Validating Resources.
* Generate
Generate service clients and skeletons from repository resources.

For details, see Chapter 6, Generating Service Clients and Chapter 7, Generating Service Skeletons.

Usecases
Systinet Plug-In for Eclipse is designed to assist in the development of services for the following users:
* Service Architects
» Download resources.
Import service definition files from SOA Systinet.
For details, see Downloading SOA Systinet Resources on page 21.
* Edit resources.
Edit service definitions using the standard functionality of your IDE.
 Validate resources before publication.

Using policiesimported from SOA Systinet, validate your service definitions to ensure they meet your
policy requirements.

For details, see Chapter 5, Validating Resources.
e Upload resources.
Export your service definition filesto SOA Systinet.
For details, see Uploading SOA Systinet Resources on page 22.
* Service Consumers

 Locate the services you want to consume.
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Repository Search enables you to identify services you want to consume. Y ou can limit the search to
services that are consumable, or to a particular lifecycle stage (for example, Production).

For details, see Searching the Repository on page 17.
* Generate service clients for services you want to consume.

Using the service definitions | ocated in the search, generate a service client from the service definition
to assist the development of your consuming service.

For details, see Chapter 6, Generating Service Clients.
* Service Providers
 Locate the service definitions you want to develop.

Repository Search enables you to identify services you want to develop. Y ou can limit the search to
services at particular lifecycle stages (for example, Initial or Development).

For details, see Searching the Repository on page 17.
e Validate your local resources against policies from the SOA Systinet repository.

Using policiesimported from SOA Systinet, validate your resources to ensure they meet your policy
requirements.

For details, see Chapter 5, Validating Resources.
» Generate service skeletons for services you want to develop.

Using the service definitions|ocated in the search, generate a service skeleton from the service definition
to assist the development of your service.

For details, see Chapter 7, Generating Service Skeletons.
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2 Getting Started

Systinet Plug-1n for Eclipse works in conjunction with your existing development platform.

This chapter contains the following sections:

o Installing Systinet Plug-In for Eclipse on page 13

» Setting Up 2-way SSL on page 16

Installing Systinet Plug-In for Eclipse

HP SOA Systinet Plug-In for Eclipseis aplug-in for Eclipse distributed as the following archivefile:
hp- soa- systi net - ecl i pse- pl ugi n- 3. 20. zi p

Table 1. System Requirements

Operating System Java JDK IDE

Windows XP Sun JDK 5.0 Eclipse 3.2.x

Eclipse 3.3.x

Eclipse 3.4.x

Windows Vista Sun JDK 5.0 Eclipse 3.3.x

Eclipse 3.4.x

RHEL 5.2 Sun JDK 5.0 Eclipse 3.2.x

Eclipse 3.3.x

Eclipse 3.4.x
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) For supported platforms and known issues, seereadne. txt alongside the archive.

The following versions of Eclipse can be used with Systinet Plug-1n for Eclipse without any other plug-in
dependencies:

 Europafor Java EE Developers (eclipse-jee-europa-winter-win32.zip)
» Ganymede for Java EE Devel opers (eclipse-jee-ganymede-SR2-win32.zip)

If you use another version of Eclipse, you may require a number of plug-ins. For details, see Appendix D,
Eclipse Plug-in Requirements.

Toinstall Systinet Plug-In for Eclipseto Eclipse:

1 Inyour current Eclipse SDK (3.2 or later), use the software updates feature to install Systinet Plug-In
for Eclipse.

Select Help - Softwar e Updates— Find and I nstall....
The Install/Update dialog opens.
2 Inthelnstall/Update dialog, select Search for new featuresto install, and click Next.
The Install — Update Sitesto Visit dialog opens.
3 Inthe Update Sitesto Visit dialog, click New Archived Site.
The Select Local Archive Site dialog opens.
4 Locate and select hp- soa- syst i net - pl ugi n-ecl i pse- 3. 20. zi p, and then click Open.
The Edit Local Site dialog opens.
5 Inthe Edit Local Sitedidog, if required, rename the local archive name, and click OK.
6 Inthelnstal — Update Sitesto Visit dialog, select the new local archive, and then click Finish.

The Updates — Search Results dialog opens.

14



7 Select the archive, or expand the archive and select individual components, and click Next.

) Systinet Plug-1n for Eclipse consists of the following components:
* Search and Validate
The search and validation features of Systinet Plug-In for Eclipse.
 WTP Integration

Theintegration points with the WTP plug-in.

The Install — Feature License dialog opens.

8 Inthe Feature License dialog, select | accept thetermsin the license agreements, and click Next.
The Install — Installation dialog opens.

9 Inthelnstallation dialog, if required, change the installation location, and then click Finish.

To start Systinet Plug-In for Eclipse:

*  Execute ECLIPSE_HOME/eclipse.exe.

Thefirst timeyou start Systinet Plug-Infor Eclipse, you are prompted for the connection URL and credentials
for the SOA Systinet server.

Do one of the following:

e Set aconnection URL and credentials and optionally select to save them, and then click OK.

) The SOA Systinet server must be running.

 Click Skip to set them later. For details, see Setting the Server on page 63.

15



y s Y Systinet Plug-1n for Eclipse uses the Eclipse API to store passwords. Saved passwords are
stored in afile that is difficult but not impossible for an intruder to read.

Setting Up 2-way SSL

You can set up 2-way SSL communication between Systinet Plug-1n for Eclipse and SOA Systinet using
the client certificate for your SSL environment.

To enable 2-way SSL:
1 Close Systinet Plug-In for Eclipse
2 Open ECLI PSE_HOME ecl i pse. i ni with atext editor.
3 Add thefollowing properties using your certificate values:
® -[javax.net.ssl.keyStore=<user_keystore>
® -[Djavax.net.ssl.keyStorePasswor d=<keyst ore_pass>
® -Davax.net.ssl.keyStoreType=<keystore_f or mat >
® -Davax.net.ssl.trustStore=<user_truststore>
e -Djavax.net.ssl.trustStorePassword=<truststore_pass>

® -Davax.net.ssl.trustStoreType=<truststore_formt>

4 Restart Eclipse using ECLIPSE_HOM E/eclipsec.exe.

16



3 Exploring the Repository

Systinet Plug-1n for Eclipse enables you to search and examine datain the SOA Systinet repository.
These features are described in the following sections:
 Searching the Repository on page 17
Locate specific artifacts using lifecycle, consumption, and property criteria
» Search Results on page 18
View artifacts matching your search criteria and their related artifacts.
 Artifact Detail View on page 19

Examine individual artifactsin detail.

Searching the Repository

HP SOA Systinet Plug-In for Eclipse includes a Repository Search feature, enabling you to explore the
content of SOA Systinet.

To search therepository:
1 Do one of the following:
* From the menu, select Search - Repository.
* Use the keyboard shortcut, Ctrl+R.
The Search dialog opens displaying the Repository Search tab.

2 Inthe Scope section, select an artifact type to search, and if required, a specific lifecycle stage.

17



The Properties section refreshes showing specific details depending on the artifact type.

) Generating service clients and skeletons uses WSDL definitionsto create code stubs. To
find the WSDL you need, search for SOAP Services or Operations, asthese artifacts
contain lifecycle and contract information. The functionality for generating code stubs
isavailable on search results for SOAP Services and Operations and utilisesthe WSDLs
associated with them.

3 Enter your search parameters. The parameters vary depending on the artifact type.
For parameter details, see Repository Search on page 50.
4 Todisplay the parent artifacts search result artifacts depend on, select Show Parent Artifacts

5  Click Search to execute the search.

Systinet Plug-1n for Eclipse displays the results of the search in the Repository Search Result tab. For
details, see Search Results on page 18.

Search Results
Systinet Plug-In for Eclipse displaysthe results of arepository search in the Repository Search Results tab.
To search the repository, see Searching the Repository on page 17.

The results show atree of artifacts for each artifact matching the search criteria, as shownin Figure 1,
“Repository Search Results View”:

18



Figure 1. Repository Search Results View

i Repository Search Result &2 [3_\ Problems | ¥ Tasks | B Properties | 47 Servers % Data Source Explorer | = Snippets ﬁ F Y =0

2 Business Service found

Mame Version %y | Artifact Type Lifecycle Stage Description
%] Bank2 1.0 Business Service
= % BankAccountService 1.0 Business Service Candidate

= % BankAccountService 1.0 SOAP Service Candidate http: ffmercury.ds...
‘@ BankAccountService331] 1.0 B

Thetreefor each matching artifact contains any related child artifacts. If you select Show Parent Artifacts
in your search, the tree also includes related parent artifacts.

Double-click an artifact name in the Repository Search Results tab to view its details in an artifact details
tab. The tab name is the name of the artifact. For details, see Artifact Detail View on page 19.

For SOAP Services and Operation artifacts, the search results provide code generation functionality. Right-
click the resource and select Gener ate Service Client or Gener ate Service Skeleton. For details, see
Chapter 6, Generating Service Clients or Chapter 7, Generating Service Skeletons.

To download any associated service resources, right-click aresult entry, and select Save As. For details,
see Downloading SOA Systinet Resources on page 21.

) The hierarchy of artifact types and the properties displayed for each artifact type are defined
in the configuration you can customize.

For details, see Appendix C, Configuring Systinet Plug-In for Eclipse.

Artifact Detail View

Systinet Plug-In for Eclipse enables you to view the details for a particular artifact in its own detail view.
The content of thisview issimilar to the Artifact Detail View in the Tools tab in SOA Systinet.

In Eclipse, thiskind of view is normally called an Editor. However, Systinet Plug-In for
Eclipse does not provide editing features in these Artifact Views.
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The artifact details vary depending on the artifact type and your customization and configuration.
For details about customizing the detail views, see Appendix C, Configuring Systinet Plug-In for Eclipse.
The Artifact Detail view contains the following segments depending on the artifact type:
* General
Displays a description, the owner of the artifact, and a URL to the XML representation of the artifact.
* Details
Displays a set of properties for the artifact. These properties vary depending on the artifact type.
* Data

Displays alink to the attached data in the repository for artifacts with attached data content. Click the
link to view the content of the attached data.

e Relationships

Displaysthe set of related artifacts, indicating the type of relationship, the related artifact, and the direction
of the relationship.

Double-click an artifact name to open its detail view.

20



4 Modifying Resources

Systinet Plug-In for Eclipse enables you to download resources from SOA Systinet, modify them, and then
upload them back to SOA Systinet.

These features are described in the following sections:
» Downloading SOA Systinet Resources on page 21
Download service definitions from SOA Systinet.
» Uploading SOA Systinet Resources on page 22
Upload service definitionsto SOA Systinet.
» Synchronizing Resources on page 24
Synchronize local resources with their SOA Systinet versions.
» Deleting SOA Systinet Resources on page 24

Delete resources from the SOA Systinet repository.

Downloading SOA Systinet Resources

Systinet Plug-1n for Eclipse enables you to download the service definitions associated with artifacts from
SOA Systinet.

Systinet Plug-1n for Eclipse supports download for the following file types:
* WSDL
» BPEL

» XSD

21



« DTD

» SCA

To download service definitions from SOA Systinet:

1 Perform arepository search to locate the service you want to download the definitions for.
For details, see Searching the Repository on page 17.

2 Inthe Repository Search Results view, right-click a search result, and select Save As.
The Download Document from SOA Systinet dialog opens.

3 Inthe Download Document from SOA Systinet dialog:

Select Resolve Dependenciesto resolve any dependenciesin the service definition files and downl oad
all referenced files as well.

Select Open Resour ce after Downloading to open an editor view of the downloaded resource after
download.

Select alocation in your project to store the downloaded resources, and then click Finish.

Systinet Plug-1n for Eclipse downloads the relevant service definition files and copies them to the
selected location. The structure of the SOA Systinet publishing location spaceis preserved.

For detailsabout the Publishing L ocation space, see"Publishing L ocations Workspace" inthe HP SOA
Systinet Developer Guide.

Uploading SOA Systinet Resources

Systinet Plug-1n for Eclipse enables you to upload service definition documents directly to SOA Systinet.
Systinet Plug-1n for Eclipse supports upload for the following file types:

* WSDL

* BPEL

22



« DTD

» SCA

) Unlike other supported types, Systinet Plug-In does not automatically resolve SCA style
references by name between various SCA files, typically defined by elements such as
<include>. Y ou must select all interconnected SCA files explicitly for upload.

To upload service definitionsto SOA Systinet:

1 Inthe Project Explorer, right-click the resource or folder of resources you want to upload, and select
HP SOA Systinet - Upload.

The Upload Documents dialog opens.
2 Select resources to upload, and then click Next.
3 Select the publishing location folder, or input a new one.

Select from the following Advanced Options:

Parameter Definition
Decomposition Select aWSDL processing level from the following options:
* Services

Processany WSDLs, create dl defined content and create business services
to associate with any newly created implementations.

* Implementations

Process any WSDL s and create all defined content. Business services are
not created.

¢ None
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Publish any WSDL s as artifacts with attached data content. The WSDL
files are not processed.

Parameter Definition
Remove If aWSDL isrepublished the artifacts it references may change and
Unsynchronized previously created artifacts may no longer be required. Select artifact types

to remove the relationships with these obsolete referenced artifacts.

Click Next.

SOA Systinet processes the content for upload and returns an Upload Overview to Systinet Plug-In
for Eclipse.

4 Review the overview and click Finish to complete the upload and create the relevant artifacts, or
Cancel to abort the upload.

Synchronizing Resources
After downloading resources from SOA Systinet, you may want to synchronize them with SOA Systinet.
To synchronize alocal resource with SOA Systinet:

1 Inthe Project Explorer, right-click the resource you want to synchronize and select HP SOA
Systinet - Synchronize with Server.

The Synchronization view opens showing any files that differ.

2 Optionaly, right-click an item that differs from the server version, and select Update to import the
latest version from SOA Systinet.

Y ou can configure Systinet Plug-In to perform automatic synchronization. For details, see Setting
Synchronization on page 66.

Deleting SOA Systinet Resources

Systinet Plug-1n for Eclipse enables you to delete resources stored in the SOA Systinet repository.
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To delete SOA Systinet resour ces:

1 IntheProject Explorer, right-click the resource you want to delete, and select HP SOA Systinet . Delete
from Server.

The SOA Systinet Ul opens requesting authentication.
2 Enter your credentials.
The detail view of the artifact you want to delete opens.

3 Use SOA Systinet functionality to delete the artifact. For details, see the HP SOA Systinet User Guide.
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5 Validating Resources

Systinet Plug-1n for Eclipse enables you to validate local resources against policies.
This chapter contains the following sections:
 Setting Up Vdidation on page 27

Explains the process of importing and updating policies from the Policy Manager.
* Ad Hoc Validation on page 31

Explains how to run unscheduled validation and produce reports.
» Automatic Validation on page 37

Explains how to set up automatic validation.

Setting Up Validation

Systinet Plug-1n for Eclipse contains a default set of policies. Y ou can add or delete policies, and update
your local policies against versionsfrom an SOA Systinet server. Systinet Plug-In for Eclipse also includes
the default HP SOA Systinet Policy Manager extension, which contains default Policy Manager validation
handlers.

Validation isintroduced in the following sections:

 Setting Up Policies on page 28

Importing Policies on page 30

» Removing Palicies on page 30

Updating Policies on page 30
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» Customizing Validation Handlers on page 31
Setting Up Policies
Y ou can add, delete, or update policiesin the Systinet Plug-In for Eclipse Policies page.
To set up palicies:
1 From the menu, select Window — Preferences.
The Preferences dialog box opens.
2 Inthetreeview of the Preferencesdialog box, expand HP SOA Systinet — Policy Validation  Policies.

The Policies page opens, as shown in Figure 2, “Policies Page”.
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Figure 2. Policies Page
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In the Policies page, do any of the following:
* Import an archive or folder.

For details, see Importing Policies on page 30.
* Removeapolicy

For details, see Removing Policies on page 30.
e Update local policies.

For details, see Updating Policies on page 30.
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Importing Policies
Y ou can import policies from an archive or folder from a designated HP SOA Systinet server.
Toimport an archiveor folder from an HP SOA Systinet server:
1 Inthe Policies page, do one of the following:
e Click Import Archive to open the Select an Archive to Import dialog box, and then go to Step 2.

e Click Import Folder to open the Select a Folder to Import dialog box, and then go to Step 3.

2 Enter the required parameters and browse for the archive you need, and then click Open.
The selected archiveisimported to the Policies page.
3 Browsefor the folder you need, and then click OK.

The selected folder isimported to the Policies page.

) The Import Archive and Import Folder buttons load policies, assertions, and remote server
information from the client distribution, created during the installation process in the folder
SOA_HOMVE.

Theimport of the client distribution will fail if the provided folder or archive does not follow
the structure of the SOA Systinet 3.20 client distribution, which must include the bin, conf,
data, extensions, and lib folders.

Removing Policies

Toremoveapolicy:

*  Highlight the policy in the Poalicies page, and then click Delete.
Updating Policies

Y ou can use Systinet Plug-1n for Eclipseto update local policiesagainst policieson an SOA Systinet server.
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To update palicies:
1 Make surethe SOA Systinet server isrunning.
2 Click Update.

Thelocal version of the policy is updated to reflect the version on the HP SOA Systinet server.

Customizing Validation Handlers

Systinet Plug-1n for Eclipseincludes a set of validation handlers, contained in the standard Policy Manager
extension. Custom validation handlers can be included in the Systinet Plug-1n for Eclipse by adding the
appropriate extensions.

To add extensionsto Systinet Plug-In for Eclipse:
1 From the menu, select Window - Prefer ences.
The Preferences dialog box opens.

2 Inthetreeview of the Preferences dialog box, expand HP SOA Systinet . Policy Validation - PM
Extensions.

3 Click Add.
The Select an Extension dialog box opens.
4 Browsefor the.jar file you require, and then click Open.

The extension is now visible in the PM Extensions page.

) Y ou must restart Systinet Plug-1n for Eclipse for your changes to take effect.

Ad Hoc Validation

Ad hoc validation is the unscheduled validation of documents against policies.
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Ad hoc validation is described the following sections:

* Running Ad Hoc Validation on page 32

Viewing Ad Hoc Validation Results on page 33
Revalidating a Document on page 35
Exporting Reports on page 36

Setting Report Style on page 36

Running Ad Hoc Validation

Torun ad hoc validation on a single resour ce:

1

Right-click adocument in Project Explorer to open its context menu, and then scroll over Check Policy
Compliance.

A list of available policiesis displayed.
Select the policy you want to validate the document against.
The validation runs and the result is shown in the Validation Result tab.

For details, see Viewing Ad Hoc Validation Results on page 33.

Torun ad hoc validation using multiple resour ces or policies:

1

Right-click adocument in Project Explorer to open its context menu, and then scroll over Check Policy
Compliance.

A list of available policiesis displayed.
Select More Validation Options.

The Edit Configuration and Launch dialog box opens, as shown in Edit Configuration and Launch on
page 46.

To add documents, do one of the following:
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Click Add Fileto browse and select documents from your Eclipse project.

Click Add External Fileto browse and select documents from your file system.

Click Add External Folder to browse and select all documentsin afolder in your file system.

Click Add URL to enter the endpoint URL of aremote document.

4 IntheTechnical Policiesfield, click Add to select from alist of available policiesto usein the validation.
5 Click Run.

The validation runs and the result is shown in the Validation Result tab.

For details, see Viewing Ad Hoc Validation Results on page 33.
Viewing Ad Hoc Validation Results

When validation completes, the Validation Result view displays the results. For each result, you can view
adetailed HTML report. Y ou can also view asummary report for al validation results.

Thedefault report styleissimilar to that of Policy Manager validation reports. For information about setting
report styles, see Setting Report Style on page 36.

Toview avalidation report:

Right-click avalidation result in the Validation Result tab to open its context menu, and then select &
View Detail.

An HTML report opens, as shown in Figure 3, “Validation Report”.
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Figure 3. Validation Report
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Report
External Document: GoogleSearchwsdl
Technical policy: WE-| Basic Profile Policy
Status: B Mor-compliant
Validated: 2007-11-1510:26:17.515
Azzertions
18%
W Faied
H varning
MW Passed
B ToReview
82%

Failed Assertions

BP2406 Mormal GoogleSearch wadl

The use attribute of & soaphinct body | soapbind: fault, soapbind:header and soapbind:headerfault does not have value of "iteral”. Caused by SOAPBody
({http: Mschemas xmlsoap.orgivsdlisoapd body): required=null use=encoded encodinastyles=[http: Yschemas . xmlsoap org/sosplencodingd] namespaceURl=urn: GoogleSearch

BP2013 Mormal GoogleSearch wadl

Prerequisite assertion BP2406 failed: The use attribute of & soaphinct body | soapbind: fault, soapbind:header and soapbind:headerfault does not have value of "iteral”. Caused
by S0APBody ({http: fischemas xmisoap.orgfvsdlisoap hody). required=null use=encoded encodingStyles=[http: fischemas xmisoap org/soap/encoding]

If you have more than one validation result, you can view a summary report of all the validation results.

To view asummary report, click the @ Summary Report button on the Validation Result tab.

The Summary Report view opens, as shown in Figure 4, “ Summary Report”.
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Figure4. Summary Report
Summary Report

Status: B ron-compliant
Validated: 2007-11-1510:26:17
Resources

7%
W non-compliant

[ | Compliant
B Pending Review

B3%
Hame Status Details
GoogleSearch B Mon-compliant report
EligibilityServiceBincings B Compliant refport
Brnfilefariira A Comeliant ranort
v ]
! Problems | @ Javadoc @) Declaration | £ Validation Result 23 0 & -
Resource Path Policies Status Falled = Warning Passed = ToReview  Time
ProfileService. wsdl  D:idthos\runtime-New.,.  WS-1 Basic Profile Palicy B Compliant 0% 0% 100% 0 11/15/07 10:26 AM
MessageTypes.xsd  Diydthoslruntime-Mew...  WS-1Basic Profile Palicy B Mot applicable 0% 0% 0% a 11f15/07 10:26 AM
JobService.wsdl Diidthoajruntime-New.,.  WS-1 Basic Profile Policy B Compliant 0% 0% 100% 0 11715007 10:26 AM
GoogleSearch.wsdl  Diidthos\runtime-New...  WS-1 Basic Profile Policy Bl Mon-compliant  17.9% 0% 82.1% 0 11/15/07 10:26 AM

Toview the detail ed report of adocument in the summary, click ther eport hyper link in the Detail s column.

You can set aresource in the results view to be automatically validated. Right-click the resource to open
its context menu, and select Set as Automatic Validation. The resource is re-validated against the set of
automatic policies for the project and added to the custom list of project resources to be validated. For
details, see Setting Up Automatic Validation on page 37.

Revalidating a Document

If recent changes have been made to a document, you can revalidate that document.

To revalidate a document:

°* Select aresult in the Validation Result tab, and click ** Revalidate.

The document is revalidated against the selected policies.
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Exporting Reports
Y ou can export the report to your file system.

To export avalidation report:

* Select aresult in the Validation Result tab, and then click  Export Reports.
» Browse for the location to which you want to save the report, and click OK.

Both detail and summary reports are saved.

Setting Report Style

Included with Systinet Plug-1n for Eclipse is the Policy Manager detail report stylesheet. If you want to
change the stylesheeet, you can select from a pure text style or XML format.

To changethe style of ad hoc validation reports:

1 From the menu, select Window - Prefer ences.
The Preferences dialog box opens.

2 Inthetreeview of the Preferences dialog box, expand HP SOA Systinet - Policy Validation.
The Policy Validation page opens. For details, see Policy Validation on page 48.

3 IntheValidation Result Format pane, select one of the following options:
e Text Format, then goto Step 5.

e XML Format, then go to Step 4.

4 Inthe Stylesheet pane, select one of the following options:
» Associate with default stylesheet.

» Custom stylesheet, then browse for the stylesheet you need.
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5  Click OK to produce the report in the selected format.

Automatic Validation

Systinet Plug-1n for Eclipse enables the automatic validation of documents while you work on them.
After you set up automatic validation, you can see annotations to your document that change in real time.
Automatic validation is described in the following sections:

» Setting Up Automatic Validation on page 37

 Disabling Spell Checker on page 40

» Assertion Details on page 40

Setting Up Automatic Validation

To enable automatic validation, you must set it up for a project.

To enable automatic validation:

1 Do one of thefollowing:

 Right-click the project in Project Explorer to open its context menu, and select Configure Automatic
Validation - Set Project to be Automatically Validated.

 Right-click the project in Project Explorer to open its context menu, and select Properties.
In the tree menu, select Automatic Validation.

The Properties for [Project Name] dialog box opens showing thw Automatic Validation options. For
details, see Properties for [Project Name] on page 49.

2 Select Set Project to be Automatically Validated if it is not already set.
3 IntheList of Policies pane, click Add and select the policies you need. Click OK.

4 IntheList of Resources pane, select one of the following:
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» Default (Entire Project), then go to Step 6.

e Custom, then go to Step 5.

5  Select any of the following:
e Add
To add afolder from your project.
» Exclude
To exclude individual files from the selected folder.
* Remove

To remove the folder from the list.

6 IntheFiltered By pane, do any of the following:
 Click Add to add afile extension.

* Click Removeto remove afile extension from thelist.

7 Click OK to confirm automatic validation settings.

The validation runs and the results are displayed in the Automatic Validation Results view, as shown in
Figure 5, “Automatic Validation Results’.
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Figure 5. Automatic Validation Results

=] GoogleSearch_repart, htrml | | GoogleSearch.wsdl =0
@ <rxwml version="1.0"7> ||
=

<!—— W3DL description of the Google Wekh APIs.

The Google Web APIs are in beta release. Lll interfaces are subject to
change as we refine and extend our APIs. Please see the terms of use

src-resolve.4.2: Error resolving component. 'soapenc: Array', It was detected that 'soapenc: Array' is in namespace ‘http: =
Hschemas, xmisoap. orgfsoapfencoding)’, but components From this namespace are not referenceable from schema document
‘GoogleSearch.wsdl (schema[ 1])', IF this is the incorrect namespace, perhaps the prefix of 'soapenc:Array' needs to be
< Ehﬁnged. If this is the correct namespace, then an appropriate ‘import’ tag should be added to 'GoogleSearch.wsdl {schema
1
<definitions name="GoogleZearch"
targetNamespace="urn: GoogleZSearch™
xmlns:typens="urn:Googlelearch™
xmlns:xsd="http://vvw.w3.org/ 2001/ XML3chema™
xmlns:soap="http://schemas.xmlsoap.org/ wvadl/soap/ "
xmlns:soapenc="http://schemas.xmlsoap.ory/soap/encoding/ "
xmlns:wsdl="http://schemas.xmlsoap.org/ wadl/ "
Ce] xmlns="http://schemas.xmlsoap.org/ vsdl/ ">
<!—— Types for search - result elements, directory categories —->
<Lypes:
<xsd:schema xmlns="http://www.w3.org/2001/ZML3chema"”
targetNamespace="urn: GoogleSearch™>
<xsd:complexType name="GoogleSearchResult™:
Aol 1 b
< >
|20 Problems 52 @ Javadoc | [&, Declaration | £ validation Result ¥ =08
9 errors, 0 warnings, 0 infos
Description Resource Path Location -
= T Errors (9 items)
@ 4 wsdl:types element contained a data  GoogleSear...  Sample WS Projectfresources  line 1
@ an Array declaration uses - restricts or + GoogleSear,,.  Sample WS Projectfresources  line 1
@ org.xml.sax.54%ParseException: Conte org.eclipse.... Sample WS Projectf.settings  line 1
@ Prerequisite assertion BP2406 falled: O GoogleSear... Sample WS Projectfresources  line 1
@ Prerequisite assertion BP2406 falled: O GoogleSear... Sample WS Projectfresources  line 1
@ src-resolve.4.2: Error resolving compon GoogleSear,.,  Sample WS Projectfresources  ling 35
@ The prefix For %ML schema is "xsd" but s GoogleSear,..  Sample WS Project/resources  ling 17
@ The schema definition does not have an GoogleSear,,.  Sample WS Projectfresources  line 1 W

After automatic validation has been set up, you havethe optionto include or exclude documentsfor validation.
Toincludeor exclude documents:

1 Right-click the document in Project Explorer to open its context menu.
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2 Select Configure Automatic Validation, and do one of the following:
» Select Exclude from Validation Path to remove the document from the validation process.

e Sdlect Includein Validation Path to add the document to the validation process.

) Y ou can al'so add resources to the custom list from the Validation Results view. For
details, see Viewing Ad Hoc Validation Results on page 33.

Disabling Spell Checker

In Eclipse 3.2 (or higher), the spell checker annotates documents that are open in the main view. The spell
checker annotations can obscure Systinet Plug-1n for Eclipse automatic validation annotations. Y ou should
disable the Eclipse spell checker.

To disablethe Eclipse spell checker:
1 From the menu, select Window — Preferences.
The Preferences dialog box opens.
2 Inthetree menu, expand General - Editors— Text Editors— Spelling.
3 Desdect Enable spell checking and click OK.
Assertion Details

Y ou can view additional details about assertions that were violated. Systinet Plug-In for Eclipse can create
a special tooltip describing the assertion, with HTML links to assertion description web pages.

Toview an assertion description:

* Right-click one of the errorslisted in the Problems view to open its context menu, and then click View
Assertion Description.

A tooltip openswith the assertion description and alink to available online resources about the assertion.
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6 Generating Service Clients

Systinet Plug-1n integrates with existing Eclipse Web Tools Platform (WTP) functionality, enabling you
to create a client stub from resources in the repository.

Togenerate a service client stub:

1

Perform arepository search to locate the resource you want to use for client generation.

For details, see Searching the Repository on page 17.

) For consumer use cases search for Consumable services at the Production lifecycle stage.

In the Repository Search Results view, right-click the Operation or SOAP Service to use for client
generation, and select Generate Service Client.

If the Environment preferenceisset to Al ways Ask, you are prompted to select from the avail able endpoint
options, otherwise any endpoint uses the default setting. For details, see Setting the Environment on
page 64.

) Generating a client uses the WSDL associated with SOAP Service or Operation.

The Web Service Client dialog opens.
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£ Web Service Client - BX

Web Services [E—
Review your Web service options and make any necessary changes before proceeding to the next page. :
Service definition: | http:/localhost: 8 180/s0a /platform/jrestSecure locationbank BankAccountService 3317, wed| | [Browse... ]

Client type: |Java Proxy L3 |

Assemble client

Configuration:

Server:
i = Client project: Mike's DWP.
L‘-Il [N

[IMonitor the Web service

Mext > ] [ Finish ] [ Cancel

3 Usethe Web Service Client dialog to select your project and environment settings.
For details, see the WTP documentation at the following location:

http://hel p.eclipse.org/hel p33/topic/org.eclipse.jst.ws.axis.ui.doc.user/tasks/'tsampappa.html

) The WTP plug-in looks for a Dynamic Web Project and warns you if thereis no such
project available. It is possible to ignore the warning and select a plain Java project
instead.

Click Client Project and select the project you require.

The WTP plug-in uses the provided WSDL to generate source code stubs for the service client.

Use the Package Explorer to access the generated code.
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7 Generating Service Skeletons

Systinet Plug-In for Eclipse integrates with existing Eclipse Web Tools Platform (WTP) functionality,
enabling you to create a skeleton stub from resources in the repository.

To generate a service skeleton stub:

1 Perform arepository search to locate the resource you want to use for skeleton generation.

For details, see Searching the Repository on page 17.

For provider use cases search for services at early lifecycle stages, such as Initial or
Devel opment.

2 Inthe Repository Search Results view, right-click the SOAP Service or Operation to use for client
generation, and select Gener ate Service Skeleton.

) Generating a skeleton against a SOAP Service or Operation uses the WSDL associated
with it.

The Web Service dialog opens.
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& Web Service

Web Services
Review your Web service options and make any necessary changes before proceeding to the next page. /-3
Web service type: |T0p down Java bean Web Service w |
Service definition: | http:/localhost: 8 180/s0a /platform/jrestSecure locationbank BankAccountService 3317, wed| | [Browse... ]

_| Assemble service
Configuration:
Server:

1o Web service runtime: Apache Axis

7 @ Service project: Mike's DWP
/

Configuration: Mo client generation.

() < Back Mext = ] [ Finish ] [ Cancel

Use the Web Service dialog to select your project and environment settings.
For details, see the WTP documentation at the following location:

http://hel p.eclipse.org/hel p33/topic/org.eclipse.jst.ws.axis.ui.doc.user/tasks/tsklwsdlahtml
) The WTP plug-in requires a Dynamic Web Project for skeleton generation.
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The WTP plug-in uses the provided WSDL to generate source code stubs for the service skeleton.

Use the Package Explorer to access the generated code.
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A Dialog Boxes

Each Systinet Plug-In for Eclipse input dialog is described in the following sections:

 Edit Configuration and Launch on page 46 Run ad hoc validation on several documents and policies at
the sametime.

 Policy Validation on page 48 Set preferences for your report style.

* Propertiesfor [Project Name] on page 49 Set up automatic validation for your project.

Edit Configuration and Launch

Run ad hoc validation on several documents and policies at the same time:
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2 Validate More Policies

Edit configuration and launch. —
@ List of policies must be specfied, { ;)
Mame: | Jalidate More Policies
B Main
Sources o
List of resources for validation
[Z] C:\wiorkbench'systinet-workbench \workspace \Test Reports\bps _responsability.rptdesign
[ Add resources in sub-folders
Technical Policies
List of policies for these resources
Add...
Filtered By:
oy Add...
= xsd
N
Parameter Definition
Name The name you want to use for the validation check.
Sources The list of resources you want to use for validation.
Add Resource Browse and select documents from your Eclipse project.

Add Externa File

Browse and select documents from your file system.

Add External Folder

Browse and select all documentsin afolder in your file system.

Add URL

Enter an endpoint URL of aremote document.

Remove

Remove previously selected documents.

Technical Policies

The list of technical policies associated with the resources.

Add

Select from alist of available policiesto usein the validation.
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Parameter

Definition

Remove

Remove previoudly selected policies.

Filtered By

Filter available documents or policies by file type.

Add

Add a specific file type.

Remove Remove a previously selected file type.

Apply Apply the current configuration.

Revert Restore the previous configuration.

Run Start validation.

Close Close the dialog box without launching validation.

Policy Validation

Set preferences for your report style:

Web and XML
Web Services
¥Doclet

Preferences O

type fiter text Policy Validation Ll
General
Ant validation Result Format
Connectivity () Text Format
Help @) XML Format
g SO’? 5"“."Et. Stylesheet

=) Policy Validation

M Exctensions (%) Associate with default stylesheet
Folicies O Custom stylesheet

HP SOA Systinet
Install/Update [
Internet
Java

Fa validation Result Limit
Plug-n Development Limit the number of reports to: | 100 |
Report Design
Run/Debug Filtered By:
Server =l
5QL Development “wsd
Team xsd F——

validation
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Parameter

Definition

Validation Result
Format

Choose whether you want the validation resultsto bein Text or XML format.

Styleshest

Choose whether to use the default or a custom stylesheet.

Browse

Browse for and select a custom stylesheet.

Validation Result
Limit

Specify the maximum number of returned results.

Filtered By Filter available stylesheets by file type.
Add Add a specific file type.

Remove Remove a previously selected file type.
OK Save your preferences.

Cancel Exit without saving your preferences.

Properties for [Project Name]

Set up automatic validation for your project.

bype Filker bext Automatic validation P

Resource

Builders
Jawa Build Path

# Java Code Style

- Java Compller

# Java Editor
Javador Lacation
Project References
Refactaring History
RunDebug Settings

Set project automatically validated

List of policies :

List of resources :

() Default { Entire project)

() Custam

Filtered By:
*xml
ik
*wsd
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Parameter Definition

List of Policies Available policies for use in validation.
Add Browse for and select the policies you need.
Remove Remove previously selected policies.

List of Resources

Choose whether you want to use resources in the entire project (default) or create a
custom selection.

Add Add custom resources.

Exclude Exclude specific files from the selected resource.
Remove Remove previously selected resources.

Filtered By List of associated file types.

Add Add a specific file type to the filter.

Remove Remove a previoudly selected file type from the filter.
OK Save your settings.

Cancel Exit without saving your settings.

Repository Search

The property parameters available in the Repository Search dialog vary depending on the artifact. The
artifacts available and their properties also vary according to your customization and configuration.

For details about customizing Systinet Plug-In for Eclipse, see Appendix C, Configuring Systinet Plug-In

for Eclipse.

This section describes the default parameters for the default artifact types in the following sections:

» Repository Search: Application on page 51

* Repository Search: Business Service on page 52

* Repository Search: SOAP Service on page 52

» Repository Search: Operation on page 53
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Repository Search: WSDL on page 55

* Repository Search: BPEL on page 56

Repository Search: SCA on page 58

 Repository Search: Business Process on page 60

* Repository Search: XML Schema on page 61

Repository Search: Application

This section describes the default property search parameters for applications.

& Search le
[l Repository Search |-—{;_' File Search El;"' Java Search | %7 Plug-n Search
Properties
MName | | b’ |
Description | L3 |
Consumable only []
Alias | b’ |
Version | w |
Scope Organize Result
Artifact Type: | Application v | [Jshow parent artifact(s)
Lifecycle Stage:
®
Properties Description
Name Name of the application.
Description Description of the application.
Consumable Only | Select to restrict the search to consumable applications.
Alias Aliasfor the application.
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Properties Description

Version Version number.

Repository Search: Business Service

This section describes the default property search parameters for business services.

& Search fgl
fe Repository Search |—\J File Search | 27 Java Search | %57 Plug-in Search
Properties
Mame | L3 |
Description | L3 |
Consumable only []
ersion | L3 |
Keyword | w |
Scope Organize Result
Artifact Type: | Business Service - | [Jshow parent artifact(s)
Lifecycle Stage: |<Any> v|
®
Properties Description
Name Name of the business service.
Description Description of the business service.
Consumable Only | Select to restrict the search to consumable business services.
Version Version number.
Keyword Any keywords assigned to the business service.

Repository Search: SOAP Service

This section describes the default property search parameters for SOAP services.
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& Search

[l Repository Search |—{J" File Search

Elf' Java Search '%n Plug-in Search

X

Properties

MName |

Description |

Consumable only F

Version |

WSDL Service Namespace |

Scope

Organize Result

Artifact Type: | SOAP Service

]

Lifecycle Stage: | <Ay

]

[ show parent artifact{s)

®
Properties Description
Name Name of the SOAP service.
Description Description of the SOAP Service.
Consumable Only | Select to restrict the search to consumable SOAP services.
Version Version number.
WSDL Service Service namespace defined in the associated WSDL .
Namespace

Repository Search: Operation

This section describes the default property search parameters for Operations.
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& Search

X

[l Repository Search | =57 File Search El;"' Java Search | %7 Plug-n Search
Properties
MName | | 4 |
Description | L3 |
Fault types | w |
Consumable only ]
Operation name | L3 |
Quiput types | L3 |
Port type | L3 |
Target Mamespace | v|
Input types | L3 |
Scope Organize Result
Artifact Type: | Operation - | [Jshow parent artifact(s)
Lifecycle Stage:

®
Properties Description
Name Name of the operation.
Description Description of the operation.
Fault Types XSD fault types defined for the operation.
Consumable Only | Select to restrict the search to consumable operations.

Operation Name

Operation name defined by the associated WSDL .

Output Types

XSD output types defined for the operation.

Port Type

Set of related operations defined by the associated WSDL.

Target Namespace

Namespace defined by the associated WSDL.

Input Types

XSD input types defined for the operation.
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Repository Search: WSDL

This section describes the default property search parameters for WSDLSs.

3 Search
fe Repository Search =57 File Search || El\;"' Java Search || % plug-in Searchl
Properties
MName | A4 |
Description | L3 |
Last Revision | A4 |
Consumable only |
Data length | w |
Checksum | v |
Cached only O
Date of last synchronization check | w |
Target Mamespace | L3 |
Content type | L3 |
Location | A4 |
Synchronization status | L3 |
Version | A4 |
File name | v |
Scope Organize Result
Artifact Type: | WSDL v | ['show parent artifact(s)
Lifecycle Stage:
Properties Description
Name Name of the WSDL.
Description Description of the WSDL.
Location Server folder where the WSDL is stored in the repository.
Consumable Select to restrict the search to consumable WSDLs.
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Properties Description

Version Version number.

Repository Search: BPEL
This section describes the default property search parameters for BPELs.
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[ Search

& Repository Search | E}? File Search | 7 Java Search | 7 Plug+n Search |

Properties
Name | v|
Description | v|
Last Revisian | v|
Cansumable anly O
Data length | v|
Cached anly O
Checksum | v|
Query Language | b |
Date of last synchranization check | v
Target Namespace | v
Content type | v|
Location | v|
Synchronization status | v
Suppress Join Failure only F
Expression Language | v
Versian | v|
Exit on Standard Fault only F
File name | v|
Failure Impact [<any> v
Scape Organize Result
Artifact Type:  |BPEL v | | Oshow parent artifact(s)
Lifecydle Stage: | <Any> v|

Properties Description

Name Name of the BPEL.

Description Description of the BPEL.

Query Language | Query language used in the selection of nodes for assignment.
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Properties Description

Target Namespace |Namespace defined in the BPEL.

Expression Language defining expressionsin the BPEL.

Language

Location Server folder where the BPEL is stored in the repository.
Keyword Search term identifying the BPEL.

Failure Impact Select an impact level from the drop-down list.
Consumable Select to restrict the search to consumable WSDLS.
Version Version number.

Repository Search: SCA

This section describes the default property search parameters for SCAs.
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A Search

[T Repository Search =57 File Search || El\;"' Java Search || %2 Plug-n Searchl

Properties
MName | A4 |
Description | L3 |
Last Revision | A4 |
Synchronization status | L3 |
Data length | w |
Version | A4 |
Cached only O
Checksum | v |
5CA Name | |
Date of last synchronization check | w |
Target Mamespace | L3 |
Location | A4 |
Content type | L3 |
File name | v |
SCA Type | <Any > L3 |
Scope Organize Result
Artifact Type:  |SCA v | [Jshow parent artifact(s)
Lifecycle Stage:

Properties Description

Name Name of the SCA.

Description Description of the SCA.

Location Server folder where the SCA is stored in the repository.

SCA Type The type of the attached SCA file.

Version Version number.

Target Namespace |Namespace defined in the SCA.
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Repository Search: Business Process

This section describes the default property search parameters for business processes.

(0] Repository Search |'—{;-' File Search || EJ,; Java Search || '33'_' Plug-in Search|

Properties

Mame | b |
Description | e |
Last Revision | b |

Consumable only  []

Version | w |
Failure Impact | ANy w |
Scope Organize Result

Artifact Type: | Business Process v | [ show parent artifact(s)

Lifecyde Stage: | <Any > w |

Py N —
(2) | Customize... Search Cancel

Properties Description

Name Name of the business process.

Description Description of the business process.

Failure Impact Select an impact level from the drop-down list.

Version Version number.

Consumable Select to restrict the search to consumabl e business processes.
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Repository Search: XML Schema

This section describes the default property search parameters for XML schemas.

3 Search
[T Repository Search =57 File Search || El\;"' Java Search || %2 Plug-n Searchl

Properties
MName | A4 |
Description | L3 |
Last Revision | A4 |
Synchronization status | L3 |
Consumable only O
Data length | w |
Version | A4 |
Cached only F
Checksum | v |
Date of last synchronization check | w |
Target Mamespace | L3 |
Location | A4 |
Content type | L3 |
File name | v |
Scope Organize Result
Artifact Type: | XML Schema v | [Jshow parent artifact(s)
Lifecycle Stage:

Properties Description

Name Name of the XML Schema.

Description Description of the XML Schema

Location Server folder where the schemais stored in the repository.
Consumable Select to restrict the search to consumable XMLs.
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Properties Description

Version Version number.

Target Namespace |Namespace defined in the XML Schema.
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B Preferences

Systinet Plug-1n for Eclipse contains a set of preferences determining its interaction with SOA Systinet.
These settings are prompted for when required, but they can also be changed from the Tools— Options
menul.
These settings are described in the following sections:
 Setting the Server on page 63

Specify theinstallation of SOA Systinet to integrate with.
 Setting the Environment on page 64

Specify the environment categorization to use when obtaining endpoints.

* Setting Synchronization on page 66

Specify whether to automatically synchronize local resources with the equivalent resourcesin SOA
Systinet.

Setting the Server

The develop servicesin conjunction with SOA Systinet you must set the credentials for the server you are
working with.

To set the SOA Systinet server:
1 From the menu, select Window - Prefer ences.
The Preferences dialog box opens.

2 Inthetreeview of the Preferences dialog box, select HP SOA Systinet.
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The HP SOA Systinet page opens, as shown in Figure 6, “HP SOA Systinet Page”.

Figure 6. HP SOA Systinet Page

& Preferences |:| [E| fgl

HP SOA Systinet G-

General
Ant
Connectivity Server Information

Help ServerURL: | http:/localhost: 8080/ s0a |
HP SOA Systinet
Install/Update
Internet Password: | sessnsee |

Java
v|Save credentials
Plug-in Development =

Run/Debug
Server

SQL Development

Team

Validation

Web and XML

Web Services

Set the server information for the plugin

Username: | username |

L 2 i e R e T e e )

R

[ Restore Defaults ] [ Apply ]

[:':7:] [ QK H Cancel ]

3 Settheconnection detailsfor the SOA Systinet server. Optionally, save these credentialsor use Validate
to test the connection.

4 Click OK.

Setting the Environment

SOA Systinet uses an Environment taxonomy to categorize endpoints enabling multiple endpoints for a
single service without requiring modification of the WSDL definition.

This means that the WSDL itself does not define the environment specific endpoints that you may require
for service development.

Systinet Plug-1n contains an environment setting that allows you to define a default environment you are
developing your services for in order to obtain the relevant endpoints associated with the service.
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To set the default environment:

1 From the menu, select Window — Preferences.
The Preferences dialog box opens.

2 Inthetreeview of the Preferences dialog box, select HP SOA Systinet - Environment.
The Environments page opens, as shown in Figure 7, “Environments Page”.
Figure 7. Environments Page

& Preferences E]
Environments
General ) ) ) )
ant Use environment specific service endpoints:
Connectivity (®) As originally uploaded
Help (O staging
= HP S04 Systinet .
Auto Synchronization Orestng
O Production

Policy Validation (O Development
Install/Update "
Internet #nEm
Java

A
Plug-in Development
Run,Debug
Server
SQL Development
Team

Validation
Web and XML
Web Services
¥Dodlet [Restore Defaults] [ Apply ]
@ [ OK ] [ Cancel ]

3 Set the default environment from the following options:

Environment Option

Description

Asoriginally uploaded

Use the WSDL without any environment specific endpoints.
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Environment Option Description

Environment Categories Use the endpoints for the service categorized as the selected
environment. For example, Development or Testing.
Always Ask Prompt for environment selection whenever it is required.
4  Click OK.

Setting Synchronization

Systinet Plug-1n enables you to download resources from SOA Systinet. In addition, you can specify
automatic synchronization between SOA Systinet resources and their local equivalentsin your | DE project.

To set up automatic synchronization:
1 From the menu, select Window — Preferences.
The Preferences dialog box opens.
2 Inthetreeview of the Preferences dialog box, select HP SOA Systinet — Auto Synchronization.

The Auto Synchronization page opens, as shown in Figure 8, “ Auto Synchronization Page”.
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3

4

Figure 8. Auto Synchronization Page

& Preferences |:|@®

type filter text Auto Synchronization a-
General
Ant Auto Synchronization
Connectivity Synchronization Schedule
Help [CEach time platform is started

[=- HP SOA Systinet [JHourly
Auto Synchronization
Environments []Each time project is opened
Policy Validation
Install/Update
Internet
Java
JPA
Plug-in Development
Run/Debug
Erver
SQL Development
Team
Validation
Web and XML
Web Services
¥Doclet [Restore Defaults] [ Apply ]

(3] [ oK H Cancel ]

To enable automatic synchronization, select Auto Synchronization, and select from the following
synchronization options:

Auto Synchronization Description
Option

Each Time Platform is Started  |Update local versions with newer versions from SOA Systinet
whenever the SOA Systinet server starts.

Hourly Update local versionswith newer versionsfrom SOA Systinet every
hour.

Each Time ProjectisOpened  |Update local versions with newer versions from SOA Systinet

whenever a project is opened.

Click OK.
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C Contiguring Systinet Plug-In for Eclipse

Systinet Plug-Infor Eclipse usesaconfiguration file at the following location in the SOA Systinet repository:
http://host: port/soal pl atformrestSecure/l ocation/hpsoalclient/search-configuration. xm

Thisfileisaserver specific configuration that al instances of Systinet Plug-In for Eclipse accessto determine
the format and content of repository search for that server.

When you first use Systinet Plug-In for Eclipse in your organization you must upload this configuration to
the SOA Systinet server after you make any changes to reflect your requirements.

Systinet Plug-In for Eclipse contains a default configuration defined in the following file:

ECLI PSE_HOME/ pl ugi ns/ com hp. systinet.tool s. search. core_3. 2. 0. vBU LDTI ME/ confi g/ sear ch- confi gurati on. xni

To changethe Systinet Plug-In for Eclipse configuration and upload it to SOA Systinet:
1 Create aworking copy of search-configuration. xni .
2 Opensearch-configuration xn with atext editor.
3 Edit search-configuration. xm to reflect your requirements.
For details, see the following sections:
 Configuring Search and Detail Parameters on page 69
» Configuring Search Results on page 70
e Configuring Artifact Hierarchies on page 71

 Configuring L ocalization on page 72

68



4 In SOA Systinet use the Upload Content feature to store the configuration in the repository.
In the Upload Content page, specify the following location:
/'hpsoal cl i ent

For details, see"Uploading Service Infrastructure from Definition Documents” inthe HP SOA Systinet
User Guide.

Configuring Search and Detail Parameters

The artifact typesin Repository Search and the property parameters displayed in Repository Search and the
Artifact Detail View are defined in the <det ai | s_vi ew> section of the configuration file.

For example, the application artifact is defined as follows:

<det ai | s_vi ew>
<artifact_type | ocal Name="hpsoaApplicationArtifact">
<invisible_properties>
<property |ocal Name="1ast Revi sion"/>
<property | ocal Name="revi sion"/>
<property |ocal Name="identifierBag"/>
<property |ocal Name="artifact Type"/>
<property | ocal Nane="cat egoryBag"/>
<property | ocal Name="st akehol der Emai | "/ >
<property local Name="criticality"/>
</invisible_properties>
<lartifact_type>

</aéiails_viemp

To configurethe Repository Search:

1 Open search-configuration xn with atext editor.
2 Do any of thefollowing:

« Add an artifact type to search by adding an <arti fact _t ype> segment using the localName of the
artifact type.

* Remove properties from the search parameters and detail view by adding a<property> in the
<i nvi si bl e_properti es> segment of an artifact, using the localName of the property.
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) Y ou can locate the localNames in your configuration at the following location:

http://host:port/soalsystinet/platformrestBasic/repository/sdm sdnConfi g. xni

3 Savesearch-configuration. xn .

Configuring Search Results

The property parameters displayed for artifacts in the Repository Search Results view are defined in the
<sear ch_resul t > section of the configuration file.

For example, the application artifact is defined as follows:

<search_resul t>
<artifact_type |ocal Name="hpsoaApplicationArtifact">
<vi si bl e_properties>
<property | ocal Name="nane"/ >
<property | ocal Name="version"/>
<property |ocal Name="productionStage"/ >
<property | ocal Name="description"/>
</visible_properties>
<lartifact_type>

</;séérch_r esul t>

To configure the Repository Sear ch:

1 Opensearch-configuration. xm with atext editor.
2 Do any of thefollowing:

* Add an artifact type to search results by adding an <arti f act _t ype> segment using the local Name of
the artifact type.

» Add properties to the results for an artifact type by adding a <pr operty> in the <vi si bl e_properti es>
segment of an artifact, using the localName of the property.
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) Y ou can locate the localNames in your configuration at the following location:

http://host:port/soalsystinet/platformrestBasic/repository/sdm sdnConfi g. xni

3 Savesearch-configuration. xn .

Configuring Artifact Hierarchies

Service artifactsin SOA Systinet form natural hierarchies. Repository Search locates the artifacts matching
your search criteria, and if requested, any related artifacts specified in the hierarchical structure defined in
the configuration.

For example, the default hierarchy is defined as follows:

<hi erar chi cal >
<artifact |ocal Name="hpsoaApplicationArtifact">
<artifact |ocal Name="businessServiceArtifact" upRef="hpsoaProvidi ngApplication"
downRef =" hpsoaPr ovi desBusi nessServi ce" >
<artifact |ocal Name="webServiceArtifact" upRef="inBusinessService" downRef="service">
<artifact |ocal Name="wsdl Artifact" upRef="definitionOf" downRef="definition"/>
<lartifact>
<lartifact>
<lartifact>
</ hi erarchi cal >

Y ou can add and modify hierarchies to match those relevant to your reguirements.
To configure the Repository Sear ch hierarchies:

1 Open search-configuration. xm with atext editor.

2 Doany of thefollowing:

* Add ahierarchy by adding thetop level <arti f act > within the <hi er ar chi cal > segment, defined by its
local name.

« Add artifacts to hierarchies by adding <arti f act > within a nested structure of an artifact hierarchy.
Define the artifact with alocal name and directional relationship properties.
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Y ou can locate the local Names and property namesin your configuration at thefollowing
location:

http://host:port/soalsystinet/platformrestBasic/repository/sdm sdnConfi g. xni

3 Savesearch-configuration. xn .

If you define multiple hierarchies, the first hierarchy defined takes precedence in the event of
aconflict.

Configuring Localization

L ocalized text can be configured in repository search for artifact namesin the<arti f act _mappi ng> section of
the configuration file.
For example, the application artifact is defined as follows in English, Spanish, and Viethamese:
<artifact_mappi ng>
<artifact_type |ocal Name="hpsoaApplicationArtifact">
<cust om nane val ue="Application"/>
<custom nane | ocal e="es" val ue="Aplicacion"/>

<custom nane |ocal e="vi" val ue="8&4#7912; ng D&#7909; ng"/>
<lartifact_type>

</ art i fact _mappi ng>
To configurethelocalized text in Repository Sear ch:
1 Open search-configuration xn with atext editor.

2 Add anew mapping rule for localization to Repository Search by adding an <arti f act _t ype> segment
using the localName of the artifact type.

Specify thetext to belocalized with a<cust om nane> specifying the text to belocalized when the artifact
typeis rendered.
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Add location specific text for an artifact type by adding a <cust om nane> to the artifact specifying the
locale and the text to use in that |ocation.

) Y ou can locate the localNames in your configuration at the following location:

http://host:port/soalsystinet/platformrestBasic/repository/sdm sdmConfi g. xni

3 Savesearch-configuration. xm.
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D Eclipse Plug-in Requirements

If you use a non-packaged version of Eclipse you may require a number of plug-ins.

Thefollowing sectionslist the plug-ins required by Systinet Plug-In for Eclipse for each supported version
of Eclipse:

* Eclipse 3.2.x Plug-in Requirements on page 74
 Eclipse 3.3.x Plug-in Requirements on page 75

» Eclipse 3.4.x Plug-in Requirements on page 75

Eclipse 3.2.x Plug-in Requirements
For Eclipse 3.2.x, Systinet Plug-In for Eclipse has dependencies on the following plug-ins:
« DTP SDK 0.9 (dtp-sdk_0.9.1.zip)
http://www.eclipse.org/datatool s/downl oads.php
* EMF SDO Runtime 2.2.0 (emf-sdo-runtime-2.2.0.zip)
http://www.eclipse.org/modeling/emf/downl oads/
* GEF Runtime 3.2 (GEF-runtime-3.2.zip)
http://archive.eclipse.org/tool s/gef/downl oads/drops/R-3.2-200606270816/
« WTP-R-1.5.0 (Wtp-R-1.5.0-200606281455.zip)
http://www.eclipse.org/webtool s/rel eases/1.5/

* XSD Runtime 2.2.0 (xsd-runtime-2.2.0.zip)
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http://www.eclipse.org/datatools/downloads.php
http://www.eclipse.org/modeling/emf/downloads/
http://archive.eclipse.org/tools/gef/downloads/drops/R-3.2-200606270816/
http://www.eclipse.org/webtools/releases/1.5/

http://www.eclipse.org/modeling/mdt/downl oads/ ?project=xsd
* JEM-SDK-1.2 (JEM-SDK-1.2.zip)
http://download.eclipse.org/tool s/'ve/downl oads/drops/R- 1.2-200606280938/

Install these plug-ins before installing Systinet Plug-In for Eclipse.

Eclipse 3.3.x Plug-in Requirements
For Eclipse 3.3.x, Systinet Plug-In for Eclipse has dependencies on the following plug-ins:
« DTPSDK 1.5 (dtp-sdk_1.5.zip)
http://www.eclipse.org/datatool s/downl oads.php
* EMF SDO Runtime 2.3.0 (emf-sdo-runtime-2.3.0.zip)
http://www.eclipse.org/modeling/emf/downl oads/
* GEF Runtime 3.3 (GEF-runtime-3.3.zip)
http://archive.eclipse.org/tool s/gef/downl oads/drops/R- 3.3-200706281000/index.php
« WTP 2.0 (wtp-R-2.0-200706260303.ip)
http://www.eclipse.org/webtool s/rel eases/2.0/
* XSD Runtime 2.3 (xsd-runtime-2.3.1.zip)
http://www.eclipse.org/modeling/mdt/downl oads/ ?project=xsd

Install these plug-ins before installing Systinet Plug-In for Eclipse.

Eclipse 3.4.x Plug-in Requirements
For Eclipse 3.4.x, Systinet Plug-In for Eclipse has dependencies on the following plug-ins:

* DTP SDK 1.6 (dtp-sdk_1.6.0.zip)
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http://www.eclipse.org/modeling/mdt/downloads/?project=xsd
http://download.eclipse.org/tools/ve/downloads/drops/R-1.2-200606280938/
http://www.eclipse.org/datatools/downloads.php
http://www.eclipse.org/modeling/emf/downloads/
http://archive.eclipse.org/tools/gef/downloads/drops/R-3.3-200706281000/index.php
http://www.eclipse.org/webtools/releases/2.0/
http://www.eclipse.org/modeling/mdt/downloads/?project=xsd

http://www.eclipse.org/datatool s/downl oads.php

* EMF SDO Runtime 2.4.0 (emf-runtime-2.4.0.zip, sdo-runtime-2.4.0.zip)
http://mwww.eclipse.org/modeling/emf/downl oads/

e GEF Runtime 3.4 (GEF-runtime-3.4.0.zip)
http://archive.eclipse.org/tool s/gef/downl oads/drops/

* WTP 3.0 (wtp-R-3.0-20080616152118a.zip)
http://www.eclipse.org/webtool s/

* XSD Runtime 2.4.0 (xsd-runtime-2.4.0.zip)
http://www.eclipse.org/modeling/mdt/downl oads/ ?project=xsd

Install these plug-ins before installing Systinet Plug-In for Eclipse.
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