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1 Read This First

Welcome to HP SOA Registry Foundation!

HP SOA Registry Foundation is the leading business service registry, providing discovery and publishing
of SOA business services. With full support for version 3 of the UDDI (Universal Description, Discovery
and Integration) standard, HP SOA Registry Foundation is a key component of a Service Oriented
Architecture (SOA).

This product documentation contains the following sections:

Read ThisFirst . Thisbook isrecommended for all readers. It provides a product overview, release notes,
product changes, the typographical conventions used throughout this guide.

Installation and Deployment Guide. Thisbook guidesyou through installing HP SOA Registry Foundation,
installing and setting up databases, and deploying HP SOA Registry Foundation to application servers.

User'sGuide. Thisbook describes how to manually maintain HP SOA Registry Foundation contents. All
basic functions of the Registry Console are discussed here.

Developer's Guide . Introduces the basics of creating extensions and client programsin HP SOA Registry
Foundation. The Developer's Guide also documents the HP SOA Registry Foundation demo suite.

Administrator's Guide . Explains HP SOA Registry Foundation's configuration and management, and
introduces the tools and utilities you will need to perform these tasks.

HP SOA Registry Foundation Features Overview

HP SOA Registry Foundationisthe only fully V' 3-compliant implementation of UDDI (Universal Description,
Discovery and Integration), and is a key component of a Service Oriented Architecture (SOA). HP SOA
Registry Foundation is an easy-to-use, standards-based mechanism for publishing and discovering Web
services and related resources like XML Schemas.



HP SOA Registry Foundation fully implementsthe OASISUDDI V3 standard. HP SOA Registry Foundation
can be deployed in ailmost any Java environment and works with all popular database systems. In addition,
the registry has been designed specifically for enterprise deployment and includes many advanced features
that make it easy to configure, deploy, manage and secure. HP SOA Registry Foundation is also easy to
customize to support different enterprise user communities.

HP SOA Registry Foundation extends the core UDDI V3 standard with unique functionality designed for
enterprise applications:

» Advanced Security alowsfor defining granular access control for registered components. Component
publisher can specify find, get, modify and delete access permissions for every published object.

e DataAccuracy & Quality enforcement mechanisms ensure that component registrations are accurate
and up-to-date. HP SOA Registry clearly defines responsibility for every registered component.

e Subscription & Natification for automatically notifying registry users about changes to components
that they depend on.

» Selective Replication among multiple registries allow for automated propagation between different
registries (for e.g. between internal and external registries).

e Taxonomy Management for enforcement of well-defined taxonomies.

» Powerful Management for granular control, logging and auditing of the publishing and discovery
processes.

* Performance & Scalability UDDI provides maximum performance and scalability by efficient
implementation of web services stack and database algorithms and by supporting of aload balancing
and clustering mechanism.

HP SOA Registry Foundation isaplatform-independent sol ution that can easy be deployedin awide variety
of settings. Theregistry can run either standal one or within an application server: Many application servers,
ranging from Tomcat to BEA WebLogic, IBM Websphere or JBoss are supported. HP SOA Registry
Foundation also unrivalled support for abroad set of database management systemsfor storing registrations
(e.g. Oracle, MS SQL Server, Sybase, IBM DB/2, PostgreSQL and HSQL). Crucially, HP SOA Registry
Foundation also integrates with both LDAP and Microsoft ActiveDirectory.



Release Notes

What's New

The Configurations in Database feature enables the simple configuration of cluster deployment. The
database can also hold ahistory of configuration files. The administration console enablesyou to display
differences between current and past configurations and stored configuration collections.

Replications are improved and more reliable.
Client certificate authentication (Two Way SSL) is supported.

IPv6 is supported except for literal addresses.

Known Issues

UDDI Version 3 Specification

The following parts of the UDDI Version 3 specification are not implemented:

Inter-Node operation - this part of the specification is not implemented.

Replication Specification - The Replication Specification describes the data replication process and the
programming interface required to achieve complete replication between UDDI Operatorsin the UBR
(Universal Business Registry ~ UDDI operator cloud). This part of the specification is mandatory for
members of the UBR and is not implemented.

Policy - The policy description is not defined.

Exclusive XML Canonicalization [http://www.w3.0rg/2001/10/xml-exc-c14n#] is used for
canonicalization of digital signatures. Schema-centric XML Canonicalization is not yet implemented.

UDDI Version 2 Specification

The following parts of the UDDI Version 2 specification are not implemented:

Operator Specification - This part of the specification is mandatory for members of the UBR and is
implemented with the exceptions described in this section.


http://www.w3.org/2001/10/xml-exc-c14n#

Custody transfer from version 2 is not implemented.

Replication Specification - The Replication Specification describes the data replication process and the
programming interface required to achieve complete replication between UDDI Operatorsin the UBR.
This part of the specification is mandatory for members of the UBR and is not implemented.

Database

Sybase ASE (Adaptive Server Enterprise) has alimit of 16 sub-selects for queries (SELECT ... FROM. ..
WHERE EXI STS (SELECT...)). Because of this limit, some more complex queries (such as find by category
bag with more keyed references) do not work.

There are the following caveats in data migration and backup:
« Deletion history for subscriptionsis not migrated and backed up.
e Custody transfer requests are not migrated and backed up.

We do not recommend installing HP SOA Registry Foundation with the HSQL database under IBM
Java 1.4.x since the installation may time out.

Other

Use of subj ect Al ternativeNane in certificatesis not yet supported. This has potential impact wherever
SSL isused and the secure host has more than one hostname. See WSDL Publishing below. The result
isajava. net. ssl . SSLExcepti on With a message that hostnames do not match.

Installation failsif the installation path contains non-ASCII characters,

Attempting to undeploy HP SOA Registry Foundation from an application server may appear to have
been successful but can leave fileslocked until the application server and its VM exit. This meansthan
an attempt to redeploy HP SOA Registry Foundation to the application server will fail because these
files exist and cannot be overwritten. A workaround is to restart the application server;

Selective One-way Replication has the following caveats:

»  Checked taxonomies are replicated as unchecked. Taxonomy datareplication and change of taxonomy
to checked must be done manually.



e Custody transfer requests are not replicated.

* Publisher assertions are not replicated.

LDAP
e Dynamic groupsin LDAP account backends are not processed.

e The approximateMatch find qualifier is not supported in LDAP account backends. Thereis no
wildcard that can represent any single character in the directory (LDAP or AD). %is mapped to *,
itisnot possible to map _.

e Groups from disabled domains are visible in the Registry Console.

Intranet identity association is not implemented; the system#intranet group is reserved for future use.

Password structure and length checking, expiration, checking of repeated failed logins and |P mask
restriction are not implemented.

The Signer tool does not support the refresh operation. If you start the Signer and then modify a UDDI
structure, you must restart the Signer Tool.

The Setup tool throws an exception when you try to configure registry ports on HP SOA Registry
Foundation that are not connected to a database. The exception does not affect the port configuration.

WSDL Publishing:
e Unable to unpublish unreachable WSDLs in Registry Console.

e PublishingaWSDL at aURL that hashttps as protocol may fail because the server certificate uses
Subj ect Al t er nat i veNane to specify alternative hostnames. Thisis not yet supported as noted above.
The result may be awsbLExcept i on with fault code | NvALI D wsDL but the underlying causeisin fact a
java. net. ssl . SSLExcept i on With a message that hostnames do not match.

If you change the HP SOA Registry Foundation configuration using the Setup tool, demo datais always
imported the registry database.



Change Log

Systinet Registry 6.5

Business Service Console:

The Home tab has been redesigned as a dashboard of the most frequently used features;

Context menus for Catalog tree - right click to display the set of operations allowed on the selected
entity type;

The user interface now only displays links for actions that the user has permission to perform;
Quick search - the user can search all data structures by keyword;

The navigation panel on the left-hand side of the Catalog and Reports tabs can be hidden, with a
mouse click or Alt-Q;

Duplicate scrollbars have been eliminated from the UI;

Entitiesin the BSC:

When viewing entity details, anew System | nfo tab providesinformation about the owner, creation
and modification dates and UDDI keys;

Custom Entity Types - an administrator can define a new entity type based on a UDDI entity type
and a specific categorization. For example, a"Policy" can be atModel (UDDI type) with a
keyedReference to uddi : schemas. xni soap. or g: pol i cyt ypes: 2003_03 with "policy” asthe keyValue.
Custom types are added seamlessly to the Catal og tree and Reports tab;

References between entities - it is possible to create and browse references between entities. The
user can view all references from the current entity to other entities and find all entities which refer
to the current entity;

Configurable Searches - an administrator can configure the search dialog for an entity type by
changing the appropriate categorization;
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Localization - the registry console and Business Service Console are prepared for localization to other
languages;

Publishing Services:

e A user can publish aservice from aWSDL document stored on aweb server requiring HTTP Basic
authentication;

e The performance of WSDL to UDDI publishing has been improved;

Server-Side Devel opment:

e Business Services Console Framework - enhancements to support customization and integration.

Systinet Registry 6.0

Business Service Console - The functionality of the Business Service Console has been extended in the
following areas:

e Approval Process - The approval process has been implemented in the Business Service Console
for requestors and approvers. Requestors can create and submit requests, manage their requests, and
clone requests to the request work area. Requestors can aso send reminders to their approvers.
Approvers can approvelreject requests and view approval histories.

e Subscriptions and Notifications - The Business Service Console allows you to create and manage
subscriptions for monitoring new, changed, and deleted entities. The following entities can be
monitored: providers, services, interfaces, and endpoints, aswell as resources (WSDL, XML, XSD
and XSLT).

e User Profiles - Systinet Registry contains alist of predefined user profiles which differ in which
main menu tabs will be available to them. Each user profile also contains a definition of default
formats for result views. The registry administrator can adjust these user profiles.

* Reports are based on taxonomic classifications.

* Paging and large results set support - The Business Service Console supports paging for displaying
large result sets. The maximum number of pages and number or rows per page can be configured
for each component.
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e Overal performance of the Business Service Console has been increased by Business Service
Console framework optimization.
Approval Process

e Changed terminology from 5.5 - the staging registry has been renamed to publication registry; the
production registry has been renamed to discovery registry.

« New installation/configuration scenarios have been added. The approval process can beinstalled
with multiple publication registries and the approval process can be performed in multiple steps.

Backup functionality - Backup functionality allows you to save the Systinet Registry data and
configuration to a filesystem directory. Later the backup data can serve for afull restore of HP SOA
Registry data and configuration.

Documentation
e Introduction to HP SOA Registry Foundation

e Accessing UDDI from Developer Tools

Systinet Registry 5.5

Business Service Console - Using the Business Service Console, devel opers, architects and business
users can browse the various perspectives of the Systinet Business Services Registry including business-
relevant classifications such as service and interface lifecycle, compliance or operational/readiness
status. They can browse information through business-relevant abstractions of SOA information such
as schemas, interface local names or namespaces. The Business Service Console also provides easy to
use and customizable publication wizards.

Advanced query capabilities- Range Queries- users can search for UDDI structuresusing >,< operators
when searching by categories.

Taxonomy management
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Taxonomy management has been enhanced by drag and drop taxonomy structure editing. Y ou can
move acategory item in the taxonomy hierarchy without de-associating it with current UDDI entities
categorized with thisitem’svalue.

Administrators can edit an enterprise taxonomy list. Users can edit their lists of favorite taxonomies.

e Mapping resources. New publishing wizards and APls. The WSDL2UDDI publishing wizard and API
have been enhanced. New wizards and APIs for publishing of resources have be been created.

Publish aWSDL document
Publish an XML document
Publish an XML schema document

Publish an XSL Transformation

Systinet Registry 5.0

* UDDI Multi-version Registry

UDDI Version 3 Registry - Implementation of the UDDI Version 3 Specification - Committee
Specification v3.0.1

UDDI Version 2 Registry - Implementation of the UDDI Version 2 Specifications- OASIS Standard

UDDI Version 1 Registry - Implementation of the UDDI Version 1 Specifications - contributed

e WSDL Publishing - Implementation of Using WSDL inaUDDI Registry, Version 2.0 [http://www.oasis-
open.org/committees/uddi-spec/doc/tn/uddi-spec-tc-tn-wsdl-v200-20031104.htm] for UDDI Version 2
and Version 3

e Access Control - Allows definition of granular access control for registered components. Component
publisher can specify find, get, modify, and delete access permissions for every published object.

* Account and Group Management - Allows management of user's account and groups.
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External AccountsIntegration - Allowsintegration of theregistry with custom account storagesincluding
three integration scenarios with LDAP.

Taxonomy Management and Validation - Allows administrator to create, download, upload, browse and
manage taxonomies.

Approval Process - component promotion and approval mechanismsfor promoting components between
development, staging, and production environments.

Selective One-way Replication - Replication based on subscription-notification mechanism. An
asynchronous subscription listener listens to incoming subscription data from a master registry.

Registry Console - User-friendly Ul enables user to query and publish the registry, manage user's account
and provide various administration tasks.

Administration Tools

e GUI Setup and Administration Tool - Allows administrator to set up, port, and configure the registry;
create and drop the registry database; and migrate data from other registry databases.

e Web Administration Console - Allows administrator to configure and manage registry permissions,
data, and users; configure replications; and view registry access statistics.

Support for leading database enginesincluding Oracle, MS SQL 2000 or 2005, IBM DB2, PostgreSQL,
Sybase, Hypersonic SQL. Systinet Registry contains both a bundled and a pre-configured Hypersonic
SQL 1.7.1 database.

Support for application servers - Systinet Registry supports BEA WebL ogic and Apache Tomcat
application servers.

Client Libraries - Thisdistribution includes UDDI Version 1,UDDI Version 2, and UDDI Version 3
account, groups, and permissions management, taxonomy management, approval, administration and
configuration clients with generated javadocs.

Open Server-Sde Architecture
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e Registry Integration and Embedding - Developers can directly access instances of registry APIs,
run custom classes inside the registry, create custom login modules, and write custom integration
with external accounts and groups storages.

* Registry Extensions - Developers can write their own extension services, create and use external
and internal validation services, write custom interceptorsto intercept registry messages, customize
the approval process, and customize or create their own Registry Console using asupplied JSP Web
Framework.

WASP UDDI 4.6

» Evauation License Enforcement M echanism - evaluation version of WASP UDDI requires an evaluation
license

* Integration with LDAP/MS Active Directory - WASP UDDI; accounts able to integrate with legacy
systems using WA SP Userstore

e Approval Process - staging-production pattern used to approve data stored in the registry;
» Direct accessto back-end services- WASP UDDI servicesimplementations are now directly accessible
e Administration

e configuration is now transparent for clustered installations

« selected elementsin configuration file can be signed to avoid their changes

e created registry privileged users - extended administrators

e admin and superuser able to switch to different user identity

» Localization - support for easier localization.
e Wildcards - selected databases support wildcard queries.
e Demos - demos simplified and refactored.

* WSDL Best Practice - Using WSDL in aUDDI Registry, Version 2.0 Technical Note supported.
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UDDI Client
Operation timeout can be set per request.
Serialization of UDDI API structures from/to XML file, DOM, String.

Distribution contains the new UDDI client to be used in future releases of WASP UDDI.

WASP UDDI 4.5.2

Bugfixes - Fixes of magjor bugs found after 4.5 and 4.5.1 releases
New application servers - Sun ONE Application Server 7

Taxonomies- Added possihility to configure all combinations of tModel Key and keyName, and keyVaue
(tModelKey and keyName; tModelKey and keyV alue; and tModel K ey, keyName, and keyV alue) when
searching for specific taxonomies by keyedReferences.

Administration - Added cleaner for account audit and subscriptions

WASP UDDI 4.5.1

Runtime - Used WASP Server for Java, 4.5.1 runtime.

Database schema - Database schemas changed to reflect optimizations.

Performance optimizations - Improved performance for high load of datain database.

New application servers - WebSphere 5.0, JBoss 3.0.4, BEA WebLogic 6.1 SP3, BEA WebLogic 7.0.
Database installation - Added database installation to WASP UDDI installation.

GUI database tool - New database tool for database creation, delete and migration.

Security Enhancements - Security enhanced with:

e password structure and length checking

e password/account expiration
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» repeated failed logins checking

* accessto configuration access can be restricted by |P mask

WASP Secure |dentity - Integration with WASP Secure Identity is not supported any more.
Web Interface look and feel - New web interface look and feel used.

Support for NT service - WASP UDDI can be now run as NT service.

WASP UDDI 4.5

Hypersonic SQL - Embedded Hypersonic SQL 1.7.1 database. New demo database pre-configured for
evaluation purposes.

GUI Upgrade - New graphical upgrade of both registry and database.
Taxonomy refactoring - Taxonomy publication and validation refactored.
e Added new TaxonomyAdminApi for taxonomy administration.

e Changed specification of taxonomy compatibility

e Unified definition of validation services as specified in Providing a Taxonomy for Usein UDDI
Version 2.

e Created Validation Plug-insto alow creation of custom taxonomy validators.
Change UUID - UUIDs can be now changed for all UDDI basic data structures (businessEntity,
businessService, bindingTemplate, tModel) using AdminTool Api

Category dependencies - New tModel systinet-org:dependency introduced to allow specification of
dependencies between UDDI entities.

Other API Changes:

e UDDIProxy - added save wsdlTmodel methods
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e find_relatedServices extended with fromServiceKey and toServiceK ey

Demos - Created new demos structure.
Database schema - Database schemas changed to reflect new features.
GUI Installation - New graphical installation.

Subscriptions - Allows client to subscribe for changes of any UDDI entitiesthat occur in WASP UDDI.
There are two basic ways how the subscription is used: asynchronous notification and synchronous pull
subscription.

WASP UDDI Interceptor API - The UDDI interceptor allows implementing customized handling of
UDDI requests and responses.

Selective One Way Replication - Replication based on subscription-notification mechanism. An
asynchronous subscription listener listens to incoming subscription data from a master registry.

UDDI Errata - Incorporated last erratafrom UDDI.org
» UDDI Version 2.04 API

« UDDI Version 2.03 Data Structure Reference

API Extensions - Extended Inquiry Extensions merged with Access Control API and enhanced with:
e new assertion related API calls
e enhanced wsdl related API calls

e added categoryBag into bindingTemplate and related API calls extended with categoryBag

Administration - Configurable direct deletion of tModels.

WASP UDDI 4.0

InstallShield - Graphical installation tool, Install Shield added.
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e PointBase - Support for PointBase 4.3 database added.

* Oracle9i - Oracle 9i AS (OCA4J) deployment added.

» Disabled Runtime Services - System services removed from WASP UDDI runtime.
» Extended installation - Installation extended with security providers configuration.
*  Web interface design changed - Improved the look and feel of the web interface.

* JDK 1.4 Support - WASP UDDI now support Sun's implementation of JDK 1.4.

e Deployment - BEA WebL ogic, IBM WebSphere, Orion, Tomcat deployment scripts and documentation
included.

e Taxonomy and Validation - Additional Taxonomy and Validation services integrated into the web
interface.

Supported Platforms
HP SOA Registry Foundation 6.63 has been tested on the following platforms.
e Operating systems:
* RedHat Enterprise 4.0 and 5.0 [http://www.redhat.com]
e Solaris 10 [http://www.sun.com/software/sol aris/]
e Windows 2003 Server [http://www.microsoft.com/windows2003/]
e Windows 2008 Server [http://www.microsoft.com/windowsserver2008]
e AIX 5.3 [http://www-1.ibm.com/serverdaix/]
e Suse Linux Enterpise Server 10 [http://www.suse.com/]

*  HPUX 11.23 and 11.31 (Itanium) [http://docs.hp.com/]

e JDKs:
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e Sun 1.5.0 [http://java.sun.com/j 2se/]
*  BEA JRockit 1.5 (for BEA WebL ogic deployment only)
e IBM Javal.5 (for IBM WebSphere deployment only)

« HPJIK 15

Databases:
e Oracle 10g [http://www.oracle.com]
e Microsoft SQL Server 2005 [http://www.microsoft.com/sgl/default.asp]

e DB29.1 [http://www.ibm.com/software/data/db2/]

LDAP:
e Sun One Directory Server 5.2 [http://www.sun.com]
e Microsoft Active Directory (Windows 2003 Server) [http://www.microsoft.com]

e Microsoft Active Directory (Windows 2008 Server) [http://www.microsoft.com]

Application Servers:

e BEAWebLogic 9.2, and 10.0 [http://www.bea.com]

e IBM WebSphere 6.1 [http://www.ibm.com/software/infol/websphere/index.jsp]
e Oracle Application Server 10.1.3.3 and 10.1.3.4 [http://www.oracle.com]

e JB0ss4.2.2 and 4.3.0 [http://www.jboss.org]

Browsers:

e Microsoft Internet Explorer 6.0 and 7.0

20


http://java.sun.com/j2se/
http://www.oracle.com
http://www.microsoft.com/sql/default.asp
http://www.ibm.com/software/data/db2/
http://www.sun.com
http://www.microsoft.com
http://www.microsoft.com
http://www.bea.com
http://www.ibm.com/software/info1/websphere/index.jsp
http://www.oracle.com
http://www.jboss.org

e Firefox 2.0and 3.0

Specifications

HP SOA Registry Foundation conforms to the following specifications:

UDDI Specifications [http://uddi.org/specification.html]

UDDI Version 1 Specification [http://www.oasi s-open.org/committees/uddi-
spec/doc/contribs.htm#uddivl]

UDDI Version 2 Specification [ http://www.oas s-open.org/committees/uddi-spec/doc/tcspecs. htm#uddiv2)
UDDI Version 3 Specification [ http://www.o0as s-open.org/committees/uddi-spec/doc/tespecs. htm#uddiv3]

Technical Note Using WSDL in aUDDI Registry, Version 2.0 [http://www.oasis-
open.org/committees/uddi -spec/doc/tn/uddi-spec-tc-tn-wsdl-v2.htm]
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Document Conventions

This document uses the following typographical conventions:

run.bat make

Script name or other executable command plus mandatory arguments.

[--help]

Command-line option.

either | or

Choice of arguments.

repl ace_val ue

Command-line argument that should be replaced with an actual value.

{argl | arg2}

Choice between two command-line arguments where one or the other is
mandatory.

rmdir /S /Q SystenB2

User input.

C:\ Systemi ni

Filenames, directory names, paths and package names.

a. append(b);

Program source code.

server. Version

Inline Java class name.

get Versi on() Inline Java method name.

Shift+N Combination of keystrokes.

Service View Label, word, or phrasein a GUI window, often clickable.
OK Button in auser interface.

New - Service

Menu option.
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Documentation Updates

This guide's title page contains the following identifying information:

» Software version number, which indicates the software version.

e Document release date, which changes each time the document is updated.

» Software release date, which indicates the release date of this version of the software.

To check for recent updates, or to verify that you are using the most recent edition of a document, go to:
http://h20230.www2.hp.com/selfsolve/manuals

Thissite requiresthat you register for an HP Passport and sign-in. To register for an HP Passport ID, go to:
http://h20229.www?2.hp.com/passport-r egistr ation.html

Or click the New users - pleaseregister link on the HP Passport login page.

You will also receive updated or new editions if you subscribe to the appropriate product support service.
Contact your HP sales representative for details.
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Support

You can visit the HP Software Support Web site at:

http://ww.hp.com/go/hpsoftwar esupport

HP Software Support Online provides customer self-solve capabilities. It provides afast and efficient way
to accessinteractive technical support tools needed to manage your business. Asavalued support customer,
you can benefit by using the HP Software Support web site to:

Search for knowledge documents of interest

Submit and track support cases and enhancement requests
Download software patches

Manage support contracts

Look up HP support contacts

Review information about available services

Enter into discussions with other software customers

Research and register for software training

Most of the support areas require that you register as an HP Passport user and sign in. Many also require a
support contract.

To find more information about access levels, go to:

http://h20230.www2.hp.com/new_access levelsjsp

To register for an HP Passport ID, go to:

http://h20229.www2.hp.com/passpor t-registr ation.html
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Legal
Third Party Licenses
HSQLDB License

Copyright (c) 1995-2000, The Hypersonic SQL Group. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided
that the following conditions are met:

Redistributions of source code must retain the above copyright notice, thislist of conditionsand the following
disclaimer.

Redistributionsin binary form must reproduce the above copyright notice, thislist of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of the Hypersonic SQL Group nor the names of its contributors may be used to endorse
or promote products derived from this software without specific prior written permission.

THISSOFTWARE ISPROVIDED BY THE COPYRIGHT HOLDERSAND CONTRIBUTORS"ASIS!
AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE
IMPLIED WARRANTIESOF MERCHANTABILITY AND FITNESSFOR A PARTICULAR PURPOSE
AREDISCLAIMED. INNOEVENT SHALL THE HY PERSONIC SQL GROUP, OR CONTRIBUTORS
BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR
CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF
SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN
CONTRACT, STRICT LIABILITY,ORTORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING
IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY
OF SUCH DAMAGE.

This software consists of voluntary contributions made by many individuals on behalf of the Hypersonic
SQL Group.

For work added by the HSQL Development Group:

Copyright (c) 2001-2004, The HSQL Development Group All rights reserved.
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Redistribution and use in source and binary forms, with or without modification, are permitted provided
that the following conditions are met:

Redistributions of source code must retain the above copyright notice, thislist of conditionsand thefollowing
disclaimer.

Redistributionsin binary form must reproduce the above copyright notice, thislist of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

Neither the name of the HSQL Devel opment Group nor the names of its contributors may be used to endorse
or promote products derived from this software without specific prior written permission.

THIS SOFTWARE ISPROVIDED BY THE COPYRIGHT HOLDERSAND CONTRIBUTORS"ASIS'
AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE
IMPLIED WARRANTIESOF MERCHANTABILITY AND FITNESSFOR A PARTICULAR PURPOSE
ARE DISCLAIMED. IN NO EVENT SHALL HSQL DEVELOPMENT GROUP, HSQLDB.ORG, OR
CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL,
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO,
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS,
OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY,
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR
OTHERWISE) ARISING INANY WAY OUT OF THE USE OF THISSOFTWARE, EVEN IFADVISED
OF THE POSSIBILITY OF SUCH DAMAGE.

The Apache XML License, Version 1.1
The Apache Software License, Version 1.1
Copyright (c) 1999-2000 The Apache Software Foundation. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided
that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, thislist of conditions and the
following disclaimer.

2. Redigtributions in binary form must reproduce the above copyright notice, thislist of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.
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3. The end-user documentation included with the redistribution, if any, must include the following
acknowledgment: "This product includes software devel oped by the Apache Software Foundation
(http://lwww.apache.org/)." Alternately, this acknowledgment may appear in the software itself, if and
wherever such third-party acknowledgments normally appear.

4. Thenames" Xerces' and " Apache Software Foundation" must not be used to endorse or promote products
derived from this software without prior written permission. For written permission, please contact
apache@apache.org.

5. Products derived from this software may not be called " Apache”, nor may "Apache" appear in their name,
without prior written permission of the Apache Software Foundation.

THIS SOFTWARE ISPROVIDED "ASIS" AND ANY EXPRESSED OR IMPLIED WARRANTIES,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY
AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE
APACHE SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT,
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES(INCLUDING,
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODSOR SERVICES; LOSSOF USE,
DATA, ORPROFITS; ORBUSINESSINTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY
OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING
NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Thissoftware consists of voluntary contributions made by many individualson behalf of the A pache Software
Foundation and was originally based on software copyright (¢) 1999, International Business Machines, Inc.,
http://www.ibm.com. For more information on the Apache Software Foundation, please see
<http://www.apache.org/>.

Apache Jakarta License, Version 1.1

The Apache Software License, Version 1.1
Copyright (c) 1999 The Apache Software Foundation. All rights reserved.
Redistribution and use in source and binary forms, with or without modification, are permitted provided

that the following conditions are met:
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1. Redistributions of source code must retain the above copyright notice, thislist of conditions and the
following disclaimer.

2. Redigtributions in binary form must reproduce the above copyright notice, thislist of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. The end-user documentation included with the redistribution, if any, must include the following
acknowlegement: "This product includes software devel oped by the Apache Software Foundation
(http://www.apache.org/)." Alternately, this acknowlegement may appear in the software itself, if and
wherever such third-party acknowlegements normally appear.

4. The names "The Jakarta Project”, "Tomcat", and "Apache Software Foundation" must not be used to
endorse or promote products derived from this software without prior written permission. For written
permission, please contact apache@apache.org.

5. Products derived from this software may not be called " Apache" nor may "Apache" appear intheir names
without prior written permission of the Apache Group.

THIS SOFTWARE ISPROVIDED “ASIS' AND ANY EXPRESSED OR IMPLIED WARRANTIES,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY
AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE
APACHE SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT,
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING,
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODSOR SERVICES; LOSSOF USE,
DATA, ORPROFITS; ORBUSINESSINTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY
OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING
NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Thissoftware consists of voluntary contributions made by many individuals on behalf of the A pache Software
Foundation. For moreinformation on the A pache Software Foundation, please see <http://www.apache.org/>.

CUP Parser Generator
CUP Parser Generator Copyright Notice, License, and Disclaimer

Copyright 1996-1999 by Scott Hudson, Frank Flannery, C. Scott Ananian
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Permission to use, copy, modify, and distribute this software and its documentation for any purpose and
without fee is hereby granted, provided that the above copyright notice appear in al copies and that both
the copyright notice and this permission notice and warranty disclaimer appear in supporting documentation,
and that the names of the authors or their employers not be used in advertising or publicity pertaining to
distribution of the software without specific, written prior permission.

The authors and their employers disclaim all warranties with regard to this software, including all implied
warranties of merchantability and fitness. In no event shall the authors or their employers be liable for any
special, indirect or consequential damages or any damages whatsoever resulting from loss of use, data or
profits, whether in an action of contract, negligence or other tortious action, arising out of or in connection
with the use or performance of this software.

Jetty License, Version 3.6
Jetty License

Revision: 3.6

Preamble:

Theintent of this document is to state the conditions under which the Jetty Package may be copied, such
that the Copyright Holder maintains some semblance of control over the development of the package, while
giving the users of the package theright to use, distribute and make reasonable modificationsto the Package
in accordance with the goals and ideals of the Open Source concept as described at
http://www.opensource.org.

It isthe intent of thislicense to allow commercia usage of the Jetty package, so long as the source codeis
distributed or suitable visible credit given or other arrangements made with the copyright holders.

Definitions:

- "Jetty" refersto the collection of Javaclassesthat are distributed asaHT TP server with servlet capabilities
and associated utilities.

- "Package" refersto the collection of files distributed by the Copyright Holder, and derivatives of that
collection of files created through textual modification.

- "Standard Version" refersto such aPackageif it has not been modified, or has been modified in accordance
with the wishes of the Copyright Holder.
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- "Copyright Holder" is whoever is named in the copyright or copyrights for the package.
Mort Bay Consulting Pty. Ltd. (Austraia) is the "Copyright Holder" for the Jetty package.
-"You" isyou, if you're thinking about copying or distributing this Package.

- "Reasonabl e copying fee" iswhatever you can justify on the basis of mediacost, duplication charges, time
of peopleinvolved, and so on. (You will not be required to justify it to the Copyright Holder, but only to
the computing community at large as a market that must bear the fee.)

- "Freely Available" means that no feeis charged for the item itself, though there may be feesinvolved in
handling the item. It a'so means that recipients of the item may redistribute it under the same conditions
they received it.

0. The Jetty Packageis Copyright (c) Mort Bay Consulting Pty. Ltd. (Australia) and others. Individual files
in this package may contain additional copyright notices. The javax.servlet packages are copyright Sun
Microsystems Inc.

1. The Standard Version of the Jetty package is available from http://www.mortbay.com.

2. Y ou may make and distribute verbatim copies of the source form of the Standard V ersion of this Package
without restriction, provided that you include this license and all of the original copyright notices and
associated disclaimers.

3. You may make and distribute verbatim copies of the compiled form of the Standard Version of this
Package without restriction, provided that you include this license.

4. You may apply bug fixes, portability fixes and other modifications derived from the Public Domain or
from the Copyright Holder. A Package modified in such away shall still be considered the Standard Version.

5. Y ou may otherwise modify your copy of this Package in any way, provided that you insert a prominent
notice in each changed file stating how and when you changed that file, and provided that you do at |east
ONE of the following:

a) Place your modifications in the Public Domain or otherwise make them Freely Available, such as by
posting said modifications to Usenet or an equivalent medium, or placing the modifications on a major
archive site such as ftp.uu.net, or by allowing the Copyright Holder to include your modificationsin the
Standard Version of the Package.
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b) Use the modified Package only within your corporation or organization.

¢) Rename any non-standard classes so the names do not conflict with standard classes, which must also
be provided, and provide a separate manual page for each non-standard class that clearly documents how
it differs from the Standard Version.

d) Make other arrangements with the Copyright Holder.

6. Y ou may distribute modifications or subsets of this Package in source code or compiled form, provided
that you do at least ONE of the following:

a) Distributethislicenseand all original copyright messages, together with instructions (in the about dial og,
manual page or equivalent) on where to get the complete Standard Version.

b) Accompany the distribution with the machine-readable source of the Package with your modifications.
The modified package must include this license and al of the original copyright notices and associated
disclaimers, together with instructions on where to get the complete Standard Version.

c) Make other arrangements with the Copyright Holder.

7. You may charge a reasonable copying fee for any distribution of this Package. Y ou may charge any fee
you choose for support of this Package. Y ou may not charge afee for this Package itself. However, you
may distribute this Package in aggregate with other (possibly commercial) programs as part of alarger
(possibly commercial) software distribution provided that you meet the other distribution reguirements of
thislicense.

8. Input to or the output produced from the programs of this Package do not automatically fall under the
copyright of this Package, but belong to whomever generated them, and may be sold commercialy, and
may be aggregated with this Package.

9. Any program subroutines supplied by you and linked into this Package shall not be considered part of
this Package.

10. The name of the Copyright Holder may not be used to endorse or promote products derived from this
software without specific prior written permission.

11. Thislicense may change with each release of a Standard Version of the Package. Y ou may choose to
use the license associated with version you are using or the license of the latest Standard Version.

31



12. THISPACKAGE ISPROVIDED "ASIS' AND WITHOUT ANY EXPRESS OR IMPLIED
WARRANTIES, INCLUDING, WITHOUT LIMITATION, THE IMPLIED WARRANTIES OF
MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.

13. If any superior law implies awarranty, the sole remedy under such shall be, at the Copyright Holders
option either a) return of any price paid or b) use or reasonabl e endeavoursto repair or replace the software.

14. Thislicense shall be read under the laws of Australia.
W3C Software Notice and License
W3C(C) SOFTWARE NOTICE AND LICENSE

Copyright (C) 1994-2002 World Wide Web Consortium, (Massachusetts Institute of Technology, Institut
National de Recherche en Informatique et en Automatique, Keio University). All Rights Reserved.
http://www.w3.0rg/Consortium/L egal/

This W3C work (including software, documents, or other related items) is being provided by the copyright
holders under the following license. By obtaining, using and/or copying thiswork, you (the licensee) agree
that you have read, understood, and will comply with the following terms and conditions:

Permission to use, copy, modify, and distribute this software and its documentation, with or without
modification, for any purpose and without fee or royalty is hereby granted, provided that you include the
following on ALL copies of the software and documentation or portions thereof, including modifications,
that you make:

The full text of this NOTICE in alocation viewable to users of the redistributed or derivative work. Any
pre-existing intellectual property disclaimers, notices, or terms and conditions. If none exist, a short notice
of the following form (hypertext is preferred, text is permitted) should be used within the body of any
redistributed or derivative code: "Copyright (C) [$date-of-software] World Wide Web Consortium,
(Massachusetts I nstitute of Technology, Institut National de Recherche en Informatique et en Automatique,
Keio University). All Rights Reserved. http://www.w3.org/Consortium/Legal /"

Notice of any changes or modifications to the W3C files, including the date changes were made. (We
recommend you provide URIs to the location from which the code is derived.)

THIS SOFTWARE AND DOCUMENTATION ISPROVIDED "ASIS," AND COPYRIGHT HOLDERS
MAKE NO REPRESENTATIONS OR WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT
NOT LIMITED TO, WARRANTIESOF MERCHANTABILITY ORFITNESSFORANY PARTICULAR
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PURPOSE OR THAT THE USE OF THE SOFTWARE OR DOCUMENTATION WILL NOT INFRINGE
ANY THIRD PARTY PATENTS, COPYRIGHTS, TRADEMARKS OR OTHER RIGHTS.

COPYRIGHT HOLDERSWILL NOT BE LIABLE FOR ANY DIRECT, INDIRECT, SPECIAL OR
CONSEQUENTIAL DAMAGES ARISING OUT OF ANY USE OF THE SOFTWARE OR
DOCUMENTATION.

The name and trademarks of copyright holders may NOT be used in advertising or publicity pertaining to
the software without specific, written prior permission. Title to copyright in this software and any associated
documentation will at all times remain with copyright holders.

Xalan, Version 2.5.1
The Apache Software License, Version 1.1
Copyright (c) 1999-2003 The Apache Software Foundation. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided
that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, thislist of conditions and the
following disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, thislist of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. The end-user documentation included with the redistribution, if any, must include the following
acknowledgment: "This product includes software devel oped by the Apache Software Foundation
(http://lwww.apache.org/)." Alternately, this acknowledgment may appear in the software itself, if and
wherever such third-party acknowledgments normally appear.

4. Thenames"Xaan" and "Apache Software Foundation" must not be used to endorse or promote products
derived from this software without prior written permission. For written permission, please contact
apache@apache.org.

5. Products derived from this software may not be called " Apache”, nor may "Apache" appear in their name,
without prior written permission of the Apache Software Foundation.
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THIS SOFTWARE ISPROVIDED "ASIS' AND ANY EXPRESSED OR IMPLIED WARRANTIES,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY
AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE
APACHE SOFTWARE FOUNDATION OR ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT,
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES(INCLUDING,
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODSOR SERVICES; LOSSOF USE,
DATA, ORPROFITS; ORBUSINESSINTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY
OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING
NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Thissoftware consists of voluntary contributions made by many individuals on behalf of the A pache Software
Foundation and was originally based on software copyright (c) 1999, L otus Devel opment Corporation.,
http://www.lotus.com. For more information on the Apache Software Foundation, please see
<http://www.apache.org/>.

XML Pull Parser for Java, 1.1.1

Indiana University Extreme! Lab Software License

Version1.1.1

Copyright (c) 2002 Extreme! Lab, Indiana University. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided
that the following conditions are met:

1. Redistributions of source code must retain the above copyright notice, thislist of conditions and the
following disclaimer.

2. Redistributions in binary form must reproduce the above copyright notice, thislist of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

3. The end-user documentation included with the redistribution, if any, must include the following
acknowledgment:

"This product includes software developed by the Indiana University Extreme! Lab
(http://www.extreme.indiana.edu/)."
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Alternately, this acknowledgment may appear in the software itself, if and wherever such third-party
acknowledgments normally appear.

4. The names "Indiana Univeristy" and "Indiana Univeristy Extreme! Lab" must not be used to endorse or
promote products derived from this software without prior written permission. For written permission,
please contact http://www.extreme.indiana.edu/.

5. Products derived from this software may not use " Indiana Univeristy" name nor may "IndianaUniveristy"
appear in their name, without prior written permission of the Indiana University.

THIS SOFTWARE ISPROVIDED "ASIS' AND ANY EXPRESSED OR IMPLIED WARRANTIES,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY
AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE
AUTHORS, COPYRIGHT HOLDERS OR ITSCONTRIBUTORS BE LIABLE FOR ANY DIRECT,
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES(INCLUDING,
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODSOR SERVICES; LOSSOF USE,
DATA, ORPROFITS; ORBUSINESSINTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY
OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING
NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE,
EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

Unix crypt(3C) utility
Copyright © 1996 Aki Y oshida. All rights reserved.

Permission to use, copy, modify and distribute this software for non-commercia or commercial purposes
and without fee is hereby granted provided that this copyright notice appearsin all copies.

Notices
Legal Notices
Warranty

The only warranties for HP products and services are set forth in the express warranty statements
accompanying such products and services. Nothing herein should be construed as constituting an additional
warranty. HP shall not be liable for technical or editorial errors or omissions contained herein.

Theinformation contained herein is subject to change without notice.
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Restricted Rights Legend

Confidential computer software. Valid license from HP required for possession, use or copying. Consistent
with FAR 12.211 and 12.212, Commercial Computer Software, Computer Software Documentation, and
Technical Datafor Commercia Items are licensed to the U.S. Government under vendor's standard
commercial license.

Third-Party Web Stes

Mercury provides links to external third-party Web sites to help you find supplemental information. Site
content and availability may change without notice. Mercury makes no representations or warranties
whatsoever as to site content or availability.

Copyright Notices
© Copyright 2001-2009 Hewlett-Packard Development Company, L.P.
Trademark Notices

Java™ isaUS trademark of Sun Microsystems, Inc. Microsoft®, Windows® and Windows XP® are U.S.
registered trademarks of Microsoft Corporation. IBM®, AIX® and WebSphere® are trademarks or registered
trademarks of International Business Machines Corporation in the United States and/or other countries.
BEA® and WebL ogic® are registered trademarks of BEA Systems, Inc.

Acknowledgements

This product includes software devel oped by the Apache Software Foundation (http://www.apache.org).
This product includes code licensed from RSA Data Security (http://www.rsasecurity.com).

This product includes software devel oped by jGuru.com (Magel ang Institute) (http://www.jGuru.com).
This product includes Antlr (http://www.antlr.org).

This product contains components derived from software devel oped by the Indiana University Extreme!
Lab (http://www.extreme.indiana.edu).

The Standard Version of the Jetty package is available from http://www.mortbay.com.
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2 Installation Guide

HP SOA Registry Foundation may be installed using the following scenarios:

Standalone Registry

Thisisthedefault install ation scenario; under it the HP SOA Registry Foundation server isinstalled
on alocal machine and connectsto alocal or external registry database. To perform a standalone
installation, follow theinstructions at | nstallation on page 40. For more configuration information,
refer to Server Configuration on page 85 and Database | nstallation on page 91.

Deployed to an Application Server

Theinstalled standalone HP SOA Registry Foundation server may be deployed to several application
servers. To deploy HP SOA Registry Foundation to an application server, perform the standalone
installation as described in Installation on page 40 and then follow the instructions in Deployment
to an Application Server on page 147.

Standaloneregistry with data migration

In this case, a standalone installation is performed and data is migrated to it from a previous
installation of HP SOA Registry Foundation. Follow the instructionsin Migration on page 195.

External AccountsIntegration

HP SOA Registry Foundation server may be optionally configured to use external accountson an
LDAP or other account store. It is possible to set up external accounts integration during database
installation. For more information, please see Database Installation on page 91 and External
Accounts Integration on page 114

Registry cluster
A UDDI cluster isagroup of UDDI registries deployed on multiple servers possibly with aclustered
database in the back-end. Load balancing is used to distribute requests amongst HP SOA Registry
Foundation serversto get the optimal load distribution. Standalone Registry or registry deployed

to an application server could be configured to cluster with instructions in Cluster Configuration
on page 173
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Support for Windows NT service and Unix Daemon

HP SOA Registry Foundation can be run asaservice on Windows 2000/X P. Support for NT service
installation isinstalled by default on Windows servers, seeinstructionsin NT Service Support on
page 210. Also, HP SOA Registry Foundation can be run as a system daemon on Unix machines,
see instructionsin Running in Linux on page 216.

System Requirements

This section explains the requirements which must be met before you start install ation. Supported Platforms
on page 19 in Chapter 1, Read This First summarizes the software platform options for the current release.
So you should:

1 Ensurethe installation machine meets the requirements that follow in Hardware on page 38;
2 Decide which combination of supported platform components will be used;

3 Ensure each component isinstalled as described in this section.

Then you can proceed with installation.

Hardware

Table 1 summarizes hardware requirements for the installation machine. The minimum specifications are
suitablefor experimental use of HP SOA Registry Foundation on aworkstation. Although it may be possible
to install the product on a machine with lower specifications, performance and reliability may be severely
affected. The requirements of serversin a production environment are greater and depend on patterns of
use. See Support in Read This First if you need assistance.
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Table 1. Minimum Hardwar e Specifications

Specification Minimum Notes

CPU 1GHz Actual requirements depend on the on patterns of usein thetarget
RAM 1GB environment.

Disk Space 300MB Thisis sufficient if the selected database system isinstalled on

another machine.

The database server machine must have sufficient space for the
selected database system. The requirements for registry dataare
quite modest. Each GB typically provides for registration of
several thousand additional entities.

So disk performance is more significant.

Java™ Platform

A supported Java Development Kit is required on the installation machine. A Java Runtime Environment
is not sufficient because it must be possible to compile JSP pages at runtime.

IBM JDK 1.4 and higher must contain a JCE provider. Bouncy Castle provider [http://Mmww.bouncycastle.org/]
issupported, and JCE Unlimited Strength Jurisdiction Policy Files[http://java.sun.com/products/jce/index-

14.html] are required.

1 Copy thefilebcprov-jdk14-*.jar from Bouncy Castle provider [http://www.bouncycastle.org/] to
| BMlava2/jrellib/ext;

2 Addthefollowing lineto the thefilej ava. security located in I BMWava2/jre/ | ib/ security:

security. provider.5=org. bouncycast ! e.jce. provider.BouncyCast| eProvi der

Relational Database

Setting up arelational database during installation is optional - you can instead set it up after installation
using the setup tool. See Database Installation on page 91. In both cases you can use the pre-configured
HSQL database system that comes with HP SOA Registry Foundation.
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Theinstallation process allows you to setup a database using one of the other supported database systems,
in which case the database server must be installed and running (not necessarily on the same machine).
JDBC driver filesmust generally be availablelocally, but some drivers are distributed with HP SOA Registry
Foundation.

Installation

This section describes the standalone installation of HP SOA Registry Foundation and all settings.
Toinstall the registry, type the following at a command prompt:

java-jar hp-soa-registry-foundation-6.63.jar

and follow the wizard panels. If you have associated j avaw with +.j ar files on Windows, just double-click
the icon for the file hp- soa- regi st ry- f oundat i on- 6. 63. j ar .

Command:-line Options

Installation may be launched with following optional arguments:

java -jar hp-soa-registry-foundation-6.63.jar [[--help] | [-h] | [--gui] | [-d]]
[[-uconfigfile] |[--use-config configfile]]

[[-sconfigfile] |[--save-config configfile]]

[--debug]

-g | --gui startstheinstalation in gui mode (default).

-¢ | [--console] runscommand-lineinstallation

-h | [--help] shows help messages

-s configfile | --save-config configfile savestheinstallation settings into the configuration file without
actually installing the registry.

-u configfile | --use-config configfile installstheregistry using the settings contained in the configuration
file.

--debug the installation produces more information to localize problems or errors.
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Installation Panels

This section discussesthe content of theinstallation wizard. It goesthrough installation panels using default

settings.

Figure 1. Welcome Panel

~Icix
[/7] HP SOA Regisiry Installation

Welcome

License

Confirmation

Installation Process

Finish

Welcome to the HP SOA Registry Foundation 6.63 install wizard

Installation requires a minimum of 220 MB of disk space (300MB is recommended).
The Java M such as SUN JDK 1.4 and higher or IBWM Java 1.4 and higher is required.
See documentation for further details.

To continue, click Hext.
To stop this installation at any time, click the Exit button or close the window:.
To see install wizard options, run the wizard with the --help option.

HP Software
iy P COm

Exit = Back | | Mewxt =
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Figure 1 showsthe first panel of the installation wizard. The installation wizard helps you to install HP
SOA Registry Foundation on alocal computer. To continue, click Next. To stop thisinstallation at any
time, click Exit. To returnto aprevious panel, click Back. Thispanel also containslinksto HP SOA Registry
Foundation documentation and to the Systinet Web site.

Figure 2. License Panel
1ol

(ﬁﬂ HP SOA Registry Installation

Please read the following license agreement carefulhr
Welcome

END' USER LICENSE AGREEMENT -
License ==
PLEASE READ CAREFULLY: THE USE OF THE SO0FTWARE IS SUBJECT TO THE TEERMS
Confirmation AND CONDITIONS THAT FOLLOW ("AGREEMENT™), UNLESS THE SOFTWARE IS
SUBJECT TO A SEPARATE LICENSE AGREEMENT BETWEEN YOU AND HP OR ITS
SUPPLIERS. EBY DOWNLOADING, INSTALLING, COPYING, ACCESSING, OR USING
THE SOFTWARE, OR BY CHOOSING THE "I ACCEPFT™ OPTION LOCATED ON OR
ADJACENT T0 THE SCREEN WHERE THIS AGREEMENT MiY BE DISPLAYED, ¥OU
IWGREE TO THE TERMS OF THIS AGREEMENT, ANV APPLICABLE WARRANTY
STATEMENT AND THE TERMS AND CONDITIONS CONTAINED IN THE "ANCILLARY
SOFTWARE"™ (as defined below). IF YOU ARE ACCEPTING THESE TERMS ON
EEHALF OF ANOTHER FERSON OR 4 COMPANY OR OTHER LEGAL ENTITY, ¥aU
FEPRESENT AND WARRANT THAT TOU HAVE FULL AUTHORITY TO BEIND THAT
PERSON, COMPANY, OR LEGAL ENTITY TO THESE TERMS. IF YOU D0 NOT AGREE
T0 THESE TERMS, DO NOT DOWNLOAD, INSTALL, COPY, ACCESS, OR USE THE
S0FTWARE, AND PROMPTLY RETURN THE SO0FTWARE WITH PROOF OF PURCHASE TO
THE PARTY FROM WHOM YOU ACQUIRED IT AND OBTAIN & REFUND OF THE AMOUNT
[YOU PAID, IF &N¥. IF YOU DOWNLOADED THE SOFTWARE, CONTACT THE PARTY
FROM WHOM YOU ACQUIRED IT.

Installation Process

Finish

4]

) 1 acceptthe terms ofthis license agreement

@) | DO MNOT accept the terms of this license agreement
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Figure 2 shows the HP SOA Registry Foundation license. To continue with the installation of the registry,
read the license agreement and agree to it. To accept the license agreement, select the radio button labeled
| accept theterms of the license agreement and click Next.

If you do not accept the terms of the license agreement, select the radio button labeled | DO NOT accept
the terms of the license agreement, and click Exit.

Until you agree to the license, only the Exit button is enabled. Y ou cannot proceed with the installation
without agreeing to the license.

Evaluation Key

If you areinstalling the evaluation version of HP SOA Registry Foundation, you must provide your user
name and key. If you have the full version, skip to Installation Type on page 45.
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Figure 3. Evaluation Key

i
[ﬁa HP SOA Registry Installation

Welcome
License
Evaluation Key
Confirmation

Installation Process
User Hame

Finish |[username] |

Jser name is the e-mail address that you provided at systinet.com.
License Key

|[Ii|:ense key] |

The key has been sentto you via e-mail. Ifyou are having difficulties, please contact
hitp:ihansae systinet. comisupport for assistance.

Ewit = Back ‘ ‘ Tet =

User name
In thisfield use the e-mail address you provided at ww. systi net. com
LicenseKey

The key has been sent to you viae-mail. If you have difficulties, please contact
http://www.systinet.com/support for assistance.

44


http://www.systinet.com/support

Y ou must provide avalid user name and license key to continue the installation.

Installation Type

Figure4. Installation Type

2] HP SOA Registry Foundation 6.

63

K77} HP SOA Regisiry Installation

Welcome

License

Installation Type
Confirmation
Installation Process

Finish

Installation Type
® Standalone registry

Default installation. Installs a standalone registry allowing the creation of a new registry
database.

) Standalone registry with data migration

Installs a standalone registry and performs the migration of the data from a previous version
of registry.

] [

Figure 4 shows two installation scenarios. Select one.
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Standaloneregistry

Default installation. Installs a standal one registry and enablesthe creation of anew registry database.

Standaloneregistry with data migration
Installs standal one registry with migration of datafrom a previousinstallation of the registry. For

more information, please see Migration on page 195.

Figureb5. Installation Directory
=101x|
K77} HP SOA Regisiry Installation

Welcome

License

Evaluation Key
Installation Type
Registry
Confirmation
Installation Process

Finish

Installation Directory

AR egisiyE63

| Browse

[[] Create shortcut icons on the desktop
[[] Add shortcut icons to the Start menu

Program Group Hame

Systinet Registry 6.9

= Back ‘ ‘ et =
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Onthe panel shownin Figure 5, typethe path to theinstall ation directory where HP SOA Registry Foundation
will beinstalled. The default directory is the current working directory.

> Installation directory can consist of ASCII characters. International charactersin installation
directory path are not supported.

If you areinstalling on a Windows platform you can selected from the following:

Create shortcut icons on the desktop

If selected, icons for accessing the Registry Console and for starting and stopping the registry will
be created on the desktop.

Add shortcut iconsto the Start menu
If selected, the icons noted above are added to the Start menu.

Program group name
Group name created in the Start menu where shortcut icons will be placed.

) 2 Y ou must have read and write permissions on the installation directory.
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SMTP Configuration

Figure 6. SMTP Configuration

[ﬁa HP SOA Registry Installation

=101 ]

Welcome

License

Evaluation Key
Installation Type
Registry

SMTP Configuration
Confirmation
Installation Process

Finish

SMTP Configuration

Enter the registry configuration properies.

Operator Name Systinet

SMTP Hostname [ SMTF server hostname |
SMTP Port 25

SMTP Account Name

SMTP Password

Confirm Password

SMTP Default Sender E-mail

SMTP Default Sender Name

Ewit = Back

Tet =

Figure 6 shows SMTP configuration. The SMTP configuration is important when users needs to receive

email notification from subscriptions.
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SMTP Host Name
Host name of the SMTP server associated with thisinstallation of HP SOA Registry Foundation

SMTP Port

Port number for this SMTP server
SMTP Password

Self explanatory

Confirm password

Retype the same password. Note that if it is not same as the password in the previous box, you
cannot continue.

SMTP Default Sender E-mail, Name
HP SOA Registry Foundation will generate email messages with thisidentity.
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Setup Administrator Account

Figure 7. Administrator Account

[ﬁa HP SOA Registry Installation

=101 ]

Welcome
License
Evaluation Key
Installation Type

Registry

Confirmation

Finish

SMTP Configuration

Administrator Account

Installation Process

Administrator Account Configuration

Specify Systinet Registry administratar account.

Administrator Username
Administrator Password
Confirm Passwaord
Administrator Email

admin

L

Eero e

[ admin e-mail ]

= Back

Tet =

Database Settings

Theregistry requires adatabase which may be created during installation. During installation you can create
anew database, create schemain an existing empty database or connect to an existing database with created
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schema. Using the Setup tool, you can also drop the database or database schema. Select your database
creation method on the following panel.

Figure 8. Database Creation Method
el
[ﬁa HP SOA Registry Installation

Welcome

License

Evaluation Key
Installation Type
Registry

SMTP Configuration
Administrator Account
Database Setup
Confirmation
Installation Process

Finish

Datahase Setup

The Systinet Reqgistry requires a database. During installation you can create a new
datahase, create schema in an existing empty database or connect to an existing database
with created schema. Ifyou do not create a datahase, you should do it later, e.g. using the
Setup tool.

Datahase Operation
@ Create database

Create new database and schema

i) Create schema

Create new schema in existing database
) Configure database

Configure registry databasze

i’ No database

Lo not create and configure database

Ewit = Back ‘ ‘ Tet =
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Create database
Create new database/users/tabl espaces (depending on the type of the database server) and database
schema. Thisisthe most comfortable way, but please note that you must know the credentials of
the database administrator.

Create schema

Create anew schemain an existing database. Use this option if you have access to an existing
empty database and the ability to create tables and indexes. This option is suitable when you do
not know the administrator's credentials. We assume admin has aready created a new
database/users/tabl espaces for this option.

) 2 See Database Installation on page 91, for more information.

Configure database
Configure registry database. Use this option if the registry database already exists (For example,
from a previousinstallation) and fill in only the connection parameters.

No database

Chooseit if you intend to create aregistry database later. Note that HP SOA Registry Foundation
cannot be started without a database.
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Figure 9. Select Database

=
(lf'ﬁl HP SOA Registry Installation

Welcome
Database Selection
License
. The HP E0A Registry Foundation suppaorts the fallowing databases.
Installation Type Select database and specify ifyou want to install demo data to the database.
Registry
Databases
SMTP Configuration ® Preconfigured HSOL
Administrator Account ) HSQL 1.7.3 and later
Dt > Oracle 10g and later
1 MSSOL 2000
Database Selection
1 MSSOL 2005
Confirmation ) DB2 8.0 and later
Installation Process 1 PostgreSQL 7.3 and later
Finish Registry HName
4 UDDI Nade
Data Settings
[¥] Install demao data to the database
Exit = Back | | Mext =

Figure 9 shows the supported database engines that can be prepared for HP SOA Registry Foundation.

Y ou can specify the name of HP SOA Registry Foundation installation. The nameis saved to the operational
business entity. The registry name appears in the upper right corner of Registry Console and Business
Service Console.
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Select Install demo data if you want to evaluate the provided HP SOA Registry Foundation demos after
installation.

The default database to create is the Preconfigured HSQL (HSQL). This database is recommended for
evaluation purposes.

Note that it is possible to change the database after installation, using the Setup tool.

Please see Database Installation on page 91 for more information on database installation.
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Figure 10. Preconfigured HSQL
0
[ﬁa HP SOA Registry Installation

Welcome

License

Evaluation Key
Installation Type
Registry

SMTP Configuration

Preconfigured HSQL
Administrator Account

Diatabase is installed to the registry installation directary. This database is recommended far

Datahase Setup testing and evaluation purpases anly.

Datahase Selection
Preconfigured HSQL
Confirmation
Installation Process

Finish

Ewit = Back ‘ ‘ Tet =

On the panel displayed in Figure 7 you are only required to provide administrator account settings. The
databasefileswill beinstalled into the REG STRY_HOME/ hsql db/ uddi node directory. The database user isuddi user
and the password is uddi .
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Figure 11. Optional JDBC Driver
=I5
K77} HP SOA Regisiry Installation

Welcome

License

] B TR 0 JDBC Drivers Selection

JOBC Crivers will be copied to the HP 804 Systinet Registry installation.

Regist
Lty Ifyau have already setup the driver you can skip this step.
SMTP Configuration
Itis not necessary to setup the driver for HSAL and PostgreSGal datahases - the driver is
Administrator Account included in the distribution.
Database Setup

JDBC Drivers (comma separated full paths to all necessary *.jar|".zip files)

Database Selection | | Browse

PostgreSQaL 7.3 and late [C] Use custom connection string

Custom connection string is databhase dependent. It allows non-standard setups like for
clustered datahases. This option is meaninaful only in Create Schema, Drop Schema, and
Configure Database on most databases.

JDBC Drivers

Confirmation
Custom connection string

Installation Process

Finish

Exit = Back ‘ ‘ et =

Y ou can a so specify custom JDBC connection string. Such string may be useful for specia environments
like database clusters where JDBC driver does |oad-balancing or failover. This setting is useful only in
Create Schema, Drop Schema and Configure Database. We do not recommend to use this option unless
thereis special need to do so.
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Enter path to JDBC Drivers on the panel shown in Figure 11. It is not necessary to configure this path for
the HSQL and PostgreSQL databases asthe JDBC driversfor these databases areinstalled in the distribution.

Figure 12. Authentication Provider
=0
[ﬁa HP SOA Registry Installation

Welcome
License
Evaluation Key
Account Provider Selection
Installation Type
Selectthe user account storage.
Registry
SMTP Configuration Authentication Account Provider
@ Database
Administrator Account All accounts will be stored in the registry datahase.
Database Setup ) LDAP
Database Selection Registry accounts integrated with LDAP server.
) External
Preconfigured HSQL
d & Registry accounts integrated with other external storage. The interface
Account Provider org.systinet.uddi.account.ExternalBackendApi must be implemented and added to the
registry installation.
Confirmation
Installation Process
Finish
Ewit = Back ‘ ‘ Tet =

Figure 12 allows you to select an authentication provider.
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Database

All accounts will be stored in the registry database.
LDAP

Registry accounts integrated with LDAP server.
External

Registry accounts integrated with other external storage. The the interface
com syst i net. uddi . account . Ext er nal BackendApi must be implemented and added to the registry
installation.
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Direct deployment

Figure 13. Direct deployment

5]
(ﬁﬂ HP SOA Registry Installation

Welcome

License

Registry

Deployiment

Confirmation

Finish

Installation Type

SMTP Configuration
Administrator Account
Database Setup
Database Selection
Preconfigured HSQL

Account Provider

Installation Process

Application Server Selection

Deploy HP S0OA Registry Foundation to an application server. Select the application server.

Application server

) Mo deployment

) BEA Weblogic 8., 9.%, and 10.0

) IBM WehSphere 6.%

) JBoss 4.2.2 and 4.3.0

) Apache Tomcat 5.x

) Oracle Application Server 10g 10.1.3.x

Exit = Back | | Mext = |

Direct deployment allows to create EAR or WAR file for deployment in application server directly from
installer. Y ou can also deploy later with setup. See Creating a Web Application Archive (WAR,EAR) on
page 148 for information on how to deploy from setup. Deployment from installer is similar.
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Server Settings

Figure 14. Server Configuration

i
[ﬁa HP SOA Registry Installation

Evaluation Key
Installation Type
Registry
. Server Configuration

SMTP Configuration
TS T T T Enterlthe server canfiguration properties. Be sure that no other server is running on the

specified ports,
Database Setup

Hostname Iocalhostl
Database Selection HTTP Port 080
Preconfigured HSQOL Connector 2081
Account Provider SSL(HTTRS) Port 8443

SSL Certificate Alias uddiadmin
Deployment S5L Certificate Password |«
Server Configuration Confirm Password Gasacss
Confirmation
Installation Process
Finish

Ewit = Back ‘ ‘ Tet =

Figure 14 shows the server configuration settings. These settings will be used for the HTTP and HTTPS
servers. The default recommended settings are filled in the text fields.
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Host name
The host name of this computer; change the auto-completed entry if it is different.

HTTP Port

The nonsecure port for accessing the Registry Console (default value: 8080)
SSL (HTTPS) Port

Secure port for accessing the Registry Console (default value: 8443)

Connector
The connector port is used by standalone server to listen for control signals. Note that no other
application may use this port (default value: 8081).

SSL Certificate Alias
Alias used to identify the SSL private key in protected store management. For more information
see PStore Tool on page 403. (default value: uddi adni n)

SSL Certificate Password
Password to encrypt SSL private key. (default value: changeit)

Confirm Password
Retype the same password. Note that if it is not same as previous, you cannot continue.

The host name, SSL Certificate Alias, and SSL password are used to create a new security identity in the
local protected store. It creates a certificate and adds this certificate to REG STRY_HOME/ conf/ cl i ent conf . xni
REG STRY_HOME/ conf / pst ore. xni , and also exportsit to the certificate file REG STRY_HOME/ doc/ regi stry. crt. See
PStore Tool on page 403 for instructions in how to operate the protected security store.

) 2 The server configuration may be changed after install. See Reconfiguring After Installation on
page 72.

Single Login

This panel alows you to set up HP SOA Registry Foundation as a HP Single Login partner. Users can be
transferred between HP products that are installed as partners in the same Single Login affiliation without
logging in more than once.
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Figure 15. Single Login

5] HP SOA Registry Foundation 6.63

[ﬁa HP SOA Registry Installation

=101 ]

Installation Type
Registry

SMTP Configuration
Administrator Account
Database Setup
Datahase Selection
Preconfigured HSQOL
Account Provider
Deployment

Server Configuration
Single Login
Confirmation
Installation Process

Finish

Single Login Integration

Thiz step lets you set up Systinet Registry as a Sinale Login partner, for use by multiple
Systinet products. With Sinale Login, user logins are transferred between "partner Systinet
applications, o uzers da not have to log in multiple times. Mote that Sinale Login service
must he running in arder to register Systinet Registry as a Single Lagin partner.

Ifyau do notwant to integrate logins with other Systinet products, leave the checkhox

unselected.

v k:reate Single Login Partner|
Partner Hame

|registn,r

Single Login URL

Single Login Administrator

|admin

Administrator Password

|

Confirm Password

|

= Back

Tet =

To set up registry as a Single Login partner:

1 Check the box provided;

2 Enter aunique Partner Name;
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Enter the URL for Single login server, including context of its service. This URL might look like
http://host: 8080/ sso;

Enter auser name for Single login administrator;

Enter a password and password confirmation for Single login administrator.

Theregistry should also be configured to use the same account provider as the identity provider
(and other partners). See Figure 12 in Database Settings on page 50. User groups defined at the
side ofidentity provider are lost without keeping the same account provider.

In fact the partner name must be unique amongst Single Login entities, which includes both partners
and the identity provider. So it cannot bei p, since thisis the name used by the identity provider.
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Confirmation and Installation Process

Figure 16. Confirmation

[/2) HP SOA Registry Installation

=101 x|

License

Installation Type
Registry

SMTP Configuration
Administrator Account
Database Setup
Database Selection
Preconfigured HSQL
Account Provider
Deplovimert

Server Configuration
Confirmation
Installation Process

Finish

To start installation, click Next. To change any property, click Back.

Installation Type

Platform is Windows
Installation Directory
Create desktop icons

Create Start menu icons

Program Group Name
Operator Name
SMTP Hostname
SMTP Port

SMTP Password
Confirm Password

Administrator Username
Administrator Password

Confirm Password
Administrator Email
Datahase Operation
Selected Database
Registry HName
Install Demo Data
Account Provider
Application server
Hostname

HTTP Port
Connector

standalone

true

cARegistryBE3

no

no

HF S0A Reqistry Foundation 6.63
HF S0A Rengistry

[SMTP server hostname ]

25

-y
-y
admin
-y

e

[ admin e-mail ]
createComplete
prehsol

ALJDDI Node
Ves

datahase
standalone
10.060.1749
a0s0

a081

= Back

Figure 16 shows asummary of installation information. All required and optiona properties are set. If you

want to continue with the installation, click Next and the install process will start. If you want to change

any property click Back.

64




Figure 17. Installation Process

(ol
[ﬁa HP SOA Registry Installation

Installation progress
Installation Type . Em

Registry Installation output
Expanding cMestinglapallo2rglaystinet-registrny-6.5.3-eval jar to cisystinetiregistryes .

SMTP Configuration
Administrator Account
Database Setup
Datahase Selection
Preconfigured HSQOL
Account Provider
Deployment

Server Configuration
Single Login
Confirmation
Installation Process

Finish

] o

Figure 17 shows the installation output and progress. Installation consists of copying files, configuring the
server, and installing the database. When the installation has completed successfully, the Next button is
enabled. If there is a problem, an error message and Recovery button will appear on the screen.

For more information on recovery, see Troubleshooting on page 78
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Figure 18. Finish Panel

[/2) HP SOA Registry Installation

=101 x|

License

Installation Type
Registry

SMTP Configuration
Administrator Account
Database Setup
Database Selection
Preconfigured HSQL
Account Provider
Deplovimert

Server Configuration
Confirmation
Installation Process

Finish

HP SOA Registry Foundation 6.63 has been successfully installed,
Start the registry by running ciRegistryté 3 hiniserverstart.hat

HF 804 Registry Foundation Console is accessible at
hittpeir 0.0.60.1 798080 ddidweb

Far mare details see documentation available offline at
ciRegistyeE Rdocindex. himl

ar online at

httpeir 0.0.60.1 798080 ddifdocs

To clase this installer click Finish.

On this panel, click Finish to conclude the installation.
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Installation Summary

Directory Structure

Theinstallation directory structure contains the following directories:

app

bin

conf

denos

di st

doc

etc

hsql db

lib

| og

wor k

Contains HP SOA Registry Foundation deployed as Web servicesin Systinet Server for Java.

Contains command-line scripts for running HP SOA Registry Foundation. See Command-line
Scripts on page 70.

Contains the HP SOA Registry Foundation configuration files

Contains demos of HP SOA Registry Foundation functionality. For more information, please see
Chapter 6, Demos.

Contains HP SOA Registry Foundation client packages.

Contains the HP SOA Registry Foundation documentation.

Contains additional data and scripts.

Contains the preconfigured HSQL database with registry data.

Contains the HP SOA Registry Foundation libraries

Contains logs of installation, setup, and server output. See Logs on page 77.

Thisdirectory is available after the first launch of the server; it is aworking image of the app
directory.
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Registry Endpoints

HP SOA Registry Foundation is configured as follows. The <host name>, <http port> and <ssl port> are
specified during installation. For more information, please see Server Settingsin Server Settings on page
60. For each endpoint you can use either http or sdl port.

Business Service Console home page: http: // <host name>: <http port >/ uddi/ bsc/ web
Registry Console home page: http: // <host name>: <http port>/ uddi / web
UDDI Inquiry APl endpoint - http://<host name>: <port>/ uddi /i nqui ry

See Developer'sGuide, UDDI Version 1 on page 433, UDDI Version 2 on page 433, UDDI Version 3on
page 434.

UDDI Publishing API endpoint - http: // <host name>: <por t >/ uddi / publ i shi ng

See Developer's Guide, UDDI Version 1 on page 433, UDDI Version 2 on page 433, UDDI Version 3on
page 434.

UDDI Security Policy v3 APl endpoint - http://<host name>: <port >/ uddi / security
See Developer's Guide, UDDI Version 3 on page 434.

UDDI Custody API endpoint - http: // <host name>: <por t >/ uddi / cust ody

See Developer's Guide, UDDI Version 3 on page 434.

UDDI Subscription API endpoint - htt p: // <host nane>: <port >/ uddi / subscri pti on
See Developer's Guide, UDDI Version 3 on page 434.

Taxonomy API endpoint - http: //<host name>: <port >/ uddi / t axonony

See Devel oper's Guide, Taxonomy on page 446.

Category APl endpoint - http: //<host name>: <port >/ uddi / cat egory

See Developer's Guide, Category on page 460.
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Administration Utilities APl endpoint - http: // <host nane>: <port >/ uddi / adni ni strationUtils
See Developer's Guide, Administration Utilities on page 467.

Replication API endpoint - http: // <host name>: <port >/ uddi / repl i cation

See Devel oper's Guide, Replication on page 473.

Statistics APl endpoint - http://<host name>: <port >/ uddi / statistics

See Developer's Guide, Statistics on page 474.

WSDL2UDDI API endpoint - http: // <host name>: <por t >/ uddi / wsdl 2uddi

See Developer's Guide, WSDL Publishing on page 479.

XSD2UDDI API endpoint - http: // <host name>: <por t >/ uddi / xsd2uddi

See Developer's Guide, XSD Publishing on page 494.

Extended Inquiry API endpoint - http: // <host name>: <port >/ uddi / i nqui r yExt
Extended Publishing APl endpoint - http://<host nanme>: <port>/ uddi / publ i shi ngExt
Configurator API endpoint - http: //<host name>: <port >/ uddi / confi gur at or
Account API endpoint - http: // <host name>: <por t >/ uddi / account

See Developer's Guide, Account on page 515.

Group API endpoint - http://<host name>: <port >/ uddi / group

See Devel oper's Guide, Group on page 524.

Permission APl endpoint - http: //<host nanme>: <port >/ uddi / per ni ssi on

See Devel oper's Guide, Permission on page 533.

Pre-installed Data

HP SOA Registry Foundation contains the following data:
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e Operational business - This entity holds miscellaneous nodes' registry settings such as the validation
service configuration.

e BuiltintModels - tModels required by the UDDI specification.

» Demo data- Datarequired by the HP SOA Registry Foundation demos. For more information, please
see Chapter 6, Demos.

Command:-line Scripts

Thebi n subdirectory contains scripts, including those for launching the server, installing Windows services,
and changing configuration.

serverstart
Windows: serverstart.bat
UNIX: Jserverstart.sh

Starts the standalone registry server.

serverstop
Windows: serverstop.bat
UNIX: Jserverstop.sh

Stops the standalone registry server.

server
Windows: server.bat
UNIX: Jserver.sh

Helper script to manipulate the standalone HP SOA Registry Foundation server. To start and stop the
registry, useserverstart Or serverstop Without parameters instead of server with parameters. For more
information, please see Server Properties on page 74.
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Setup

Windows: setup.bat
UNIX: Jsetup.sh

Setup may be launched with the following optional arguments:
setup.sh (.bat) [[--help] | [-h] [ [--gui] | [-g] [[-ufile] |[--use-configfile]] [[-Sfile] | [--save-configfile
1] [--debug]

-h | --hel p shows help message
-g | --gui startsthe setup wizard. The wizard is the default mode.
-u | --use-config file Startssetup in non-interactive mode; it readsall properties from the specifiedfile.

-s | --save-config file startsthe setup wizard. All configuration will be saved into specified file instead
of execute configuration. The file may be used later in a non-interactive installation.

- - debug the setup produces more information to localize problems or errors.

To change the HP SOA Registry Foundation configuration after installation follow Reconfiguring After
Installation on page 72.

Signer
Windows: signer.bat
UNIX: Jsigner.sh

The Signer isagraphical application that can be used to add, remove, and verify the signatures of UDDI
structures you have published. Follow Signer Tool on page 325.

register
Windows: register.bat
UNIX: Jregister.sh
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Registers evaluation version of HP SOA Registry Foundation. Follow Licensing and Evaluation on page
80.

SoapSpy
Windows: SoapSpy.bat
UNIX: /SoapSpy.sh

Debugging tool to control low level soap communication. Follow How to Debug on page 608.

PStoreTool
Windows: PStoreT ool .bat
UNIX: /PStoreTool.sh

Protected security storage manipulation tool. See PStore Tool on page 403.

env
Windows: env.bat
UNIX: Jenv.sh

Helper script to set system variables. We recommend not to useit directly.
Reconfiguring Atfter Installation
All settings may be changed after installation using the Setup tool.

The Setup tool aso facilitates other functions such as deploying to an application server (described in
Deployment to an Application Server on page 147) and datamigration from previousinstall ation (described
in Migration on page 195).

The Setup tool contains similar panelsto thosein theinstallation tool. To run thistool, executethe following
script from the bi n subdirectory of your installation:

Windows: ‘ setup.bat
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‘ UNIX: | /setup.sh

See command-line parameters in Setup on page 71.

By default setup starts in wizard mode as shown here:

5] HP S0A Registry Foundation 6.63

(ﬁﬂ HP SOA Registry Setup

=101 ]

Setup

Confirmation Select one of the setup options.
@ Configuration

Chanage registry configuratian
i Datahase

Create, drop, or connectto a datahase

Installation Process

Finish

) Deployment

Deploy registry to an application server

) Migration

Migrate registry data from other registry

) Backup

Backup registry data and configuration

) Restore

Restore registry data and canfiguration from a backup
i Authentication account provider

Change authentication account provider configuration

= Back

et =

The following topics may be configured:
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Configuration
Change server and registry configuration. Follow Server Configuration on page 85.

Database
Create, drop, or connect to a database. Follow Database Installation on page 91.

Deployment
Deploy registry to an application server. Follow Deployment to an Application Server on page 147.

Migration
Migrate registry data from other registry. Follow Migration on page 195.

Backup and Restore
Backup and restore HP SOA Registry Foundation. Follow Backup on page 201

Authentication account provider
Change account backend configuration. Follow External Accounts Integration on page 114.

Server Properties

System properties are the main means of configuring HP SOA Registry Foundation as deployed into Systinet
Server for Java. Default values for these properties are in the resource META- | NF/ wasp. properti es, Which is
located in!ib/runner.jar.

There are two ways to alter system properties, for the two different types of HP SOA Registry Foundation
installation:

e Sandalone Installation: Set the property from the command line when starting the server from either
the REG STRY_HOVE/ bi n/ server . bat OF server. sh script. The syntax is:
server (.sh) [-Dname of property=value ] { Start|stop}

For example:

server -Didoox. debug. | evel =4 start

e HP SOA Registry Foundation deployed to an application server: Default property values can be
overridden in thei ni t - paramelements in the web application deployment descriptor, web. xm .
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The following properties are checked when HP SOA Registry Foundation isinitialized:

Property

Description

wasp. | ocation

Thisproperty ismandatory for running aHP SOA Registry Foundation
server. It must point to the directory in which HP SOA Registry
Foundation isinstalled.

wasp. config.location

Thisisan absolute or wasp. | ocat i on-relative path pointing to the registry
configuration file. Setting this property is optional; the default value
iSconf/clientconf.xni.

wasp. confi g.incl ude

Comma-separated list of additional config pathsto include. These
paths can be either absolute or relative to the working directory. This
property is optional.

wasp. i npl . cl asspath

Sets a classpath for the registry implementation. This property is
optional; if it isnot set, registry interfaces and implementation are
loaded in the same classloader.

wasp. shut downhook

Set totrue if HP SOA Registry Foundation should be automatically
destroyed just before VM is destroyed. Set tofal se if you want to
manage the shutdown process yourself. The default setting istr ue.
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Property

Description

i doox. debug. | evel

Determines the number of debugging messages produced by HP SOA
Registry Foundation:

* 0:none

* 1 errors

e 2:warnings
* 3 infos

e 4: debugs

This property isoptional; the default value is 2 for the client and 3 for
the server. The debug level isavailablein the non-stripped distribution
only.

Thelogging level specified by thei doox. debug. | evel property overrides
the level specified in the configuration file determined by the
| og4j . confi guration property

i doox. debug. | ogger

Specifieswhich logging system isused, waspLogger OF | og4j . Default is
| og4j . Setting the value of this property to waspL ogger usesthislogger,
instead.

| og4j . configuration

Specifies the location of the configuration (propertiesfile) for log4j.
This property can contain arelative (conf/10g4j . confi g) or absolute
(/ hone/ waspuser/ | og4j . confi g) path to the configuration file.

If itisnot set, the default configuration (Consol eAppender with the pattern
up: %{2} - wmn)will beused.

An example configuration file for log4j, 1 og4; . confi g, islocated in the
conf subdirectory of the HP SOA Registry Foundation installation
directory.
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Windows Services

Use the following scripts to install, uninstall, start, and stop HP SOA Registry Foundation as a Windows
service:
InstallService

Install Service.bat

Installs HP SOA Registry Foundation into system services
UnlnstallService

Unl nstallService.bat

Uninstalls HP SOA Registry Foundation from system services.
StartService

StartService.bat

Starts the already installed HP SOA Registry Foundation service.
StopService

StopService.bat

Stops the started HP SOA Registry Foundation service.

Follow NT Service Support on page 210.
Logs
There are four log filesin REG STRY_HOVE/ | og directory.

These two log files are produced by the Installation and Setup processes:

install.log

Thislog contains installation output information including all properties set during installation,
and output from the installation process. If an error occurs during installation, see thislog for
details.
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setup. | og

Thelog of the Setup tool. Any execution of the Setup tool writes the set properties and output from
setup processes here. Errors occurring during setup are written to this log.
The default server logs are:

| ogEvents. | og

The standard server output contains informative events which occur on the HP SOA Registry
Foundation server.

errorEvents. | og

Thisfile contains detailed logs of error events which occur on the HP SOA Registry Foundation
server.

replicationEvents.log
Replication process logs can be found in the REG STRY_HOME/ | og/ repl i cat i onEvent s. | og file.

configurator Events.log
Cluster configuration events are logged in the REG STRY_HOVE/ | og/ conf i gur at or Event s. | og file

wasp_NT Servicelog
Events of the server are written into the REGISTRY_HOME\og\wasp_NTService.log file.

The server logs may be configured by one of two logging systems, the in-house waspLogger and | og4j . By
default, 1 og4j isused. The default log4j configuration file islocated in REG STRY_HOVE/ conf /| og4j . conf i g.

) 2 An explanation of using | og4j is outside the scope of this documentation; please see the Apache
log4j documentation [http://logging.apache.org/logdj/docs/index.html] for more information.

Troubleshooting
If errors occur during the installation process, the installer displays a message and a Recovery button.

Execution of Task fails. You can click Recovery and correct erroneous selections or click Exit to exit the
installation.
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If you click Recovery, the installation returns to the step that should be corrected. For example, if the
installation fails during copying files, it will return to the installation type panel. If the process fails during
configuring database it will return to the database panels.

If errors occur when using the Setup tool, only the error message is displayed, you can continue by clicking
Next.

The following general problems may occur:

Installation backend timeout

If the task does not respond for along time, atimeout error is thrown and the task is stopped. The
default timeout is 30 minutes. If you have aslow machine, try to redefine theti neout system
property for agreater value in minutes at a java command line.

For 60 minutes, runinstallation by following command: java -Dtimeout=60 -jar hp-soa-registry-
foundation-6.63.jar

For 60 minutes, edit theset up. sh (set up. bat ) file; add the- bt i neout =60 option into the javacommand
lineso it looks like:

Windows: "%JAVA_CMD%" -Dtimeout=60
UNIX: "$JAVA_CMD" -Dtimeout=60

Cannot find JDBC driver

java.lang.ClassNotFoundException
Some external classes cannot be found. Usually the path to JDBC driver does not contain the
needed *.jar or*.zip files. Another reason this error may be thrownisthat the JDBC driver is not
supported by HP SOA Registry Foundation. See Database Installation on page 91 for more
information about supported databases.

Cannot access database

java.sgl.SQL Exception
This usually happens during the creation of database which already exists. To resolve this error,
try to connect or drop this database first.

Thiserror isalso thrown when trying to drop adatabase which is currently in use, or does not exist.
Note that some set properties must exist on the database engine and some of them are optional.
Please see Database Installation on page 91 for more information about supported databases.
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Couldn't create or accessimportant files. Wrong path

This error is displayed when the installation directory specified is bad or the user does not have
read and write permissions for it. Try to install to another directory or reset the read and write
permissions.

Licensing and Evaluation

When you download the evaluation version of HP SOA Registry Foundation from Systinet, the license key
isprovided viaemail. Thislicenseisvalid for 30 days. At theend of this period, you may request an extension
of theevaluation license key. (If you wish to continue using HP SOA Registry Foundation after the expiration
of the extended license key, you must purchase it. For information on purchasing HP SOA Registry
Foundation, visit the Systinet Purchase Page [ http://systinet.com/products/buy].)

Y ou will be prompted for your User name and License key during installation.
Obtaining an Evaluation License Key
When you download HP SOA Registry Foundation from Systinet

[ http:/Amww.systinet.com/products/downl oad_center], alicensekey issent to the email addressyou provided
at registration.

) 2 Savethisemail. It containsalink to the page on which you request an extension of your eval uation
license.

Entering the License Key

Enter the valid license key during installation of the evaluation version.
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Figure 19. Evaluation Key

i
[ﬁa HP SOA Registry Installation

Welcome
License
Evaluation Key
Confirmation

Installation Process
User Hame

Finish |[username] |

Jser name is the e-mail address that you provided at systinet.com.
License Key

|[Ii|:ense key] |

The key has been sentto you via e-mail. Ifyou are having difficulties, please contact
hitp:ihansae systinet. comisupport for assistance.

Ewit = Back ‘ ‘ Tet =

User name
User name is the e-mail address that you provided at waw. syst i net. com
LicenseKey

The key has been sent to you viae-mail. If you have difficulties, please contact
http://www.systinet.com/support for assistance.
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Y ou must provide valid user name and license key otherwise you cannot continue with installation. Continue
installation the installation as described in Installation Type on page 45

Extending the Evaluation Period

When the license period expires, the Registry Console displays a page indicating that your key isno longer
valid as shown below:

:I’ SEARCH H PUBLISH | Home = Reaister license key Register ”
Find business = Find service = Find binding = Find tModel = Find related businesses
= Browse taxonomies = Direct get

( Register license key

Evaluation license key not found, enter a key provided by Systinet,

User name is the e-mail address that you provided at systinet.com.

The key has been sent to you via e-mail.

If you are having difficulties, please contact our support for assistance,

*
User name:

*
License key:

To acquire an extension of the evaluation license:
1 Follow thelink in the email containing your initial license key.
2 Provide your user name and password, and the reason for your extension request.

3 If approved, you will receive areply viaemail with anew key.
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4

When you receive your new license key, enter it as described in Obtaining an Evaluation Key above.

GUI Version

After expiration you can enter anew license key viathe Registry Console:

1

4

Point abrowser at the HP SOA Registry Foundation registration URL, htt p: // <host name>: 8080/ uddi / web
(assuming that registry runs on <host nanme> using the default port).

Type the email address associated with this download in the box labeled User name.

Copy the key from the email and paste it into the box labeled License key and click Register.

t

:I’ SEARCH H PUBLISH | Home = Reaister license key Register ”

Find business = Find service = Find binding = Find tModel = Find related businesses
= Browse taxonomies = Direct get

( Register license key

Evaluation license key not found, enter a key provided by Systinet,

User name is the e-mail address that you provided at systinet.com.

The key has been sent to you via e-mail.

If you are having difficulties, please contact our support for assistance,

*
User name:

*
License key:

A valid key returns the message "License key was accepted.”
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Command-line Version

If you do not wish to launch the HP SOA Registry Foundation user interface, you can also enter the license
key from a command line.

To provide your license key via console:

1

3

Change your working directory to the bi n subdirectory of your installation, and type the following:
register --licenseK ey <license key> --user Name <email addr ess>

Replace <license key> with the key provided in your email and replace <email address> with the
email address used to register with Systinet. For example, if your licensekey isW1116-71'Y U4-RDCNE-
GC777-HHVVYV and your email addressis crunch@r eakf ast . com you would type:

register --licenseK ey W1116-71Y U4-RDCNE-GC777-HHV VYV --user Name cr unch@br eakfast.com

A valid license key will return the message "License key was accepted.”

Evaluation Limitations

The following limitations are put on HP SOA Registry Foundation installations under evaluation licenses:

1

User is not allowed change the system clock back to extend the evaluation period. If the system clock
is atered in thisway, the validation of the license key fails.

User cannot use HP SOA Registry Foundation without a valid, non-expired license key. HP SOA
Registry Foundation is rendered inaccessible until avalid key is entered using one of the methods
described above.

The registry's database is not accessible without avalid, non-expired license key; the database is
accessible only from aregistry using same license key or its extension keys.

The database export/import/migrate tools take the license into account. Y ou cannot transfer data
between databases containing different licenses. In other words, if you download a new evaluation
version of HP SOA Registry Foundation, you will not be able to transfer the database to it using these
tools.
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Server Configuration

The server configuration may be set during installation or by using the Setup tool after installation. Both
of these scenarios use the same set of GUI panels for server configuration shown in this section.

To run the Setup tool, execute the following script from the bi n subdirectory of your installation:

Windows: setup.bat

UNIX: Jsetup.sh

See command-line parametersin Setup on page 71.

Select Configuration on the first panel.
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Figure 20. Setup

5] HP SOA Registry Foundation 6.63

(l}ﬂ HP SOA Registry Setup

=101 ]

Setup
Confirmation
Installation Process

Finish

Select one of the setup options.
i) Configuration

Change registry configuration

) Database

Create, drop, or connectto a database
) Deployment

Ceploy registry to an application server
) Migration

Migrate registry data fram other registry
) Backup

Backup registry data and configuration
i) Restore

Restore registry data and configuration fram a backup
) Authentication account provider

Change authentication account provider configuration

Ewit = Back

Tet =

For more information on the Setup tool, please see Reconfiguring After Installation on page 72.

Select whether you want to setup HP SOA Registry Foundation that has been deployed (second choice) or

not (first choice).
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Figure 21. Setup

i

(ﬁa HP SOA Registry Setup

Setup
Registry Location
Confirmation

Installation Process
Registry Location
Finish
The Setup can work with the Redistry in the installation directory, or with a Registry deployed
to an application server. Inthe case of an already deployved registry, you have to enter the
exact directory, where the Reqistry is deployed an unpacked by the application server, so the
Setup tool can access the proper configuration files.

Which registry should be set up
i) Registry in the installation directory

) A deployed Registry

Ewit = Back ‘ ‘ Tet =

87



Server Configuration

Figure 22. Server Configuration
15[

(ﬁa HP SOA Registry Setup

Setup
Registry Location

Server Configuration
Server Configuration

Confirmation
Installation Process g;oaret;ify HTTF and S5L propedies. Be sure that no ather server is running an the specified
Finish

Hostname localhost

HTTP Port a0ao

SSL{HTTPS) Port 0443

Connector a0

SSL Certificate Alias uddiadmin

SSL Certificate Password [+

Confirm Password iadaaad

Ewit = Back ‘ ‘ Tet =

Figure 22 shows server configuration settings. These settings are used for the HTTP and HTTPS servers.
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Host name
Host name of the computer on which HP SOA Registry Foundation is installed; change the auto-
completed entry if it is different.

HTTP Port
The non-secure port for accessing the Registry Console (default value: 8080)

SSL (HTTPS) Port
Secure port for accessing the Registry Console (default value: 8443)

Connector
Connector port isused by standalone server to listen for control signals. No other application could
use this port (default value: 8081)

SSL Certificate Alias
Alias used for identify SSL private key in protected store management. For more information see
PStore Tool on page 403. (default value: uddi adni n)

SSL Certificate password
Password to encrypt SSL private key.(default value: changeit)

Confirm password
Retype the same password. Note that if it is not same as previous, you cannot continue.

The host name, SSL Certificate Alias, and SSL password are used to create a new security identity in the
local protected store. It creates a certificate and adds this certificate to REG STRY_HOME/ conf/ cl i ent conf . xni ,
REG STRY_HOME/ conf / pst ore. xni , and also exportsit to the certificate file REG STRY_HOME/ doc/ regi stry. crt. See
PStore Tool on page 403 for instructions in how to operate the protected security store.

) 2 The certificate generated by Registry is signed by our Demo Certification Authority. This enables
HP SOA Systinet 3.00 to access HP SOA Registry Foundation without additional trust setup when
deployed to JBoss. Using the generated certificate for production is not recommended.

After setting these properties, the server will beavailableat http: //[ host name]: [HTTP Port]/[Context of URL].
For example, in Figure 22, the server is available at ht t p: // nydomai n. nyconpany. com 8080/ uddi and at

ht t ps: // nydonmi n. nyconpany. com 8443/ uddi . Note that the communication could be spied by SoapSpy tool, see
How to Debug on page 608
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SMTP Configuration

Figure 23. SMTP Configuration

=101 ]

(ﬁa HP SOA Registry Setup

Setup

Registry Location
Server Configuration
SMTP Configuration
Confirmation
Installation Process

Finish

SMTP Configuration

Enter the registry configuration properies.

SMTP Hostname [SMTP sener hostname ]
SMTP Port 25

SMTP Account Hame

SMTP Password

Confirm Password

SMTP Default Sender E-mail

SMTP Default Sender Name

Ewit = Back

Tet =

Figure 23 allowsyou to configure SMTP. The SM TP configuration isimportant when users needsto receive
email notification from subscriptions.
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SMTP Host Name

Host name of the SMTP server, through which all e-mail aerts and notification are sent to
administrator and users.

SMTP Port
Port number for this SMTP server

SMTP Password
Password to access SMTP server

Confirm password

Retype the same password. Note that if it is not same as the password in the previous box, you
cannot continue.

SMTP Default Sender E-mail, Name
HP SOA Registry Foundation will generate email messages with thisidentity.

Database Installation

The database may be set up during installation or by using the Setup tool after installation. Both of these
scenarios use the same set of GUI panels shown in this section.

To run the Setup tool, execute the following script from the bi n subdirectory of your installation:

Windows: setup.bat

UNIX: Jsetup.sh

See command-line parametersin Setup on page 71.
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Figure 24. Setup Select Database

(ﬁa HP SOA Registry Setup

=101 ]

Setup
Confirmation
Installation Process

Finish

Select one of the setup options.
) Configuration

Change registry configuration

@) Database

Create, drop, or connectto a database
) Deployment

Ceploy registry to an application server
) Migration

Migrate registry data fram other registry
) Backup

Backup registry data and configuration
i) Restore

Restore registry data and configuration fram a backup
) Authentication account provider

Change authentication account provider configuration

Ewit = Back

Tet =

Select your database. For more information on the Setup tool, please see Reconfiguring After Installation

on page 72.
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Database Creation Method

The registry requires adatabase. During installation you can create a new database, create schemain an
existing empty database or connect to an existing database with created schema. Using the Setup tool, you
can also drop a database or database schema. Select your database operation on the following panel:

Figure 25. Database Creation Method

5] HP S0A Registry Foundation 6.63

(jﬂ HP SOA Registry Setup

=101 ]

Setup

Registry Location Database Setup
Database Setup
Confirmation
Installation Process Database Operation

Finish @ Create database

) Create schema
) Drop database

Cirop datahase

) Drop schema

The Systinet Reqgistry requires a database. During setup you can create a new database,
create schema in an existing empty database or connect to an existing database with created
schema oryou can also drop a database or database schema.

Create new datahase and schema

Create new schema in existing database

Cirop datahase schema anly
) Configure database

Configure registry databasze

= Back

‘ ‘ et =
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Select a method from those shown in Figure 25.

Create database
Create new database/users/tablespaces (depending on the type of database server) and database
schema. Thisisthe easiest way to attach the required database to HP SOA Registry Foundation.
Note that you must have the credentials of the database administrator.

Create schema
Create a new schemain existing database. Select this method if you have access to an existing
empty database with the ability to create tables and indexes. This option is suitable when you does
not know the administrator's credentials. We assume the administrator has already created a new
database/users/tabl espaces for this option.

Drop database
Drops the whole database/users/tabl espaces. Note that this option depends on the type of database
server.

Drop schema
Drops al tables in the database but leave the empty database.

Configure database
Configure registry database. Use this method if the registry database already exists, for example,
from aprevious HP SOA Registry Foundation installation of the same release number, and fill in
only the connection parameters.

Select Database Type

Figure 26 shows the supported database engines that can be prepared for HP SOA Registry Foundation.
The panel may differ if another method was selected in the previous step.
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Figure 26. Select Database Type

3] HP SOA Registry Foundation 6.63

(ﬁa HP SOA Registry Setup

=101 x|

Setup

Database Selection
Registry Location
Database Setup
Database Selection

Databases
Confirmation

Installation Process
Finish

) MSSQL 2000
) MSSQL 2005

") DBZ 8.0 and later

Registry HName

The HP 804 Registry Foundation supports the fallowing databases.

) Preconfigured HSOL
@ HSQL 1.7.3 and later
> Oracle 10g and later

) PostgreSOL 7.3 and later

Select database and specify ifyou want to install demo data to the database.

4 UDDI Nade

Data Settings

[¥] Install demo data to the database

= Back

Mext =

Follow these links for selected database.
e Preconfigured HSQL on page 96

e HSQL on page 106
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e Oracle on page 97

e MSSQL 2000 or 2005 on page 99
* DB2on page 102
Preconfigured HSQL

The default database is the preconfigured HSQL. The installer or Setup tool creates database named
REG STRY_HOME/ hsql db/ uddi node and the user account uddi user with the password uddi in the database. Note
that all database files can be found in REG STRY_HOVE/ hsql db directory.

) 2 This database is recommended for evaluation and testing purposes only.

) 2 If you use HSQL then user credentials are stored in the HSQL database filesin plain text. So you
must protect these files from unauthorized reading using appropriate filesystem accessrights. The
files arelocated in the directory REG STRY_HOVE/ hsql db/ by default.
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eIET
(jﬂ HP SOA Registry Setup

Setup

Registry Location
Database Setup
Database Selection
Preconfigured HSQL
Confirmation

Installation Process

Preconfigured HSQL

Database is installed to the reqistry installation directory. This database is recommended for

Finish testing and evaluation purposes only.
Exit = Back ‘ ‘ et =
Oracle

The Create database option on the installer/Setup tool does not mean to create a new physical database.
The installation process only creates a new tablespace in an existing database and a new user of the default
tablespace is set up on the created one. Then a database schemais created and UDDI data are |oaded.
Because relational tables are created in the schema of the specified user, if you want to create more UDDI
databases, you must create UDDI databases with different database users.
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ST
(jﬂ HP SOA Registry Setup

Setup
Oracle
Registry Location
Installation creates a new tablespace inan existing databhase and a new user accaunt
Database Setuy,
. associated with the created tahlespace. Then, the database schema is created and UDDI
Database Selection data are loaded. For maore infarmation ahout the propeies consult the documentation.
Oracle 10g Froperties marked with an asterisk () must not collide with existing abjects in the database.
Confirmation Database Server Address localhost
Installation Process Datahase Server Port 1521
. Existing Database Name uddi
Finish
Database Administrator Name systemn

Database Administrator Password [+

Datahase Tablespace Name * uddinode

Database User * uddiuser

Datahase User Password i

Confirm Passwaord i

Tablespace Datafile * cAQracleloradatawddiuddinode. dbf

Exit ‘ = Back ‘ ‘ et =

Oracle database creation requires the following properties. To connect or create a schema requires a subset
of these properties. Please note that properties marked with an asterisk (*) must not collide with existing
objects in the database.

Database Server Address
Usually the host name or IP address of the computer where the database server is accessible.
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Database Server Port
Port on which the database listens for a connection

Existing Database Name
Name of a database that already existsinto which the HP SOA Registry Foundation tablespace
will be created.

Database Administrator Name
User name of the administrator of the database; required to create a new tablespace on the existing
database

Database Administrator Password
Password for the administrator account specified in the previous text box.

Database Tablespace Name *

Name of the tablespace to be created in the existing database and which will store UDDI data
structures.

Database User *
A new user account which will be created to connect to the tablespace.

Database User Password
Password for the user account specified in the previous text box.

Confirm password
Again, if it is not the same as in the previous text box, you cannot continue.

Tablespace Datafile *
Enter the path to the tablespace datafile.

Continue with JDBC Driver on page 107.
MSSQL 2000 or 2005

Y ou haveto select right version of MSSQL. Either MSSQL 2000 or MSSQL 2005 can be selected in panel
shown on Figure 26. The options that follow are same for both but the versions differ in connection string
and JDBC class name so that the selected version must match the version of database.
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Theinstallation process creates a new database on the database server under the given user name. The
database schemais created and UDDI data are loaded. This user should have the Database Creators server

role.

>

Make sure your database server has case-sensitive collation, otherwise all comparisons will be
caseinsensitive, even if the caseSensitiveMatch findQualifier is set. Alternatively, you can create
a database with case-sensitive collation manually and use the cr eate schema option.

If you selected the option Cr eate database in the installation/Setup panel shown in Figure 25, you
need a database user account with the Dat abase creators Server role. To create such account, you
can usethe SQU Server Enterprise Manager:

1 Select the Console Root > Microsoft SQL Servers> SQL Server Group > server name >
Security > Logins.

2 Right-click on L ogins and select the New L ogin from the context menu.

3 Enter the account name, click on the SQL Server Authentication option and fill in the
password.

4 Select Server Rolestab, mark the Database Creators, click OK, and retype the password.

100



ST
(jﬂ HP SOA Registry Setup

Setup
Registry Location
Database Setup
MSSQOL
Database Selection
Installation creates a new databasze an the datahase semver under the given databhase user
MSSOL 2000 or 2005 account. So the user should have the Database Creatars server rale, Then, the datahase
schema is created and LIDDI data are loaded. For maore infarmation ahout the properies
Confirmation cansultthe documentation.
Installation Process Propeties marked with an asterisk (9 must not collide with existing objects in the database.
Finish
Database Server Address ||ocalhost
Datahase Server Port 1433
Datahase Name * uddinode
Database User uddiuser

Database User Password [~

Exit ‘ = Back ‘ ‘ et =

MSSQL database creation requires the following properties. To connect or create schema requires a subset
of these properties. Please note that properties marked with an asterisk (*) must not collide with existing
objects in the database.

Database Server Address
Usually the host name or | P address where the database server is accessible.
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Database Server Port
Port on which the database listens for a connection.

Database name *
Name of the database that will hold UDDI data structures.

Database user
User name of auser who is able to create a new database.

Database User Password *
Password for the user specified above.

Continue with JDBC Driver on page 107.
DB2

The Create database option from the installer/Setup tool does not create a new database physically. The
installation process creates a new tablespace in an existing database with the given (existing) bufferpool
and associates the tablespace with the given file. Permission to use the tablespace is given to the specified
user. Then, adatabase schemais created and UDDI data are |oaded.

) 2 Because relational tables are created in the implicit schema, if you want to create more UDDI
databases, you must create UDDI databases with different database users.

) 2 The Create database option requires a bufferpool with 8k page size and an database user account,
that can use atemporary tablespace with such bufferpool.

e To create such abufferpool using the bB2 Control Center:

1 Select Control Center > All Databases > database > Buffer Pools from the |left side
tree.

2 Right-click on Buffer Pooals, and select the Create... option from the context menu.

3 Fill inaBuffer pool name, such as "uddipool" and select 8k page size.
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e To create such atemporary tablespace using the DB2 Control Center:

1

Select Control Center > All Databases > database > Table Spaces from the | eft side
tree.

Right-click on Table Spaces and select the Create... option from the context menu.
Fill atablespace name such as "udditempspace” and click Next.

Select the user temporary option, and click Next.

Select the uddipool buffer pool and click Next twice.

Select the location where data are physically stored such as C: \ Db2\ dat a\ uddi t enpspace,
click Next 3 times and then click Finish.

» To create the database user that can use the temporary tablespace using D82 Control Center:

1

Select Control Center > All Databases > database > User and Group Objects >
DBUsers from the left side tree.

Right-click on DBUser s and select the Add... option from the context menu.

Select the username, check Connect to database, Create tables and Cr eate schemas
implicitly.

Click on the Table Space tab, the Add Tablespace... button, select the udditempspace
and click OK.
Select the udditempspace and select the Y es option from the Privileges drop down list

Click OK to save the account.
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(jﬂ HP SOA Registry Setup

Setup

Registry Location
Database Setup
Database Selection
DB2 8.0 and later
Confirmation
Installation Process

Finish

DB2

Installation creates a new tablespace inan existing datahase with the given (existing)
hufferpocl and assaociates the tahlespace with 3 given taklespace datafile. Then, the
database schema is created and UDDI data are loaded. Far more information ahout the
propeies consultthe documentation.

Fropedies marked with an asterisk % must not collide with existing objects in the database.

Database Server Address localhost
Database Server Port 50000
Existing Database Name uddi
Database Administrator Name r)

Database Administrator Passworid =

Database Tablespace Hame * uddiuserspace
Tablespace Datafile * cidbZdatawddiuserspace
Buffer Pool iwith 8k page size/ uddipool

Existing Datahase User uddiuser

Datahase User Password i

Exit ‘ = Back ‘ ‘ et =

DB2 database creation requires the following properties. To connect or create schema requires a subset of
these properties. Please note that properties marked with an asterisk (*) must not collide with existing objects

in the database.

Database Server Address

Usually the host name or IP address where the database server is accessible.
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Database Server Port
Port on which the database listens for connection.

Existing Database Name
Name of a database that aready exists. The UDDI tablespace will be created in this database.

Database Administrator Name

User name of the administrator of the database; thisis required to create a new tablespace on the
existing database.

Database Administrator Password
Password for the user specified in the previous text box.

Database Tablespace Name *
Name of tablespaceto be created in the existing database and which will store UDDI data structures

Tablespace Datafile *
Full path of the host machine where the tablespace files will be stored

) 2 Y ou must have read and write permissions to this directory.

Buffer pool with 8k page size
Buffer pool for database; it must have pages with a size of 8k.

Existing Database User

User name of a user having the following authorities: connect dat abase, create table and create
schema inmplicitly.

) 2 The user also must have access to atemporary tablespace with the associated 8k-length
bufferpooal to use for temporary tables.

Database User Password
Password for the user specified in the previous text box.

Specify the HP SOA Registry Foundation Administrator account which will be created in the database. (If
configur e databaseis selected, thisadministrator account must correspond to one existing in the database.)
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) 2 Increase transaction log size (parameter | ogfi | si z) from default value 250 to 1000. Y ou can use
the control Center tool to make this change.

Continue with JDBC Driver on page 107.

HSQL
SiEi

(ﬁﬂ HP SOA Registry Setup

Setup

Registry Location
Database Setup
Database Selection HSOL

HSQL 1.7.3 and later ) . . )
Installation creates a database and a user account in the database. For more information

Confirmation aboutthe properies consult the docurmentation.
Installation Process Properies marked with an asterisk (") must not collide with existing objects in the datahazse.
Finish Database File Name * cIRegistryEE Thsgldbwddinode

Database User * uddiuser

Database User Password

Confirm Password

Exit = Back ‘ ‘ et =
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Theinstallation process creates a new database and a user who is able to create schemaltables.

The HSQL database requires the following properties.
Database File Name
Full path to the file which will hold data structures.

Database User
User name for one account authorized to access this database

) 2 If you use HSQL then user credentials are stored in the HSQL database filesin plain text. So you
must protect these files from unauthorized reading using appropriate filesystem accessrights. The
filesarelocated in the directory REG STRY_HOVE/ hsql db/ by default.

JDBC Driver

Select the IDBC Driver as shown in Figure 11. It is not necessary to configure this path for the HSQL
database as the JDBC drivers for this database are installed in the distribution. It is also not necessary if
you have already configured this path previously for the selected database. The JDBC drivers are usually
supplied by database vendors.
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Figure 27. Optional JDBC Driver
1ol

[ﬁa HP SOA Registry Setup

Setup

Registry Location
Database Setup
Database Selection
Oracle 10g

JDBC Drivers
Confirmation
Installation Process

Finish

JDBC Drivers Selection

JDBC Drivers will he copied to the HP S0A Systinet Registry installation.
[fyou have already setup the driver you can skip this step.

JDBC Drivers (comma separated full paths to all necessary *jar|*.zip files)

| | Browse

[] Use custom connection string

Custam connection string is datahase dependent. It allows non-standard setups like far
clustered datahases. This aption is meaningful only in Create Scherma, Drop Schema, and
Configure Databasze an most datahases.

Custom connection string

Exit = Back | | Mext =

Y ou can aso specify custom JDBC connection string. Such string may be useful for specia environments
like database clusters where JDBC driver does |oad-balancing or failover. This setting is useful only in
Create Schema, Drop Schema and Configure Database. We do not recommend to use this option unless

thereis special need to do so.
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Account Backend

If you created a database or schema, you can configure an authentication account provider.

Figure 28. Authentication Account Provider

5] HP S0A Registry Foundation 6.63

(ﬁﬂ HP SOA Registry Setup

=101 ]

Setup

Registry Location
Database Setup
Database Selection
Oracle 10g

JDBC Drivers
Account Provider
Confirmation
Installation Process

Finish

Account Provider Selection

Selectthe user account storage.

Authentication Account Provider
i) Database

All accaunts will he stored in the registry datahase.
) LDAP

Registry accounts integrated with LDAP server,

i) External

Registry accounts integrated with other exdernal starage. The interface
org.systinet.uddi.account ExternalBackendApi must be implemented and added to the
registry installation.

Exit = Back ‘ ‘ et =

Figure 12 allows you to select the authentication account provider.
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Database

All accounts will be stored in the registry database. Thisis the recommended backend.
LDAP

Registry accounts integrated with LDAP server.

External

Registry accountsintegrated with other external storage. Tointegrate HP SOA Registry Foundation,
with an external backend, you must implement the interface
com systinet. uddi . account . Ext er nal BackendApi and add it to the registry installation.

For moreinformation about LDAP and External account backends, please see External Accounts Integration
on page 114

Multilingual Data

This section describes how HP SOA Registry Foundation supports the storage of UDDI structuresin the
multilingual data format.
There are two types of text fieldsin UDDI structures: Unicode fields and ASCI| fields.

Unicode fields
areintended for human readable information, the field length is measured in number of characters

asfollows:
Field Name Max Length (in
chars)
name of businessEntity and businessService 255
keyName 255
keyValue 255
useType 255
description 255
addressLine 80
personName 255
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ASCII fields

areintended for machine processing, such as URIs. Thelength is measured in bytes. ASCII fields
can typically hold multilingual data. Itslength islimited by the number of bytes of its serialized
form in UTF-8 encoding. For example, the name of atModel can carry 85 Japanese characters,
because Japanese characters are encoded into three bytes each under UTF-8 encoding (255/3=85).

Field Name Max Length (in bytes)
name of tModel 255
overviewURL 4096
discoveryURL 4096
sortCode 10
email 255
phone 50
accessPoint 4096
instanceParms 8192

HSQL
HSQL supports Unicode characters in both types (Unicode and ASCII) of fields.
MSSQL

MSSQL supports Unicode characters only in Unicode fields. Unicode characters are stored successfully to
ASCII fields only if they match with the server collation, otherwise are converted to question marks (?).
For example, Japanese characters are stored correctly if the Japanese Unicode Cl_AS collation is default
to the server. If the English collation is set up, Japanese characters are converted to ? characters.

Oracle
Oracle database supports Unicode characters in both types (Unicode and ASCI|I) of fields.
DB2

The DB2 database supports Unicode charactersin both types of fields. Maximal length of afield ismeasured
in bytesin the default database schemadespiteit being aUnicodefield. Y ou can use any Unicode characters,
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but allowed string length is not guarantied. For example, the name of atModel can carry 85 Japanese
characters, because Japanese characters are encoded into three bytes each under UTF-8 encoding (255/3=85).

Notethat longer strings produce a database exception. The restriction is made because the cumulative length
of indexed columnsis limited to 800 bytes. The default schema prefers performance to multiple language
support.

If you want to use Unicode fields with longer byte-length you must enlarge appropriate database columns.
However indexes with cumulative length longer than 800 bytes must be removed as these can harm
performance. Follow these steps:

1 Install HP SOA Registry Foundation with the no database option.
2 Modify the database schema file REG STRY_HOME et ¢/ db/ db2/ schema_cor e. sq
a Increase column lengths for names and keyValues.

b Remove appropriate indexes.

3 Usethe Setup tool to create the database.

JDBC Drivers

HP SOA Registry Foundation requires by default the following classes for connection to the database.
Please ensure that your downloaded JDBC JAR(S) includes them:

Database Driver class
DB2 com i bm db2. j cc. DB2Dr i ver
HSQL org. hsql db. j dbcDri ver
MSSQL com microsoft. jdbc. sql server. SQLServer Dri ver
Oracle oracle.jdbc. driver.Oracl eDri ver

Alternative JDBC Drivers

This section describes the use JDBC drivers other than the default drivers mentioned above. Suppose you
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If you want to use an alternative JDBC driver while you already installed the registry and set up database
with the default JDBC driver, edit the file REG STRY_HOVE/ app/ uddi / conf / dat abase. xnl as follows:

1

Add

<uni versal Driver nane="fooDriver">
<JDBC driver>foo.jdbc. Driver</JDBC driver>
<URl _pattern>jdbc:foo:...</URl _pattern>

</ uni versal Driver>

at the end of <databaseM appings/> element

Y ou can use following parameters in the <URI_pattern> element

e ${hostnane} - hostname or | P address of the database server

e ${port} - Port where the database server listens for requests

e ${dbNarme} - Name of the database

e ${userNane} - Name of database account

*  ${userPasswor d} - Password of the account

Replace the parameters with corresponding values using the Setup tool or the Registry Console.

Replace the className attribute of theinterfaceM apping element with f oori ver valuefor your database.
Determine the right dat abaseMappi ng element by value of type attribute.)

If you want to create adatabase with the aternative JDBC driver (without needing to use the default driver):

1

2

Install the HP SOA Registry Foundation without the database.
Modify REG STRY_HOVE/ app/ uddi / conf/ dat abase. xni as described above.

Replace the driver class and connection string in the installation scriptsin REG STRY_HOVE/ et ¢/ db/
<dat abase_t ype>/i nstal | XXX. xni

Run the Setup tool to create database.
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External Accounts Integration

During database installation or by employing the Setup tool, you may choose to use accounts from external
repositories. This chapter describes how to integrate accounts from an LDAP server and from non-LDAP
user storesinto HP SOA Registry Foundation.

An LDAP server can beintegrated with HP SOA Registry Foundation with these scenarios:

LDAP with asingle search base - The scenario is very simple. Thereis only one LDAP server in this
scenario. All identities are stored under a single search base.

L DAPwith multiple search bases- In this scenario thereisa so only one LDAP server, but it hasmultiple
search bases mapped to a domain. The domain is a specified part of the user'slogin name (that is,

DOMAI N/ USERNAME). Al users must specify the domain namein the login dialog. When managing accounts
or groups, we recommend using the boval N USERNAME format for performance reasons. If no domain is
set, searches are performed across all domains.

Multiple LDAP services - More than one LDAP serviceis used in this scenario. The correct LDAP
serviceischosen viaDNS. Asin the previous scenario, users must specify adomain name during login.
When managing accounts or groups, users haveto set domain name. If the domain nameisnot specified,
then no domain is processed.

This chapter also contains the following configuration examples:

Sun One with asingle search base
Sun One with multiple search bases

Active Directory with asingle search base

> HP SOA Registry Foundation treats external stores as read-only. User account properties stored

in these external stores cannot be modified by HP SOA Registry Foundation.

) 2 The Administrator account must not be stored in the LDAP. We strongly recommend that users

storedinaccount _I'ist.xn (by default, only administrator) should not beinthe LDAP. If youreally
need to have usersfrom LDAP inthefileaccount _Iist.xn , delete password itemsfrom thefileand
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change of all the accounts' properties according to the LDAP. Theaccount _|ist.xni filecontainsa
list of users that can be logged into aregistry without connection to the database.

> Sometimes HP SOA Registry Foundation displays various warnings into logs. We recommend to
edit filedirectory. xn and file group_core. xm manually in order to suppress warnings related to
account / group integration - LDAP (set true for attribute suppressWarnings).

To integrate external accounts from another repository, either:

Create a database or create a new schema on the connected database by following the instructionsin
Database Settings on page 50, or

Use the Setup tool and choose Authentication provider. To run the Setup tool, execute the following
script from the bi n subdirectory of your installation:

Windows: setup.bat
UNIX: Jsetup.sh

See command-line parametersin Setup on page 71.
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Figure 29. Setup Select Authentication Account Provider

(l}ﬂ HP SOA Registry Setup

=101 x|

Setup
Confirmation
Installation Process

Finish

Select one of the setup options.
2 Configuration

Change registry configuration

1 Database

Create, drop, or connectto a database
) Deployment

Deploy registry to an application server
) Migration

Migrate registry data frorm other registry
) Backup

Backup registry data and configuration
) Restore

Restore registry data and configuration from a hackup
O} |nuthen1i-::atiun account prwider|

Change authentication account provider configuration

Exit = Back

Mewxt =

For more information on the Setup tool, please see Reconfiguring After Installation on page 72.

LDAP

Select L DAP on the Account Provider panel.

116




5] HP SOA Registry Foundation 6.63

[ﬁa HP SOA Registry Setup

=101 ]

Setup

Account Provider
Confirmation
Installation Process

Finish

Account Provider Selection

Selectthe uzer account starage.

Authentication Account Provider
) Database

All accounts will be stored in the registry datahase.
® Loap|

Registry accounts integrated with LDAP semver.

) External

Registry accounts integrated with other external starage. The interface
org.systinet.uddi.account. ExternalBackendApi must be implementad and added to the
registry installation.

Exit = Back | | Mewxt =

Enter the following settings:
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Figure 30. LDAP Service

5] HP SOA Registry Foundation 6.63

[&a HP SOA Registry Setup
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Setup

Account Provider
LDAP Service
Confirmation
Installation Process

Finish

LDAP Senice Configuration

Enter LDAFP service properties.

Naming Provider URL
Initial Naming Factory
Security Principal
Passwaord
Authentication

ldap:fhostname: 389

carm.sun.jndildap.LdapCtF actany

simple

= Back

| | Mext =

HP SOA Registry Foundation uses a JNDI interface to connect to LDAP servers. The following JNDI

properties must be known to the server. (The default properties are noted in parentheses.)

Java naming provider URL

A URL string for configuring the service provider specified by the "Java naming factory initial"
property. (I dap: // host nane: 389).
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Initial Naming Factory
Class name of the initial naming factory. (com sun. j ndi . I dap. LdapCt xFact ory).

Security Principal
The name of the principal for anonymous read access to the directory service.

Password
Password of security principal.

Authentication
Security level. (smple)
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Figure 31. LDAP Usage Scenarios

[ﬁa HP SOA Registry Setup

=101 x|

Setup

Account Provider
LDAP Service

LDAP Usage Scenario
Confirmation
Installation Process

Finish

LDAP Integration Scenario Selection

Select required LDAF integration scenaria.

LDAP Integration Scenario
® LDAP with a single search base

LDOAP semvice with single search base.
") LDAP with multiple search bases
LDAP semvice with multiple search bases.
) Muttiple LDAP services

multiple LDAP services located through DS, Each service with a single search hase.

Exit = Back | | Mext =

Y ou can select the following LDAP usage scenarios:

L DAP with a single search base

The scenario is very simple. Thereis only one LDAP server in this scenario. All identities are

stored under a single search base.
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L DAP with multiple search bases

In this scenario there is also only one LDAP server, but it has multiple search bases mapped to a
domain. The domain is a specified part of user'slogin name (that is, Doval N USERNAMVE). All users
must specify the domain name in the login dialog. During the managing with accounts or groups
it is recommended to use DovAl N USERNAME because of performance. If no domain is set then search
is performed across al domains.

Domains can be specified dynamically or statically. For dynamic settingsit is necessary to specify,
for example, adomain prefix or postfix. Static domains are set during the installation directly and
so they must be known in time of installation.

Multiple LDAP services

More than one LDAP service are used in this scenario. The correct LDAP serviceis chosen via
DNS. Asinthe previous scenario, users must specify adomain name during login. When managing
accounts or groups users have to set domain name. If domain nameis not specified then no domain
is processed.

Automatic discovery of the LDAP service using the URL's distinguished name is supported only
in Java2 SDK, versions 1.4.1 and later, so be sure of the Java version you are using.

The automatic discovery of LDAP servers allows you not to hardwire the URL and port of the
LDAP server. For example, you can use! dap: /// 0=JND Tut ori al , dc=exanpl e, dc=comas a URL and
the real URL will be deduced from the distinguished name o=JNDI Tut ori al , dc=exanpl e, dc=com

HP SOA Registry Foundation integration with LDAP uses the INDI API. For more information,
see http://java.sun.com/products/j ndi/tutorial /I dap/connect/create.html and http://java.sun.com/j2se/1.-
4.2/docs/guide/jndi/jndi-dns.ntml#URL

LDAP with a Single Search Base

Theinstallation consists of the following steps:

1

2

3

Specify user/account search properties as shown in Figure 32.
Map Registry user propertiesto LDAP properties as shown in Figure 33.

Specify group search properties as shown in Figure 34.
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4 Map Registry group propertiesto LDAP properties as shown in Figure 35.

Figure 32. User Search Properties

5] HP SOA Registry Foundation 6.63

[ﬁ‘a HP SOA Registry Setup
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Setup

Account Provider
LDAP Service

LDAP Usage Scenario
User Properties
Confirmation
Installation Process

Finish

LDAP Search Rules Configuration

Enter LDAP search rules.

Search Filter

|0hjectCIass=person

Search Base

|gu=Peop|e,dc=Companv

Search Scope
) Ohject scope

) One level scope

® Subtree scope
Results Limit

10

Exit = Back

Mext =

Field description:
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Search Filter
The notation of the search filter conformsto the LDAP search notation. Y ou can specify the LDAP
node property that matches the user account.

Sear ch Base
LDAP will be searched from this base including the current LDAP node and all possible child
nodes.

Search Scope
Here you can specify how deep the LDAP tree structure's data will be searched.

e Object Scope - Only the search base node will be searched.

*  One-level Scope - Only direct sub-nodes of the search base (entries one level below the search
base) will be searched. The base entry is not included in the scope.

e Subtree Scope - Search base and al its sub-nodes will be searched.

Results Limit
Number of items returned when searching LDAP.

If an LDAP search returns more results than the limit then the following warning is returned:

WARN: | dap. LdapBackendl npl - The result of LDAP query

(searchbase: 'dc=in,dc=i doox, dc=com, filter:
' (& ui d=*) (obj ect O ass=person))")

is truncated by using the count Iimt search control whichis set to
100" .

The query produced too many answers and so please narrow your search
filter or increase default limt count.

Read the docunentation in order to suppress the warning.
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Figure 33. User Properties Mapping

5] HP SOA Registry Foundation 6.63
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Setup

Account Provider
LDAP Service

LDAP Usage Scenario
User Properties

User Property Mapping
Confirmation
Installation Process

Finish

Specify the mapping hetween the Systinet Registry user properties and LDAP properties.

User Property Mapping

Renistry account property | LOAP propery ‘ Add.
loginMame uid =
uIINgme ch : -
email rmail =

= Back
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Y ou can specify mapping between HP SOA Registry Foundation user account properties and LDAP
properties. Y ou can add rows by clicking Add. To edit an entry, double click on the value you wish to edit.

The following user account properties can be mapped from an LDAP server:

java.lang. String | ogi nName
java.lang. String emil
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java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.
java.

>

| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
util.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.
| ang.

String full Name

String | anguageCode
String password

String description
String busi nessNane
String phone

String al ternatePhone
String address

String city

String stateProvince
String country

String zip

Date expiration

Bool ean expires

Bool ean ext er nal

Bool ean bl ocked

I nteger businessesLinit
I nteger servicesLimt

I nteger bi ndi ngsLimt

I nteger tModelsLimt
Integer assertionsLinit
Integer subscriptionsLimt

The Registry account property dn specifies the LDAP distinguished name. The value depends on
the LDAP vendor.

e Onthe Sun ONE Directory Server, the value is entryDN
» On Microsoft Active Directory, the value is distinguishedName

If an optional property (such as email) does not exist in the LDAP, then the property'svalueis set
according to the default account. The default account is specified in the config file whose nameis
account _core. xm .

User account propertiesthat you specify at the Figure 33 will betreated asread-only from Registry
Console and registry APIs.

For more information, please see Developer's Guide, userAccount data structure .
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Figure 34. Group Search Properties
oIl
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Search Filter
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User Property Mapping Search Base
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Group Properties
Search Scope
Confirmation ") Ohject scope

Installation Process ( One level scope
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Results Limit
10

Finish

Exit = Back | | Mext =

Field description:

Search Filter

The notation of the search filter conformsto LDAP search notation. Y ou can specify the LDAP
node property that matches the group.
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Search Base

LDAP, including the current LDAP node and possible all child nodes, will be searched from this
base.

Search Scope
Here you can specify how deep the LDAP tree structure data will be searched.

* Object Scope - Only the search base node will be searched.
e One-level Scope - Search base and its direct sub-nodes will be searched.

e Subtree Scope - Search base and al its sub-nodes will be searched.
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Figure 35. Group Properties Mapping
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Confirmation
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Specify the mapping between the Systinet Registry group properies and LDAP properties.

Group Property Mapping

Reqistry group propery | LOAP propery
awirer creatarsiame
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mermher uniguetlermhber
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‘ Add..

Remove
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Y ou can specify mapping between HP SOA Registry Foundation group properties and LDAP properties.

Y ou can add rows by clicking Add. To edit an entry, double click on the value you wish to edit.

If a property (such as description) does not exist in the LDAP then property valueis set according to the
default group. The default group (grouplnfo) is specified in the config file whose name is gr oup. xni .

128



For more information, please see Developer's Guide, group data structure

LDAP with Multiple Search Bases

The installation consists of the following steps:

1

2

Specify the domain delimiter, domain prefix and postfix as shown in Figure 36.
Enable/Disable domains as shown in Figure 37.

Specify User Search properties as shown in Figure 32.

Map Registry user properties to LDAP properties as shown in Figure 33.
Specify group search properties as shown in Figure 34.

Map Registry group properties to LDAP properties as shown in Figure 35
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Figure 36. Domain Delimiter
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Installation Process
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Search String Delimiters Configuration

In arder to search multiple search bases you must provide textual delimiters to separate
individual iterms in a query. Enter required delimiters.

Domain Delimiter

I

Domain Prefix

|D|J=

Domain Postiix
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Field descriptions:

Domain Delimiter

Specifies the character that delimits domain and user name. When left empty, users are searched

from all domains.
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Domain Prefix, Domain Postfix
Domainsare searched using the following pattern: { domai n pr ef i x} domai n_nane{ domai n post fi x}{search
base}
where { domain prefix} isvalue of property whose name is domain prefix, { domain postfix} is
value of property whose nameisdomain postfix and { searchbase} isvalue of property whose name
is searchbase.
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Figure 37. Enable/Disable Domains

oIl
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Remaove
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Enable Domains

L eft column: domain name that users will be using during login. Right column: distinguished

domain name.
Disable Domains

Enter distinguished domain name of domains you wish to disable.

132




Multiple LDAP Services

The correct LDAP serviceis chosen via DNS. The installation consists of the following steps:
1 Specify user/account search properties as shown in Figure 32.

2 Map Registry user properties to LDAP properties as shown in Figure 33.

3 Specify group search properties as shown in Figure 34.

4 Map Registry group properties to LDAP properties as shown in Figure 35.

LDAP over SSL/TLS

Itisonly amatter of configuration to setup LDAP over SSL (or TLS) with adirectory server of your choice.
We recommend that you first install HP SOA Registry Foundation with a connection to LDAP that does
not use SSL. Y ou can then verify the configuration by logging in as auser defined in this directory before
configuring use of SSL.

The configuration procedure assumes that you have already installed HP SOA Registry Foundation with
an LDAP account provider. HP SOA Registry Foundation must not be running.

LDAP over SSL Without Client Authentication
In this case only LDAP server authentication is required. Thisis usually the case.

Edit the REGISTRY_HOM E/app/uddi/conf/directory.xml file in one of the following ways depending on
the version of Java used to run HP SOA Registry Foundation:

e If HP SOA Registry Foundation will always be running with Java 1.4.2 or later:
1 Changethejava. nani ng. provi der. url property to use thel daps protocol and the port on which the
directory server accepts SSL/TLS connections. For example | daps: / / sranka. i n. i doox. com 636;
e Otherwise, if HP SOA Registry Foundation may be run with a Java version less than 1.4.2:

1 Changethejava. naning. provi der. url property to the appropriate URL using the| dap protocol. For
examplel dap: //sranka.in.idoox.com 636,
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2 Add anew property, after thej ava. nami ng. provi der. url property, with name
java. nani ng. security. protocol and valuessl;

Thisis shown in the following example:

Example 1: Directory configuration

<config nane="directory" savingPeriod="5000">
<directory>
<!-- LDAP over (SSL/TLS) unprotected connection -->
<l--

<property nane="java.nam ng. provider.url" val ue="Idap://host name: 47361"/ >
-->

<!-- LDAP over SSL/TLS for Java 1.4.2 and later -->
<l--

<property nane="java.nam ng. provider.url" val ue="Idaps://host name: 636"/ >
>

<!-- LDAP over SSL/TLS for Java where LDAP over SSL is supported -->
<property nane="java. nam ng. provider.url" val ue="ldap://hostname: 636"/ >
<property nane="java.nam ng. security.protocol" val ue="ssl"/>

</directory>
</config>

In both cases, be sure that the hostname specified in thej ava. nani ng. provi der. url property matchesthe name
that isin the directory server certificate's subject common name (CN part of certificate's Subject). Otherwise
you will get an exception during startup of HP SOA Registry Foundation. It will inform you of a hostname
verification error. The stacktrace contains the hostname that you must use.

LDAP over SSL With Mutual Authentication

HP SOA Registry Foundation can be configured to communicate with LDAP server over 2 way SSL. In
this case HP SOA Registry Foundation has to authenticates itself to LDAP server viaclient certificate.

To enable 2 way SSL communication with LDAP server:

e Specify the client certificate for HP SOA Registry Foundation via Java system properties.
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Property Description

javax. net. ssl . keyStore Absolute path to client keystorefile. Keystorefile must
contain keyEntry that identifies the client.

javax. net. ssl . keySt or ePasswor d Password for the keystore file.

* Ensuretrust to LDAP server. For more information see section bellow. Briefly:
e Get the certificate of LDAP server or the certificate of its CA.
e Import the certificate to keystore file via keytool.

e Add the following properties to Java system properties.

Property Description
javax.net.ssl.trustStore Absolute path of your trust storefile.
javax. net. ssl . trust StorePassword Password for the trust storefile.

e Modify REG STRY_HOME/ app/ uddi / conf / di rect ory. xni

e Changethejava. nani ng. provi der. url property to LDAPsURL or aternatively add
java. nani ng. security. protocol (for Javaversion less 1.4.2). More details are described above.

e Changethe value of thej ava. nani ng. securi ty. aut henti cati on from simpleto EXTERNAL. In this
case LDAP server does not use principal and his password so properties; ava. nani ng. securi ty. pri nci pal
and j ava. nami ng. security. credential s have no sense.

) 2 If LDAP server requires client authentication then it is necessary to set
uddi . I dap. client Certifi cat eAut henti cati on to true. In this case HP SOA Registry Foundation must
beinstalled in two way SSL mode, in order to check client identity properly.
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Ensuring Trust of the LDAP Server

The client that connects to the SSL/TLS server must trust the server certificate in order to establish
communication with that server. The configuration of LDAPS explained above inherits the default rule for
establishing trust from JSSE (the Javaimplementation of SSL/TLS). Thisis based on trust stores.

When atrust storeis needed to verify aclient/server certificate, it is searched for in the following locations
in order:

1 Thefile specified by thej avax. net. ssl . trust Store System property, if defined;
2  Otherwisethefile JAvA HOVE\jre\lib\security\jssecacerts if it exists;
3 Otherwisethefile JAVA_HOME)jre\lib\security\cacerts if it exists;

It is recommended to use the first option to define atrust store specifically for the application you are
running. In this case, you have to change the command that starts the registry (or the VM environment of
the deployed registry) to define the following Java system properties:

Property Description
javax.net.ssl.trustStore Absolute path of your trust store file.
javax. net. ssl . trust StorePassword Password for the trust store file.

To ensure that the server certificate is trusted, you have to:

1 Contact the administrator of the LDAP server and get the certificate of the server or the certificate of
the authority that signed it;

2 Import the certificate into the trust store of your choice using the Java keytool:

keytool -inport -trustcacerts -alias alias -file file -keystore keystore -storepass storepass

where the parameters are as follows:
alias
A mandatory, unique alias for the certificate in the trust store;

Thefile containing the certificate (usually with .crt extension);
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The keystore file of your choice;
A password designed to protect the keystore file from tampering. Javalevel keystores (cacerts
and jssecacerts) usually require the password changeit ;
file
Thefile containing the certificate (usually with .crt extension);
The keystore file of your choice;
A password designed to protect the keystore file from tampering. Javalevel keystores (cacerts
and jssecacerts) usually require the password changeit ;
keystore
The keystore file of your choice;
A password designed to protect the keystore file from tampering. Javalevel keystores (cacerts
and jssecacerts) usually require the password changeit ;

storepass
A password designed to protect the keystore file from tampering. Javalevel keystores (cacerts
and jssecacerts) usually require the password changeit ;

LDAP Configuration Examples
SUN One with Single Search Base

In this example, we show how to configure a Sun One Directory Server 5.2 under the LDAP Single Search
Base scenario.

SUN One with Single Search Base on page 137 shows user properties that are stored in the LDAP server.
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Figure 38. User Propertiesin LDAP

i Softerra LDAP Administrator v.3 Name Value
+ 35 Internet Public Servers [ givenhlams Joe
+-35 LDWP Administrator w2 Profiles &sn Patroni
=35 LDWP Browser v2 Profiles = telenh b
e El MSAD [=] telephoneMumber 1-617-360-7039
5 El sunOne-root [=| FacsimileTelephoneMumber  1-751-369-1928
= sunone I:_lob].ectclass top
] D cn=Directory Administrators (=l abjectClass person
= - =| objectClass organizationalPerson
[ ou=Groups [E) abjectcl izationalP
-2 cn=uddi-team [=] objectClass inetargperson
#-[_] cn=wasp-team (=] uid JPatroni
D cn=control-team =l Joe Pakroni
=-[_] ou=People (= mail joe, patroni@mycompany, com
=
+ D uid=KVernon
-] uid=T3mith
+-[_] uid=CLivingston
+-[_] ou=Special Users
+-(_] ou=uddi

SUN One with Single Search Base on page 137 shows group properties that are stored in the LDAP server.

Figure 39. Group Propertiesin LDAP

ofterra LDAP Administrator v.3

Marne Yalue

25 Internet Public Servers [=] objectClass top
+ Elg LDAP Administrator 2 Profiles [ abjectilass groupofuniquenames
=35 LDWP Browser v2 Profiles Elen control-keam

MSAD
: % anOme-ront |=] description control kearn
5 sunoms =] uniqueMernber uid=JPatroni,ou=People, do=in, de=idoox, dc=com
-] en=Directory Administrators |=] uniqueMernber uid=T3mith,ou=People, dc=in, de=idoox, de=com

= D ou=iaroups
#-[_] cn=uddi-team
+ D cn=wasp-team
cn=control-team
=1-[_] ou=People
+-[_] uid=JPatroni
+-[_] uid=K¥ernon
+-[_] uid=TSmith
+-[_] uid=CLivingston
+-[_] ou=Special Users
+-(_] ou=uddi

The following table shows how to configure HP SOA Registry Foundation using this scenario.
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Config Property Config Value See

Java naming provider URL Idap://localhost:389 Figure 30
Initial Naming Factory com.sun.jndi.ldap.LdapCtxFactory | Figure 30
Security Principal Uid=Paron aupededs=ind=idoods=aom | Figure 30
Security Protocol simple Figure 30
User Properties

Search Filter objectClass=person Figure 32
Search Base ou=people,dc=in,dc=idoox,dc=com| Figure 32
Search Scope Subtree Scope Figure 32
Result Limit 100 Figure 32
telephoneNumber phone Figure 33
uid loginName Figure 33
cn fullName Figure 33
mail email Figure 33

Group Properties

Search Filter objectClass=groupofuniquenames| Figure 34
Search Base ou=groups,dc=in,dc=idoox,dc=com| Figure 34
Search Scope Subtree Scope Figure 34
Result Limit 100 Figure 34
creatorsName owner Figure 35
description description Figure 35
uniqueM ember member Figure 35
cn name Figure 35

Sun One with Multiple Search Bases

In this example, we show how to configure Sun One Directory Server 5.2 with multiple search bases. In
Figure 41, you can see users and domains that are stored on the LDAP server. We want to configure the

LDAP integration with HP SOA Registry Foundation in this way:
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e Only usersfrom donzi n1 and domai n10 can log into HP SOA Registry Foundation. LDAP dorsi n2 will be
disabled.

e LDAP domai n10 will be mapped to the domai n3 user group in HP SOA Registry Foundation.

Figure 41 shows how users from LDAP are mapped to HP SOA Registry Foundation

Figure 40. LDAP Usersand Groups

ﬁii Softerra LDAP Administrator v.3

Mame Yalue
+ 35 Internet Public Servers [ givenhlams Thamas
+-35 LDWP Administrator w2 Profiles &sn Stafford
=35 LDWP Browser v2 Profiles =
[=] telephoneMumber 1-617-803-1111
: % unsn?ne-root (= mail thomas, stafford@mycompany. com
[=| FacsimileTelephoneMumber  1-717-859-5617
= ﬂ] sunCne - X
] D cn=Directory Administrators (=l abjectClass top
#-[1] ou=Groups [=] objectClass person
+-[_] ou=People [=] objectClass organizationalPerson
+-[_] ou=Special Users [=] objectClass inetargperson
+-[_] ou=uddi =/ uid TStafford
=-[_ ou=example Elen Thomas Stafford

=-[Z ou=domain1
+-[_7] id=RPhelan
+-[_] uid=Mstrong
+-[_] vid=DShaw
uid=T5tafford
=-[_] ou=domain:
+-[_] uid=GRoss
+-[_1] vid=Bakersfield
+-[_] uid=JDurban
+-[_] uid=IMcLean
=1-[_] ou=domainin
+-[_] uid=HGreen
#-[_] uid=ETroy
-] uid=2valdir
+-[_] uid=1Callahan
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Figure4l. Registry Users

erowsE|[ searcH |[PuBLISH|[PROFILE [[MANAGE | Fome > regisry mansgement = Find account

Registry management =

Registry configuration =

Registry console configuration

[ Find account

Filter: | Login name % ||%

Displaying results 1 - 9 of @

[ admin

[ domaini/Dshaw
[ domaini/Mstrang
[ domaini/RPhelan
[ dormain1/TStafford
[ domain3/ETray
[ domaina/HGreen

[ dormaina/callahan

[ domainwaldic

The following table shows how to configure HP SOA Registry Foundation using this scenario.

administrator
Darby Shaw
Marry Strong
Rex Phelan
Thomas Stafford
Elliott Troy
Harris Green
Joseph Callahan

Josh valdir

Config Property Config value See

Java naming provider URL Idap://local host:1000 Figure 30
Initial Naming Factory com.sun.jndi.ldap.L dapCtxFactory | Figure 30
Security Principal Ud=ParanauHpededs=inds=doods=aom| Figure 30
Security Protocol simple Figure 30
uddi.ldap.domain.delimiter / Figure 36
uddi.ldap.domain.prefix ou= Figure 36
uddi.ldap.domain.postfix leave empty Figure 36
Enable domains

domain name domain3 Figure 37
Distinguished name ardmaniOoureardetnoHdokosaam | Figure 37
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Config Property Config value See
Disable domains

Distinguished name artbmarPareardet=nd=cokdam | Figure 37
User Properties

Search Filter objectClass=person Figure 32
Search Base ou=people,dc=in,dc=idoox,dc=com| Figure 32
Search Scope Subtree Scope Figure 32
Result Limit 100 Figure 32
telephoneNumber phone Figure 33
uid loginName Figure 33
cn fullName Figure 33
mail email Figure 33
Group Properties

Search Filter objectClass=groupofuniquenames| Figure 34
Search Base ou=groups,dc=in,dc=idoox,dc=com| Figure 34
Search Scope Subtree Scope Figure 34
Result Limit 100 Figure 34
creatorsName owner Figure 35
description description Figure 35
uniqueM ember member Figure 35
cn name Figure 35

Active Directory with Single Search Base

In this example, we show how to configure an Active Directory with asingle search base. Figure 42 shows
group propertiesthat are stored in the Active Directory. These group properties will be mapped to HP SOA

Registry Foundation as shown in Figure 43.
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Figure42. LDAP User Group

=5 Softerra LDAP Administrator v,5 Mame vahe
@5 Internet P.ul.JIic Servers . [ cbjectClass top
=] Elg LDAR Administrator w2 Profiles = objectch o
= msap Ba :
= g:l DiC=reqistry - .
[Z CN=Builtin =] description control keam
[ Cu=Computers & member CH=Tanya Smith, OlU=example, DC=registry, DC=in,DC=systinet, DC=com
(L3 OU=Domain Controllers & member Ch=Jo= Patroni,OlU=example, DC=registry, DC=in,DC=systinet, DC=com
=23 OU=example & distinguishedMame CH=control-team, OU=example, DC=registry, DC=in, DC=systinet, DC=com
(2 CH=Cindy Livingston ElinstanceType 4
s n & whenCreated 20050628154305.02
(2 CM=1oe Patroni EwhenChanged 20050628154416.02
[Z CM=Keith Yernon =) uSCreated 188864
[Z C=sales-team & ushChanged 153965
(23 CH=Tanya Smith = name control-team
(21 Ch=FaoreignSecurityPrincipals [ objectGUID {B1BAEE1C-FBED-472F-8F2D-924CF4DDCCCE}
g CN=I”ffaStdeCthZ [ objectsid 5-1-5-21-1332440743-3657354596-1717007476-1240
CN=LostAndFour (£ sAMaccountiame
(2 CH=NTDS Quotas = cama : ;::%
[Z CM=Program Data EUU-DTYDE " '226?:7433646
D OUSHact & objectCategory CH=Group, Ch=5chema, CN=Configuration, DC=registry, DC=in,DC=systinet, DC=com
[Z C=System & mai . com
- CN=Users . yeompany-
Idap: i TAPI3Directory. registry.in.systinet. com: 389/C
ldap: f{ForestDnsZones. registry.in.systinet. com: 389
ldap: f{DomainbnsZones. registry.in.systinet . com: 369
Idap: jregistry.in.systinet. com: 389/ CN=Configuratio

Figure 43. User Group in HP SOA Registry Foundation

TBrowsE| searc |[puBLIsH | PROFILE || MANAGE | Fame > Groups = view aroup

My account = Groups = Favorite taxonomies

View group

Group name: control-team
public
Description default description

Login name v | [ Fiter |

Displaying results 1 - 2 of 2

Cogmname——————— Jrulname ——————— Jemal _Toescnption |
joe.patrani Joe Patroni joe.patroni@mycompany.com Joe Patroni
tanya.smith Tanya Smith tanya.smith@mycompany.com Tanya Smith

Figure 44 shows user propertiesthat are stored in the Active Directory. These user propertieswill be mapped
to HP SOA Registry Foundation as shown in Figure 43.
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Figure 44. LDAP User Properties

Softerra LDAP Administrator v.3
@5 Internet Public Servers
=35 LDAP Admiristrator v2 Profiles
= msap
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[Z CN=Builtin
D CH=Computers
[Z ou=Domain Controllers
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D CM=Program Data
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D CH="S5ystem

D CH=llsers

Idap: i TAPI3Directory. registry.in.systinet. com: 389/C
ldap: f{ForestDnsZones. registry.in.systinet. com: 389
ldap: f{DomainbnsZones. registry.in.systinet . com: 369
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Figure 45. User Propertiesin HP SOA Registry Foundation

View account

Login name: joe.patroni

Email: joe.patroni@mycompany.com
Full name: Joe Patroni

Default language: English

Description:

Business Name:
Phone: 1-617-879-9786

Alternate phone:
Address:

City:
State province:

Country:

Zip:

User profile: Developer Profile
Lastlogged in: Wed Jun 29 11:30:42 CEST 2005
External: YEes

Blocked: no

Assertions limit: 10

Bindings limit: 2

Businesses limit: 1

Services limit: 4

Subscriptions limit: 5

THodels limit: 100

The following table shows how to configure HP SOA Registry Foundation using this scenario.

Config Property Config value See

Java naming provider URL Idap://localhost:389 Figure 30
Initial Naming Factory com.sun.jndi.ldap.L depCtxFactory | Figure 30
Security Principal Qe DG PCHGMoayDGaon | Figure 30
Security Protocol DIGEST-MD5 Figure 30
User Properties

Search Filter objectClass=person Figure 32
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Config Property Config value See
Search Base arearpgErycHTEM@EYTm | Figure 32
Search Scope Subtree Scope Figure 32
Result Limit 100 Figure 32
SAMAccountName loginName Figure 33
cn fullName Figure 33
mail email Figure 33
telephoneNumber phone Figure 33
Group Properties

Search Filter objectClass=group Figure 34
Search Base arearpgtrerycEma e | Figure 34
Search Scope Subtree Scope Figure 34
Result Limit 100 Figure 34
member member Figure 35
cn name Figure 35
uniqueM ember member Figure 35
cn name Figure 35

Custom (Non-LDAP)

Select External on the Advanced Account Settings panel.
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JRI=IE

[‘&ﬂ HP SOA Registry Setup

Setup
Account Provider

Confirmation
Account Provider Selection
Installation Process

Selectthe uzer account starage.
Finish
Authentication Account Provider

) Database

All accounts will be stored in the registry datahase.
) LDAP

Registry accounts integrated with LDAP semver.

® External

Registry accounts integrated with other external starage. The interface
org.systinet.uddi.account. ExternalBackendApi must be implementad and added to the
registry installation.

Exit = Back | | Mewxt =

External accounts require implementation of the interface org. systi net. uddi . account . Ext er nal BackendApi .

Deployment to an Application Server

To deploy HP SOA Registry Foundation to any application server, it must be installed as standal one server,
as described Installation on page 40. After installation, use the Setup tool as described in Creating a Web
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Application Archive (WAR,EAR) on page 148 to create Web application archive (WAR,EAR) for the specific
application server.

The WAR file or EAR file is then prepared for deployment to the application server. Y ou must deploy it
into the application server manually, according to your specific application server'sinstructions:

) 2 If you aregoing to usethe HSQL (despitethefact it isrecommended only for demo/testing purposes)
and deploying the wasp. war on a different machine, do not forget to copy the database files from
the REG STRY_HOME/ hsql db directory to the host where the application server isrunning. Then, change
the database configuration accordingly after the first start of HP SOA Registry Foundation.

Creating a Web Application Archive (WAR,EAR)
To create a Web application archive:

1 Briefly, launch the Setup tool by executing the following command from the bi n directory of your

installation:
Windows: setup.bat
UNIX: Jsetup.sh

See command-line parameters in Setup on page 71.

2 Select Deployment on thefirst panel:
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(ﬁﬂ HP SOA Registry Setup

Setup
Confirmation
Installation Process

Finish

Select one of the setup options.
) Configuration

Change registry canfiguration

) Database

Create, drap, or connectto 3 datahase
® Deplayment|

Dieploy registry to an application senver
) Migration

Migrate registry data frarm other registry
) Backup

Backup registry data and canfiguration
) Restore

Restare registry data and configuration fram a hackup
) Authentication account provider

Change authentication account provider configuration

Exit = Back

Mext =

3 Select the application server on the next panel.
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] HP SOA Registry Foundation 6.63

(l}ﬂ HP SOA Registry Setup

Setup
Deployiment
Confirmation

Installation Process
Application Server Selection

Finish
Deploy HP S0OA Registry Foundation to an application server. Select the application server.

Application server
(®) BEA Weblogic 8., 9.%, and 10.0

) IBM WehSphere 6.%

) JBoss 4.2.2 and 4.3.0

) Apache Tomcat 5.x

) Oracle Application Server 10g 10.1.3.x

Exit = Back | | Mext =

Select the application server to which you want to deploy HP SOA Registry Foundation .

4 Thenext pandl shows deployment settings on the application server.
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o>
(ﬁa HP SOA Registry Setup
Setup
Deplovimert
Deployment Properties
Confirmation
Installation Process HTTP Port
Finish 7001 |
SSL{HTTPS) Port
e |
Hostname
|mycomp.com |
Application Server Context
|registr5t |
Exit = Back | | Mext =
HTTP Port

HTTP port of the application server

SSL(HTTPS) Port

HTTPS port of the application server
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Host name

Host name of the application server

Application Server Context

Use the context you will use to deploy on the application server. (default: wasp)

Figure 46. Deployment Process After Confirmation of Settings

[ﬁa HP SOA Registry Setup

=101 ]

Setup

Deplovment
Deployment Properties
Confirmation
Installation Process

Finish

Installation output

Frepare the huild directary...

Create 'erw. properies' demoa settings file..

Create the WaSP configuration file wi-semletcantxml...
Frepare WaASPF module..

]|

Mewxt =
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To continue the deployment process, follow the instruction in the log window. For further details, see the
instructions in the individual sections below dedicated to the individual application servers.

WebL ogic on page 153
WebSphere on page 154
JBoss on page 162

Oracle on page 170

Weblogic

The BEA WebLogic 8.x, 9.x and 10 are supported.

> w._Hove refers to the directory where WebL ogic is installed.

REG STRY_HOMVE refersto the directory in which the HP SOA Registry Foundation distribution is
installed.

TheREG STRY_HOME/ conf/ por ti ng/ webl ogi ¢/ bui | d/ [ cont ext _nane] . war fileisready for deployment. Pleasefollow
these steps to compl ete the integration:

1

2

Deploy the package using WebL ogic's administration console.

Modify the BEA WebL ogic server launch script which is:

e W._HOVE/ user _proj ects/ domai ns/ DOVAI N_NAVE/ st art WebLogi c. sh or start\WbLogic. cnd

* Add thefollowing property to the Java command line for starting the WebL ogic server:

-Djava. security. auth. | ogin. confi g=REG STRY_HOVE/ conf/j aas. config

Import the SSL certificate of the WebL ogic server to the HP SOA Registry Foundation configuration.

Obtain the WebL ogic SSL certificate. There are two methods:
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4

Y ou can get certificate using Internet Explorer 6.0 web browser connected to WebL ogic via
HTTPS. Select "Properties” in context menu of the page, button "Certificates', tab "Details",
button "Copy to file", and then export certificate in Base 64 encoded X.509 .cer format.

Y ou can also use REG STRY_HOVE/ bi n/ ssl Tool . sh OF REG STRY_HOME\ bi n\ ssl Tool . bat t0 get certificate.
Run command:
ssl Tool serverinfo --url https://HOST: 9043 --certFile webl ogic.cer

This command will connect to specified host and port using HTTPS and it will store server
certificate into specified file.

To import this certificate use

PStoreT ool located in [registry_home]/bin PStoreT ool.sh add -config
[registry_home]/conf/clientconf.xml -certFile [weblogic.cer]

Enable SSL in WebL ogic if not yet enabled and (re)start the BEA WebL ogic server.

Deployment should now be complete. The HP SOA Registry Foundation URL is
http://[hostname]: [http_port]/[context]/uddi/web

> WebL ogic 8.x: When "Segmentation fault" problems occur during WebL ogic startup on RedHat
Enterprise Linux, you have to set environment variable LD_ASSUME_KERNEL to value 2.4.1.
Add thisline to WebL ogic startup script: export LD ASSUVE_KERNEL="2. 4. 1"
WebSphere

This process has been tested on WebSphere 6.0 and 6.1

2

REG STRY_HOMVE refersto the directory in which the HP SOA Registry Foundation distribution is
installed.

WEBSPHERE_HOME refersto the directory in which IBM WebSphereisinstalled.

PCRTI NG_CONTEXT refers to context under which the HP SOA Registry Foundation is deployed.
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The REG STRY_HOVE/ conf/ por ti ng/ webspher e/ 6. x/ bui | d/ PORTI NG_CONTEXT. ear fileis ready for deployment. Please
follow these steps to complete the integration:

1 ThelBM WebSphere server uses IBM java, which isinstalled in the WeBSPHERE_HOME/ j ava directory.

Y ou must set up the security for thisIBM JVM. To do so, follow the java security section in System
Requirements on page 38.

» Y ou should not download and replace the following security jars: Us_ExportPol i cy. jar and
| ocal _policy.jar

2 Modify thefile WEBSPHERE_HOVE/ prof i | es/ def aul t/ confi g/ cel | s/ DOVAI N_NAME/ securi ty. xmi (for version 6.0)
by adding the following lines between the tags <appl i cat i onLogi nConf i g> and </ appl i cat i onLogi nConf i g>:
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Example 2: WebSphere Configuration

<entries xm:id="WaspCredentials" alias="Credentials">
<l ogi nMbdul es xmi :id="Credential s"
modul eCl assName="com i bm ws. security. common. aut h. nodul e. pr oxy. WsLogi nMbdul ePr oxy"
aut henti cationStrat egy="REQU RED" >
<options xm:id="debug_property 1" name="debug" val ue="true"/>
<options xm:id="del egate_property_1" nane="del egate"
val ue="com i doox. security.jaas. GSSLogi nMdul "/ >
</l ogi nMbdul es>
</entries>
<entries xm:id="WaspReceivedCredential s" alias="ReceivedCredentials">
<l ogi nWbdul es xmi : i d="Recei vedCredenti al s"
modul eCl assName="com i bm ws. security. comon. aut h. nodul e. proxy. WsLogi nMbdul ePr oxy"
aut henti cationSt rat egy="REQUI RED" >
<options xm:id="debug_property 2" name="debug" val ue="true"/>
<options xm:id="del egate_property 2" nane="del egate"
val ue="com i doox. security.jaas. GSSLogi nMdul eNoAut h"/ >
</l ogi nNbdul es>
</entries>
<entries xm:id="WaspHttpCredential s" alias="HtpCredential s">
<l ogi nWbdul es xmi:id="HtpCredential s"
modul eCl assName="com i bm ws. securi ty. common. aut h. modul e. pr oxy. WsLogi nMbdul ePr oxy"
aut henti cationStrat egy="REQU RED" >
<options xm:id="debug_property_ 3" name="debug" val ue="true"/>
<options xm:id="del egate_property_3" nane="del egate"
val ue="com i doox. security.|aas. H t pLogi nModul e"/>
</l ogi nNbdul es>
</entries>
<entries xm:id="WaspKrbCredentials" alias="KrbCredentials">
<l ogi nMbdul es xmi :id="KrbCredential s"
modul eCl assName="com i bm ws. securi ty. common. aut h. nodul e. proxy. WsLogi nMbdul ePr oxy"
aut henti cationSt rat egy="REQUI RED" >
<options xmi:id="debug_property 4" name="debug" val ue="fal se"/>
<options xm:id="krb_property_1" name="storeKey" value="true"/>
<options xm:id="del egate_property_4" nane="del egate"
val ue="com sun. securi ty. aut h. modul e. Kr b5Logi nModul e"/ >
</l ogi nNbdul es>
</entries>
<entries xm:id="WspCachedKrbCredentials" alias="CachedKrbCredentials">
<l ogi nMbdul es xmi : i d="CachedKrbCredential s"
modul eCl assName="com i bm ws. security. comon. aut h. nodul e. proxy. WsLogi nMbdul ePr oxy"
aut henti cationStrat egy="REQU RED" >
<options xmi:id="debug_property 5" name="debug" val ue="fal se"/>
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<options xmi:id="krb_property_2" nanme="useTi cket Cache" val ue="true"/>
<options xmi:id="del egate_property_5" nanme="del egate"
val ue="com sun. security. aut h. modul e. Kr b5Logi nModul e"/ >
</l ogi nNbdul es>
</entries>
<entries xm:id="WaspNamePasswor dNoAN' al i as="NamePasswor dNoAN' >
<l ogi nhbdul es xmi : i d="NamePasswor dNoAN'
modul el assNanme="com i bm ws. securi ty. common. aut h. nodul e. pr oxy. WsLogi nMbdul ePr oxy"
aut henti cationSt rat egy="REQUI RED" >
<options xmi:id="debug_property_6" name="debug" val ue="true"/>
<options xmi:id="del egate_property_6" name="del egate"
val ue="com i doox. security.jaas. NamePasswor dLogi nMbdul eNoAut h"/ >
</l ogi nNbdul es>
</entries>
<entries xm:id="UDD NamePasswor dAN' al i as="NamePasswor dAN'>
<l ogi nWbdul es xmi : i d="NanmePasswor dAN'
modul e assNanme="com i bm ws. securi ty. common. aut h. nodul e. pr oxy. WSLogi nMbdul ePr oxy"
aut henti cationSt rat egy="REQUI RED" >
<options xmi:id="debug_property_7" name="debug" val ue="true"/>
<options xmi:id="del egate_property_7" nanme="del egate"
val ue="com systinet. uddi . security.jaas. NanePasswor dLogi nMbdul "/ >
</l ogi nNbdul es>
</entries>
<entries xm:id="UDDl Aut hTokenAN' al i as="Aut hTokenAN'>
<l ogi nWbdul es xm : i d="Aut hTokenAN'
modul e assNanme="com i bm ws. securi ty. common. aut h. nodul e. pr oxy. WSLogi nMbdul ePr oxy"
aut henti cationSt rat egy="REQUI RED" >
<options xmi:id="debug_property_8" name="debug" val ue="true"/>
<options xmi:id="del egate_property_8" nanme="del egate"
val ue="com systinet. uddi . security.jaas. Aut hTokenLogi nModul e"/ >
</l ogi nNbdul es>
</entries>
<entries xm:id="WaspNameDi gest AN' al i as="NaneDi gest AN'>
<l ogi nWbdul es xmi : i d="NanmeDi gest AN
modul el assNanme="com i bm ws. securi ty. common. aut h. nodul e. pr oxy. WsLogi nMbdul ePr oxy"
aut henti cationSt rat egy="REQUI RED" >
<options xmi:id="debug_property_9" name="debug" val ue="true"/>
<options xmi:id="del egate_property_9" nane="del egate"
val ue="com i doox. security.jaas. NaneDi gest Logi nModul e"/ >
</l ogi nNbdul es>
</entries>
<entries xm:id="WaspNameMappi ng" al i as="NaneMappi ng" >
<l ogi nkbdul es xm : i d="NaneMappi ng"
modul el assNanme="com i bm ws. securi ty. common. aut h. nodul e. pr oxy. WsLogi nMbdul ePr oxy"
aut henti cationSt rat egy="REQUI RED" >
<options xmi:id="debug_property_ 10" name="debug" val ue="true"/>
<options xmi:id="del egate_property_10" nane="del egate"
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val ue="com i doox. security.jaas. NaneLogi nMbdul eNoAut h"/ >
</l ogi nNbdul es>
</entries>
<entries xm:id="WaspCertsMapping" alias="CertsMpping">
<l ogi nWbdul es xmi : i d="Cert sMappi ng"
modul el assNanme="com i bm ws. securi ty. common. aut h. nodul e. pr oxy. WSLogi nMbdul ePr oxy"
aut henti cationSt rat egy="REQUI RED" >
<options xmi:id="debug_property_ 11" name="debug" val ue="true"/>
<options xmi:id="del egate_property_11" nane="del egate"
val ue="com i doox. security.jaas. CertsLogi nMdul e"/>
</l ogi nNbdul es>
</entries>
<entries xm:id="HtpRequest Mappi ng" al i as="Htt pRequest ">
<l ogi nWbdul es xm :id="Ht pRequest"
modul el assNanme="com i bm ws. securi ty. common. aut h. nodul e. pr oxy. WSLogi nMbdul ePr oxy"
aut henti cationSt rat egy="REQUI RED" >
<options xmi:id="debug_property_ 12" name="debug" val ue="true"/>
<options xmi:id="del egate_property_12" nane="del egate"
val ue="com systinet. uddi . security.|jaas. SmLogi nMdul e"/ >
</l ogi nNbdul es>
</entries>
<entries xm:id="RegistryldentityAsserter" alias="IdentityAsserter">
<l ogi nhWbdul es xmi :id="1dentityAsserter"
modul el assNane="com i bm ws. securi ty. commn. aut h. modul e. pr oxy. WSLogi nMbdul ePr oxy"
aut henti cationStrat egy="REQU RED'>
<options xm:id="debug_property_13" name="debug" val ue="true"/>
<options xm:id="del egate_property_13" nane="del egate"
val ue="com systinet. uddi.security.jaas.|dentityAsserterLogi nNbdul e"/>
</l ogi nkbdul es>
</entries>

Deploy the file REG STRY_HOVE/ conf / por t i ng/ webspher e/ 6. x/ bui | d/ PORTI NG_CONTEXT. ear file using the IBM
WebSphere admin console, leaving all the options set at their default values.

After you finish the deployment, use WebSphere's admin console to set following properties. They
arein "Class loading and update detection™ section inside of enterprise application properties (in
WebSphere 6.1).

e mode of the WASP Application's classloader to 'PARENT_LAST' or "Classes |oaded with
application class loader first" option
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e WAR Classloader Policy to 'Application’ or "Single class |oader for application” option

5  Import the SSL certificate of the Websphere server to the HP SOA Registry configuration. Follow
these steps:

a  Obtain the WebSphere SSL certificate. There are two methods:

i You can get certificate using Internet Explorer 6.0 web browser connected to WebSphere
viaHTTPS. Select "Properties’ in context menu of the page, button "Certificates', tab

"Details", button "Copy to file", and then export certificate in Base 64 encoded X.509 .cer
format.

i YoucanalsouseREG STRY_HOVE/ bi n/ ssl Tool . sh Or REG STRY_HOME\ bi n\ ss Tool . bat to get certificate.
Run command:

ssl Tool serverinfo --url https://HOST: 9043 --certFile websphere. cer
This command will connect to specified host and port using HTTPS and it will store server
certificate into specified file.

b Import this certificate using the PStoreTool located in REG STRY_HOVE/ bi n. The command follows
(replace variables with real values):

PSt oreTool add -config REG STRY_HOME/ conf/clientconf.xm -certFile websphere.cer

HP SOA Registry Foundation is how running on htt p: // <host nane>: 9080/ wasp/ uddi / web.

) 2 e Thelinesadded to ! ogi n-config. xn are an analogy of j aas. confi g expressed in XML.
e The PARENT_LAST option and Appl i cati on ClassL oader policy need to be set because thereisa

conflict between our implementations of the saaj , j axm j axrpc and wsdl interfaces. PARENT_LAST
assures that the servlet classloader is the first to be asked for the definition of classes.
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Tomcat

Tested on Tomcat 5.0.28

) 2 REG STRY_HOMVE refersto the directory in which HP SOA Registry Foundation isinstalled.
TOVCAT_HOME refers to the directory in which Tomcat isinstalled

The file REG STRY_HOVE/ conf / por ti ng/ t oncat / bui | d/ [ cont ext _nane] . war iS ready for deployment. Please follow
these steps to complete the integration:

1 Copy thisfileinto the directory TOMCAT_HOVE/ webapps
2 Adjust the Tomcat launch script:
e Add the following jarsto the beginning of the Tomcat classpath:
REG STRY_HOME/ | i b/ xer cesl npl . j ar
REG STRY_HOME/ | i b/ xn Par ser APl s. j ar

REG SSTRY_HOWE/ | i b/ xal an. j ar

» Some version of Tomcat needs xerceslmpl.jar (or xerces.jar) to be removed from
TOMCAT_HOME/common subdirectory.
e Add thefollowing jarsto the end of the Tomcat classpath:
REG STRY_HOVE/ |'i b/ xm - api s. j ar
REG STRY_HOVE/ | i b/ security-ng.jar
REG STRY_HOME/ conf/ porting/ di st/security3-ng.jar

e Setthefollowing Java VM property:
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-Djava.security.auth.login.config=REGISTRY_HOM E/conf/jaas.config

e Increase maximum size of Java VM memory allocation pool to at least 300M, set the following
Java VM properties:

-Xmx300m -Xms128m

3 Copy REG STRY_HOME/ | i b/ acti vati on. j ar tO TOMCAT_HOVE/ conmon/ | i b.
4 Enable HTTPS for Tomcat
a If not yet done, enable SSL in Tomcat. Briefly:

¢ Uncomment the HTTPS connector in TOMCAT_HOVE/ conf/ server. xni . It should look like:

Example 3: Enable HTTPS Connector - Tomcat

<Connect or port="8443"
maxThr eads="150" m nSpar eThr eads="25" maxSpar eThr eads="75"
enabl eLookups="f al se" di sabl eUpl oadTi meout ="t rue"
accept Count ="100" debug="0" scheme="https" secure="true"
clientAuth="fal se" sslProtocol ="TLS"/>

e Createthe SSL keystore.
keytool -genkey -aliastomcat -keyalg RSA -stor epass changeit

By default the keystore will be placed in your home directory and named . keyst ore (note the
leading dot). To change the location of the keystore use keytool's -keystor e flag. Note that if
you locate the keystore outside of the home directory of the user under which Tomcat runs,
you must modify the HTTPS connect or €lement in the TOVCAT_HOME/ conf / server. xni fileand add
the keyst or eFi | e attribute as documented in the SSL HOW-TO
[http://jakarta.apache.org/tomcat/tomcat-4.1-doc/ssl -howto.html].

b Export the certificate from your SSL keystore and import it into HP SOA Registry Foundation:
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e Export the certificate:
keytool -export -filetomcat.crt -aliastomcat -stor epass changeit
e Import the certificate into the Registry:

REGISTRY_HOME/bin/PStor€eT ool.bat (.sh) add -certFiletomcat.crt -alias tomcat -
config REGISTRY_HOM E/conf/clientconf.xml

See Tomcat's original documentation for details.

5 Restart Tomcat.

The HP SOA Registry Foundation URL = http://1 ocal host : 8080/ [ cont ext ]/ uddi / web

JBoss

Tested on JBoss 4.2.2 and 4.3.0

> REG STRY_HOMVE refers to the directory in which the HP SOA Registry Foundation distribution is
installed.

JBOSS_HOME refers to the directory in which JBossisinstalled.

REG STRY_HOME/ conf / por ti ng/ j boss/ bui | d/ [ cont ext _name] . war iSNow ready for deployment. Pleasefollow these
steps to complete the integration:

1 Unpack the created file into the [context_name].war subdirectory of the JBoss deployment directory,
which isusually JB0SS_HOVE! server/ [ j boss_confi guration]/ depl oy.

2 Modify the JBoss launch script (usually in JBOSS HOME/bin/run.sh) as follows:
e Add the following jars to the beginning of the JBoss classpath:
REG STRY_HOVE/ | i b/ security-ng.jar

REG STRY_HOME/ conf/ porting/ dist/security3-ng.jar
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3 Enablesecurity: Add thefollowing linesto the file JB0sS_HOVE/ ser ver /[ j boss_confi gurati on]/ conf/ | ogi n-
config.xm between the tags <policy>...</policy>:
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Example 4: Enabling Security - JBoss

<application-policy name="Credential s">
<aut henti cati on>
<l ogi n- modul e code="com i doox. security.jaas. GSSLogi nMbdul e"
flag="required">
<nodul e-option nane = "debug" >t rue</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>

<application-policy name="ReceivedCredential s">
<aut henti cati on>
<l ogi n- modul e code="com i doox. security.jaas. GSSLogi nMbdul eNoAut h"
flag="required">
<nodul e-option nane = "debug" >t rue</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>
<application-policy name="HtpCredentials">
<aut henti cati on>
<l ogi n- modul e code="com i doox. security.jaas. HtpLogi nMbdul e"
flag="required">
<nodul e-option nane = "debug" >t rue</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>

<application-policy name="NanePasswor dNoAN' >
<aut henti cati on>
<l ogi n- modul e code="com i doox. security.jaas. NamePasswor dLogi nMbdul eNoAut h"
flag="required">
<nodul e-option nane = "debug" >t rue</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>

<application-policy name="NanePasswor dAN' >
<aut henti cati on>
<l ogi n- modul e code="com systinet. uddi.security.jaas. NamePasswor dLogi nkbdul e"
flag="required">
<nodul e-option nane = "debug" >t rue</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
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</ application-policy>

<appl i cation-policy name="NaneDi gest AN'>
<aut henti cati on>
<l ogi n- modul e code="com i doox. security.jaas. NameDi gest Logi nhbdul e"
flag="required">
<nodul e-option nane = "debug">true</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>

<application-policy name="NaneMappi ng">
<aut henti cati on>
<l ogi n- modul e code="com i doox. security.jaas. NameLogi nNbdul eNoAut h"
flag="required">
<nodul e-option nane = "debug" >t rue</ nodul e- opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>

<appl i cation-policy name="CertsMpping">
<aut henti cati on>
<l ogi n- modul e code="com i doox. security.jaas. CertsLogi nNbdul e"
flag="required">
<nodul e-option nane = "debug">true</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>

<application-policy name="Aut hTokenAN'>
<aut henti cati on>
<l ogi n- modul e code="com systinet.uddi.security.jaas.Aut hTokenLogi nModul e"
flag="required">
<nodul e-option nane = "debug">true</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>

<application-policy name="HttpRequest">
<aut henti cati on>
<l ogi n- modul e code="com systinet.uddi.security.]jaas. SrLogi nMbdul e"
flag="required">
<nodul e-option nane = "debug">true</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>
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<application-policy name="ldentityAsserter">
<aut henti cati on>
<l ogi n- modul e code="com systinet.uddi.security.jaas.|dentityAsserterLogi nMdul e"
flag="required">
<nodul e-option nane = "debug" >t rue</ nodul e-opti on>
</l ogi n- modul e>
</ aut henti cation>
</ application-policy>

Configure log4j for HP SOA Registry: Add the following linesto thefile
JBOSS_HOME/ server / [ j boss_confi guration]/conf/jboss-1o0g4j . xm after the last tag </appender>:
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Example 5: Log4j Configuration - JBoss

<l-- Registry log4j appenders -->
<appender nane="sr_event Log" class="org. apache.|o0g4j.Rol i ngFil eAppender">
<errorHandl er class="org.jboss.|ogging.util.OnlyOnceErrorHandler"/>
<param name="Fi | e"
val ue="${j boss. server. hone. di r}/| og/ HPSOARegi stry_| ogEvents. | 0g"/>
<par am nane="MaxFi | eSi ze" val ue="10000KB"/ >
<par am name="MaxBackupl ndex" val ue="10"/>
<l ayout class="org.apache.l og4j.PatternLayout">
<par am nane="Conversi onPattern" val ue="(%) - %Mn"/>
</l ayout >
</ appender >
<appender nane="sr_errorLog" class="org.apache.|o0g4j.RollingFil eAppender">
<errorHandl er class="org.]jboss.|ogging.util.OnlyOnceErrorHandler"/>
<param name="Fi | e"
val ue="${j boss. server. hone. di r}/1 og/ HPSOARegi stry_errorEvents. | o0g"/>
<par am nane="MaxFi | eSi ze" val ue="10000KB"/ >
<par am name="MaxBackupl ndex" val ue="10"/>
<l ayout class="org.apache.l og4j.PatternLayout">
<par am nane="Conversi onPattern" val ue="(%) - %®n"/>
</l ayout >
</ appender >
<appender nane="sr_cl usterLog" class="org. apache. | og4j. RollingFi| eAppender">
<errorHandl er class="org.]jboss.|ogging.util.OnlyOnceErrorHandler"/>
<param name="Fi | e"
val ue="${j boss. server. hone. di r}/1 og/ HPSOARegi stry_confi gurat or Events. | 0g"/>
<par am nane="MaxFi | eSi ze" val ue="10000KB"/ >
<par am name="MaxBackupl ndex" val ue="10"/>
<l ayout class="org.apache.| og4j.PatternLayout">
<par am nane="Conversi onPattern" val ue="(%) - %®n"/>
</l ayout >
</ appender >
<appender nane="sr_replicationLog" class="org.apache.|og4j.RollingFileAppender">
<errorHandl er class="org.jboss.|ogging.util.OnlyOnceErrorHandler"/>
<param name="Fi | e"
val ue="${j boss. server. hone. di r}/| og/ HPSOARegi stry_replicationEvents.|og"/>
<par am nane="MaxFi | eSi ze" val ue="10000KB"/ >
<par am name="MaxBackupl ndex" val ue="10"/>
<l ayout class="org.apache.l og4j.PatternLayout">
<par am nane="Conversi onPattern" val ue="(%) - %Mn"/>
</l ayout >
</ appender >
<appender nane="sr_notificationLog" class="org.apache.|og4j.RollingFileAppender">
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<errorHandl er class="org.]jboss.|ogging.util.OnlyOnceErrorHandl er"/>
<param nane="Fil e"
val ue="${]j boss. server. hone. dir}/| og/ HPSOARegi stry_noti fi cationEvents. | og"/ >
<par am nane="NMaxFi | eSi ze" val ue="10000KB"/ >
<par am nane="MaxBackupl ndex" val ue="10"/>
<l ayout class="org.apache.| og4j.PatternLayout">
<par am nane="Conversi onPattern" val ue="(%) - %Mn"/>
</l ayout >
</ appender >
<l-- Registry log4j categories -->
<category name="com i doox. wasp. server. adapt or. RawAdapt or" additivity="fal se">
<priority val ue="ERROR'/ >
</ cat egory>
<category nane="com systinet.wasp. events" additivity="fal se">
<priority val ue="INFQO'/ >
<appender-ref ref="sr_eventLog"/>
</ cat egory>
<category nanme="com systinet.wasp.errors" additivity="fal se">
<priority val ue="ERROR'/ >
<appender-ref ref="sr_errorLog"/>
</ cat egory>
<category nanme="org. apache. xnl.security" additivity="true">
<priority val ue="ERROR'/ >
</ cat egory>
<cat egory
nanme="configurator.com systinet.uddi.configurator.cluster. ConfiguratorMnagerApi | npl "
additivity="fal se">
<priority val ue="INFQO'/ >
<appender-ref ref="sr_clusterLog"/>
</ cat egory>
<category name="replication_v3.comsystinet.uddi.replication.v3.ReplicatorTask"
additivity="fal se">
<priority val ue="DEBUG'/ >
<appender-ref ref="sr_replicationLog"/>
</ cat egory>
<category name="uddi _subscription_v3.com systinet. uddi.subscription.v3"
additivity="fal se">
<priority val ue="DEBUG'/ >
<appender-ref ref="sr_notificationLog"/>
</ cat egory>

If you do not have SSL keysand certificate, generate them using the keytool from the JDK distribution
asfollows:
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7

e Change the directory to the bi n subdirectory of JBoss_HoMVE and enter the following command:

keytool -keyst ore JBOSS_HOME/ server/[jboss_configuration]/conf/server.keystore -genkey -alias jhboss
-keyal g RSA -storepass changeit

e Change your directory to the bi n subdirectory of REG STRY_HOMVE.
e Export the certificate to afile using the following command:

keytool -keystore JBOSS HOWE/ server/[jboss_configuration]/conf/server.keystore -export -file
jboss.crt -alias jboss -storepass changeit

* Import the certificate to cli ent conf. xni in the HP SOA Registry Foundation distribution using this
command:

PStoreTool.sh (bat) add -certFile jhoss.crt -alias jboss -confi g REG STRY_HOVE/ conf/ cl i ent conf . xmi

Enable SSL in JBoss.

e Uncomment following lines in the file JB0SS_HOVE/ server/ [ j boss_conf i gurati on] / depl oy/ j boss-
web. depl oyer/ server. xn
<Connector port="8443" address="${j boss. bi nd. address}"
maxThr eads="100" strategy="ns" maxHt tpHeader Si ze="8192"
enpt ySessi onPat h="t rue"
scheme="https" secure="true" clientAuth="fal se"

keyst or eFi | e="${] boss. server. hone. di r}/conf/server.keystore"
keyst or ePass="123456" ssl Protocol = "TLS" />

Change the values of keyst or eFi | e t0 ${] boss. server. hone. di r}/ conf/ server. keyst ore akeyst or ePass

tO changeit.

» Use the actual values you used when invoking the keytool utility if those values differ
from the values shown here.

(Re)start the JBoss server
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Installation should be complete. The HP SOA Registry Foundation URL is
htt p: // host name: 8080/ [ cont ext _nane] / uddi / web.

) 2 » Thelinesadded to ogi n-config. xn are an analogy of j aas. confi g expressed in XML.

Oracle

The Oracle Application Server 10g 10.1.3.3 and 10.1.3.4 was tested.

> REGISTRY_HOME refers to the directory in which HP SOA Registry Foundation isinstalled.
ORACLE_HOME refersto the directory in which Oracle Application Server isinstalled

The REG STRY_HOME/ conf/ porti ng/ oracl e/ bui | d contains .ear file ready for deployment. Please follow these
steps to complete the integration:

1 Stop Oracle Application Server (e.g. ORACLE_HOM E/opmn/bin/opmnctl st opal I )
2 Adjust available memory for the Oracle Application Server asfollows:
e Open the configuration file CRACLE_HOME/ opmm/ conf / opm. xm

e Change start-parameters for OC4J as follows:

e - XX: MaxPer ni ze=128m - Xmx1024m - Doc4j . user Thr eads=t r ue

3 Configure JAASIogin modules.
e Open the file ORACLE_HOME/ j 2ee/ hone/ conf i g/ syst em j azn- dat a. xn
* Locate jazn-loginconfig element.
e Insert content of REG STRY_HOME/ conf/ porting/ oracl e/ j aas. xni or the following lines between jazn-

loginconfig elementsif registry login modules are not already presented.
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Example 6: Configure JAAS login modules

<application>
<nane>l dentityAsserter</nane>
<l ogi n- nodul es>
<l ogi n- modul e>
<cl ass>com systinet.uddi.security.jaas.|dentityAsserterLogi nMdul e</cl ass>
<control -flag>required</control -flag>
<options>
<option>
<nane>debug</ name>
<val ue>true</val ue>
</ option>
</ options>
</l ogi n- modul e>
</ ogi n- modul es>
</ application>

<application>
<nane>NanePasswor dAN</ nane>
<l ogi n- nodul es>
<l ogi n- modul e>
<cl ass>com systinet. uddi.security.jaas. NanePasswor dLogi nModul e</ cl ass>
<control -flag>required</control -flag>
<options>
<option>
<nane>debug</ name>
<val ue>t rue</val ue>
</ option>
</ options>
</l ogi n- modul e>
</ ogi n- modul es>
</ application>

<application>
<name>NanePasswor dNoAN</ narme>
<l ogi n- nodul es>
<l ogi n- modul e>
<cl ass>com i doox. security.jaas. NamePasswor dLogi nMbdul eNoAut h</ ¢l ass>
<control -flag>required</control -flag>
<options>
<option>
<name>debug</ name>
<val ue>true</ val ue>
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</ option>
</ options>
</l ogi n- modul e>
</l ogi n- nodul es>
</ application>

<application>
<nane>Ht t pRequest </ name>
<l ogi n- modul es>
<l ogi n- modul e>
<cl ass>com systinet.uddi.security.jaas. SnLogi nMbdul e</ cl ass>
<control -flag>required</control -flag>
<options>
<option>
<nane>debug</ name>
<val ue>true</ val ue>
</ option>
</ options>
</l ogi n- modul e>
</l ogi n- nodul es>
</ appl i cation>

4 EnableSSL and HTTPSin SSL is not already enabled. Enable SSL in OHS (Oracle HTTP Servey).
Briefly as follows (for more details please see Oracle documentation):

e generatereal identity for OHS
e setup OHS to use the created wallet file

« import CA certificateto client'sjava

5  Start Oracle Application Server (e.g. ORACLE_HOM E/opmn/bin/opmnctl startal ).
6 UseOracle Application Server Control to deploy EAR file.

Installation should be completed. The HP SOA Registry Foundation URL =
http://1ocal host: 80/ [ cont ext _nane]/ uddi / web.
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> Registry port numbers must match the Oracle HT TP port numbersin your existing OASinstallation.
These values can be found in ORACLE_HOME/ i nst al | / r eadne. txt .

Cluster Configuration

Thischapter containsgeneral notes about the synchronized configuration of aHP SOA Registry Foundation
cluster and gives instructions on how to deploy HP SOA Registry Foundation to a WebL ogic Cluster
(WebLogic specific configuration for use with cluster on page 178).

Cluster operation

Cluster operation is achieved by running multiple registries and joining their functionality with aload
balancer (proxy).

Load balancing is used to distribute requests among registries to get the optimal load distribution. The load
balancer should be configured to distribute requests among all physical endpoints of the registry nodes. If
using an application server, refer to its documentation for details about configuring load balancing.

Figure 47. HP SOA Registry Foundation in WebL ogic Cluster

WL Manager Service

Balancer

T

WL Node WL Node WL Node

Systinet Registry Systinet Registry Systinet Registry

Clientsto HP SOA Registry Foundation access TCP ports on the balancer which forwards the connection
to arunning cluster node with an actual HP SOA Registry Foundation. Each HP SOA Registry Foundation
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has a connection to a common database so that each HP SOA Registry Foundation has access to the latest
data. This connection also serves as a distribution point for changed configurations and inter-node events.

When aHP SOA Registry Foundation node fails (there are various reasons for this such as hardware
problems, network conection problems or software failure), other nodes can work without it. Theintelligent
load balancer will detect this and further requests will not be directed there until the node starts to respond.

Every node has aNode ID - a string identifying the node. Each node should have a different ID. Breaking
this rule will cause nodes with the same ID miss some configuration changes and synchronization events.

Node ID can be specified by the administrator in the REGISTRY _HOM E\app\uddi\conf\nodeid.xml file.
If it isnot specified before theinitia start of HP SOA Registry Foundation, it will be generated as a unique
UUID string. It is possible to change it later, but node-local configurations under the old ID will beleft in
database. Ensure that EAR/WAR file generated for deployment have either:

1 Empty Node ID - so that each deployment of the file will generate unique Node ID on first run and
retain it until deletition or redeployment of EAR/WAR. Y ou can use such EAR/WAR to deploy on all
nodes.

2 Specified Node ID - when you deploy that EAR/WAR to single node and generate another EAR/WAR
for others. Y ou can choose meaningful names for Node ID this way.

Y ou can set the Node ID in the nodeid.xml file before starting setup to generate EAR/WAR. If you use
generation of EAR/WAR filedirectly from installer the Node ID will be empty.

) 2 Latest configurations are identified by internal index sequencing. Time stamps of configurations
as displayed in configuration management Ul are not relevant as they may be unreliable in case
of clock skew on acluster node.

Cluster operation is affected by the interaction of connection security (HTTPS) and the load balancer. For
security reasons, client accessis done using the HTTPS protocol. This protocol requiresthat thereisavalid
and matching security certificate on the server side (possibly on the client side too if client authentication
isrequired). There are generally two methods how to achieve clustered operation viaindependent load
balancer. If you use deploymeny with some application server it may provide integrated load balancer for
you which may be easier to configure than independent load balancer.
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1 Secure connection can take a place between a client and the load balancer which would be the end
point for the secure connection originated at the client. Load balancer will make independent connection
to some of the HP SOA Registry Foundation nodes. Thisconnection may beeitherinHTTPor HTTPS.
The certificate which the client checks has to be placed at |oad balancer. A connection between load
balancer and each HP SOA Registry Foundation can be protected by HTTPS in which case the load
balancer and the registries should know each other certificates.

Figure 48. Security in cluster, method 1.
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2 Secure connection can be passed by the load balancer and terminated at the cluster node. This case
requires that the certificates on all the nodes have to be the same to provide theillusion of asingle
service. However the common nameinside the certificate should specify the DNS name of the balancer.
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Figure 49. Security in cluster, method 2.
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» L oad balancer is not part of HP SOA Registry Foundation product. Y ou can use almost any
HTTP/HTTPS load balancer that supports described configurations.

Most of the Client - HP SOA Registry Foundation interactions require an authentication token to be passed
along theway. Thistoken is encrypted by the HP SOA Registry Foundation certificate. Therefore each HP
SOA Registry Foundation behind the balancer has to have the same certificate.

WERB interfaces of HP SOA Registry Foundation (both Registry Console and Business Service Consol€)
need to know the absolute HT TP addresses of themselves. This address in the cluster is the address of the
load balancer and the possible context under which it is deployed. Thisaddress can be changed during setup.

Cluster installation

Cluster installation requiresthe setup of aload balancer and multiple registries. These steps are recommended
on the HP SOA Registry Foundation side when an application server is used:
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1 Install HP SOA Registry Foundation.
e Fill-in the hostname and ports of the load balancer.

2 Port HP SOA Registry Foundation viathe Deploy option in the HP SOA Registry Foundation Setup
program (or directly in Installer program).

3 Deploy the generated WAR or EAR to al cluster nodes via the application server.

These steps are recommended on the HP SOA Registry Foundation side where multiple standaloneinstances
of HP SOA Registry Foundation are used:

1 Instal the first HP SOA Registry Foundation.

e Fill-in the hostname and ports of the load balancer.

2 Setup SSL certificates as required in the first HP SOA Registry Foundation.
3 Install other Registries.
» Do not create new databases, just connect to database of first HP SOA Registry Foundation.

e Copy REG STRY_HOME\ conf\ pstore. xm from the first registry to each HP SOA Registry Foundation.
This assures that each HP SOA Registry Foundation will have same identity with respect to
authentication tokens.

e Copy the configuration filesin the REG STRY_HOVE\ app\ uddi \ conf\ directory from the first HP SOA
Registry Foundation. Thisis requireded because some fields in the configuration files are coded
by key specified in application_core.xml. Failure to do so may result in error messages during
startup and inconsistent configuration data in database.

4 Runthefirst installed HP SOA Registry Foundation first so that its configuration files are stored in
database first. Next time you can run the Registriesin any order (including the first one).
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Setting Up Security

If using acluster of standalone registries, they must share the same private key for validating authentication
tokens.

Sharing Token Key

If HP SOA Registry Foundation isinstalled as a cluster of standalone registries, you must ensure that all
cluster nodes share the same private key for checking authentication token validity. (By astandaloneregistry,
we mean HP SOA Registry Foundation that is not deployed to an application server. Y ou do not need to
do thisif HP SOA Registry Foundation is deployed to an application server). To set this up, choose one of
the cluster nodes and copy its private key to all other nodes in the cluster by entering this command at a
command prompt;

PStoreT ool copy -aliasauthTokenl dentity -keyPassword SSL_ CERTIFICATE_PASSWORD -config
REGISTRY_HOM E\conf\pstorexml -config2 TARGET_REGISTRY_HOM E\conf\pstorexml

SSL_CERTI FI CATE_PASSWORD isa sdl certificate password entered during the installation

TARGET_REG STRY_HOME is the directory where a cluster node isinstalled.

Weblogic specific configuration for use with cluster
This section will guide you through an example setup of clustering with a WebL ogic application server.
To deploy HP SOA Registry Foundation to a WebL ogic cluster follow these steps:

1 Install WebL ogic, then configureit by adding machinesto the cluster. In our case, the cluster isnamed
cluster, and the configuration manager, named nyserver , iS running on 10. 0. 0. 79. The nodes in the
WebL ogic cluster are named:

e kila (10.0.0.79), running on kil a. myconpany. com With an http port of 7101 and https port of 7102

e fido (10.0.0.134), running on fi do. nyconpany. com With an http port of 7101 and https port of 7102

2  Generate the certificates of al cluster nodes: Let's create proper certificates for our two nodes. It will
be done via the CertGen tool provided by WebL ogic. Go to the directory
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9MEB_LOG C_HOMVE% webl ogi c81\server\lib. CertGen islocated inwebl ogic.jar'sutils package. Invoke it
with the command:

java-cp weblogic.jar utils.CertGen changeit kilacert kilakey export kila.mycompany.com

The output resembles the following:

kilacert kilakey export kila.myconpany.com
...... W11 generate certificate signed by CA from CertGenCA der file
...... Wth Export Key Strength
...... Conmon Name will have Host nane kila.nyconpany.com
...... I'ssuer CA name is
CN=Cer t GenCAB, OU=FOR TESTI NG ONLY, O=MyOr gani zat i on, L=MyTown, ST=My St at e, C=US

Use the password changei t for starting the UDDI node servers. The output file with the certificate is
ki lacert, andkil akey isthe output file containing the private key. Generate certificatesfor all remaining
nodes from their CertGen tools. (In our case, the other nodeisfi do. nyconpany. com)

Onceyou have certificatesfrom all nodes (in our casefileskil acert. der andfi docert. der ), import them
topstore. xn using the PstoreTool. Also include Cert Genca. der (from the directory

9MEB_LOG C_HOVE% webl ogi c81\server\1ib). Thepstore. xn fileisnow ready. For moreinfo about WebL ogic
certificates and SSL settings, please see Configuring SSL [http://e-
docs.bea.com/wls/docs81/secmanage/ssl.html#1185171] in BEA's WebL ogic product documentation.

Prepare aregistry deployment package (REG STRY_HOVE\ conf \ por t i ng\ webl ogi ¢\ wasp. war ) as described in
Deployment to an Application Server on page 147.

In our case, the http port is 7101, the https port is 7102, and the application server context is wasp.

Check that the paths for | og4j . appender . event Log. Fi | e, | 0g4j . appender . error Log. Fi | e, and
wasp. war\ conf\ | og4j . confi g are valid on all cluster nodes.

Deploy wasp. war into al WebL ogic cluster nodes

Y ou must also prepare the package for the balancer which will only be deployed to the cluster manager
server. To do so:

1

2

Create abalancer directory, in, for example, Rea STRY_HOVE. This directory is referenced in this section
as PACKAGE_HOME.

Create a subdirectory of PACKAGE_HOVE named VEB- | NF.
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Inthissubdirectory, createthefileweb. xni containing the following text. Under webLogi cd ust er Specify
the names and ports of your cluster nodes separated by a pipe (| ). In our case, the file looks like:

<?xm version="1.0" encodi ng="UTF-8"?>
<! DOCTYPE web-app PUBLIC "-//Sun M crosystens, Inc.//DTD Wb Application 2.3//EN'
"http://java.sun. con dtd/web-app_2_3.dtd">
<web- app>
<servl et >
<servl et -name>Ht t pdl ust er Ser vl et </ servl et - nane>
<servl et -cl ass>webl ogi c. servl et. proxy. H't pd ust er Servl et </ servl et - cl ass>
<init-paran>
<par am name>\WebLogi cO ust er </ par am nane>
<param val ue>ki | a: 7101| fi do: 7101</ par am val ue>
</init-param
</servlet>

<servl et >

<servl et - nane>Fi | eServl et </ servl et - nane>

<servl et-cl ass>webl ogi c. servlet. Fil eServl et</servlet-class>
</servlet>

<servl et - mappi ng>
<servl et -name>Fi | eServl et </ servl et - name>
<url-pattern>/uddi/ webdata*</url - pattern>
</ servl et - mappi ng>

<servl et - mappi ng>
<servl et -name>Ht t pdl ust er Ser vl et </ servl et - nane>
<url-pattern>/</url-pattern>

</ servl et - mappi ng>

<servl et - mappi ng>
<servl et -name>Fi | eServl et </ servl et - name>
<url - pattern>/uddi/bsc/ webdat a*</ url - pattern>
</ servl et - mappi ng>
</ web- app>

In the vies- | NF subdirectory, create the file webl ogi c. xni containing the following text, where /vasp is
the context of HP SOA Registry Foundation deployed to this application server. Y our text must be
customized for your own installation.

<! DOCTYPE webl ogi c-web-app PUBLIC "-//BEA Systems, Inc.//DTD Wb Application 8.1//EN'
"http://ww. bea. conl servers/w s810/ dt d/ webl ogi c810- web-j ar.dtd">
<webl ogi c- web- app>
<cont ext - r oot >/ wasp</ cont ext - r oot >
</ webl ogi c- web- app>
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Create the directory %ACKAGE_HOVE% uddi \ webdat a.

Unjar REG STRY_HOME\ app\ uddi \ bsc. j ar and copy the content of the webroot subdirectory from the jar to
9ACKAGE_HOVE% uddi \ bsc\ webdat a

Unjar REG STRY_HOME\ app\ uddi \ web. j ar and copy the content of the webr oot subdirectory from the jar to
9ACKAGE_HOVE% uddi \ webdat a.

Package the content of %ACKAGE_HOVE%into the file bal ancer. war using jar or some other compression
utility.

Deploy bal ancer . var into the cluster manager server.

Authentication Configuration

In this section, we will show you how to change the HP SOA Registry Foundation configuration to allow
the following authentication options:

HTTP Basic

Netegrity SiteMinder

SSL Client Authentication

J2EE Server Authentication

Internal SSL Client Authentication Mapping in J2EE
Disabling Normal Authentication

Outgoing Connections Protected with SSL Client Authentication

HTTP Basic

To dlow HTTP Basic authentication:

1

Modify REG STRY_HOVE/ app/ uddi / ser vi ces/ Wasp-i nf/ package. xnl to enable HT TP basic authentication as
follows:
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a Under <processi ng name="UDDI viv2v3Publ i shi ngPr ocessi ng"/ >, uncomment <use
ref ="tns: H t pBasi cl nt ercept or "/ >. Thisenablesthe HT TP Basi ¢ authentication for UDDI Publishing
API v1, v2, v3.

b Under <processi ng name="UDDI v1v2v3I nqui ryProcessi ng" >, add <use ref="tns: H t pBasi cl nterceptor"/>
. This enables the HTTP Basic authentication for all three versions of the UDDI Inquiry API.

¢ Under <processi ng nane="wsdl 2uddi Pr ocessi ng" >, add <use ref="tns: H t pBasi cl nterceptor"/> . This
enablesthe HTTP Basic authentication for versions 2 and 3 of the WSDL2UDDI API.

d  Addtheattributeaccepting- security-provi der s="H t pBasi ¢" to other service-endpoints (except UDDI
publishing and Inquiry endpoint) you wish to access viaHTTP Basic authentication.

A fragment of the package. xn is shown in Example 7 on page 183

Shutdown HP SOA Registry Foundation, del ete the REG STRY_HOVE/ wor k directory, and restart theregistry.
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Example 7: package.xml - HTTP Basic Enabled

<servi ce-endpoi nt path="/inquiry" version="3.0" name="UDDI | nqui ryV3Endpoi nt"
service-instance="tns: UDDI | nqui ryV3" processing="tns: UDDI vlv2v3l nqui ryProcessi ng"
accepting-security-providers="HttpBasic">
<wsdl uri="uddi _api _v3.wsdl" service="uddi _api _v3: UDDI _I nquiry_SoapService"/>
<envel opePrefix xm ns="arbitraryNanespace" val ue=""/>
<nanespaceptim zation xm ns="arbi traryNamespace" >f al se</ nanespaceQpt i m zati on>
</ servi ce- endpoi nt >
<servi ce-instance
i npl ement ati on-cl ass="com systinet. uddi . publ i shi ng. v3. Publ i shi ngApi | npl "
name="UDDI Publ i shi ngV3"/>
<servi ce-endpoi nt pat h="/publishing" version="3.0" nanme="UDDI Publ i shi ngV3Endpoi nt"
servi ce-instance="tns: UDDI Publ i shi ngV3"
processi ng="t ns: UDDI v1v2v3Publ i shi ngProcessi ng"
accepting-security-providers="HtpBasic">
<wsdl uri="uddi _api _v3.wsdl" service="uddi _api v3:UDDI _Publication_SoapService"/>
<envel opePrefix xm ns="arbitraryNanespace" val ue=""/>
<nanespaceptim zation xm ns="arbi traryNamespace" >f al se</ nanespaceQpt i m zati on>
</ servi ce- endpoi nt >

<processi ng name="UDDI v3Processi ng">
<use ref="uddiclient_v3:UDDI O ientProcessing"/>
<fault-serialization name="MessageToolLargeFaul t Serializer"
serializer-class="com systinet.uddi.publishing.v3.serialization. MessageTooLar geFaul t Seri al i zer"
serialized-exception-class="com systinet.uddi.interceptor.wasp. MessageTooLar geException"/>
</ processi ng>

<processi ng name="UDDI v1lv2v3Publ i shi ngProcessi ng">
<use ref="uddiclient_v3:UDDI O ientProcessing"/>
<use ref="uddiclient_v2:UDDI O ientProcessing"/>
<use ref="uddiclient_v1:UDDI O ientProcessing"/>
<l-- HttpBasic (wthout authtoken) -->
<use ref="tns:HtpBasiclnterceptor"/>

<interceptor name="MessageSi zeChecker|nterceptor"
i npl enent ati on-cl ass="com systinet.uddi.interceptor.wasp. MessageSi zeChecker | nterceptor"
direction="in">
<confi g: mxMessageSi ze>2097152</ confi g: maxMessageSi ze>
</interceptor>
</ processi ng>

<processi ng name="UDDI vlv2v3l nqui ryProcessi ng">
<use ref="tns: UDDl v3Processing"/>
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<use ref="tns: UDDI v2Processing"/>
<use ref="tns: UDDI v1Processing"/>
<use ref="tns:HtpBasiclnterceptor"/>

</ processi ng>

Netegrity SiteMinder

To alow Netegrity SiteMinder authentication:

1 Modify REG STRY_HOME/ app/ uddi / servi ces/ Vasp-i nf/ package. xni as follows:

a

Under <processi ng name="UDDI viv2v3Publ i shi ngProcessi ng"/ >, add <use
ref="tns: Si teM nder I nterceptor"/ >. Thisenablesthe SiteMinder authentication for all threeversions
of the UDDI Publishing API.

Under <processi ng name="UDDI v1v2v3I nqui ryProcessi ng" >, add <use ref="tns: SiteM nder | nterceptor"/>.
This enables the SiteMinder authentication for versions 1, 2, and 3 of the Inquiry API.

Under <processi ng name="wsdl 2uddi Processi ng">, add <use ref="tns: SiteM nder|nterceptor”/> . This
enables the SiteMinder authentication for versions 2 and 3 of the WSDL2UDDI API.

Add the attribute accept i ng- securi ty- provi der s="Si t eni nder" to other service-endpoints (except
UDDI publishing and Inquiry endpoint) you wish to accessviaNetegrity SiteMinder authentication.

Under the elements <securi t yPr ovi der Pref erences> and <i nt er cept or name="Si t eM nder | nt er ceptor ",
fill in:

e <l ogi nNaneHeader > - login name header
e <groupHeader > - group header

e <deliniter> - group name delimiter.

» Y ou must set the same element values to both <securi t yPr ovi der Pref er ences> and
<interceptor name="SiteM nderlnterceptor” €lements.
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A fragment of the package. xn is shown in Example 8 on page 185

2 Shutdown HP SOA Registry Foundation, delete the REG STRY_HOVE/ wor k directory, and restart the registry.

Example 8: package.xml - Netegrity SiteMinder Enabled

<l-- Netegrity SiteMnded security provider preferences for the server side -->
<securityProviderPreferences xm ns="http://systinet.com wasp/ package/ ext ensi on"
nane="Si t em nder">
<| ogi nNameHeader >sm user dn</ | ogi nNanmeHeader >
<gr oupHeader >sm r ol e</ gr oupHeader >
<del imter>\</deliniter>
</ securityProvi derPreferences>

<l-- Netegrity SiteMnded interceptor-->
<interceptor name="SiteM nderlnterceptor"
i npl ement ati on- cl ass="com systinet. uddi.security.sitem nder.Sm nterceptor” >
<confi g: | ogi nNameHeader >sm user dn</ conf i g: | ogi nNanmeHeader >
<confi g: groupHeader >sm r ol e</ conf i g: gr oupHeader >
<config:delimter>'</config:delimter>
</interceptor>

SSL Client authentication

Standalone registry can be configured to perform authentication using client certificate obtained via 2-way
SSL, where also the client has to authenticate itself to a server. Setup instructions differes for a standalone
and adeployed registry. This section is focused on a standalone registry. See J2EE Server Authentication
on page 189 for instruction of how to configure SSL client authentication for deployed registry.

To alow SSL client authentication for a standalone registry:
1 Make sure that the registry is not running.
2 Modify REG STRY_HOME/ conf/ server conf . xmi as follows:

e Under <httpsPreferences name="https">, change <needsd i ent Aut h> to true. Thiswill setup HTTPS
transport to require client certificates.
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e Under <securityPreferences nane="min">, add
<accept i ngSecuri t yPr ovi der >SSL</ accept i ngSecur i t yProvi der >. Thiswill turn on mapping of client
certificates to a user name.

A fragment of changed REG STRY_HOME/ conf/ server conf . xnl iS shown in Example 9 on page 188.

Trust the certificate of acertification authority that isused to issue client certificates. Run the pst or eTool
tool from the REG STRY_HOME/ bi n directory to import this certificate to atruststore that isused by registry.

PStoreTool add --certFile <client certificates authority certificate file>

Configure away how aclient certificate is mapped to a user name. Registry comes with JAASlogin
module that extracts the user name out of a subject that is necessary part of aclient certificate. The
login module that performs this mapping is configured under the Cer t sMappi ng entry of the

REG STRY_HOME/ conf / j aas. conf file. An example of Cert sMappi ng entry is shown in Example 10 on page
189.

Y ou can configure the following options:

e debug - if set it to true, debug actions of the login module are printed to error stream. False by
default.

e issuer - issuer name, recommended to set. If set, mapped certificate must beissued by acertification
authority with this subject name.

e pattern-regular expession (asper java.util.regexp) that is used to get user name. Thefirst capturing
group of aspecified pattern isused as auser name. When thereis no capturing group and the pattern
matches, the whole subject becomes a user name. Used regular expressions are case-insensitive.
Examples are:

e Thedefaultis(2<i\\,\s?) EMAI LADDRESS=(. +) @ It matches a name listed in EMAILADDRESS.
This regular expression ignores the case of EMAILADDRESS possibly contained in another
part of subject.

s ON([*,]4) matches common name.

e .+ matches every subject. Since it has no capturing group, the whole subject DN is used.
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Y ou can configure more than one login module to perform certificate mapping. Thisis usefull when

you have to accept different issuersand/or provide afallback to afailed certificate mapping of the first
configured login module. An example of a Cert shappi ng entry that allows to map certificates issued by
2 issuers with adifferent way of mapping is shown in Example 11 on page 189.

Now the registry is configured for SSL client authentication. Y ou may also change the applicability

of SSL client authentication by changing configuration of SSL security provider. This configuration
isinthe<securityProvi der Preferences name="SSL"> element of the REG STRY_HOME/ conf/ server conf . xni file.
An example is shown in Example 9 on page 188.
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Example 9: A fragment of serverconf.xml with 2-way SSL turned on

<?xnl version="1.0" encodi ng="UTF-8"?>
<config name="main">

<securityPreferences name="nain">
<!-- Added acceptingSecurityProvider -->
<acceptingSecurityProvi der>SSL</ acceptingSecurityProvi der >
<pstorelnitParans/ >
</ securityPreferences>

<htt psPref erences nane="https">

<l-- Cient authentication required -->
<needsC i ent Aut h>t rue</ needsd i ent Aut h>

</ htt psPreferences>
<I-- security provider preferences intended mainly for SSL client authentication -->

<securityProviderPreferences name="SSL">
<l-- \Wat to do when SSL is not used to access the resource? Aval ai bl e options:

redirect

- performHTTP redirect to associated HTTPS URL (302 Mved Tenporarily)
fail

- return a nessage that informs to use HTTPS URL (400 Bad Request)
skip

- do not performcertififate mapping at all
perform

- try to performcertificate mapping with no client certificates

>

<whenNot Ss| >ski p</ whenNot Ss| >
<l-- Can certificate mapping fail? If set totrue and it fails, no received subject will be constructed.

<cert Mappi ngMayFai | >f al se</ cert Mappi nghMayFai | >
<l-- Can a default account be created when no account for a mapped user exists? -->
<creat eDef aul t Account >f al se</ creat eDef aul t Account >
</ securityProviderPreferences>
</config>
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Example 10: CertsMapping JAAS configuration

Cer t sMappi ng{

com systinet.uddi.security.jaas. CertMppi ngLogi nMdul e sufficient pattern="(?<!\\,\s?)EMAl LADDRESS=(. +) @
debug=f al se i ssuer="CN=Conpany CA, QU=nyconp";
¥

Example 11: CertsMapping JAAS configuration with 2 possible issuers

Cert sMappi ngf{
com systinet. uddi.security.jaas. Cert Mappi ngLogi nWbdul e sufficient pattern="(?<!\\,\s?)EMAI LADDRESS=(.+) @
debug=f al se i ssuer="CN=Conmpany CA, OU=nyconp";
com systinet. uddi.security.jaas. Cert Mappi ngLogi nkbdul e sufficient pattern="CN=([*,]*)" issuer="CN=Conpany
CA2, QU=nyconp" debug=fal se;
h

J2EE Server Authentication

The registry can be configured to let a J2EE application server perform authentication. Unlike Netegrity
SiteMinder on page 184 and HTTP Basic on page 181, the authentication takes place for awhole registry
application. To allow J2EE server authentication:

1 Create adeployment package using instructions provided in Deployment to an Application Server on
page 147.

2 Modify veB- I NF/ web. xni file of the resulted war file as follows:
a  Changethevalue of context parameter use. request . user tO true.

b Addal ogi n- confi g element with atype of chosen J2EE authentication. Example 12 on page 190
showsalogin config that will turn on cLI ENT- CERT authenti cation method, which isessentially used
for SSL client authentication.

You may also add securi ty-constraint element to specify a set of resources where confidentialy
and/or integrity isrequired. Example 12 on page 190 contains asecurity-constraint that requires
confidential communication between client and server for al registry resources, which typically
means to allow only HTTPS in the communication with registry.
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c  Configure a J2EE application server for an authentication method of your choice. For SSL client
authentication, thistypically meansto setup HTTPS transport to require client certificates and to
map client certificates to user name. Consult documentation of atarget J2EE application server
for detalls.

3 Go on with deploymement of a modified war file.

Example 12: A fragment of web.xml

<?xnl version="1.0" encodi ng="UTF-8"?>
<web- app>
<di spl ay- name>Regi st ry</ di spl ay- name>

<cont ext - par an
<par am nane>use. r equest . user </ par ant name>
<par am val ue>t rue</ par am val ue>

</ cont ext - par anp

<l-- Added CLIENT-CERT authentication method -->
<l ogi n-config>
<aut h- met hod>CLI ENT- CERT</ aut h- met hod>
</l ogi n-config>

<!-- Added security contraint that allowto access registry only via HITPS -->
<security-constraint>
<di spl ay- nane>HTTPS required to access regi stry</displ ay- nane>
<web-resource-col | ection>
<web-resour ce- name>Prot ect ed Area</web-resour ce- nane>
<url-pattern>/*</url-pattern>
<ht t p- met hod>DELETE</ ht t p- met hod>
<htt p- met hod>GET</ ht t p- met hod>
<ht t p- met hod>PCST</ ht t p- met hod>
<ht t p- met hod>PUT</ ht t p- met hod>
</ web-resource-col | ection>
<user-data-constraint >
<descri ption>Require confidentiality</description>
<transport - guar ant ee>CONFI DENTI AL</ t ranspor t - guar ant ee>
</ user-dat a-constraint >
</ security-constraint>
</ web- app>
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Internal SSL Client Authentication Mapping in J2EE

While J2EE application authentication can be configured in many ways, some configurations can be
cumbersome on some application servers. Internal SSL client authentication mapping can be easier to
configure for simple deployments. This method has been tested on Tomcat 5.5 and JBOSS 4.0.5.

Internal client authentication mapping offers the same options for configuration as CertMapper described
in SSL Client authentication on page 185. Installation steps:

1 Ensurethat certificates are trusted by the J2EE server. Some servers have dedicated trust stores, while
others use the cacert s java keystore file inside Java runtime. Add the certificate of the Certification
Authority you are using to the server's trust store as a trusted certificate.

2 Set up your J2EE server SSL. You usually need to provide the Javatrust store file with the server
identity. Configure the server SSL to use the trust store by specifying file, alias and store password.

3 Set up your J2EE server to ask for or require Client Authentification.
4 Editweb. xn inside the deployed registry.

e Changetag servlet-class to contain
com systinet.transport.servlet.server.registry.RegistryServl et TwoWaySSL.

e Addthe CLIENT-CERT authentification method (as seen in Example 13 on page 192).
e Add context parameters. Set the context parameter "twowayssl.use _user" to value "true".

e Set the context parameter "twowaysdl.issuer" to the X.509 Issuer DN of certificates you want to
alow.

* You can set the context parameter "twowayssl.mapping” to aregular expression for matching parts
of Subject DN (by default, it is set to the name part of the email address in the email field).

e You can set the context parameter "twowayssl.debug" to "true" for run-time information about
matching.

All context parametersthat you set correspond to parametersin SSL Client authentication on page 185.
For examples of these parameters, see Example 13 on page 192.

191



Example 13: A fragment of web.xml

<l ogi n-config>
<aut h- met hod>CL| ENT- CERT</ aut h- met hod>
</l ogi n-config>

<cont ext - par an
<par am nane>t wowayss| . use_user </ par am name>
<par am val ue>t r ue</ par am val ue>
</ cont ext - par anp
<cont ext - par an
<par am nane>t wowayssl . i ssuer </ par am name>
<param val ue>C=CZ, ST=Czech, L=Prague, O=Exanple conpany, OU=Security Team CN=CA</param val ue>
</ cont ext - par amp

Disabling Normal Authentication

After you implement a custom authentication mechanism, such as aclient SSL certificate, you may want
to disable normal authentication. Disable normal authentication by removing permission for theget _aut hToken
UDDI API from the syst emtever yone group. (The get _aut hToken APl has this permission by default.)

To remove permission for the get _aut hToken UDDI API from the syst em#ever yone group:

1 Loginto the WEB Ul using your administrative account and open the M anagement tab.
2 Open the Permissions page.

3 Select the Group radio button.

4 Edit the group syst emteveryone and remove the following permissions (Permission type/ Api name/
Actions):

e org.systinet.uddi.security.permission.ApiUserPermission /
org.systinet.uddi.client.v3.UDDI_Security PortType/ get_authToken,

e org.systinet.uddi.security.permission.ApiUserPermission / org.systinet.uddi.client.v2.Publish /
get_authToken,

e org.systinet.uddi.security.permission.ApiUserPermission/ org.systinet.uddi.client.v1.PublishSoap
/ get_authToken.
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) 2 Remember that you will not be ableto log in to WEB user interfaces with the normal login dialog
after you disable normal authentication.

Consoles Configuration

In this section, we will show you how to configure HTTP Basic or Netegrity Siteminder authentication for
both Registry Console and Business Service Console. The configuration of consolesis very similar to the
configuration of other endpoints.

Referring tojar packages
»

The file path REG STRY_HOVE/ app/ uddi / web. j ar/ WASP- | NF/ package. xni means the / WASP- | NF/ package. xm
inside thej ar package REG STRY_HOVE/ app/ uddi / web. j ar .

For the Registry Console, modify the file REG STRY_HOME/ app/ uddi / web. j ar / WASP- | NF/ package. xm with the
following:

<servi ce-endpoi nt path="/web" name="WebU Endpoi nt 1"
service-instance="tns: WbU " type="raw' other-nethods="get"
accepting-security-providers="HtpBasic"/>

<servi ce-endpoi nt path="/web/*" name="WebU Endpoi nt 2"
service-instance="tns: WbU " type="raw' other-nethods="get"
accepting-security-providers="HtpBasic"/>

If you want to set Netegrity SiteMinder provider, use accept i ng- securi ty- provi der s="Si t eni nder "
For the Business Service Console do the samein the file REG STRY_HOVE/ app/ uddi / bsc. j ar/ WASP- | NF/ package. x

We just set authentication providers for both HTTP and HTTPS protocols. Now, we must specify which
protocol consoles will be using for user authentication. The default registry configurationisto use HTTP
for browsing and searching. HTTPSisused for publishing. To avoid displaying the login dialog twice, (for
the first time when accessing via HT TP then the second time when accessing viaHTTPS), modify the
configuration to use only one protocol.

For the Registry Console, modify url and secureUrl elementsin the file REG STRY_HOME/ app/ uddi / conf / web. xm
to have the same value:
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<url >https://servernane: 8443</url >
<secureUr| >htt ps://servernanme: 8443</ securelr| >

For the Business Service Consol e, make the same change in the REG STRY_HOME/ app/ uddi / bsc. j ar/ conf / web. xm
file.

Outgoing Connections Protected with SSL Client Authentication

HP SOA Registry Foundation can be the client in SSL Client Authentication. This allows the following
scenarios:

SOAP Client - Thisis commonly used in following scenarios
e Approva process

e Replications

o Cluster

Approval process, Replications, or Cluster functionality connects via SOAP endpoints. Deployment in
those scenarios does not usually need SSL protection because all registries are located in a dedicated
internal network, but HP SOA Registry Foundation can be configured to use client SSL certificatesin
those scenarios. When registry on the other sideis protected with Client SSL Authentication and plain
HTTP connection is not allowed, your registry hasto connect with an SSL Certificate. This can be
achieved by configuring dest i nati onConf i g inside security.xml. See the documentation for ssTool in the
Administration Guide, which describesthetool for SSL related tasks and dest i nat i onConf i g. Destination
config allowsyou to specify different certificates for different endpoints by either specifying the SOAP
stub or the URL prefix.

HTTPS protected resources
¢ WSDL

e XML

e XSD

e XSLT
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Resources which are downloaded for processing by HP SOA Registry Foundation can be behind HTTPS
protected by Client SSL Authentication. HP SOA Registry Foundation can be set up so that these
connections use a specified certificate. The certificate hasto be present asakey entry insidepstore. xni .
Thiskey entry isidentified by itsalias. The alias and password has to be specified in

REG STRY_HOVE/ app/ uddi / conf / securi ty. xm insidesecurity whichiscontained in confi g asshownin example:

<ssl Connect i onAl i as>nyAl i asName</ ssl Connecti onAl i as>
<ssl Connect i onPasswor d_coded>9vTJ9CKyj | URFYOqr W ADA==</ ssl Connect i onPasswor d_coded>

To get encoded password from clear-text password, use REG STRY_HOVE/ bi n/ ss| Tool (. bat or .sh) with
"encrypt" option.

Migration

Migration is used to migrate data from one database to another. Y ou can migrate data during installation
or during setup. Often users evaluate HP SOA Registry Foundation using the preconfigured Hypersonic
SQL database, and migrate data to another database after evaluation.

) 2 Demo data are not migrated. Internal UDDI data such as built-in T-Models are not migrated since
they are avaiable in any installation by default. The list of such skipped entitiesisinside
migration*. xnl inapp\uddi\ conf directory whichyou may view before migration if you use Migration

After Installation on page 198.
Migration During Installation
To migrate data during installation:

1 Select Standaloneregistry with data migration as shown in Figure 50.
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Figure 50. Standalone I nstallation with Migration

o
(ﬁ'ﬂ HP SOA Regisiry Installation

Welcome
License
Installation Type
Confirmation

Installation Process ]
Installation Type

Finish ) Standalone registry

Default installation. Installs a standalone registry allowing the creation of a new registry
database.

Y ISlandaInne registry with data migratinn|

Installs a standalone reqistry and performs the migration of the data frorm a previous version
of reqistry.

Exit = Back | | Mext =

2 Click Next. Thisreturns the Migration panel shown below.
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(h"ﬂ HP SOA Registry Installation

Welcome

License

Installation Type
Migration
Confirmation
Installation Process

Finish

Select Previous Version
(@) HP SOA Registry Foundation 6.63 or 6.6

) HP SO/ Registry 6.5

) HP SO/ Registry 6.0

) Systinet UDDI Registry 5.x
) Systinet WASP UDDI 4.6
Previous Registry Directory

|[ installation directory of previous version |

| Browse

Previous Registry Administrator Username

|admin

Installation Directory

|c:1F'r0gram Files\Hewlett-PackardiRegistry

[] Create shortcut icons on the desktop

[_] Add shortcut icons to the Start menu
Program Group Hame

| Browse

|HF' S0A Rengistry Foundation 6.63

Exit = Back

Mewxt = |

3 Fill thefollowing properties:
e PreviousRegistry Version - HP SOA Registry version from which you are migrating data

e Previous Registry Directory - the directory containing the previous installation of HP SOA

Registry Foundation. The existing datawill be migrated from it.
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e Previous Registry Administrator Username - name of the user having rights to retrieve data
from the previous version Registry. By default, only administrator can migrate all dataincluding
private data.

e Installation directory - select the directory where HP SOA Registry Foundation will be installed.
4 Click Next and continue your Standal one installation asdescribed in Server Settings on page 60. During

the installation process, all datawill be migrated from the specified previous HP SOA Registry
Foundation installation to the current installation.

Migration After Installation

) 2 Migration is additive. It does not delete entities that are already present in HP SOA Registry
Foundation and not present in migration source.

To migrate data after installation, use the Setup tool described in Reconfiguring After Installation on page
72. Briefly:

1 Launchthe Setup tool by issuing the following command from thebi n subdirectory of your installation:

Windows: setup.bat
UNIX: Jsetup.sh

See command-line parametersin Setup on page 71.

2  Select the Migration tool on first panel:
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3

(ﬁﬂ HP SOA Registry Setup

Setup
Confirmation
Installation Process

Finish

Select one of the setup options.
) Configuration

Change registry canfiguration

) Database

Create, drap, or connectto 3 datahase
) Deployment

Dieploy registry to an application senver
® Migration|

Migrate registry data frarm other registry
) Backup

Backup registry data and canfiguration
) Restore

Restare registry data and configuration fram a hackup
) Authentication account provider

Change authentication account provider configuration

Exit = Back

Mext =

Fill in the following properties:
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(jﬂ HP SOA Registry Setup

=101 ]

Setup

Registry Location
Migration
Confirmation
Installation Process

Finish

Migration Configuration

Migrate registry data fram other registry.

Select Previous Yersion
® HP SOA Registry Foundation 6.63 or 6.6

_1 HP SOA Registry 6.5

_1 HP SOA Registry 6.0

{_1 Systinet UDDI Registry 5.x
") Systinet WASP UDDI 4.6
Previous Registry Directory

|[ installation directory of previous version ]

| Browse

Previous Registry Administrator Username

|admin

Current Registry Administrator Username

|admin

JDBC Drivers (comma separated full paths to all necessary “.jar|*.zip files)

| Browse

Exit = Back

Mewxt = |

Previous Registry Version - HP SOA Registry version from which you are migrating data

isinstalled. The existing datawill be migrated from it.

from the previous version Registry.
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e Current Registry Administrator Username - name of the user having rights to save UDDI
structure keys. By default, only administrator can migrate all dataincluding private data.

e JDBC drivers- Set path to the directory in which the .jar (. zip) of JDBC driversislocated.

) 2 Enter thispath only if the previous HP SOA Registry Foundation installation is configured
with a different type of database than the current one.

Backup

Backup functionality allows you to save the HP SOA Registry Foundation data and configuration to a
filesystem directory. Later the backup data can serve for full restore of HP SOA Registry Foundation data
and configuration.

What is subject to backup?
e All registry data stored in the database.
e Configuration files.

* HP SOA Registry Foundation libraries and JSP files.

> The HP SOA Registry Foundation server must be shut down before you start backup or restore
operations.

Restoration is additive. It does not delete entities that are already present in HP SOA Registry
Foundation and not present in the data source. If you need to restore and don't want to retain any
current data, you must clean the database which can be done via: drop schema, create schema
during setup. For details, see Database Installation on page 91

Backup HP SOA Registry Foundation

To back up HP SOA Registry Foundation data:
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Use the Setup tool and choose Backup. To run the Setup tool, execute the following script from the
bi n subdirectory of your installation:

Windows: setup.bat

UNIX: Jsetup.sh

For more information, see command-line parameters in Setup on page 71.
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Figure51. Setup Tool - Select Backup

(l}ﬂ HP SOA Registry Setup

o =i

Setup
Confirmation
Installation Process

Finish

Select one of the setup options.
) Configuration

Change registry configuration

) Database

Create, drop, or connectto a database
) Deployment

Ceploy registry to an application server
) Migration

Migrate registry data fram other registry
® Backup

Backup registry data and configuration
i) Restore

Restore registry data and configuration fram a backup
) Authentication account provider

Change authentication account provider configuration

Ewit ‘ = Back

Tet =

Select whether you want to use HP SOA Registry Foundation that has been deployed (second choice)

or not (first choice).
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Figure52. Setup
el

(l}ﬂ HP SOA Registry Setup

Setup
Registry Location
Confirmation

Installation Process
Registry Location
Finish
The Setup can work with the Redistry in the installation directory, or with a Registry deployed
to an application server. Inthe case of an already deployved registry, you have to enter the
exact directory, where the Reqistry is deployed an unpacked by the application server, so the
Setup tool can access the proper configuration files.

Which registry should be set up
i) Registry in the installation directory

) A deployed Registry

Ewit = Back ‘ ‘ Tet =

3 Specify thelocation of the backup directory. Y ou can check which itemsyou wish to back up asshown
in Figure 53.

Item description.
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Backup data makes a backup of UDDI data such as different kind of entites and taxonomies.

Backup configuration files makes abackup of configuration filesfrom REG STRY_HOVE/ app/ uddi / conf
and REG STRY_HOVE/ wor k/ uddi / bsc. j ar/ conf .

Backup configuration from Database makes a backup of configuration files and their history
asthey are stored in database. See Configuration in Database on page 383.

Backup librariesmakesabackup of bsc. j ar andweb. j ar from both app and wor k directories. These
files and directories contain Ul customizations and modifications.
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Figure 53. Setup Tool - Backup

(ﬁﬂ HP SOA Registry Setup

=101 ]

Setup

Registry Location
Backup Registry
Confirmation
Installation Process

Finish

Backup Configuration

Back up Systinet Registry data and configuration into a backup directary.

Backup directory

||::1Registr5t6531backup

[v] Backup data

[v] Backup configuration files

[v] Backup configuration from Database
[v] Backup libraries

| Erowse

Ewit = Back ‘ ‘

Tet =

Restore HP SOA Registry Foundation

To restore registry data and configuration from a backup:
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Use the Setup tool and choose Restor e. To run the Setup tool, execute the following script from the
bi n subdirectory of your installation:

Windows: setup.bat

UNIX: Jsetup.sh

See command-line parametersin Setup on page 71.
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Figure54. Setup Tool - Select Restore

(l}ﬂ HP SOA Registry Setup

=101 ]

Setup
Confirmation
Installation Process

Finish

Select one of the setup options.
) Configuration

Change registry configuration

) Database

Create, drop, or connectto a database
) Deployment

Ceploy registry to an application server
) Migration

Migrate registry data fram other registry
) Backup

Backup registry data and configuration
® Restore

Restore registry data and configuration fram a backup
) Authentication account provider

Change authentication account provider configuration

Ewit ‘ = Back

Tet =

Select whether you want to use HP SOA Registry Foundation that has been deployed (second choice)

or not (first choice).

208




Figure55. Setup

5] HP SOA Registry Foundation 6.63 =101

(l}ﬂ HP SOA Registry Setup

Setup

Registry Location
Confirmation
Installation Process

Finish

Registry Location

The Setup can work with the Redistry in the installation directory, or with a Registry deployed
to an application server. Inthe case of an already deployved registry, you have to enter the
exact directory, where the Reqistry is deployed an unpacked by the application server, so the
Setup tool can access the proper configuration files.

Which registry should be set up
i) Registry in the installation directory

) A deployed Registry

Ewit = Back ‘ ‘ Tet =

3 Specify thelocation of backup directory and check the items you wish to restore. The restore will work
only for items that have been backed up previously.
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Figure 56. Setup Tool - Restore from Backup

S
(ﬁa HP SOA Registry Setup

Setup
Registry Location
Restore Registry

Confirmation Restore Configuration

Installation Process Restore Systinet Registry data and configuration from a backup directory.

Finish
Backup directory

||::1Registr5t6531backup | Browse
[v] Restore data

[v] Restore configuration files

[v] Restore configuration files in Database
[¥] Restore libraries

Ewit = Back ‘ ‘ Tet =

NT Service Support

The HP SOA Registry Foundation server can be run as a service on Windows 2000/X P. Support for NT
serviceinstallationisinstalled by default on Windows servers, and cannot be installed on UNIX machines.
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The support is a set of executable filesthat let you install, start, stop, and uninstall HP SOA Registry
Foundation asan NT service.

The server log is by default written into the log file. The output to the NT log can be manually configured.
Installation

When the HP SOA Registry Foundation installation is complete, the REG STRY_HOMVE\ bi n directory contains
these four batch filesrelated to NT service support:

* Install Service. bat
e Unlnstall Service. bat
e StartService. bat

® StopService. bat

) 2 After installing HP SOA Registry Foundation with NT Service support, the registry server is not
installed asan NT service. It must be installed manually, as follows.

If you want to customize the NT servicefirst (set-up the VM max memory, add filesto cl asspat h, €tc.),
please read the Customizing section now.

Make sure that the JavA_HOVE environment variable points to your JDK and run the I nstal | Servi ce. bat
command.

When the installation is finished, the name of the installed NT serviceis printed to the screen. The default
name is HP SOA Registry Foundation.

) 2 Y ou may need extra permissionsto install anew service into your OS. To determine whether you
have these permissions, please consult your system administrator.

If the installation fails, read the Customizing section. If it does not contain the solution, contact Systinet
support [http://www.systinet.com/support].
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Starting and Stopping

Oncethe HP SOA Registry Foundation server NT serviceisinstalled, start it asyou would any NT service,
by selecting Control Panel> Administrative Tools > Services > start.

As ashortcut, you can use the Start Servi ce. bat command in the REG STRY_HOVE\ bi n directory.

) 2 Y ou may need extra permissionsto start or stop an NT servicein your OS. To determine whether
you have these permissions, please consult your system administrator.

To stop the server, use either the system tools or the St opSer vi ce. bat command.

) 2 For security reasons, you cannot use ser ver st op. bat Of server. bat stop to stop a HP SOA Registry
Foundation server that isrunning asan NT service.

Logging

By default, the logs of the server are written into the REG STRY_HOMVE\ | og\ r egi st ry_NTSer vi ce. | og file. The
default maximum size of thelog fileis IMB. When thefileis full, abackup is created and the content of
thefileis cleaned. By default, 3 backups are kept and older backups are deleted.

Logging Customization

HP SOA Registry Foundation uses the Log4J library for logging. Y ou can manually change itslogging
behavior. The configuration is stored in the file REG STRY_HOMVE\ conf \ | og4j _NTservi ce. confi g. Y Ou can change
the log output, message priority and other settingsin thisfile as follows:

Message Priority Settings

To change the message priority from INFO to ERROR, comment out the following linesin theconfi g file:

| 0g4j . cat egory. com systinet.wasp. event s=I NFO, R
| 0g4j . additivity.com systinet.wasp. event s=fal se

| 0g4j . cat egory. com systinet. wasp. event s=I NFO, nt | og
| 0g4j . additivity.com systinet.wasp. event s=fal se
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Log File Properties

To change the log file properties, change the Rolling File appender settings:

| og4j . appender . R Fil e=l og/ regi stry_NTService. | og
| og4j . appender . R MaxFi | eSi ze=1024KB
| og4j . appender . R. MaxBackupl ndex=3

Switching to NT Log

To switch logging from fileto NT log, comment out the lines:

| 0g4j . cat egory. com systinet. wasp. event s=I NFO R

| 0g4j . additivity.comsystinet.wasp. events=fal se
| 0g4j . cat egory. com systinet. wasp. error s=ERROR, R
| 0g4j . additivity.comsystinet.wasp.errors=fal se

and uncomment the lines:

#l 0g4j . cat egory. com systinet. wasp. event s=I NFQ, nt | og
#l 0g4j . additivity.com systinet.wasp. event s=fal se

#l 0g4j . cat egory. com systinet. wasp. error s=ERROR, nt | og
#l 0g4j . additivity.com systinet.wasp. errors=fal se

from this section:

# Assigning appenders to categories

# (using rolling file appender by default)

| 0g4j . category. com systinet. wasp. event s=I NFO R
| 0g4j . additivity.comsystinet.wasp. events=fal se
| 0g4j . cat egory. com systinet. wasp. error s=ERROR, R
| 0g4j . additivity.comsystinet.wasp.errors=fal se

# Uncomment next line if you want use NT Event Log
# for logging of error nessages

#l 0g4j . cat egory. com systi net. wasp. event s=I NFQ, nt | og
#l 0g4j . additivity.com systinet.wasp. event s=fal se

#l 0g4j . cat egory. com systinet. wasp. error s=ERROR, nt | og
#l 0g4j . additivity.com systinet.wasp. errors=fal se

S0 that the section reads:

# Assigning appenders to categories

# (using rolling file appender by defaul t)

#l og4j . cat egory. com systi net. wasp. event s=I NFO, R
#l og4j . addi tivity.com systinet.wasp. events=fal se
#l 0g4j . cat egory. com systi net. wasp. error s=ERROR, R
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#l 0g4j . additivity.com systinet.wasp. errors=fal se

# Uncomment next line if you want use NT Event Log
# for logging of error nessages

| 0g4j . cat egory. com systinet. wasp. event s=I NFO, nt | og
| 0g4j . additivity.comsystinet.wasp. events=fal se

| 0g4j . cat egory. com systinet.wasp. error s=ERROR, nt | og
| 0g4j . additivity.comsystinet.wasp.errors=fal se

) 2 We recommend that you log only errorsto the NT log.

» TheREG STRY_HOME\ | i b\ NTEvent LogAppender . di | file must be copied into the system PATH if you want
to usethe NT event log for logging.

Using other Log4]) Appenders

Rolling File and NTL og are the two default appenders. Y ou can choose any Log4J appender that suits your
needs. To add custom classes to the HP SOA Registry Foundation NT service classpath, please see the
Customizing section.

Y ou must restart the HP SOA Registry Foundation NT service to put the changes into effect.

For more information about Log4J and its settings, please visit Apache/Jakarta's Log4j Project website
[http://jakarta.apache.org/log4].

Customizing

Y ou can manually set up the name "HP SOA Registry Foundation NT Service" and the VM parameters
that are used to start HP SOA Registry Foundation asan NT service. To customizelogging, please visit the
previous section, Logging.

All customizable filesin the following instructions are located in the REG STRY_HOVE\ bi n directory.

) 2 All the following changes require reinstallation of the HP SOA Registry Foundation NT Service.
Uninstall it first, make your modifications and reinstall the service.
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NT Service Name Change
To change the service name;
1 Uninstall the existing service by running Unlnstall Service.bat.
2 Manually edit thefiles
* Unlnstall Service. bat
® Install Service. bat
* StartService. bat

® StopService. bat

3 Change the system variable NT_SERvI CE_NAME, SO the row with the variable resembles:
set NT_SERVI CE_NAME=HP SOA Regi stry Foundation

4 Install your NT service with its new name by running I nstallService.bat.

5  Start the new service by running StartService.bat.

JVM Startup Parameters

The parameters of the Java Virtual Machine are set up during the installation of the NT service. If you
modify the parameters, you must reinstall the NT service to put the changes into effect. To modify the
parameters of the NT service, open I nstal | Servi ce. bat in atext editor and do the following:

e To change the maximum size of available memory, change the value of the Jvm MEmMvariable, with a
command like set JVM_MEM =-Xmx256m.

e Toadd custom files to the classpath, edit the Regi stryServi ce. exe parameters. These arein the line
"-Djava.class.path=% REGISTRY_HOME%\lib\wasp.jar".
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HP SOA Registry Foundation deployed to Application Server

Systinet does not support installation of deployed HP SOA Registry Foundation asan NT Service. For more
information, please see the documentation of your application server provider. However, any Javaapplication
can beinstalled asan NT Service with Systinet's NT service solution. Please contact http://www.systinet.-
com/support if you need to run a deployed HP SOA Registry Foundation server asan NT service.

Uninstallation

To uninstall the HP SOA Registry Foundation server NT service, run Uni nst al | Servi ce. bat from the
REG STRY_HOME\ bi n directory. The uninstaller first triesto stop the NT service. It then removesthe NT service
from your OS.

Running in Linux

Using the sysiog Daemon with HP SOA Registry Foundation

Thelogdj system used in HP SOA Registry Foundation can be configured to send |og messagesto thesys| og
daemon. In order to utilize this feature, your system must be configured as follows:

1 Changelog4j inREG STRY_HOVE/ conf/1 og4j . config. First add asysl og appender, as shown in Example 14
on page 216. Note the following propertiesin particular:

e syslogHost - Set to host name of the computer where sysl og iS running.

e Facility - HP SOA Registry Foundation log message facility recognized by sysl og.

Example 14: log4j.config--syslog Appender

# Appender to syslog

| 0g4j . appender . sysl og=or g. apache. | 0g4j . net . sysl ogAppender

| 0g4j . appender . sysl og. sys| ogHost =I ocal host

| 0g4j . appender . sysl og. Faci | i t y=I ocal 6

| 0g4j . appender . sysl og. | ayout =or g. apache. | og4j . Pat t er nLayout

| 0g4j . appender . sysl og. | ayout . Conversi onPattern=%: %{2} - %h

Then add sysl og to the value of the property | og4; . cat egory. com systi net . wasp. event s under # event
moni tori ng, as follows:;
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Example 15: log4j .config--Event Monitoring

# event nonitoring
| 0g4j . cat egory. com systi net.wasp. event s=I NFO, event Log, sysl og

2 Setthesysl ogd configuration to recognize log messages from HP SOA Registry Foundation. Implicitly,
HP SOA Registry Foundation sends|og messagestosys| og under thefacility | ocal 6. Therefore, modify
the/etc/sysl og. conf file by adding the following line of text:

local6.* /var/log/registry.log

HP SOA Registry Foundation will now log messagesof al prioritiesintothefile/var/1og/registry. | og.
Y ou should create this file now with appropriate permissions (otherwise sysl ogd will createit for you
automatically with default permissions, which may not be suitable for you).

3 Your sysl og daemon must be started with remote logging enabled (the -r command line option). To
make sure that:

e syslogd isrunning, use the pgrep syslogd command.

e remotelogging is enabled, use the netstat -1 command (sysl og's udp port is 514).

» Thel ocal 6 facility is not mandatory in any way. Y ou may use other | ocal X facilities instead.

Running HP SOA Registry Foundation as a UNIX Daemon

HP SOA Registry Foundation can be forced to start as a system daemon using the script
REG STRY_HOME/ et ¢/ bi n/ regi stry. sh. This script can be renamed regi stry as per UNIX conventions. The
directions for using this script follow.

1 Tailor the service script as needed. The meaning of variablesis shown in Table 2.

217



Table2. Variablesin the HP SOA Registry Service Script

Name of variable | Description Default value

iNregistry service

script

REG STRY_HOME Home directory of HP SOA Registry | HP SOA Registry Foundation
Foundation Installation directory.

JAVA_HOMVE Home directory of Java None. This variable must be set

manually.

REG STRY_USER User under whom the HP SOA Registry | Determined during runtime according
server should run. If thisis set to root, | to the user who owns the REG STRY_HOVE
it will be changed to "nobody". directory. If the user isroot, this value

reverts to "nobody".

TI MEQUT Number of secondsthe systemwaitsfor| 60 seconds.

HP SOA Registry to successfully start
up.

2 Renamethe script registry (without the . sh extension) and saveitinthe/etc/init.d/ directory.

3 (optional) To start HP SOA Registry Foundation automatically in the appropriate run-level, create
Sxxregi stry and Kxxr egi stry symbolic links in the appropriate/etc/rcx. d/ directory.

Now you may start and stop HP SOA Registry Foundation using the installed script. Y ou can invoke this
script directly or by using specific OStools. For example, on RedHat, by using the r edhat-config-services

command.

The parameters of the script are shown in Table 3.
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Table 3. Parametersof init.d Scripts

Parameter Function

start Starts HP SOA Registry Foundation

stop Stops HP SOA Registry Foundation

restart Restarts HP SOA Registry Foundation

condrestart Restarts HP SOA Registry Foundation only if it is already running
status Displays whether HP SOA Registry Foundation is running or not

> The provided startup script may be run by the root user. The script uses the su command to run as

REG STRY_USER.

Uninstallation

Windows

1

If you installed HP SOA Registry Foundation as NT service, uninstall it by executing script
REGISTRY_HOME\bin\UninstallService.bat. See more information on NT Service Support on
page 210.

2 Remove Icons and Start menu items on Windows platform.

3 Dropdatabase manually viathe Setup tool. Setup should automatically detect the current configuration
of the database. See Reconfiguring After Installation on page 72.

4  Deleteinstallation directory of HP SOA Registry Foundation.

Linux

1 Ifyouinstalled HP SOA Registry Foundation as Linux daemon, remove theregi st ry filesfrom
letc/init.d. Remove aso links kxxregi stry and Sxxregi stry from appropriate directory /etc/rcX. d.
Unregister the daemon by system tools.

2  Drop database manually viathe Setup tool. Setup should automatically detect the current configuration

of the database. See Reconfiguring After Installation on page 72.

219



3 Deleteingtallation directory of HP SOA Registry Foundation.
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3 User's Guide

The HP SOA Registry Foundation User's Guide is mainly focused on the web user interface. The usersto
whom thisguideisaddressed are those who query theregistry or publish toit using thisinterface as opposed
to accessing the registry over SOAP. It is comprised of the following sections:

Introduction to HP SOA Registry Foundation

This section is a brief intoduction to HP SOA Registry Foundation including basic concepts of
UDDI specifications.

Registry Consoles
This section presents both Business Service Console and Registry Console
Demo Data Description

The HP SOA Registry Foundation's Demo Data chapter describes the business domain and UDDI
data structures used in the HP SOA Registry Foundation Demo Suite and both registry consoles.

Advanced Topics

Access Control Principles
Describes principles of permissions and access control to UDDI data structures.

Publisher-Assigned Keys
Under UDDI v3, users may assign a pha-numeric keys to structures rather than having
these keys automatically generated by the registry (as was the case under UDDI v1 and
v2).

Range Queries
HP SOA Registry Foundation's range queries functionality alows you to search UDDI
entities with the ability to use comparative operators (>, <).

Taxonomy: Principles, Creation and Validation

This section gives you a brief overview of taxonomy classification in HP SOA Registry
Foundation
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Registry Console Reference
Describes the Registry Console and basic tasks you can perform with it.

Signer Tool
Allowsthe user to digitally sign published UDDI structures and validate digital signatures.

Introduction to HP SOA Registry Foundation

HP SOA Registry Foundation isafully V3-compliant implementation of the UDDI (Universal Description,
Discovery and Integration) specification, and isakey component of a Service Oriented Architecture (SOA).
A UDDI registry provides astandards-based foundation for | ocating services, invoking services and managing
metadata about services (security, transport or quality of service). A UDDI registry can store and provide
these metadata using arbitrary categorizations. These categorizations are called taxonomies.

Thisintroduction has the following sections:

» UDDI'sRolein the Web Services World - UDDI Benefits on page 222
e Typical Application of aUDDI Registry on page 223

» Basic Concepts of the UDDI Specification on page 223

» Subscriptionsin HP SOA Registry Foundation on page 229

UDDI's Role in the Web Services World - UDDI Benefits

When devel opment teams start to build Web service interfacesinto their applications, they face such issues
as code reuse, ongoing maintenance and documentation. The need to manage these services can increase

rapidly.
The UDDI registry can help to address these issues and provides the following benefits:

e It deliversvisibility when identifying which services within the organization can be reused to address
abusiness need.

» It promotesreuse and preventsreinvention. It accelerates development time and improves productivity.
This ability of UDDI to categorize agrowing portfolio of services makesit easier to manage them. It
helpsyou understand rel ati onshi ps between components, supports versioning and manages dependencies.
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e It supportsservice configur ability and adaptability by using the service-oriented architectural principle
of location and transport independence. Users can dynamically discover services stored in the UDDI

registry.

» It alowsyou to understand and manage r elationships between services, component versions and
dependencies.

Typical Application of a UDDI Registry

A UDDI registry stores data and metadata about business services. A UDDI registry offers a standards-
based mechanism to classify, catal og and manage Web services so that they can be discovered and consumed
by other applications. As part of ageneralized strategy of indirection among services-based applications,
UDDI offers several benefitsto I T managers at both design-time and run-time, including increasing code
reuse and improving infrastructure management by:

» Publishing information about Web services and categorization rules (taxonomies) specific to an
organization.

* Finding Web services that meet given criteria.

e Determining the security and transport protocols supported by a given Web service and the parameters
necessary to invoke the service.

» Providingameansto insulate applications (and providing fail-over and intelligent routing) from failures
or changesin invoked services.

Basic Concepts of the UDDI Specification

UDDI isbased upon several established industry standards, including HTTP, XML, XML Schema (XSD),
SOAP, and WSDL. The latest version of the UDDI specification is available at: http://www.oasis-open.-
org/committees/uddi-spec/doc/tcspecs.htm#uddiv3.

The UDDI specification describes aregistry of Web services and its programmatic interfaces. UDDI itself
isaset of Web services. The UDDI specification defines services that support the description and discovery
of:

» Businesses, organizations and other providers of Web services,

e The Web services they make available;
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The technical interfaces which may be used to access and manage those services.

UDDI Data Model

The basic information model and interaction framework of UDDI registries consist of the following data
structures:

A description of a service business function is represented as abusi nessSer vi ce.
Information about a provider that publishes the serviceis put into abusi nessEntity.

The service's technical details, including areference to the service's programmatic interface or API, is
stored in abi ndi ngTenpl ate.

Various other attributes, or metadata, such as taxonomy, transports, and policies, are stored in t Mdel S.

These UDDI data structures are expressed in XML and are stored persistently by a UDDI registry. Within
aUDDI registry, each core data structure is assigned a unique identifier according to a standard scheme.
Thisidentifier isreferred asaUDDI key.

Business Entity

A business entity represents an organization or group of people responsible for a set of services (aservice
provider). It can also represent anything that overreaches a set of services; for example a devel opment
project, department or organization. The business entity structure contains the following elements:

Names and Descriptions. The business entity can have a set of names and descriptions, in a variety of
languages if necessary.

Contacts. Thelist of people who are associated with the business entity. A contact can include, for
example, a contact name, addresses, phone numbers, and use type.

Categories. Set of categories that represent the business entity's features or quantities. For example the
business entity can be associated with the category Californiato say that the business entity is located
in that geographical area.

Identifiers. The business entity can be associated with arbitrary number of identifiers that uniquely
identify it. For example, the business entity can be identified by a department number or D-U-N-S
number.
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e Discovery URLs are additional links to documents describing the business entity.

Business entities can be linked to one another using so-called assertions that model a rel ationships between
them.

Business Service

Business services represent functionality or resources provided by business entities. A business entity can
reference multiple business services. A business service is described by the following elements:

* Names and descriptions. The business service can have a set of names and descriptions, in a variety of
languages if necessary.

e Categories. A set of categories that represent the business service features and quantities. For example,
the business service can be associated by a category that represents service availability, version, etc.

A business servicein aUDDI registry does not necessarily represent a\Web service. The UDDI registry
can register arbitrary services such as example EJB, CORBA, etc.

Binding Template

A business service can contain one or more binding templates. A binding template represents the technical
details of how to invoke its service. Binding templates are described by the following elements:

e Access point represents the service endpoint. It contains endpoint URI and specification of the protocol.
* tModéd instance infos can be used to represent any other information about the binding template

e Categories. The binding template can be associated with categories to reference specific features of the
binding template, for example certification status (test, production) or versions.

tModel

ThetModel provides areference to an abstraction describing compliance with a specification and concepts.
TModels are described by the following elements:

* Name and description. The tModel can have a set of names and descriptions, in different languages if
required.

e Anoverview document is areference to a document that specifies the tModel's purpose.
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e Categories. Like all the other UDDI entities, tModels can be categorized.

* Identifiers. ThetModel can be associated with an arbitrary number of identifiers that uniquely identify
it.

UDDI entities are categorized through tModel s via taxonomies. Business entities, business services, and
binding templates declare associations to a certain category by presence of specific tModelsin their
categoryBags.

Taxonomic Classifications

UDDI providesafoundation and best practicesthat help provide semantic structure to the information about
Web services contained in aregistry. UDDI allows users to define multiple taxonomies that can be used in
aregistry. Users can employ an unlimited number of appropriate classification systems simultaneously.

UDDI aso defines a consistent way for a publisher to add new classification schemesto their registrations.

Taxonomies are used for representing various UDDI entity features and qualities (such as product types,
geographical regions or departments in a company).

The UDDI specification mandates several standard taxonomies that must be shipped with each UDDI
registry product. Some are internal UDDI taxonomies such as the UDDI types taxonomy or geographical
taxonomy. A taxonomy can be marked as specific to business, service, binding template or tModel or it can
be used with any type of the UDDI entity

Enterprise Taxonomies

Enterprise taxonomies are taxonomies that are specific to the particular enterprise or application. These
taxonomies reflect specific categorieslike company departments, types of applications, and access protocols.

HP SOA Registry Foundation allows definition of enterprise taxonomies. Users can a so download and
upload any taxonomy asan XML file. HP SOA Registry Foundation offers tools for browsing taxonomies
on both the web user interface and SOAP API levels.

Checked and Unchecked Taxonomies

There are two types of taxonomies: checked and unchecked. Checked taxonomies are rigid, meaning that
the UDDI registry does not allow the use of any categories other than those predefined in the taxonomy.
Checked taxonomies are usually used when the taxonomy author can enumerate al distinct values within
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the taxonomy. A checked taxonomy can be validated using the internal validation service that isavailable
in HP SOA Registry Foundation or by using an external validation service.

Unchecked taxonomies do not prescribe any set of fixed values and any name and value pair can be used
for categorization of UDDI entities. Unchecked taxonomies are used for things like volume, weight, price,
etc. A special case of the unchecked taxonomy isthe general _keywor ds taxonomy that allows categorizations
using arbitrary keywords.

Security Considerations

UDDI specification does not define an access control mechanism. The UDDI specification allows
modification of the specific entity only by its owner (creator). This does not scale in the enterprise
environment where the right to modify or delete aspecific UDDI entity must be assigned with moreidentities
or even better with somerole.

HP SOA Registry Foundation addresses this issue with the ACL (Access Control List) extension to the
UDDI security model. Every UDDI entity can be associated with the ACL that defines who can find (list
it in some UDDI query result), get (retrieve all details of the UDDI object), modify or deleteit. The ACL
can reference either the specific user account or user group.

The UDDI v3 specification provides support for digital signatures. In HP SOA Registry Foundation, the
publisher of a UDDI structure can digitally sign that structure. The digital signature can be validated to
verify the information is unmodified by any means and confirm the publisher's identity.

Notification and Subscription

The UDDI v3 specification introduces notification and subscription features. Any UDDI registry user can
subscribe to a set of UDDI entities and monitor their creation, modification and deletion. The subscription
is defined using standard UDDI get or find APl calls. The UDDI registry notifies the user whenever any
entity that matches the subscription query changes even if the change causes the entity to not match the
guery anymore. It also notifies about entities that were changed in away that after the change they match
the subscription query.

The natification might be synchronous or asynchronous. By synchronous, we mean solicited notification
when the interested party explicitly asksfor all changes that have happened since the last notification.
Asynchronous notifications are run periodically in aconfigurableinterval and the interested party isnotified
whenever the matched entity is created, modified, or deleted.
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Replication

Content of the UDDI registry can be replicated using the simple master-slave model. The UDDI registry
can replicate dataaccording to multiple replication definitions that are defined using UDDI standard queries.
The master-slave relationship is specific to the replication definition. So one registry might be master for
one specific replication definition and slave for another. The security settings (ACL, users, and groups) are
not subject to replication but you can set permissions on replicated data.

UDDI APIs

The core data management tools functions of a UDDI registry are:
* Publishing information about a serviceto aregistry.

» Searching aUDDI registry for information about a service.
The UDDI specification also includes concepts of :

* Replicating and transferring custody of data about a service.

* Registration key generation and management.

e Registration subscription APl set.

e Security and authorization.

The UDDI specification divides these functionsinto Node APl set s that are supported by aUDDI server and
Gient APl Sets that are supported by aUDDI client .

Technical Notes

Technical Notes (TN) are non-normative documents accompanying the UDDI Specification that provide
guidance on how to use UDDI registries. Technical Notes can be found at http://www.0asi s-open.-
org/committees/uddi-spec/doc/tns.htm. One of themost important TNsis"Using WSDL inaUDDI Registry".

Benefits of UDDI Version 3
The most important features include:

o User-friendly identifier sfacilitate reuse of service descriptions among registries.
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e Support for digital signaturesallowsUDDI to ddliver ahigher degree of dataintegrity and authenticity.

» Extended discovery features can combine previous, multi-step queries into a single-step, complex
query. UDDI now also provides the ability to nest sub-queries within asingle query, letting clients
narrow their searches much more efficiently.

Subscriptions in HP SOA Registry Foundation

Subscriptionsare used to alert interested usersin changes made to structuresin HP SOA Registry Foundation.
The HP SOA Registry Foundation Subscription APl provides users the ability to manage (save and del ete)
subscriptions and evaluate notification. Notifications are lists of changes made within a specified time
interval. The Subscription mechanism allows the user to monitor new, changed, and deleted entries for
businessEntities, businessServices, bindingTemplates, tModels or publisherAssertions. The set of entities
in which auser isinterested is expressed by a SubscriptionFilter, which can be any one of the following
UDDI v3 API queries:

e find_business, find_rel at edBusi nesses, find_services, find_bi ndings, find_t nodel

® get_businessDetail, get_serviceDetail, get_bindingDetail, get_tMdel Detail, get_assertionStatusReport

) 2 In Business Service Console, users can aso create subscriptions also resources (WSDL, XML,
XSD and XSLT) without a detailed knowledge of how resources are mapped to UDDI data
structures.

Subscription Arguments
A subscription isthe subscriber'sinterest in changes made to entities as defined by the following arguments:

e Subscriptionkey - Theidentifier of the subscription, as generated by the server when the subscription
isregistered.

e Subscription Filter - Specifiesthe set of entitiesin which the user isinterested. Thisfield is required.
Note that once the subscription filter is set, it cannot be changed.

° Expires After - Thetime after which the subscription isinvalid (optional).

° Notification Interval -How often the client will be notified (optional). The server can extend it to the
minimum supported notification interval supported by the server as configured by the administrator.
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For more information, please see Administrator's Guide, Registry Configuration on page 373.

Max Entities - how many entities can belisted in anoctification (optiona). When the number of entities
in anotification exceeds max entities, the notification will contain only the number of entities specified
hereor intheregistry configuration. A chunkToken different from"0" will be specified in the notification.
This chunkToken can be used to retrieve trailing entities.

Bi ndi ngkey - pointsto the bindingTemplate that includes the endpoint of the notification handling service
(optiona). Only http and mail transports are currently supported. If this bindingKey is not specified,
the notification can be retrieved only by synchronous calls.

Brief - By default, notifications contain results corresponding to the type of the Subscription Filter.
For example, when the subscription filter isfind_business, notifications contain Business Entitiesin the
businessinfos form. If brief istoggled on, notifications will contain only the keys of entities. (optional)

Subscription Notification

Notification is the mechanism by which subscribers learn about changes. Notifications inform subscribers
about entities that:

1

Satisfy the Subscription Filter now and were last changed, or created, within a given time period. The
entitiesareincluded in alist of the appropriate data type by default. For example, when find_business
representsthe Subscription Filter, notifications contain Business Entitiesin the businessList/businessinfo
form. (If the brief switch istoggled on, only the entity keys in the keyBag are included.)

Were changed or deleted in the given time period and no longer satisfy the Subscription Filter. Only
the keys of the appropriate entities are included in the keyBag structure and the del et ed flag is toggled
on.

There are two types of notifications:

Asynchronous notifi cation - Using asynchronous natification, the server periodically checksfor changes
and offersthem to the client viaHTTP or SMTP. HTTP is suitable for services listening to UDDI
changes. SMTP (that is, mail notification) is suitable for both services and users. With this transport,
the user is notified at each natification interval by email. To perform asynchronous notification, the
subscription must be populated withnoti fi cation i nterval and bi ndi ngkey. See Developer's Guide, Writing
a Subscription Notification Service on page 574 for details.
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e Synchronous notification - Using synchronous notification, the server checksfor changes and offersthem
when the client explicitly asksfor them outside of periodical asynchronous notifications. It isuseful for
client applications which cannot listen for notifications, and for services that want to manage the time
of notification by themselves. See Demos, Subscription on page 668 for details.

XSLT Over Notification

To improve the readability of notifications sent to users viaemail, HP SOA Registry Foundation provides
the ability to process the XSL transformation before the notification is sent. To enable this feature:

1 Register the XSL transformation in UDDI asatModel that refers to XSL transformation in itsfirst
overviewDoc.

2 Modify the bindingTemplate (with the bindingK ey specified in the subscription) to refer to the XSLT
tModel by itstModelInstancel nfo.

3  Tagthe XSLT tModel by a keyedReference to uddi : uddi . or g: resour ce: t ype with the keyValue="xsI t".
Suppressing Empty Notifications

Another HP SOA Registry Foundation extension to the specification is the ability to suppress empty
notifications. To do this, tag the bindingTemplate referenced from the subscription with a keyedReference
tothetModel uddi : uddi . or g: cat egori zat i on: gener al _keywor ds With keyVaue="suppr essEnpt yNot i fi cati on" and
keyName="suppr essEnpt yNot i fi cation".

Related Links
e To manage subscriptions via the Registry Console, see the Registry Console Reference.
» To use and manage subscriptions, see the Subscription API.

* Moredetailsabout subscriptions can befound in the Subscription API [http://uddi.org/pubs/uddi-v3.00-
published-20020719.htm#_Toc42047327] chapter of the UDDI v3 Specification.

Registry Console

HP SOA Registry Foundation web console.

231


http://uddi.org/pubs/uddi-v3.00-published-20020719.htm#_Toc42047327

e Registry Console. Using the Registry Console users can browse and publish registry contents, create
subscriptions and perform ownership changes. The Registry Console is the primary console for
administrators to perform registry management.

The Registry Console can befound at ht t p: // <host name>: <por t >/ uddi / web. Host name and port are defined
when HP SOA Registry Foundation isinstalled. The default port is8080. See Registry Console Overview
on page 272

) 2 Make sure your browser allows HTTPS connections, supports JavaScript and does not block popup
windows.

Demo Data
Demo data is pre-installed with HP SOA Registry Foundation. There are two demo data sets:
* demo datato demonstrate Business Service Console

e demo datato demonstrate Registry Console and Demo Suite

Demo Data for Business Service Console

Demo datais pre-installed with HP SOA Registry Foundation for use with the Business Service Console.
This data describes afinancial institution (bank) with several departments. It contains entities providing
services for its operations. Entities providing services are modelled as service providers. There are the
following providers and their services in the demo data:

Account Services
Account Services provides services related to account information, transfers, check orders, bill
pay, online statements.

e Account - The account service provides the account related operations :get Account ,
|'i st AccountDetail, |istRelatedAccounts, |istTransactionHistory.

* Bill Payment - The bill payment service provides the ability to establish bill payment service,
cancel bill payment service and get information about bill payment for acustomer. Operations:
aut hori zeAcct ForBi | | Pynt , cancel Bi | | Pynt Svc, createBil | Pynt Svc.
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e Check Order - This service supports new check orders, check reorders, check order inquiry.
Operations: get Last CheckOr der , or der Checks, r eor der Checks.

» Direct Deposit Advance -This service supports the operations used to set up the advancement
of money. Operation: addDi r ect Deposi t Advance.

* Notification Services - This serviceis used to provide notifications. Operation:
sendAccount TransferNoti fication.

e Stop Payment - This service allows stops to be set and maintained. Operations:
addStopPaymentForCheck, cancel St opPay

e Transfer Funds - This service allows funds to be transferred from one account to another.
Operations: aut hori zeTransf er, sendl nvoi cePaynent , t ransf er Funds.

Customer Management System
Customer relationship and management system.

* Add Customer - This service allows a customer to be added to the enterprise customer system.
Operation: addCust oner .

e Customer Notification - This service provides notification messages for various customer
changes. Operations; cust oner NameChangeNot i f , cust omer Addr essChangeNot i f .

Outlet Locator
Provides information about outlets and sites.

* Outlet - The Outlet service gets al of the information about a Company outlet. Operation:
get Qutl et Detail .

» Site- Thisservice getsinformation about asite. Operations: get SiteDetai | , i st Sites, searchSites

Document Services
Provides access to company forms.

e Electronic Forms - Provides access to company forms. Operations; updat eAddr Phone,
updat eNameAndTi t | e.
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Transaction Services
Middleware applications for posting transactions with high performance SLA.

e Monetary Transaction - Monetary Posting. Operation: post Transact i on.

Each service hasaWSDL definition. Demo data a so contains information about service interfaces and
endpoints including categorization as certification statuses, availability statuses, and stages of lifecycle.

Demo data for Registry Console and demos

Demo data describes a multinational company with officesin several locations and HP SOA Registry
Foundation installed in its headquarters division. The headquarters division has two departments: IT and
HR.

There are two predefined users, demo_john and demo_jane. The passwords for these users are the same as
their log on names.

Departments are represented as the following Business Entities:

e Headquarters
+ HR
e T

The following taxonomies are used:

demo:hierarchy
Represents the organizational structure (hierarchy). KeyValueis the businessKey of the parent
department.
demo:location:floor
Represents the geographical |ocation of departments. Headquartersislocated in abuilding; I'T and
HR are located in different floors of the same building. KeyVaue is the number of the floor.
demo:departmentID

| dentifies each department uniquely. The value from keyValue can be used as an argument in
WSDL services.

Pre-published services are shown in Table 4:
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Table 4. Pre-published Demo Web Services

Name WSDL Service Description

Holiday request Yes stored in the HR department; used by employees to
submit holiday request

Phone support No stored in the IT department; used by employeesto
cal IT phone support for help with their PCs.

Employee list Yes stored in the HR department, projected to I T
department; takes single argument - departmentlid;
used by employeesto view alist of employees that
belong to a department.

Assertions are an alternate way to represent rel ationshi ps between business entities. In the HP SOA Registry
Foundation demo data, assertions are created between the Headquarters and HR departments.

The demo data al so contains the following resource files located in the REG STRY_HOVE/ denos/ conf directory:

EmployeeList.wsdl
employees.xml
employees.xsd
employeesToDepartments.xsl
departments.xml

departments.xsd

Advanced Topics

Data Access Control: Principles

This chapter describesthe entity access control mechanism, which defines permissionsfor usersand groups
to access structures in HP SOA Registry Foundation

235



There are two types of user groups: public and private. Both public and private groups are visible to all
usersin theregistry, meaning that all users are able to see which groups exist. Public and private groups
differ in that members of public groups are visible to all users of the registry whereas members of private
groups are visible only to the owner of the group.

) 2 There are other permissionsin HP SOA Registry Foundation used to control accessto APIsand
their operations. API permissions are rel ations between the user or group and operation only. Please
see Permissions: Principles on page 389 in the Administration Guide for details.

Permission in this chapter is limited to Data Access Permission - ACL permission.
We use the following terms with regard to ACL permissions:
e Party. A user or group of users

e Core Structure. One of the major UDDI data structures: businessEntity, businessService,
bindingTemplate or tModel

e Action. Anoperation: "find", "get", "save", or "delete" on the entity plus specia action "create”, which
means to save sub-entities. (For example, a user with the "create" permission on a businessService can
save new bindingTemplates under the businessService, but can not update whol e businessService.) Note
that the "create” permission makes sense only on businessEntity and businessService, because
bindingTemplates and tModel s have no sub-entities.

Standard UDDI access control definesthat only the owner of a UDDI core structure can update or delete
it. Every user can find or get the structure (with the exception that deleted/hidden tModels are visible for
get _t Mdel Detai | but not for thefind_t Mdel operation). ACLs (Access Control Lists) added toaUDDI entity
can override standard UDDI access control as there are several cases in which standard access control is
not sufficient.

Examples:

*  When aWeb service is under construction, its UDDI representation (businessService and
bindingTemplate) should be visible only to members of the devel opment team. Arbitrary users should
not be able to obtain it in the result set of get _serviceDetai | Or find_servi ce Operations. Moreover, a
get _businessDetai | OF find_busi ness operation result, which includes a superior businessentity, should
not give away the existence of the businessService.
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e Ontheother hand when the server (where the service prototypeisrunning) goesdown, the administrator
should be able to deploy the Web service on another server and repair the service endpoint in the
accessPoint within its bindingTemplate, despite not being the owner of the bindingTemplate.

Explicit Permissions

Explicit permission gives (positive permission), or revokes (negative permission), access rightsto a party
to process an action on a specified entity.

Explicit permissions are saved with the entity as specia keyedReferences in the categoryBag. For more
information, please see Setting ACLs on UDDI v3 Structures and Setting ACLs on UDDI v1 and v2
Structures below.

Permission Rules

When no explicit permission is set for the find/get action on an entity, everyone can find/get it. When no
explicit permission is set for the save/del ete action on an entity, only owner of the entity can save/deleteiit.
Thisisastandard UDDI access control. When an explicit Permission is set for an action, a completely
different access control is used which is defined by the following rules:

1 Owner always hasfull control. The owner can always process an operation over an owned entity,
even if the permission is explicitly revoked.

2 Negative permission for a user overrides positive permission for a user.. Example: User U has
explicit positive permission on businessEntity BE for the get action. However, if U also has explicit
negative permission on BE for action get , then an attempt to process get _busi nessDet ai | by user U on
the BE will fail.

3 Negative permission for group overrides positive permission for group.. Example: User U has
belongs to groups G1 and G2. Group G1, has explicit positive permission on the BE for action get .
Group G2, hasexplicit negative permission on the BE for action get . Because of this negative permission,
any attempt to process get _busi nessDetai | by user U on the BE will fail.

4 Permission for user has more weight than permission for group. Example: User U has explicit
positive permission on businessEntity BE for action get . Group G, to which U belongs, has explicit
negative permission on the BE for action get . User U can process get _busi nessDet ai | on the BE, even
though U belongsto group G.
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5 Theowner of an entity can always processget _xxx on a direct sub-entity. Example: User U1 owns
businessEntity BE. U1 (as owner) grants "create”" permission to user U2. Then U2 saves new
businessService BS with bindingTemplate BT under BE. When user U1 executes get _busi nessDetai | ,
U1 obtains BE with BS but without BT, because BT is not a direct sub-element of the BE.

Motivation: This rule ensures that the owner of an entity will see all direct sub-entities. The number
of sub-entitiesis limited. By default, a user can save only one businessEntity, four businessServices
per businessEntity, two bindingTemplates per businessService and 10 tModels. Suppose that user U1
has businessEntity BE. User U2 can save businessServicesin BE (permission "create" on BE). If U2
has aready saved four businessServices under BE, user U1 cannot, therefore, save a new
businessService. Therefore, the owner of an businessEntity should see why the limit is reached.

6 Deleteand Save positive permissions are inherited from parent entities and override negative
per missions on sub-entities. Example: User U has "delete” permission on businessEntity BE. Then
U can execute the del et e_busi ness operation, which deletes the BE with all its businessServices and
bindingTemplates, even if some of these sub-entities have negative permission for deletion by the user
u.

Motivation: Sub-entities can not survive parent entity deletion. This rule ensures that a user who can
save/delete an entity can do this despite not having sufficient privileges on sub-entities.

7 Toperform update by save_xxx operation, it is necessary to have both " save" and " get"
per missions. Example: User U1 has"save" and "get" permissions on businessEntity BE, but heis not
the owner. User U2 owns the BE and saves businessService BS1, which has "get" permission for U1,
and businessService BS2 without any permissions. Both BS1 and BS2 are created under BE. U1 gets
BE with only BS1 and updates BE in thisway: U1 can add a category and save BE again without BS1.
In fact, when BE is updated, BS1 is deleted but BS2 remains.

Example:

User U1 owns a businessEntity BE. The user U1 defines the explicit get al | owed permission to user group
GL1. Everyone can find the BE, because there is no explicit permission for find and therefore the standard
UDDI access control is used. On the other hand, only user U1 (as the owner) and all users from group G1
can get the BE.
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Composite Operations

BusinessService BS can be moved from one businessEntity BE1 to other businessEntity BE2. By performing
the save_servi ce operation on BS, where BS has updated businessK ey to point to the BE2. To perform this
action, the party must have permission to save BE1, BE2, and BS, because all these entities are changed.

Similarly bindingTemplate BT can be moved from businessService BS1 to businessService BS2. The party
who moves it must have save permission on BS1, BS2 and BT.

BusinessService BS hosted in businessEntity BE1 can be projected into businessEntity BE2. The party who
projects BS must have save permission on BE2.

Pre-installed Groups

ACL logic considers some specia pre-published abstract groups during permission eval uation. These abstract
groups allow a publisher to give a permission to a specific set of HP SOA Registry Foundation users.

syst emteveryone

Holds all users of HP SOA Registry Foundation (both users who have and who do not have a HP
SOA Registry Foundation account, authenticated and non-authenticated). If thisgroup is used, all
users always have the specified permission to the associated data.

syst emtr egi st er ed

Holds all authenticated HP SOA Registry Foundation users. Every user who is authenticated (that
is, who has an account and has logged into the registry) is amember of this group. If thisgroupis
used, all authenticated users always have the specified permission to the associated data.

syst em#i ntranet

Holds users who access HP SOA Registry Foundation viaalocal intranet. (Thisgroup is reserved
for afuturerelease. Thereisno implementation behind it as of HP SOA Registry Foundation 6.63)

ACL tModels

ACL permissions are represented as tModels as detailed below:

ACL v3tModelKey v2tModelKey
Permission
find allowed | uddi:systinet.com:acl:find-allowed uuid:aacfc8e0-dcf5-11d5-b238-chbeacalald4
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ACL v3tModelKey v2 tModelK ey
Permission

find denied | uddi:systinet.com:acl:find-denied uuid:ced3c160-dcf5-11d5-b238-
cbbeaea0al8d4

get allowed | uddi:systinet.com:acl:get-allowed uuid:f9977a90-dcf5-11d5-b238-
cbbeaealald4

get denied uddi:systinet.com:acl:get-denied uuid:09e202d0-dcf6-11d5-b238-
cbbeaealald4

save alowed | uddi:systinet.com:acl:save-alowed uuid: 19885bd0-dcf6-11d5-b239-
cbbeaeala8d4

savedenied | uddi:systinet.com:acl:save-denied uuid:2a25e610-dcf6-11d5-b239-
cbbeaea0al8d4

delete uddi:systinet.com:acl:delete-allowed uuid:37f44ac0-dcf6-11d5-b239-

alowed cbbeaealald4

delete denied | uddi:systinet.com:acl:del ete-denied uuid:4e51d8f0-dcf6-11d5-b239-
cbbeaealald4

create uddi:systinet.com:acl:create-allowed uuid:5bc32980-dcf6-11d5-b239-

allowed cbbeaeala8d4

create denied | uddi:systinet.com:acl:create-denied uuid:6d0be7e0-dcf6-11d5-b239-
cbbeaea0al8d4

Setting ACLs on UDDI v3 Structures

In UDDI v3, explicit ACL permission is saved in aspecial keyedReferenceGroup having the tModelK ey
uddi : systi net . com acl . ThiskeyedReferenceGroup can contain only keyedReferencesto ACL tModels. Only
the terms "user" and "group” are allowed in the included keyName, and the keyV alue must contain the
name of the user or group (according to keyName value).

For example, user demo_john can save (update) following businessEntity even if heis not the owner:
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Example 1: Setting ACLs-v3
<busi nessEntity xm ns="urn:uddi-org:api _v3">
<cat egor yBag>
<keyedRef erenceG oup t Mbdel Key="uddi : systinet.comacl ">
<keyedRef erence t Mdel Key="uddi : systinet.com acl : save-al | owed"
keyNane="user" keyVal ue="deno_j ohn"/>
</ keyedRef er enceG oup>

</ cat egor yBag>
</ busi nessEntity>

Setting ACLs on UDDI v1/v2 Structures

Under versions 1 and 2 of UDDI, explicit ACL permission is saved as a special keyedReferencein the
categoryBag. This keyedReference refers to one of the tModels representing ACL permissions. Only the
terms "user" and "group" are allowed in the included keyName and the keyValue must contain the name
of the user or group (according to the keyName value).

For example, user demo_john can save (update) following businessEntity even if he is not the owner:

<busi nessEntity ...>
<cat egor yBag>
<keyedRef erence t Mdel Key="uui d: 19885bd0- dcf 6- 11d5- b239- cbhbeaeala8d4"
keyNane="user" keyVal ue="deno_j ohn"/>

</ cat egor yBag>
</ busi nessEntity>

) 2 ACL permissions cannot be set on the bindingTemplate structure because this structure has no
categoryBag in UDDI v1/v2.
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Publisher-Assigned Keys

Under UDDI v1 and v2, keys are generated automatically when a structure is published. Generated keysin
these versions arein form (uui d: ) 8- 4- 4- 4- 12 where the numbers indicate a count of hexadecimal values. For
example, uui d: 327A56F0- 3299- 4461- BC23- 5CD513E95C55. Note that the prefix "uuid:" wasonly used in tModelKeys.

In UDDI v3 users may assign keys when saving a structure for the first time. These Keys can be 255
characterslong and can contain numbers and L atin characters, so that the key itself describeswhat the UDDI
structure means. For example, the key uddi : syst i net . com uddi Regi st ry: deno: busi nessSer vi ce hasthefollowing
elements:

e The prefix uddi: isaschemamuch likehttp: or ftp: and must be always present.
e systinet.comisan optiona host name.

* Theelementsuddi Regi st ry, demo, and busi nessSer vi ce represent a hierarchy of domains. The domain deno
is asubdomain of uddi Regi stry.

This description is sufficient for our purposes for now. For a more precise description of keys, please see
the UDDI v3 Specification [http://uddi.org/pubs/uddi-v3.00-published-20020719.htm#_ Toc42047261].

Generating Keys

The key generator tModel is atModel with akey in the form domai n: keygenerat or . ThistModel permitsits
owner to save structures with keysin the form domi n: stri ng. For example, the tModel
uddi : systinet. com uddi Regi stry: deno: keygener at or allows its owner to publish structures with keyslike:

® uddi: systinet.com uddi Regi stry: deno: busi nessServi ce
® uddi:systinet.com uddi Regi stry: deno: b52
These are derived keys of the uddi : systi net. com uddi Regi st ry: deno domain.

With one exception, the key generator tModel does not allow the user to save keys from subdomains such
asuddi : systi net. com uddi Regi st ry: denp: busi nessSer vi ce: exchangeRat e, that is, derived keys of
uddi : systinet.com uddi Regi stry: deno: busi nessSer vi ce.

The key generator tModel, however, permits the user to save the key generator for each direct subdomain.
For example, the user can save uddi : systi net. com uddi Regi st ry: deno: busi nessSer vi ce: keygener at or . After
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creating this second key generator, the user is permitted to save structures with keys of the
uddi : syst i net. com uddi Regi st ry: demo: busi nessServi ce domain, such as
uddi : systinet.com uddi Regi stry: deno: busi nessSer vi ce: exchangeRat e.

) 2 To generate keys for adomain, the user must own the domain's key generator tModel. Only the
administrator can save structures with assigned keys without having the key generator tModel. To
enable this process for other users, the administrator must save the domain's tModel and then
change its ownership to the user via custody transfer. For more information, please see Publish
Custody Transfer on page 315.

Affiliations of Registries

The rules above ensure that two users can not create structures with the same key. A complicated situation
arises when one user wantsto copy UDDI structuresfrom one registry to another while preserving the keys
of those structures. There are two problems:

1 Thekey of the copied structure must not exist on the second registry. The key must be unique - thisis
required by the UDDI specification.

2 Theuser must be allowed to save a structure with a specified key on the second registry.
The Affiliated registries mechanism solves both problems. An affiliation is a relationship between two

registries. The first registry gives up generation of keysfor a certain domain and transfers this privilege to
the second registry. This ensures that keys from both registries are unique.

) 2 In the examples below we name the two registries 'master' and 'dlave’. Moreover there are three
people:

» The person 1isan administrator of the master registry, this account is called master-admin.

* The person 2 isan administrator of the slave registry (account slave-admin) and a common
user on the master registry (account master -user 2).

e Theperson 3isacommon user on slave registry (account slave-user 3) and acommon user on
master registry (account master -user 3).
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Affiliation Setup

To set up an affiliation:

1

The administrator of the slave registry (slave-admin) registers a user account on the master registry
(master-user2).

Master-user2 requests a key generator tModel from the administrator of the Master registry.

Thisadministrator, master-admin, createsthe key generator tModel and transfersit to the master-user2
account using custody transfer.

Person 2 manually copies the key generator tModel to the dave registry (his slave-admin account has
permission to assign any key) and sets up the slave registry to generate all keys based on this key
generator. For more information, please see Node on page 381 in the Administrator's Guide.

All keys generated by the slave registry or its users will be from the domain or some subdomain defined
by the key generator.

Copying Structures with Key Preservation

Given key should refer to the same structure no matter which registry the structure isin.

Suppose that slave-admin creates akey generator tModel for slave-user3 and this user usesthe key generator
to generate akey for astructure in the slave registry. To copy the structure to the master registry, this key
generator tModel must exist on both registries.

To copy astructure from the dave to the master registry:

1

The slave-user3 must ask person 2 (slave-admin) to copy the second key generator, because only the
holder of the account master-user2, as owner of the first key generator, can do this on the master

registry.

Then master-user2 transfers ownership of the second key generator in the master registry to master-
user3. Now master-user3 can copy the structure while preserving the generated keys.
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Range Queries

HP SOA Registry Foundation's range queries functionality allows you to search UDDI entities with the
ability to use comparative operators (>, <) for matching keyValues in keyedReferences. There must be a
defined type of keyValuesin the taxonomy which defines the ordering. The following ordering types are
supported: string, nuneric, and cust om KeyedReferencesin find_xxx queries are extended by alist of find
qudlifiers. Do not mix with find qualifiers of the whole query. Find Qualifiers are used for specifying
comparison operators.

See Find Business by Categories on page 288 how to search UDDI data structures using range queries with
Registry Console.

) 2 The HP SOA Registry Foundation implementation of range queries goes beyond the current UDDI
v3 specification since the specification does not define this functionality.

The following findQualifiers are supported:

e equal -thedefault find qualifier. If no onefrom the group of ( equal, greaterThan, lesserThan qualifiers)
is specified. Thisis done due to the backward compatibility with a standard UDDI. When used, the
keyedReference from the request matches to the all keyedReferences from the database with the same
tModelKey and the same keyValue.

e greaterThan - When used, the keyedReference from the request match to the all keyedReferences from
the database with the same tModelKey and a greater keyValue.

* lesserThan - When used, the keyedReference from the request match to the all keyedReferences from
the database with the same tModelKey and a lesser keyValue.

e notExists - ThisfindQualifier has validity for the whole keyedReference (not just for keyValues). An
entity matches the find request with not Exi st s findQualifier if and only if the specific keyedReference
does not exist in its categoryBag. This findQualifier can be arbitrarily combined with gr eat er Than,

I esser Than and equal findQualifiers. If thenot Exi st s findQualifier isused al one, then theequal findQualifier
is considered automatically.

Comparators can be combined:
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e greaterThan and equal find qualifiers can be used together with the keyedReference match to the all
keyedReferences with the same tModelKey and a greater or equal keyValue (>=).

» lesserThan and equal find qualifiers can be used together with the keyedReference match to the all
keyedReferences with the same tModelKey and alesser or equal keyValue (<=).

* lesserThan and great er Than find qualifiers can be used together with the keyedReference match to the all
keyedReferences with the same tModelKey and anot equals keyVaue (<>).

e Combination of lesserThan, greaterThan and equal is not allowed.
Examples

The following examples demonstrate the usage of range queries. Suppose that the keyedReferences are
placed in the category bag of thefi nd_busi ness request.

greater Than. Only business entities that have a keyedReference with tModelKey equal to tmKey, and a
keyValue that is greater than kv, in their categoryBags are returned.

<keyedRef erence t Mdel Key="t nKey" keyVal ue="kv" keyName="kn">
<findQualifiers>
<findQualifier>greaterThan</findQualifier>
</findQualifiers>
</ keyedRef erence>

greater Than and lesser Than. Only business entities that have keyedReference with tModelK ey that is
equal to tmKey, and akeyValue not equal to kv, in their categoryBags are returned.

<keyedRef erence t Mdel Key="tnKey" keyVal ue="kv" keyName="kn">
<findQualifiers>
<findQualifier>greaterThan</findQualifier>
<findQualifier>l esserThan</findQualifier>
</findQualifiers>
</ keyedRef er ence>

notExists. Only business entities that do not have a keyedReference with atModelKey equal to tmKey,
and akeyValue equa to kv, in their categoryBags are returned.

<keyedRef erence tMdel Key="t nKey" keyVal ue="kv" keyName="kn">
<findQualifiers>
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<findQualifier>notExists</findQualifier>
</findQualifiers>
</ keyedRef erence>

notExists and greater Than. Only business entities that do not have a keyedReference with atModelKey
equal to tmKey, and akeyValue greater than kv, in their categoryBags are returned.
<keyedRef erence t Mdel Key="tnKey" keyVal ue="kv" keyName="kn">
<findQualifiers>
<findQualifier>notExists</findQualifier>
<findQualifier>greaterThan</findQualifier>
</findQualifiers>
</ keyedRef er ence>

notExists, greater Than, equal. Only business entitiesthat do not have akeyedReference with atModelKey
equal to tmKey, and a keyValue greater than or equal to kv, in their categoryBags are returned.
<keyedRef erence tMdel Key="t nKey" keyVal ue="kv" keyName="kn">
<findQualifiers>
<findQualifier>notExists</findQualifier>
<findQualifier>greaterThan</findQualifier>
<findQualifier>equal </findQualifier>
</findQualifiers>
</ keyedRef erence>

See also Demos, Advanced Inquiry - Range Queries on page 657.

Taxonomy: Principles, Creation and Validation

The UDDI Version 3 Specification [http://www.0asi s-open.org/committees/uddi-
spec/doc/tespecs.htm#uddiv3] provides tools for setting the context on all four major UDDI structures:
businessEntities, businessServices, bindingTemplates and tModels. This document covers basic principles
and management of this feature - the taxonomies.

What Is a Taxonomy?

A taxonomy, or value set in the terminology of the UDDI specifications, isatModel which can beused in
categoryBags, identifier bags, or Publisher Assertions. ThistModel must be in a specific form, so that HP
SOA Registry Foundation can recognize it as ataxonomy. The tModel must be categorized with the type
of taxonomy and, optionally, with information concerning whether and how to validate the valuesin
keyedReferences.
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Taxonomy Types

The UDDI specification distinguishes four types of taxonomies: categorizations, categorizationGroups,
identifiers, and relationships.
Categorizations
Categorizations can be used in al four main UDDI structures. They are used to tag them with
additional information, such asidentity, location, and what the taxonomy describes.
CategorizationGroups

New in UDDI version 3, CategorizationGroups group several categorizationsinto one logical
categorization. For example, a geographical location comprised of two categorizations. longitude
and latitude.

Identifiers

Used in businessEntities and tModels, |dentifiers reference published information.
Relationships

Used only in Publisher Assertions, Relationships define the rel ation between two businessEntities.

Validation of Values

The publisher of ataxonomy can decide whether the values in keyedReferences within the taxonomy will
be checked or not.

Unchecked Taxonomies

HP SOA Registry Foundation does not perform any checks on values used in keyedReferences associated
with unchecked taxonomies. Unchecked taxonomies are those that are marked as such, or those that are not
marked as checked. These two states are equivalent.

Checked Taxonomies

If ataxonomy is checked, HP SOA Registry Foundation executes its validation service for every
keyedReference in which the checked taxonomy is used. The validation service may check the expected
syntax of values, such as the format of acredit card or ISBN number. Taxonomies like the | SO 3166
Geographic taxonomy, which permits only existing countries, check the existence of the value against a
list. A validation service may even permit or deny values depending on the context in which they are used.
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HP SOA Registry Foundation Requirements

HP SOA Registry Foundation conforms to the technical note Providing A Value Set For Use In UDDI
Version 3 [http://oasis-open.org/committees/uddi-spec/doc/tn/uddi-spec-tc-tn-val uesetprovider-
20030212.htm]. To create a checked taxonomy, you must:

1 Prepare and deploy avalidation service which implements the val ueset _val i dati on API.
2 PublishthetModel categorized as a checked taxonomy and mark it as unvalidatable.
3 Publishthe bindingTemplate that implements the val ueset _val i dati on APl and the taxonomy'stModel.

4 Republish the tModel, without the unvalidatable categorization, and with the categorization uddi -
org: val i dat edBy pointing to the bindingTemplate.

HP SOA Registry Foundation requires that the bindingTemplate be published in the businessService of the
Operational Business Entity. If this businessService is not part of the Operational Business Entity, the
checked taxonomy will not be validatable and thus it may not be used in keyedReferences. Thisimplies
that only the HP SOA Registry Foundation administrator may publish checked taxonomies.

The bindingTemplate must contain an accessPoint with itsuseType attribute set to " endPoint ",

If the accessPoint starts with the prefix cl ass: , then the remaining part is assumed to contain the fully
qualified name of the class that implements interface

org.systinet.uddi.client.val ueset. val i dation. v3. UDDI _Val ueSet Val i dati on_Port Type and is accessible by the
HP SOA Registry Foundation classloader.

If the accessPoint does not start with the prefix cl ass: , it is assumed to be the URL of the Web service
implementing the val ueset _val i dati on APl and astub is created for this Web service.

Internal Validation Service

HP SOA Registry Foundation contains a special validation service called the Internal Validation Service.
Thisserviceisused by checked taxonomiesthat declarealist of available values published using the Systinet
Taxonomy API.
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Types of keyValues

The creator of the taxonomy must specify types of keyValues by assigning the appropriate comparator
reference (comparator tModel) of the systi net - com i sOr der edBy taxonomy to the categorization taxonomy
you want to use to categorize a UDDI entity. The following types of key values types are supported:

* string - keyValuesaretreated asstring values. If keyValuestypeisunknown then keyVaues aretreated
as strings. The maximum length is 255 characters.

e nureric - keyValues are treated as decimal numbers. The value can have maximum 19 digits before the
decimal point and maximum 6 digits after the decimal point.

e custom- keyValues must be transformed to string or numeric values using a transformation service.
Please see Custom Ordinal Types on page 251 for more information.

For example, the tModel of the categorization taxonomy with numeric key values must have the following
keyedReference in its category bag:

<keyedRef erence t Model Key="uddi : systinet.com i sOr deredBy"
keyVal ue="uddi : systi net.com conparat or: nuneric"/>

Figure 57. Example of Numeric Categorization

businessEntity HR
businesskey="uddi; systinet com:demo:hr"

=categoryBag=
=keyedReference keyvalue="1" tModelley="uddi svvstinet com: demao:location: floor" =
=lcategoryBag=

thiodel dema:location: floar
thiodeley="uddi systinet.com: demo:location: floor"

=categoryBag=
gkeyedReference
tHodelKey="uddi:sy=tinet .com:i=0OrderedBy"
key¥alue="uddi :sy=tinet .com:comparator:numeric". >

=lcategoryBag=
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Figure 57 showshow thedeno: | ocat i on: f1 oor taxonomy from Demo data can be assigned numeric key values.

) 2 If you change type of keyVaues of the taxonomy and there are entities in the HP SOA Registry
Foundation that were already categorized with the taxonomy, the HP SOA Registry Foundation
administrator must execute the task Transform keyed refer ences. The button for executing this
task islocated in the Registry Console under the M anage tab, Registry Management link. See
Administrator's Guide, Accessing Registry Management on page 332

e Tolearn how to makethisassignment using the Registry Console, see User's Guide, Adding a Category
on page 306.

*  SeeUser's Guide, Searching on page 285 how to search UDDI data structures using range queries with
Registry Console.

Custom Ordinal Types

Y ou can define your custom ordinal types. To demonstrate possible extensions, HP SOA Registry Foundation
contains two demo comparators:

® systinet-comconparator:date
® systinet-com conparator:stringToLower Case

Let's assume you want to create a taxonomy with date values in keyValues. Y ou must mark the taxonomy
tModel (that is, add the following keyedReference into its categoryBag) by <keyedRef erence

t Model Key="uddi : systi net.com i sOrder edBy" keyVal ue="uddi : systi net.com conparator: date"/ >. It iS quite easy
because there is a demo comparator for date in the registry. Imagine the date comparator is not present.
Take the following stepsto create it in the registry:

1 Create atransformer service that transforms the date value into a string or numeric value. The
transformer service must implement or g. systi net.. uddi . cl i ent . transf or mer . kr. Transf or mer KeyedRef er enceApi
and add this class to the HP SOA Registry Foundation class path.

2  Create anew comparator tModel for date. The tModel must be categorized as a comparator using the
systi net - com conpar at or taxonomy. The comparator must refer to the transformer service. Thisreference
is specified by the taxonomy | sTransf or medBy (where "uddi:cbal04c0-fb5c-11d8-8761-eb2505508761"
isthe key of the bindingTemplate with the specification of the transformer service.
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> If you change implementation of the of the transformer service of the taxonomy and there are
entitiesin the HP SOA Registry Foundation that were already categorized with the taxonomy, the
HP SOA Registry Foundation administrator must execute the task Transform keyed refer ences.
The button for executing thistask islocated in the Registry Console under the M anagetab, Registry
Management link. See Administrator's Guide, Accessing Registry Management on page 332

Figure 58 shows the tModel references for date categorization ordering. It describes a purchase order
document that has been mapped to HP SOA Registry Foundation via XML-to-UDDI functionality, and
then categorized by theaccept ancedat e taxonomy. The categorization taxonomy must refer to the comparator
tModel uddi : systinet. com conpar at or : dat e that references a bindingTemplate with the location of the date

transformation service.
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Figure 58. Example of Custom Categorization (date)

thiodel PurchaseOrder
thiodeley="uddi systinet. com:demao: po: 1 545454"

=categoryBag=
=keyedReference keyvalue="30-Sep-2004"
thiodelkey="uddi systinet com:demo: acceptancedate"f=
=lcategoryBag=

thiocel acceptancedate
thiodeley="uddi systinet com:demo: acceptancedsate”

=categoryBag=

<keyedReference
tHodelKey="uddi:sy=tinet .com:i=0OrderedBy"

=lcategoryBag=

key¥alue="uddi :sy=stinet .com:comparator:date". >

thiocel comparator:date
thiodelkey="uddi systinet com: demao: compar ator: date”

zcateguryBag>
<keyedReference
key¥alue="comaparator"-:
<keyedReference

<~ categoryBag:

tHodelKey="uddi:sy=tinet . com:comaparator"

tHodelKey="uddi:sy=tinet com:isTransformedBy"
key¥alue="uddi :cball4ic0—-{fb5c—-11d8-8761— . .

<bindingTemplate
bindingKey="uddi:cball4c0—{fb5c-11d8-8761—. .. "
taccessPoint useType="endpoint":

class: comn.=ystinet uddi . ingquiry. transformner. service.

DateTransformner
<~ accessPoint
<~ categoryBag:
<fhindingTemplate:

The transformer serviceis called whenever the appropriate keyedReference is processed. If any entity
contains the keyedReference with ataxonomy tModel whose type is custom then the transformer service
is called to discover the correct (that is, transformed) keyVa ue of the keyedReference. Such transformed
values are stored into the database. If you want to find entities by this keyedReference (the keyedReference
with the same taxonomy tModel), the serviceis called again to get the transformed value. Transformed
values are used for the saving and searching of keyedReferences.
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Taxonomy API

This section demonstrates the basics of taxonomy API and taxonomy persistence format. A comprehensive
description of the Taxonomy API can be found in the Developer's Guide, Taxonomy on page 446.

) 2 For clarity, we use an XML representation, but you can achieve the same results with Java objects.

<taxonony xm ns="http://systinet.con uddi/taxonony/v3/5.0"

xm ns: uddi ="urn: uddi - org: api _v3"
check="fal se">
<t Mbdel t Mbdel Key="uddi : systi net.com denmp: myTaxonony" >
<uddi : name>My t axonony</ uddi : name>
<uddi : descri ption>Category systenmx/ uddi: description>
</t Model >
<conpati bilityBag>
<conpati bi lity>busi nessEntity</conpatibility>
</ conpati bilityBag>
<cat egori zati onBag>
<cat egori zation>cat egori zati on</ cat egori zati on>
</ cat egori zat i onBag>

</t axonomy>

Each taxonomy, in order to be saved, requires avalid tModel. While it must contain atModelKey and a
name, you do not need to set the content of the categoryBag.

The Taxonomy attribute check determines whether the taxonomy will be checked or not.

The compatibilityBag is an interface to Systinet's uddi : systi net . com t axonony: cat egori zat i on taxonomy,
which isused to limit usage of the selected taxonomy within the four main UDDI structure types. In
this way you can enforce that your taxonomy can be used only within the UDDI structures of your
choice and not in others.

The categorizationBag is used to declare the type of the taxonomy, for example, whether itisa
categorization, categorizationGroup, identifier or relationship taxonomy.

Note that values may be combined.
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Let's enhance the previous example and convert the taxonomy from unchecked to checked. Checked
taxonomies must contain Validation. In this example, the taxonomy is checked by the Custom Validation
Web service located at http: // ww. f 0o. conf MyVal i dat i onSer vi ce. wsdl .

<taxonony xm ns="http://systinet.conm uddi/taxonony/v3/5.0"
xnl ns: uddi =" ur n: uddi - or g: api _v3"
check="true">
<t Model t Mdel Key="uddi : f 00. com deno: myTaxonomy" >
<uddi : name>My t axonony</ uddi : name>
<uddi : descri ption>Category systenx/ uddi: description>
</t Model >
<conpati bilityBag>
<conpati bi lity>busi nessEntity</conpatibility>
</ conpati bi | i tyBag>
<categori zati onBag>
<categori zation>cat egori zati on</ cat egori zati on>
</ categori zat i onBag>
<val i dati on>
<bi ndi ngTenpl at e bi ndi ngKey="" servi ceKey="" xm ns="urn: uddi - or g: api _v3">
<accessPoi nt useType="endPoi nt" >
http://ww:.foo.com MyValidationService. wsdl
</ accessPoi nt >
<t Model | nst anceDet ai | s>
<t Mbdel I nst ancel nfo
t Model Key="uddi : uddi . or g: v3_val ueSet Val i dati on"/>
<t Mbdel I nst ancel nfo
t Model Key="uddi : systi net.com deno: myTaxonony"/ >
</t Model I nst anceDet ai | s>
</ bi ndi ngTenpl at e>
</validation>
</ taxonomy>

Theval i dati on element must hold the bindingTemplate identifying the validation Web service or categories
structures. In this example we chose bindingTemplate. It must contain compl ete accessPoint and

tModel I nstanceDetails must hold the val ueset _val i dati on APl and tModelK ey of the saved taxonomy. If the
serviceK ey isspecified and if the businessService already exists, it must be part of the Operational Business
Entity.

) 2 Be aware that the service will be replaced during the save_t axonony process.
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If you can provide alist of allowed values, you do not need to implement your own validation Web service.
Just provide the allowed valuesinside thecat egori es structure (as shown below) and the Internal Validation
Service will be responsible for validation of the keyedReferences.

<taxonony xm ns="http://systinet.conm uddi/taxonony/v3/5.0"
xnl ns: uddi =" ur n: uddi - or g: api _v3"
check="true">
<t Model t Mdel Key="uddi : f 00. com deno: myTaxonomy" >
<uddi : name>My t axonony</ uddi : name>
<uddi : descri ption>Category systenx/ uddi: description>
</t Model >
<conpati bi | ityBag>
<conpati bi lity>busi nessEntity</conpatibility>
</ conpati bi | i tyBag>
<categori zati onBag>
<categori zation>cat egori zati on</ cat egori zati on>
</ categori zat i onBag>
<val i dati on>
<cat egori es>
<category keyName="Val ue A" keyVal ue="A"/>
<category keyName="Val ue B" keyVal ue="B">
<category keyName="Val ue B1" keyVal ue="B1"/>
<category keyName="Val ue B3" keyVal ue="B3" disabl ed="true" />
</ cat egory>
<category keyName="Value C' keyVal ue="C'/>
</ categories>
</validation>
</ taxonomy>

Asyou can see, you can arrange your values hierarchically. Thisis useful for the Registry Console that
implements the drill-down pattern. If you really need, you can even specify bindingTemplate along with
the cat egori es structure, but its accessPoint must point to the Internal Validation Service.

Predeployed Taxonomies
HP SOA Registry Foundation comes with the following predeployed taxonomies:

* uddi-org:types isaUDDI Type Category System.

v3 UDDI key uddi : uddi . org: cat egori zat i on: t ypes

v2 UUID key uui d: clacf 26d- 9672- 4404- 9d70- 39b756e62ab4
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Categorization categorization
Compatibility tModel
Checked yes, Internal Validation Service

e uddi-org: general _keywords iSa category system consisting of namespace identifiers and the keywords
associated with namespaces.

v3 UDDI key uddi : uddi . org: cat egori zat i on: general _keywor ds

v2 UUID key uui d: AO35A07C- F362- 44dd- 8F95- E2B134BF43B4

Categorization categorization

Compatibility tModel, businessEntity, businessService, bindingTemplate
Checked yes

e uddi-org:entityKeyVal ues iSacategory system used to declare that a value set uses entity keys asvalid

values.
v3 UDDI key uddi : uddi . org: cat egori zati on: ent it ykeyval ues
v2 UUID key uui d: 916b87bf - 0756- 3919- 8eae- 97df a325e5a4
Categorization categorization
Compatibility tModel
Checked yes, Internal Validation Service

e uddi-org:isreplacedby iStheidentifier system used to point to the UDDI entity, using UDDI keys, that
isthelogical replacement for the one in which i sRepl acedBy is used.

v3 UDDI key uddi : uddi . org:identifier:isRepl acedBy

v2 UUID key uui d: e59ae320- 77a5- 11d5- b898- 0004ac49ccle
Categorization identifier

Compatibility tModel, businessEntity
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Checked

yes

* uddi - org: nodes IS a category system for identifying the nodes of aregistry.

v3 UDDI key uddi : uddi . or g: cat egori zat i on: nodes

v2 UUID key uui d: 327A56F0- 3299- 4461- BC23- 5CD513E95C55
Categorization categorization

Compatibility businessEntity

Checked yes

e uddi - or g: owni ngBusi ness_v3 IS a category system used to point to the businessEntity associated with the

publisher of the tModel.

v3 UDDI key uddi : uddi . or g: cat egori zat i on: owni ngbusi ness
v2 UUID key uui d: 4064c064- 6d14- 4f 35- 8953- 9652106476a9
Categorization categorization

Compatibility tModel

Checked yes

e uddi-org:validatedBy iSacategory system used to point avalue set or category group system tModel to
associated value set Web service implementations.

v3 UDDI key uddi : uddi . or g: cat egori zati on: val i dat edby
v2 UUID key uui d: 25b22e3e- 3df a- 3024- b02a- 3438b9050h59
Categorization categorization

Compatibility tModel

Checked yes

* uddi-org:wsdl:types iSaWSDL Type Category System.
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v3 UDDI key uddi : uddi . org: wsdl : t ypes

v2 UUID key uui d: 6e090af a- 33e5- 36eb- 81h7- 1cal8373f 457

Categorization categorization

Compatibility tModel, businessEntity, businessService, bindingTemplate
Checked yes, Internal Validation Service

® uddi-org:wsdl: categorization: protocol

v3 UDDI key uddi : uddi . or g: wsdl : cat egori zat i on: pr ot ocol
v2 UUID key uui d: 4dc74177- 7806- 34d9- aecd- 33c57dc3a865
Categorization categorization

Compatibility tModel

Checked yes

® uddi-org: wsdl : cat egori zati on: transport

v3 UDDI key uddi : uddi . or g: wsdl : cat egori zati on: t ransport
v2 UUID key uui d: e5¢43936- 86e4- 37bf - 8196- 1d04b35c0099
Categorization categorization

Compatibility tModel

Checked yes

e uddi-org:wsdl : port TypeRef erence iS a category system tModel that can be used to identify arelationship

to aportType tModel.
v3 UDDI key uddi : uddi . or g: wsdl : por t TypeRef er ence
v2 UUID key uui d: 082b0851- 25d8- 303c- h332- f 24a6d53e38e
Categorization categorization
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Compatibility

tMode

Checked

yes

e systinet-comtaxonony: conpatibil ity enhancesataxonomy tModel with additional information, in which
structures the taxonomy can be used.

v3 UDDI key uddi : systinet. com taxonony: conpatibility
v2 UUID key uui d: cf 68c700- f 93d- 11d6- 8cf c- b8a03c50a862
Categorization categorization

Compatibility tModel

Checked yes, Internal Validation Service

e systinet-com dependency creates link between two structures (may be different types). Both keyName
and keyVaue must be specified. KeyName must be one of businessEntity, businessService,
bindingTemplate and tModel. KeyVaue must be existing UDDI key of specified structure.

v3 UDDI key uddi : systinet. com dependency

v2 UUID key uui d: 179e5540- f 27b- 11d6- 9738- b8a03c50a862

Categorization categorization

Compatibility tModel, businessEntity, businessService, bindingTemplate
Checked yes

* dnb-com D-U-N-S - Thomas Registry Suppliers

v3 UDDI key uddi : uddi . org: ubr:identifier:dnb. comd-u-n-s

v2 UUID key uui d: 8609c81e- eelf - 4d5a- b202- 3eb13ad01823

Categorization identifier

Compatibility tModel, businessEntity, businessService, bindingTemplate
Checked no
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e nmcrosoft-com geoweb: 2000 - Geographic Taxonomy: GeoWeb (2000 Release)

v3 UDDI key uddi : 297aaa47- 2de3- 4454- a04a- cf 38e889d0c4

v2 UUID key uui d: 297aaa47- 2de3- 4454- a04a- cf 38e889d0c4

Categorization categorization

Compatibility tModel, businessEntity, businessService, bindingTemplate
Checked no

e ntis-gov: nai cs: 1997 - Business Taxonomy: NAICS (1997 Release)

v3 UDDI key uddi : uddi . or g: ubr: cat egori zati on: nai cs: 1997

v2 UUID key uui d: cOb9f e13- 179f - 413d- 8a5h- 5004db8e5bh2

Categorization categorization

Compatibility tModel, businessEntity, businessService, bindingTemplate
Checked yes, Internal Validation Service

* ntis-gov:sic:1997 - Business Taxonomy: SIC (1997 Release)

v3 UDDI key uddi : 70a80f 61- 77bc- 4821- a5e2- 2a406acc35dd

v2 UUID key uui d: 70a80f 61- 77bc- 4821- aSe2- 2a406acc35dd

Categorization categorization

Compatibility tModel, businessEntity, businessService, bindingTemplate
Checked yes, Internal Validation Service

* ntis-gov: nai cs: 2002 - Business Taxonomy: Business Taxonomy: NAICS (2002 Release

v3 UDDI key uddi : uddi . org: ubr: cat egori zat i on: nai cs: 2002
v2 UUID key uui d: 1f f 729f 2- 1948- 46¢f - b660- 31ec107f 1663
Categorization categorization
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Compatibility

tModel businessEntity businessService bindingTemplate

Checked

yes, Internal Validation Service

e unspsc-org: unspsc: 3-1 - Product Taxonomy: UNSPSC (Version 3.1)

v3 UDDI key uddi : db774500d- 9f a8- 45d4- a7bc- 04411d14e384

v2 UUID key uui d: db77450d- 9f a8- 45d4- a7bc- 04411d14e384

Categorization categorization

Compatibility tModel, businessEntity, businessService, bindingTemplate
Checked no

e unspsc-org: unspsc - Product Taxonomy: UNSPSC (Version 7.3)

v3 UDDI key uddi : unspsc- or g: unspsc

v2 UUID key uui d: cd153257- 086a- 4237- b336- 6bdchdcc6634

Categorization categorization

Compatibility tModel, businessEntity, businessService, bindingTemplate
Checked yes, Internal Validation Service

* unspsc-org: unspsc: v6. 0501 - Product and Service Category System: United Nations Standard Products

and Services Code (UNSPSC)

v3 UDDI key uddi : uddi . org: ubr: cat egori zat i on: unspsc

v2 UUID key uui d: 4614C240- B483- 11D7- 8BES- 000629DC0A53

Categorization categorization

Compatibility tModel businessEntity businessService bindingTemplate
Checked yes, Internal Validation Service
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e ws-i-org: conformsTo: 2002_12 is acategory system used for UDDI entities to point to the WS- concept to
which they conform.

v3 UDDI key uddi : 65719168- 72¢6- 3f 29- 8c20- 62def b0961c0
v2 UUID key uui d: 65719168- 72¢6- 3f 29- 8¢20- 62def b0961c0
Categorization categorization

Compatibility tModel

Checked no

WSM Taxonomies
The following taxonomies are used for integration with a web service management system:
systinet-com:management:metrics:avg-byte

Average sum of incoming and outgoing message length

v3 UDDI key uddi : systinet. com managenent : metrics: avg- byt e
v2 UUID key uui d: 3c13a2e2- df dO- 30a2- bd58- c5de8c2ae3bb
Categorization categorization

Compatibility tModel

Checked no

systinet-com:management:metrics:avg-byte-input

Average input message length per hour

v3 UDDI key uddi : systinet.com management : metri cs: avg- byt e-i nput
v2 UUID key uui d: f 18a50ad- ddb2- 392a- b97¢- 1181c67b2817
Categorization categorization

Compatibility tModel

Checked no
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systinet-com:management:metrics:avg-byte-output

Average output message length

v3 UDDI key uddi : systi net. com managenent : net ri cs: avg- byt e- out put
v2 UUID key uui d: 7664723d- 896a- 3ed2- b7e9- 46¢9f 38e7681
Categorization categorization

Compatibility tModel

Checked no

systinet-com:management:metrics:avg-hits

Average message hits per hour
v3 UDDI key uddi : systinet.com managenment : netrics: avg-hits
v2 UUID key uui d: bf 010bf 9- caf a- 3f 68- bf 51- 3cde3bd0f 483
Categorization categorization
Compatibility tModel
Checked no

systinet-com:management:metrics:avg-response-time

Average response time in milliseconds

v3 UDDI key uddi : systinet.com managenent : metrics: avg- r esponse-ti nme
v2 UUID key uui d: 099d67a9- eae6- 3¢30- 8be9- 48b44c5d9728
Categorization categorization

Compatibility tModel

Checked no

systinet-com:management:metrics:errors

Count of application failuresin the last hour
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v3 UDDI key uddi : systinet.com managenent : metrics:errors
v2 UUID key uui d: b074de10- e781- 383a- bd00- 248alc42f Of a
Categorization categorization

Compatibility tModel

Checked no

systinet-com:management:metrics:hits

Count of hitsin the last hour

v3 UDDI key uddi : systinet. com managenent : metrics: hits
v2 UUID key uui d: 720689a4- dced- 398c- adba- e5¢0f 50d1eb2
Categorization categorization

Compatibility tModel

Checked no

systinet-com:management:metrics:median-byte

Median sum of incoming and outgoing message lengths

v3 UDDI key uddi : systinet. com managenent : metri cs: nedi an- byt e
v2 UUID key uui d: Oadef d4c- 7624- 3973- 91a5- ea4971d6h0ef
Categorization categorization

Compatibility tModel

Checked no

systinet-com:management:metrics:median-byte-input

Median value of incoming message lengths

v3 UDDI key

uddi : systinet.com managenent : netri cs: nedi an- byt e- i nput

v2 UUID key

uui d: c9c2f d87- f 806- 3ca0- 819e- 3f 788cc8f d95
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Categorization categorization
Compatibility tModel
Checked no

systinet-com:management:metrics:median-byte-output

Median output message length

v3 UDDI key uddi : systinet.com managenment : netri cs: nedi an- byt e- out put
v2 UUID key uui d: bdb4e8f 8- 1aba- 3558- b1f 5- cf 89b5455529
Categorization categorization

Compatibility tModel

Checked no

systinet-com:management:metrics:median-response-time

Median response time in milliseconds

v3 UDDI key uddi : systinet.com managenent : netrics: medi an- response-tine
v2 UUID key uui d: 62f 08146- 1d3f - 30e3- 8c6a- 1f 2062¢332d4

Categorization categorization

Compatibility tModel

Checked no

systinet-com:management:metrics: policy-violations

Count of policy violationsin the last hour

v3 UDDI key uddi : systinet.com managenent : metrics: pol i cy-vi ol ati ons
v2 UUID key uui d: be42511a- 3¢68- 34d2- b137- d00e56bbaded
Categorization categorization

Compatibility tModel
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Checked

no

systinet-com:management:metrics:reference

Reference to atModel containing all metrics about the service. The keyValues in keyedReferences that

refer to thistModel must be atModelKey of the metric tModel.

v3 UDDI key uddi : systinet. com managenent : metrics: ref erence
v2 UUID key uui d: 0d709256- b9f 3- 30a3- 9aal- 5laladb11324
Categorization categorization

Compatibility bindingTemplate

Checked yes

systinet-com:management:proxy-reference

WSM Proxy Reference Taxonomy

v3 UDDI key uddi : systinet. com managenent : pr oxy-r ef erence
v2 UUID key uui d: 79bf 6f 6d- bOb7- 3f 08- b45e- 9893b525de9b
Categorization categorization

Compatibility bindingTemplate

Checked yes

systinet-com:management:server-reference

WSM Server Reference Taxonomy.

v3 UDDI key uddi : systinet. com managenent : server - r ef er ence
v2 UUID key uui d: 1583604a- 57a2- 3887- 9b1d- 2549e270390c
Categorization categorization

Compatibility bindingTemplate

Checked yes
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systinet-com:management:state

WSM State Taxonomy

v3 UDDI key uddi : systinet.com managenent : state

v2 UUID key uui d: 73c7ef 28- 6150- 36a0- bag2- 414424ede582
Categorization categorization

Compatibility bindingTemplate

Checked yes

systinet-com:management:state-change-request-type

WSM State Change Request Taxonomy

v3 UDDI key uddi : systi net.com managenent : st at e- change- r equest - t ype
v2 UUID key uui d: 64473cda- 4a78- 3ddb- b0c6- 801533ce1943
Categorization categorization

Compatibility bindingTemplate

Checked yes

systinet-com:management:system

WS Management System Taxonomy

v3 UDDI key uddi : systinet. com managenent : syst em

v2 UUID key uui d: e148d85e- cc08- 32f 6- 8f 00- db85e258e511
Categorization categorization

Compatibility bindingTemplate

Checked no

systinet-com:management:type

WSM Type Taxonomy
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v3 UDDI key uddi : systinet. com managenent : t ype

v2 UUID key uui d: 5d14645d- 66ea- 39ac- 8122- 49d06b09b492
Categorization categorization

Compatibility bindingTemplate

Checked yes

systinet-com:management:url

Endpoint URL Taxonomy

v3 UDDI key uddi : systinet. com managenent : ur |

v2 UUID key uui d: 4897f 99b- bd23- 3889- af 37- b80351cf 852
Categorization categorization

Compatibility bindingTemplate

Checked no

Registry Console Reference

e Registry Console Overview

* Manage user account and user groups
* Browsing the registry;

e Searching the registry

* Publishing in the registry
Register/Create Account

Register

Before you can publish datato the registry, you must have a HP SOA Registry Foundation account. You
can create an account via the web interface.
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Figure 59. Register Account

L7} Regisiry Console -

Skip to content A UDDI Node
~{BrowsE | searcH |[PUBLISH | Forme [[ Register || _tlogin |0 ®
Publish = Subscriptions = Custody transfer = WSDL = XSD Welcome Guest

Follow these steps to register a user account:
1 Click the Register link on the main Registry Console page. This returns the Cr eate account page.

2 Fill inall fields. Those labeled with an asterisk (*) are required. Y our email address may be used later
for enabling your account.
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Figure 60. Create Account

Create account

Required fieks are marked

Login name:

john

Email:’

Retype paBBWDI’d:’

john@ company.com
Ii'atatawn:lrd:b [
[privieie

Full name:

|John Johnson

Default language: English j
Description:
Business Name:
Phone: 1-858-4648442
Alternate phone: 1-858-4648444
4587 Pacific Ave
Address: Suite 300
City: San Diego
State/Province: ICA
Country:
Zip/Postal Code
User profil Developer Profile j
Blocked: I~
Assertions limit: 10
Bindings limit: 12
Businesses limit: 1
Services limit: LY
Subscriptions limit: 5
TModels limit: 100

(o

Cancel

.

3 Click the Create account button.
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The new account is now enabled.

) 2 HP SOA Registry Foundation may be configured to require email confirmation in order to enable
the user account. In this case, the registry sends an email confirmation. Follow the instructionsin
this email to enable your account.

Login

Tolog on, click the Login link on the upper part of the Registry Console, and enter your username and
password.

Figure61. Login Tab

[éf) Registry Console

Skip to content A UDDI Node

F ——
BROWSE || SEARCH || PUBLISH [11ome Register ||| login | |0 @

S ——
Publish = Subscriptions = Custody transfer = WSDL = XSD Welcome Guest

Onceloggedinto theregistry, you are ableto publish, delete, and update the various UDDI structures. Users
have accessto their own account information. Administrators al so have account administration access; that
is, the ability to delete and edit accounts and produce account audit reports.

Registry Console Overview
Registry Console is comprised of the following objects:

A: Main Menu Tabs.

Browse
This tab alows you to browse UDDI entities using taxonomies.

Search

Thistab allows you to search the registry. Y ou can perform inquiry on UDDI entities, you can
find business entity, service, bindings, tModels, and related businesses. The menu option also
allowsyou to browse taxonomies and directly get information from HP SOA Registry Foundation
when you know a key of UDDI data types (business, service, binding, and tModel)
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Publish

This tab alows you to publish UDDI structures (businessEntities, businessServices,
bindingTemplates, and tModels). On this tab, you can a so assert relationships between business
entities, subscribe interest in receiving information about changes made to a registry, transfer
ownership of selected UDDI structures (Custody Transfer), and publish WSDLs to the registry.

Profile
Here you can manage your user account properties, account groups and favorite taxonomies.

Manage

Thistab isused by the HP SOA Registry Foundation administrator to perform management tasks.
See Administrators Guide for more information.

B: Menu Bar. Sub menu options are located here.
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Figure 62. Registry Console Overview

#* Systinet Registry Consoleg & systinet"
T[BrROWSEY| SEARCH|[PUBLISHY PROFILE Home » Edit business® [DFP togowt |

Publish = Subscriptions = Custody transfer = WSDL = XML = XSD = XSLT WrJl.mime d;r{o ohn
L=2r

Edit business 'IT'¥_|E Kl— )[@

Details
DETAILS
Business Key uddi:systinet.com:demo:it
"""""""""""""""""""""""""""""""""""""""""""""""""""""""""""""""" Ny OEF
T ® i Ny (2
COHTRCTS

N
oererpoon o] | [

IT department 3 =
Add description IDENTIFIERS ]
ISCOEURLS
% Operational Info

o

o

]

® oy
e &
Guionzedoaciuiee ! demo_john
Node ID Systinet
E——— 17c7aeb7-d413-3822-9338- e 4
e 8096e4747b47 RELATIONZHIFS
created Jan 11, 2005 3:44:18 PM
Last modified Jan 11, 2005 3:44:18 PM
Last modified (incl.
st modified (inc Jan 11, 2005 3:44:18 PM
childrenl

r Publish WSDL ﬂﬁ Save changes

[H}

C: History path (breadcrumbs). This area displays the log of your recent actions. Y ou can return to any
of these previous actions by clicking on the hyperlinks.

D: User Actions. This area contains several control elements that enable a user to:
e Create an account

e LogOn
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e Log Out

F: Main Display Area. Information chosen from the tabs and the tree display ismade availablein theMain
Display Area.

G: Display Tabs. These tabs allow the user to control the main ared's display based on information type.
A plainlisting of all business propertieswould be very long and very difficult to read. Dividing the properties
into tabs reduces the amount of information and improves page readability. The displayed information
changes with the context.

H: Action Buttons. Theaction buttons allow you to perform operations on the contents of the main display.

J: Action I cons. There are two iconsin this area. The first one allows you to refresh the page content,
second one will open the product documentation page.

K: Action Icons. Icons from this area allow you to switch on/off display tabs and open the current page
in the printer friendly mode.

For more information, please see Figure 62.
User Profile

Y ou can manage your user account, user groups, and favorite taxonomies under the Pr ofile menu tab.

Figure 63. Profile Menu Tab

TBROWSEH SEARCH HPUBLISHHPROFILE p—
My account = Groups = Favorite taxzonormies

To update your account properties, select My account and click the Edit Account button
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Figure 64. View Account

View account

Login name:
Email:

Full name:
Default language:
DescHption:
Business Mame:
Phone:

Alternate phone:

Address:

City:

State province:

Country:

fip:

Last logged in:

Approver request transformation:
Approver message transformation:

External:

john
john@systinet.com
John Jonson

English

1-858-1117857
1-858-4484456

4585 Pacific Beach fve

San Diego

CA

usa

92107

Tue Nowv 30 17:16:45 CET 2004
none

none

no

( Back Edit Account

\I( Delete Account \I(

o

Field descriptions (self-explanatory fields are omitted):

Default Language Code

Set the default language code. Used when publishing, it is the language code associated with a
particular field when the language is not specified.

Usethefollowing profile

Profile preference - Select your preferred predefined user profile from this drop down list

To maintain user groups, click the Groups link. From the Groups screen, you can:

+ Create and manage your own groups
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* Manage group membership

Figure 65. View User Groups

-
Groups
Fitter: % |
Displaying results 1 - 2 of 2
Corowpname ——— pescrption iy |||
john_group_a John Group A public @ _i
john_group_b John Group B private @ _i
1
L r Add Group )

Create and Manage Groups

To create a new group:

1 Click on the Profile menu tab, and select the Groups link. This returns the Group list shownin
Figure 65.

2 Click the Add Group button.
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Figure 66. Edit Group Member ship

Add group

Group name: hohn_group_a

Group owner: demo_john
Group visibility: " public (+ private
Description: I_JOhI"I Group A |
[ Save group properties ]

[users 1|
ILogin name j| | Filter ILogin name j| | Filter
Displaying results {0} - {1} of {2} Disphying results {0} - {1} of {2}

Logn rame [ Jiopname
I~ admin administrator I~ demo_jane Jane Demo
I_ demo_corporate Corporate Demo User = 1

demo_jane Jane Demo
r A [ Selectall ] [ Select none ]
I~ demo_john John Demo

1
[ Selectall ] [ Select none ]
\_ r Back J

In the edit box labeled Group name, type the name of your group.

Use the radio buttons labeled public and private to establish whether this group should be visible to
all members (public) or visible only to the group owner (private).

Click Filter to display alist of the registry's users.

Check the boxesfor all membersyou wish to include, then click the right-pointing arrow to movethem

to the Group memberstable.
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7 Once users are added, click Save Group to update HP SOA Registry Foundation
Manage Group Membership

To add or remove members from a group:

j—

Click on the Profile menu tab.

2 Click onthe Groups link. Thisreturns the Group list shown in Figure 65.
3 Click on the Edit button.

4 Usearrow buttons to add and remove users as shown in Figure 66
favorite Taxonomies

Y ou can manage your favorite taxonomies under the Pr ofile tab. Y ou can define which taxonomies will be
present inthelist of your favorite taxonomies. Favorite taxonomies help you to search and categorize UDDI
entities.

To manage your list of favorite taxonomies:

1 Click on the Profile menu tab. Click on the favorite taxonomies link. This returnsthe list of your
favorite taxonomies shown in Figure 67.

2 Click Filter to search taxonomies by name.

3 Check the boxes for all taxonomies you wish to include, and click the right-pointing arrow to copy
them to the favorite taxonomies table.

4 Oncetaxonomies are added, click the Save button to update the registry.
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Figure 67. Manage favorite Taxonomies

Favorite taxonomies
| | [ = S —
Displaying results 1 - 10 of 63 O demo:departmentiD
B — [ |demoshierarchy
[0 demo:departmentlD x [ derno:location:floor
O |demo:hierarchy x [ Select all ] [ Select none ]
[ derma:location:flaar b4
O dnb-com:D-U-N-5 ® 2
[ ebxml-org:specifications *x &
[ microsoft-com:geoweb: 2000 b4
[ ntis-gav:inaics:1997 v
[ ntis-gav:naics: 2002 v
[ ntis-gowv:sic:i1997 v
[ systinet-comn:acl v
1234567
[ Select all ] [ Select none ]
( Save W( Cancel )
Browsing

In this section, we will show you how to browse taxonomy structuresto discover UDDI entities categorized
or identified by taxonomies. Y ou can also define ataxonomy filter and put your search criteriato a query.
We present a demo data set that is installed with HP SOA Registry Foundation. This demonstration set is
designed to help familiarize you with the registry.

To browse taxonomies and UDDI entities:
1 Click on the Taxonomies link under the Br owse main menu tab.

2 The page shown in Figure 68 will appear.
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Figure 68. Browse Menu Tab

]’BROWSEH SEARCH HPUBLISHHPROFILE Horme = Browse taxonommy

e : «|
Eior ¥ & Browse taxonomy

Filter

@ Shippers

@ demo:departmentID
@ dermuo:hierarchy
@ demo:location: floor

On this page, you can use the drop down list to switch the taxonomy list to favorite taxonomies,
enterprise taxonomies, and a defined filter.

) 2 Thefavoritetaxonomies option appearsinthe drop down list only if your list of favorite taxonomies
is not empty. To add a taxonomy to your favorites, follow the direction in favorite Taxonomies
on page 279. Thelist of enterprisetaxonomiesisdefined by an administrator. For moreinformation,
see Taxonomy Management on page 347 in the Administrator's guide.

Initialy, thefilter containsall taxonomies except system taxonomies. |cons next to the drop down list serve
to show/hide categorized entities, and show all/suppress empty categories.

Drill down through the taxonomy tree to see all taxonomy categories. Those with sub-categories can be
expanded and collapsed.

When you browseinternally checked taxonomiesyou can seetheir value set to see UDDI entities categorized
by these key values. For unchecked or externally checked taxonomies, you can search UDDI entities by
key values. We will show you how to browse an unchecked taxonomy from the demo data.

To browse the demo data using demo:location:floor taxonomy:

1 Switch the drop down list shown in Figure 68 to thefilter option.
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2 Click on the demo:location:floor taxonomy. Expand the taxonomy by clicking on the plussignin
front of the taxonomy name. The key name and key value field pair appears.

3 Enter key value ass, then click Search button.

4 Youwill get alist of UDDI entities categorized by this taxonomy with matching key value (IT in this
case) as shown in Figure 69.

Figure 69. Browse Demo

|Fi|ter =& “< | Browse taxonomy F
I@ Taxonomy list Categorized business entities:

....@-:I-:-m-:-:-:l—:-|:orlm—:-nlID Displaying resufts 1- 1 of 1

-—
E@ demo:location:floor I IT department

Key name:

Leyvalue:

Search | Add to query |

Y ou can a'so add this search criterion to a query.
Define Filter
Y ou can reduce the number of taxonomies in the taxonomy list by defining ataxonomy filter. To switch

from taxonomy browsing to filter definition, click onthefilter link in the lower left corner. The page shown
in Figure 70 will appear.
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Figure 70. Taxonomy Filter

]’ BFIO‘WEEH SEARCH H PUBLISH H PROFILE n

Name:

Idemc%

Type:

[« categorization
[+ identifier

Compatibility:

[« businessEntity
[+ businessService
[« bindingTemplate
[+ tModel

Validation:

@ all
¢ checked
¢ unchecked

Show system taxonomies: I_

Apply filter l

Browse | Fitter | Query

Y ou can filter taxonomies by name using the wild card characters %and _. Y ou can specify taxonomy type,
compatibility, and a validation type. Once you define the filter criteria, click Apply filter. Thiswill return
you to the browse taxonomy page.
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Define Query

Y ou can aso combine search criteriain aquery. To add a search criterion to a query, use the button Add
to query shown in Figure 69. Then, you can expand another taxonomy and specify a new criterion. The

page shown at Figure 71 presents the query displaying business entities located on the 5th floor

(demo:location:floor taxonomy) having Headquarter department asthe superior department (demo:hierarchy

taxonomy).

Figure 71. Query

Query
dermo:location:floor
(5)
dermo:hierarchy
{uddi:systinet.com:demo:hq)

Browse | Filter | Query

“| Browse taxonomy

Cateqorized business entities:
Displaying results 1 - 1 of 1

IT

IT departrent

3

EUZINESS

To remove a category from the query, right-click on the query and select remove from query from the

context menu.
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) 2 The query definitionis not persistent. Once you leave the Br owse menu tab, the query will disappear.

Searching

HP SOA Registry Foundation search function allows you to perform the following searches:

Find UDDI data structures

Y ou can search for business entities, services, bindings, and tModels using names and categories
in combination with find qualifiers including range queries.

e Find Business

e Find Services

» Find Binding
e Find tMode
Direct Get

Y ou can retrieve data from HP SOA Registry Foundation when you know the key of the UDDI
entity you want to retrieve.

Find Resour ces
Y ou can search for resources:

* Find WSDL
e Find XSD

In the Search section, we present ademonstration data set that isinstalled with HP SOA Registry Foundation.
This demonstration set is designed to help familiarize you with the registry.

) 2 HP SOA Registry Foundation supports the use of wildcard characters. Y ou can use both %and _.
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Use%in place of any number of characters and spaces. For example, if youwishtofind all business
beginning with A, type A% Use the underscore wildcard () in place of any single character. For
example, to find Dan or Dane, type Dan_.

See Find Business by Categories on page 288 how to use range queries functionality.
Find Business

In this section, we cover locating business entities using anumber of different methods. Y ou can locate
business entities by:

* Name
e Categories
o ldentifiers

» Discovery URL
* tModd

For each find method, you can specify qualifiers located on the Find Qualifiers tab of the Search panel.
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Figure 72. Find Qualifiers

Find business ]
By qualifiers = |
Key combination & default (O andAllKeys O orallKeys O orLikeKeys il
Sort by name & default (O ascending (O descending

CATEGORIES
Sort by date & default () ascending (O descending
Category bag & default () combine () service subset (O binding subset \DEHTIFIER:S
Approximate match O no @ Yes %
Case insensitive LS,
match & no O yes 3
Binary sort @ no O ¥Yes Y-N’ODELS
Case insensitive sort ® no O yes Q

=

Signature present @ no O ¥Yes FIHEmALRERS
Suppress projected
services @ no O B
Show only my entities @ no O Yes

Find Business by Name

To find a business by name:

1 Under the main Sear ch tab, click the Businesses link.
2 Click the Add Name button in the Sear ch panel.

3 Typeinthebusiness name, such asi T from the pre-installed demo data. Then click the Find tab at the
bottom right corner.

To see all businesses, type the wildcard %and click Find.

4 Thesearchresult will appear onthe Resultspanel. Click on thelink with the business name, this opens
the page shown at Figure 73.
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Figure 73. View Business Detail

View business 'IT' & F
Details CL
DETAILS
Business Key uddi:systinet.com:demo:it ﬁ'
IT 2
IT department 3
CRYE.G.O.R.IES
% Operational Info JB
Authorized name demo_john IDERTIEERS)
Systinet %
c2e8baa0n-984f-11d8-aa31- Discous™rLs
... €277f7702a31
MNowv 30, 2004 4:10:27 PM s
FERMISSI0NS

RELATIONSHIFS

H Mot signed

( Back W( View as XML W( Delete W( Edit

Find Business by Categories

In this section we will show you how to search for business entities by categories. We will use demo data
to demonstrate how to find all departmentslocated on specific floors. Also, an example how to use range
queries will be shown.

To find abusiness by category:
1 Under the main Sear ch tab, click the Businesses link
2  ClicktheCategoriestab, then click the Add category button. Thisreturnsalist of availabletaxonomies.

Y ou can switch the Show drop down list from favorite taxonomiesto see all taxonomies. To manage
favorite taxonomies see User Profile on page 275.
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3 Click on the desired taxonomy.
The taxonomy is shown as a tree; its sub-branches include categories.
Select deno: | ocati on: fl oor from our demo data.

4 Now you can enter Key name and Key value.

Type1 in the box labeled K ey value and then click the Add category icon.

Figure 74. Find Business by Category

| Find business

By categories

Taxonomy list
= dermo:location:floor

Quantifier: exists 4

Key name: || |

Key value:" |1 |

Operator: = W

5  Onceacategory isadded as your search criteria, click Find.

Y ou will get the department with that is located on the first floor. If you want search for all departments
located on higher floors you must use range queries functionality. Wewill continue with the previous search.

1 Click the tab Search to return to the Find business by categories page.

2 Click the Edit category icon. The page shown in Figure 75 is returned.
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3

4

Figure 75. Find Business by Range Category

| Find business

By categories

. R )
exists dermno:location: floor - X

|

From the Operator drop down list, select the > operator, and click the Update icon.

Click Find. You will get al departments located higher than the first floor.

Find Business by Identifier

In this section we will show you how to find a business entity by identifier. We will use demo datato
demonstrate how to find departments by their department number identifiers.

To find abusiness by identifier:

1

2

Under the main Sear ch tab, click the Businesses link

Click the I dentifier stab. Then click the Add identifier button. Thisreturns alist of available
taxonomies.

Click on the desired taxonomy

The taxonomy is shown as a tree with its sub-branches including categories.
Select den: depart nent | D from the demo data.

Now you can enter Key name and Key value.

Type 002 in the box labeled Key value, and click Add identifier.

290



Figure 76. Find Business by | dentifier

| Find business

By identifiers

Taxonomy list
= derno:departrentID

Key name: | |

Key value:' 002 |

5  Oncethe ldentifier is added as your search criteria, click Find.
Find Business by Discovery URL

To find a business entity by discovery URL.:

1 Under the main Sear ch tab, click the Businesses link.

2 Select the Discovery URL stab.

3 Typeinthediscovery URL and click Find.

Find Services

Y ou can find services using a number of different methods including by:

¢ Name
o Category
e tModd

Search principles for finding services are the similar to those used for finding business entities.
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Find Binding

Y ou can find bindings using a number of different methods including by:

o Parent service

o Category

* tMode

The search principles for finding bindings are similar to those used for finding business entities.
Find tModel

Y ou can find tModels using a number of different methods including by:

*  Name
e Category
e ldentifiers

The search principles for finding tModels are similar to those used for finding business entities.
Direct Get

Y ou can also use Direct get from the Sear ch menu tab to retrieve datafrom HP SOA Registry Foundation
when you know the key of the UDDI structure you want to retrieve. HP SOA Registry Foundation allows
you to specify keys for both UDDI version 2 and UDDI version 3. Click the Find by v2 tab if you want to
search using UDDI v2 keys.
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Figure 77. Direct Get

Direct get

Enter key value in UDDI version 3 format:

Business o o
| | [ View business

View service

Yiew binding

View tModel

WSDL
| |

___________ [ Get WSDL

Direct Get of XML Structures

Y ou can aso acquire the XML form of businesses, services, bindings, and tModels for use in automated
processing by entering the key of the structureinto a URI.

The form of the URI is:
http://<host nane>: <port >/ uddi / web/ di r ect Get Xml ?<st r uct ur eKey>=<key>
URI Examples. Note that UDDI v3 is assumed by default.

* http://1ocal host: 8080/ uddi / web/ di rect Get Xnl ?busi nessKey=uddi : systi net. com uddi nodebusi nessKey
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e http://local host: 8080/ uddi / web/ di r ect Get Xnl ?ser vi ceKey=. . .

e http://local host: 8080/ uddi / web/ di rect Get Xnl ?bi ndi ngKey=. . .

* http://1ocal host: 8080/ uddi / web/ di rect Get Xnl ?t Mbdel Key=. . .

Examplewith Login. This URI includes username and password.

® https://local host: 8080/ uddi / web/ di r ect Get X ?busi nessKey=uddi : systi net . com uddi nodebusi nessKey&user Nane=adni n&passwor d=changei t

Examplewith UDDI Version Specification. Use thisformat when getting information associated with v1
and v2 structures.

e http://local host: 8080/ uddi / web/ di r ect Get Xnl ?busi nessKey=8f 3033d0- c22f - 11d5- b84b- cc663ab09294&ver si on=2
Find WSDL

Y ou canfind all WSDL documents publishedin HP SOA Registry Foundation. When you supply the WSDL
location URI, you can review how artifacts of the WSDL document are published in HP SOA Registry
Foundation. The following criteriaz a WSDL document location, atModel key, a business service key, and
abinding template key can be used. To search for aWSDL document in HP SOA Registry Foundation:

1 Select the Sear ch menu tab and click the WSDL link. The page shown in Figure 78 will appear.
2 Click the Find all published WSDL s button, or

Enter WSDL location URI , then click Examine thisWSDL button.
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Figure 78. Find WSDL

-
Find WSDL Document

You can either find i WEDL documents published in Systinet Registry or find & particwizr one by prowiding its URT location and then examine how #s
components are published in Spstinet Registry,

Use below button to find all business services representing WSDL documents published in Systinet Registy

[ Find all published wsDLs | ‘

Enter location of WSDL document to see how it is published in Systinet Registry

W5DL location (URI) * file: /e /s ystinet/registryd5/demos/conflemployeelist. wsdl | Examine this WSDL ‘

[ Cancel

;L Search JL Results J

Find XSD

Y ou can search for an XML Schemain HP SOA Registry Foundation according to location URI of the
XML document.

To search an XML document:
1 Select the Sear ch menu tab and click the XSD link. The page shown in Figure 79 will appear.

2 You can search by the location of the XML Schema document, namespaces, and by xsd:elements and
xsd:types defined in the XML Schema document. Once you specify the search criteria, click Find.
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Figure 79. Find XSD

o ~y
Find XSD resource

Enter one of following fisids {use % a5 wildcard), vou can also leave aif fields blank to search for all X500 resources

pubiished in the Spstinet Registry,

Location (URI) |ﬁ|e:fﬂc:ISyStinetfregistrySSfdemosfconffemployees.xsd | |

Enter namespace used in the searched X5D.

Mamespace | |

Enter toplevel type defined in the searched X5D.

Defined type | |

Enter toplevel element defined in the searched X5D.

Defined element | |

- . r Cancel wr Find )

Publishing
Publishing in HP SOA Registry Foundation has several components:
* Publish UDDI core structures:

e Publishing a Business on page 297

e Publishing a Service on page 303

e Publishing aBinding Template on page 304

e Publishing atModel on page 305

e Publishing Assertions on page 307 - Asserting relationships between business entities.
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e Publishing Subscriptions on page 309 - Subscribing interest in receiving alerts regarding changes made
to aregistry.

» Publish Custody Transfer on page 315 - Transferring ownership of selected UDDI structures.
* Publish Resources

e Publishing WSDL Documents on page 316 - Publishing Web Services Description Language
documents (WSDL) to HP SOA Registry Foundation.

e Publish XSD on page 321 - Publishing XML Schema Definition (XSD) Documents.

) 2 Y ou must be logged into HP SOA Registry Foundation to publish to it. Thereisalimitation of
how many UDDI structures a user can store. See Administrator's Guide, Account Limits on page
338

Figure 80. Publish Page
TBROWSE H SEARCH n’ PUBLISH n PROFILE H MANAGE m

Publish = Subscriptions = Custody transfer = WSDL = XSD

| Publish

Business Entities

Add Business
Publish a new business entity to HP SOA Registry

List Businesses
Show a list of business entities owned by current user

Technical Models

Add Technical Model
Add a new tModel into the HP 50A Registry

List Technical Models
Show a list of tModel entities owned by current user

Publishing a Business

This section explains how to publish a businessEntity and edit businessEntity-related structures:
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e Add business name and description
* Add Contact

* AddaDiscovery URL

e Add aCategory

¢ Add an Identifier

* Add Business Services

e Add Projected Services

e Assert Business Relationships

To publish abusiness:

1 Click the Add Business button in the right-hand panel of the publish page, or select Add Business
from the context menu that appears when you right-click the Business Entities node.

Figure 81. Add Business

‘[BROWSEH SEARCH HPUBLISHHPROFILE HMANAGE‘ R —————
Publish = Subscriptions = Custody transfer = WSDL = XSD

[ Publish

Business Entities
Add Business
Publish a new business entity to HP SOA Registry

List Businesses
Show a list of business entities owned by current user

2 Enter the business name and a description, then click Add Business.
3 Thebusiness will appear in the left tree panel under the Business entities node

To edit abusiness entity:
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1 Select the Publish menu tab.
2 Click the Publish link.
3 Click theList Businesseslink and click on edit icon next the name of business you wish to edit.

Figure 82. Edit Business

| Edit business 'Headquarter' ]

Identifiers

| | | [ | |

derno:departmentID department id 001 @// T]_i

Add identifier

IDENTIFERS )

4 After you modified the business entity, click the Save changes button.
Adding a Contact

The contact structure provides you with a space where you can list the people associated with the business
entity. It is comprised of six properties. name, phone, email, address, description, and use type.

It is recommended that you use the description field to give a brief explanation of how the contact should
be used.

Usetypes can be used to indicate the expected way in which the contact should be used. For example, "New
Franchises', "Sales contact”, "Technical Questions'.

To add a contact:
1 Onthe Contactstab of the Edit business or View business page, click the Add contact button. This

displays the Add contact page where you can specify the contact's name and use type, as shown in
Figure 83:
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Figure 83. Add Contact

| Add contact

Persor: Joe Smith Language: | English -
name:

Use type:

Description: Joe Smith - network guru Language: | English v

Click Add contact.

Build your lists of information for descriptions, phone numbers, and addresses. Each collection page,
with the exception of Address collection, functions in the same manner. Click the Add button for the
element you want to add. Y ou will see two or more edit fields to be compl eted.

) 2 Once the fields have been edited, you must click the Update icon on the right.

For addresses, click the Addresses tab. On thistab, add, edit, or delete existing address structures by
clicking through the appropriate buttons.

When you add or edit an address, fill in the desired fields, add the datato your list, and click Update
when finished.

Once you have updated all of the contact's information, click Save changes at the bottom of the Edit
contact page. You will seethe name and use type of your new contact entry in the contacts list.

Adding a Discovery URL

To add a Discovery URL:

1

2

3

On the Edit business page click on the Add discovery URL button at the bottom of the Discovery
URL stab.

Complete the Discovery URL and Use Type edit fields with the relevant data.

When the fields are complete, click Update on the right to add this information to the list.
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4 Click Save changes
Adding a Category

With categories you can make your business more visible to searches by associating it with a number of
accepted taxonomies. These taxonomic categories identify a business and its services by location, product
or service line, and industry.

HP SOA Registry Foundation comes with keys for three basic checked taxonomies by default: These are
the 1 S0 3166 geographical classification system and the Nal ¢s and sI ¢ industry and product classifications.

A key isalso provided for M crosoft Geoweb 2000, but asthisis an unchecked taxonomy, key names and key
values must be entered by hand.

To add a category to your list:

1 Onthe Categoriestab of the Edit business page, click the Edit button. If there are already categories
associated with thisbusiness entity, alist of them will be returned along with the Add category button.
Otherwise, only the button will be displayed.

2  Click the Add category button beneath the Categoriestab. Thisreturnsalist of available taxonomies
from which you can choose categories to add to thellist.

3 Click on an available taxonomy. Checked taxonomies will expand to atree of categoriesvalid for that
model. Y ou can type aknown key namein the search box for faster retrieval. Note that larger branches
are limited to ten items per page.

4 You can also search for the name of the taxonomy through the search box at the top of the taxonomy
form. Use the starts with, contains, and exact match radio buttons as necessary. Like standard wild
cards, these buttons search for the entered string as specified. For example, The pattern cana, when
used with the starts with button and a geographic taxonomy, returns the set {"Canada" "Canarias'}.
The result set is limited to a maximum of 250 items.

» If you provide too broad a search pattern, the resulting list will be truncated to 100 items.

With unchecked taxonomies (for example, Microsoft's Geoveb taxonomy), it is possible to supply the
key name and value through edit fields.
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5  Toadd multiple categories, for example Albania and Armenia from the uddi - or g: i so- ch: 3166: 1999
taxonomy, check the boxesto the right of those key names, and click Add category. If you would like
to add categoriesfrom different pages, you must click Add category on thefirst page before continuing
to the next page containing your selections. For example, to choose Albania and Kazakhstan:

a  Select Albaniaand click Add category.

b Click Add category on the Find service page.

c  Click thelink for page 8 on the expanded Find service page.

d  Check the box next to Kazakhstan and click Add category.

Figure 84. Add Category

Categories

dernolocation: floor Located on the Sth floor 5 @// T]_i

.hi Link to the superior . . . . P
demo:hierarchy department uddi:systinet.com:demao:hg @// m
Show: | Enterprise taxonomies v

Taxonomy list  Displaying taxonomies 1 - 5 of 5
ntis-govinaics: 2002

B3

uddi-org:general_keywords
uddi-orgiwsdlitypes

unspsc-orgiunspscive, 0501

E--E

Category groups
Mo group tvodels found.

| Edit business 'IT' ]

ubr-uddi-org:iso-ch: 3166-2003 ﬁ//

DETAILE

SERICES

ol

CONTACTE

CATEGORIES

IDENTIFIERS l
DISCOVERY URLS
H
FERMIZSIONE
RELATIONSHIFS

( Publish WSDL |( Save changes

6 When you find the taxonomic classification you want, click the Add category button for checked
taxonomies. For unchecked taxonomies, click Add category once the edit fields have been compl eted.
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Adding an Identifier

Y ou can aso make your organization more visible by supplying any of your public or private identifiers,
such as D-U-N-S, Tax, or Geographical Locator numbers to the registry. UDDI identifier structures are
composed of the following elements:

tModel Key
I dentifies a namespace or service in which the key name and key value have significance

keyName
The name or description of the key being used

keyValue
The value of the key

To add anidentifier to your list:
1 Onthe Edit business page, switch to the | dentifier s tab.
2 Click the Add identifier button at the bottom of the Identifierslist.

3 Choosetheidentifier typefrom the displayed list of availabletaxonomical tmodels. Thisreturnsafield
in which you enter key names and key values.

4 Whenyou havefilled inthefields, click the Add identifier button to theright to add the new identifier
to thelist.

) 2 If you use atModel for a checked identifier, the key value must be of arecognizable form and
value. For example, if you want to use auddi - or g: i sRepl acedBy key, you must supply the valid
business entity UUID key in the keyValue field. Failure to do so will generate an error when you
attempt to submit your business data to the database.

Publishing a Service
To publish aservice:

1 Select the Publish menu tab and click the Publish link
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2 Intheléft panel, click on the business to which you want to add a service. Theright display areawill
show business details.

3 Select the Servicestab, and click the Add Service button.

Alternately, right-click on the business node to which you want to add a service, and select Add Service
from the context menu.

Figure 85. Add Service

|' Add service

Name:" |HOIiday reguest | Language: English hd

Description: | | Language: English hd

Service key: |

4 Enter the service name and description and click Add service.
The service is added to the left panel tree.
Publishing a Binding Template

Once you have declared and defined a business service, you must establish how current and potential
business partners can access that service, atechnical description of the service including where it can be
found. Thisis accomplished through bindingTemplates.

A bindingTemplate represents a Web service instance where you obtain (among other things) the access
point of an instance of the parent business service. Every bindingTemplate has a unique bindingKey for
identification. (An access point contains contact information such as a URL, email address, or telephone
number used to locate the service.)

The AccessPoint in a bindingTemplate structure can contain a URL of the endpoint of the web service. If
there is more than one businessEntity that provides the same business service we recommend you reuse
thisinformation in abindingTemplate. Create a bindingTempl ate on the businessService that holdstechnical
information. Other businessServices should contain bindingTempl ates with accessPoints containing the key
of thefirst technical bindingTemplate. These accessPoints should also contain useTypes with the value
hosti ngRedirector.
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) 2 Alternatively, reference to another bindingTemplate can be stored in a hostingRedirector structure
instead of in an accessPoint. However the hostingRedirector structure (not the hostingRedirector
value of useType) isarelic of UDDI v2 and is deprecated in UDDI v3.

To add a bindingTemplate:
1 Select the Publish menu tab and click the Publish link

2 Intheleft panel, click on the service to which you want to add a binding. The right display area will
show service details. Select the Bindings tab and click the Add Binding button.

Alternatively, right-click the service node to which you want to add abinding, and select Add Binding
from the context menu.

Figure 86. Add Binding

|' Add binding
Access point:®  [1-123-45645554 |
Description: |IT izsues shall be reparted there | Language: English hd
Use type: other hd If other, specify: |

Binding key: | |

Publishing a tModel

ThetModel isastructure that takes the form of keyed metadata (data about data). In a general sense, the
purpose of atModel within HP SOA Registry Foundation is to provide a reference system based on
abstraction. Among therolesthat atModel playsin UDDI isthe ability to provide and to describe compliance
with a specification or concept, to ataxonomy, for example.

To publish atModel:
1 Select the Publish tab, and click the Publish link.

2 Ontheright Publish panel, click the Add tModel button.
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»

Alternatively, right-click on thetModelsnodein theleft panel and select Add tM odel from the context
menu.

Figure 87. Add tModel

[ Add tModel

This dizlog affows pou o add tModel,

Name:" |Systinet.com:dem0 Key generatar |

Description: | | Language: English v

tModel key: |

Enter tModel name and description, and click the Add tM odel button.

If you delete an unused tModel, the tM odel will be del eted from the database. The HP SOA Registry
Foundation Administrator can change this behavior that tModels will be only marked as deleted.
See Administrator's Guide, Node on page 381.

Adding a Category

In this section we will show you how to assign deno: | ocati on: fl oor taxonomy to the numeric ordering as
show at Figure 57.

1

2

Log on asdem_j ohn user. ( password is the same as the username).

Click the Publish tab in the main menu. Click on thetModel demo: | ocati on: 1 oor iteminthetreeinthe
left part of the page. Edit tModel 'demo:location:floor' page will appear.

Click Add category button. A taxonomy list will appear.
Select the taxonomy systi net - com i sOr der edBy, enter Key value uddi : systi net. com conpar at or : nureri c.

Click the button Add category , then Save changes button.
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Publishing Assertions

Y ou can assert relationships that businesses under your HP SOA Registry Foundation custody have with
others under your custody or with those under the custody of another user registered at the same operator
node. The success of the latter assertion depends upon the approval of the user to whom the assertion is
made.

When making an assertion you must supply:

e Theidentity of the business from which the assertion is being made

e Theidentity of the businessto which it ismaking aclaim. HP SOA Registry Foundation specifiesthese
business identities through their UUID keys.

» A reference explaining the nature of the relationship. References about the nature of the asserted
relationship are derived from your own tModels or from the uddi - or g: rel ati onshi ps tModel.

Adding an Assertion

To add anew assertion:

1 Onthe Edit business panel, switch to the Relationshipstab. This displays the Relationship assertions
page. If you have already set assertions you will see alist of those previously published. If not, you
will see the message "No assertions found.”

2 Click the Add new assertion button to display the Add assertion page shown in Figure 88.

Figure 88. Add Assertion

| Add assertion

From:® IT

uddi:systinet.com:demo:hg Change direction
To:*

Select business key

Relationship:" | uddi-org:relationships +

Key name:

Key value:*
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If the business for which you are making an assertion will assume the "To" role, click the Change
Direction button.

Find the business with which you want to assert a relationship in the same way you would on the
inquiry side of UDDI. The difference is that, along with the business name, you will see the business
descriptions in the retrieved record set and a Select business key icon next to each record.

When you locate the target business among the records, click its Select businesskey icon. Thisreturns
you to the Add assertion page with the UUID key of the selected business as the previously missing
role.

» A Keyed Reference will be required for the assertion to be valid. Click the Set button on the
right of the Keyed Reference line. The Set keyed reference page displays.

Locate atModel for your reference in the same way you would on the inquiry side of UDDI. The
differenceisthat there are edit fields for Key Names and Key Values next to the tModel namesand a
Set button at the end of each row. Pertinent tModelsinclude uddi - or gs: rel ati onshi p and those you have
published yourself.

a  Enter the key value and the key name or description. For uddi - or gs: rel ati onshi p, the key value
may beparent-chil d, peer-peer, Or i dentity.

b Click the Set value. This returns you to the Add assertion page. The tModel, key name, and key
value added to the Keyed Reference record are displayed there.

Click the Add assertion button.

If the assertion is made to a business of which you have custody, the assertion will be completed
automatically. If it is made to abusiness in the custody of another user, that user will need to review
the assertion and complete it through his or her own account. This processis described below.

Accepting an Assertion

Assume that you have been notified by a parent company, a subsidiary, a peer, or a cooperative member
that they have asserted a relationship with your company. Now you must review that assertion and, if you
arein agreement, completeit.
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To accept the assertion:

1

2

On the Edit business page, switch to the Relationships tab.

View the incomplete assertions made toward your business in the Requested assertionslist. Each
assertion will have a Complete assertion button next to its status message.

Click the Complete assertion button to accept the assertion.

If youwishto refuse, leave the assertion incomplete by omitting step 3. Return to the Publisher assertions
page by clicking the link at the top of the page. Contact the business making the assertion to resolve
the details of your relationship. Incomplete assertions will not appear when users query for related
businesses.

Publishing Subscriptions

Subscriptions give you the ability to register interest in receiving information about changes made to HP
SOA Registry Foundation. It allows the monitoring of new, changed, and deleted UDDI structures. Each
subscription has afilter that limits the subscription scope to a subset of registry entities.

Y ou can establish a subscription based on a specific query or set of entitiesin which you are interested.
Query-based subscriptions notify the user if the result set changes within a given time span; entity-based
subscriptions notify the user if the contents of the specified entities change.

Subscriptions enable:

notification of the registration of new businesses or services
monitoring of existing businesses or services
acquiring registry information for use in a private registry

acquiring data for use in amarketplace or portal registry

Thisfilter should be one of the following ordinary UDDI inquiry calls:

find_business

find_relatedBusinesses
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e find _service

» find_binding

» find_tModel

e get businessDetall
e get_serviceDetall
* get_bindingDetail
e get_tModelDetail

Figure 89. Add Subscription

[ Add subscription

Subscription filter:* Not set Change filter

Notification listener type: | None w

Expires after

PO — s po s Poos | p7 | 5|
Max entities: -1
Brief: I:‘

Adding Subscriptions

To add new subscription:

1 Click on the Subscriptions link under the Publish menu tab to display the Subscriptions page.
2 Click the Add subscription button to display the Add subscriptions page shown in Figure 89.

3 Click Changefilter to specify afilter for your subscriptions. Thisreturnsthe Subscription filter type
page.

4 Select thefilter type from the drop down list labeled Subscription filter type.

5 Click Select filter.
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6  Setthefilter propertiesin the same way you would for ordinary search calls.

7 Click the Preview results button to check filter results.

8  Click Savefilter to return to the page with the filter settings shown in Figure 89.
9  Fill inthe other subscription fields if needed. These are described below.

Notification Listener Types

Figure 90. Add Subscription - Email Notification Listener Type

| Add subscription

Subscription filter:* Find business Change filter

Notification listener type: Email address  »
Email address:* use@@company.com
XSLT transformer tModel: systinet-com:notification: defaultEmailXSLT v
Business service: Ermployeelist v
Business entity: IT v

o years n] months 1 days n]
Notification interval:

hours ] minutes ] seconds
ppresSRer QPR s B |/ o | f7_]: B
Max entities: -1
Brief: F

» Subscription filter - Specifies on which UDDI structure change the notification will occur.
e Notification listener type - Select notification listener type

* Email address

e Service endpoint

e Binding template
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Email address - Email address to which notifications will be sent
e XSLT transformer tModel - tModel that references XSLT

* Businessserviceand Businessentity - Business service and business entity to which the bindingTemplate
representing the notification listener service will be saved. These drop down lists lists only business
entities and business services under which you have the permission to create the binding template.

e Notification interval - Specifies how often change notifications are to be provided to a subscriber.
Required only for asynchronous notifications.

o Expiresafter - Specifies the period of time for which the administrator would like the subscription to
exist.

* Max entities - Contains the maximum number of entitiesin anotification returned to a subscription
listener.

e Brief - Controlsthe level of detail returned to a subscription listener.

Figure 91. Add Subscription - Service Endpoint Listener Type

| Add subscription

Subscription filter:* Find business Change filter

Notification listener type: Service endpoint v

Notification listener endpoint:*

Business service: Ermployeelist v
Business entity: IT hd
o years n] months 1 days n]

Notification interval:

hours 0 minutes 0 seconds
Expires after (MM/DD/YYYY
B i ] B s poos | 7 |: |
Max entities: -1
Brief: F

» Subscription filter - Specifies on which UDDI structure change the notification will occur.
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Notification listener type - Select naotification listener type here.
e Email address
e Service endpoint

e Binding template

Notification listener endpoint - URL to which the notification will be sent

Business service and Business entity - business service and business entity to which the bindingTemplate
representing the notification listener service will be saved. These drop down lists lists only business
entities and business services under which you have the permission to create the binding template.

Notification interval - Specifies how often change notifications are to be provided to a subscriber.
Required only for asynchronous notifications.

Expires after - Specifies the period of time for which the administrator would like the subscription to
exist.

Max entities - Contains the maximum number of entitiesin a notification returned to a subscription
listener.

Brief - Controlsthe level of detail returned to a subscription listener.
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Figure 92. Add Subscription - Binding Template Listener Type

| Add subscription

Subscription filter:* Find business Change filter

Notification listener type: Binding template v

uddi:b?7 eb8f0-86ce-11d3-bab5-123456739012
Binding key:"

Select binding key

o years n] months 1 days n]
Notification interval:

hours 0 minutes 0 seconds
Expires after (MM/DD/YYYY
B i ] B s poos | 7 |: |
Max entities: -1
Brief: F

Subscription filter - Specifies on which UDDI structure change the notification will occur.
Notification listener type - Select notification listener type here.

e Email address

e Service endpoint

e Binding template

Binding Template - The bindingTemplate representing the notification listener service.

Notification interval - Specifies how often change notifications are to be provided to a subscriber.
Required only for asynchronous notifications.

Expires after - Specifies the period of time for which the administrator would like the subscription to
exist.

Max entities - Contains the maximum number of entitiesin a notification returned to a subscription
listener.

Brief - Controlsthe level of detail returned to a subscription listener.
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Editing Subscriptions
To edit an existing subscription:
1 Click on the Subscriptions link under Publish menu tab to display the Subscriptions page.

2 Click the Edit button beside the subscription you want to edit. This returns the Edit subscription page.
Here you can edit all subscription arguments except Subscription filter.

Deleting Subscriptions

To delete subscription:

1 Click on the Subscriptions link under Publish menu tab to display the Subscriptions page.
2 Check the boxes beside subscriptions you want to delete.

3 Click the Delete selected button. This returns a confirmation page.

4 The confirmation page contains alist of subscriptions marked for deletion. If it is correct, pressthe
Y es button to delete subscriptions permanently.

Publish Custody Transfer

Custody transfer is a service used to transfer ownership of a selected structure (business entity, business
service, binding template or tModel) from one user to another. It consists of two steps: selecting structure(s)
to transfer and generating a custody transfer token. When the potential new owner receives the transfer
token (by a secure transport such as encrypted email), that user may accept or reject the custody transfer.

> This token must be kept secret, asit is sufficient information to transfer custody of the structure
to any user!

If you decide to cancel the request (for example the transfer token has been compromised), use the Discar d
transfer token button.

Requesting Custody Transfer

To request custody transfer:
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1 Click on the Custody link under Publish menu tab to display the Custody transfer page.
2 Click the Request transfer token link. Thisreturnsalist of UDDI data structures you own.
3 Check the box next to the UDDI structure(s) you wish to transfer, and click Request transfer token.

4 The next page will generate the transfer token. Copy the text of the transfer token to afile and send
thisfile to the user who shall become the new owner of selected structures. Keep the token secret, as
anyone who knowsit can useit to transfer custody of that structure. Unencrypted email, for example,
is not good data transfer choice.

Accepting Custody Transfer

To accept custody transfer:

1 Click on the Custody link under Publish menu tab to display the Custody transfer page.
2 Click onthe Transfer custody link.

3 Open thefile with the transfer token, copy its contents to clipboard and paste it to the edit area on the
Transfer structures page.

4 Click Transfer button.
Publishing WSDL Documents

HP SOA Registry Foundation WSDL to UDDI (WSDL2UDDI) mapping iscompliant with OASI Sstechnical
note Using WSDL in aUDDI registry Version 2.0 [http://www.oasis-open.org/committees/uddi-
spec/doc/tn/uddi-spec-tc-tn-wsdl-v200-20031104.htm]. 1t enables the automatic publishing of WSDL
documentsto UDDI, enables precise and flexible UDDI queries based on specific WSDL artifacts and
metadata, and provides a consistent mapping for UDDI v2.

Publish WSDL
To publishaWSDL document:
1 Click onthe WSDL link under the Publish main menu tab.

2 The page shown at Figure 93 will appear.
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Figure 93. Publish WSDL

Publish WSDL document
You can either use \?‘C»‘_’-.'u"‘gj business entity by L'-E.'\?L".'."‘Q its key or create a new business entity which will be used for D(-.C‘.'»‘_'-".‘."‘Q.
) |uddi: systinet.com:demo:hr |
Business key
[ Find business key ] [ Create new business
WSDL Iocation {URI) Popn’sysrinen’regisrr',-'.n’demos.n’conf.n’EmployeeLisr.wsdl |
Advanced mode I_
( Publish |( Cancel J

3 Enter the Business key of the business where services from WSDL document will be published. Y ou
can find a business key by clicking on the Find business key button.

4 EnteraWSDL location. You can try the WSDL document from HP SOA Registry Foundation demos
from REG STRY_HOVE/ dems/ conf / enpl oyeelLi st . wsdl .

5 Leavethe Advanced mode check box unchecked, then click Publish button.

The WSDL document will be published to HP SOA Registry Foundation. Y ou can review how WSDL
artifacts of the document have been mapped to HP SOA Registry Foundation at Figure 94.
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Figure 94. Publish WSDL Summary

p
Publishing summary

WSDL file:/ffhomesravnik/zmlfwsdl/Employeelist wsdl Iﬂ has been successfully processed and the following entities have been
published to the HP SOA Registry:

WSDL service EmployeeList mapped to UDDI business service EmployeeList {uddi:834e8680-32d4-
11dd-9a4a-172b12d0%a4a)

WSDL ports have been mapped to UDDI binding templates:

[hame g ey

ErnployeeList uddi:83d4efbb0-32d4-11dd-%ada-172612d0%a4 5

WsDL bindings have been mapped to UDDI tModels:

[hame T amerpace ookl
Ernployeelist_binding http: /sy stinet.com/wsdl/demo/uddifservices/ Ernployeelist_binding (uddi:s3226d70-32d4-

11dd-9a4a-172b12d0%ada)

WESOL portTypes have been mapped to UDDI tModels:

N L S T R
Employeelist_portType http://systinet.com/wsdl/demosuddifservices/ EmployeeList_portType (uddi:82feb&d0-32d4-

11dd-9a45-172b12d0%ada)

Copy permissions
Copy permissions to entities above from the parent:
[ Business Entity ] [ Business Service ]

L r ok

The Business Entity button in the summary screen enables you to copy permissions from the business
entity for which the WSDL was published to all other entities involved in the publishing operation. If the
entities already contain permissions, the permission lists are merged.

When abusiness serviceis reused during the publishing step, it may also contain permissions to distribute
to associated binding templates and tModels.
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The Business Ser vice button, shown only when abusiness serviceis reused, enablesyou to copy permissions
from a business service to associated binding templates and tModels involved in the publishing operation.
If the entities already contain permissions, the permission lists are merged.

Publishing WSDL Documents (Advanced Mode)

The advanced publishing mode allows you to specify certain details of how the WSDL document will be
mapped to the UDDI registry. To publish in this mode, follow the steps from the previous section, and
togglethe Advanced mode check box on. Onceyou click on the button Publish the Advanced Mode Publish

page shown in Figure 95 will appear.

Figure 95. Publish WSDL (Advanced M ode)

WSDL file:/ffci/systinet/typhoon/regis
e, WSDL services
e, editing Employeelist
gvo EmployeeLlist {endpoint; ©

ﬁ_| EmployeeList_binding

ﬁ_| EmployeeLlist_por

<<

’ Advanced mode

You can select the way this WSDE service will be published to the Spstinet Regist

O 'do not publish' mode (WSDL service EmployeeList will not be published to tt
Reqistry)

O 'new' mode (wsDL service Employeelist will be introduced as a new UDDI b
service)

Type service key for this new business service (optional)

@ ‘rewrite with user defined key' mode {WSDL service Employeelist will be m:
user specified UDDI business service by rewriting it)

Type service key for this new business service

| | [ Select service ke

O rewrite' mode {WSOL service Employeelist will be mapped to the below sel:
business service by rewriting it)

O ‘reuse' mode {WSOL service Employeelist will be mapped to the below seler
business service by reusing it)

frormes venr hanae calactad aithear vauita’ fr vancas’ rnada oca tha fallaonin

Cancel |( Previous |
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In the l€eft tree panel, you can see how artifacts of the WSDL document will be published. Click on atree
branch to edit how WSDL artifactswill be mapped to HP SOA Registry Foundation. Explanatory instructions
intheright panel describe the mapping options. Click Preview to see how each part of the WSDL document
will be mapped to the registry. From the Preview page, you can go back to adjust the WSDL mapping.

The wizard's default selection in Figure 95 is based on the following rules:

* If apossible mapping of aWSDL artifact already existsin the registry, and the user owns this UDDI
structure, the wizard will suggest rewriting that mapping in the registry.

e If apossible mapping of aWSDL artifact already existsin the registry, and the user does not own this
UDDI structure, the wizard will suggest reusing that UDDI entity.

» If no mapping of the WSDL artifact existsin the registry, the wizard will suggest creating anew UDDI
entity to represent the mapping.

HP SOA Registry Foundation appliesthese rules automatically when you publishaWSDL document without
the Advanced mode option.

> Publishing of WSDL operationsand WSDL messagesisnot implemented in thisHP SOA Registry
Foundation release.

Unpublish WSDL

To unpublish aWSDL definition:

1 Search for the WSDL document in the registry.

2 Intheresult view, click on abusiness service.

3 The page with business service details will appear, click the Unpublish button at the page.

4 TheUnpublish WSDL document wizard will appear.
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Publish XSD

HP SOA Registry Foundation XSD to UDDI (XSD2UDDI) mapping enables the automatic publishing of
XML schemadocuments to UDDI, enabling precise and flexible UDDI queries based on specific XML
schema artifacts and metadata.

If you want to unpublish an XML schema document, use the Find XSD button and click the Unpublish
button in the search result page.

Publishing an XML Schema
To publish an XML Schema document:
1 Click on the XSD link under the Publish main menu tab.

2 The page shownin Figure 96 will appear.
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Figure 96. Publish XSD

[ Publish XSO resource

Enter location of pour X500 resource and press Publish, If pou want fine-grained control over publishing process, then
select Advanced mods first,

¥5D location (URI) * |ﬁ|e:fﬂc:ISyStinetfregistrySSfdemosfconffemployees.xsd
Publish elements and

types O

Advanced mode F

( Publish W( Cancel y

Enter an XML Schema location. To demonstrate, use the file REG STRY_HOVE/ denps/ conf / enpl oyees. xsd
from the HP SOA Registry Foundation demos.

Leave the Advanced mode check box unchecked, then click Publish.

The XML Schemadocument will be published to the registry. Y ou can review mappings of the XML
Schema document itself and its elements at Figure 97.
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Figure 97. Publish XSD Summary

-
X5D resource

employees xsd
Loc n

Publishing an XML Schema (Advanced Mode)

The advanced publishing mode alows you to specify certain details of how the XML Schema document
will be mapped to the UDDI registry. To publish in this mode:

1 Follow the steps from the previous section, but check the Advanced mode box

2 Click Publish. Thisreturns the Advanced Mode Publish page shown in Figure 98.
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Figure 98. Publish XSD - Advanced

[ Advanced mode

You can select the way this X80 resource will be published to the Spstinet Registry!

Location: file:/f/c/systinet/registry55/demos/conf/employees.xsd

® Create a new tMadel
Type key for this new tModel {optional):

O Rewrite the existing tModel
your own tModel{s)

® employees.xsd uddiisystinet.corm:demorxsdiemployees
other tModel{s)
none
Publish element and types in the XSD

( Previous |( Preview |( Cancel

In the left tree panel, you can see how the XML Schemaand its possible XML Schema imports will
be published. Click on an XML Schema model node to edit how the parts of the XML Schema will
be mapped to the HP SOA Registry Foundation. The explanatory instructionsin theright panel describe

the mapping options.

Click the Preview to see how the XML Schema document will be mapped to HP SOA Registry
Foundation. From the Preview page, you can go back to edit the XML Schema mapping.

Unpublish an XML Schema

The Unpublish XML operation alows you to delete the XML Schema mapping from HP SOA Registry
Foundation. To unpublish an XML Schema document, you must search for the XML Schema document
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Signer Tool

One of the most important advantages of UDDI version 3 isits support for digital signatures. Without
signatures you cannot verify whether the publisher of a business entity isreally who that publisher claims
to be. But if the publisher has signed the UDDI structure, anyone can verify that theinformation isunmodified
by any means (including by UDDI registry operators) and to confirm the publisher's identity.

The HP SOA Registry Foundation Signer tool simplifies signature manipulation. Y ou can find this tool's
script in the bin directory of your HP SOA Registry Foundation installation. The Signer is agraphical
application that can be used to add, remove, and verify the signatures of UDDI structuresyou have published.

> If you are using IBM Java, you must install Bouncy Castle security provider. See Installation
Guide, System Requirements on page 38

Starting the Signer

1 To start the Signer toal, first ensure that HP SOA Registry Foundation is running, then execute the
following script from the bi n subdirectory of your HP SOA Registry Foundation installation:

Windows: signer.bat
UNIX: Jsigner.sh

2 Whenthetool starts, you must first authenticate yourself against the selected UDDI version 3 registry.
Simply provide your user name and password. If your registry is not running on aloca machine, you
must configure its endpoints. This can be accomplished via the Configure UDDI button.

Figure 99. L ogin Dialog

Ml Log in UDDI |

User name |demo_john

Password "‘“““"""“1

| Login || Configure UDDI |
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3 Onthereturned screen, set the endpoints of the Security, Inquiry, and Publishing Web services. For
help, ask the administrator of your registry.

Figure 100. Configure Dialog

Wl Configure Systinet Registry en ﬂ

Security URL  |hitpc/ilocalhost: 808 00uddirsecurity
Inguiry URL hitpaiflacalhost 2080w ddifinguiry
Publishing UBL |hitp:filocalhost8080/uddifpublishing

Ok | Cancel

4 Onceyou have entered your user name and password, click the Login button. The Signer tool will
attempt to authorize you at the selected registry. If authorization fails, you can correct your login
information. Once it succeeds, the L ogin dialog disappears and the Signer tool asks HP SOA Registry
Foundation for your registered information (businessEntities and tModel s that you have published).

Main Screen

In the Signer tool'sinterface, the left part of the main screen consists of atree containing all your
businessEntities and tModels. If you wish to add or remove a digital signature, select the structure to sign
from thistree. The Signer will fetch it from theregistry. When the structureisfetched, its XML representation
isdisplayed in the right panel. The Sign button is unblocked. If the structure has been already signed, the
Remove signatur es button is unblocked as well.
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Figure 101. Signature Tool - Main Screen

£ signature tool 10l =|

File

Registered structures

@[] Business entities

% I TModels
D systinet.cam:demao Key Generatar
D systinet.cam:demait Key Generator
D systinet.cam:demao:location Key Gen
D demoahierarchy
D demo:location:floor
D demo:department/D
D employees xsd
D departments xsd
D employees xml

UDDI key: uddi:systinet.com:demao:departmentiD

=thodel thodelkey="uddi:systinet.cam:demao:departmentiD”
¥mins="urn:uddi-org:api_v3"=
=hame=dema:departmentlD=/namea=
=description=ldentifier of the depantment=idescription=
=categoryBag=
=keyedReference keyMame="ldentifier system" keyvalue="identifier"
thlodelkey="uddi:uddi.org.categorization:types"f=
=keyedReference keyMName="Unchecked valueset' keyWalue="unchecked"
thlodelkey="uddi:uddi.org.categorization:types"f=
=keyedReference keyMame="Campatibility" keyWalue="businessEntity"

| »

[} employeesTaDepartments xs| tModelKey="uddi:systinet. com:taxonomy.compatibility's=
D departments . xml =/categoryBag=

[ persons | |emoder

[ person

4]

The status bar at the bottom of the application informs the user of current action progress and results.
Sign

TosignaUDDI structure, you must set up the Javakeystore. Use JDK tool keytool to generate the keystore.
Please, see your JDK documentation for more information how to use keytool. The Signer tool has been
tested with keystores in JKS and PKCS12 formats.

) 2 To generate the certificate issue the following command
keytool -genkey -keyalg RSA -storetype JKS -aliasdemo_john -keystoretest_certificatejks

Example of the dialog:

Enter keystore password: changeit
What is your first and |ast nane?
[ Unknown] :  John Johnson
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VWhat is the name of your organizational unit?
[ Unknown] :  UDDI

What is the name of your organization?
[ Unknown] :  Myorg

VWhat is the name of your Gty or Locality?
[ Unknown] :  San Di ego

VWhat is the name of your State or Province?
[Unknown]: California

What is the two-letter country code for this unit?
[ Unknown] :  CA

I's CN=John Johnson, OU=UDDI, O=Myorg, L=San Diego, ST=California, C=CA correct?
[no]: yes

Enter key password for <demo_j ohn>

(RETURN i f same as keystore password):

To sign aUDDI structure, you must set the Java keystorefile, aias, and password as follows:

1

2

Click on the Sign button. This returns the Select identity dialog.
In the box labeled Select identity, type the path to the file with your Java keystore.
In the box labeled Alias, type the alias |ocated in the identity.

In the box labeled Passwor d, type the password used to encrypt the private key.

» If you enter the wrong value for the alias or the password, the tool will not be able to open
the identity.
Ml Select identity = x|
Select file |C:Imy'roldentmy_ceniﬂcate.jks | Browse
Alias demo_iohn|
Password
OK | | Cancel | | Choose format |

If the keystoreisin the Sun JKS format, you do not have to click on Choose format button. Y ou can
leave default values there. If the keystore is not in the Sun JKS format, you can specify the format by
clicking the Choose for mat button. In the returned dialog window, set the keystore format and its
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provider. For example, to use the PKCS12 format, set the format to PK CS12 and the provider to
SunJSSE.

Figure 102. KeyStore Format Dialog

Bl Choose KeyStore format x|

Keystore format |FKCS12

Security provider|Sun.lS5E
OK | Cancel

6 When the signing operation succeeds, the selected UDDI structure will have adigital signature and its
XML representation will be updated. For security reasons, the signing process takes place on your
computer so as hot to risk compromise to your private key.

7 Finaly the Publish changes and Remove signatur es buttons are enabled.
Validation

TheValidate button is used to perform validity check of UDDI structuresthat contain XML digital signatures.
Theresult of this operation is displayed in the status bar.

Remove Signatures

The Remove signatur es button is used to remove al digital signatures from the selected UDDI structure.
When this operation is complete, the XML representation of the UDDI structure is updated. If the Publish
changes button had been disabled, it is enabled.

Publish Changes

If you have signed the selected UDDI structure or removed digital signatures from it, you can select the
Publish changes button to publish the changesto theregistry. Itsinvocation uses standard UDDI publishing
methods (save_t Mdel , etc.) to update this UDDI structure on the registry. The private key is not used during
this operation.

Signer Configuration

The Signer tool automatically remembers the actual configuration such as registry endpoints or keystore
location and format. The config fileis saved in the user's home directory with the name si gner. conf. You
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can change the location (and filename) by using the signer script's- ¢ option. If you do not want thisfeature,
use-n. Thelist of valid options can be obtained with - h option.
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4 Administrator's Guide

The HP SOA Registry Foundation Administrator's Guide containsinformeation necessary for the management
of HP SOA Registry Foundation. It isaimed at the user responsiblefor configuring the registry and managing
permissions, and replication. This guide is divided into the following sections:

Registry Management on page 332 . Registry management includes al so management of user accounts and
permissions and taxonomy management.

Registry Configuration on page 373 . How to configure the Registry Console.

Registry Console Configuration on page 386 . This section covers setting the URLs, directories, contexts,
timeouts and limits associated with the HP SOA Registry Foundation interface.

Permissions. Principleson page 389 . This section discusses the mechanism HP SOA Registry Foundation
provides for the management of users' rights; permissions allow the administrator to manage or make
available different parts of the registry to different users.

PStore Tool on page 403 . Describesatool for management of protected storesfor certificates and security
identities.

) 2 Make sure HP SOA Registry Foundation is running before attempting to use its consoles for
configuration. To start it change to the bi n subdirectory of REG STRY_HOVE and run:

Windows: serverstart.bat
UNIX: Jserverstart.sh

The Registry Console can be found at ht t p: // <host nane>: <por t >/ uddi / web and the Business Service Console
can be found at htt p: / / <host name>: <por t >/ uddi / bsc/ web.

Hostname and port are defined when HP SOA Registry Foundation is installed. The default port is 8080.
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Log onasadministrator. Initially, the administrator's user nameis set to admin and the password to changeit.

) 2 We strongly advise you to change the password for user admin once you have logged in.

» Be very careful when editing the perati onal business entity, or deleting of the taxonomy uddi -
org: types. Modification of these structures can lead to registry instability.

Registry Management

Accessing Registry Management

Registry Management is a set of tasks that the administrator can address through the Registry Console.
These tasks are listed in Figure 103

To access the Registry Management console:

1 Log on asadministrator or as a user with privilege to display M anage tab as described in Rules to
Display the Manage Tab.

2 Click the Manage main menu tab.

3 Selectthe Registry management link under M anage tab. Thisreturnsthe screen shown in Figure 103.

Rulesto Display the Manage Tab
>

The Manage tab isavailableif at least one of the following conditionsis satisfied:

* You have ApiManagerPermission to all methods (*) of one or more APIs
(Account,Group,Permission, Taxonomy,Statistics,Administration Utils).

* You have ConfiguratorM anagerPermission to all operations (*) and all configurations (*).

* You have ApiManagerPermission to al methods (*) of ReplicationApi and
ConfiguratorM anagerPermission to all operations (*) for replication configuration.
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Y ou have ConfiguratorM anagerPermission to all operations (*) for web configuration.

Figure 103. Registry M anagement

Registry Console

‘[BROWSEH SEARCH HPUBLISHHPROFILE HMANAGE Home > Registry management

Registry management = Registry configuration = Registry console configuration

| Registry management

Management of user accounts

Management of user groups

User and group permissions

Taxonomy management

Replication management

Replace UDDI keys in

Replace URLs

Delete deprecated tModels

Transform keyed references

Statistics

Management of configurations

Account management

Group management

Permissions

Taxonomy management

Replication management

tModel

service

binding

Replace URLs

Select tModels

Transform

Statistics

[ l
[ l
[ l
[ l
[ l
[ |
[ business ]
[ |
[ l
[ l
[ l
[ l
[ l

[Configuration management]

Account Management - Create, edit, and delete user accounts.
Group Management - Create, edit, and del ete accounts groups.
Permissions - Set up permissions using the Registry Console

Taxonomy Management - Upload, download and removing taxonomies via the Registry Console.
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Replication Management - Set up a subscription-based replication mechanism under which aslave
registry receives notification from amaster registry regarding updates and changes. (For moreinformation
on replication, please see Replication Management on page 354.)

Replace UDDI keys - Replace the UDDI keys of businessEntities, businessServices, tModels, and
bindingTemplates.

Replace URL s- Replace URL prefixesin the following entities:

* tModel - OverviewDoc URL

e tModellInstancelnfo - overviewDoc URL and DiscoveryURL

e binding template - accessPoint URL

Deletedeprecated tM odels- Thisoption letsthe administrator permanently delete deprecated tModels.

A tModel is considered deprecated when it is marked as deleted by its owner. By default, tModels are
deleted permanently by users. See Node on page 381 how to change this behavior.

Transform keyed references - This operation is necessary when the type of taxonomy keyValues or
the implementation of the taxonomy transformation service have been changed. For more information
see, User's Guide, Taxonomy: Principles, Creation and Validation on page 247.

Statistics - This option displays two statistics tabs:

e Thefirst tab displaysinformation about the number of accesses made to the various UDDI interface
methods. One column displays the total request counts and a count of calls that fail and therefore
return exceptions.

*  The second one contains counts of the main data structures (busi nessEntities, businessServices,
tModels, bindingTemplates) in the database.

Account Management

The HP SOA Registry Foundation administrator manages user accounts using the Registry Console. Use
this console whenever you want to disable an account, change limits for a particular account, or take care
of general housekeeping.
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To access the Account management console:

1

2

Log on as administrator.
Click the Registry management link under the M anage tab.
Click the Account management button.

Thisdisplaysalist of all accounts, as shown in Figure 104.Y ou can search accounts using the Find
user s button.

Figure 104. Find Account

Find account

Filter: Full name v |% | [ blacked [ casesensitive
Login name

ool RN <

[ === = [
[ admin adrinistrator [ admin e-mail ] @
[0 demo_corporate Corporate Demo User demo_corporate@localhost @
[ demao_jane Jane Demo demo_jane@localhost @
[ dema_ishn John Demo demo_john@localhost @

1

Create Account

To create an account:

1

Onthe Find Account page, click Create Account button. Thisreturns the Create account page shown
in Figure 105.
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Figure 105. Create Account

Create account

Login name: " [jnhn

Email:" lishn@cormpany. com
Password:” |-uu

Retype passwurd:* |-----

Full name:” |.Juhn Johnson
Default language: |Eng|ish v
Description: |

Business Name:

|
Phone: |
|

Alternate phone:

Address:

City:

r Cancel

2 Providetheinformation shownin . Fields marked with ared asterisk (*) are required.
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Figure 106. New Account - All Fields

Create account

Required fields are marked *

Login name:"

Email:*

Password:’

Retype password:®

Full name:*

Default language: I English - I

Description:

Business Name:

Phone:

Alternate phone:

Address:

City:
State/Province:

Country:
Zip/Postal Code:

Blocked:

Assertions limit:

Bindings limit:

Businesses limit:

Services limit:

U14=-—‘I\J—D‘—|

Subscriptions limit:

Todels limit: 100

Field descriptions (self-explanatory fields are omitted):

Default Language Code

Set the default language to be used during publishing when the language code associated with
aparticular field is not specified.

Use the following profile
Profile preference - deprecated and unused now.
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Blocked
Here you can enable/disable a user account. Thisis the account flag which prevents/permits
auser from successfully logging onto the server.

Limits
Thesefields (Assertionslimit, Bindingslimit, Businesseslimit, Serviceslimit, Subscriptions
limit, andT M odels limit) indicate the number of these items allowed by the user. Changing
default user limitsis discussed in the Accounts section of Registry Configuration.

When finished, click Createaccount. Thisreturnsthe Find account page. Notethat thelist of accounts
now includes the account you have just created.

Account Limits

Each user account has the following limits for data saved under the account:

Businesses limit - maximum number of businessEntities the account can hold. (1 by default).
Services limit - maximum number of businessServices in the same businessEntity (4 by default).
bindings limit - maximum number of bindingTemplates in the same businessService (2 by default).
tModels limit - maximum number of tModels the account can hold. (100 by default).

Assertions limit - maximum number of publisherAssertions the account can hold (10 by default).

Subscriptions limit - maximum number of subscriptions an account can hold. (5 by default)

Common users can not change these limits. Only the administrator can change limits for a user or change
default limits for newly created users.

The number of businessServices/bindingTemplates are checked against the limit on the user account owning
the parent structure, not against the limit of the user processing the save XXX call. For example, auser Ul
owns a businessEntity BE_U1 and providescreate ACL right to the user U2. The user U2 saves a new
businessService under the BE_U1, total count of businessServices under the BE_U1 (no matter who isthe
owner) is checked against the service limit of the BE account.

Limit checking is skipped if a user who performs the operation has an Api Manager Per ni ssi on With the
appropriate permission name and action:
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e API (permission name)
e org.systinet.uddi.client.v3.UDDI _Publication_Port Type for skipping limit testson Publishing V3 API.
e org.systinet.uddi.client.v2. Publish for skipping limit tests on Publishing V2 API.
e org.systinet.uddi.client.vl.PublishSoap for skipping limit tests on Publishing V1 API.
e org.systinet.uddi.client.subscription.v3.UDD _Subscription_PortType for skipping limit tests on
Subscription API.
e operation (action)
e save_business for skipping businesses limit test on Publishing V1/V2/V3 API
* save_servi ce for skipping services limit test on Publishing V1/V2/V3 AP
e save_hi ndi ng for skipping bindings limit test on Publishing V1/V2/V3 API
e save_tMdel for skipping tModels limit test on Publishing V1/V2/V3 API
* add_publ i sher Asserti ons for skipping assertions limit test on Publishing V2/V3 API
e set_publisherAssertions for skipping assertions limit test on Publishing V2/V3 API
e save_subscription for skipping subscriptions limit test on Subscription API
For more information see Permissions: Principles on page 389. By default, only the administrator has these
permissions, and therefore the administrator has an unlimited account.
Edit Account

To edit an account:

1 OntheFind account page shown in Figure 104, click the Edit Account icon (&) associated with
the account you want to edit.

This returns the Edit account page.
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3

On the Edit account page, provide or change the information in the various fields. These are the same
as the fields shown in Figure 106.

Field descriptions (self-explanatory fields are omitted):

Default Language Code
Set the default language to be used during publishing when the language code associated with
aparticular field is not specified.

Blocked
Here you can enable/disable a user account. Thisis the account flag which prevents/permits
auser from successfully logging onto the server.

Limits
Thesefields (Assertionslimit, Bindingslimit, Businesseslimit, Serviceslimit, Subscriptions
limit, andT M odels limit) indicate the number of these items allowed by the user. These are
described in detail in the Accounts section of Registry Configuration.

When finished, click the button labeled Save Changes. This returns the Find account page.

Delete Account

To delete an account:

1

2

2

On the Find account page, check the box next to the L ogin name of the account you want to delete.
Click the Delete Selected button.

If you are certain you want to delete the account, click Y es when prompted. Note that on publication
registriesand standard installations of HP SOA Registry Foundation, al published information associated
with the user will be lost.

If you are using LDAP for storing users, the user account will not be deleted from the LDAP store,
because LDAP stores are treated as read-only. Thedel ete account operation will delete an account
only from the registry database.

340



Group Management

User groups simplify management of access rights to each UDDI data structure. Y ou can use groups to
group users with similar rights.

The administrator can:
» Create and manage user groups
e Manage group membership

Figure 107. View User Groups

| Group management

cien [—T—

Displaying results 1 - 4 of 4

derno_group admin private @// T]_i

system#everyone system The special group that contains all users, public

The special group that contains users who are
part of intranet dormain.,

The special group that contains all users wha
are logged in the UDDI registry,

1

system#intranet system public

system#registered system public

Create and Manage Groups
To create a new group:

1 Click on the Manage menu tab. On the Manage tab, select the Registry management link, and then
click the Group management button. This returns the Group Management page.

2  Todisplay al groups ontheregistry, click Filter. Thisreturns a Group list like the one shown in
Figure 107.

3 Click the Add Group button. This returns a blank Add group page much like the one shown in
Figure 108.
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Figure 108. Add Group Page

| Add group

Group name:"

Group owner:” admin

Group visibility: {~ public {* private
Description: |

This group does not exist pet, Save fts properties fo be able fo add group members,

Save group properties ]

Back J

In the edit box labeled Group name, type the name of your group. In the edit box labeled Group
owner, type the owner of the group. The default owner is Admin. These two fields are required.

Use the radio buttons labeled public and private to set group visibility.

Both public and private groups are visible to al usersin the registry, meaning that all users are able
to seewhich groupsexist. Public and private groups differ in that members of public groupsarevisible
to al users of the registry whereas members of private groups are visible only to the owner of the

group.
Optionally, Enter a description of the group in the box labeled Description.

Click the Save group properties button. This returns the Userslist and Group member s sections
shown in Figure 107.
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Figure 109. Edit Group Membership

Add group
Group name:" |dem0_gr0up |
Group owner:* |admin |
(& public O private
Description: |dem0 group |
[ Save group properties ]

Lagin name ¥ |dem0% | Lagin name ¥ | |
Dls-playls -3of 3 m Dlsplaylns -zof 2

[} derno_corporate Corporate Demo User [} dero_jane Jane Demo

[0 demo_jane lane Demo = [0  democ_john lohn Demo

[0 demao_jshn lohn Demo 1

1 [ Select all ] [ Select none ]
[ Select all ] [ Select none ]
r Back

8 Inthe Userslist section, click Filter to display alist of all of the registry's users.
Use the drop down list in this section to sort users by L ogin name or Full name.

Use the text box to further filter users. Y ou can use % aswildcard in thisfield.

Check the boxes next to all members you wish to include, and click the right-pointing arrow (
) to move them to the Group member stable.

Group members are updated in the database once you click the arrow buttons.
Manage Group Membership
To add or remove members from a group:

1 Click on the Manage main menu tab.

343



Click on the Registry management link. This returns the main Registry Management page.

Click the Group management button. This returns the Group list shown in Figure 107.

3 Enter your search criteria, then click the Filter button. Click Filter without search criteriato return a
list of all groups.

4 Click the Edit button () in the row with the group you want to manage. This returns the Edit Group
page. Specify search criterion for user accounts, then click the Filter button.

5 Usethe arrow buttons ( and ) to add and remove users as shown in Figure 109

Permissions

This chapter describes how you can set permissions using the Registry Console. Before you start to work
with permissions, we recommend reading Permissions: Principles on page 389 to become familiar with
permissions principles.

HP SOA Registry Foundation uses the same interface for managing both user permissions and group
permissions. In this section we discuss user permissions, but group permissions are handled the same way.

Accessing Permission Management

To access permission management:

1

Log on asAdministrator or asauser who has permission to set permissions, as described in Permissions
Definitions on page 390.

Click the M anage main menu tab. On the M anage tab, select the Registry management link, and
then click the Per missions button.

Ontheinitial Select Principal screen, click Filter, without changing the default settings, to view alist
of al users (principals).

» Use the drop down list in this section, labeled Filter: to sort users by L ogin name or Full
name.

Use the text box to further filter users by name. Y ou can use % as wildcard in thisfield.
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Select the radio button labeled User to manage permissions for individual users. Select the button
labeled Group to manage group permissions.

Check the box labeled Show only user s/groups with some per mission to filter out principals who
have not already been granted permissions.

Thisreturns the list of users shown in Figure 110.

Figure 110. Select Principal

| select principal

Filter: | Login name v | | @ user O Group [ show only users with some permission

Displaying results 1 - 4 of 4

admin administrator E'EJED?T’lngiusst:;.Who is allowed to change configuration and manage @’/

derno_corporate Corporate Demo User Owner of entities published in Business Services Demo @//

dero_jane Jane Demo Jane works as HR department manager @//

dero_john John Demo John works in IT department @//
1

4 Click the Edit icon (¥ ) associated with the user or group whose permissions you wish to set.

Add Permission
To add permissions:

1 Access permission management as described above in Accessing Permission Management on page
344,

On the principal list page shown in Figure 110, click the Edit icon () associated with the group or
user to whom you wish to add permissions. On the returned Permissions page, click Add per mission.

3 AnAdd permissions page much like the one shown in Figure 111 will appear.
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Figure 111. Add Permission

| Add permissions

Principal demo_jane
Principal type user
Permission type: org.systinet. uddi. security. permission. ApillserPermission v

Permission name: org.systinet.uddi. account. AccountApi b

[] delete_userAccount

[] enable_userAccount

[] find_userAccount
Actions:

[] get_userAccount

[] save_userAccount

D*

( Cancel |( Save Changes y

4« Select thetype of permission from the drop down list labeled Per mission type.

e From the drop down list labeled Per mission name, select the name of the permission to add.

e Check the box(es) next to the actions associated with the permission name in order to grant
permission to perform those actions. Check the box next to the asterisk (*) to permit all the actions
on thelist.

5  Click Save Changes to save the permission.
Editing and Deleting Permissions

To edit apermission:
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1 Ontheprincipal list page shownin Figure 110, click the Edit icon (&) associated with the user whose
permissions you want to edit or delete.

2 If theprincipa has permissionsdefined, apermission list likethe one shown in Figure 112 will appear.

Figure 112. Permissions List

Permissions
Principal demo_jane
Principal type user
org.systinet.uddi.security .permission.ConfigurationManagerPermission account get , set @// T]_i

3 Click the Edit or Deleteicon ( ) associated with the permission you want to address.
Assigning Administrator's Permission

If you want to give administrator's permissionsto an existing user, you must assign the following permissions
typesto the user:

® org.systinet.uddi.security.pernission. Api Manager Per ni ssi on
® org.systinet.uddi.security.perm ssion. Api User Perm ssion
® org.systinet.uddi.security.perm ssion.Configurati onManager Permi ssion

For each Permission type set all Permission names and al actions using the asterisk (*)

Taxonomy Management

This chapter describes how administrators can build and maintain taxonomies using the Registry Console.
Before you start to manage taxonomies, we recommend reading User's Guide, Taxonomy: Principles,
Creation and Validation on page 247 to become familiar with taxonomy principles.

The following tasks are described in this chapter:
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e Finding taxonomies - How to locate taxonomies in HP SOA Registry Foundation.
» Uploading ataxonomy

» Downloading ataxonomy

To view the Taxonomy management page:

1 Log on as administrator.

2 Click the Manage tab under the Main menu, and then click on the Registry management link under
the M anage menu tab.

3 Click Taxonomy management. Thisreturns ablank Taxonomy management page. To view aselection
of taxonomies, select afilter from the drop down list labeled Show. Possiblefilters are:

* Favorite taxonomies

e Enterprise taxonomies

e All taxonomies hide system

e All taxonomies including system

Thisreturns alist of taxonomies similar to that shown in Figure 113.
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Figure 113. Find Taxonomy (Enter prise Taxonomies)

Find taxonomy

Show:

enterprise taxonomies
all taxonomies hide system
Displaying results 1 - 13 of 13 all taxonomies including system

ome ————— Joeserpion o

ntis-gowv:naics: 2002 Business Taxonomy: NAICS (2002 Release)
thomasregister-com:supplierID Thomas Registry Suppliers
ISO 3166 Codes for names of countries and their subdivisions.
ubr-uddi-org:iso-ch:3166-2003 Updated with newsletters ISO 3166-1 V-1, V-2, V-3, V-4, V-5, V-6,
V-7.

Category system consisting of namespace identifiers and the
keywords associated with the namespaces.

Identifier system used to point to the UDDI entity, using UDDI keys,
uddi-org:isReplacedBy that is the logical replacement for the one in which isReplacedBy is
used.

uddi-org: general_keywords

. A checked category system used to refer to the tModel of another
uddi-org:resource:reference

resource.
uddi-org:resource: type An checked category system used to indicate the type of resource
uddi-org: types UDDI Type Category System

Category system used to describe the protocol supported by a

uddi-org:wsdl:categorization:protocol wadl:binding

wddi-org: wadl: categorization: iransport Category system used to describe the transport supported by a

wsdl:binding.
uddi-org:wsdl:portTypeReference A category system used to reference a wsdl:portType tModel
uddi-org:wsdl:types WSDL Type Category System

Product and Service Category System: United Nations Standard

unspsc-org:unspsc:v6.0501 Products and Services Code {UNSPSC)

\ rEnterprise Taxonomies} r Upload Taxonomy

Use the page shown in Figure 113 to search enterprise taxonomies. Y ou can classify taxonomies according
to the following overlapping groups.
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e Enterprise taxonomies - The HP SOA Registry Foundation administrator can define which taxonomies
will be present in the enterprise taxonomies list. The Enter prise taxonomies button located in the
bottom part of Figure 113 allows you to manage a list of enterprise taxonomies for all registry user
accounts.

e Favorite taxonomies - All registry users can define their list of favorite taxonomies. See User's Guide,
favorite Taxonomies on page 279 for more information on how to manage your list of favorite taxonomies.

» System taxonomies - When you edit a taxonomy you can assign whether the taxonomy is a system
taxonomy using the check box System taxonomy.

Thereason for thistaxonomy classification isto make taxonomy management and UDDI entity categorization
easier.

If you want to manage taxonomies which are not in the enterprise taxonomy list, select see all taxonomies
including system taxonomies from the drop down list labeled Show. The page shown in Figure 114 will
appear. Y ou can search taxonomies using the following criteria: taxonomy name, type, compatibility, and
validation.
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Figure 114. Find Taxonomy
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Finding Taxonomies
To locate ataxonomy in HP SOA Registry Foundation:
1 Log on asadministrator.

2 Click the Manage tab under the Main menu, and then click on the Registry management link under
the M anage menu tab.

3 Click Taxonomy management. Thisreturnsablank Taxonomy management page. Select afilter from
the drop down list labeled Show. Possible filters are:

e Favorite taxonomies
e Enterprise taxonomies
e All taxonomies hide system
e All taxonomies including system
Thisreturns alist of taxonomies similar to that shown in Figure 113.
4 Onthereturned Find taxonomy page, you can further filter the results by
a  name
b type- Typesare discussed in Taxonomy Types on page 248
c  compatibility
d validation
5 Fromthelist of taxonomiesthe fit thefilter criteria, select the taxonomy you wish to view by clicking
on its name.
Uploading Taxonomies

To upload ataxonomy:
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1 Log on as administrator.

2 Click Manage main menu tab, then click on the link Registry management under the M anage menu
tab.

3 Alist of taxonomies like the one shown in Figure 114 will appear.
4 Click the Upload taxonomy button.
5  Choose ataxonomy file using the Browse button.

6 Click the Upload taxonomy button.

) 2 Theformat of dataon thispageis described in the Persistence Format on page 456 of the Devel oper's
Guide.

) 2 To upload multiple taxonomies at once you should add them into one ZIP archive and upload this
archive.

Downloading Taxonomies
There are two obvious cases in which you will want to download a taxonomy from the database:

1 If you are planning to edit the taxonomy, it is good to keep a safe copy for version control. You can
either edit the downloaded copy directly, and even manageit through a versioning system, or keep the
downloaded copy as the safety copy and edit the taxonomy directly through the Registry Console and
save changes directly to the database.

2 You may wish to replicate the taxonomy for other systemsin other departments of your organization.
These departments or branches may even tailor the taxonomy for their own purposes.

To download the taxonomy, click the Download (&) icon. This returns the system Save file dialog. The

default namefor the destination file isthe taxonomy namewith a. xni extension appended. Renamethefile
if you choose, then save the taxonomy file as you would any other.

353



Deleting Taxonomies

If at any point you decide that ataxonomy is no longer necessary, you can delete it by clicking the Delete
taxonomy icon (W) in the Find Taxonomy page.

» Because this procedure isirreversible you will be asked to confirm your deletion.

Replication Management

Selective One-way Replication is a subscription-based replication mechanism under which aslave registry
retrieves update and change notifications from amaster registry. The slave registry then appliesthesetoits
own data.

Replication is set up by a subscription defining the set of businessEntities or tModels being replicated. The
subscription filter isafind_business or find_tModel query with no special requirements.

Each timereplicationisinvoked, the daveregistry retrievesaset of changed businessEntities and referenced
tModels. The tModels are referenced in tModel K eys of either tModel I nstancel nfos or keyedReferences.
These changes are then saved.

> Referenced tModels are only replicated if the slave registry does not already contain them. If a
tModel isalready present in the slave registry, it will not be replicated to the dave registry, even
if the tModel has been modified in the master registry.

) 2 Replicated data should not be changed because such changesin the slaveregistry will be lost when
someone changes these entitiesin the master registry and the replication is automatically processed.
Note also that replicated data should be stored under an account having administrator's privileges
(admin).

Replication may fail or produce warning messages. The failure may occur for one of the following reasons:
» The master registry is not accessible or the connection is broken during data replication;

e Saving/Deleting of a subscribed businessEntity on the save registry fails.
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A warning is produced when;

e The subscribed businessEntity is not accessible on the master registry. For example because of ACL
GET denied permission;

» Referenced tModels are not accessible on the master registry;
* Referenced tModels are saved/del eted.
Replication tries to obtain all changes to subscribed data since the last successful replication.

Replication process logs can be found in the REG STRY_HOMVE/ | og/ repl i cati onEvent s. | og file. Y ou can edit the
REG STRY_HOMVE/ conf /| og4j . conf i g and make replication logging more detail ed by uncommenting the following
statement:

| 0og4j . category.replication_v3.com systinet.uddi.replication.v3.ReplicatorTask=DEBUG replicationLog

> Each registry must have a unique Operator Name. Thisvalue is set in the SMTP Configuration
step during Registry installation. The Operator Names for the master registry and for any dave
registries must not be the same.
Master Registry Setup
To set up the master registry:

1 If you do not have an account on the master registry, you must create one. It can be astandard account.

» The default subscription limit for a new user isfive. The HP SOA Registry Foundation
Administrator may increase the subscriptions limit for the user.
2 Log into the master registry account.
3 Create asubscription for the replication with the following details:
e The subscription filter must be afind_business or find_tModel query.

e Set the Notification listener type drop down list to None
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e Thebrief optionisrecommended to reduce the amount of transferred data.

For more information, please see Publishing Subscriptions on page 309.

Slave Registry Setup

> Only the administrator of the slave registry should do this.

There are two parts to the slave registry configuration:

Master registry information including the location of master registry endpointsfor inquiry, subscription
and security APIs, and the username/password pair on the master registry needed to obtain notifications;

Slave registry information including the username/password pair on the slave registry for the user who
will own the replicated data, and the notification interval.

To set up replication:

1

2

Log on as Administrator to the slave registry.

Click the M anage main menu tab, then click on the link Registry management under the Manage
menu tab.

Click Replication management. Thisreturns alist of replications.

Click Add replication.

Fill in the form under the Master tab as described in Figure 115.

Fill in the form under the Slave tab as described in Figure 116.

Specify permissions for replicated data under the Per missions tab as shown in Figure 117.

Click Savereplication.
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Figure 115. Add Replication M aster

( Add replication

Master registry
User name:’
Password:’

Retype password:®
Inquiry URL:*
Subscription URL:"

Security URL:"

tModel subscrption key:

Replication subscription key:*

|admin

|http:ffserver1.com:BDBDfUddiﬁnquiry

FERMIZSIONE

|http:ﬂser\rer1.com:BDBDfuddifsuhscription

|https:ﬂser\rer1.com:BfifiSIuddiJ’security

( Save replication |(

Cancel

configuration file.

User name - Name of the user who created the replication subscription on the master registry

Password - Password of the user who created this subscription. This password is encrypted in the

URLsof Master Registry - All URLs (Inquiry URL, Subscription URL and Security URL) must refer

to the same master registry. Moreover the URLSs must not refer to the slave registry itself, otherwise
you can loose some data.

e Inquiry URL - Inquiry URL of master registry. For example,

htt p: // mast er . nyconpany. com 8080/ uddi /i nqui ry. Theinquiry URL isused to obtain full standard UDDI

v3 structures.

) 2 UDDI v2 keys are not included in the UDDI v3 structure and replicated structures differ
with regard to v2 keys. To replicate v2 keys, specify the URL of the proprietary inquiry
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API, which returns extended structuresincluding v2 keys. Thisextended API hasthe context
/ uddi / export . For example, http://mast er. myconpany. com 8080/ uddi / export .

e Subscription URL - Master registry's subscription URL. For example,
http://master. myconpany. com 8080/ uddi / subscri pti on.

e Security URL - Master registry's security URL. For example,
https://master. myconpany. com 8443/ uddi / security.

* Replication subscription key - key of thefind_busi ness or find_t Mdel subscription from the master
registry.

e tMode subscription key - key of the helper subscription for changes to tModels from the master
registry.

Figure 116. Add Replication Slave

Add replication ]
Slave registry
Replication -
. |my replication |
name:
Disabled: F
User name:" |admin | H
D 1 [ | FERMISSIONS
d: |

Re

type . |---------- |
Replication ] years ] months ] days ]

Lo
period: hours 0 minutes 0 seconds
Last
replication Unknown
time:

( Save replication |( Cancel
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Replication name - Name the replication for better orientation within the list of replications.
Disabled - Check this box to disable replication.

User name - User account name under which replicated data will be stored.

> The user must have the Api Manager Per ni ssi on 0N
org. systinet. uddi.client.v3. UDDI _Publication_Port Type API for all * actionsto be ableto generate
keys without having the appropriate keyGenerator. For more information, see User's Guide,
Generating Keys on page 242. By default, the only user who can do thisis the admin.

Replication period - Specify the period between replications by entering the appropriate number in the
boxes for years, months, days, hours, minutes, and seconds. The default period is one hour.

Last replication time - The date and time when the last replication occurred.
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Figure 117. Add Replication Permissions

Add replication ]
Permissions
[Veer/groupneme — [Find _ |Get _ lSave  |Delewe | | |
demo_corporate *® *® X b4 @ _ﬁ
dermo_jane R R 0 . @ _ﬁ
dermo_john allowed V|| allowed V|| allowed V|| allowed V| g ?
Find users/groups
. @® -
O group
Displaying results 1 - 3 of 3
[ feseme 0 s feEmwe
Owner of entities published in
|:| derno_corporate Corporate Demo User Business Services Demo

Jane works as HR department

® 0y
[ T
FERMIZSIONG

[0 demo_jane Jane Demo manager
[ demao_jahn John Demo John works in IT department
1
[ Select all ] [ Select none ] Add selected users
( Save replication W( Cancel

In the page shown in Figure 117, the administrator can set up permissions for replicated data. If you do not
enter any data on this page, all users from the slave registry havefind and get permissions on replicated

data.

To specify permissions on replicated data:

1 Enter afilter criteriafor users or groups, and click Filter.

2 Check the box in front of users or groups. Then, click the Add selected user s button. Selected users

or groups will be added to the permissions list.

3 Click the Edit icon to change permissionsfor Find, Get, Save and Del et e Operations

4 Click the Save replication button.
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) 2 Use the button Replicate now on the replication page to test the replication settings.

Replacing UDDI Keys

Replacing keys of businessEntities, businessServices, tModel's, and bindingTemplatesisintended to correct
errorsin keys before entities are commonly used by users.

To access the key replacement page:
1 Log on asadministrator.
2 Click the Registry management link under the M anage tab.

3 Intherow labeled Replace UDDI keys, click the appropriate button tM odel, business, service, or
binding.

) 2 Thereplace key operation can break digital signatures on changing entity aswell as on other entities
which reference to the changing entity.

Replacing tModel keys

When you replace atModel key, the key will be updated in the following data structures:
* tModd

* keyedReferenceGroups

* keyedReferences

» tModellnstancelnfos

* publisherAssertions

* addresses

e taxonomies
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Replacing businessEntity keys

When you replace a businessEntity key, the key will be updated in the following data structures:

* businessEntity

e services

* keyedReferences

Replacing businessService keys

When you replace a businessService key, the key will be updated in the following data structures:
* businessService

e bindingTemplates

» keyedReferences

Replacing bindingTemplate keys

When you replace a bindingTemplate key, the key will be updated in the following data structures:
e hindingTemplate

» keyedReferences

» subscriptions

e hostingRedirector

e accessPoint with bi ndi ngTenpl at e USETYpE

Registry Statistics

Registry statistics include statistics on::

» UDDI structure counts versus limits imposed by the product license;
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e invocations of registry APIs;

« UDDI structure counts generally;

To access the registry statistics page:

1 Log on as administrator.

2 Click the Registry management link under the M anage tab.
3 Click the Statistics button.

4 Thepage similar as shown in Figure 118 will appear, summarizing publishing limits imposed by the
product license, current counts and the number remaining.

Figure 118. Statistics - Publication Limits

Systinet Registry statistics & [F

UDDI structure limits ' B,

| STRUCTURE

Business entity 500 10 490 dl s

Business service 1000 95 905 friusnst

Binding template 500 178 322 B
u =

tModel 1000 310 690 STRUCTURE

Reset all statistics ]
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Click the API Usage tab and you will see apage asin Figure 119 showing the number of requests for
each API, number of unsuccessful requestsand datetime of last API call. Y ou can reset count separately
for each API by clicking the Reset button or reset counts for al APl by clicking on the Reset all
statistics.

Figure 119. Statistics - APl usage

-

Systinet Registry statistics

uDDI API usage

S S S ™ S

org.systinet.uddi.client.v3.UDDI_Inquiry_PortType Nowv 11, 2005 5:09:33 PM
find_tModel 13 o] MNew 11, 2005 5:09:33 PM
get_businessDetail 16 1 Mo 9, 2005 8:25:56 PM

get_tModeiDetail 289 1 MNew 11, 2005 5:09:11 PM
get_operationalinfo 13 lu] Mow 11, 2005 5:02:21 PM
get_serviceDetail 2 4] Mov 2, 2005 4:24:45 PM

find_business 5 lu] MNow 9, 2005 12:34:04 PM
[ Reset ]

I S S ™ S

org.systinet.uddi.statistics.StatisticsApi 0 Nowv 11, 2005 6:15:35 PM
get_structureStatistics 1 4] Mow 11, 2005 5:54:24 PM
get_access Statistics 2 lu] Mow 11, 2005 6:15:35 PM
get_statisticsInfo 1 0 Now 11, 2005 5:54:25 PM
[ Reset ]
S == W = === W—
org.systinet.uddi.configurater.ConfiguratorApi Hov 9, 2005 4:16:59 PM
get_configuration 14 0 Mowv 9, 2006 4:16:55 PM

[ Reset ]

I S S T N

& [F

r Reset all statistics
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6 You can click on the Structur e tab. The page similar as shown in Figure 120 appears. On that page
you can see number of UDDI entities stored in HP SOA Registry Foundation.

Figure 120. Statistics - Structure

' Systinet Registry statistics & [F

UDDI structure usage B

alll it
STRUCTURE

businessEntity Jl E‘&‘
businessService AFI USAGE

binding Tem plate
thiode!
tModel (deprecated)

ERE )
T

i
STRUCTURE

w
(=]

publisherAssertion
subscription
account

account (blocked)
account (external)
groups

groups |private)

o0 w O O »n O MmO

groups (external)

@
[+7]

taxonomy
taxonomy (checked)

8 &

taxonomy {unchecked)
taxonomy (unvalidatable)

B

taxonomy (internal)

Reset all statistics ]

Management of configuration - User Interface

Configuration Management User Interface is available on the Registry Console, "Manage" tab, "Registry
management" sub-tab (default), Configuration management button.

This management tool has two main parts designed for the following tasks:
1 Inspection of current configurations and their history.

2 Saving configuration states into collections to compare or restore them later.
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Current configurations and their history
View configuration

Figure 121. View of current configurations

Configuration management &
A list of current configurations and their history =
The list contains links to current configurations. Their older versions are accessible under "view all revisions"
calumn. Older configurations are not retained indefinitely, they are deleted according to configuration management
settings. You can sort alphabetically or by time by clicking on the relevant column heading. IEIJ

COLLECTIONS
account Sep 4, 2006 1:21:27 PM
account_core Sep 4, 2006 1:31:11 PM
account_list Sep 4, 2006 1:21:27 PM
admin_utils Sep 4, 2006 1:21:27 PM
application_core Sep 4, 2006 1:45:16 PM
bsc Sep 4, 2006 1:21:33 PM
bsc_web Sep 4, 2006 1:21:33 PM
bsc_web_component Sep 4, 2006 1:21:33 PM
category v3 Sep 4, 2006 1:21:27 PM
component_description Sep 4, 2006 1:21:33 PM
config_management Sep 4, 2006 1:21:27 PM
) cluster-2 Sep 4, 2006 1:24:06 PM
configurator
cluster-1 Sep 4, 2006 1:21:27 PM
custody_v3 Sep 4, 2006 1:21:27 PM ﬂ
|' Back

This view shows current configurations. Y ou can either sort it alphabetically or by time by clicking on the
relevant column heading. Configurations that are local to a cluster node are displayed for al nodes. You
can switch to the named collections view with the left tab.

Two actions are available:

1 View the current configuration by clicking on the configuration name or in the case of cluster-loca
configurations on its Node ID.

2 View al versions of some configuration by clicking on theicon in the last column.
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When thelist is sorted by time the configurations with the same name but different Node I Ds are not grouped
together.

All versions

Figure 122. View of all versions

| All versions

A list of versions for the selected configuration

This is the list of all versions of the configuration with name 'application_core'.
application_core Sep 4, 2006 1:45:16 PM default application_core.xml yes
application_core Sep 4, 2006 1:45:11 PM default application_core.xml
application_core Sep 4, 2006 1:45:11 PM default application_core.xml
application_core Sep 4, 2006 1:40:31 PM default application_core.xml
application_core Sep 4, 2006 1:40:27 PM default application_core.xml
application_core Sep 4, 2006 1:40:27 PM default application_core.xml
application_core Sep 4, 2006 1:31:21 PM default application_core.xml
application_core Sep 4, 2006 1:31:18 PM default application_core.xml
application_core Sep 4, 2006 1:31:18 PM default application_core.xml
application_core Sep 4, 2006 1:31:11 PM default application_core.xml

Thisview shows all versions of a specified configuration. If such a configuration islocal, multiple entries
may be marked as latest, one for each node. Latest nodes are also highlighted. The Length of thislistis
limited by rules for retaining older configurations (see Configuration in database section).

Clicking on a configuration name will show the configuration which is described in the row.
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Configuration view

Figure 123. Configuration view

| view Configuration

[+] o

Configuration View

The configuration shown below is for configuration name 'application_core', node ID ", space 'default’, and file name
‘application_core.xml' from Sep 4, 2006 1:45:11 PM.

Latest (Later) Sep 4, 2006 1:45:16 PM =28
This Sep 4, 2006 1:45:11 PM This
Older Sep 4, 2006 1:45:11 PM =28
Oldest Sep 4, 2006 1:31:11 PM =28

<?7xml version="1.0" encoding="UTF-8"7>
<config name="application_core”:>

<!-- configuration of jobExecutor --= =
<key>sYgSgmpgnMZcqgpbGeMY /H1 /2FPw2TexI< key>
<limits=

<notification:

<emails unit="percent”>
<mail 1imit="100" type="businessEntity” />
<mail 1imit="100" type="businessService” />
<mail 1imit="100" type="bindingTemplate” />
<mail 1imit="100" type="businessService” />

<defaultMessageX5LlTransformationTModel>uddi :systinet.com:limit:defaultMessageEmailXsLlT</¢
</emails>
<loggings ﬂ

( Back |( Back to Management |( Reactivate

A

This view shows specified configuration information including the content. There are also links to related
versions of the configurations (such aslatest, later, older, or oldest). Y ou can seethese related configurations
by clicking on the view icon or compare differences between the displayed version and a selected version
by clicking the differencesicon in the selected row.

If the displayed configuration is not the latest, a Reactivate button appears in the window. Itsfunction is
to make the displayed configuration active (after confirmation). It does so by adding it asanew configuration
entry with the latest time stamp.
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Differences

Figure 124. Differences

| Differences

[+] o

Differences

Differences between versions from Sep 4, 2006 1:31:11 PM (old) and Sep 4, 2006 1:45:16 PM inew) for configuration
name 'application_core', node ID "', space 'default’. and file name 'application_core.xml'.

Ignore white space I

Include full non-changed

text I_

Legend: Insert is marked like this, only appears in the newer file. Dels
Lines containing changes are marked like this. Information about omltted Ilnes is marloed IlkE thls.

<?7xml version="1.0" encoding="UTF-8"7>
<config name="application_core”:>
<!-- configuration of jobExecutor --=
<key>sYgSgmpgnMZcqgpbGeMY /H1 /2FPw2TexI< key>
<limits=
<notification:
Skipped 11 lines
</logging>
</notification=
</limits>
<jobExecutor>
<threads>2</threads>
</jobExecutor: [
<mailzx
<smtpHostName>barfee@systinet. com</smtpHostNames
<smtpPort>25</smtpPort>
<smtpAuthUser />
<defaultiendar /= ﬂ

( Back |( Back to Management

y

Thisview can be invoked from the configuration view. It shows a comparison between two versions of the
configuration. Y ou can alter the optionsfor differences comparison: whether it is case sensitive and whether
the full text is shown or omitted.
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Named collections of configuration

List of named collections

Figure 125. List of named collections

Mamed Collections of Configurations

Mamed collections of configurations are persistent. They can be recalled at any time after their creation.
This list contains all named collections of configurations.

Aall
b Time St Delet:
_m

Version from 20060904 this version was tested to Sep 4, 2006 1:33:33 —"‘
work ok PM
\(f;]rsmn from 20060904 this version works too Sep 4. 2?,?: 1:42:18 _i == O

Fill4n & name and press the button below to create a collection and populate it with the current set of configurations.

Name:"

Description:

Make a smapshot

Configuration management &

B

COHFIGURATIONS,

COLLECTIONS.

This view shows named collections of configurations which are stored in the database. It also allows you
to capture the current state of configurations into such a collection so that you can later compare or restore

them.

Creating new collectionsis easy. Just fill in the name and optionally the description of the collection and

press the M ake a snapshot button.

Once some collections are created, you can view their contents (by clicking the name) and compare them

to the current set of configurations (by clicking the differencesicon).
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Activation of acollection meansthat al configurationsthat the collection holdswill be added as new current
configurations. Activation can be done on the collection as awhole (by clicking theiconin this view) or
selectively on specified configurations (by button in the collection configuration view). Before activation
proceeds a confirmation is required.

All Differences

Figure 126. All Differences

All Differences

[ gm

All Differences
This is view of differences between named collection and current active (latest) configurations.

Ignore white space I

-

Include full non-changed
text

Legend: |nsert is marked like this, only appears in the newer file. Dalata i

Lines containing changes are marked like this. Information about omltted Ilnes is marloed IlkE thls

Configuration from collection (old):

Configuration Name Node ID Configuration Space m Time Stamp

security default securityxml Sep 4, 2006 1:31:08 PM

Current active configuration (new):

Configuration Name Node ID Configuration Space m Time Stamp

security default securityxml Sep 4, 2006 1:45:12 PM

Differences:

<?7xml version="1.0" encoding="UTF-8"7>
<config name="security” savingPeriod="5000">
<!-- mapping of common interface to relational-database implementation --»
<backendMapping name="backendMapping” >
<interfaceMapping
className="com.systinet.uddi.security.database.DBSecurityApiImpl”
interfaceName="com.systinet.uddi.security.SecurityBackendapi™ />
</backendMapping>
<securitys
<guthInfoTimeQut>18003600< /authInfoTimelut>
<keyIdentityrauthTokenIdentity</keyIdentity>
<keyPassword_coded>veV11lo4QBpY9oEDgfggAfw==</keyPassword_coded>
<tokenCreationTimeTolerance>5000</tokenCreationTimeTolerancex

<tokenFactory>com.systinet.uddi.security.token.NonS50TokenFactory</tokenFactory>
</security>
</configs

Configuration from collection (old): =

L ( Back W( Back to Management |
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Thisiswhat a comparison between a collection and the current set of configurations looks like. It shows
the differences of matching pairsof all configurations. Matching configurations where no differences appear
are listed below. Non-matching configurations (when the configuration appears in the collection only or in
the current set only) are also listed below.

Y ou can ater the options for differences comparison: whether it is case sensitive and whether the full text
is shown or omitted. It is not recommended to show full text in all differences because the resulting page
might get very long.

View collection

Figure 127. View collection

| View Collection

View Collection =
This is a named collection. It is persistent and will not be automatically deleted when it is old. You can delete it manually:
version from 20060904 Sep 4, 2006 1:33:33 PM this version was tested to work ok
This collection contains these configurations:
account default account.xml Sep 4, 2006 1:21:27 PM
account_core default account_core.xml Sep 4, 2006 1:31:11 PM
account_list default account_list.xml Sep 4, 2006 1:21:27 PM
admin_utils default admin_utils.xml Sep 4, 2006 1:21:27 PM
application_core default application_core.xml Sep 4, 2006 1:31:21 PM
bsc BSC bsc.xml Sep 4, 2006 1:21:33 PM
bsc_web BSC web.xml Sep 4, 2006 1:21:33 PM
bsc_web_component BSC web_component.xml Sep 4, 2006 1:21:33 PM
category_v3 default category_v3.xml Sep 4, 2006 1:21:27 PM
component_description BSC component_description.xml Sep 4, 2006 1:21:33 PM
config_management default config_management.xml Sep 4, 2006 1:21:27 PM
configurator cluster-1 default configuratorxml Sep 4, 2006 1:21:27 PM
configurator cluster-2 default configuratorxml Sep 4, 2006 1:24:06 PM ﬂ
( Back |( Back to Management

y

Callection content usually looks like this. When you click on the configuration name its view with actions
is displayed.
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View configuration

Figure 128. View configuration

View Configuration

[ gm

View Configuration

Collection name Collection Time Stamp Collection Description

version from 20060904 Sep 4, 2006 1:33:33 PM this version was tested to work ok
[Confguration tiame | ode 1D | Configurstion Space | Flefiame | Timestamp |
application_core default application_core.xml Sep 4, 2006 1:31:21 PM

<?7xml version="1.0" encoding="UTF-8"7>
<config name="application_core”:>

<!-- configuration of jobExecutor --=
<key>sYgSgmpgnMZcqgpbGeMY /H1 /2FPw2TexI< key>
<limits=

<notification:

<emails unit="percent”>
<mail 1imit="100" type="businessEntity” />
<mail 1imit="100" type="businessService” />
<mail 1imit="100" type="bindingTemplate” />
<mail 1imit="100" type="businessService” />

<defaultMessageX5LlTransformationTModel>uddi :systinet.com:limit:defaultMessageEmailXsLlT</¢
</emails>
<logging>
<startupMsg>true</startupMsg>
<msgAfterPublishing>false</msgafterPublishing>
</logging>
</notification=
</limits>
<jobExecutors =l

( Back W( Back to Management W( Differences W( Activate )

This view shows a configuration stored inside a collection. Y ou can see the comparison between this
configuration and the current configuration by clicking on button Differences. Y ou can also make this
configuration the current with the Activate button (after confirmation).

Registry Configuration

Registry configuration is used whenever you want to set up the database, registry parameters, or account
properties.

To access Registry configuration:
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1 Logon as administrator or as a user with privilege to display the M anage tab. For more information,
see Rules to Display the Manage Tab.

2 Click the Manage main menu tab.

3 Select the Registry configuration link under M anage tab. This returns the Registry configuration
panel shown in Figure 129.

Figure 129. Registry Configuration

Registry configuration & F
Application Core o
Threads: @
"""""""""""""""""" DATABASE
o

SECURITY
|Smtp.mycom.com | ”
[25 | e
|Smtpuser | ﬁ
|....... | SRR

7
|....... | “h
SUESCRIFTION
|uddiadmin@mycomp.com | 9."-
[uddiadrmir| | oo

( Save configuration W( Cancel

The Registry configuration panel includes the following tabs:

» Core Config

e Database
e Security
e Account

374



e Group
*  Subscription

Inthis part of the chapter, each of these sections settingsisdescribed in detail. Fields marked with an asterisk
(*) are the most important.
Core Conlfig

Threads
Maximum number of threads used in statement execution

The default is 2.

Mail
SMTP Host Name, SMTP Host Port, SMTP Auth User, SMTP Auth Password, Default sender
email, and Default sender name are used to set up the entity that sends emails on behalf the registry
administrator.

Database

This section details how to set up the database connection. The default values are set according to the
database chosen at installation. For details, please see Table 5.

) 2 Database installation, that is, creating the database schema and loading basic data, is described in
Database Installation on page 91.
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Figure 130. Registry Configuration - Database

Registry configuration & [ A
o
Backend type: |HsaL v] |_core comrie
voctrame: _ [ocahos | -
Port: o001 |
Databasename ------------- |C:\systinet\typhonn\registryEEﬁhsqldhfuddinndei ss%v
Username ------------------ |uddiuser | y
werpamert Frases | =
Retype password: [eevese | #

_____________________________ GROUF

o2
Connection Pool o

. SUESCRIFTION
Default pool size:

=
Maximum pool size: a g

HODE

Database cache

Enabled:

Save configuration Wr Cancel

Backend type *

A menu of databases from which to select the vendor of your database.
Hosthame *

Database host name or |P address, for example, dbser ver . nyconpany. com
Port *

Database port number. For default values see Table 5. Notethat if you are using the HSQL database,
it is embedded in the same JVM and therefore the port number isignored in this case.
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Database Name *
Database name; for example, uddi node

User Name*
User name; uddi user by default

User Password *
Database user password;uddi by default

Default pool size
Count of concurrent database connectionsinitialized at start time

Max pool size
Maximum count of concurrent database connections. Each request books one connection until the
request is served. If al connections are booked and new request comes in, the connection pool
creates anew connection till the maximum count is reached. If this maximum is reached and new
reguest comesin, thisrequest must wait for afree connection to be released by a previous request.
Pool cleaning interval
How often database connections are closed over the default count. This value representstimein
hours.
Database cache
Thisis used for performance optimization.

Table 5. Default Portsfor Supported Database Servers

Database Default Port
Oracle 8i 1521
MS SQL 2000 or 2005 1433
DB28.0 6789
Sybase ASE 12.5 5000
PostgreSQL 5432
hsgldb 1.7.3 -
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Security
On the Security tab, you can configure your digital signature token and key properties.

Figure 131. Registry Configuration - Security

'.Registrv configuration & F .

Security j
AuthInfo Time Out: |3EDD | CORE CONFIG
Token Creation Time Tolerance: |SDDD | ::i'ﬁsz
Token Signature:

:ﬁ

v

CCOUNT

ol

o
Pt °)
SUESCRIFTION
S

HODE

w

F
H

L7

o
S

( Save configuration |( Cancel

Authlnfo Time Out

Authorization token is obtained by invoking the get _aut hToken method. Thistoken is used for each
operation on the publishing port. Here you can set up the authorization token time-out in seconds.
The default valueis one hour.

Token Creation Time Tolerance
Toleranceinterval of token validity, expressed in milliseconds

Token Signature
Whether authorization token is signed. We recommend you toggle this switch on.
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Account

On this tab, you can specify accounts properties applicable for all HP SOA Registry Foundation user
accounts.

Figure 132. Registry Configuration - Account

Registry configuration & F
Account y
Account Settings CORE CONFIG
Backendtype: database (11
Default result size: DATREAZE
Confirm registrationby
O fL
email: ] szc%v
Confirmation URL: |fconfrmAcc0unt?uSerName=%u&enahIeCode=%c | y
ACCOUNT

Default User Limits ﬁ
Business entities: |1 | SROUR
______________________________ o
Business services: |4 | "%
------------------------------ SUESCRIFTION
Binding templates: |2 | a'
______________________________ ?
TModels: [100 | -
Publisher assertions: |1 ] |

Subscriptions: |5 |

( Save configuration W( Cancel
Backend type

Thisfield is not editable. Its value is specified during installation.

Default result size
Number of items returned in search results when querying accounts

Confirm registration by email
Check thisbox if you would like new users to confirm account creation.
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Confirmation URL
URL where new users can confirm registration

Default User Limits. Limits are used as default values only when creating a new account. Accounts that
exist at the time of change are exempt from new limit values. Limits for existing accounts can be updated
with the Account Management tool.

Business entities
Business entity limit; default is 1.

Business services

Number of allowed business services per business entity; default is 4.
Binding templates

Number of allowed bindingTemplates per businessService; default is 2.

TModels
Number of allowed tModels; default is 100.

Publisher assertions
Number of allowed relationship assertions; default is 10.

Subscriptions
Number of allowed subscriptions saved by user. Default is 5.

Group

On thistab, you can specify the properties of the group API.

Backend type
Not editable, thisfield's valueis specified during installation.

Default result size

Number of items returned in search results when querying groups; the default value for thisfield
is10.

Subscription

On the Subscription tab, you can configure server limits for subscriptions. If auser saves a subscription
which does not match these limits, the registry automatically adjusts the user's values.
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Figure 133. Registry Configuration - Subscriptions

Subscription

o years |[J months |0 days |1
Minimal Notification Interval:

hours |0 minutes |30 seconds

Sender Pool Size: |3 |

Transformer Cache Size: |31 |

'Registrv configuration & F .

CORE CONFIG
DATAERSE
E13
SECURITY
ICCOUN
GROUF
s.&g
SUESCRIFTION

ga

HODE

F

( Save configuration |( Cancel

There are three fields to configure on this tab:

Min. notification interval
Minimal interval between notifications provided to a subscriber

Sender Pool size
Number of stubs ready for notification

Transformer Cache Size
Number of cached XSLT transformations

Node

On the Node tab, you can configure UDDI node properties.
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Figure 134. Registry Configuration - Node

( Registry configuration

Default key gener ator

The Default Key generator tModel alows the Registry to generate keys in the form domai n: string
instead of only in theform uui d. For example, uddi : nyconpany. com nyser vi ce: 61c08bf 0- be41- 11d8- aa33-
b8a03c50a862 instead of only 61c08bf 0- be41- 11d8- aa33- b8a03c50a862. Enter the key of the tModel that
isthe key generator. For example, if you enter uddi : nyconpany. com nyser vi ce: keyGener at or , keyswill
be generated with the prefix uddi : nyconpany. com nyser vi ce: . For more information, please see

& [
Node 2
Default key |dd - kol | CORE CONFIG
generator: uddi:mycompany. com:myserice: keyGenerator o«
Operator name: |Systinet | ATRERSE
E:: ! ! |uddi:systinet.com:uddinodehusinessl—(ey | ?l
o - N 'k N SECU‘RJIY\‘
k:y 2: |8f3033d0-022f-1 1d5-b34b-ccb63ab09294 | y
Web UL URL: |http:ﬂlocalhost:BDBDIuddia’weh | BECOUHT
tModel deletion: *
GROUF
g
2o
SUESCRIFTION
20
.N.ODE
( Save configuration |( Cancel

Publisher-Assigned Keys on page 242 in the User's Guide.

Operator name
The name of the operator of the UDDI node. The default entry for thisfield is configured during

installation.

Operational business key

The key of the Operational business entity. This entity holds miscellaneous registry settings such

as the validation service configuration.
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Operational business key v2

The key of the Operational business entity in UDDI v2 format.
Web Ul URL

The URL of the Registry Console.
tModel deletion

If thisbox is checked then del eted tM odel s are del eted permanently. Otherwise, tModels are marked
as deprecated. (Deprecated tModels are visible by direct get tModel call, but do not appear in any
search results.)

Configuration in Database

HP SOA Registry Foundation uses many configuration files. They are stored in REG STRY_HOMVE\ app\ uddi \ conf
and REG STRY_HOME\ wor k\ uddi \ bsc. j ar\ conf directories. Some of them may be changed during setup or with
web interfaces.

Each such configuration fileis an XML file containing tag config with some information about how the
configuration file is used.

These attributes are generally recognized:

Table 6. Attributes of config tag

Attribute Meaning Optional Default value
name configuration name no
local true when thefileislocal to the cluster node yes false
updateDB when true the file is stored in the database on HP SOA yes fase
Registry Foundation start
history when false configuration history is not logged yes true
savingPeriod | delay before changes in memory are written to filein yes 2000
milliseconds

The most important attribute is nane which isthe identifier by which HP SOA Registry Foundation triesto
find the configuration. Some configuration files have attribute | ocal Set to true. That means that the
configuration is only used by this HP SOA Registry Foundation and other Registriesin the cluster will not
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shareit. Other nodes will have their own independent versions. These cluster nodes are distinguished by
the Node ID which is specified inside nodei d. xi . If itsvalue is empty, aunique ID will be generated at HP
SOA Registry Foundation startup.

The configuration files are always present in the directories, however their copy isin the database. If a
configuration fileis present in both database and file-system, the one in the database has priority. After the
initial startup of HP SOA Registry Foundation all configurations are put into the database. When HP SOA
Registry Foundation needs to change some configuration settings it does so in the both the database and
file-system.

If auser or another program like HP SOA Registry Foundation setup wants to edit the configuration file
the priority of the configuration in database has to be overridden. This can be done in two ways:

1 By setting attribute updat eDB to true in the top-level tag confi g in al configuration files where
modifications have been done. Once HP SOA Registry Foundation starts, the attribute will be
automatically removed.

2 By setting attribute updat eDBAl | (Seein table below) to true in tag dbconf i g in dat abase. xnt Once HP
SOA Registry Foundation starts the attribute will be automatically cleared. There can be also time
stamp in this attribute in format like 20070321133058 where digits denote year, month, day of month,
hour, minute, and second in GMT time zone. Such time stamp is compared to time stamp in database.
When config files have more recent time, they will be put in database on HP SOA Registry Foundation
start. When stamp in database is more recent, database version will be used. In both cases the attribute
will be cleared.

Time stamp in updat eDBAl | iS used by setup. Each time setup task is run it updates time stamp except
for task that do not modify configuration files like drop database and backup. Purpose of the time
stamp isto prevent overwritting current configuration with old one while redeploying same EAR/WAR
file to application server.

When HP SOA Registry Foundation operates in cluster mode the other means than the time stamp is
used for synchronization. Clocks on cluster nodes are assumed to be not enough precise for that, but
enough precise for redeployment and configuration changes. There isonly one time stamp in
database.xml, individual configuration files allow only true/false values in updat eDB attribute.

The other important configuration setting for configurations isinside the dat abase. xm file, in the dbconfig
tag. The tag has following attributes:
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Table 7. Attributes of dbconfig tag

Attribute Meaning Optional | Default
value
configRetainCount number of latest configuration versionsthat are not | yes 10
deleted
configRetainMinutes age of configuration version beforeit can be deleted| yes 10
eventRetainMinutes age of event information before it can be deleted | yes 5
updateDBAII whentrueall configuration fileswill be stored inthe| yes fase

database at HP SOA Registry Foundation startup,
can be also atime stamp

) 2 HP SOA Registry Foundation setup automatically setsthe updat eDBAl | attribute when its operation
has been successful so that all changed configurations will be stored in the database at HP SOA

Registry Foundation startup. Thisis usually desirable behavior.

) 2 When HP SOA Registry Foundation encounters an identical configuration in the database to the
onethat isbeing stored (e.g. when set updat eDB Or updat eDBAl | iSencountered) then the store operation
isignored. Thismay be surprising astherewould be no entry in thelog of configurations, however

the resulting state of the configurationsis correct.

The database not only holdsthe current set of configurations but also their history inalog. Y ou can monitor

configuration changes, what the previous content was, or let HP SOA Registry Foundation show you

differences between versions. Thisconfiguration history logis purged every few minutes. Old configurations

are not retained indefinitely. There are rules on how many older versions are |eft there and the age of a
configuration before it can be deleted. The purpose of these rulesis to avoid running out of space in the

database and yet still have information about recent changes. Rules can be configured inside tag dbconfi g

in dat abase. xm . Their defaults are in the table above. Default settings specify that there must be at |east
confi gRet ai nCount new versions of the configuration before it can be deleted automatically. Also, the

configuration has to be older than confi gRet ai nM nut es before it can be deleted automatically. This allows
the correction of most non-fatal configuration errors after an invalid change or to track which configuration

change might have caused unexpected behavior.
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To alow easy comparison of current and older configurations or try-then-rollback scenarios, the current
set of configurations can be stored into a named collection of configurations. These collections are not
deleted automatically. They allow you to store a configuration that works correctly and compare it with the
current versionif something breakslater. Y ou can then activate the old oneif needed or changetheincorrect
setting manually.

) 2 Backup tool in setup can store both file and database configurations. Y ou can select which you
want to backup.

Configurationsin the database can be managed with the " Configuration Management" component of Registry
Console. You canfind it under tab Manage, then Registry management sub-tab (default), then Configuration
Management button.

Registry Console Configuration

This section provides you with a catalog of web engine parameters.
Initially almost every web engine parameter is set correctly by default.
To access the Registry Console configuration:

1 Log on asadministrator.

2 Click the Manage menu tab.

3 Click Registry console configuration link under the M anage tab. Thisreturnsthe configuration screen
shown in Figure 135. The Registry Console Configuration screen has two tabs:

*  OntheWeb Interface tab, you can set various parameters associated with HP SOA Registry
Foundation's interface.

e Onthe Paging tab, configure the number of rows per page and the maximum number of pages
associated with the returns of various searches.

Note that on both tabs there is a button labeled Reload Configuration. When you change aregistry
configuration file directly, and save it, use this button to put the configuration changes into effect.
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Web Interface Configuration

Figure 135. Registry Console Configuration - Web I nterface Tab

( Registry console configuration & F
URL: [http: #localhost:8080 | 2.
WEE INTERFACE
Secure URL: [https:#acalhost:8443 |
]
Context: [fuddifweb | e
Data context: [uddifwebdata |
5P directory: lisp |
Upload directory: |WASF'-INFfupIDad |
Maximum upload
cizes 2000000
Server i
tmeout: |QDD—|
Mame cache
timeouts
Entity cache
enabled:
;mai-l:- aters |uddiadmin@mycomp.com|
(Save configurationW( Cancel

Field description:

* URL - nonsecureregistry URL

e SecureURL - secureregistry URL

» Context - context of the Registry Console URL

» Data context - context where static objects such as JavaScript and images are stored
e JSPdirectory - location of JSP pages relative to $REG STRY_HOVE/ wor k/ uddi

» Upload directory - upload directory used for tasks such as uploading taxonomies
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e Maximum upload size - maximum upload size in bytes
» Server session timeout - session timeout (measured in seconds)

» Name cache timeout - cache timeout for the names of UDDI structures. If someone renames a UDDI
structure, the Registry Console will load the new name after thisinterval has passed (measured in
seconds).

e Entity cache enabled - If you check this check box, entities will be cached.

Click Save configuration when finished.
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Paging Configuration

Figure 136. Registry Console Configuration - Paging Tab

r’Registrw,-' console configuration & [F A
=
approvalManagement ] [C b
findAccount o o
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editbroup o T
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growps o T
editPrincipalist o o
browseTaxonomy o I
collecttategories o s ]
collectad o 5]
findTaxonomy o o]
findTModel o T
findserviee o 0|
findRelatedBusiness . ET
L rSawe configuration wr Cancel

Paging limits - On thistab, you can specify how many records and on how many pages searched data will
appear. Click Save configuration when finished.

Permissions: Principles

Permissionsin HP SOA Registry Foundation were devel oped so that administrators might exercise control
over users. Permissions:
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e Provide asimple mechanism for the management of users rightsin HP SOA Registry Foundation.
» Allow the administrator to manage or make available different parts of the registry to different users.

» Help HP SOA Registry Foundation better reflect the real world where there are many roleswith different
responsihilities.

This chapter describes permissionsin detail with some examples and a description of permission
configuration.

Permission is defined as the right to perform an action on some interface. Put another way: permission is
the ability to process some method on some interface. Permissions are very different from the other
mechanism for rightsin HP SOA Registry Foundation, the Access Control List.

Access Control enables the user to control accessto the basic UDDI data structures (businessEntity,
businessService, bindingTemplate, and tModdl). Access Control on HP SOA Registry Foundation isprovided
by the Access Control List (ACL). The ACL isbased on permissionsgiven to auser or group. Inthe context
of ACL, this means that a given user can access only that information in HP SOA Registry Foundation
made available to the user by the registry administrator or other users. For more information about the
Access Control List, see the Access Control chapter in the User's guide.

Access Control Listslimit the visibility of entities and so restrict the access to data in HP SOA Registry
Foundation. Permissions on the other hand restrict access to interfaces. The ACLsrestrain users by the
restricting the visibility of UDDI structures. Permissions limit users through the visibility of interfaces.

Permissions Definitions
There are two basic kinds of permission:

e Thefirst, consisting of ApiUserPermission and ApiManagerPermission, is used to restrict access for
some users on some interfaces.

» The second, ConfigurationManagerPermission, is used to restrict the ability to change configurations
in HP SOA Registry Foundation.

ApiUser Permission
ApiUserPermission consists of the interface's name and method from the given interface. This
permission provides the user common access to the specified method on the given API.
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ApiUserPermission enables the user to call methods on an interface as a common user. Users
usually must have this permission to perform any call.

ApiManager Permission

ApiManagerPermission also consists of the names of an interface and of amethod. Thispermission
allows the user to call adetermined method on the given API. It isvery similar to
ApiUserPermission. The only differenceisin the user's significance. If auser has
ApiManagerPermission, that user is considered to be a privileged user. There are many API calls
where the result depends on user's importance.

ConfigurationM anager Per mission

ConfigurationManagerPermission consists of configuration files and a method's name. The name
of the method is either get or set. The ConfigurationM anagerPermission combined with the get
method allows user to read (get) data from the configuration file. On the other hand, the
ConfigurationM anagerPermission combined with the set method enables the user to write to the
configuration.

HP SOA Registry Foundation Permission Rules

The following permissions' rules are always valid:

Permission is the ability to process a method on an API.

Permission contains the type of permission (ApiUserPermission, ApiManagerPermission,
ConfigurationM anagerPermission), the name (interface's or config's name) and an action (method's
name).

You are allowed to use the asterisk wildcard (*) to substitute all names - names of interfaces,
configurations, or actions.

Thereisno hierarchy in permissions. The ability to set permission for usersis also a permission (for
some methods on PermissionApi).

The HP SOA Registry Foundation administrator has all permissions for all methods on all APIs.

Permissionsare always positive. Thismeansthat permissions say what is possible or allowed. Permissions
allow user to perform an action (some method on some API). Any action that is not expressly permitted
is denied.
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e Permissions can be set for anindividual user or for agroup of members. Each user is member of the
group syst em#ever yone, therefore every user has the default permissions associated with this group.

For more information, see Data Access Control: Principles on page 235

Setting Permissions

This section describes the configuration of permissions. The setting of permissionsis written from the
administrator's point of view.

There are three basic ways to set permissions for a user:

* By performing methods on PermissionApi. A user can call these methods only if that user has the
appropriate permissions.

e By calling methods via SOAP or viathe Registry Console.
* By changing permissions directly in the configuration file.

ThePerni ssi onApi contains several methods for managing permissions. These methods are described below:

get _perm ssion
Used for obtaining all of auser'spermissions. A user possessing the Api Manager Per ni ssi on can obtain
permissions of other users. A user with only Api User Per i ssi on, can only discover his or her own
permissions.

Note that users who have neither Api User Per ni ssi on NOr Api Manager Per ni ssi on for a method on
Per i ssi onApi , cannot call this method.
set _perm ssion
Provides users the ability to set permissions for other users. It is necessary to possess
Api Manager Per i ssi on for thiscall.
get _perm ssionDet ai |
Similar to get _perni ssi on, this method can be called for more than one user at atime.

get _perni ssi on takes aprincipal as the input parameter. On the other hand, get _per i ssi onDet ai |
takes an array of principals astheinput parameter. If you want to find out the permissions of three
users, you can call get _per ni ssi on three times or you can call get _per ni ssi onDetai | once.
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who_hasPer mi ssi on
Enables a user to find out who owns a given permission.

) 2 It is not recommended to change permissions directly in the configuration file. However, if the
administrator wants to change default permissions for new users (meaning changing permissions
for the group syst em#ever yone), there is no other possibility. Before making any changes to these
permissions, we strongly recommend making areserve copy of the configuration. The permissions
for specia users or groups are stored in the file per i ssion_list. xnl .

Permissions and User Roles

Many systems use user roles in addition to permissions. A user roleis usually a set of permissions; it can
be predefined in the system or be user-defined. In HP SOA Registry Foundation, the user roles mechanism
isimplemented by groups. The administrator is allowed to set permissions not only for individual users but
also for groups. Instead of restricting the relationship to users and roles, it is possible to create groups, set
permissions for them and then add users into these groups. This "group” mechanism in HP SOA Registry
Foundation is nearly the same as user role mechanism and it is used instead of user roles.

HP SOA Registry Foundation contains the following built-in groups that represent basic roles. Each role
has appropriate permissions aready defined. So, administrator can set ssimply permissions by adding users
into these groups. For more information, see Group Management on page 341.

account Manager G oup
Members of the group account Manager G oup are able to manage accounts. For example, they can
create new accounts, edit and delete existing ones.

admini strationUtil sManager G oup
Members of the group adni ni st rati onlt i | sManager G oup are able to use administration utilities. For
example, they can delete tModels permanently, replace keys, replace URLs.

bscConf i gurat or G oup
Members of the group bscConf i gurat or G oup are able to configure settings for Business Service
Console.

confi gurat or G oup

Members of the group conf i gurat or G oup are able to configure setting for HP SOA Registry
Foundation. This means that they can set consoles, database, mail settings and so on.
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groupManager G- oup
Members of the group gr oupManager G oup are able to manage groups. For example, they can create
new groups, edit or delete existing ones.
per ni ssi onManager G- oup
Members of the group per i ssi onManager Group are able to manage permissions. For example, they
can add permission to some principal or remove permission from some principal.
replicationManager G oup
Members of the group repl i cat i onManager Gr oup are able to manage replication. For example, they
can create new replication or manage the existing one.
statisticsManager G oup
Members of the group st ati sti csManager G oup are ableto view or reset statistics.

t axononyManager G oup

Members of the group t axononyManager Gr oup are able to manage taxonomies. For example, they can
upload or delete taxonomy.

webConf i gur at or G oup
Members of the group webConf i gurat or G oup are able to configure Registry Console.

ApiManagerPermission Reference

ApiManagerPermission alow user to use operation in aprivileged mode. The following tables explain what
does it mean for certain APIs and operations.

Table 8. Account API (org.systinet.uddi.account.AccountApi)

operation (action) | Description

find_userAccount | Not used.

get_userAccount | Allowsto get foreign account.

save_userAccount | Allows to save/update any account. Allows to set up non default limits. Allowsto
skip mail confirmation (if it is required).

delete_userAccount| Allows to delete any account.

enable_userAccount| Not used.
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Table9. Admin UtilsAPI (org.systinet.uddi.admin.AdministrationUtilsApi)

operation (action)

Description

deleteTModel Allowsto call the deleteTModel operation. (ApiUserPermission is not sufficient to
call the operation.)

replaceKey Allowsto call the replaceK ey operation. (ApiUserPermissionisnot sufficient to call
the operation.)

denSinipionHigary | Allowsto call the cleanSubscriptionHistory operation. (ApiUserPermission is not
sufficient to call the operation.)

restDiscoveryURLs| Allowsto call the resetDiscoveryURL s operation. (ApiUserPermissionisnot sufficient
to call the operation.)

ragam keyeRdaass| Allowsto call thetransform_keyedReferences operation. (A piUserPermissionisnot
sufficient to call the operation.)

rebuild_cache Allowsto call the rebuild_cache operation. (ApiUserPermission is not sufficient to
call the operation.)

replaceURL Allowsto call the replaceURL operation. (ApiUserPermission is not sufficient to

call the operation.)
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Table 10. Category API (org.systinet.uddi.client.category.v3.Categor yApi)

operation (action)

Description

set_category Allowsto call the set_category operation. (ApiUserPermission is not sufficient to
call the operation.)

add_category Allowsto call the add_category operation. (ApiUserPermission is not sufficient to
call the operation.)

move_category Allowsto call the move_category operation. (ApiUserPermission is not sufficient
to call the operation.)

delete category Allowsto call the delete_category operation. (ApiUserPermission is not sufficient
to call the operation.)

find_category Not used.

get_category Not used.

get_rootCategory | Not used.

get_rootPath Not used.

Table11. Custody API (org.systinet.uddi.client.custody.v3.UDDI_CustodyTransfer_PortType)

operation (action)

Description

get_transferToken

Allowsto call the get_transferToken operation on foreign entities.

discad trandferToken

Allowsto call the discard_transferToken operation on foreign tokens.
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Table 12. Group API (org.systinet.uddi.group.GroupApi)

operation (action)

Description

find_group Allowsto find foreign private groups.
get_group Allows to get foreign private groups.
save_group Allows to save/update foreign groups.
delete_group Allowsto delete foreign groups.
where_aml Not used.

find_user Not used.

add_user Not used.

remove_user Not used.

Table 13. Inquiry V1 API (org.systinet.uddi.client.v1.InquireSoap)

operation (action)

Description

find_binding Allowsto find al bindingTemplates despite ACL rights.
find_business Allowsto find al businessEntities despite ACL rights.
find_services Allowsto find all services despite ACL rights.
find_tModel Allowsto find al tModels despite ACL rights.

get_bindingDetail

Allowsto get any bindingTemplate despite ACL rights.

get_businessDetail

Allowsto get any businessEntity despite ACL rights.

get_busnessDealExt

Not used.

get_serviceDetail

Allowsto get any businessService despite ACL rights.

get_tModel Detail

Allowsto get any tModel despite ACL rights.
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Table 14. Inquiry V2 API (org.systinet.uddi.client.v2.Inquire)

operation (action)

Description

find_binding Allowsto find all bindingTemplates despite ACL rights.
find_business Allowsto find al businessEntities despite ACL rights.
find_rdaedBudnesses| Allowsto find all related businessEntities despite ACL rights.
find_services Allowsto find all services despite ACL rights.

find_tModel Allowsto find al tModels despite ACL rights.

get_bindingDetail

Allows to get any bindingTemplate despite ACL rights.

get_businessDetail

Allowsto get any businessEntity despite ACL rights.

et businesDetalExt

Not used.

get_serviceDetall

Allows to get any businessService despite ACL rights.

get_tModel Detail

Allowsto get any tModel despite ACL rights.

Table 15. Inquiry V3 API (org.systinet.uddi.client.v3.UDDI _Inquiry_PortType)

operation (action)

Description

find_binding Allowsto find al bindingTemplates despite ACL rights.
find_business Allowsto find al businessEntities despite ACL rights.

find rdatedBusinesses| Allowsto find all related businessEntities despite ACL rights.
find_services Allowsto find all services despite ACL rights.

find_tModel Allowsto find al tModels despite ACL rights.

get_bindingDetail

Allowsto get any bindingTemplate despite ACL rights.

get_businessDetail

Allowsto get any businessEntity despite ACL rights.

get_operationalInfo

Not used.

get_serviceDetall

Allows to get any businessService despite ACL rights.

get_tModelDetail

Allowsto get any tModel despite ACL rights.
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Table 16. Permission API (org.systinet.uddi.per mission.Per missionApi)

operation (action)

Description

get_permission

Allowsto call the get_permission operation on foreign accounts and groups.

set_permission

Allowsto call the set_permission operation. (ApiUserPermission is not sufficient to
call the operation.)

who_hasPermission

Allowsto call thewho_hasPermission operation. (ApiUserPermission is not sufficient
to call the operation.)

find_principal

Allowsto call the find_principal operation. (ApiUserPermission is not sufficient to
call the operation.)

Table 17. Publishi

ng V1 API (org.systinet.uddi.client.v1.PublishSoap)

operation (action)

Description

delete_hinding

Allows deletion of any bindingTemplate despite ACL rights.

delete_business

Allows deletion of any businessEntity despite ACL rights

delete service

Allows deletion of any businessService despite ACL rights

delete_tModel

Allows deletion of any tModel despite ACL rights

save hinding

* Allows to update any bindingTemplate or create new bindingTemplate in any
businessService despite ACL rights. * Skips bindings limit checking.

save business

* Allows to update any businessEntity despite ACL rights. * Skips businesses limit
checking.

save service * Allows to update any businessService or create new businessServicein any
businessEntity despite ACL rights. * Skips services limit checking.

save_tModel * Allowsto update any tModel despite ACL rights. * SkipstModelslimit checking.

get_authToken Default in systemi#teveryone group. When removed, only other authenti cation methods

will work.

discard_authToken

Default in system#everyone group.

get_registeredinfo

Not used.

vdidate caegorization

Not used.
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Table 18. Publishing V2 API (or g.systinet.uddi.client.v2.Publish)

operation (action)

Description

delete binding

Allows deletion of any bindingTemplate despite ACL rights.

delete business

Allows deletion of any businessEntity despite ACL rights

delete service

Allows deletion of any businessService despite ACL rights

delete tModel Allows deletion of any tModel despite ACL rights

save hinding * Allows to update any bindingTemplate or create new bindingTemplate in any
businessService despite ACL rights. * Skips bindings limit checking.

save_business * Allows to update any businessEntity despite ACL rights. * Skips businesses limit
checking.

save service * Allows to update any businessService or create new businessService in any
businessEntity despite ACL rights. * Skips services limit checking.

save tModel * Allowsto update any tModel despite ACL rights. * SkipstModelslimit checking.

add pubideAssations| Skips assertions limit checking in add_publisherA ssertions operation.

= publisherAssrtions| Skips assertions limit checking in set_publisherAssertions operation.

Hee pdidaAsstions| Not used.

g publisherAssations| Not used.

ot asationSasRepat | Not used.

get_authToken Default in systemi#teveryone group. When removed, only other authenti cation methods

will work.

discard_authToken

Default in system#everyone group.

get_registeredinfo

Not used.
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Table 19. Publishing V3 API (org.systinet.uddi.client.v3.UDDI_Publication_PortType)

operation (action)

Description

delete binding

Allows deletion of any bindingTemplate despite ACL rights.

delete business

Allows deletion of any businessEntity despite ACL rights

delete service

Allows deletion of any businessService despite ACL rights

delete tModel Allows deletion of any tModel despite ACL rights

save hinding * Allows to update any bindingTemplate or create new bindingTemplate in any
businessService despite ACL rights. * Skips bindings limit checking.

save_business * Allows to update any businessEntity despite ACL rights. * Skips businesses limit
checking.

save service * Allows to update any businessService or create new businessService in any
businessEntity despite ACL rights. * Skips services limit checking.

save tModel * Allowsto update any tModel despite ACL rights. * SkipstModelslimit checking.

add pubideAssations| Skips assertions limit checking in add_publisherA ssertions operation.

= publisherAssrtions| Skips assertions limit checking in set_publisherAssertions operation.

Hee pdidaAsstions| Not used.

g publisherAssations| Not used.

ot asationSasRepat | Not used.

get_registeredinfo | Not used.

Table 20. Replication V3 API (org.systinet.uddi.replication.v3.ReplicationApi)

operation (action)

Description

replicate

Allowsto call the replicate operation. (ApiUserPermission is not sufficient to call
the operation.)
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Table 21. Statistics API (org.systinet.uddi.statistics.StatisticsApi)

operation (action) | Description
get_accessStatistics| Allowsto call theget accessStatistics operation. (A piUserPermissionisnot sufficient
to call the operation.)

reset_accesstatistics| Allowsto call the reset_accessStatistics operation. (ApiUserPermission is not
sufficient to call the operation.)

get_sructureSttisics| Allowsto call the get_structureStatistics operation. (ApiUserPermission is not
sufficient to call the operation.)

Table 22. Subscription V3 API
(org.systinet.uddi.client.subscription.v3.UDDI_Subscription_PortType)

operation (action) | Description
delete_subscription| Allowsto delete any subscription despite the caller is not a subscription owner.

save subscription | * Allowsto update any subscription despite the caller is not a subscription owner. *
Skips subscription limit checking.

et subsiptionReslits| Allowsto get result of any subscription despite the caller is not a subscription owner.
get_subscriptions | Allowsto get any subscription despite the caller is not a subscription owner.
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Table 23. Taxonomy API (com.systinet.uddi.taxonomy.v3.TaxonomyApi)

operation (action) | Description
get_taxonomy Allowsto obtain all categories in the taxonomy.
find_taxonomy Not used.

save_taxonomy

Allowsto call the save_taxonomy operation. (ApiUserPermission is not sufficient
to call the operation.)

delete_taxonomy

Allowsto call the delete_taxonomy operation. (ApiUserPermission is not sufficient
to call the operation.)

download_taxonomy

Allowsto call the download_taxonomy operation. (ApiUserPermission isnot sufficient
to call the operation.)

upload_taxonomy

Allowsto call the upload_taxonomy operation. (ApiUserPermission isnot sufficient
to call the operation.)

PStore Tool

The PStoreTool providesHP SOA Registry Foundation Protected Store management. It providesfunctionality

to:

e Import and export trusted certificates locally to or from afile.

* Create new security identitiesin the HP SOA Registry Foundation configuration file.

» Copy identities between protected stores.

) 2 Use SSL Tool on page 412 to import and export akey entry to or from HP SOA Registry Foundation
protected store.

) 2 Remote protected store management via SOAP s not supported with HP SOA Registry Foundation.

The general usageis:

PSt oreTool [command [optiong]]
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Y ou can perform operations from the command line or start up a GUI interface.

Commands

The PStore tool has the following commands (see also Options on page 405):

new - Creates anew security identity inthelocal protected store. The configuration file of the protected
store can be specified using the - conf i g parameter.

newServer - Createsanew security identity on HP SOA Registry Foundation. Thelocation of the server
is specified with the - url parameter.

copy - Copies the existing security identity from one protected source to another or to the HP SOA
Registry Foundation protected store.

add - Addsatrusted X.509 certificate to the local protected store. The X.509 certificate can be supplied
asalocd file.

This command can also add mapping between the security identity alias and the X.509 certificate to the
user store part of the protected store. (The certificateis needed only for the server-side protected store.)
This can be requested by using - user with the-alias option.

addServer - Adds atrusted certificate to HP SOA Registry Foundation. This command also adds the
mapping between the security identity alias and its X.509 certificate to the user store part of the HP
SOA Registry Foundation protected store. The certificate can be giveninthelocal file or can be fetched
from the local protected store. The configuration file can be specified using the - conf i g option.

remove - Removes the given alias from the local protected store. This command can also remove an
alias from the user store part of the protected store using the - user option. When removing a mapping
from the user store, the X.509 certificates mapped to the given alias are also removed from the key
store.

removeServer - Removes agiven alias from the protected store. The dliasis removed from the user
store part of the protected storeiif it is not found in the key store. When removing mapping from the
user store part, the X.509 certificates mapped to the given alias are also removed from the key store.

IsTrusted - Displaysalist of thetrusted certificate's Subject-distinguished namesfrom the local protected
store.
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IsTrustedServer - Displaysalist of thetrusted certificate's Subject distinguished namesfrom the server.
list - Displays al aliases contained in the key store part of the local protected store.

listServer - Displays all aliases contained in the key store part of the HP SOA Registry Foundation
protected store.

export - Exports the X.509 certificate chain stored in the key store or in the user store of the local
protected store with the given alias.

exportServer - Exports the X.509 certificate chain stored in the key store or in the user store of the
protected store with the given dlias.

gui - Launches the graphical version of thistool.

Options

The PStore tool has the following options:

-aliasalias - Thisoption must be used with a command that refersto an alias.
-keyPassword password - Password for encrypting/decrypting the security identity private key.
-subject subj ect DN - Subject-distinguished name to be used in the generated X.509 certificate.

-config configPath - File and path to the configuration file to be used during command execution for
the source of the local protected store.

-usernameusernane - Username for authentication process. Not required if the HP SOA Registry
Foundation server is unsecured.

-password password - Password for authentication process. Not required if the server is unsecured.

-secprovider provi der - Authentication mechanism used during the authentication process. Not required
if the server is unsecured.

-certFilecertPath - File and path to the X.509 certificate stored in alocal file.
-user - Indicates that a command should be executed only with the contents of the user store of the

protected store.
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e -config2 secondConfi gPath - Path to the second configuration file. Used for the copy command, when
copying an identity from one local protected store to another.

PStore Tool - GUI Version

Y ou can add, edit, or remove any user propertiesin the user store. Y ou can also add, edit, and remove
certificates and identities in the key store. Y ou can do all of thiswith alocal file containing the protected
store.

Figure 137. PStore T ool
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Running the GUI PStore Tool

To run the graphical version of thistool, use gui as parameter with the PSt oreTool command.
PSt or eTool QU
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Opening and Closing the Protected Store
Opening Protected Store from a File

The GUI PStore Tool can manipulate every protected store in afile. To manipulate the client's protected
store, open cli ent conf. xni . TO open the server protected store, open pstore. xn .

To open protected store from file, select Open From File... from the PStore menu. Thisreturnsthefile
chooser dialog. Select the file you want to open as shown in Figure 138.

Figure 138. Open Protected Storefrom aFile
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Closing Protected Store

To close the protected store, select Close from the PStor e menu.
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Open Next Protected Store

In some cases you need to work with more than one protected store at the same time. Typically you want
to copy certificates from one protected store to another. To open another protected store, select the New
Window from the PStor e menu. New windows appear. Now you can open the protected store from afile.

Copy Data Between Protected Stores

With the PStore Tool, you can manipulate more than one protected store at the same time. Y ou can simply
copy identities, certificates, users, and user properties from one protected store to another using the Copy
and Paste actions located in context menus of the Aliases, Users, and Properties panels.

) 2 When you copy data from one areato another, the Paste action is disabled for some categories of
data. This means that data may be copied, but cannot be pasted to the selected area. For example,
the passwor d property from the user store cannot be pasted to the key store.

Key Store

To work with the key store, select the Key Store tab. Thistab hastwo panels. The left side hasalist of all
entries. The right has detailed information for the selected entry.
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Figure 139. Key Store Tab
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Create New Identity

To createanew identity, select New | dentity... fromthe K ey Store menu. Thisopensadiaog for information
such as Alias, Distinguished Name, and Password. (The Distinguished Name is not mandatory.) If the
specified information is valid, the new identity will be added to the key store with the specified Alias.
Otherwise an error dialog will be returned.

Key Store Trust

If you want to trust akey entry, select Trust from the Key Store menu. This action is available only for
the key entry type.
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Import Alias

To import a certificate from afile into the key store, select Import Aliasfrom the Key Store menu. This
opensadialog in which you can specify Alias, Type, and value that depend on the entry type. In the current
implementation, you can import only the certificate chain entry type.

Remove Alias

To remove an alias from the key store, select the alias you want to remove and select Remove Alias from
the Key Store menu. Y ou can remove several aliases at once.

Refresh Aliases

To synchronize information shown in this tool with the original key store source, perform arefresh by
selecting Refresh Aliases from the Key Store menu.

Alias Details Panel

It isnot surprising that the Details panel has more details about the selected alias. This panel shows details
that depend on the entry type. Y ou can aso change thisvalue. If you want to store a new value, press the
Apply Changes button. To return to the original value, press Restore.

User Store

There are three panels on the User Store tab. The left side has alist of al entries. On theright top are
properties available for the selected user. On the right bottom is detailed information for the selected user

property.
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Figure 140. User Store Tab
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Add User

To add anew user, select Add User from the User Store menu. This opens adialog for entering the
Username. Press OK when done.

Remove User

To remove a user from the user store, select the user you want to remove and choose Remove User from
the User Store menu. Y ou can remove several users at once.

Refresh Users

Refresh synchronizes information shown in this tool with the original user store source. To refresh, select
Refresh Usersfrom the User Store menu.
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Add Property

To add anew user property, select Propertiesand Add Property from the User Store menu. Thisreturns
adiaog for the property you want to create and its value.

Remove Property

To remove one or more user properties from the user store, select them and select Propertiesand Remove
Property from the User Store menu.

Refresh Properties

To synchronize information on the Properties panel with the original user store source, perform arefresh.
Select Properties and Refresh Properties from the User Store menu.

User Properties Details Panel

The Details panel has more information about user properties that depend on the property type. Select the
property you want to see. Y ou can aso change this value. If you want to store anew value press Apply
Changes.

To return to the original value, press Restore.

SSL Tool

The ssiTool helps with setup of SSL on the client side of HP SOA Registry Foundation. The general usage
is.
ssl Tool [command [options]]

The SSL tool has the following commands:
e serverlnfo - Prints out security requirements of an SSL server and saves a server certificate to afile.

* encrypt - Prints out the encrypted form of a password supplied as plain text. Encrypted passwords are
used in the configuration files of HP SOA Registry Foundation.

* pstoreEl - Exports and imports ajava keystore to or from the HP SOA Registry Foundation Protected

Store. Both pkcs12 and Jks keystores are supported. The type of a supplied keystore is automatically
detected during import.
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Running the s Tool with acommand followed by a--help option prints out acomplete help for the command.
See SSL Tool Examples on page 413 for the most typical usage.

SSL Tool Examples

To print out security requirements of an SSL server:

ssl Tool serverinfo --url https://local host: 8443

To print out security requirements of an SSL server and save server certificates:

ssl Tool serverinfo --url https://local host:8443 --certFile /tnp/sever.cer

To print out an encrypted password for use in HP SOA Registry Foundation configuration files:

ssl Tool encrypt --password changeit

Toimport akey entry from ajava keystore to HP SOA Registry Foundation client Protected Store:

ssl Tool pstoreEl -i --keystore /tnp/java.keystore
--storepass changeit --alias nykey --keypass changeit
--pstore ../conf/clientconf.xm
--pstoreAlias registryclient --pstoreKeypass changeit?2

To export akey entry from HP SOA Registry Foundation Protected Store to ajava keystore:

ssl Tool pstoreEl -e --keystore /tnp/java.keystore2
--storepass changeit --alias nykey --keypass changeit
--pstore ../conf/clientconf.xm
--pstoreAlias registryclient --pstoreKeypass changeit2

Associating an SSL client identity with a registry client

Instructions on how to associate an SSL client identity with aregistry client are explained in Example Client
on page 548. In this case, akey entry must be imported to registry's client protected store, which isthe
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conf/clientconf.xn fileof theregistry installation directory and afew system properties must be added to
a script that runs the client application.

There are also cases where aregistry acts as a client to another registry. These include:
»  Communication between nodesin a clustered HP SOA Registry Foundation.

Associating an SSL client identity with a HP SOA Registry Foundation server can be done in the
app/ uddi / conf / security. xn file of aregistry installation directory (or deployed package for a deployed
registry) by adding the dest i nati onConfi g elements. A fragment of thesecurity. xn with example
destinati onConfi g elementsis shown in Example 1 on page 414.

Example 1. Association of client identitieswith a registry server

<?xnl version="1.0" encodi ng="UTF-8"?>
<config name="security" savingPeriod="5000">

<security>

</security>
<l-- For communication with other nodes in the cluster -->
<destinationConfi g>
<alias>clusterCient</alias>
<passwor d_coded>gNFDFWWNdk U=</ passwor d_coded>
<destination proxyName="com systinet.uddi.configurator.cluster. ConfiguratorMnagerStub"/>
<destination proxyName="com systinet.uddi.configurator.cluster. ConfiguratorListenerStub"/>
</ destinationConfig>
<l-- For comunication via registry client to services accessible
at URLs that start with https://pcl. mycomcomor https://pc2. mycomcom -->
<destinationConfi g>
<alias>otherCient</alias>
<passwor d_coded>Vr +i +Uz C2W.IXWJ0i h6J+Q==</ passwor d_coded>
<destination url="https://pcl. mycomcom*"/>
<destination url="https://pc2. mycomcom *"/>
</ destinationConfig>
</ destinationConfig>

</ config>
There can be moredesti nati onConfi g elements. A dest i nati onConfi g element isused to associate a particular

SSL client identity with a set of destinations. It contains:
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alias in the server protected store. A key entry with the same name as the alias must exist in aserver's
Protected Store. This key entry represents security material used to establish SSL with a destination
server. The HP SOA Registry Foundation server Protected Storeisintheconf/ pstore. xni file of aregistry
deployment package. Use this file when importing a key entry from ajava keystore, as shown in SSL
Tool Examples on page 413.

passwor d_coded element, which containsthe encrypted password that is used to access aprivate key stored
under the alias supplied. See SSL Tool Exampleson page 413 for an examplethat prints out the encrypted
form of a password supplied in plain text.

One or more desti nati on elements each specify arule. Therule can contain url or proxyNarme attributes.
The rule matches when a client use a proxy class specified by the proxyNane attribute or connectsto a
URL that is specified by theur! attribute. The value of the url can end with awildcard * to specify a
match of all URLsthat start with the string specified before the wildcard. The whole dest i nati onConfi g
element matchesif at least one rule matches.

The first matching desti nationConfi g is used.
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5 Developer's Guide

The Developer's Guide is divided into the following main parts:

e Mapping of Resources covers registering various XML resourcesin HP SOA Registry Foundation
including WSDL definitions, schemas, and transformations.

* Client-Side Development describes the basic principles of using HP SOA Registry Foundation APIs.
For each client API, thereis a comprehensive description of data structures and operations including
linksto JavaDoc, XML Schemas and WSDL documents.

*  Server-Side Development discusses how to access server-side APIs, including custom modules,
interceptors, external validation services, and subscription notification services. The HP SOA Registry
Foundation web framework is also described in this section.

e UDDI From Developer Tools discusses how to access UDDI from HP Developer for Eclipse and
Microsoft Visual Studio .NET.

» How to debug describes logging and using the SOAPSpy tool.

Mapping of Resources

HP SOA Registry Foundation provides you with functionality to register the following resources:
*  WSDL definition

« XML Schema (XSD)

WSDL

This describes how to publish aWSDL file to HP SOA Registry Foundation. The implementation reflects
the OASIS UDDI technical note Using WSDL inaUDDI Registry, Version 2.0 [http://www.oasis-
open.org/committees/uddi-spec/doc/tn/uddi-spec-tc-tn-wsdl-v202-20040631.htm]. Asshown in Figure 141,
the technical note suggests a mapping between WSDL and UDDI.
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Figure 141. WSDL TO UDDI
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| <categoryBags
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WSDL PortTypes

Asshownin Table 24, each WSDL portType mapsto atModel having the the same name asthe local name
of the portType in the WSDL specification. The overviewURL of the tModel becomes the URL of the
WSDL specification. The tModel contains a categoryBag with a keyedReference for the type of WSDL
artifact and the namespace of the WSDL definitions element containing the portType, as follows:

W type=hinding
u portType=[portType tModel]

<tModel name=[portType name]
overviewURL=[W5DL location]>
| <categoryBags
|- type=portType

* Thetypeis categorized as portType.

e The namespaceis categorized as the WSDL binding namespace.
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Table24. WSDL portType:UDDI Mapping

WSDL uDDI

portType tModel (categorized as portType)
Namespace of portType keyedReference in categoryBag
Local name of portType tModel name

WSDL location overviewURL

WSDL Bindings

In similar fashion, as summarized in Table 25, WSDL bindings are mapped to tModels created for each
binding, with name of thetModel gathered from the WSDL binding local name and the overviewURL again
being the URL of the WSDL specification. Again, the tModel contains a categoryBag, this time with the
following keyedReferences:

» Thetypeis categorized as binding.
e The namespaceis categorized as the WSDL binding namespace.

* A portType category on the binding is used to refer to the portType tModel that was created for the
WSDL portType (as described above).

» The protocol and transport categories are set to the same attributes as described in the WSDL binding,
such as SOAP and HTTP, respectively.
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Table 25. wsdl binding: UDDI mapping

WSDL uDDI

Binding tModel (categorized as binding and wsdl Spec)
Namespace of binding keyedReference in categoryBag

Local name of binding tModel name

WSDL location overviewURL

portType binding keyedReference in categoryBag

Protocol keyedReference in categoryBag

Transport keyedReference in categoryBag

WSDL Service

WSDL servicesare represented as UDDI businessServices. The nameisahuman readable name. ThetModel
again contains a categoryBag which this time contains the following keyedReferences:

* Thetypeis categorized as service

» The namespaceis again categorized as the WSDL binding namespace.
e Thelocal nameis categorized as the local name of the service.

The businessService also contains a bindingTemplate:

* Theaccesstypeis categorized as the access point of the service.

e TheportTypeis categorized as the tModel of the portType.

e Thebinding is categorized as the tModel of the binding information.

» Theloca nameis categorized as the local name of the port.
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Table 26. wsdl service:UDDI mapping

WSDL uDDI

Service businessService (categorized as service)

Namespace of service keyedReference in categoryBag

Local name of service keyedReference in categoryBag; optionally used
name of service

Use Cases
HP SOA Registry Foundation supports the following use cases:

e Publishinga WSDL file. You can also specify how artifacts of the WSDL file will be mapped to the
existing UDDI structures.

» Search for aWSDL. You can search for the WSDL file by WSDL location (URI).
e Unpublish and republish the WSDL. Y ou can unpublish and republish the WSDL
For moreinformation, also see:.

* User's Guide, Publishing WSDL Documents on page 316

e User'sGuide, Find WSDL on page 294

» Developer's Guide, WSDL Publishing on page 479
XML
Asshown in Figure 142, an XML fileis mapped to atModel. The location of the XML fileis added to the

tModel's overviewURL element. Namespaces are mapped to keyedReferences in the tModel categoryBag.
Each namespace is mapped to atModel.
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Figure 142. XML TO UDDI

XML File
<7xml version="1.0"7» <name>hello xml<hame=
<myms head <overviewDoc>
¥minsimyns=hitp itest fookmiizomethings= <oveniewl R
<h oy hitpitest. foofkmlithelloxml
<otherprefix:something <foveryiewlIRL>
uminstotherprefis="hitp testfoomlisomething™s <foverviewDoc>
<otherns:anather-thing
¥mins:otherns="hitp.ftestfoofxmifotherthinog> <keyedReference
.................................... thinde Key="uddi:uddi.org:resour ce:type”
<imyns:heads> keyhlame="uddi.org:resource:type"
keytalue="wml"f=

tkeyedReference
thlode [kKey="ud di:uddi.org:resour ce:reference"
keyhlame="definition™ ... »

=keyvedReference
thlode key=" uddi:uddi.org:resource:reference *
keyhlame="definition * ... />

[ «thiodel=
=name=[default name]=/name=
<keyedReference
thlode lkKey="uddi:uddi.org:xmknamespace™
keyhlame="uddi.org:resource:type"
key'alue="http:itest fooixmliotherthing™ />

[<todel=
=name=[default name]=/name=
<keyedReference
thlode lkKey="uddi:uddi.org:xmknamespace™
keyhlame="uddi.org:resource:type"
keyalue="http:itest fooixmlisomething"/>

XSD

Asshown in Figure 143, an XML Schemafileis mapped to atModel. The location URI of the XSD fileis
put to the tModels overviewURL element and the target namespace is mapped to a keyedReferencein the
tModel category bag. xsd:types, xsd:elements and xsd:imports are mapped to the tModel keyedReferences.
For each type, element or import, anew tModel is created.
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Figure 143. XSD to UDDI

XSD File

<7xml version="1.0"7> <name>something ¥xsd<hame>
<xsd:schema <overviewDoc>
¥mins:xsd=hitp a3 orgl2 001 HMLS chema <oveniewl R
hitp fitest foofkmlis omething. xsd
<foverviewlRL>
<foverviewDoc>

<targetNamespace="http

¥minsths="hitp:itest foo

<keyedRefarence
thlodelk ev="uddi:uddi.org:resource type"
keyhlame="uddi.org:resour ce:type™
ket lue="nsd" =

<msd:import

<xsd:element name="theta™ type="xs | string™ /]

</xsd:schema=
rkeyvedRefarence

thlodelk ev="uddi:uddi.org:xmlnamespace"
keyihame="Hamespace defined by the XML Schema"
key/a lue=" hitp:/test.foo/<mlisomething “ /=
C<keyvedReference

thlodelk ev=" uddi:uddi.or g:resource:rreference “
keyhame="definition " ... /=

=thlodel=
=name=[default name]=/name=
<keyedRefarence
thlode lkKey="uddi:uddi.org:xmknamespace™
keyhlame="uddi.org:resource:type"
key'alue="http:itest fooixmliotherthing™ />

[ <thindel=

=name=theta=fname=

<keyedRefarence
thlode lkKey="uddi:uddi.org:xmknamespace™
keyhlame=".. contained- by
keytalue="[tModel key of somethingxsd]" />

Use Cases
HP SOA Registry Foundation supports the following use cases:

e Publishan XML Schema. Y ou can also specify how artifacts of the XML Schemafilewill be mapped
to existing UDDI structures

e Search for an XML schema:.
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e Search for an XML Schemathat imports artifacts declared in the specified XSD file.
e Search for an XML Schemalocated in a specified server or folder.
e Searchfor al XSL transformations that can process documents using a specified XSD.

e Searchfor al XSL transformations producing documents that use the specified XSD.

e Unpublish and republish the XML Schema. Y ou can unpublish and republish the XML Schema
For moreinformation, also see:.

» User'sGuide, Find XSD on page 295

» User'sGuide, Publish XSD on page 321

e Developer's Guide, XSD Publishing on page 494

XSLT

Asshown in Figure 144 an XSL Transformation is mapped to atModel:

* Thelocation URI of the XSLT fileis added to the tModel's overviewURL element.

»  Namespaces are mapped to keyedReferences in the tModel's categoryBag.

» Thexdl:import elements are also mapped to keyedReferences in the tModel's categoryBag.

For each import and namespace, a new tModel is created.
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Figure144. XSLT TO UDDI

XSLT File
=xsl stylesheet .=, <name>hello xslt<hame:
<overviewDoc>
=x¥slimport-schema namespace="http:iMest ... "= <oveniewl R
hitp fitest foofkmlihello xsit
=xsltemplate matc h="some:foohar" <foveryiewlIRL>
¥minsisome=hitpitestiookmlisomething= <foverviewDoc>
=xslresult-document href="fake xml" <keyedRefarence
type="foo:rootElement” thiode Key="ud di:uddi.org:resour ce:type"
¥minsifoo=hitpiifte st.iookm fotherthino= keyiMame="uddi.orgrresourcemtype ™
keytalue="ng "=

=fslresult-document=
clkevedReference

thlode [kKey="ud di:uddi.org:resour ce:reference"
keyhlame="transformation-source" ...>

=zl stylesheat=

thlode key=" uddi:uddi.org:resource:reference *
keyhlame="transformation-destination “ ... /=

<keyedRefarence
thlode key=" uddi:uddi.org:resource:reference *

|
1 ‘ <keyedRefarence
| keyhame="uses" ... i»

| <thiodel=

=name=[default name]=/name=

=overviewDoc=
http:itest.foo/xformimported.xsit

=thlodel= =thlodel=
=name=[default name]=/name= =name=[default name]=/name=
<keyedRefarence <keyedRefarence
thlode lkKey="uddi:uddi.org:xmknamespace™ thlode lkKey="uddi:uddi.org:xmknamespace™
keyalue="http:itest fooixmlisomething"/> key'alue="http:itest fooixmliotherthing™ />

Client-Side Development
Client-Side Development includes the following sections:

» UDDI APIs - Describes the principles of how to use HP SOA Registry Foundation APIs. The UDDI
API set can be split by typical use caseinto two parts. The Inquiry API set isused to locate and obtain
details on entries in the UDDI registry. For exampleto find out endpoint of given web service. The
publication API set is used to publish and update information in the UDDI registry.
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Advanced APIs- Advanced APIs cover thefollowing APIs. Validation API, Taxonomy API, Category
APIs, Administration Utilities API, Replication API, Statistics API, Inquiry Ul API, Subscription Ext
Api, and Publishing API for resources:

e WSDL Publishing

e XSD Publishing

Security APIs - Security APIs cover the following APIs: Account API, Group API, Permission API.

Registry Client - This section describes how to prepare your own client distribution. A client created
this way allows you to access the HP SOA Registry Foundation API through a SOAP interface.

Client authentication - describes how to create a client that autheticates thru HTTP Basic.

UDDI APIs

UDDI (Universal Description Discovery and Integration) is set of Web servicethat supports the description
and discovery of Web service providers, Web services and technical fingerprints of those Web service.

The UDDI API set can be split by typical use case into two parts. The Inquiry API set is used to locate and
obtain details on entries in the UDDI registry. For example to find out endpoint of given web service. The
publication API set is used to publish and update information in the UDDI registry.

Principles To Use UDDI API

This section will show you how to usethe HP SOA Registry Foundation API. Examplesare based on UDDI
version 3 Specification [http://uddi.org/pubs/uddi-v3.00-published-20020719.htm].

To use Inquiry APIsyou can follow these steps. The complete code fragment is shown in Example 1 on
page 429.

1

Get APl implementation from stub

String url = "http://1ocal host: 8080/ uddi/inquiry";
UDDI _I nqui ry_Port Type inquiry = UDDI | nquiryStub. getlnstance(url);

Collect inquiry parameters
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2

String serviceKey = "uddi:systinet.com deno: hr: enpl oyeesList"”;
String tMdel Key = "uddi: systinet.com denmo: enpl oyeeLi st: bi ndi ng";
Fi nd_bi ndi ng find_bi nding = new Fi nd_bi nding();

find_bi ndi ng. set Servi ceKey(servi ceKey);

find_bi ndi ng. addTModel Key(t Model Key) ;

find_bi ndi ng. set MaxRows(new | nt eger (10));

Call inquiry method

Bi ndi ngDet ai | bi ndi ngDetai| = inquiry.find_binding(find_binding);

Operate with inquiry result

Li stDescription |istDescription = bindingDetail.getListDescription();
if (listDescription !=null) {
int includeCount = listDescription.getlncludeCount();
int actual Count = |istDescription.getActual Count();
int listHead = |istDescription.getListHead();
Systemout.printin("Displaying " + includeCount + " of " +
actual Count+ ", starting at position " + |istHead);

If you get thejava. | ang. refl ect. Undecl ar edThr owabl eExcept i on exception, check whether HP SOA
Registry Foundation is running.

To use the publishing AP, follow these steps. The complete code fragment is shown in Example 2 on page

431.

1

Get API of security stub

String securityUrl = "http://local host: 8080/ uddi/security";

UDDI _Security_PortType security = UDDI SecurityStub. getlnstance(securityUrl);
String publishingUrl = "http://1ocal host: 8080/ uddi/ publishing";

UDDI _Publ i cation_Port Type publishing = UDDI PublishStub. get | nstance(publishingUrl);

Get authentication token

Aut hToken aut hToken = security. get _aut hToken(new Get _aut hToken(user Name, password));
String authlnfo = authToken. get Authlnfo();
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Create save object

String businesskey = "uddi:systinet.comdenp:it";
String serviceKey = ""; [/ serviceKey is optional
int count = 1,
String[] serviceNames = new String[count];
String[] |anguageCodes = new String[count];
| anguageCodes[0] = null; // can set an array of |anguage codes
servi ceNanes[ 0] = "Requests Service"; //service nane
String serviceDescription = "Saved by Exanple"; //service description
Busi nessServi ce busi nessServi ce = new Busi nessService();
busi nessSer vi ce. set Busi nessKey( busi nessKey) ;
if (serviceKey !'= null && serviceKey.length() > 0)
busi nessServi ce. set Servi ceKey(servi ceKey);
busi nessServi ce. addName( new Name(servi ceNames[ 0], |anguageCodes[0]));
busi nessServi ce. addDescri ption(new Description(serviceDescription));
Save_servi ce save = new Save_service();
save. addBusi nessSer vi ce(busi nessServi ce);
save. set Aut hl nfo(aut hinfo);

Call publishing method

ServiceDetail serviceDetail = publishing.save_service(save);

Operate with publishing result

Busi nessServi ceArraylLi st
busi nessServi ceArrayList = serviceDetail.getBusinessServiceArrayList();
int position = 1,
for (lterator iterator = businessServiceArrayList.iterator();
iterator.hasNext();) {
Busi nessServi ce service = (BusinessService) iterator.next();

Systemout.printin("Service " + position +" : " + service.getServiceKey());
Systemout. println(service.toXM());
posi tion++;

Discard the authentication token

security. discard_aut hToken(new Di scard_aut hToken(aut hl nfo));
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Example 1: FindBinding v3

/1 (c) Copyright 2001-2009 Hewl ett-Packard Devel opment Conpany, L.P.
/1 Use is subject to license terns.

package exanpl e.inquiry;

inport org.systinet.uddi.client.v3.UDD | nquiryStub;
inport org.systinet.uddi.client.v3.UDD _|lnquiry_PortType;
import org.systinet.uddi.client.v3.struct.*;

inport java.util.lterator;
public class PrincipleFindBinding {
public static void main(String args[]) throws Exception {

/11. Get APl inplenentation from stub

String url = "http://local host: 8080/ uddi/inquiry";
Systemout.print("Using Inquiry at url " +url +" ..");

UDDI _I nqui ry_Port Type inquiry = UDDI | nquiryStub. getlnstance(url);
Systemout.println(" done");

/12. Collect inquiry paraneters

String serviceKey = "uddi:systinet.com deno: hr: enpl oyeesList";
String tMdel Key = "uddi: systinet.com demo: enpl oyeeli st: bi ndi ng";
Fi nd_bi ndi ng find_binding = new Fi nd_bi nding();

find_bi ndi ng. set Servi ceKey(servi ceKey);

find_bi ndi ng. addTModel Key(t Mbdel Key) ;

find_bi ndi ng. set MaxRows(new | nteger(10));

/13. Call inquiry method

Systemout.print("Search in progress ..");

Bi ndi ngDet ai | bi ndi ngDetai| = inquiry.find_binding(find_binding);
Systemout.println(" done");

/14, COperate with result
Li stDescription |istDescription = bindingDetail.getListDescription();
if (listDescription !=null) {
int includeCount = IistDescription.getlncludeCount();
int actual Count = |istDescription.getActual Count();
int listHead = listDescription.getListHead();
Systemout.printin("Displaying " + includeCount + " of " + actual Count
+ ", starting at position " + |istHead);
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Bi ndi ngTenpl at eArrayLi st bi ndi ngTenpl at eArrayLi st
= bi ndi ngDet ai | . get Bi ndi ngTenpl at eArrayLi st ();
if (bindingTenpl ateArrayList == null) {
Systemout. println("Nothing found");
return;

}

int position = 1;
for (lterator iterator = bindingTenplateArrayList.iterator();
iterator.hasNext();) {
Bi ndi ngTenpl ate bi ndi ngTenpl ate = (Bi ndi ngTenpl ate) iterator.next();
Systemout.printIn("Binding " + position + " : " +
bi ndi ngTenpl at e. get Bi ndi ngKey());
Systemout. println(bindi ngTenpl ate.toXM.());
posi tion++;
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Example 2: SaveServicev3

11 (c)

Copyright 2001-2009 Hew ett-Packard Devel opment Conpany, L.P.

/1 Use is subject to license terns.

package exanpl e. publi shi ng;

i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport

i mport
i mport

org.systinet.uddi.|nvalidParaneterException;
org.systinet.uddi.client.v3.UDD Exception;
org.systinet.uddi.client.v3.UDD PublishStub;
org.systinet.uddi.client.v3.UDD SecurityStub;
org.systinet.uddi.client.v3.UDD _Publication_PortType;
org.systinet.uddi.client.v3.UDD _Security_PortType;
org.systinet.uddi.client.v3.struct.AuthToken;
org.systinet.uddi.client.v3.struct.BusinessService;
org.systinet.uddi.client.v3.struct.BusinessServiceArraylist;
org.systinet.uddi.client.v3.struct.Description;
org.systinet.uddi.client.v3.struct.Discard_authToken;
org.systinet.uddi.client.v3.struct.DispositionReport;
org.systinet.uddi.client.v3.struct.Get_aut hToken;
org.systinet.uddi.client.v3.struct. Name;
org.systinet.uddi.client.v3.struct. Save_service;
org.systinet.uddi.client.v3.struct. ServiceDetail;

j avax. xni . soap. SOAPExcept i on;
java.util.lterator;

public class PrincipleSaveService {

public static void main(String[] args) throws UDD Exception,

I nval i dPar anet er Excepti on, SOAPException {

String userNane
String password

= "deno_j ohn";

= "deno_j ohn";

/11. Get APl inplenentation from stub

String securityUl = "http://local host: 8080/ uddi/security";
Systemout.print("Using Security at url " + securityUl +" ..");

UDDI _Security_PortType security = UDDI SecurityStub. getlnstance(securityUrl);
Systemout.println(" done");

String publishingUrl = "http://1ocal host: 8080/ uddi/ publishing";

Systemout. print("Using Publishing at url " + publishingUl +" ..");

UDDI _Publ i cation_PortType publishing = UDDI PublishStub. getlnstance(publishingUrl);
Systemout.println(" done");
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/12. CGet authentication token
Systemout.print("Logging in ..");
Aut hToken aut hToken =
security. get _authToken(new Get _aut hToken(user Nane, password));
Systemout. printin(" done");
String authlnfo = authToken. get Authlnfo();

/13. Create save object
String businessKey = "uddi:systinet.comdeno:it";
String serviceKey = ""; // serviceKey is optional
int count = 1,
String[] serviceNanes = new String[count];
String[] |anguageCodes = new String[count];
| anguageCodes[0] = null; // can set an array of |anguage codes
serviceNanes[0] = "Requests Service"; //service nanme
String serviceDescription = "Saved by Exanple"; //service description
Busi nessServi ce busi nessService = new Busi nessService();
busi nessServi ce. set Busi nessKey( busi nessKey) ;
if (serviceKey != null && serviceKey.length() > 0)
busi nessServi ce. set Servi ceKey(servi ceKey);
busi nessServi ce. addNane( new Name(servi ceNanes[ 0], |anguageCodes[0]));
busi nessServi ce. addDescri ption(new Descri ption(serviceDescription));

Save_service save = new Save_service();
save. addBusi nessSer vi ce(busi nessService);
save. set Aut hl nf o(aut hl nfo);

/14. Call publishing nethod

Systemout.print("Save in progress ...");

ServiceDetail serviceDetail = publishing.save_service(save);
Systemout. printin(" done");

/15. Operate with publishing result
Busi nessServi ceArrayLi st businessServi ceArraylist =
serviceDetail . get Busi nessServi ceArrayList();
int position = 1;
for (lterator iterator = businessServiceArrayList.iterator();
iterator.hasNext();) {
Busi nessServi ce service = (BusinessService) iterator.next();
Systemout.println("Service " + position +
+ service. get Servi ceKey());
Systemout. println(service.toXVM());
posi tion++;

/16. Discard authentication token
Systemout. print("Logging out ..");
security.discard_aut hToken(new Di scard_aut hToken(aut hl nfo));

432



Systemout. printin(" done");

UDDI Version 1

The UDDI version 1 Specification [http://www.0asi s-open.org/committees/uddi-
spec/doc/contribs.htm#uddivl] has provided a foundation for next versions.

Inquire

e WSDL: inquire_vl1.wsdl [http://mwww.hp.com/go/hpsoftwaresupport/wsdl/inquire_v1.wsdl]
e API endpaint: http://<host name>: <port >/ uddi/inquiry

e JavaAPI: org. systinet.uddi.client.vl.lnquireSoap

e Demos: Inquiry demos vl

Publish

e WSDL: publish_v1.wsdl [http://www.hp.com/go/hpsoftwaresupport/wsdl/publish_v1.wsdl]
e API endpoaint: http://<host name>: <port >/ uddi/publ i shing

e JavaAPIl: org. systinet.uddi.client.vi. PublishSoap

* Demos: Publishing demosv1

UDDI Version 2

The UDDI version 2 Specification [http://uddi.org/pubs/ProgrammersA Pl -V 2.04-Published-20020719.htm]
has introduced many improvements of existing concepts and new features like service projections.

Inquiry

e Specification: Inquiry API functions [http://uddi.org/pubs/ProgrammersA PI-V 2.04-Published-
20020719.htm#_Toc25137711]

e WSDL: inquire_v2.wsdl [http://www.hp.com/go/hpsoftwaresupport/wsdl/inquire_v2.wsdl]
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e API endpoint: http://<host name>: <port>/uddi/inquiry
e JavaAPIl: org. systinet.uddi.client.v2 Inquire

* Demos: Inquiry demos v2

Publish

e Specification: Publishing API Function [http://uddi.org/pubs/ProgrammersAPI-V 2.04-Published-
20020719.htm#_Toc25137730]

e WSDL: publish_v2.wsdl [http://www.hp.com/go/hpsoftwaresupport/wsdl/publish_v2.wsdl]
e API endpoaint: http://<host name>: <port >/ uddi/publ i shing

e JavaAPIl: org.systinet.uddi.client.v2. Publish

* Demos: Publishing demos v2

UDDI Version 3

The UDDI version 3 Specification [http://uddi.org/pubs/uddi-v3.00-published-20020719.htm] is a major
step in providing industry standard for building and querying XML web services registries useful in both
public and private deployments.

Inquiry

e Specification: Inquiry API set [http://uddi.org/pubs/uddi-v3.00-published-20020719.htm# Toc42047277]
e API endpaint: http://<host name>: <port >/ uddi/inquiry

e JavaAPI: org.systinet.uddi.client.v3. UDD _Inquiry_PortType

e Demos: Inquiry demosv3

Publication

»  Specification: Publication API set [http://uddi.org/pubs/uddi-v3.00-published-
20020719.htm#_Toc42047296]
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e API endpoint: http://<host name>: <port >/ uddi/publ i shing

e JavaAPl: org. systinet.uddi.client.v3. UDD _Publication_PortType

* Demos: Publishing demosv3

Security

e Specification: Security API set [http://uddi.org/pubs/uddi-v3.00-published-20020719.htm# Toc42047316]
e API endpoint: http://<host nane>: <port>/ uddi/security

e JavaAPI: org.systinet.uddi.client.v3. UDD _Security PortType

Custody

The Custody and Ownership Transfer API is used to transfer UDDI structures between UDDI nodes and
to changetheir ownership. One use caseiswhen the publisher wishesto transfer responsibility for aselected
UDDI structure to another user, typically after a business reorganization.

e Specification: Custody and Ownership Transfer APl Set [http://uddi.org/pubs/uddi-v3.00-published-
20020719.htm#_Toc42047319]

e API endpaint: http://<host name>: <port >/ uddi / cust ody

e JavaAPI: org. systinet.uddi.client.custody.v3. UDDl _CustodyTransfer PortType
e Demos: Custody Demos

Subscription

The Subscription API is a service that asynchronously sends notification to users who have registered an
interest in changesto aregistry. These users have arange of optionsin specifying matching criteria so that
they receive only the information in which they are interested.

e Specification: Subscription API Set [http://uddi.org/pubs/uddi-v3.00-published-
20020719.htm#_Toc42047327]

e API endpaint: http://<host nanme>: <port >/ uddi / cust ody
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e JavaAPI: org. systinet.uddi.client.subscription. v3.UDD _Subscription_PortType
e Demos: Subscription Demos
UDDI Version 3 Extension

UDDI Version 3 Extensions are HP extensions of the UDDI Version 3 Specification [http://www.oasis-
open.org/committees/uddi-spec/doc/tcspecs.htm#uddiv3]. The following data structures are used by APls
for the Registry Console and APIsthat will be approved as official technical notes of the UDDI specification.

Data Structures

businessEntityExt

businessEntityExt -]

Table 27. Attributes

Name Required

busi nessKey Optional

Thisstructureis used by the Registry Console for performance enhancements. The structureis an extension
of businessEntity [http://uddi.org/pubs/uddi-v3.0.1-20031014.htm#_Toc53709226], the added element is
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uddi:assertionStatusltem [http://uddi.org/pubs/uddi-v3.0.1-20031014.htm# Toc53709302] that pointsto
the related businessEntity,

businessInfoExt

|—uddi_ext:hua;inea;a;lnfoExt

businessinfoExt [

- ,uddi_ext:contactinfos
L L L L L L L L LLLLL LY. Shn0

- e
Table 28. Attributes
Name Required
busi nessKey Optional

This structure is an extension of the busi nessl nf o structure; the added element isuddi _ext: cont act I nf os.

contactinfo

contactinfo [

Table 29. Attributes

Name Required

useType Optional

This structure represents a person name for the businesslnfoExt.
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contactinfos

contactinfos [

Table 30. Attributes

Name Required

useType Optional

This structure holds alist of contactlnfos.

operationallnfoExt

operationalinfoExt [-]

Table 31. Attributes

Name Required
entitykKey Required
entit yKeyV2 Optional

This structure is an extension of the operational Info [http://uddi.org/pubs/uddi-v3.0.1-
20031014.htm# Toc53709242] structure, the added element is uddi : nane. Theenti tykeyv2 holds UDDI v2
key values.
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qualifiedKeyedReference

_________ —

Table 32. Attributes
Name Required
t Model Key Required
keyName Optional
keyVal ue Required

This structure holds findQualifiers that are used in Range Queries.

registeredInfoExt

r -  — — — — — — _|
uddi_ext:registeredinfoExt

registeredinfoExt [

Table 33. Attributes

Name Required

truncat ed Optional

This structureis used by ACL functionality. The added elements are uddi : servi cel nfos and
uddi : bi ndi ngTenpl at es that point to UDDI entities the user does not own but has privileges to modify.
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servicelnfoExt

servicelnfoExt [

Table 34. Attributes

Name Required
servi ceKey Required
busi nessKey Required

Thisstructureisan extension of servi cel nf o. It isused by the web interface for performance enhancements.
The added elements are uddi : descri pti on and uddi : bi ndi ngTenpl at es.

Find Qualifiers

UDDI V 3 Specification [http://uddi.org/pubs/uddi-v3.0.1-20031014.htm# Toc53709434] permits vendors
to define new find qualifiers. Table 35 summarizes the additional find qualifiersin HP SOA Registry
Foundation and the find_xx operations that support them. See Inquiry on page 434 for moreinformation on
inquiry APl operations.

Each short name in Table 35 links to a subsection that follows. Note that the tModel key is the short name
prefixed with uddi : systinet.com findQualifier:.
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Table 35. Summary of Additional Find Qualifiersin HP SOA Registry Foundation

Short Name Supporting Operations

find_business| find_service| find_binding | find_tModel | find_relatedBusinesses

deletedTModels

foreignEntities

keyNameMatch

myEntities

amitkeyNameMlatch

amitkeVaueMatch

anitMaKeMech

I A I Y Y B R
g|g|o|jo|jo|loflo
g|g|go|jo|jo|lofl o
I I o |
Oo|g|o| o

MaiKeApoiTavVEh

deletedTModels

Thisfind qualifier returns only hidden tModels, hence enabling administrators to locate and permanently
delete garbage tModels.

Note that the registry settings determine whether delete tModel:
e just hidesthetModel from find_tModel operations (default behaviour required by the specification);
» redly deletes the tModel, provided there are no dependencies on it;

See Administrator's Guide, Node on page 381.

tModel Key uddi : systinet.com findQualifier:del et edThbdel s

Supporting Operations find_tModel.

foreignEntities

Thisfind qualifier restricts results to entities that do not belong to the caller.
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> Thisqualifier does not make any sensefor an anonymous caller because all entitieswill bereturned

inthe query.
tModel Key uddi : systinet.comfindQualifier:foreignEntities
Supporting Operations All find_xx operations except find_relatedBusinesses.
keyNameMatch

Thisfind qualifier changes default rules for matching keyedReferences. By default keyNames are only
compared when the General KeywordstModelKey is specified. Thisfind qualifier enforces comparison of
keyNames.

The keyNameMatch and omitK eyNameMatch findQualifiers are mutually exclusive.

tModel Key uddi : systinet. com findQualifier: keyNameMat ch
Supporting Operations All find_xx operations.
myEntities

Thisfind qualifier restricts results to entities that belong to the caller.

) 2 This qualifier does not make any sense for an anonymous caller. All entitieswould be returned in

that case.
tModel Key uddi : systinet.comfindQualifier:nyEntities
Supporting Operations All find_xx operations except find_relatedBusinesses.

omitKeyNameMatch

Thisfind qualifier changes default rules for matching keyedReferences. By default keyNames are only
compared when the General Keywords tModelKey is specified. This find qualifier skips comparison of
keyNames.

The keyNameMatch and omitK eyNameM atch findQualifiers are mutually exclusive.
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tModel Key uddi : systinet.com findQualifier:omtKeyNaneMat ch

Supporting Operations All find_xx operations.

omitKeyValueMatch

Thisfind qualifier changesdefault rulesfor matching keyedReferences. By default keyV alues are compared.
Thisfind qualifier skips comparison of keyValues.

The omitKeyVaueMatch and omitTModelKeyMatch findQualifiers are mutually exclusive.

tModel Key uddi : systinet.com findQualifier: onitKeyVal ueMat ch
Supporting Operations All find_xx operations.
omitTModelKeyMatch

Thisfind qualifier changes default rulesfor matching keyedReferences. By default tModelK eysare compared.
Thisfind qualifier skips comparison of tModelK eys.

The omitKeyVaueMatch and omitTModelK eyMatch findQualifiers are mutually exclusive.

tModel Key uddi : systinet. com findQualifier: onit TNbdel KeyMat ch

Supporting Operations All find_xx operations.

tModelKeyApproximateMatch

Thisfind qualifier changes the default rules for matching keyedReferences. By default tModelKeys are
compared without wildcards and case insensitively. Thisfind qualifier enables atModelKey in a query to
include wildcards:

* '%' interpreted as zero or more arbitrary characters;
e ' 'interpreted as an arbitrary character.

The behavior is similar to the approximateMatch find qualifier.

tModel Key uddi : systinet.com findQualifier:tMdel KeyAppr oxi mat eMat ch
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‘ Supporting Operations All find_xx operations.

Advanced APls

Advanced APIs cover the following APIs:

Validation API - The Valueset Validation API is used to validate valuesin keyedReferences involved
in save operationsthat reference checked taxonomies. Valueset validation isdefined inthe UDDI version
3 specification [http://uddi.org/pubs/uddi_v3.htm]. Every checked taxonomy requires a Web service
that implementsthis API.

Taxonomy API - The Systinet Taxonomy API provides a high-level view of taxonomies and makes
them easy to manage and query. This APl was designed according to the UDDI technical note Providing
A Value Set For Use In UDDI Version 3 [http://oasis-open.org/committees/uddi-spec/doc/tn/uddi-spec-
te-tn-valuesetprovider-20030212.htm].

Category APIs - The Systinet Category APl complements the Systinet Taxonomy API. It isused to
query and to manipulate Internal taxonomiesin HP SOA Registry Foundation. More information on
the subject of internal taxonomies can be found in the APl documentation. The categories may be
hierarchically organized. Each category may be top-level (without parent), it may have children, or it
may be a child of another category. Y ou can drill down through this pattern In the Registry Console.

Administration Utilities API - The Systinet Administration Utilities APl providesan interfaceto perform
several low level administrative tasksin HP SOA Registry Foundation.

Replication API - The Replication API isused to launch replicationsin HP SOA Registry Foundation.

Statistics APl - The Systinet Statistics APl provides useful information about HP SOA Registry
Foundation usage.

WSDL Publishing API - HP SOA Registry Foundation WSDL-to-UDDI mapping is compliant with
OASIS's Technical Note, Using WSDL in aUDDI registry Version 2.0 [http://www.0oasis-
open.org/committees/uddi-spec/doc/tn/uddi-spec-tc-tn-wsdl-v2.htm]. It enablesthe automatic publishing
of WSDL documents to UDDI, enables precise and flexible UDDI queries based on specific WSDL
artifacts and metadata, and provides a consistent mapping for UDDI v2 and UDDI v3.

Resources Publishing APIs - XSD2UDDI. These API sets allow you to manipulate with resourcesin
HP SOA Registry Foundation. XML Schemas are supported.
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e Inquiry Ul API - The Inquiry Ul API has been implemented for improving the performance of the
Business Service Console. The basicideaisto retrieve data that appear in the Business Service Console
using asingle API call.

Validation

The Valueset validation API isused to validate values in keyedReferencesinvolved in save operations that
reference checked taxonomies. Vaueset validation is defined in the UDDI version 3 specification
[http://uddi.org/pubs/uddi_v3.htm]. Every checked taxonomy requires a Web service that implements this
API. The API isdefined by the uddi : uddi . or g: v3_val ueSet Val i dati on tModel for UDDI version 3,

uddi : systinet.com v2_val i dat eval ues for UDDI version 2 and uddi : systi net.com v1_val i dat eval ues for UDDI
version 1.

HP SOA Registry Foundation isbuilt according to the UDDI technical note Providing A Value Set For Use
In UDDI Version 3 [http://oasis-open.org/committees/uddi-spec/doc/tn/uddi-spec-tc-tn-val uesetprovider-

20030212.htm]. To function correctly, checked taxonomies must be categorized with uddi - or g: val i dat edBy
taxonomy pointing to the bindingTemplate with the val ueset validation Web service accessPoint. ThisWeb
serviceis called whenever the checked taxonomy occurs within a keyedReference during a save operation.

If the Web service is accessible by HP SOA Registry Foundation's classloader, the validation Web service
does not need to be invoked over SOAP, but it may run inside the registry's Java Virtual Machine.

The accessPoint value must bein a special form: It must start with the class: prefix and continue with fully
qualified class name. For example, the internal validation service endpoint is defined as follows:
cl ass: com systinet. uddi. publishing.v3.validation.service.Acl Val i dator.

For more information, consult the UDDI version 3 specification, section 5.6
[http://uddi.org/pubs/uddi_v3.htm# Toc53709335] .

SOAP

»  Specification: uddi_vs v3.wsdl [http://www.hp.com/go/hpsoftwaresupport/wsdl/uddi_vs v3.wsdl]
Java

e JavaAPl: org.systinet.uddi.client.val ueset.validation.v3. UDD _Val ueSetValidation_Port Type

* Demos: Validation demos

445


http://uddi.org/pubs/uddi_v3.htm
http://oasis-open.org/committees/uddi-spec/doc/tn/uddi-spec-tc-tn-valuesetprovider-20030212.htm
http://oasis-open.org/committees/uddi-spec/doc/tn/uddi-spec-tc-tn-valuesetprovider-20030212.htm
http://uddi.org/pubs/uddi_v3.htm#_Toc53709335
http://www.hp.com/go/hpsoftwaresupport/wsdl/uddi_vs_v3.wsdl

Taxonomy

The Systinet Taxonomy API provides high-level view of taxonomies and makes them easy to manage and
query. This APl was built according to the UDDI technical note Providing A Value Set For Use In UDDI
Version 3 [http://oasis-open.org/committees/uddi-spec/doc/tn/uddi-spec-tc-tn-val uesetprovider-
20030212.htm].

Data Structures

The following structures are used by the Systinet Taxonomy API:

Categories

Thisstructureisacontainer for zero or morecat egor y structures. If the taxonomy isinternal, then categories
are used to hold possible values of its keyedReferences.

categorizationBag

This structure is a container for one or more cat egori zati ons. It defines the containers (categoryBag,
keyedReferenceGroup, identifierBag and Publisher Assertion) in which thistaxonomy can be used. Possible
values are categorization, categorizationGroup, identifier, and relationship. A save operation containing a
keyedReference referencing a taxonomy in the wrong container will be denied with E_valueNotAllowed
UDDI exception.

Category

_____________________________________
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This structure corresponds to the keyedReference. It defines the keyedReference of the taxonomy in which
it is used. The keyval ue must be unique. The di sabl ed attribute is used to mark the category as either helper
or deprecated, so it cannot be used as avalid option in keyedReferences. The keyNane attribute serves as a
label for this category.

Table 36. Attributes

Name Required
keyNarre Yes
keyVal ue Yes
di sabl ed No

compatibilityBag

r
| taxonomy:compatibilityBag |

oo - |

This structure is a container for one or more compatibilities. It defines the compatibility of the taxonomy
with the four basic UDDI data structures - tModel, businessEntity, businessService and bindingTemplate.
If the taxonomy is not compatible with one of these UDDI structures, then a save operation containing a
keyedReference referencing thistaxonomy in this structure will be denied with E_valueNotAllowed UDDI
exception.

taxonomy

| taxonomy:taxonomy

,udditModel ? I
tModel ? |

|

|
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Table 37. Attributes

Name Required
check No
unval i dat abl e No
bri ef No

Each taxonomy isidentified by itstModel.

e Theoptional check attribute is used to define whether the taxonomy is checked or not. If thetModel is
checked, then avalidation structure must be present.

» Theunvalidatabl e attribute is used to mark the checked taxonomy as unvalidatable. Unvalidatable
taxonomies cannot be used in keyedReferences.

» Thebrief attributeisrelated to categories structure and its meaning depends on context, in which it is
used.

taxonomyDetail
| tasonomytaxonomydetail T
[[taxonomybetail B+{ <}, taxonomytasonomy B |
Rttt i o At
T
Table 38. Attributes
Name Required
truncat ed No

This structure is a container for zero or moret axononi es. Thetruncat ed attribute indicates whether the list
of taxonomies is truncated.

448



taxonomylInfo

Table 39. Attributes

Name Required
check Yes
unval i dat abl e No

The taxonomylnfo is an extension of the tModelInfo structure.
»  Thecheck attribute indicates whether or not the taxonomy is checked.

* Theunvalidatabl e attribute is used to mark the checked taxonomy as unvalidatable. Unvalidatable
taxonomies cannot be used in keyedReferences.

taxonomylnfos

This structure is a container for zero or more t axonony! nf o Structures.

taxonomyList
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This structure serves as a container for optional | i st Descri pti on and optional t axonony! nf os structures. The
truncat ed attribute indicates whether the list of taxonomiesis truncated.

Table 40. Attributes

Name Required
truncat ed No
validation

This structure is used to hold information for validating a checked taxonomy. The cat egori es structure
definesthe list of available values for keyedReferences checked by the Internal validation service. Bi ndi ng
tenpl ates contains the valueset validation Web service endpoint.

Operations
delete_taxonomy

Thedelete taxonomy API call isused to delete one or moretaxonomiesfrom HP SOA Registry Foundation.
The taxonomy consists of atModel and optional business services and categories.

delete_taxonomy [}

Arguments
e uddi: authinfo - Thisoptional argument is an element that contains an authentication token.

e uddi : t Mdel Key - One or more required uddiKey values that represent existing taxonomy tModels.
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Upon successful completion, adisposition report is returned with a single success indicator.
Permissions

ThisAPI call requires APl manager permission with thenameor g. systi net . uddi . cl i ent . t axonony. v3. TaxononyApi
and the action delete_taxonomy.

download_taxonomy

Thedownload taxonomy API call isused to fetch a selected taxonomy from HP SOA Registry Foundation.
Thiscall is stream oriented and is useful for fetching the content of very large taxonomies.

download_taxonomy [-]

Arguments

 taxonony: aut hl nfo - Thisoptional argument is an element that contains an authentication token.
e uddi: t Mdel Key - required uddiKey value that represents an existing taxonomy tModel.

Returns

This API call returns a ResponseM essageA ttachment with the selected taxonomy upon success.
Permissions

ThisAPI call requiresthe APl manager permission with nameor g. systi net . uddi . cl i ent . t axonony. v3. TaxononyApi
and the action download_taxonomy.

find_taxonomy

Thefind_taxonomy API call isused to find all taxonomiesin aregistry that match given criteria. This call
isan extension of the UDDI v3find_tModel API call.
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find_taxonomy [

Table41. Attributes

Name Required

check No

unval i dat abl e No
Arguments

e uddi:authlnfo - Thisoptional argument isan element that contains an authentication token.

e uddi:findQualifiers - Thecollection of findQualifier used to alter default behavior.

e uddi : name - The string value represents the name of tModel to be found.

e uddi:identifierBag - Thelist of keyedReferencesfrom tModel IdentifierBag.

* uddi: categoryBag - The list of keyedReferences from tModel categoryBag.

 taxonony: conpati bilityBag - An optional list of Compatibilities.

* taxonony: categori zati onBag - An optional list of Categorizations.

» check - Optiona boolean value that limits returned data to checked (or unchecked) taxonomies only.

e unvalidatabl e - Optional boolean value that limits returned data to unvalidatable taxonomies only.
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> The unval i dat abl e attribute of the tModel of a checked taxonomy will be set to true, if one of the
following rulesis met:

* ThetModel of achecked taxonomy does not contain the validatedBy keyedReference

e The bindingTemplate from keyedReferences does not exists or is not readabl e because of
ACLs.

Returns
This API call returns the TaxonomyL.ist upon success.

Permissions

This APl call requires API user permission or g. systi net. uddi . cl i ent . t axonony. v3. TaxononyApi and the action
find_taxonomy.

get_taxonomy

Theget_taxonomy API call returnsthe Taxonomy structure corresponding to each of thetModelKey values
specified.

get_taxonomy [-]

Table 42. Attributes

Name Required
bri ef No
Arguments

e uddi:authinfo - Thisoptional argument is an element that contains an authentication token.
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e uddi: t Mdel key - Required uddiKey value representing an existing taxonomy tModel.

* brief - Requestsnot to fetch thecat egori es element. Notethat only the APl manager can set thisattribute
tofalse.

Returns

This API call returns the TaxonomyL ist on success.

) 2 If thetModel of a checked taxonomy does not contain the validatedBy keyedReference, the
taxonomy's unval i dat abl e attribute will be set to true and the validation structure will be missing.

Permissions

This API call requiresthe APl user permission or g. systi net. uddi . cl i ent . t axonony. v3. TaxononyApi and the
action get_taxonomy.

save_taxonomy

The save_taxonomy API call is used to publish taxonomies to HP SOA Registry Foundation.

The taxonomy properties (checked, unvalidatable, compatibilityBag, and categorizationBag) are first
combined with their counterpartsin the tModel's categoryBag.

) 2 Itisan error to specify avalidation structure for an unchecked taxonomy. If the taxonomy contains
avalidation structure, it isautomatically set to be checked. If the taxonomy is neither checked nor
unchecked, it will be saved as unchecked. If a checked taxonomy does not have a validation
structure, the taxonomy is saved with the unval i dat abl e attribute set to true.

454



If the categories structure is defined in the validation structure, then the taxonomy will be checked by the
Internal validation service. The bindingTemplates are optional; if they are specified, then their AccessPoint
must point to the Internal validation service's Web service endpoint.

If the categories structure is not defined in the validation structure, then there must be at least one
bindingTemplate. The bindingTemplate must implement valueset validation API (either

uddi : uddi . org: v3_val ueSet Val i dati on, uddi : systinet.comv2_val i dat eVal ues Or uddi : systinet.comvl validateVal ues).
There must be avalid AccessPoint.

If the serviceKey is given, then this businessService must be part of the Operational business entity
(uddi : systi net. com uddi nodebusi nesskey). During the save_taxonomy operation, the businessService will be
overwritten.

Arguments

 taxonony: aut hl nfo - Thisoptional argument is an element that contains an authentication token.
e taxonony: taxonony - A list of taxonomies to be saved.

Returns

This API call returns the TaxonomyDetail on success.

Permissions

This API call requires the APl manager permission org. systi net.. uddi . cl i ent . t axonony. v3. TaxononyApi and
the action save_taxonomy.

upload_taxonomy

The upload_taxonomy API call is used to publish a Taxonomy into HP SOA Registry Foundation. This
call is stream oriented and is useful for publishing very large taxonomies.
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Permissions

ThisAPI cal requiresthe APl manager permission named or g. systi net . uddi . cl i ent . t axonony. v3. TaxononyApi
and the action upload_taxonomy.

Persistence Format

The taxonomy persistence format is used by taxonomy Download/Upload operations. Following is an
example of the taxonomy persistence format:

<taxonony xm ns="http://systinet.conm uddi/taxonony/v3/5.0"
xm ns: uddi =" urn: uddi - or g: api _v3"
check="true">
<t Model t Mdel Key="uddi : f 0o. com deno: myTaxonomy" >
<uddi : name>My t axonony</ uddi : name>
<uddi : descri ption>Category systenx/ uddi: description>
</t Model >
<conpati bi | ityBag>
<conpati bi lity>busi nessEntity</conpatibility>
</ conpati bi | i t yBag>
<categori zati onBag>
<categori zation>cat egori zati on</ cat egori zati on>
</ categori zati onBag>
<val i dati on>
<bi ndi ngTenpl at e bi ndi ngKey="" servi ceKey="" xm ns="urn: uddi - or g: api _v3">
<accessPoi nt useType="endPoi nt" >
http://ww:.foo.com MyValidationService. wsdl
</ accessPoi nt >
<t Model I nst anceDet ai | s>
<t Mbdel I nst ancel nfo
t Model Key="uddi : uddi . org: v3_val ueSet Val i dati on"/>
<t Mbdel I nst ancel nfo
t Model Key="uddi : systinet.com deno: nyTaxonony"/ >
</t Model I nst anceDet ai | s>
</ bi ndi ngTenpl at e>
</validation>
</ taxonomy>

This format reflects the taxonomy.xsd [ http://www.hp.com/go/hpsoftwaresupport/wsdl/taxonomy.xsd]
XML Schema Definition file. For more information, see the data structure of taxonomy on page 447.
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| taxonomy:taxonomy

,udditModel ? I
tModel ? |

|

|

WSDL

Y ou can find the WSDL specification in the file taxonomy.wsdl
[http://www.hp.com/go/hpsoftwaresupport/wsdl /taxonomy.wsdl].

APl Endpoint
Y ou can find the Taxonomy API endpoint at htt p: // <host name>: <por t >/ uddi / t axonony.
Java

Systinet Java APl is generated from Taxonomy WSDL. Y ou are encouraged to browse
org.systinet.uddi.client.taxonony. v3. TaxononyApi and to read and try Taxonomy demos.

Taxonomy 5.5 Extension
This section describes the taxonomy 5.5. extension intended for Range queries functionality implementation.
Data Structures

The following structures are used by the Systinet Taxonomy 5.5 API:
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Taxonomy

,udditModel ?
taxonomy:tModel ?

Table 43. Attributes

Name Required
check No
unval i dat abl e No
bri ef No

This structure is almost identical to taxonomy, except that the transformation argument has been added

taxonomylInfo
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Table 44. Attributes

Name Required
check Yes
t Model Key yes
unval i dat abl e No
i sOr der edBy No

This structure is almost identical to taxonomyInfo, except that the optional attributei sor der edBy was added
to contain the name of the comparator tModel.

transformation

taxonomy_S5itransformation

,udditModel ? I
|
|
|
|

 uddisbindingTemplate

[ uddithodelkey

This structure holds a reference to a transformation service implementation. For more information about
the transformation service, please see Administrator's Guide, Custom Ordinal Types on page 251.

* uddi:tMdel - ThetModel that represents a comparator taxonomy.

 uddi : bi ndi ngTenpl at e - This argument holds the reference of the transformation service implementation.
The accessPoi nt element of the bindingTemplate includes the name of the java classimplementation of
the sevice with the prefix cl ass: .

e uddi : t Mdel key The key of the tModel that represents the transformation.

APl Endpoint

Y ou can find the Taxonomy 5.5 API endpoint at http://<host name>: <port >/ uddi / t axonony55.
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Category

The Systinet Category API complements the Systinet Taxonomy API. It isused to query and to manipulate
Internal taxonomiesin HP SOA Registry Foundation. The categories may be hierarchically organized. Each
category may be top-level (without parent), it may have children, or it may be a child of another category.
You can drill down through this pattern in the Registry Console.

Data Structures
The following structures are used by the Systinet Category API:

Categories

This structure is a container for zero or more cat egory €elements.

category

_________ |
Table 45. Attributes
Attribute Required
di sabl ed No
| eaf No

This element contains a single keyedref er ence element that defines value of the category.

Thedi sabl ed attribute is used to indicate that a category cannot be used asavalid option in keyedReferences.
Either it has been deprecated or it is only a parent for other categories. The tModel key value in the uddi-
org:types taxonomy is one such disabled category.

Thel eaf attribute indicates whether this category isaleaf in the category tree.
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categorylist

Table 46. Attributes

Attribute Required

truncat ed No

This structure serves as a container for optional | i st Descri pti on and cat egori es structures. Thetruncat ed
attribute indicates whether areturned list of categoriesistruncated.

Operations
add_category

Theadd_cat egory API call isused to add anew category to the Internal taxonomy identified by thetModelKey
inthe keyedReference. The par ent KeyedRef er ence element is used to define the parent category of new category
to be saved. If the par ent KeyedRef er ence €lement is missing, then the new category will have no parent.

Syntax

Arguments
e category:authlnfo - Thisoptional argument is an element that contains an authentication token.
* category: category - Category to be added.

e parentKeyedRef erence - Optional keyedReference; serves as parent of the new category.
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Permissions

This API call requires APl manager permission for org. systinet. uddi . cl i ent. cat egory. v3. Cat egor yApi and
for the action add_cat egory.

delete_category
Thedel ete_category API call deletes the selected category from HP SOA Registry Foundation.

Syntax

delete_category [

Arguments

e category:authlnfo - Thisoptional argument is an element that contains an authentication token.
* keyedReference - Category to be deleted.

Permissions

This API call requires APl manager permission for org. systinet. uddi . cl i ent. cat egory. v3. Cat egor yApi and
the action del ete_cat egory.

find_category

Thefind_category API call isused to query HP SOA Registry Foundation for categories that match given
criteria.

Syntax

find_category [
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Arguments

e category:authlnfo - Thisoptional argument is an element that contains an authentication token.
e category:findQualifiers - Optiona list of findQualifiers, that modifies default behavior.

e uddi : keyedRef erence - The category containing search arguments.

Behavior

FindByName and findByV alue findQudlifiers are used to distinguish whether the call will search by keyName
or keyValue from the keyedReference that is the argument of the call. The default is to search by value.

The caseSensitiveMatch and casel nsensitiveMatch findQualifiers are used to control whether the search
will be case sensitive; the default is case sensitive.

The ApproximateMatch findQualifier is used to search with SQL wildcards. The default findQualifier,
exactMatch, instructs the search to perform an exact comparison.

Finally there are four findQualifiers that affect the order in which categories are returned:
e sortByNameAsc

* sortByNameDesc

» sortByValueAsc (default)

e sortByValueDesc

These find qualifiers are exclusive. If you combine them, an exception is thrown.

Returns

This API call returns a CategoryL ist upon success.

get_category

Theget _category API call isused to get categories having arelation, identified by getQualifier, to the category
identified by given keyedReference. If the getQualifier is childCategories, then the call returns categories
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that have the selected category astheir parent. If the siblingCategories getQualifier is used, then categories
having same parent as selected category are returned.

Syntax

get_category [

Arguments

e category:authlnfo - Thisoptional argument is an element that contains an authentication token.
e category:getQualifier and category: get Qualifier - Control search behavior.

e uddi : keyedRef erence - The category whose relatives shall be received.

Returns

This API call returns a CategoryL ist upon success.

get_rootCategory

Theget _root Category API call returnsall categories of the Internal taxonomy identified by given tModelKey
that have no parent.

Syntax

get_rootCategory [
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Arguments

e category:authlnfo - Thisoptional argument is an element that contains an authentication token.
* uddi: t Mdel Key - Required uddiKey value that represents an existing taxonomy tModel.

e category: getQualifiers - Control search behavior.

Returns

This API call returns a CategoryL ist upon success.

get_rootPath

Theget _root Path API call returns categories from root category, then its child categories until the selected
category in this order: root category, parent's parent, parent and the selected category.

Syntax

: |
|

Arguments

* category:authlnfo - Thisoptional argument is an element that contains an authentication token.
e uddi : keyedRef erence - Category to be searched

Returns

This API call returns a CategoryL ist upon success.

move_category

Thenmove_category API call isused to move selected category from current parent (if any) to a new parent
category. If the newParentK eyedReference is not defined, then the category will have no parent.
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Syntax

Arguments

e category:authlnfo - Thisoptional argument is an element that contains an authentication token.
* keyedReference - Category to be deleted.

* newPar ent KeyedRef erence - Optional category, that becomes new parent of the category.
Permissions

This API call requires APl manager permission for org. systinet. uddi . cl i ent. cat egory. v3. Cat egor yApi and
the action move_cat egory.

set_category
Theset_category API call isused to update the selected category in HP SOA Registry Foundation.
Syntax

Arguments
e category:authlnfo - Thisoptional argument is an element that contains an authentication token.
* ol dKeyedRef erence - Current category to be updated.

e category: category - New category, that will replace selected category.
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Permissions

This API call requires APl manager permission for org. systinet. uddi . cl i ent. cat egory. v3. Cat egor yApi and
the action set _category.

WSDL

You can find this API's WSDL specification in the file category.wsdl
[http://www.hp.com/go/hpsoftwaresupport/wsdl/category.wsdl].

APl Endpoint
You can find the Category API at http://<host name>: <port>/ uddi / cat egory.
Java

Systinet Java AP is generated from Category WSDL. Y ou are encouraged to browse
org.systinet.uddi.client.category.v3. Cat egor yApi and to read and try Category demos.

Administration Utilities

The Systinet Administration Utilities API provides an interface to perform several low level administration
tasks in HP SOA Registry Foundation.

Operations
cleanSubscriptionHistory

This utility removes subscription histories from HP SOA Registry Foundation. If the ol der Than value is not
specified, the utility deletes all historical data; otherwise it del etes data ol der than the specified value.

Syntax
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Arguments

e uddi _v3:authlnfo - Thisoptional argument is an element that contains an authentication token.
* ol derThan - Optional argument specifying the date before which subscription history is deleted.
Permissions

This API call requires APl manager permissions for org. systi net . uddi . adni n. Adni ni strationUilsApi and for
the cleanSubscriptionHistory action.

clean_unusedAccounts

Thisutility isuseful when LDAPisused asauser store. HP SOA Registry Foundation treats LDAP asread-
only and all datafrom LDAP ismirrored to the registry's database. After you remove users from LDAP
using LDAP tools, data removed from LDAP stays in the database. To remove the orphan data from the
database, execute the clean_unusedAccounts operation.

Syntax

Permissions

This API call requires APl manager permissions for org. systi net . uddi . adni n. Adni ni strationUilsApi and for
the clean_unusedAccounts action.

deleteTModel

The delete tModel API removes one or more tModels from HP SOA Registry Foundation. Note that the
delete tModel call inthe UDDI version 3 specification does not physically remove the tModel from the
database; it marks the tModel as deprecated. The delete tModel call from Administration Utilities can be
used to delete such deprecated tModels from the database.
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Arguments

e uddi _v3:authlnfo - Thisoptional argument is an element that contains an authentication token.
* uddi_v3: t Mdel Key - One or more required uddiKey values that represent existing tModels.
Permissions

This API call requires APl manager permission for org. systi net. uddi . adni n. Admi ni strationUtil sApi and the
action deleteTModel.

rebuild_cache

Database cache stores v3 UDDI structures in database as objects. Using this cache increases performance
of v3inquiry get_business, get_service, get_binding, get_tModel and find_binding operations. On the other
hand the cache synchronization take some time mainly in v1 and v2 publishing API operations. The cache
can be enabled or disabled by Registry Console. By default, the cache is enabled. Each time caching is
switched on, the cacheisrebuilt. After theinitial rebuild the cache isincrementally synchronized each time
save xxx or delete xxx operation is performed on v1, v2, v3 publishing API. Explicit rebuild is enabled
by rebuild_cache operation. This operation is suitable when data is changed by an administrator in a SQL
console (note that such data changing is not recommended).

Syntax

Arguments

e uddi _v3:authlnfo - Thisoptional argument isan element that contains an authentication token.
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Permissions

This API call requires APl manager permissions for org. systi net . uddi . adni n. Adni ni strationUilsApi and for
the rebuild_cache action.

replaceURL

ThereplaceURL API call isused to replace URL prefixes in the following entities:
* tModd - OverviewDoc URL

* tModélInstancelnfo - overviewDoc URL and DiscoveryURL

e binding template - accessPoint URL

Syntax
|— _______ 1

replaceURL [

Arguments

e uddi _v3:authlnfo - Thisoptional argument is an element that contains an authentication token.
* ol dURLPrefix - old value of URL prefix

*  newlRLPrefix - new value of URL prefix

Permissions

This API call requires APl manager permission for org. systinet . uddi . adni n. Admi ni strati onltil sApi and the
action replaceURL .

470



replaceKey

ThereplaceKey API call is used to change the uddiK ey of a selected UDDI structure in HP SOA Registry
Foundation. The key must be specified in either UDDI version 3 format or UDDI version 2 format. The
optional elementsuddi KeyNewv2 anduddi KeyNewv3 hold new values of uddiK eysfor the selected UDDI structure.

Syntax

replaceKey [

Arguments

e uddi _v3:authlnfo - Thisoptional argument is an element that contains an authentication token.
e uddi Keyd dv2 - Value of the uddiKey of an existing UDDI structure in UDDI version 2 format.
e uddi Keyd dv3 - Value of auddiKey of an existing UDDI structure in UDDI version 3 format.

* uddi KeyNewv2 - New value of the uddiKey in UDDI version 2 format.

e uddi KeyNewv3 - New value of the uddiKey in UDDI version 3 format.

Permissions

This API call requires APl manager permission for org. systi net . uddi . adni n. Admi ni strationltil sApi and the
action replaceKey.

resetDiscoveryURLs

Sets the discoveryURL value of each businessEntity in HP SOA Registry Foundation to its default value.
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Syntax

Arguments
e uddi _v3:authlnfo - Thisoptional argument is an element that contains an authentication token.
Permissions

This API call requires APl manager permission for org. systi net . uddi . adni n. Admi ni strationltil sApi and the
action resetDiscoveryURLSs.

transform_keyedReferences

This operation is necessary when the type of taxonomy keyVa ues or the implementation of the taxonomy
transformation service have been changed. For moreinformation see, User's Guide, Taxonomy: Principles,
Creation and Validation on page 247.

Syntax

—— e —

| transform_keyedReferences [

Arguments

e uddi _v3:authlnfo - Thisoptional argument is an element that contains an authentication token.
* uddi _v3:tMdel Key

Permissions

This API call requires APl manager permission for org. systi net . uddi . adni n. Admi ni strationltil sApi and the
action transform_keyedReferences.
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WSDL

Y ou can find the WSDL specification for this API in administrationUtils.wsdl
[http:/Iwww.hp.com/go/hpsoftwaresupport/wsdl/admini strationUtil s.wsdl].

APl Endpoint
Y ou can find the Administration Utilities APl endpoint at ht t p: // <host nane>: <por t >/ uddi / adni ni strati onUtils.
Java

The Systinet Java APl is generated from Administration Utils WSDL. Y ou are encouraged to browse
org. systinet. uddi.adnin. Adni ni strationUtilsApi for moreinformation.

Replication

The Replication APl is used to launch replicationsin HP SOA Registry Foundation.
Operations

Replicate

Thereplicate API call isused to immediately start replications.

Arguments
e authinfo - Thisoptiona argument is an element that contains an authentication token.
Behavior

WhenthisAPI call isinvoked, it stopsthe scheduling of replicationsand, if needed, waits until the completion
of current replications. It then starts a new replication process in which replications are rescheduled from
this time with the normal replication interval. This results in one of two scenarios:

* If noreplications arein processwhen therepli cate cal is made, the call stops the replication schedule,
runsthereplication, and restarts the schedule from the time the call was made. For example, if replications
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had been scheduled on the hour, and the call ismade at 9:15, replicationswill then occur at 10:15, 11:15,
and so forth.

» If thereisareplicationin processwhenthereplicate call is made, scheduling is stopped, the call waits
for the current processto conclude, runsthe replication, and restarts schedule from the time the call was
made as in the previous scenario.

WSDL

Y ou can find the WSDL specification in the file replication_v3.wsdl
[http://www.hp.com/go/hpsoftwaresupport/wsdl/replication v3.wsdl].

APl Endpoint
Y ou can find the Replication APl endpoint at http: // <host name>: <port>/ uddi / repl i cati on.
Java

The Systinet Java API is generated from the Replication WSDL. Y ou are encouraged to browse its
org.systinet.uddi.replication.v3.ReplicationApi.

Statistics

The Systinet Statistics API provides useful information about HP SOA Registry Foundation usage.
Data Structures

The following structures are used by the Systinet Statistics API:

accessStatisticsDetail

Table47. Attributes

Attribute Required
enabl e yes
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This structure is a container for zero or more api Stati sticsbetai | €lements. The enabl e attribute is used to
distinguish whether the returned datais consistent or not. If set to false, the Statistics interceptor has been
configured not to run and returned data will be outdated.

apiStatisticsDetail

Table 48. Attributes

Attribute Required
api Nare Yes
r equest Count Yes
except i onCount Yes
| ast Cal | Yes

Thisstructure containsinformation about usage of the API specified in the attribute api Name and its methods.
It also serves as a container for met hodSt ati sti csDetail elements.

Therequest Count attribute holds a number indicating how many times this APl has been used since its last
reset or since HP SOA Registry Foundation installation.

TheexceptionCount attribute indicates the number of exceptionsthat have interrupted execution of the API's
methods.

Thelastcall attribute contains the time this APl was last invoked.

475



methodStatisticsDetail

Table 49. Attributes

Attribute Required
met hodNare Yes
request Count Yes
except i onCount Yes
| ast Cal | Yes

This element contains information about usage of the method specified in the attribute net hodNane.

Therequest Count attribute holds a number indicating how many times this method has been called since its
last reset or since HP SOA Registry Foundation installation.

The excepti onCount attribute indicates the number of exceptions that have interrupted execution of this
method.

Thel astcal | attribute contains the time this method was last invoked.

structureStatisticsDetail

This structure serves as a container for the st ruct ure element.
Structure

Table 50. Attributes

Attribute Required
name Yes
count Yes
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Thestruct ure element indicates how many UDDI structures of the type given by thenane attribute are stored
in the registry.

Operations
get_accessStatistics

The get_accessStatistics API call is used to fetch information about usage of selected UDDI APIsin HP
SOA Registry Foundation. Thefilter element is used to specify which APIs statistics will be returned. If
it isempty, the statistics for all APIs are returned.

Arguments
e statistics:authlnfo - Thisoptional argument is an element that contains an authentication token.

e statistics:filter - Optional regular expression to match selected APIs by their name. The wildcard
characters» and * are supported.

Returns
Upon successful completion, an accessStatisticsDetail structure is returned.
Permissions

ThisAPI call requires APl manager permission for org. systinet. uddi . statistics. Statisti csApi andtheaction
get_accessStatistics.

get_structureStatistics

The get_structureStatistics API call is used to get overview information about how many UDDI structures
is stored within HP SOA Registry Foundation.

(s & i)
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Arguments

e statistics:authlnfo - Thisoptional argument is an element that contains an authentication token.
Returns

Upon successful completion, an structureStatisticsDetail structureis returned.

Permissions

ThisAPI call requires APl manager permission for or g. systinet. uddi . statistics. StatisticsApi andtheaction
get_structureStatistics.

reset_accessStatistics

The reset_accessStatistics APl call is used to reset APl usage statisticsin HP SOA Registry Foundation.
The optional filter element isused to limit affected APIs, if it isnot set, statistics for all APIsis removed.

reset_accessStatistics [ == {

Arguments
e statistics:authlnfo - Thisoptional argument is an element that contains an authentication token.

e statistics:filter - Optional regular expression to match selected APIs by their name. The wildcard
characters» and * are supported.

Permissions

ThisAPI call requires APl manager permission for org. systinet. uddi . statistics. StatisticsApi andtheaction
reset_accessStatistics.

WSDL

Y ou can find the WSDL specification in the file statistics.wsdl
[http://www.hp.com/go/hpsoftwaresupport/wsdl/statistics.wsdl].
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APl Endpoint
Y ou can find the Statistics APl endpoint at htt p: // <host name>: <port >/ uddi / st ati sti cs.
Java

Systinet Java APl is generated directly from WSDL. Y ou are encouraged to browse
org.systinet.uddi.statistics.StatisticsApi.

WSDL Publishing

HP SOA Registry Foundation WSDL-to-UDDI mapping is compliant with OASIS's Technical Note, Using
WSDL inaUDDI registry Version 2.0 [ http://www.oasi s-open.org/commi ttees/uddi-spec/doc/tn/uddi -spec-
tc-tn-wsdl-v2.htm]. It enables the automatic publishing of WSDL documentsto UDDI, enables precise and
flexible UDDI queries based on specific WSDL artifacts and metadata, and provides a consistent mapping
for UDDI v2 and UDDI v3.

Data Structures

wsd|Detail

wediDetail [

wsdlDetail completes information about the WSDL to be mapped.
Arguments

e wsdl 2uddi : wsdl - Contains URI or physical location of mapped WSDL.
e wsdl 2uddi : wsdl Mappi ng - Describes vsdl : types to be mapped.

wsdl
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WSDL contains information about location of a mapped WSDL.
Arguments
* wsdl Location - The URI or physical location of a mapped WSDL.

e any - Used to make extensible documents (see XML schema [http://www.w3.org/TR/xmlschema-1/]).
It isgenerally used as the DOM pattern of a mapped WSDL.

wsdIMapping

ws=dIMapping -]

WsdIMapping describes thewsd! : t ypes to be mapped. It is used to alter the default behavior of mapping the
specified WSDL. In contained structures, it is possible to describe each mapped wsdl : t ype correctly. This
isto ensure exact mapping and prevent duplication of datain the registry.

Arguments

* uddi: busi nessKey - Represents the businessKey of an existing uddi : busi nessEnti ty to which the assigned
wsdl : types will be mapped.

e uddi: busi nessEntity - Represents an existing businessEntity to which the assigned wsdl : t ypes will be
mapped.

* wsdl 2uddi : porttypes - Representsthe container of wsdl : port Types to be mapped. wsdl 2uddi : port t ypes makes
it possible map auddi : t Model to its corresponding wsdl : port Type .

* wsdl 2uddi : bi ndi ngs - Represents the container of wsdl : bi ndi ngs to be mapped. wsdl 2uddi : bi ndi ngs makes
it possible to map auddi : t Model to its corresponding wsdl : bi ndi ng.

e wsdl 2uddi : servi ces - Represents the container of wsdl : servi ces to be mapped. wsdl 2uddi : servi ces makes
it possible to map a uddi : busi nessServi ce t0 its corresponding wsdl : servi ce.
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) 2 Note that uddi : busi nesskey and uddi : busi nessEnti ty are mutually exclusive.

portTypes

The portTypes structure is a simple container of one or more wsdl 2uddi : port Types.

portType

g m
|

|

[portivpe B{=— i~ E |

= |

PortType represents a mapping of wsdl : port Type in UDDI. It contains information necessary to map the
wsdl : port Type to @ corresponding uddi : t Model accurately.

Arguments

e uddi: t Mdel Key - Represents the tModelKey of an existing uddi : t Mwdel which will be reused or rewritten
(depending on the publishingM ethod selected by the user) with data from wsdi : port Type.

* uddi:tMdel - Representsan existing uddi : t model which will be reused or rewritten (depending on the
publishingM ethod sel ected by the user) with data from wsdi : port Type.

» Note that uddi:tModelKey and uddi:tModel are mutually exclusive.

481



Table 51. Attributes

Name Required
name optional
nanespace optional
publ i shi nghet hod optional

These attributes describe the wsdl : port Type of the appropriate WSDL . Nane and nanespace represent the
wsdl : port Type QName. publ i shi nghet hod represents an enumeration of available mapping use cases. It can be
settorewite, create, reuse, Of i gnore. The default publishingMethod isreuse.

Bindings
L -1
| wedl2uddizbindings |
(i B (- weividionins &
0.
-~ S

The bindings structure is a simple container of one or more wsdl 2uddi : bi ndi ngs.

binding
i_wa;m;i:;dg ______ ]
|
[(oinding (=~ 5-E |
= |
l_ ———————————

A binding represents a mapping of wsdl : bi ndi ng in UDDI. It contains information necessary for the precise
mapping of awsdl : bi ndi ng to the appropriate uddi : t Model .

Arguments

° uddi:t Mdel Key - Represents the tModelKey of an existing uddi : t odel which will be reused or rewritten
(depending on the publishingMethod selected by the user) with data from wsd : bi ndi ng.

e uddi:tMdel - Represents an existing uddi : t odel which will be reused or rewritten (depending on the
publishingM ethod sel ected by the user) with data from wsdi : bi ndi ng.
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) 2 Note that uddi : t Mdel Key and uddi : t Mdel are mutually exclusive.

Table52. Attributes

Name Required
name optional
namespace optional
publ i shi nghet hod optional

These attributes describe the wsdi : bi ndi ng from the appropriate WSDL. Nane and nanespace represent the
wsdl : bi ndi ng QName.

publ i shi nghet hod represents an enumeration of the available mapping use cases. It canbesettorewite,
create, reuse, Or i gnore. The default publishingMethod isreuse.

Services

The services structure is a simple container of one or more wsdl 2uddi : ser vi ces.

service
e ————— — — —

| wsdl2uddi:service
|
|

fuddi:seruicel(ey

fuddi:husinessl(ey

Service represents the mapping of wsdl : servi ce in UDDI. It contains information necessary to map a
wsdl : servi ce to the appropriate uddi : busi nessSer vi ce precisely.
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Arguments

 uddi: busi nessKey - represents businesskK ey of an existing uddi : busi nessenti ty to which the translated
wsdl : servi ce will be stored.

* uddi: servi ceKey - represents the serviceKey of an existing uddi : busi nessSer vi ce which will be reused or
rewritten (depending on the publishingMethod selected by user) with data from wsdl:service.

 uddi : busi nessServi ce - represents an existing uddi : busi nessSer vi ce which will be reused or rewritten
(depending on the publishingMethod selected by user) with data from wsdi : servi ce.

* wsdl:ports - represents existing uddi : bi ndi ngTenpl at es Which will be reused or rewritten (depending on
the publishingMethod selected by user) with data from wsdi : servi ce ports.

) 2 Note that uddi : servi cekey and uddi : busi nessServi ce are mutually exclusive.

Table53. Attributes

Name Use
name optional
nanespace optional
publ i shi nghet hod optional

These attributes describe the wsdl : servi ce from an appropriate WSDL. Nane and nanespace represents the
wsdl : servi ce QName.

publ i shi nghet hod represents an enumeration of available mapping use cases. It canbesettorewrite, create,
reuse, OF i gnore. The default publishingMethod isr euse.

ports

The ports structure is a simple container for one or more wsdl 2uddi : ports.
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Port represents a mapping of wsdl : port in UDDI. It contains information necessary to map the wsdl : port to
the appropriate uddi : bi ndi ngTenpl at e precisely.

Arguments

* uddi : bi ndi ngkey - Represents the bindingKey of an existing uddi : bi ndi ngTenpl at e which will be reused or
rewritten (depending on the publishingMethod selected by user) with data from wsdl : port .

* uddi : bi ndi ngTenpl at e - Represents an existing uddi : bi ndi ngTenpl at e which will be reused or rewritten
(depending on the publishingMethod selected by user) with data from wsdi : servi ce.

» Note that uddi : bi ndi ngkey and uddi : bi ndi ngTenpl at e are mutually exclusive.

Table 54. Attributes

Name Required

name optional

publ i shi nghet hod optional

These attributes describe the wsdl : port from an appropriate WSDL .Nare represents the wsdl : port name.
publ i shi ngMet hod represents an enumeration of available mapping use cases. It canbesettorewrite, create,
or reuse. The default publishingMethod isreuse.

wsdlServicelnfos

wsdlServicelnfos [ == -:,wsdlZuddl:w-s-lil-s-e-r-u-il-:éil;f-l;- |
e R
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The wsdl Servicelnfo structure is a simple container of one or more wsdl 2uddi : wsdl Servi cel nf os.

wsdlServicelnfo

wsdIServicelnfo [

Thewsdl Servicelnfo compl etesinformation about the wsdl L ocation and uddi : busi nessSer vi ce being searched.
Arguments
* wsdl Location - The URI or physical location of aWSDL.

 wsdl 2uddi : port I nf os - Container for wsdl2uddi:portswhich contain thewsd! : port mapped to the appropriate
uddi : bi ndi ngTenpl ate.

Table55. Attributes

Name Required
name required
nanespace required
servi ceKey required

These attributes describes how the wsdl : servi ce is mapped from the appropriate WSDL. Nane and nanespace
represent the wsdl : servi ce QName.

The servi ceKey represents the uddi : busi nessServi ce on which the wsdl : servi ce is mapped.

Portinfos

——
| wedl2uddizportinfos _|

[Cportinfos B33 |
The portlnfos structure is a simple container of one or more wsdl 2uddi : port | nf os.
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portlnfo

The portlnfo completes information about uddi : bi ndi ngTenpl at es used in the uddi : busi nessSer vi ce being
searched.

Arguments

° uddi: accessPoi nt contains information about accessing the uddi : busi nessSer vi ce being searched.

Table 56. Attributes

Name Required

name required

bi ndi ngKey required

These attributes describe how the wsdl : port is mapped from the appropriate WSDL . Nane represents the
wsdl : port name. Bi ndi ngkey represents the uddi : bi ndi ngTenpl at e on which the wsdl : port is mapped.

Operations

publish_wsd|

publish_wsdl -]

Publish_wsdl ensures the publishing of aWSDL to a UDDI registry. It uses the Publishing API to store
trandated wsdl : t ypes to the UDDI registry. For moreinformation about the Publishing API, please see UDDI
V3 - publishing API [http://uddi.org/pubs/uddi_v3.htm#_Toc53709290]).

By default UDDI entities are rewritten by data contained in wsd : t ypes as follows: Each wsdl : t ype isfirst

searched on the specified registry. The found UDDI entity is rewritten, or anew entity is created if oneis
not found. However, the user can specify how thewsd : t ypes will be published to the registry.
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Y ou can ater the default publish behavior and define which wsdl : t ypes will be mapped on the appropriate
UDDI entity and, naturally, whether the UDDI entity will be created, rewritten, or reused.

For more information about publish behavior and its use cases, see publishingMethod. Below are some
rules by which wsdl : t ypes are assigned to the appropriate UDDI entities depending on whether thewsd! : t ype
isfound on the user account or on aforeign account. Note that wsdi : servi ces are searched only on the user's
account, unlikewsdl : port Type OF wsdl : bi ndi ng. Thisis because it is preferable to use tModels from aforeign
account rather then tModels translated from aWSDL.

publishingMethod

PublishingMethod describes the behavior of the publish operation. In accordance with the set behavior, the
corresponding wsdl : t ype will be mapped to the UDDI registry.

Note that publish_wsdl is set to reuse by default. However, if auser wants to rewrite an entity or acreate a
new entity, the default behavior can be changed from "reuse" to "rewrite" or "create" to ensure unique

mapping.
Use cases

e rewite -wsdl:type iS searched on the registry and the found UDDI structure is redrawn by data of that
wsdl : type. If thewsd! : type isnot found, a new one will be created.

» reuse - The default behavior of the publish operation. Using this behavior, the user is able to reuse an
entire existing UDDI structure. The found UDDI entity will not be redrawn by data of that wsdl : type.
Note that when using this method, inconsistencies may occur between the published wsdl : t ype and the
corresponding UDDI entity. This behavior should be helpful when we need to use existing tModels
instead of tM odels mapped fromwsdl : por t Types OF wsdl : bi ndi ngs (For example, uddi : host i ngRedi rect ors).

» create - Thismethod is used mainly for testing purposes. By using this behavior anew UDDI entity is
created from the wsdl : t ype regardless of whether the UDDI entity already exists on the registry.

> When using this behavior, undesirable duplications may occur. It is necessary to use this
behavior carefully.

e ignore - Thismethod is used when you do not want to publish the UDDI entity. Y ou can restrict which
parts of the WSDL document will be published.
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Arguments
* uddi:authlnfo - Thisrequired argument is the string representation of the uddi : aut hToken.

* wsdl 2uddi : wsdl Detai | - Completes WSDL location and user-defined WSDL mapping rules. For more
information, please see wsdl2uddi:wsdlDetaill.

Herethe user can specify whichwsdl : t ype from the WSDL correspondsto the entity on thetarget registry
and how the specified wsdl : t ype will be mapped. For more information, please see
wsdl 2uddi: publishingMethod.

Returns

wsdl 2uddi : wsdl Det ai | - Contains detailed information about how theindividual wsd : t ypes are published. For
more information, please see wsdl2uddi:wsdl Detaill.

unpublish_wsd|

unpublish_wsdl -]

Unpublish_wsdl ensures unpublishing of WSDL from UDDI registry. It uses the Publishing API to delete
UDDI entities corresponding towsdl : t ypes from aUDDI registry. For moreinformation about the Publishing
AP, please see UDDI v3 - publishing API [http://uddi.org/pubs/uddi_v3.htm#_Toc53709290].

Each wsdl : type isfirst searched on the specified registry. The found UDDI entity is deleted or if the entity
isnot found it is simply omitted. Found tModels are either physically deleted or only marked as depr ecat ed
in accordance with configuration. (When tModels are deleted by their owners, they are generally marked

asdeprecated. Usually only the administrator can permanently del ete deprecated tModels from the registry.

)

Arguments
* uddi: authinfo - Thisrequired argument is the string representation of the uddi : aut hToken.

e wsdl 2uddi : wsdl Detai | - completesthe WSDL location and user-defined WSDL unpublish rules. For more
information, please see wsdl 2uddi:wsdlDetaill. Here the user can specify whichwsdi : t ype fromaWSDL
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corresponds to the UDDI entity existing on the target registry. Thisis because that wsdl : t ype can occur
more than once on aregistry.

Returns

wsdl 2uddi : wsdl Det ai | - Contains detailed information about how individual wsdl : t ypes are unpublished from
atarget registry. For more information, please see wsdl2uddi:wsdlDetaill.

get_wsdlIServicelnfo

wsdi2uddi:wsdl

B

get_wsdlServicelnfo [

uddi:serviceKey

ORI

uddi:bindingKey

;uddi:tModeIKey

|

Get_wsdl Servicelnfo discovers uddi : busi nessSer vi ces corresponding to wsdl : servi ces from a particular
WSDL. It uses the Inquiry API to get UDDI entities matching wsdl : t ypes. For more information about the
Inquiry AP, please see UDDI-inquiry API [http://uddi.org/pubs/uddi_v3.htm# Toc53709271].

This operation discovers corresponding UDDI entities either on the user's account or on the foreign account
(in accordance with the specified uddi : aut hi nf 0). In consideration with multiple occurrences of UDDI entities
corresponding to wsdl : t ypes, the search algorithm optimizes output in accordance with relations between
individual wsdl : types from the given WSDL. Only the wsdl2uddi:wsdl Servicel nfo corresponding exactly
to thewsd : servi ce from the WSDL (that is, that contains all wsdi : t ypes from the appropriate WSDL) will
be returned.

Arguments
e uddi: authlnfo - Thisoptional argument is the string representation of the uddi : aut hToken.

e wsdl 2uddi : wsdl - Anargument used to discover wsdl2uddi:wsdl Servicel nfos. Thisargument ensures that
only theuddi : busi nessServi ce corresponding exactly to thewsd! : servi ce from that WSDL will be returned.
For more information, please see wsdl2uddi:wsdl ).
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e uddi: serviceKey - uddi : servi cekey Of uddi : busi nessServi ce existing on the target registry. Note that only
uddi : busi nessServi ces containing a"WSDL Type Category System™ (that is, the uddi : cat egoryBag of a
found uddi : busi nessSer vi ce must contain auddi : keyedRef er ence With auddi : t Model Key representing "WSDL
Type Category System" and the keyValue "service") will be returned.

 uddi : bi ndi ngKey - uddi : bi ndi ngkey Of uddi : bi ndi ngTenpl at e existing on the target registry. For UDDI v3
holds that only uddi:businessServices which contain uddi : bi ndi ngTenpl at e corresponding to a given
uddi : bi ndi ngkey with the "WSDL Type" Category System. (that is, the uddi : cat egor yBag of afound
uddi : bi ndi ngTenpl at e must contain uddi : keyedRef er ence With uddi : t Model Key representing "WSDL Type
Category System" and the keyValue "binding") will be returned. Naturally this"WSDL Type Category
System" must aso be contained in the appropriate uddi : busi nessSer vi ce.

Note that uddi : bi ndi ngTenpl at es in V2 do not contain uddi : cat egor yBag. Even though the found
uddi : bi ndi ngTenpl at e Must contain uddi : t Model s compliant with "WSDL Type Category System” in its
uddi:tModellnstanceDetails.

e uddi:tMdel Key - theuddi:tModel Key Of theuddi : t Mdel existing on the target registry. Note that only
uddi:businessServices which use uddi:tModels compliant with "WSDL Type Category System” will be
returned. That is, the uddi : cat egor yBag Of the found uddi : t Model must contain uddi : keyedRef er ence with
uddi : t Mbdel Key representing "WSDL Type Category System™ and the keyVaue"binding" or "portType").
Naturally, this"WSDL Type Category System" must also be contained in the appropriate

uddi : busi nessServi ce.

) 2 Notethat wsdl 2uddi : wsdl , uddi : ser vi ceKey, uddi : bi ndi ngkey and uddi : t Model Key are mutually exclusive.

Returns

wsdl 2uddi : wsdl Servi cel nf os - Contains UDDI entities corresponding to wsdl : t ypes from the specified WSDL.
For more information, please see wsdl2uddi:wsdl Servicel nfos.
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find_wsdlServicelnfo

find_wsdiServicelnfo [

|, uddifind_tModel

This operation isabit more complex than wsdl2uddi:get_ wsdlServicelnfo. Find_wsdl Servicelnfo discovers
uddi : busi nessServi ces corresponding to wsdl : servi ces from a particular WSDL. It uses the Inquiry APl to
find UDDI entities matching wsdl : t ypes. For more information about the Inquiry API, please see UDDI-
inquiry API [http://uddi.org/pubs/uddi_v3.htm# Toc53709271]).

This operation discovers corresponding UDDI entities either on the user's account or on aforeign account
(in accordance with the specified uddi : aut hi nf o). In consideration for multiple occurrence of UDDI entities
corresponding to wsdl : t ypes, the search algorithm optimizes output in accordance with relations between
individual wsdl : types from the specified WSDL and the uddi : fi nd_xx structure specified by the user. Only
the wsdl2uddi:wsdl Servicelnfo corresponding exactly to the wsdl:service from the WSDL will bereturned,
that is, the wsdl2uddi:wsdl Servicelnfo containing all wsdl : t ypes from the appropriate WSDL at once, and
satisfying the user's defined uddi : fi nd_xx.

Arguments
e uddi: authlnfo - Thisoptional argument is the string representation of the uddi : aut hToken.

e wsdl 2uddi : wsdl - required argument used to discover wsdl2uddi:wsdl Servicel nfos. Thisargument ensures
that only the uddi : busi nessServi ce corresponding exactly to the wsdl : servi ce from that WSDL will be
returned. For more information, please see wsdl2uddi:wsdl.

e uddi:find_service - Argument used for amore detail ed description of search criteria. For moreinformation,
see uddi:find_service [http://uddi.org/pubs/uddi_v3.htm# Toc53709283]. Found uddi : busi nessSer vi ces
must follow the same rules as in the case of wsdl2uddi:get_wsdl Servicel nfo.

* uddi: find_bindi ng - Argument used for amore detail ed description of search criteria. For moreinformation,
seeuddi:find_binding [http://uddi.org/pubs/uddi_v3.htm# Toc53709280]. Found uddi : busi nessSer vi ces
and uddi : bi ndi ngTenpl at es must follow the same rules as in the case of wsdl2uddi:get_wsdl Servicel nfo.
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e uddi:find_tMdel - Argument used for amore detailed description of search criteria. For moreinformation,
see uddi:find_tModel [http://uddi.org/pubs/uddi_v3.htm# Toc53709284]. Found UDDI entities must
follow the same rules as in the case of wsdl2uddi:get wsdl Servicelnfo.

) 2 Note that uddi : fi nd_servi ce, uddi: find_bi ndi ng and uddi : find_t Mdel are mutually exclusive.

Returns

wsdl 2uddi : wsdl Servi cel nf os - Contains UDDI entities corresponding to wsdl : t ypes from the specified WSDL.
For more information, please see wsdl2uddi:wsdl Servicel nfos.

find_wsdIMapping

find_wsdiMapping [

This operation finds mapping of the WSDL document.

Arguments

e uddi: authi nfo - Thisargument is the string representation of the uddi : aut hToken.

* uddi:findQualifiers- SeeFind Qudlifiers[http://uddi.org/pubs/uddi-v3.0.1-20031014.htm#_Toc53709275]
*  wsdl2uddi:wsdl

Returns

This operation returns wsdl2uddi:wsdl Mapping.

WSDL

wsdl2uddi_v2.wsdl.wsdl [http://www.hp.com/go/hpsoftwaresupport/wsdl/wsdl2uddi_v2.wsdl]

wsdl2uddi_v3.wsdl.wsdl [http://www.hp.com/go/hpsoftwaresupport/wsdl/wsdl 2uddi_v3.wsdl]
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APl Endpoint

Y ou can find the WSDL 2UDDI API endpoint at http: //<host name>: <por t >/ uddi / wsdl 2uddi .
Java

org.systinet.uddi.client.wsdl 2uddi.v3. Wdl 2uddi Api

Demos v2: WSDL2UDDI demos

Demos v3: WSDL2UDDI demos

XSD Publishing

Systinet X SD-to-UDDI mapping enables the automatic publishing of XML SchemaDocumentsinto UDDI
and enables precise, flexible UDDI queries based on specific XML schema metadata.

The mapping of XML Schema Document information to UDDI covers:

e XML types- Typesdeclared at the global level inthe XML SchemaDocument. These types are mapped
to tModelsin UDDI.

XML elements- XML elements declared at the global level in the XML Schema Document. These
elements are mapped to tModelsin UDDI.

» Referencesto other XML namespaces - Information about imported schemas are stored in the registry.

The API alowsthe user to search for an schema's tModels based on the namespace they define, or the
elements and types they declare within that namespace. The API can also extract the published information
back from the registry, so it can be accessed as alist of elements, types, and schemas rather than tModels
and other UDDI entities.

Data Structures

Elements
rx;ZLEi:;m;ts_ o —|
e |
L= J
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This structure represents elements declared by the published XML Schema Document.
Arguments
* element - Thisargument represents an element declared by the published XML Schema Document.

importedSchemaModel

—_——— ———

| w=d

| importedSchemaModel E‘I—E—E-'

This structure contains the basics of the imported XML SchematModel.

Arguments

° uddi:tMdel Key - The key of thetModel of the schema of the imported XML namespace.
* uddi: name - The name of that schema's tModel.

resourcelnfo

This structure describes the location of the XML Schema Document.

schemaCandidate

schemaCandidate [

This structure holds possible mappings of how the XML Schema Document can be published.
Arguments

e |ocation - Thelocation of the candidate XML Schema Document.
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e xsd2uddi : schemaMappi ng - The mapping of the candidate XML Schema Document contents

schemalmport

This structure holds the imported namespace, that is, the list of possible mappings for thisxsd: i nport, for
an xsd:inport clause inthe XML Schema Document. If a specific location is specified in the XML Schema
Document text for the imported XML Schema Document, it is also present.

Arguments
*  xsd2uddi : namespace - The imported namespace. If missing, a no-namespaced XML schemaisimported

e schemalLocation - Thelocation for the XML SchemaDocument, if given explicitly. If the imported XML
Schema Document does not specify an exact schema location, thisvalueisnull.

*  xsd2uddi : i nport edSchenaModel - The tModel information of the candidates for thisimport.

schemalmports

| ¥sd2uddi:schemalmports |

schemalmports [ == ,#ed2uddi:schemalmport |

This structure describes alist of xs: i nport sin the schema.
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schemaMapping

This structure describes a mapping of the XSD contents to an individual XSD tModel and its contents.
Arguments

* uddi: name - Name of the XML SchematModel.

* uddi: t Mdel Key - tModelKey for the XML SchematModel

e xsd2uddi : el enents - Mapping for contained XML elements

e xsd2uddi : types - Mapping for contained XML types.

schemaMappings

|m,,|-. ddirerh

This structure describes a mapping from the contents of a XML SchemaDocument to UDDI entities. There
aretwo parts. Thefirst part describes possible matches for xs: i nports specified by the XML Schema
Document; the second, individual candidates that may match the XML Schema Document contents. The
candidate structure then contains a mapping of the XML Schema Document onto the particular candidate
tModel and the related UDDI entities.

Arguments
e xsd2uddi : schemal nports - mapping for referenced (imported) XML Schema Documents.

*  xsd2uddi : schemaCandi dat e - an individual mapping candidate.
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This structure holds mapping of an individual symbol (XSD element and type) to the registry.
Arguments
* local Name - Local name of the mapped symbol.

*  xsd2uddi : synbol Model - The basics of the tModel that represents the symbol.

symbols
rx;ZLEi:;m;s_ S —|
=== |
L= J

A common structure for mapping types and elements.

symbolModel

—_——— ———

symbolModel [

Basic information about atModel that represents an element or atype declared by the XML Schema
Document

Arguments

* uddi : name - Name of the symbol'stModel. This argument is optional when publishing a XML Schema
Document; it is alwaysfilled in API responses.

e uddi: t Model Key - tModelKey of the symbol's model
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types

|
| xsd2udditypes

types [ == type |

EY
—

Mapping of types declared by the XML Schema Document being mapped

xsdDetail

xsdDetail [

The structure provides detailed information about a specific XML Schema Document, its contents and its
references.

Arguments

* xsd2uddi : xsdl nf o - General information about the XML Schema Document itself

e xsd2uddi : schemal nport s - Information about XML namespacesimported into the XML Schema Document
e xsd2uddi: el enents - List of elementsin the schema

e xsd2uddi: types - List of typesin the schema

xsdDetails
P

[rsabtais (== L
s

Details of the XSD
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xsdInfo

This structure holds general information about the XML Schema Document.

Arguments

* location- Thelocation of the XML SchemaDocument. Thislocation can be used to retrieve the contents
*  xsd2uddi : namespace - The URI of the XML namespace defined by the XML Schema Document

e uddi: t Mdel Key - tModel key for the schema's tModel

*  uddi : name - tModel name for the schema's tModel

xsdResourcelist

Table57. Attributes

Name Required

truncat ed optional

This structure holds alist of XSDs, returned from afind xsd call.
Arguments

e uddi:listDescription-holdsalist of descriptions as specified in UDDI's APl documentation.
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e xsd2uddi : xsdl nf o - holds information about individual registered XSD models.
Operations
find_xsd

Syntax

—_—— e
x¥sd2uddi-find_xsd |

[Fmired B2

+ -+~ definesElement '
-------------------- o

This operation finds the XML Schema Document. The caller can limit the number of search resultsto be
returned and can iterate through the search results using the i st Head and maxRows arguments.

The name and URI lists passed as the input search criteria may use wildcard characters provided that the
appr oxi mat eMat ch findQualifier is present. If the ownkntities findQualifier is used, the operation returns only
entities owned by the authenticated user. Other entities are not returned even though they match the other
search criteria

Table58. Attributes

Name Required

Ii st Head optional

maxRows optional
Arguments

e uddi:authinfo - Thisoptional argument isthe string representation of the uddi:authToken.
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e xsd2uddi : resourcel nfo - URI location of the published XML Schema Document. The registry does not
read from the location, it is used as a search criteria for the current UDDI contents only.

e xsd2uddi : namespace - Allowsto search by the namespace defined by aXML Schema Document. Contains
alist of XML namespace URIs. An XML SchemaDocument satisfiesthis condition if itst ar get Nanespace
attribute is among the URIs.

* definesType - Allowsthe user to search by defined type. Containsalist of type names. An XML Schema
Document satisfies this condition if it defines aglobal type with a name passed in the list.

e definesEl enent - The returned schemas must define the named el ement.

e uddi:find_tMdel - Anargument used for amore detailed description of search criteria. For more
information, see uddi:find_tModel [http://uddi.org/pubs/uddi_v3.htm# Toc53709284]. These criteria
are combined with the other criteria specified by the find_xsd structure. In the case of a conflict, the
criteriain find_xsd take precedence.

Returns

ThisAPI call returnsthexsdResourcelist on success. If the caller specifiesthemxRows attribute, thereturned
xsdResour ceLi st Will contain, at most, that many results. Note that the search may yield atModel, which
does not entirely comply with the X SD-to-UDDI mapping specification, such aswhen thetModel information
isaltered manually. In these cases, an attempt to use get_xsdDetail on such atModel will produce an
exception.

find_xsdMapping

Syntax

r -  — — — — — — _|
#sd2uddi-find_xsdMapping

location

[
II

find_xsdMapping [-]

This operation finds a suitable mapping for contents of the given XML Schema Document. The operation
downloads and parses the XML Schema Document at the given location, and matches the contents against
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the information already published in the registry. It will produce zero or more possible mappings for the
given XML Schema Document.

The caller may request that the mapping is attempted only against aspecific tModel that representsan XML
Schema Document. In that case, only one mapping will be returned.

If the document at the specified location, or one of its dependencies (for example, schemas for XML
namespaces which the document imports) are not accessible to the registry, an exception will be raised. If
the document is not an XML schema or contains errors, the operation will throw an exception.

Arguments
e uddi:authinfo - (Optional) - authentication
e xsd2uddi : resour cel nfo - The XSD identification (location)

e uddi : t Model Key - (Optional), the proposed schematM odel whose contents should be matched. If set, only
published contents of that XML Schema Document will be considered for mapping.

Returns

This API call returns xsd2uddi : schemaMappi ng upon success. The structure contains possible matches for the
XML Schema Document at the specified location, which are already stored in the UDDI. There are also
possible matches for the XML Schema Documents for XML namespaces imported into the main XML
Schema Document.

The call will fail if it cannot access the XML Schema Document or one of its dependencies.
get_xsdDetail

Syntax

get_xsdDetail [

Gets the detail about a published XML Schema Document tModels.
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Arguments

* uddi:authlnfo - Thisoptional argument is the string representation of the uddi : aut hToken.

* uddi: t Mdel Key - Required uddiKey value representing an existing XML Schema Document tModel.
Returns

This API cal returns the xsd2uddi:xsdDetails.

If the passed tModel Key does not exist, or identifies atModel that does not represent an XML Schema
Document, an exception is raised.

publish_xsd

Syntax

publish_xsd

Table59. Attributes

Name Required
i mpor t Pol i cy optional
cont ent Pol i cy optional
publ i shi nghet hod optional
cont ent Publ i shi ngMet hod optional
i mpor t Publ i shi ngMet hod optional

Request to publish XML schema information to the registry. The user may pass only minimal information
and rely on the matching algorithm used internally to find the appropriate mapping for the published XML
Schema Document.
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Using thei nport Pol i cy and cont ent Pol i cy, the caller may limit the scope of the published data. By

thepubl i shi nghet hod, cont ent Publ i shi ngMet hod and i npor t Publ i shi nghet hod attributes, the caller may specify the
default behavior for publishing - whether an existing UDDI entity is reused and possibly updated, or a new
UDDI entity is created, or the particular kind of information isignored at al.

Theregistry will need to read the XML Schema Document during the call aswell asany resources referenced
(imported) by it. If aXML Schema Document or a referenced resource is not available, the operation will
fail.

If the caller does not specify a mapping for some element, type, or XML namespace import and there will
be more possible matching UDDI entities, the call will fail because the mapping of that XML schema entity
isconsidered ambiguous. It isthe responsibility of the caller to provide specific directionsfor the publishing
in such cases.

If the schemaMappi ng entry for atype, an element or an import specifies a publishingMethod r euse, the API
will try to find a suitable UDDI entity. If such an entity is not found, the API will create one. If the caller
provides aspecific tModelKey with ther euse publishingMethod, the tModel Key must exist and that tModel
will be updated with the element, type or import data.

If the schemaMappi ng entry for atype, an element or an import specifies a publishing method cr eat e, the API
will aways create a new UDDI entity for that XML Schema Document piece. If the caller specifiesthe
tModelKey in the schemaM apping entry, the new UDDI entity will be assigned that tModelKey. The caller
may specify a name for the new tModel, too.

If the caller specifiesi gnore publishing method for an element, a type or an import, that particular XML
Schema Document piece will not be published at all. If the publishing operation updates an existing entity
intheregistry that contains areference to the element, type or animport, the reference will be purged. When
an element or typeisignored, the matching UDDI entity will be deleted from the registry as well by the
publish operation.

Arguments

e uddi:authinfo - (Optional) - authentication

* location- XSD identification (location).

e xsd2uddi : schemal nports - Mapping for referenced (imported) XML Schema Documents

»  xsd2uddi : schemaMappi ng - (Optional) customized mapping for the schema contents and references
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e inportPolicy - attribute specifying which imports will be published
e contentPol i cy - attribute specifying which content will be published

*  publishi nghet hod - attribute specifying the default publishing method for the contents (elements, types)
declared by the schema; default = update

e content Publ i shi nghet hod - The default publishing method for elements and types (ignore, create, reuse);
default = reuse. This publishing method will be used for al elements or types unless the schenaMappi ng
contains an entry for the element or type that provides a different value.

* content Publ i shi nghet hod - The default publishing method for imports (ignore, create, reuse); default =
reuse. This publishing method will be used for all imported XML namespaces unless the schenaMappi ng
contains an entry for the XML namespace that provides a different value.

Returns
This API call returns the xsdbet ai | with the published XML Schema Document information on success.
unpublish_xsd

Syntax

#gd2uddizunpubli:

[T

|, udditModelkey

unpublish_xsd

Unpublish the XML Schema Document. The operation checks whether the XML Schema Document is
referenced from other data published inthe UDDI. If so, the operation fails asthe semantics of the referencing
data might break if the XML Schema Document information is removed from the UDDI registry.

Arguments
e uddi: authlnfo - Thisoptional argument is the string representation of the uddi : aut hToken.

* uddi: t Mdel Key - tModelKey of the tModel that represents the XML Schema Document.
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Returns

This API call returns the xsdDet ai | on success.

WSDL

xsd2uddi_v3.wsdl [http://www.hp.com/go/hpsoftwaresupport/wsdl/xsd2uddi_v3.wsdl]
APl Endpoint

You can find the XSD2UDDI API endpoint at htt p:// <host name>: <por t >/ uddi / xsd2uddi .
Java

org. systinet. uddi.client.xsd2uddi . v3. Xsd2uddi Api

Inquiry Ul

TheInquiry Ul API has been implemented for improving the performance of the Business Service Console.
The basic ideais to retrieve data that appear in the Business Service Console using asingle API call.

ThisAPI containsonly oneoperation get_entityDetail. Itsinput includes aquery specification and an output
format:

» Thequery specification comprises one of the standard UDDI v3 API data structures: find_business,
find_services, find_binding, find_tModel, get_businessDetail, get_serviceDetail, get_bindingDetail and
get_tModel Detail.

e The output format defines which data structures will be returned and how they will be pruned.

The operation get_entityDetail returns alist of UDDI data structures. ACLs are also applied to retrieved
data.

For example, if you specify the following inquiry:

<get_entityDetai|l xmns="http://systinet.conm uddi/inquiryU/6.0">
<out put For mat >
<busi nessEntityMask descriptionlncluded="true" identifierBaglncluded="true"/>
<busi nessServi ceMask descri ptionlncl uded="true"/>
</ out put For nat >
<find_binding serviceKey="uddi : systinet.com deno: hr: enpl oyeesLi st"
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xm ns="ur n: uddi - or g: api _v3"/>
</get_entityDetail>

Y ou will receive the following output:

<entityDetail xm ns="http://systinet.confuddi/inquiryU/6.0">
<busi nessEntity busi nessKey="uddi: systinet.com deno: hr"
xm ns="urn: uddi - org: api _v3">
<nane>HR</ nane>
<descri ption>HR depart ment </ descri ption>
<busi nessServi ces>
<busi nessServi ce servi ceKey="uddi : systinet.com den: hr: enpl oyeesLi st"
busi nessKey="uddi : systi net. com demo: hr">
<name>Enpl oyeeli st </ name>
<descri ption>wsdl :type representing service</description>
</ busi nessServi ce>
</ busi nessServi ces>
<identifierBag>
<keyedRef erence t Mdel Key="uddi : systi net.com deno: depart ment | D'
keyName="departnment id" keyVal ue="002"/>
</identifierBag>
</ busi nessEntity>
</entityDetail>

If there are matching bindingTemplates accessible while associated businessServices are not (because of
ACLY), such bindingTemplates will be included in the result in a separate list of bindingTemplates. The
same behavior applies to accessible businessServices of inaccessible businessEntities.

Data Structures

The following structures are used by the Systinet Inquiry Ul API:
* bindingTemplateMask on page 509

* businessEntityMask on page 509

* businessServiceMask on page 510

e contactMask on page 511

* entityDetail on page 511

* outputFormat on page 512
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» tModellnstancelnfoMask on page 512
» tModelMask on page 513

bindingTemplateMask

bindingTemplateMask [

Table 60. Attributes

Attribute Required
descri ptionl ncl uded No
cat egor yBagl ncl uded No
Si gnat ur el ncl uded No

Thebi ndi ngTenpl at eMask Structure specifies the mask of the binding template of the outputFormat. Optional
attributes define which elements will be returned in the entityDetall
businessEntityMask

| inquirylll:businessEntityMask _|

| [ attributes

businessEntityMask [
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Table 61. Attributes

Attribute Required
di scover yURLI ncl uded No
descri ptionl ncl uded No
i dentifierBagl ncl uded No
cat egor yBagl ncl uded No
Si gnat ur el ncl uded No

Thebusi nessEnt i t yMask structure specifiesthe mask of the business entity of the outputFormat. It also include
acontactMask. Optional attributes define which elements will be returned in the entityDetail.

businessServiceMask

inquirylll:businessServiceMas|

| [ attributes
IF ; .

businessServiceMask 1]-l— :

Table 62. Attributes

Attribute Required
descri ptionl ncl uded No
cat egor yBagl ncl uded No
Si gnat ur el ncl uded No

The busi nessSer vi cemask structure specifies the mask of the business service of the outputFormat. Optional
attributes define which elements will be returned in the entityDetail.
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contactMask

| inquirylll:contactMask _i

| [ attributes |

The cont act Mask structure specifies the submask of the business entity mask of the outputFormat. Optional
attributes define which elements will be returned in the entityDetail

Table 63. Attributes

Attribute Required

descri pti onl ncl uded No

phonel ncl uded No

emai | I ncl uded No

addr ess! ncl uded No
entityDetail
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TheentityDetail structureisreturned by the get_entityDetail operation. The attributet runcat ed indicates a
truncated result list.

Table 64. Attributes

Attribute Required
uddi : truncat ed No
outputFormat

The out put Format isamask for data to be returned and can prune returned structures. The output format is
defined by the following arguments.

Arguments

e inquiryUl:businessEntityMask

e inquiryUl:businessServiceMask
e inquiryUl:bindingTemplateM ask
e inquiryUl:tModelMask

tModellnstancelnfoMask

| inquiryll:tModelinstancelnfoMask

| [ attributes

tModelinstancelnfoMask [%]-l— :.__
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Thet Mdel | nst ancel nf oMask Structure specifies the mask of the tModel instance info of the outputFormat.
Optional attributes define which elements will be returned in the entityDetail

Table 65. Attributes

Attribute Required

descri pti onl ncl uded No

i nst anceDet ai | sl ncl uded No
tModelMask

The t mdel Misk structure specifies the mask of the tModel of the outputFormat. Optional attributes define
which elements will be returned in the entityDetail

Table 66. Attributes

Attribute Required
descri ptionl ncl uded No
over vi ewDocl ncl uded No
i dentifierBagl ncl uded No
cat egor yBagl ncl uded No
Si gnat ur el ncl uded No

513



Operations
get_entityDetail

Thisisthe core operation of the Inquiry Ul API.

|

|
I
|

—Luddi:get_husinessﬂetail

|

|

|

|
— |
oo ontye B3 (= F o sorvcsbe B |
puddiget bindmgpetat 3 |
|

|

|

|

|

|

|

|

|

|
;
|
|
|

Arguments
* uddi:authinfo - This optional argument is an element that contains an authentication token.
e inquiryUl:outputFormat

e uddi:get_businessDetail, uddi:get_bindingDetail, uddi:get tModel Detail, uddi:find_business,
uddi:find_service, uddi:find_binding, uddi:find_tModel - standard UDDI v3 structures.

Returns
Upon successful completion, an entityDetail structure is returned.
WSDL

Y ou can find the WSDL specification in the file inquiryUl.wsdl
[http://www.hp.com/go/hpsoftwaresupport/wsdl /inquiryUl.wsdl].
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APl Endpoint
You can find the Inquiry Ul API endpoint at http: // <host name>: <por t >/ uddi /i nqui ryUl .
Java

Systinet Java APl is generated directly from WSDL. Y ou are encouraged to browse
org.systinet.uddi.client.v3.ui.lnquiryU Api.

Security APIs
Security APIs cover the following APIs:

e Account APl - Systinet Account API is used to query and manage user accountsin HP SOA Registry
Foundation.

e Group API - Systinet Group AP is used to query and manage user groups in HP SOA Registry
Foundation.

* Permission API - Systinet Permission API isused to query and manage permissionsin HP SOA Registry
Foundeation.

Account
Systinet Account APl is used to query and manage user accountsin HP SOA Registry Foundation.
Data Structures

The following structures are used by the Systinet Account API:
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userAccount
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usericcount == 1

account:userAccount

" loginHame
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Theuser Account element is container that holds the attributes of a user account in the HP SOA Registry
Foundation. The required elements are:

* | ogi nNane

* emil

e fullNane

* | anguageCode

All other elements are optional.

Element Description

| ogi nNae contains the login name of the user account
passwor d contains the password used to authorize the user
eni | holds the user's email address

ful | Name holds the user's full name

description use for describing the user or the user'srole

| anguageCode the language the user speaks

busi nessNare name of organization where the user is employed
phone telephone number used to contact the user

al t er nat ePhone second telephone number used to contact the user
address

city

stateProvince

country

zip

expiration may hold the time when the user account expires
expires indicates whether the account may expire over time
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ext er nal aflag indicating whether the user account is external
or stored in the UDDI registry

bl ocked aflag indicating whether the user is blocked

account : property an unspecified string; its meaning depends on
UserStore type

busi nessesLi it specifieshow many business entitiesthe user account
may save

servi cesLi it specifies maximum number of business services
within a single business entity that the user account
may own

bi ndi ngsLi mit specifies how many bindingTemplates the user
account may save within a single businessService

t Model sLi mit specifies the number of tModels the user account
may save

assertionsLinit specifiesthe number of publisherAssertionsthe user

account may save

subscri pti onsLi mit specifies the number of subscriptions the user
account may save

| ast Logi nTi me contains information regarding when the user last
logged into the registry

userinfo

This element serves as a container for short information about single userAccount. It contains the required
element | ogi nNane, and the optional elementsful | Nane, descri ption, and enai | .
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userlnfos

r account:userinfos _|

(s B |
1.

- _

This element holds one or more user I nf o €lements.

userlist

This element contains optional i st Description and user | nf os €lements.
Operations
find_userAccount

The find_userAccount API call isused to find user accountsin HP SOA Registry Foundation that match
given criteria

Syntax

| r-4-authinfo |

Arguments
e authinfo - Thisoptional argument is an element that contains an authentication token.
* name - Name to be searched.

e account:findQualifier - The collection of findQualifier used to alter default behavior.
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Behavior
The following findQualifiers affect behavior of the call:

» ThefindByLoginName findQualifier (default) is used to specify that user accounts shall be searched
by loginName.

e With the findByFullName findQualifier, user accounts are searched by the fullName property.
» If the exactMatch findQualifier is present, an exact match is required.

» The default approximateM atch findQualifier enables SQL wildcard queries.

« If the findBlockedAccount findQualifier is present, only blocked accounts are returned.

» ThesortByNameAsc (default) and sortByNameDesc findQualifiers controlsthe order in which the data
is returned.

Returns
This API call returns the userList upon success.
Permissions

This API call requiresthe API user permission for org.systinet.uddi.account.AccountApi and the action
find_userAccount.

get_userAccount
The get_userAccount API call returns userAccount structure of selected user.

Syntax
N

get_userAccount [}
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Arguments

e authinfo - Thisoptional argument is an element that contains an authentication token.
* loginName - Thisrequired argument uniquely identifies the user account.

Returns

This API call returns userAccount upon Success.

Permissions

This API call requires the API user permission for org.systinet.uddi.account.AccountApi and the action
get_userAccount to get user's own account detail and APl manager permission for
org.systinet.uddi.account.AccountApi and the action get_userAccount to get other users' accounts.

save_userAccount

The save_userAccount API call is used to save or update userAccount in HP SOA Registry Foundation.
Whether public registration is allowed or not depends on the HP SOA Registry Foundation configuration.
It may be also configured to block registered account until it is enabled by code sent by email.

Syntax

save_userfccount CH{ == T

Arguments

e authinfo - Thisoptional argument is an element that contains an authentication token.
e account: user Account - The user account to be saved.

Returns

This API call returns userAccount upon Success.
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Permissions

This API call requiresthe API user permission for org.systinet.uddi.account.AccountApi and the action
save_userAccount to save user's own account or register new account and APl manager permission for
org.systinet.uddi.account.AccountApi and the action save_userAccount to save other users' accounts.

delete_userAccount

The delete_userAccount API call causes selected user account to be removed from HP SOA Registry
Foundation.

Syntax

delete_userfAccount [

Arguments

e authinfo - Thisoptiona argument is an element that contains an authentication token.
* loginName - Thisrequired argument uniquely identifies the user account.

Returns

This API call returns UserAccount upon success.

Permissions

This API call requiresthe API user permission for org.systinet.uddi.account.AccountApi and the action
delete_userAccount to delete user's own account and APl manager permission for
org.systinet.uddi.account.AccountApi and the action delete_userAccount to delete other users' accounts.

enable_userAccount

The enable_userAccount API call is used to activate user account identified by loginName argument in HP
SOA Registry Foundation.
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Syntax

| ble userd " |

enable_userfccount [

Arguments

e loginName - Thisrequired argument uniquely identifies the user account.
* account: enabl eCode - Confirmation string.

WSDL

Y ou can find the WSDL specification in the file account.wsdl
[http:/Iwww.hp.com/go/hpsoftwaresupport/wsdl/account.wsdl].

APl Endpoint
Y ou can find the Account API endpoint at http: // <host name>: <por t >/ uddi / account .
Java

The Systinet Java API is generated from Account WSDL. Y ou are encouraged to browse
org. systinet. uddi . account. Account Api and to read and try Account demos.

Group
Systinet Group API is used to query and manage user groups in HP SOA Registry Foundation.
Data Structures

The following structures are used by the Systinet Group API:

524


http://www.hp.com/go/hpsoftwaresupport/wsdl/account.wsdl

| group:group

| [ attributes

This element serves as a container for groupl nf o and user | nf os Structures.

groups
[g;u;n;)s_ T
oo P, 1
1 R
|_ ______ i

This element serves as a container for one or more group Structures.

grouplnfo

This element contains information about one user group:

» Therequired nane element holds the name of the group.

» The optional description element is used to describe group and its usage.

e Theowner element contains the loginName of the user who created this group.

e TheprivateG oup element indicates whether the group is public or private.
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e Theexternal element indicates whether the group is external (For example, in LDAP) or not.

grouplnfos

| group:groupinfos
| groupinfos [%]-l—E—)H—Lgroup:grouplnfo |

-

This element serves as a container for one or more groupl nf o €l ements.

grouplist

Table 67. Attributes

Attribute Required

truncat ed No

This structure server as a container for optional I st Descri ption and optional groupl nfos structures. The
truncat ed attribute indicates whether the list of grouplinfosis truncated.

Operations
add_user

Theadd user API call is used to add a user to a user group.
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| groupradd_user |

el
(o B |

| reomtsernios 3 |

e — |
Arguments

e authinfo - Thisoptional argument is an element that contains an authentication token.
* groupNare - the group to which the user will be added.

* account: user | nfos - user that will be added to the group.

Permissions

This API call requires APl user or manager permission for org. systinet. uddi . cl i ent. group. GroupApi and the
action add_user.

find_user
Thefind_user API call isused to find user within the user group.

Syntax
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Arguments

e authinfo - Thisoptional argument is an element that contains an authentication token.
* nane - login name of the user

e account:findQualifier - find qualifier

* groupNane - the group in which the user will be searched.

Permissions

This API call requires APl user or manager permission for org. systinet. uddi . cl i ent. group. G oupApi and the
action find_user.

Returns

Upon successful completion, the UserList structure is returned.

find_group

Thefind_group API call is used to search groupsin HP SOA Registry Foundation.

Syntax

find_group [}

Arguments

e authinfo - Thisoptional argument is an element that contains an authentication token.
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e group:findQualifier - The collection of findQualifier used to alter default behavior.
* name - The required value contains name of the group to be searched.
Behavior

The following findQualifiers affect behavior of the call. The exactMatch findQualifier causes that exact
match on group name is required, while default approximateMatch findQualifier enables SQL wildcard
query. The findPrivateGroups findQualifier enables search between private groups, findPublicGroups
enables search between public groups and findMyGroupswill cause the search to be performed only between
groups owned by the user who executed thiscall. The sortByNameA sc and sortByNameDesc findQualifiers
controls order, in which the datais returned.

If no findQualifier is defined, default findQualifier set contains approximateMatch, findPrivateGroups,
findPublicGroups and sortByNameAsc findQualifiers.

Returns
Upon successful completion, the groupList structure is returned.
Permissions

This API call requires APl user or manager permission for org. systi net. uddi . cl i ent . gr oup. G oupApi and the
action find_group.

get_group
The get_group API call isused to get details for one or more groups in HP SOA Registry Foundation.

Syntax

get_group [
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Arguments
e authinfo - Thisoptional argument is an element that contains an authentication token.
* name - The required value contains name of the group to be returned.

e brief -if you set this attribute, the result will not contain members of the group. Setting the attribute is
useful when working with large groups with thousands of members.

Returns

Upon successful completion, the groups structure is returned.

Permissions

This API call requires APl user or manager permission for org. systi net. uddi . cl i ent. group. G oupApi and the
action get_group. The user permission isneeded to get user's own groups, the manager permissionisrequired
to get other users groups.

save_group

The save_group API call isused to save collection of groupsto HP SOA Registry Foundation.

Syntax

: |
[ save_group B P — |
|

Arguments

e authinfo - Thisoptional argument is an element that contains an authentication token.
* group: groups - The groupsto be saved.

Returns

Upon successful completion, the groups structure is returned.
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Permissions

This API call requires APl user or manager permission for org. systi net. uddi . cl i ent. group. G oupApi and the
action save_group. The user permission is needed to save user's own groups, the manager permission is
required to update other users groups.

remove_user

Theremove_user API call removes user from the group.

Syntax
|oroupremove user |
el
[romove_veor B4 l (B |
| |
|

Arguments

e authinfo - Thisoptional argument is an element that contains an authentication token.
* nane - login name of the user

e groupNane - the group from which the user will be removed

Permissions

This API call requires APl user or manager permission for org. systi net. uddi . cl i ent . gr oup. G oupApi and the
action remove_user.

delete_group

The delete_group API call causes that groups identified by their names will be removed from HP SOA
Registry Foundation.
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Arguments

e authinfo - Thisoptional argument is an element that contains an authentication token.
» nane - The required value contains names of the groups to be deleted.

Returns

Upon successful completion, the groups structure is returned.

Permissions

This API call requires APl user or manager permission for or g. systi net. uddi . cl i ent . gr oup. G oupApi and the
action delete_group. The user permission is needed to delete user's own groups, the manager permission is
required to delete other users groups.

where_aml

Thewhere_aml API call isthereto return list of groups where the user executing this call is member. The
call returns both private and public groups.

Syntax

where_aml -+ |

Arguments

e authinfo - Thisoptional argument is an element that contains an authentication token.
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e loginNanme - Thisrequired argument uniquely identifies the user account.
Returns

Upon successful completion, the groupList structure is returned.
Permissions

This API call requires APl user or manager permission for org. systi net. uddi . cl i ent. group. G oupApi and the
actionwhere_aml. The user permission isneeded to get groupsfor the user himself, the manager permission
isrequired to get groups for other user.

WSDL

Y ou can find the WSDL specification in the file group.wsdl
[http://www.hp.com/go/hpsoftwaresupport/wsdl/group.wsdl].

APl Endpoint
Y ou can find the Group API endpoint at http:// <host name>: <por t >/ uddi / gr oup.
Java

The Systinet Java APl is generated from Group WSDL. Y ou are encouraged to browse
org. systinet. uddi . group. G oupApi and to read and try Group demos.

Permission
The Systinet Permission API is used to query and manage permissions in HP SOA Registry Foundation.

Data Structures

The following structures are used by the Systinet Permission API:
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permissionDescriptor

r
| permission:permissionDescriptor
permissionDescriptor [ == y

This structure serves as a container for one per i ssi on and its actions. Thetype element contains the type
of the permission. The nane element contains the permission’'s name. Optional acti on elements are used to
provide finer granularity to the permission and contain individual actions of this permission.

permissionDescriptors

This structure holds an optional princi pal element and zero or more per ni ssi onDescri pt or Structures.

permissionDetail

This structure is a container for zero or more per i ssi onDescri pt or s Structures.
principal

This element contains the optional attributepri nci pal Type, which may be assigned to a user or group. The
element'stext containsthe loginName of the user, or the group name, depending on the principa Typevalue.
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principals

This structure serves as a container for zero or more princi pal €lements.

principallist

This structure serves as alist principals returned from the operation find_principal.

Operations

find_principal

This operation is used to find principals, it replaces the deprecared operation who_hasPermission .

Syntax

Arguments
e pernission:authlnfo - Thisoptional argument is an element that contains an authentication token.
® permissionDescriptor

e name - name of the principal
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e findQualifier

Returns

Upon successful completion, the principalList structure is returned.
Permissions

This API call requires API user or manager permission for org. syst i net . uddi . per ni ssi on. Per ni ssi onApi and
theaction get_permission. The user permission isneeded to get permissionsfor the user himself, the manager
permission isrequired to get permissions for other users.

get_permission

The get_permission API cal isused to get permissionsin HP SOA Registry Foundation, that have been
assigned to users or groups identified by the principal’s structure.

Syntax

Arguments

e pernission:authlnfo - Thisoptional argument is an element that contains an authentication token.
* permission: principal s - Thismandatory structure containslist of users or groupsto be searched.
Returns

Upon successful completion, the permissionDetail structureis returned.

Permissions

This API call requires APl user or manager permission for org. syst i net . uddi . per ni ssi on. Per ni ssi onApi and
theaction get_permission. The user permission isneeded to get permissionsfor the user himsdlf, the manager
permission isrequired to get permissions for other users.
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set_permission

Theset_permission AP call servesto set permissionsin HP SOA Registry Foundation. Existing permissions
for users or groups referenced in permissionDescriptors are overwritten by this call.

Syntax

Arguments

* pernission:authlnfo - This optional argument is an element that contains an authentication token.
e pernission: perni ssi onDescri ptors - This mandatory structure holds permissions to be set.
Permissions

ThisAPI call requires APl manager permission for or g. systi net . uddi . per ni ssi on. Per i ssi onApi and the action
set_permission.

who_hasPermission

) 2 The who_hasPer i ssi on operation is deprecated. We recommend to use the operation fi nd_pri nci pal
instead.

Thewho_hasPermission API call is used to find out which users or groups have the specified permissions.

Syntax
| permissionwho_hasPermission O
. . |
[ sparrisin B ' |
'permission:permissionﬂescripto |
|l == 4
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Arguments

e pernission:authlnfo - Thisoptional argument is an element that contains an authentication token.

* pernission: pernissionDescriptor - Thisargument contains a description of permissions to be searched.
Returns

Upon successful completion, the principals structure is returned.

Permissions

ThisAPI call requires APl manager permission for or g. systi net . uddi . per ni ssi on. Per i ssi onApi and theaction
who_hasPermission.

WSDL

Y ou can find the WSDL specification in the file permission.wsdl
[http://mww.hp.com/go/hpsoftwaresupport/wsdl/permission.wsdl].

APl Endpoint
Y ou can find the Permission API endpoint at htt p: // <host name>: <por t >/ uddi / per ni ssi on.
Java

The Systinet Java API is generated from Permission WSDL. Y ou are encouraged to browse its
org. systinet. uddi . perni ssi on. Perni ssi onApi and to read and try the Permission demos.

Registry Client

This section describes how to prepare your own client distribution. A client created this way allows you to
access the HP SOA Registry Foundation API through a SOAP interface.

Client Package

> CLI ENT_HOMVE refers to the directory in which the HP SOA Registry Foundation Client distribution
will be created.
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REG STRY_HOME refersto the directory in which HP SOA Registry Foundation isinstalled

To create a client application distribution follow these steps:

1

2

Make sure HP SOA Registry Foundation is successfully installed.
In the cLI ENT_HOME directory, create a subdirectory named i b.

Copy the following files from REG STRY_HOVE/ i b tO CLI ENT_HOVE/ | i b

activation.jar
builtin-serialization.jar
core_services_client.jar
jaas.jar

jaxmjar

jaxrpc.jar

jetty.jar

runner.jar

saaj.jar

security-ng.jar
security2-ng.jar
security_providers_client.jar
wasp. j ar

wsdl _api.jar
xerceslnpl.jar

xm -apis.jar

xm ParserApis. jar

In the cLI ENT_HOMVE directory, create a subdirectory named di st .

Copy the following files from REG STRY/ di st tO CLI ENT_HOVE/ di st :

account _client.jar
admin_utils_client.jar
category_client_v3.jar
configurator_client.jar
configurator_cluster_client.jar
group_client.jar
permission_client.jar
replication_client_v3.jar
statistics_client.jar
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taxononmy_client_v3.jar
taxonony_client_v31.jar
transfornmer_kr_client.jar

uddi client_api _ext.jar

uddi client_api _vl.jar

uddi client_api _v2.jar

uddi client_api _v3.jar

uddi client_api _v3_ext.jar

uddi client_core.jar

uddi cl i ent _custody_v3.jar

uddi client_subscription_|istener_v3.jar
uddi cl i ent _subscription_v3.jar

uddi client_validate_val ues_vl.jar

uddi client_validate_val ues_v2.jar

uddi cl i ent _val ue_set _caching_v3.jar
uddi client_val ue_set _validation_v3.jar
wsdl 2uddi _client_v2.jar

wsdl 2uddi _client_v3.jar

xsd2uddi _client_v3.jar

In the cLI ENT_HOMVE directory, create a subdirectory named conf . Copy the following files from
REGISTRY_HOME/conf to CLIENT_HOM E/conf:

clientconf.xm
| og4j.config

If you want to use the https connection in HP SOA Registry Foundation, you must import the
certificate fileinto cli ent conf. xm using the st oreTool . This file contains the certificate of the HP
SOA Registry Foundation installation by default.

Y ou do not have to copy client files to directories that have specific names (i b, di st, and conf ).
All client files can be copied to theflat directory cLI ENT_HOMVE, for example. If you do this, however,
replace CONF_DI RECTCRY, DI ST_DI RECTCRY, and LI B_DI RECTORY with CLI ENT_HOME in this section'sinstructions.
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JARs on the Client Classpath

For each client package, the associated .jar files must be added to the classpath. These .jar files are listed
in the appropriate sections below.

HP SOA Registry Foundation Runtime

To enable the HP SOA Registry Foundation Runtime client package, add these .jar files to the classpath.

activation.jar
builtin-serialization.jar
core_services_client.jar
jaas.jar;

jaxmjar

jaxrpc.jar

runner.jar

saaj.jar;

security-ng.jar
security2-ng.jar
security_providers_client.jar
wasp. j ar

wsdl _api . jar
xerceslnpl.jar;

xnl -apis.jar

xn Par ser Api s. j ar

UDDI API Client v1

To enable the UDDI API (v1) client package, add these .jar filesto the classpath. For more information on
this client package, please see UDDI Version 1 on page 433

uddi client _api _v1.jar
uddiclient_core.jar

UDDI API Client v2

To enable the UDDI API (v2) client package, add these .jar files to the classpath. For more information on
this client package, please see UDDI Version 2 on page 433.
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uddi client_api _v2.jar
uddi client_core.jar

UDDI API Client v3

To enable the UDDI API (v3) client package, add these .jar filesto the classpath. For more information on
this client packages, please see UDDI Version 3 on page 434.

uddi cli ent _api _v3.jar
uddiclient_core.jar

UDDI API Client v3 ext X

To enable the UDDI API (v3, ext X) client package, add these .jar files to the classpath.

uddi client_api _v3_ext.jar
uddi client _api _v3.jar
uddi client_core.jar

Account Client

To enable the Account client package, add these .jar files to the classpath. For more information on this
client package, please see Account on page 515.

account _client.jar
uddi client_core.jar

Admin Utilities Client

To enable the Admin Utilities client package, add these .jar files to the classpath. For more information on
this client package, please see Administration Utilities on page 467.

admin_utils_client.jar
uddi client _api _v3.jar
uddi client_core.jar

542



Category Client v3

To enable the Category (v3) client package, add these .jar files to the classpath. For more information on
this client package, please see Category on page 460

category_client_v3.jar
uddi client _api _v3.jar
uddi client_core.jar

Group Client

To enablethe Group client package, add these .jar filesto the classpath. For more information on this client
package, please see Group on page 524.

group_client.jar
account _client.jar
uddi client_core.jar

Permission Client

To enable the Permission client package, add these .jar files to the classpath. For more information on this
client package, please see Permission on page 533.

perm ssion_client.jar
account_client.jar
uddiclient_core.jar

Replication Client v3

To enable the Replication (v3) client package, add these .jar filesto the classpath. For more information on
this client package, please see Replication on page 473.

replication_client_v3.jar
uddi client_core.jar
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Statistics Client

To enable the Statistics client package, add these .jar files to the classpath. For more information on this
client package, please see Statistics on page 474.

statistics_client.jar
uddi client_core.jar

Taxonomy Client v3

To enable the v3 Taxonomy client package, add these .jar files to the classpath. For more information on
this client package, please see Taxonomy on page 446.

taxonony_client_v3.jar
taxonony_client_v3l.jar
uddi client_api _v3.jar
uddi client_core.jar

UDDI Custody Client v3

To enable the v3 UDDI Custody client package, add these .jar files to the classpath. For more information
on this client package, please see Custody on page 435.

uddi client_custody v3.jar
uddi cli ent _api _v3.jar
uddi client_core.jar

UDDI Subscription Client v3

To enablethev3 UDDI Subscription client package, add these .jar filesto the classpath. For moreinformation
on this client package, please see Subscription on page 435.

uddi cl i ent _subscription_v3.jar
uddi client _api _v3.jar
uddi client_core.jar
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UDDI Subscription Listener Client v3

To enable the v3 UDDI Subscription Listener client package, add these .jar filesto the classpath. For more
information on this client package, please see Subscription on page 435.

uddi cl i ent _subscription_listener_v3.jar
uddi cl i ent _subscription_v3.jar

uddi client _api _v3.jar

uddi client_core.jar

UDDI Validate Values Client v1

To enable the UDDI Validate Values (v1) client package, add these .jar filesto the classpath. For more
information on this client package, please see Validation on page 445.

uddi client_validate_val ues_vl.jar
uddi client_api _vl.jar
uddi client_core.jar

UDDI Validate Values v2

To enable the UDDI Validate Values (v2) client package, add these .jar files to the classpath. For more
information on this client package, please see Validation on page 445.

uddi cl i ent _validate_val ues_v2.jar
uddi cli ent _api _v2.jar
uddi client_core.jar

UDDI Value Set Caching Client v3

To enable the UDDI Vaue Set Caching (v3) client package, add these .jar files to the classpath.

uddi cl i ent _val ue_set _caching_v3.jar
uddi client _api _v3.jar
uddi client_core.jar
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UDDI Value Set Validation Client v3

To enablethe UDDI Value Set Validation (v3) client package, add these .jar filesto the classpath. For more
information on this client package, please see Validation on page 445.

uddi cl i ent_val ue_set _validation_v3.jar
uddi client _api _v3.jar
uddiclient_core.jar

WSDL2UDDI Client v2

To enablethe WSDL 2UDDI (v2) client package, add these .jar filesto the classpath. For more information
on this client package, please see WSDL Publishing on page 479

wsdl 2uddi _client_v2.jar
uddi client_api _v2.jar
uddi client_core.jar

WSDL2UDDI Client v3

To enablethe WSDL2UDDI (v3) client package, add these .jar filesto the classpath. For moreinformation
on this client package, please see WSDL Publishing on page 479

wsdl 2uddi _client_v3.jar
uddi cli ent _api _v3.jar
uddiclient_core.jar

Resources publishing (XSD) Client
To enable the client package, add these .jar files to the classpath.

uddi client _api _v3.jar
uddiclient_core.jar
xsd2uddi _client_v3.jar
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Classpath Examples

Torunyour HP SOA Registry Foundation client code you must add aconfig directory, wasp.jar, and client's
jarsto the classpath.

) 2 CLI ENT_HOME=. CONF_DI RECTCRY=CLI ENT_HOME\ conf DI ST_DI RECTORY=CLI ENT_HOME\ di st
LI B_DI RECTORY=CLI ENT_HOME\l i b

* If youwant to use only UDDI Version 3:

CONF_DI RECTORY; LI B_DI RECTORY\ wasp. j ar; DI ST_DI RECTORY\ uddi cl i ent _api _v3.jar

e If youwant to use only UDDI Version 3 and UDDI Subscription Version 3:

CONF_DI RECTORY; LI B_DI RECTORY\ wasp. j ar; DI ST_DI RECTORY\ uddi cl i ent _api _v3.jar%
DI ST_DI RECTORY\ uddi cl i ent _subscri ption_v3.jar

* If youwant to use only UDDI Version 3, UDDI Subscription Version 3, and Taxonomy:

CONF_DI RECTQRY; LI B_DI RECTORY\ wasp. j ar; DI ST_DI RECTORY\ uddi cl i ent _api _v3.jar%
DI ST_DI RECTORY\ uddi cl i ent _subscription_v3.jar; Dl ST_DI RECTORY\ t axonony_client_v3.jar

Client Authentication

By default, al exposed registry APIs use the UDDI authentication scheme, where an authentication token
is passed with every call to identify aremote user. Thisis shown in registry demos such as Publishing v3
on page 648. The UDDI authentication scheme can be replaced.

In this section, we will show you an example client that publishes a new business entity using HTTP-Basic
or SSL client authentication.
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Example Client

For simplicity, the example client uses a SOAP stack provided with HP SOA Registry Foundation. Y ou
can use a SOAP stack of your choice to communicate with the registry.

Example 3: ExampleClient.java

/1 (c) Copyright 2001-2009 Hew ett-Packard Devel opnent Conpany, L.P.
/1 Use is subject to license terns.

inport org.systinet.uddi.client.v3.UDD PublishStub;
inport org.systinet.uddi.client.v3.UDD _Publication_PortType;
inport org.systinet.uddi.client.v3.struct.*;

public class ExanpleCient {
public static void main(String[] args) {
String registryBaseUrl = System getProperty("“registry.base.url","http://local host:8080");
String url Publishing = registryBaseUr |+ "/uddi/publishing";
Systemout. print("Using publishing URL "+url Publishing +" .");

try {
UDDI _Publ i cation_Port Type publish = UDDI Publ i shStub. get | nstance(url Publ i shing);

System out. println(publish.save_busi ness(new Save_busi ness
(new Busi nessEntityArrayLi st (new BusinessEntity(new NameArrayLi st
(new Name("Created by Cient Authentication Exanmple")))))));

Systemout.printin(" done");
} catch (Exception e) {
e.printStackTrace();
}

Theclient is created as follows:
1 Create the directory CLI ENT_HOMVE.

2 Createaclient classin the cLi EnT_HOVE directory. The example client is shown in Example 3 on page
548. It has no security calls or structures internally. Client-side security will be configured later using
properties supplied to the java command that runs the client.
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Createthelib subdirectory of CLIENT_HOME. Copy thejar filesrequired for compilation and client
execution to this directory. All thejars are in the HP SOA Registry Foundation installation directory.
They are:

e Jib/activation.jar

* lib/builtin_serialization.jar
® lib/core_services_client.jar
e Jib/jaxmjar

e lib/jaxrpc.jar

e libl/jetty.jar

* lib/log4j.jar

* lib/saaj.jar

* lib/security-ng.jar

e |ib/security2-ng.jar

* lib/security_providers_client.jar
* |ib/wasp.jar

* |ib/wsdl _api.jar

* lib/xalan.jar

* lib/xerceslnpl.jar

® |ib/xm-apis.jar
e dist/uddiclient_core.jar

e dist/uddiclient_api_ v3.jar
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4 Create theconf subdirectory of CLIENT_HOME. Copy configuration files required to run the client
to this directory. Thesefiles are are also in the HP SOA Registry Foundation installation directory:

e conf/clientconf.xn
* conf/packagel2. xm
* conf/packagel3. xni
e conf/jaas.config
5  Compiletheexampleclient classusingaCLASSPATH that includesall jar filesinthel i b subdirectory
of CLI ENT_HOMVE

Before running the client, configure registry for a particular authentication scheme, as explained in HTTP
Basic on page 181 or SSL Client authentication on page 185. If you want to configure adeployed registry for
SSL client authentication, follow instructions given in J2EE Server Authentication on page 189

To run the client:

1 Useaclasspath that includesal jar filesfrom the cLi ENT_HOVE/ | i b directory, and the directory containing
the compiled example class.

2 Add thefollowing property definitions to thejava command line:
® -Dwasp. | ocation=CLI ENT_HOMVE

e -Djava.security.auth.|login.config=CLI ENT_HOWE conf/j aas. config

3 Torun theclient with HTTP Basic authentication also add the following:
® -Dwasp. user name=USERNAVE
® - Dwasp. passwor d=PASSWORD
* -Dwasp. securityMechani smeHt t pBasi ¢

® -Dregistry. base. url =http://HOST: PORT/ CONTEXT
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Use the credentials of aregistered user instead of USERNAMVE and PASSWORD. TO register a new user, start
with the main page of registry console. See Registry Console on page 231 for details. Y ou may also use
the demo user demo_j ohn with password demo_j ohn if you imported demo data during installation.

The base URL of registry is specified using theregi stry. base. url property as shown in Example 3 on
page 548. Replace HoST,PORT and CONTEXT to match your registry deployment; for example
http://pcl. nyconmp. com 8080.

To run the client with SSL client authentication add the following:
® -Dwasp. user name=USERNAVE

® - Dwasp. passwor d=PASSWORD

* -Dwasp. securityMechani sm=SSL

® -Dregistry. base. url =https://HOST: PORT/ CONTEXT

Unlike HTTP Basic authentication, USERNAVE and PASSWORD are used to obtain the client identity from a
local protected store. Y ou have to import the client identity using instructions provided in SSL Tool
on page 412. The protected store of the exampleclientisinthefile cLI ENT_HOME/ conf/ ¢l i ent conf. xml . Y OU
also haveto import a server certificate (or the certificate of a certification authority that issued the
server certificate) in the same protected store using instructions provided in PStore Tool on page 403.

Use an dlias in the protected store instead of USERNAME. PASSWORD stands for the password that is used to
protect the private key stored under that alias.

Thebase URL of registry isspecified using theregi st ry. base. url System property as shown in Example
3 on page 548. Replace HosT,PCRT and CONTEXT to match your registry deployment; for example
https://pcl. myconp. com 8443.

Server-Side Development

This chapter focuses on the server-side devel opment of HP SOA Registry Foundation extensions. Possible
ways of accessing HP SOA Registry Foundation are discussed including examples.

Accessing backend APIs via servlet deployed on an application server.
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e Custom HP SOA Registry Foundation Modules - how to create and deploy custom HP SOA Registry
Foundation modules.

» Interceptors can monitor or modify the requests and responses of HP SOA Registry Foundation.
Interceptors are at the lowest level of HP SOA Registry Foundation API call processing.

»  Writing custom Validation services - HP SOA Registry Foundation provides several waysto define and
use validation services for taxonomies or identifier systems inluding remotely and locally deployed
validation services and an internal validation service. For details, please see User's Guide, Taxonomy:
Principles, Creation and Validation on page 247. This chapter focuses how to create avalidation service.

e Writing subscription notification services - How to implement subscription notification service deployed
on Systinet Server for Java.

e JSP Framework - This section covers the Systinet Web Framework.

» Business Service Console Framework - This section covers the Business Service Console Framework.
Accessing Backend APls

This section will show you how to integrate HP SOA Registry Foundation with your application. Y our
application can be deployed as a servlet to the same context of the application server astheregistry. In this

case, the servlet of your application can access instances of HP SOA Registry Foundation APIs as shown
in Figure 145.
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Figure 145. Accessing Backend Registry APIs- Architecture View

Application Server

Web Application Context

Systinet Registry

1t Registry APls
APf calls %

Servlet of your application

The sequence of stepsthat precedes accessto the HP SOA Registry Foundation APl isshownin Figure 146.

1 HP SOA Registry Foundation's APl implementations are registered in the wasp context during the boot
of theregistry.

2 The example servlet deployed in the wasp context calls the get I nst ance() method with the required
UDDI Registry interface as a parameter to obtain areference of the interface implementation.

3 Theexample servlet can call the APl methods of HP SOA Registry Foundation.

Figure 146. Accessing Backend Registry APIs - Sequence Diagram
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) 2 We assume HP SOA Registry Foundation is deployed to Tomcat. TovcaT_HOVE refersto the directory
inwhich the application server isinstalled. The step-by-step procedure has been tested on Tomcat
5.0.28.

Follow these steps to create and deploy the example servlet:
1 Create the example servlet class shown in Example 4 on page 556.

Compile the ExanpeServl et . j ava USING:

javac -classpath %REG STRY_HOVE% di st\uddi client_api _v3.jar;
9REG STRY_HOVE% di st\ uddi client_core.jar;

YREG STRY_HOVE% | i b\ wasp. j ar;

9 OVMCAT_HOVE% conmon\ | i b\ servet -api . j ar Exanpl eServl et.java

2 Copy Exanpl eServl et . cl ass t0 the directory TOMCAT_HOVE/ webapps/ wasp/ Véb-
inf/classes/ con systinet/exanpl e/ servlet.

3 Add the example servlet to TOVCAT_HOVE/ webapps/ wasp/ Web- i nf / web. xmi as shown in Example 5 on page
558.

4 Restart the Tomcat application server.
The example servlet will be available at http: //1 ocal host : 8080/ wasp/ nyexanpl es.

You can test it as shown at Figure 147.
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Figure 147. Example Servlet Output

% Mozilla

File Edit Wew Go Bookmarks  Tools  Window  Help

B?}k - ’@« - Rﬁd *%% |& http/ localhost: 8080/ wasp myexamples?sbusines V| 5 I

Print
Home .,!Bookmarks & mozila.org 4 Latest Buids

Example servlet integration with Systinet Registry

Enter the business name you wish to search

|HR |[ Search ]

Zearching business HE
Business HR found

Business key : uddi: systinet.com: demo:hr

<businessInfo businessKey="uddi:systinet.com:demo:hr" M
xmlns="urn:uddi-org:api_vi"> i

<name>HE</ name -

<description>HR department</descriptions>

<servicelnfos>

<zervicelnfo serviceKey="uddi:systinet.com:demo:hr:employeesList™

businessKey="uddi:systinet.com:demo: hr™:>

<name>Emp loyeelist</ names>
<fzerviceInfox
<zervicelnfo serviceKey="uddi:systinet.com:demo:hr:holidayService™
businessKey="uddi:systinet.com:demo: hr™:>

i Eb N2 ED @B Done I o
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Example 4: Exanpl eServet . j ava

i mport
i mport
i mport
i mport
i mport
i mport

i mport
i mport
i mport
i mport
i mport
i mport
i mport

package com systinet.exanple.servlet;

org. i doox. wasp. Cont ext ;
org. i doox. wasp. | nst anceNot FoundExcept i on;

org.systinet.
org.systinet.
org.systinet.
org.systinet.

javax. servl et
javax. servl et
javax. servl et
javax. servl et

uddi
uddi
uddi
uddi

. I'nval i dPar anet er Except i on;
.client.v3.UDDl Exception;
.client.v3.UDD _l nquiry_PortType;
.client.v3.struct.*;

. Servl et Excepti on;

htt
htt
htt

p. HtpServlet;
p. H t pServl et Request ;
p. H t pSer vl et Response;

java.io.| OException;
java.io.PrintWiter;
java.util.lterator;

public class Exanpl eServlet extends HttpServlet {

public void doGet (HttpServletRequest request, HtpServletResponse response)
throws | OException, ServletException {

try {

String searchedBusi ness = request. get Paranet er ("sbusi ness");
if (searchedBusiness == null) searchedBusiness = "";
response. set Cont ent Type("text/htm");

PrintWiter out = response.getWiter();

out.println
out.println
out.println
out.println
out.println
out.println
out.println
out.println

—_—AaAaAaAAaAA A A

"<HTM>")
" <HEAD>");

"<H1>Exanpl e servlet integration with HP SOA Registry</HL>");
"<P>Enter the business nane you wish to search");

" <FORM METHOD=GET ACTI ON=/ wasp/ myexanpl es/ >");

"<I NPUT NAME=sbusiness S| ZE=20 VALUE=" + searchedBusi ness + ">");
"<I NPUT TYPE=SUBM T VALUE=Sear ch>");

"</ FORW");

/1 get UDDI APl V3 Inquiry inplenentation
UDDI _I nquiry_Port Type inquiry =
(UDDI _I nqui ry_Port Type) Context.getlnstance(UDDl _Inquiry_PortType. cl ass);

/'l prepare find_business call
Fi nd_busi ness find_business = new Fi nd_busi ness();
if (searchedBusiness.length() > 0) {
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find_busi ness. addName(new Name( sear chedBusi ness));
out.println("<P>Searching business :" + searchedBusi ness);
/1 call find_business
Busi nessLi st busi nessList = inquiry.find_business(find_business);
/'l process the result
Busi nessl nf oArraylLi st busi nessl nf oArrayLi st

= busi nessLi st. get Busi nessl nf oArrayLi st ();

if (businessinfoArrayList == null) {
out. println("<P><B>Not hing found</B>");
} else {

out. println("<P>Business <B>"+searchedBusi ness+"</B> found");
for (lterator iterator =
busi nessinfoArrayList.iterator(); iterator.hasNext();) {
Busi nessl nfo businessinfo = (Businessinfo) iterator.next();
out.println("<P>Business key : <B>" +
busi nessl nf 0. get Busi nessKey() +"</B>");
out.println("<P><TEXTAREA ROAS=10 COLS=70>");
out. println(businesslinfo.toXV());
out.println("</ TEXTAREA");

}

out.println("</HTM>");
} catch (InvalidParameterException e)
} catch (InstanceNot FoundException e)
} catch (UDDI Exception e) {

}

{
{
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Example 5: Example Servlet's web. xn

<servl et >
<servl et - nane>Exanpl eSer vl et </ ser vl et - nane>
<servl et-cl ass>com systinet. exanpl e. servl et. Exanpl eServl et </ servl et - cl ass>
</servlet>

<servl et - mappi ng>
<servl et - nane>Exanpl eSer vl et </ ser vl et - nane>

<url -pattern>/ nyexanpl es/ *</url-pattern>
</ servl et - mappi ng>

Custom Registry Modules

In this section, we will show you how to extend HP SOA Registry Foundation functionality with your
custom modules. Custom modules can be added to HP SOA Registry Foundation as shown in Figure 148.

Figure 148. Custom Registry Module - Architecture View

Systinet Registry

Systinet Registry Components

1t Registry APls

APfcalls &

Custom module

To create and deploy aregistry module, follow these steps:
1 Writeaclassthat implementsorg. systi net . uddi . modul e. Modul e.
2 Copy your moduleimplementation classto thedirectory REG STRY_HOVE app/ uddi / ser vi ces/ WASP- | NF/ ¢l asses.

3 Create aconfiguration file for the module in REG STRY_HOME/ app!/ uddi / conf .

558



4 Shutdown HP SOA Registry Foundation, deletethe REG STRY_HOVE/ wor k directory, and restart theregistry.

The main class of the custom module must implement or g. systi net . uddi . modul e. Modul e interface that has
these methods:

* load() isinvoked asthe first method of the module. Y ou can put reading of the configuration file in
here.

e init() isinvoked after thel oad() method. Put the core implementation of your module in here. Write
non-blocking code or start a new thread.

e destroy() isinvoked just before the HP SOA Registry Foundation shutdown.
Accessing Registry APls

To access the HP SOA Registry Foundation APl you must obtain the API stub using the get Api I nst ance()
method of the API implementation class. For example to obtain the stub of the Statistics API use:

StatisticsApi statapi = StatisticsApilnpl.getApilnstance();

Mapping between API interface classes and implementation classesis stored in the
REG STRY_HOVE/ app/ uddi / ser vi ces/ WASP- | NF/ package. xni file. See Table 68.

559



Table 68. Mapping API Interface and Implemenation Classes

Inter face class

Implementation class

org.systinet.uddi.client.v1.InquireSoap

com.systinet.uddi.inquiry.v1.InquiryApilmpl

org.systinet.uddi.client.v1.PublishSoap

com.systinet.uddi.publishing.v1.PublishingApilmpl

org.systinet.uddi.client.v2.Publish

com.systinet.uddi.publishing.v2.PublishingApilmpl

org.systinet.uddi.client.v2.Inquire

com.systinet.uddi.inquiry.v2.InquiryApilmpl

org.systinet.uddi.client.v3.UDDI_Security PortType

com.systinet.uddi.v3.Security Apilmpl

org.systinet.uddi.client.v3.UDDI_Publication PortType

com.systinet.uddi.publishing.v3.PublishingApilmpl

org.systinet.uddi.client.v3.UDDI_Inquiry_PortType

com.systinet.uddi.inquiry.v3.InquiryApilmpl

agsyingucd dietabsaipionv3UDDI. Sisaipion RatType

com.systinet.uddi.subscription.v3.SubscriptionApi lmpl

agsing.udd dientasodyv3UDDI Quody Trander RatType

com.systinet.uddi.custody.v3.CustodyApilmpl

org.systinet.uddi.replication.v3.ReplicationApi

com.systinet.uddi.replication.v3.ReplicationApilmpl

org.systinet.uddi.client.wsdl2uddi.v3.Wsdl2uddi A pi

com.systinet.uddi.wsdl2uddi.v3.Wsdl 2uddi Apilmpl

org.systinet.uddi.client.wsdl2uddi.v2.Wsdl 2uddi A pi

com.systinet.uddi.wsdl 2uddi.v2.Wsdl 2uddi Apilmpl

org.systinet.uddi.client.category.v3.CategoryApi

com.systinet.uddi.category.v3.CategoryApilmpl

org.systinet.uddi.client.taxonomy.v3.TaxonomyApi

com.systinet.uddi.taxonomy.v3.TaxonomyA pilmpl

org.systinet.uddi.statistics. StatisticsApi

com.systinet.uddi..stati stics. StatisticsA pilmpl

org.systinet.uddi.admin.AdministrationUtilsApi

com.systinet.uddi.admin.AdministrationUtilsApilmpl

org.systinet.uddi.permission.PermissionA pi

com.systinet.uddi.permission.PermissionApilmpl

org.systinet.uddi.group.GroupApi

com.systinet.uddi.group.GroupApilmpl

org.systinet.uddi.account.AccountApi

com.systinet.uddi.account.AccountApil mpl

org.systinet.uddi.configurator.ConfiguratorApi

com.systinet.uddi .corfigurator.dugter.ConfiguratorApilmpl

Custom Module Sample

This section includes step-by-step instructions how to create a registry module that counts the number of
restarts of HP SOA Registry Foundation and saves the result to a configuration file.

Follow these steps:
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1 Create Javafile Exanpl edbdul e. j ava as shown in Example 6 on page 562

2 Compile the module using java -classpath " % REGISTRY_HOM E% \app\uddi\ser vices\\W A SP-
INF\lib\application_ corejar; % REGISTRY_HOME%\lib\wasp.jar" ExampleModulejava

3 Copy al module classes (Exanpl eMbdul e. cl ass, Exanpl eMbdul e$Rest art Conf i g$Count er . cl ass,
Exanpl eModul e$Rest art Conf i g. cl ass) tO the REG STRY_HOVE/ app/ uddi / ser vi ces/ WASP-
I NF/ cl asses/ cont syst i net/ exanpl e/ nodul e directory.

4 Create the configuration file nynodul e. xm in REG STRY_HOVE/ app/ uddi / conf folder. For details, please see
Example 7 on page 563.

5 Shutdown HP SOA Registry Foundation, delete the REG STRY_HOVE/ wor k directory, and restart the registry.

The number of restarts will be printed in the window console in which you started HP SOA Registry
Foundation. See also the configuration file of the module where anew element count er iS created.
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Example 6: Exanpl emodul e. j ava

package com systinet.exanpl e. nodul e;

i nport org.idoox. config. Configurabl e;
inport org.systinet.uddi.nmodul e. Mbdul e;

public class Exanpl eMdul e inplements Mdul e {
private long restart = 0;
private RestartConfig. Counter counter;

interface RestartConfig {
public Counter getCounter();
public void setCounter(Counter counter);
public Counter newCounter();
interface Counter {
public long getRestart();
public void setRestart(long restart);

}

public void | oad(Configurable config) {
Systemout. println("M MODULE CONFI G READING') ;
RestartConfig restartConfig = (RestartConfig) config.narrow RestartConfig.class);
if (restartConfig !=null) {
counter = restartConfig.getCounter();
if (counter == null) {
counter = restartConfig. newCounter();
restart Config. set Counter(counter);
}

try {
restart = counter.getRestart();

} catch (Exception e) {
counter.setRestart(0);
}

}

public void init() {
Systemout. println("M MODULE STARTED');
counter.setRestart(++restart);
Systemout.printIn("UDDI REG STRY: nunber of restarts =" + restart);
}

public void destroy() {
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Example 7: Example configuration file for custom module

<?xnl version="1.0" encodi ng="UTF-8"?>

<config name="nyconf">
<nodul e | oader="com systi net. exanpl e. modul e. Exanpl eMbdul €" name="M/~Mbdul ">
</ modul e>

</config>

Interceptors

Interceptors can monitor or modify the requests and responses of HP SOA Registry Foundation as shown
in Figure 149. They are at the lowest level of HP SOA Registry Foundation API call processing, and can
be used for:

» Logging requests. See Logging Interceptor Sample on page 564.

»  Computing message statistics. See Request Counter | nterceptor Sample on page 568.
e Changing request arguments (adding default values)

» Prohibiting some API calls

Figure 149. Registry Interceptors
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There are three types of HP SOA Registry Foundation interceptor:
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e Request Interceptor. Monitors or modifies request arguments, stops processing requests, or throws an
exception. Thistype of interceptor accepts a called method object and its arguments.

* Response I nterceptor. Monitors or modifies response values or throws an exception. Thisinterceptor
accepts a called method object and its response value.

» Exception Interceptor. Monitors, modifies, or changes an exception. Thisinterceptor accepts a called
method object and its thrown exception.

If you want to directly access the HP SOA Registry Foundation APl see Accessing Registry APIs on page
559 for more information.

Creating and Deploying Interceptors
To create an Interceptor, follow these steps:
1 Write aclass that implementsthe org. systinet. uddi . i nterceptor interface.

2 Copy your interceptor implementation class to the directory REG STRY_HOVE/ app/ uddi / ser vi ces/ Wasp-
inf/classes.

3 Create aconfiguration file for your interceptor in the REG STRY_HOVE/ app!/ uddi / conf directory. See
Interceptor Configuration on page 567.

4 Shutdown HP SOA Registry Foundation, deletethe REG STRY_HOVE/ wor k directory, and restart theregistry.
Logging Interceptor Sample

This section includes step-by-step instructions how to create the interceptor that logs requests.

To create alogging interceptor:

1 Create Javafile Loggi ngl nt ercept or . j ava @ shown in Example 8 on page 566.

2 Compiletheinterceptor using Java -classpath " % REGI STRY_HOM E% \app\uddi\ser vices\W asp-
inflib\application_corejar; % REGISTRY_HOME%\lib\wasp.jar" Loggingl nter ceptor .java

3 Copy Loggi ngl ntercept or . ¢l ass t0 the REG STRY_HOVE/ app!/ uddi / ser vi ces/ Wasp-i nf/ cl asses/ i nt er cept or
directory.
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4 Createthe configuration file Wi nt ercept or. xm inREG STRY_HOME/ app/ uddi / conf folder. For details, please
see Example 9 on page 567.

5  Shutdown HP SOA Registry Foundation, delete the REG STRY_HOME/ wor k directory, and restart the registry.
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Example 8: Logging Interceptor Class

package interceptor;

i mport
i mport
i mport
i mport
i mport
i mport
i mport
i mport

org. i doox. confi g. Configurabl e;

org. i doox. wasp. Waspl nt er nal Excepti on;

org.idoox. wasp.interceptor. |nterceptorChain;
org.systinet.uddi.interceptor.Exceptionlnterceptor;
org.systinet.uddi.interceptor.Requestinterceptor;
org.systinet.uddi.interceptor.Responselnterceptor;
org.systinet.uddi.interceptor.StopProcessi ngException;
java.lang.reflect. Method;

public class Logginglnterceptor inplenents Requestl!nterceptor,

Responsel nterceptor, Exceptionlnterceptor {

public void | oad(Configurable config)

}

throws Waspl nternal Exception {
/1 no initialization required

public void destroy() {

}

/1 no destroy required

public void intercept(Mthod nethod,

}

oject[] args,

I nterceptorChain chain,

int position)
throws StopProcessingException, Exception {
Systemout.printIn("request: " + nethod. get Nane());

public Object intercept(Mthod method,

}

bj ect returnVal ue,

I nterceptorChain chain,

int position)
throws Exception {
Systemout.println("response: " + nethod. get Name());
return returnVal ue;

public Exception intercept(Mthod nethod,

Exception e,
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I nt erceptor Chain chain,

int position) {
Systemout. println("exception: " + nethod. get Name());
return e;

Example 9: Logging I nter ceptor Configuration File

<?xnl version="1.0" encodi ng="UTF-8"?>
<config name="M!I nterceptorConfig">
<UDDI I nt er cept or | nst ance nane="Loggi ngl nt er cept or | nst ance"
instancePer Cal | ="f al se"
cl assName="i nt er cept or. Loggi ngl nterceptor"/>
<UDDI I nt er cept or nane="Loggi ngl nt erceptor"
i nst anceNane="Loggi ngl nt er cept or | nst ance"
i nterceptor Chai n="i nqui ry_v3"
request="true"
response="true"
fault="true" />
</ config>

Interceptor Configuration

The configuration file must be present in the REG STRY_HOVE/ app/ uddi / conf directory. For details please see
Example 9 on page 567. Interceptors are called in the same order as they appear in the configuration file.

» config name - the unique (unambiguous) name of the configuration.
e UDDIInterceptorlnstance - contains information about the implementation class and its instantiation.

e name - The name of interceptor instance. This nameisused asalink to the
UDDIInterceptor/instanceName section of the configuration.

e instancePerCall - |f theinstancePerCal | attributeisset to true, then the classwill be instantiated once
per API call. Otherwise, thisinterceptor instantiates only once for al calls.

e className - name of the class that implements the interceptor.

e UDDlInterceptor - The UDDIInterceptor contains references to UDDI Interceptors and their types.
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e name - name of the interceptor.

e instanceNane - this attribute contains the name of the UDDIInterceptorlnstance section of the
configuration file.

e interceptorChai n - UDDIInterceptorChains are defined for each API intheir configuration files. This
attribute contains areference to the required API.

e request - when set true, the interceptor catches requests.
* response - when set true, the interceptor catches responses.

e fault - when set true, the interceptor catches faults.

Request Counter Interceptor Sample

In this section, we will create an interceptor that counts requests and stores the number of request to a
configuration file. The steps required to create a Request Counter | nterceptor are the same as those in the
Logging Interceptor Sample on page 564.

I nterceptor implementation is shown in Example 10 on page 569; the configuration fileis shown in Example
11 on page 570.
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Example 10: Request Counter Interceptor Class

package interceptor;

i nport org.idoox. config. Configurabl e;

i mport org.idoox.wasp. Waspl nt er nal Excepti on;

i mport org.idoox.wasp.interceptor.|nterceptorChain;

import org.systinet.uddi.interceptor.Request|nterceptor;

i mport org.systinet.uddi.interceptor. StopProcessi ngException;
inport java.lang.reflect.Method,;

public class RequestCounterlnterceptor inplenents Requestlnterceptor {

private |ong request = 0;
private Request CounterlnterceptorConfig. Counter counter;

/**
* Request Counterlnterceptor config interface
*/
interface RequestCounterlnterceptorConfig {
public Counter getCounter();
public void setCounter(Counter counter);
public Counter newCounter();
interface Counter {
public long getRequest();
public void setRequest(long request);

}

public void intercept(Mthod nethod,
oj ect[] args,
I nterceptorChain chain,
int position)
throws StopProcessingException, Exception {
count er. set Request (++request);
Systemout.printin("request: " + request);

}

public void | oad(Configurable config)
throws Waspl nternal Exception {
Request Count er I nter cept or Confi g intinterceptorConfig =
(Request Count er | nt er cept or Confi g)
config. narrow( Request Count er | nt er cept or Confi g. cl ass);

if (intinterceptorConfig != null) {

counter = intinterceptorConfig.getCounter();

if (counter == null) {
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counter = intinterceptorConfig.newCounter();
intinterceptorConfig.setCounter(counter);
}

try {
request = counter. get Request();

} catch (Exception e) {
count er. set Request (0) ;

}
}

/**
* Destroys the interceptor.
*|
public void destroy() {

/1 no destroy required
}

Example 11: Request Counter Interceptor Configuration File

<?xnl version="1.0" encodi ng="UTF-8"?>
<config name="nylnterceptors">
<UDDI I nt er cept or I nst ance cl assName="i nt er cept or. Request Count er I nt erceptor"
i nstancePer Cal | ="f al se" name="Request Count er | nt er cept or Sanpl el nst ance" >
</ UDDI I nt er cept or | nst ance>
<UDDI I nterceptor fault="fal se"
i nst anceNane="Request Count er | nt er cept or Sanpl el nst ance"
i nterceptorChai n="i nqui ry_v3" name="Request Counter" request="true"
response="fal se"/ >
</config>

Writing a Custom Validation Service

HP SOA Registry Foundation provides several ways to define and use validation services for taxonomies
or identifier systems. For details about HP SOA Registry Foundation taxonomies, please see User's Guide,
Taxonomy: Principles, Creation and Validation on page 247. This chapter focuses on custom validation
services that you can deploy:

» Localy on HP SOA Registry Foundation - Local validation service.

* Remotely to a SOAP server, for example the Systinet Server for Java - External validation service.
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Therearethreedifferent Javainterfacesfor validation services, onefor each of the main UDDI datastructures.
These interfaces correspond to the WSDL Port Types of the Validation Service defined in the UDDI
specification.

» UDDI v3validation services must implement
org.systinet.uddi.client.val ueset.validation.v3.UDD _Val ueSet Val i dati on_Port Type.
» UDDI v2 validation services must implement or g. systinet. uddi . cl i ent. vv. v2. Val i dat eVal ues.

e UDDI vl validation services must implement or g. systinet. uddi . cl i ent. vv. v1. Val i dat eVal ues.

These interfaces are similar enough that we will only describe v3 validation. Y our validation service must
implement theinterface ubDl _val ueSet Val i dati on_Port Type. Thisinterface only hastheval i dat e_val ues method
which has only one parameter, Vaidate values. This parameter is awrapper for real parameters: optional
authinfo and basic UDDI data structures (businessEntities, businessServices, bindingTemplates, tModels
and publisherAssertions) to validate. Theval i dat e_val ues method returns

org. systinet.uddi.client.v3.struct. DispositionReport. |If validation passes successfully, the DispositionReport
should contain only oneorg. systinet. uddi . client.v3. struct. Resul t With errNo equals
org.systinet.uddi.client.UDD ErrorCodes.

Deploying Validation Service

Once the validation service isimplemented, you can deploy the validation service locally on HP SOA
Registry Foundation. To deploy the validation service on HP SOA Registry Foundation

1 Createacl asses subdirectory under REG STRY_HOVE/ app/ uddi / ser vi ces/ WASP- | NF and copy the classfile
into this directory (with respect to subdirectories corresponding to packages).

2 Shutdown HP SOA Registry Foundation, delete the REG STRY/ work directory, and restart HP SOA
Registry Foundation.

For more information, please see the Demos, Validation on page 676. For details about the configuration of
Vadlidation Services, please see Administrator's Guide, Taxonomy Management on page 347

To deploy an external validation service, you must create a deployment package.

571



External Validation Service

This section shows you how to implement and package an external validation service that will be deployed
to Systinet Server for Java5.5. We show you how to package and deploy the ISBN validation service from
the validation demo described in Validation on page 676. We assume you have aready built the Validation
demo.

) 2 We also assume HP SOA Registry Foundation isinstalled in the Re@ STRY_HOVE folder and running
at http://1ocal host: 8080/ and that

Systinet Server for Javaisinstalled in wasp_Hove folder and running at ht tp: //1 ocal host : 6060/
To package and deploy a validation service to Systinet Server for Java
1 Create adeployment package.
Create the jar file Exanpl eval i dati on. j ar with the following structure:

= ﬁ Examplevalidation.jar
Eﬁ Wasp-inf
=@ classes
Eﬁ demao
=89 uddi
=89 validation
{5} 15BNvalidation.class

- @ wedl

/2 uddi_vaxsd
uddi_vIvaluesetxsd
uddi_vs_v3.wsdl
uddi_vs_v3_hinding.wsdl

uddi_vs_v3ponType wsdl

........ package.xml

Copy | SBNval i dat i on. ¢l ass from REG STRY_HOVE/ denps/ advanced/ val i dat i on/ bui | d/ ¢l asses to the package.

Copy thewsdl and xsd files from REG STRY_HOVE/ doc/ wsdl to the package.
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Copy the package. xni file shown at Example 12 on page 574 to the package.

2 Deploy thevalidation package with required HP SOA Registry Foundation client packagesinto Systinet
Server for Java5.5.

a copy WREGISTRY_HOME%\dist\uddiclient_api_v3.jar
% WASP_HOM E%\app\system\uddi

b copy %REGISTRY_HOME%\dist\uddiclient_value set_validation_v3.jar
%WASP_HOME%\app\system\uddi

c  copy ExampleValidation.jar % WASP_HOM E%\app\system\uddi
3 Shutdown the Systinet Server for Java, deletethe WASP_HOM E/work directory, and restart the Systinet
Server for Java

Now you can upload the checked taxonomy from REG STRY/ denos/ advanced/ val i dat i on/ dat a. FOr more
information, please see User's Guide Uploading Taxonomies on page 352.

Modify the validation service endpoint as shown in Figure 150

Figure 150. Validation for Checked Taxonomy

—[ SEARCH H PUBLISH H PROFILE H MANAGE | Home = Registry managerment = Find taxonomy » Browse
Registry management = Registry configuration = Web interface configuration

| Edit taxonomy

Name: " dema:|ZBMN
Description: A category systermn used to connect thodel with ISBN of book, that describes its AP

Categorization: categorization [ categorizationGroup L identifier [ relationship

Compatibility: il bindingTernplate il businessEntity O businessservice tModel
Validation service endpoints:
Wersion 3: |http:/#localhost:6060/1SENYalidation

Validation: Version 2

Wersion 1:

Unvalidatable: F
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Y ou can run and test the validation service using Validation demo described in VValidation on page 676.

Sample Files

Example 12: package. xni

<?xm version="1.0" encodi ng="UTF-8"?>
<package xm ns="http://systinet.conl wasp/ package/ 1. 2"
xsi : schemalocat i on=
"http://systinet.com wasp/package/ 1.2 http://systinet.com wasp/ package/ 1. 2"
target Nanespace="http://ny.org" version="1.0"
name="1 SBN\Val i dation" client-package="fal se" |ibrary="fal se"
xm ns: xsi ="http:// www. w3. or g/ 2001/ XM_Schene- i nst ance"
xm ns:tns="http://ny.org"

xm ns: UDDI O i ent - val ue- set - val i dati on-v3=
"http://systinet.conluddi/client/val ue-set-validation/v3/5.0">

<dependency ref="UDDI C i ent-val ue-set-val idation-v3: UDDI i ent-val ue-set-validation-v3"
versi on="5.0"/>
<servi ce-endpoi nt name="1 SB\Val i dati on"
pat h="/1SBNval i dati on"
service-instance="tns: | SBNVal i dati onl nst ance"
processi ng="UDDI C i ent - val ue-set-val i dati on-v3: UDDI C i ent Processi ng" >
<wsdl uri="uddi _vs_v3.wsdl " xm ns:wsdl ="urn: uddi - org: vs_v3_bi ndi ng"
servi ce="wsdl : UDDI _Val ueSet Val i dati on_SoapService"/ >
</ servi ce-endpoi nt >
<servi ce-instance name="1SBNval i dati onl nst ance"

i npl ement at i on- cl ass="deno. uddi . val i dati on. | SB\Val i dati on"
prel oad="fal se" ttl="600" instantiation-method="shared"/>

</ package>

Writing a Subscription Notification Service

This section will show you how to implement a subscription notification service. When you create a HP
SOA Registry Foundation subscription you can specify anotification listener service endpoint as described
in Subscriptionsin HP SOA Registry Foundation on page 229. In this chapter, we describe the following use
case: The user wants to create a service that will be executed when a subscription notification is sent. The
listener notification service will be deployed on the Systinet Server for Java

The procedure of creating and deploying the subscription notification consist of the following steps:
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>

Create subscription notification service class. Package the notification service class with necessary
wsdl, schema, and deployment descriptor files.

Deploy the service notification package with the required HP SOA Registry Foundation client packages
into Systinet Server for Java.

Create a subscription using the Registry Console.

We assume HP SOA Registry Foundation isinstalled in Rea STRY_HOME folder and running at
http://1 ocal host: 8080/ , and that

Systinet Server for Javaisinstalled in wasp_Hove folder and running at http: //1 ocal host : 6060/ .

Now we will describe the processin detail:

1

2

Create the subscription notification service class shown in Example 13 on page 578

Compile the Exanpl eNot i fi cati onLi st ener. j ava USing:

javac -classpat h%REG STRY_HOVE% di st\uddi cl i ent _api _v3.jar;

9REG STRY_HOVE% di st\ uddi client_core.jar;

YREG STRY_HOVE% di st\uddi client_subscription_|listener_v3.jar;

9REG STRY_HOVE% di st\ uddi cli ent _subscription_v3.jar Exanpl eNotificationListener.java

PackagetheExanpl eNot i fi cati onLi st ener . cl ass With necessary wsdl, schemaand deployment descriptor
fileasfollows:

a Createajar file Exanpl eNoti fi cati onLi stener. j ar With the following structure:
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= ﬁ ExampleHotificationListener.jar
E| & Wasp-inf
=@ classes
] & com
‘g & systinet
Eﬁ subscription

------- ExampleMatificationListener.class

-E1 @ wsdl

uddi_subr_vi.wsdl
uddi_subr_v3_binding.wsdl
uddi_subr_v3_ponTypewsdl
uddi_v3.xsd
uddi_v3subscriptionxsd
uddi_v3subscriptionListenerxsd

........ package.xml

b Copy the wsdl and schemafiles from REG STRY_HOVE/ doc/ wsdl to the package.

¢ Copy thepackage. xn file shown in Example 14 on page 579 to the package.

Deploy the service notification package with required HP SOA Registry Foundation client packages
into Systinet Server for Java 5.5.

a copy REGISTRY_HOME%\dist\uddiclient_api_v3.jar
%WASP_HOM E%\app\system\uddi

b copy %REGISTRY_HOME%\dist\uddiclient_subscription_v3.jar
%WASP_HOM E%\app\system\uddi

c copy WREGISTRY_HOME%\dist\uddiclient_subscription_listener_v3.jar
% WASP_HOM E%\app\system\uddi

d  copy ExampleNotificationListener.jar %WASP_HOM E% \app\system\uddi

Shutdown the Systinet Server for Java, deletethe WASP_HOME/work directory, and restart the Systinet
Server for Java
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6  Create asubscription using the Registry Console.
See Publishing Subscriptions on page 309 for instructions on how to create a subscription.
7 Publish the subscription with the Notification listener type Service endpoint. Enter the Notification

listener endpoint asht t p: // your . conput er . nane. com 6060/ Exanpl eNot i fi cati onLi st ener @ shownin
Figure 151

Figure 151. Create Subscription

SEARCH PUBLISH H PROFILE | Login = Subscriptions = Edit subscription

Publish = Subscriptions = Custody = WSDL 2 UDDI

[ Edit subscription

Subscription filter: Find business

MNotification listener type: Service endpoint ¥

Notification listener endpoint: ™ |http:/localhost:6060/ExampleMatificationListener

0 0 0 0
MNotification interval: Jee® manths days
hours |1 rninutes |0 seconds
Expires after (MM/DD/YYYY
hapires after (MM/DD/ B /2 |spoos |ps |cfn ]
Max entities: -1
Brief: F
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Sample Files

Example 13: Exanpl eNoti fi cationLi stener. java

package com systinet.subscription;

i mport org.systinet.
i mport org.systinet.
i mport org.systinet.
i mport org.systinet.

uddi .
uddi .
uddi .
uddi .

client.
client.
client.
client.

subscription.listener.v3. UDD _SubscriptionListener_Port Type;
subscription.listener.v3.struct.Notify_subscriptionListener;
v3. UDDI Excepti on;

v3.struct. Di spositionReport;

public class Exanpl eNotificationListener inplements UDDl _SubscriptionListener_Port Type{

public DispositionReport notify_subscriptionListener(Notify_subscriptionListener body)

throws UDDI Exception {
Systemout. println(body.toXM());

Di spositionReport result = DispositionReport. Dl SPCSI TI ON_REPORT_SUCCESS;

return result;
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Example 14: package. xn

<?xnl version="1.0" encodi ng="UTF-8"?>
<package xm ns="http://systinet.confwasp/ package/1.2"
xsi : schemaLocation="http://systinet.conf wasp/ package/ 1.2 http://systinet.com wasp/ package/1.2"
target Nanespace="http://ny.org" version="1.0"
nane="Exanpl eNot i fi cationLi stener" client-package="fal se" library="fal se"
xm ns: xsi ="http:// wwv. w3. or g/ 2001/ XM_Schena- i nst ance"
xmns:tns="http://ny.org"

xm ns: uddi _subr _v3="urn: uddi - or g: subr_v3_bi ndi ng"
xmi ns: uddi cl i ent _subscription_listener_v3=
"http://systinet.con uddi/client/subscription/listener/v3/5.0">

<dependency ref=
"uddi cl i ent _subscription_listener_v3:UDDI O ient-subscription-listener-v3" version="5.0"/>

<servi ce-endpoi nt nane="Exanpl eNoti fi cati onLi stener"
pat h="/ Exanpl eNot i fi cati onLi st ener"
service-instance="tns: Exanpl eNoti fi cati onLi st ener | nstance"
processi ng="uddi cl i ent _subscription_listener_v3:UDDI O ientProcessing">
<wsdl wuri="uddi _subr_v3.wsdl"

service="uddi _subr_v3: UDDI _Subscri ptionLi st ener_SoapServi ce"/>

</ servi ce- endpoi nt >

<service-instance nane="Exanpl eNoti ficati onLi stenerlnstance"
i mpl enent ati on-cl ass="com systinet.subscription. Exanpl eNoti ficati onLi stener"
prel oad="fal se" ttl="600" instantiation-method="shared"/>

</ package>

Systinet Web Framework

This section describes HP SOA Registry Foundation from the developer's point of view. It describes the
HP SOA Registry Foundation Framework architecture and configuration.

e Architecture Description on page 580
» Directory Structure on page 587
* Framework Configuration on page 589

e syswf JSPtag library on page 593
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e Typical Customization Tasks on page 600
Architecture Description

Theframework usesthe Jasper engine, apart of the Tomcat server. It isableto run on Jasperl from Tomcat
version 4.1 (Servlet APl 2.3/ISP spec 1.2) or Jasper2 from Tomcat version 5 (Serviet APl 2.4/JSP spec
2.0). It also uses a customized JSTL 1.0 tag library implementation which is based on Apache tag libraries
from the Jakarta project [http://jakarta.apache.org/].

Applications using the Systinet Web Framework are composed of pages. Every page of the web hasa URI
where it can be accessed. In the Systinet Web Framework, we call each page of the web as atask.

The Systinet Web Framework uses a component model to build up the web application. Every task is
assigned to acomponent which isthereal entity behind the processthat generatesthe resulting HTML page
displayed to the user. Thus, every task referencesacomponent, but components need not be associated with
tasks, aswe will seelater.

Each component is built from two parts:
e aJSP part
* aJavapart

The JSP part serves as a template and takes care of parsing and visualization of the data that comesin a
session, or in arequest to which they are stored in the Java part of a component.

The framework functionality is accessible from the JSP parts of components through the Systinet custom
JSPtag library. Thislibrary contains tags for creating referencesto tasks, nesting components, and tags for
creating HTML form elements that support dynamic behavior.

Sometimes, acomponent is purely JSP-based as the one associ ated with this documentation page. But when
the page must process user-entered information, or when data must be modified before presentation, you
must use the Java part of the component.

To switch from one page to a another, use the syswf : control custom tag in the JSP part of the source task
component. Thesyswf: control tag'starget Task attribute defines the task (that is, the page) the user should
be transferred to. The custom tag is trandated into a piece of JavaScript code responsible for correct page
submitting.

580


http://jakarta.apache.org/

Tasks can be accessed directly using aweb browser. For example, if the registry's web interface runs on
the addressht tp: / /1 ocal host : 8080/ uddi / web, a task with the URI /i ndBusi ness can be accessed directly from
the client browser at http://1ocal host : 8080/ uddi / web/ f i ndBusi ness.

Component Java Interface Part

The Java part of the component must implement the com syst i net . webf w. Conponent interface from the Web
Framework library. However, it usually extendsits default implementation: com syst i net . webf w. Conponent | npl .
For those componentsthat do not declare their Java part, this default implementation is automatically used.

Theinterface consists of two methods:
® void process(String action, Mp parans)
* void populate(String action, Map parans)

Theprocess() method is called just before the translation of the component's JSP part is started, so it should
take care of data preparation and it should also handle the actions requested by the user (react to pressed
buttons, etc.).

Thepopul ate() method is called only when the POST request to the URI comes from the same URI , soit's
aperfect place to modify the way datafrom aweb page is populated back into objects. Actually, the target
objects are always Java Beans which simplify their handling quite a bit.

Request Diagram

The diagram shown in Figure 152 demonstrates how requests for the page are handled by the Web
Framework:
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Figure 152. Request Diagram

Client 1. requestfordaskd | Java part of
WYY browser > component

for taskA

2 procesz (...

¥ 3 Activate JSPpart

I response JSP part for
component B

4. Transiate JSP
pat (using data
stored into
session Hy
Java part

of componeht)

1 Therequest is sent by the client browser from a different page than the page requested.

2 Theprocess() method iscalled on taskA component's Java part. This method should perform actions
triggered by controlsin the web page and/or prepare data for taskA component's JSP part.

3 Processing of taskA component's JSP part isinitialized.
4 While taskA component's JSP part is being processed, the resulting HTML is generated.

5  Processing of taskA component's JSP part finishes; the responseis returned to the client's browser.

) 2 If the request is sent by the client browser from the same page as the page requested (meaning the
source and target tasks are the same), then the popul at e() method is called on the task component's
Java part before the process() method.

Nesting Components

Aswe noted above, the component JSP part can include other components using the sysuf : conponent custom
tag right in the JSP code. The diagram shown in Figure 153 presents how arequest is handled when there
are such nested components. Note that now the request comes from the sametask it is targeted to:
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Figure 153. Nesting Components Diagram

Client 1. request for Aasicd Root Java part
4}
WYY browser for component
for taskA
A
2 popud atef...)
3 procesa(...)
l 4. Activate JSP part
JSP part for
component for Java part for
ftaski component A
5. =syswicomponent | —me | B process(...)
hame="4"..
¥ 7. Activate JSPpart
JSP part for
i component &
Java part for
component B
& =ayswicomponent | — e | 9. process(...)
hame="8"..
¥ 10. Activate JSF part
1{. response JSP part for
i component B

1 Therequest is sent by the client browser from the same page as the page requested.

2 Thepopul ate() method is called on taskA component's Java part. This method is responsible for the
transfer of data from web page form elements (input fields, radio buttons, etc.) to JavaBeans objects
on the server.

3 Theprocess() method iscalled on taskA component's Java part. This method should perform actions
triggered by controlsin the web page and/or prepare data for taskA component's JSP part.

4 Processing of taskA component's JSP part isinitialized.
5  Request for insertion of component A isfound.

6 Theprocess() method is called on the Java part of component A. This method should prepare data for
component presentation.
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7 Processing of the JSP part of component A is performed. Once finished, the result isincluded in the
parent JSP page.

8  Request for insertion of component B is found.

9  Theprocess() method is called on the Java part of component B. This method should prepare data for
component presentation.

10 Processing of the JSP part of component B is performed. Once finished, the result isincluded in the
parent JSP page.

11 Processing of taskA component's JSP part finishes. The response is returned in the client's browser.

Component JSP Part

Example 15: Skeleton of the JSP Page

The following example displays the WSDL URL for aWSDL service.

<Y@taglib prefix="c" uri="http://java.sun.conlfjstl/core" %
<Y@taglib prefix="syswf" uri="http://systinet.conljsp/sysw" %

<syswf: page header Tenpl at e="pageHeader.jsp" footerTenpl at e="pageFooter.jsp">

<syswf:w ap header Tenpl at e="desi gn/ pageHeader . j sp"
f oot er Tenpl at e="desi gn/ pageFoot er. j sp">

</ syswf: wrap>

</ syswf: page>

The core of the JSTL (standard tag library) together with the Registry Web Framework custom tag library
are imported. The beginning of the page is declared ( syswf : page tag); page header and footer represented
as JSP pages are passed as attributes. These pages contain the basic HTML tags and declaration of Java
Scripts that will be used in the page.

To enable automatic wrapping and resizing, al of the page's content is packed into the syswf : w ap tag to
which page header and footer JSP pages are passed as attributes. The header and footer pages contain:
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e Thedesign part - the logo and menu, such as the labels at the top of this page under the product name
» The navigation path - shown in the top right corner of this page

e Text that should be displayed in the bottom of the page, such as copyright information.

Implicit Objects

Implicit objectsallow you to interact with various framework parts, from Javacode or JSP pages. A reference
to animplicit object should be obtained from the com systi net. uddi . uti | . Cal | Cont ext class, or by using simple
getter methods from com syst i net . webf w. Conponent | npl .

* request. HTTPrequest interface; here you can read, for example, http headersincluded in user's request.
Using request attributes is the preferred way to transfer data from Javato JSP pages.

e response. HTTP response interface; can be used, for example, to set content type and other response
header data or to send binary data back to client.

» localSession. Containsthejava. util. Map object, which is accessible from the current task only. For
example, when you have tasks A and B in navigation history, each has a separate local session. When
you return from task B to task A, the whole local session content of task B is discarded.

» globalSession. Containsthejava. util. Mp object, which is shared among all tasks; this session can be
used, for example, to store the current user's authToken, or other application-wide data.

Data Types

Datatype classes are responsible for converting val ues between web page HTML form fields and underlying
Java Beans objects. The Datatype class must implement the simple interface
com systi net. webf w. dat at ype. Dat aType With two methods:

* String object Toveb(bject val ue) provides conversion from arbitrary Javatype to String usable in web
pages.

e (bject webToOhject(String value) provides conversion in the opposite direction.

There are predefined implementations of this object for converting the simple Java data types string, int,
long, and boolean.
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Client-side Validators

Validators can be used to validate user input before aweb page is submitted to a server. The validation is
invoked by a specific page control (a button or alink). Thereis a predefined set of validators for common
input field checks.

Table 69. Predefined Validators

Name Description

required Checksif the field is not empty.

uddiKey Checksiif the field content starts with the uddi : prefix.

length50, length80, Checksif the field contains no more than the specified number of characters.
length255, length4096,

length8192

email Checksif the field contains an email address.

long Checksif the field contains a number of type long.

int Checksiif the field contains a number of typeint.

Toadd avalidator to aninput field or atext area, use the sysfw:checker tag. To trigger the validation control,
use the syswf:validate tag.

Example 16: Validators Usage

<syswf:input name="busi nessKey" val ue="">
<syswf: checker name="required" action="vi ewBusi nessV3"/>
<syswf: checker name="uddi Key" action="vi ewBusi nessV3"/>
</ syswf: i nput >

<syswf:control action="viewBusiness" caption="View business" nmode="button">
<syswf:validate action="vi ewBusi nessV3"/>
</ syswf:control >

The Example 16 on page 586 shows an input field with two checkers, the first one checksif thefield is not
empty and the second one checksif the field contains a string starting with the prefix uddi : (uddi key). Both
checkers are invoked when a user clicks the View business button.
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Validation is performed using a JavaScript function. The validator name is required to be defined in the
JavaScript function with the name check_required. The return value from the validator is of the boolean
type: true when the field content is valid, and false when content isinvalid. In case of error, the validator
displaysan error message with the description of the allowed field content. Thisvalidator isalso responsible
for transferring the focus to the field with an error.

Example 17: Required Validator | mplementation

/'l is required checker
function check_required (form D, fieldl D

{
var value = getFieldValue(form D, fieldlD);

if (isEmpty(value))

{
al ert Required();

set Focus(form D, fieldlD);
return fal se;

}

return true;

}

Custom validators should be can be added to the file REG STRY_HOME/ app/ uddi / web. j ar/ webr oot / scri pt/uddi . js.
Many functions for validation are defined in the file REG STRY_HOVE/ app/ uddi / web. j ar/ webr oot / scri pt/wf . j s.

Directory Structure

JSP pages for the HP SOA Registry Foundation user interface are placed in the
REG STRY_HOVE/ app/ uddi / web. j ar/ j sp directory. Static content, such as scripts and images, is stored in the
REG STRY_HOVE/ app/ uddi / web. j ar / webr oot directory.
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JSP Page Reference
Table 70. Root Files

File Description

error.jsp skeleton for error page

hone. j sp main page with welcome text
I ogin.jsp login page

managenent . j sp

page with buttons for all registry management tasks

pageFooter. j sp

page header containing required JavaScriptsand HTML form. Do not writeany
design here; use desi gn/ pageFoot er . j sp instead

pageHeader . j sp

contains mainly page hidden fields. Do not write any design here; use
desi gn/ pageHeader . j sp instead

uddi Error Conponent . j sp

component responsible for displaying error messages
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Table 71. Content of Page Directories

Directory Description
account All pages related to account management
adnin Administration tools for tModel deletion and key replacement

configuration

Registry and web configuration pages

cust ody User interface for custody transfer

desi gn Contains various design elements such as frames and tabs
group Group management

inquiry UDDI inquiry pages

per ni ssi on Permission management

publ i shing UDDI publishing pages

replication Replication management

statistics Shows registry statistics

subscription

UDDI subscription pages

t axonony Taxonomy browsing and management

util Various page components

wsdl 2uddi WSDL-to-UDDI mapping pages

xsd2uddi Inquiry and publishing pages for mapping of XML schemas to UDDI

Framework Configuration

All needed configuration settings are stored in the file REG STRY_HOME/ app/ uddi / conf / web. xni

Component

Specifies configuration of page components.
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Table 72. Component Attributes

Attribute Description Required
name Unique component identification yes
cl assNane Fully qualified class name of the component implementation | no
class
page Path to JSP page with component design; path isrelativeto | no
root JSP directory.
Task
Contains definition of tasks.
Table 73. Task Attributes
Attribute Description Required
UR Unique string used to call atask from controlsor directly using| yes
http URL ; the URI must start with aforward slash (/) character.
caption task description to be displayed, for example as page title no
conmponent Name of task root component yes
Table 74. Subelement
Element Description Required
param Additional parametersto be passed to the root component; each| no
parameter is specified as name-value pair.
Data Type

Contains the definition of the data types.
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Table 75. Data Type Attributes

Attribute Description Required
t ypeNane Unique name of the data type; this nameis used to reference a| yes
data type, for example from the syswf:input tag.
cl assNane Name of data type implementation class yes
Other Configuration

Table 76. Configuration Elements

Element

Description

url

First part of the URL used to access HP SOA Registry Foundation without
encryption (plain HTTP); this part should contain the http protocol prefix,
hostname, and port.

securelr|

First part of the URL used to access HP SOA Registry Foundation using
encryption. This part should contain https protocol prefix, hosthame and port.

cont ext

Context part of the URL, used to access HP SOA Registry Foundation tasks;
the default value is uddi / web for standal one registries and wasp/ uddi / web for
registries deployed to an application server.

dat aCont ext

Context part of the URL, used to access HP SOA Registry Foundation's static
content, for example, images and cascading style sheets. The default valueis
uddi / webdat a for standal one registries and wasp/ uddi / webdat a for registries deployed
to an application server.

server Sessi onTi meout

Default timeout of server-side sessions (measured in seconds).

upl oadTenmpDi r

Directory used to store temporary files during the upload process; this path
should be relative to service context directory.

maxUpl oadSi ze

Maximum size of uploaded files; larger files are rejected.

jspDir

Directory with JSP pages; the path should be rel ative to service context directory.

j spEngi ne

Contains JSP engine initialization parameters and the compilation classpath. A
complete list of available Jasper initialization parameters can be found below.
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Jasper Configuration

Table 77. Jasper init Configuration Parameters

Parameter name | Default value Description

checkl nterval 300 If the devel oprent parameter isfalse and rel oadi ng parameter is
true, background compiles are enabled. checkl nterval isthetime
in seconds between checks to see if a JSP page needs to be
recompiled.

conpi | er javac Which compiler Ant should be used to compile JSP pages. See
the Ant documentation for more information.

cl assdebugi nfo true Indicates whether the class file should be compiled with
debugging information

devel opnent true Indicates whether Jasper is used in devel opment mode; checks
for JSP modification on every access.

enabl ePool i ng true Determines whether tag handler pooling is enabled

iedassld clsid:8AD9C840- | The class-id value sent to Internet Explorer when using

044E-11D1-B3E9- | >jsp:plugin< tags.
00805F499D93

fork true Tells Ant to fork compiles of JSP pages so that a separate VM
is used for JSP page compiles from the VM in which Tomcat
isrunning.

j avaEncodi ng UTF8 Javafile encoding to use for generating java source files.

keepgener at ed true Indicates whether generated Java source code for each page is
kept or deleted.

| ogVer bosi tyLevel WARNING Thelevel of detailed messages to be produced by this servlet.
Increasing levels cause the generation of more messages. Valid
valuesare FATAL, ERROR, WARNING, INFORMATION,
and DEBUG.

neppedfile false Indicates whether the static content is generated with one print
statement per input line, to ease debugging.

r el oadi ng true Indicates whether Jasper checks for modified JSPs.
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syswt JSP tag library

A JSP page using the syswf tag library must include this header <v@tagl i b prefix="sysw"
uri="http://systinet.conmjsp/sysw" %

syswf:component

Includes the component with specified parameters.

Table 78. syswi:comonent Attributes

Attribute Description Required

prefix All parameter names in component will be prefixed with this | yes
prefix; the prefix must be unique within each JSP page.

name Name of component, as written in the config file. yes

Table 79. sysuf:component Subelements

Element Description Required

param When this parameter value is passed into a component, it will | optional
be accessible in the request scope in the component Java class
and in the JSP page.

Thevalue of the parameter should be specified in two ways: Asavalue attribute or as a content of the value
tag.

Example 18: Component Parameters

<syswf: conponent prefix="nanmes" name="naneList">
<syswf: param name="col or1" val ue="white"/>
<syswf : par am name="col or 2" >bl ack</ syswf : par am>
</ syswf : conponent >
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syswf:page

Createsan HTML pageformwith all required internal fields. Thismust bethe root element of all components
used as tasks.

Table 80. syswi:page Attributes

Attribute Description Required

header Tenpl at e The filename of the JSP page containing the page header, this| yes
fileis designed to create elements required for framework
functionality. Note that there should be no graphic design.

f oot er Tenpl at e The filename of the JSP page containing the page footer, this | yes
fileis designed to create elements required for framework
functionality. Note that there should be no graphic design.

syswk:wrap

Thistag helps you to separate page functionality from its design. It includes specified header and footer
templates before and after the body element. Header and footer templates should be parametrized using
syswf : paramtags.

Table 81. syswi:wap Attributes

Attribute Description Required
header Tenpl at e File name of JSP page containing the header. no
f oot er Tenpl at e File name of JSP page containing the footer. no

Table 82. syswi:wap Subelements

Element Description Required

param When you pass the parameter value into a component, this no
parameter will be accessible in the request scope in the
component Java class and JSP page.
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syswf:control

Creates a button or link, which should be used to trigger actions and transfers to other tasks.

Table 83. syswi:control Attributes

Attribute Description Required
action Action to be passed to a control's parent component. no
node Allowed values are but t on, anchor, scri pt, Of i mge. The script | yes
generatesthesubnit JavaScript command, which can be used,
for example, asavauefor the HTML onClick attribute. Image
isagraphic button.
tar get Task URI of task to be called. no
target Depth Specifieslevel in navigation path to be used. no
target Ul Specifies the URL to be used to submit data; usable, for no
example, when you need to switch from http to https.
caption control caption required in anchor
and button mode
hi nt Help text, displayed as tooltip. no
di sabl ed If set totrue, button is disabled and link cannot be clicked. no
redirect If set to true, thetask is only redirected to another task. This | no
means that task data stored in alocal session will also be
accessible from the target task. Normal behavior isthat alocal
session is not transferred between tasks.
src Path to the image file used as graphic button. required in image
mode
Table 84. sysuf:control Subelements
Element Description Required
param Adds action parameters. no
attribute Adds attributes to created input or an HTML tag. no
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syswf:input

Insertsinput field into JSP page.

Table 85. syswi:input Attributes
Attribute Description Required
name Specifies the name of the accessible value of thisinput field. | yes
val ue Specifies avalue which appearsin theinput field, or abase | yes
object for the property attribute.
property Contains the property name of the object specified by the no
expression in the value attribute.
hi nt Help text, displayed as atooltip. no
dat aType Data type which will be used to transform values between the | no
underlying Java Bean aobject and the input field.
di sabl ed If set to true, theinput field will be disabled. no
mode A possible value is password, used for password fields. no
Table 86. syswf:input Subelements
Element Description Required
attribute Appends a name and value pair as attribute to the resulting no

HTML tag; usable, for example, for the CSS class specification
for an input field.

syswi:selectOne

Displays controls which enable the user to select one value from alist of available values.
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Table 87. sysuf:selectne Attributes

Attribute Description Required

nane Specifies the name under which this value will be accessible; | yes
select one element.

node Specifies visual style; possible values areradi o, check box, and| no
menu.

val ue Specifies avalue which will be selected, or a base object for | yes
the property attribute.

property Containsthe property name of the object specified by expression| no
in the value attribute.

opti onVal ues Specifies acomma-delimited list of available values, the yes
expression of which evaluates either to String[], or to an array
of object for the optionV aluesProperty attribute.

opti onVal uesProperty | Contains property hame of objects specified by expressionin | no
the optionV alues attribute.

opt i onCapt i ons Specifies acomma-delimited list of available captions, the no
expression of which evaluates either to String[], or to an array
of object for the optionCaptionsProperty attribute.

opti onCapt i onsProperty| Contains property name of objects specified by expressionin | no
the optionCaptions attribute.

hi nt Help text, displayed as tooltip. no

dat aType Data type which will be used to transform values between the| no
underlying Java Bean object and the selected element.

Table 88. syswf:sel ect me Subelements
Element Description Required
attribute Appends a name/value pair as an attribute to resulting HTML | no

tags.
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syswf:selectMany

Displays controls which enable the user to select multiple values from list of available values.

Table 89. sysui:sel ect Many Attributes

Attribute Description Required

name Specifies the name under which the value of this selectMany | yes
element will be accessible.

mode Specifies visual style possible values check, box and nenu. no

val ue Specifies an array of values which will be selected, or base | yes
objects, for the property attribute.

property Contains property name of objects specified by expressionin | no
the value attribute.

opti onVal ues Specifies acomma-delimited list of available values the yes
expression of which evaluatesto String[], or to an array of
object for the optionV aluesProperty attribute.

opti onval uesProperty | Contains the property name of objects specified by expression| no
in the optionValues attribute.

opti onCapt i ons Specifies acomma-delimited list of available captions, the no
expression of which evaluates to either String[], or to an array
of object for the opti onCapt i onsProperty attribute.

opti onCapt i onsProperty| Contains a property name for objects specified by expression | no
intheoptionCapti ons attribute.

hi nt Help text, displayed as tooltip. no

Table 90. sysuf:sel ect Many Subelements
Element Description Required
attribute Appendsaname/value pair asan attributeto result HTML tags.| no

syswh:textArea

Creates atext areaHTML component.
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Table91. syswf:tex

tArea Attributes

Attribute Description Required
nane Specifies the name under which the value of thistext areawill | yes
be accessible.
val ue Specifiesavauewhich appearsin thetext area, or abase object | yes
for the property attribute.
property Contains a property name of an object specified by expression| no
in the value attribute.
hi nt Help text, displayed as tooltip. no
dat aType Data type which will be used to transform values between no
underlying the Java Bean object and the text area.
di sabl ed If set to true, the text areawill be disabled. optional
Table 92. sysw:text Area Subelements
Element Description Required
attribute Appends a name/value pair as an attribute to the result HTML | no
tag; usable, for example, for CSS class specification for the text
area.
syswf:value
Evaluates the given expression and transform result using data type.
Table 93. sysuf:value Attributes
Attribute Description Required
val ue Specifies the expression which will be evaluated. yes
hi nt Help text, displayed as tooltip. no
dat aType Data type which will be used to transform value. no
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syswf:size
Thistag will fill the page attribute with size of given List, UDDIList, StringArrayList or Array.

Table 94. sysui:size Attributes

Attribute Description Required

var Name of variable to store the size of agiven list or array. yes

val ue Specifies an expression to be evaluated; theresult must beList, | yes
UDDIList, StringArrayList or Array.

scope Scope of the variable to store the size of agiven list or array. | no
Allowed values arerequest , sessi on, appl i cation, Or default.

navigationPath
This component renders the history path (bread crumbs links)

navigationPath component in action

Example 19: Component Parameters

<syswf: conponent name="navi gationPath" prefix="path"/>

Typical Customization Tasks

e Q: Wherecan | find the code which generatesthe page header ?. A: It isdefined in thefile
desi gn/ pageHeader . j sp.

* Q:Howdol changethetext displayed on a page'stitle bar?. A: Modify content of <title> tagin the
file pageHeader . j sp.

*  Q: Whereistheright placetoinclude my own JavaScript files?. A: Referenceto your files should
be placed in pageHeader . j sp. Place your script files in the REG STRY_HOVE/ app/ uddi / web. j ar / webr oot / scr i pt
directory.
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 Q: Whereisit possible to change thetext displayed in the page footer?. A: The page footer is

defined in the file desi gn/ pageFoot er . j sp.

UDDI from Developer Tools

In this section, we will show you how to access UDDI from the following tools:

e HP Developer for Eclipse

* Microsoft Visua Studio .NET

Developer toolsinclude wizards for searching a UDDI registry and publishing to a UDDI registry. We can
say that UDDI searching and publishing rely on getting and publishing WSDL files.

Figure 154 shows how a WSDL is mapped to UDDI. For more information, see OASIS Technical Note
"Using WSDL in aUDDI Registry" [http://www.oasis-open.org/committees/uddi-
spec/doc/tns.htm#WSDLTNV 2]

Figure 154. WSDL Mapping to UDDI

<imports

<service>
LPOELE

<POELE

</servicex

<definition>
<mesS sages>
<Lypes:
<binding:>
<portTypes:

uppI

<businessEntity>

L/ <husinesService>

<categoryBags
type=service
namespace=[namnespace]
localNane=[service local name]

N L
\ <bindingTenplate>

accessPont=[access point]
portType=[port type tModel]
binding=[binding tModel]

I:i <tModel name=[binding name]
| overviewlURL=[W5DL location]>

<categoryBags

W type=hinding
| portType=[portType tModel]

—| <tModel name=[portType name]
overviewURL=[W5DL location]>
| <categoryBags

|- type=portType
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UDDI from HP Developer for Eclipse

Eclipse is an open source platform for tool integration. HP Developer for Eclipse, 5.5 extends the Eclipse
IDE to support Web services creation, debugging, and deployment. Systinet Developer provides asimple
point-and-click code generation experience that can turn any existing Java application into a Web service.
HP Developer for Eclipse provides support for:

* Getting datafrom aUDDI registry for creating Web services and their clients, and for retrieving WSDL
filesto your project.

e Publishing WSDL definition to a UDDI registry

Getting Data from UDDI

UDDI searching wizards support the following use cases:

e Retrieving aWSDL document from a UDDI registry into your project.

e Creating Web service client applications from the WSDL document retrieved from a UDDI registry.
» Creating Web service implementations from a WSDL document retrieved from a UDDI registry.

Asyou see, the coreisto retrieve the WSDL document from a UDDI registry. Then, the WSDL document
can be used for generating a Web service implementation or aWeb service client.

Y ou can obtain the WSDL file by the following methods:

* Youcangetthe WSDL file by WSDL service key or binding keys as shown in Figure 155. In this case,
you must know exact UDDI keys. Y ou can get these keys by searching a UDDI registry using aweb
interface. For searching HP SOA Registry Foundation, you can use both the Registry Console and the
Business Service Console.

HP SOA Registry Foundation is fully compliant with the latest UDDI Specification version 3. One of
the benefits of the UDDI Specification version 3 is the option to use human readable UDDI keys. The
first step of the UDDI inquiry wizard is selection of the version of UDDI Specification that you wish
to use for accessing the UDDI registry. HP Developer for Eclipse 5.5 supports version 2 and version 3
of the UDDI Specification.

* You can search by qualified names of the following sections of the WSDL definition:
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e WSDL portType (interface)
e WSDL binding (transport)
e WSDL service (endpoint)

Y ou can specify atarget namespace for these qualified names as shown in Figure 156. Y ou can also
combine searching the UDDI registry with searching viaHP SOA Registry Foundation Business Service
Console that use names asinterface, transport and endpoi nt for sections of aWSDL file.

Figure 155. UDDI Search by Keys

#= Generate Web Service Client form UDDI @

Operator & Inquiry Approach

Choose the source UDDI registry and select the ® ..."’.
methad of finding or getting WSDL document, [ )

UDDI Registry:  |Systinet Live UDDI |

Inquiry URL: | hikkp: f v, systinet, com: 80 uddifinguiry

Homepage LURL: | http: S, systinet. comfuddifweb  Browse

Inquiry Approach:

" find WSDL by qualified names
+ get WsDL by Service Key

" get WsDL by Binding Key

Service Key:

uddi:systinet,com:demao:br:employeesList

< Back | Mext = | Cancel
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Figure 156. UDDI Search by Qualified Names

#= Generate Web Service Client form UDDI @

WsDL Information
Fill in information about WSDL (wildcard "% is ......'I.

allowed)
Search based on qualified name of ;

" portType section of WSDL definition | UDDT Interface

" binding section of WSDL definition | UDDI Transport

% service section of WSDL definition | UDDI Endpoint

targetMamespace: |

name: | EmployeeList|

< Back | Mext = | | Cancel

Publishing WSDL to UDDI

UDDI publishing wizards alowsyou to publish the WSDL representing the Web serviceto aUDDI registry.
The publishing wizard supports both version 2 and version 3 of the UDDI Specification. The selected WSDL
file from your project will be published to the UDDI registry under the user account you providein the

publishing wizards as shown in Figure 157. Note that before you can publish aWSDL to a UDDI registry,
you must create a business entity under which the WSDL definition representing the Web service will be

published as shown in Figure 154.
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Figure 157. UDDI Publish Wizard

" Web Service - EmployeeList.wsdl - Eclipse Platform

File Edit Source Refactor Mavigate Search  Project Run Window  Help
- He|$-0 - @9 |we-o-

. Hierarchy | SOAP Spy

= 5 || ¥ EmployeeList_pt

" UDDI Publish Wizard

=4

£y _project .

[ EmployeeList wsdl uDDI Login
Choose the target UDDI registry and enter your
registry account information,

UDDI Registry:  |Systinet Live LIDDL |

Inquiry URL: I hikkp: f v, systinet, com: 80 uddifinguiry

Publishing LURL: I https: { v, systinet, com: 443 fuddifpublishing

Security URL: I https: S, systinet, com: 443 fuddifsecurity
Homepage LURL: Ihttp:.l'.l'www.systinet.com,l’uddi,l’web Browse |

User Mame: I demo_john

Password: I ok

< Back I Mexk = I Firiish Cancel

UDDI from MS Visual Studio

Microsoft Visual Studio .NET 2003 includes awizard for accessing aUDDI registry that allowsyou to find
aWSDL/ASMX filein the UDDI registry. Once you have found aWSDL, you can add aweb reference to
the Web service definition file to your project.

To start the Web Reference Wizard:
1 OntheProject menuin Visua Studio .NET, click Add Web Reference.

2  TheAdd Web Reference dialog box shown in Figure 158 appears. Enter the URI of aUDDI registry
or the URI of aWSDL document representing the Web service. To browse the Live HP SOA Registry
Foundation at HP's web site, enter http: //systinet. conf uddi / web OF http://systinet.con uddi/bsc/ web.
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Figure 158. Add Web Reference Default

X

Add Web Reference
Mavigate to a web service URL {asmx or wsdl) and click Add Reference to add all the available services Found at that URL,
i

URL: |http:,l’,l’systinet.com:SD,l’uddi,l’web j :}Go

‘Web services found at this URL:

Start Browsing for Web Services

Use this page as a starting point to find Web services, You can click the links
below, or type a known URL into the address bar,

Browse to:
» Web services on the local machine

= Browse UDDI Servers on the local network
Query your local network For UDDI servers,

= UDDI Directory

Query the UDDI business registry to find companies and production Web

services.

= Test Microsoft UDDI Directory
Locate test Web services to use during development.

Cancel
Help

Figure 159 shows how to browse/search HP SOA Registry Foundation viathe Add Web ReferenceWizard.
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Figure 159. Searching HP SOA Registry Foundation via Web Reference Wizard

Add Weh Reference rz|
Mavigate to a web service URL {asmx or wsdl) and click Add Reference to add all the available services Found at that URL,
O Back fat
URL: | http: fisystinet, comfuddifbsciweb j :} Go
| Web services found at this URL:
» . . . The HTML document does not contain Web
::. Systl n e‘t B U S | n e S S Se rV | Ce C service discovery information,
BROWSE || SEARCH HPUBLISH | Home = Search| Register |
Search
% Search
w Providers Usi
&7 services b ol
for |
E,?l‘ Endpoints ser
&5 Interfaces
ﬁ Resources
Cancel
b
< > Help
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Figure 160. Add Web Reference - Found Web service

Add Web Reference Pz|

Mavigate to a web service URL {asmx or wsdl) and click Add Reference to add all the available services Found at that URL,
O Back ot

URL: |http:,l’,l’www.systinet.com,l’uddi,l’doc,l’demos,l’EmponeeList.wsdl j :}Go

‘Web services found at this URL:

"EmployeeList" Description

1 Service Found:

Methods - EmployeeList
n getEmployeeNames()

‘Web reference name:

corm. syskinet

Add Reference

Cancel
Help

If you find aWSDL file, the wizard shown in Figure 160 parses the WSDL file displaying Web service
method. Then, you can click Add Refer ence button to add the reference to your project.

How to Debug
SOAPSpy Tool

When debugging, it can be useful to track communication between the client and server. SOAPSpy alows
the inspection of messages that the client and server exchange. Messages, or more precisely, requests and
responses, are coupled to calls. Figure 161 shows the SOAPSpy dialog box.
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Figure 161. SOAPSpy T ool
=10/ x|

Spy  Call

B

UIRLL | Time |- [S0AP Request |[SOAP Resy [HTTP Request [HTTP R
@ hitpaifbeata:6060/MHell... 3:59:34.960 | .
@ hitpitheata:G0B0MHell.. 3:59:36:7 | ¢ soaPaction”
@ http:itbeata:GOE0MHell... 3:59:39:85 =7mlversion="1.0" encoding="UTF-8" standalone="yes"?=
fé) hitpifbeata:6060/Mell... 3:59:39:960 §§ =S0AP-ENVEnvelope xmins S0AP-ENY="hitplschemas xmlsoap.orgis

& http:iibeata:6060/MHell... 3:59:50:7 =50AP-ENY:Body ¥xmins:d="hitp:fwwwe w3 orgi2001 HMLSchema” xml
@ hitp:ibeata:6060/Hell... 3:58:50:742 : =nl:hello xminsni="http Isystinet comiwsdiidemoihel owarl diserd
@ hitp:fbeata:G060/MHell... 3:59:53:976 §§ =pl itype="d:string"=Hello servicel=ip0=

2 hitp:ibeata:BOG0/Hell.. 3:59:54:898 : =ih0:hellos

hitp: e linucorml 4:0:26:523 </S0AP-ENY-Body=

hitpffle-images.osdn.... 4:0:32:226 | @ <ISOAP-ENVErvelopes
hitpifinads.osdn.com... 4:0:33:429 | ’

hitp:itwenaw xmethods... 4:0:54:460
@ hitpiifsoap.systinetn... 4:1:1:367

:| [ »

Target URL |hitp:fiheata:B060HelloWarldServicel || Resend

proxy @@ beata:1444 started...

SOAPSpy worksasan HTTP proxy server. It accepts HT TP requests from clients and resends them to their
final destinations, or to another HTTP proxy server. SOAPSpy can track not only SOAP and WSDL
messages, but also any other documents (HTML pages, binary data, etc.). However, the binary datais shown
only schematically; al invalid text characters are trandated into question mark (?) characters. SOAPSpy
can alsowork asan HTTP server client: you can makeit contact another proxy server instead of connecting
to the final destination.

Running SOAPSpy

Thistool isplaced in thebi n subdirectory of your HP SOA Registry Foundation server distribution. To start
SOAPSpy, enter the command SoapSpy.bat on Windows platforms, or ./SoapSpy.sh on UNIX machines.

Figure 162. Start Spying
swy

Start Spying

Proxy Port ...
Exit
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Spying must be started first by selecting Start Spying from the Spy menu or by clicking the spy iconin
the main panel, shown in Figure 162.

Figure 163. StatusLine

proxy @@ beata:1444 started...

The lower part of the window contains a status bar, shown in Figure 163, with information about the state
of the tool. Once started, the status line displays the proxy host and port number.

The following options can be used on the command line when activating SOAPSpy:
e --port [PORT]
Starts SOAPSpy at the given port
* --help
Shows the help screen on the console
e --version
shows the version of SOAPSpy on the console

To make SOAPSpy contact another proxy server instead of making a direct connection to the destination,
use the standard Java system properties for HTTP proxies:

o -Dhttp.proxyHost=PROXY_HOST - The host name of the proxy server
* -Dhttp.proxyPort=PROXY_PORT - The port of the proxy server
There are two possible ways to |oad the tool:

1 ./SoapSpy

2 /SoapSpy --port PROXY_PORT

Using SOAPSpy

The program consists of acall list and a message viewer.
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Received calls are stored in alist on the |eft side of the window. Calls can be selected and examined.
Unwanted calls can by removed from the list using the Call menu or context pop-up.

The message viewer displays the selected call, as shown in Figure 164. Every call contains HT TP Request
and HT TP Response tabs, which contain raw data caught by SOAPSpy. SOAP calls contain two specific
panels, SOAP Request and SOAP Response, for advanced manipulation of SOAP messages. The same
appliesfor WSDL cals.

Figure 164. Call Types

WSDL Call

|i@ hitpaifbeata:6060/Mell... 3:59:53:995
L3 hitp:ibeata:6060/Hell... 3:58:53:376
HTTE (Plain) call—) | hitpaifbeata:6060/Mell... 3:59:54:898

||@ hitp:ifbeata:6060/Mell... 3:59:54:878

SCOAP Call

Invalid <all

SOAP Request Tab

The SOAP Request tab, shown in Figure 165, consists of the SOAP Action, SOAP message and Target
URL where the original request was sent. Every file can be edited. Click the Resend to produce a new
HTTP request. The resent request appearsin the call list.

Figure 165. Request Tab

[ S0AP Request [SOAP Res; [HTTP Request [HTTP Rest
SOAPAction"
=?xmlversion="1.0" encading="UTF-8" standalone="yes" 7=
=S0AP-ENVEnvelope xmins S0AP-ENY="hitplschemas xmlsoap.orgis
=S0AP-ENV:Body xmins:d="hitpMwawas w3 orgf 2001 HMLS chema" xml
=n0:hello xmins:nl="hitpifsystinet comiwsdlidemalhellowarldizeryi
=p0 itype="d:string"=Hello servicel=/pl=
=fnl:hello=
=IS0AP-EMNV Body=
=ISOAP-EMNY Envelope=

1 |§:§: [ »
Target URL |http:IIbeata:ﬁDﬁDIHeIIoWorIdServiceI || Resend
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How to Run Clients Using SOAPSpy

Java system propertieshtt p. proxyHost and http. proxyPort need to be set. Use the command java -
Dhttp.proxyHost=CLIENT_COMPUTER_NAME -Dhttp.proxyPort=4444... before running SoapSpy.
E.g.

java -Dhttp. proxyHost =%CLI ENT_COVPUTER _NAME% - Dht t p. pr oxyPor t =4444 or g. ny. Food i ent

) 2 Because SoapSpy workswith thej ava. net proxy classes, it will not work with al ocal host address.
This applies to the endpoint URL that your client calls. If you do not see any activity when using
SoapSpy, thisisalikely cause. If you want to try running a service locally, ssimply obtain the
machine's hostname viathej ava. net . I net Addr ess class.

Logging

HP SOA Registry Foundation wraps the Log4j [http://logging.apache.org/logdj/docs/index.html] logging
service to log errors, warnings, and other information. By default:

e All such events are logged to REG STRY_HOME\ | og\ | ogEvent s. | og.

e All errorsincluding stack traces are logged to REG STRY_HOME\ | og\ er ror Event s. | og.

» Behavior descriptions are configured in REG STRY_HOVE\ conf\ | og4j . confi g.

To use the same logging mechanism in custom server code (such as the Custom Validation Service):

1 Import com i doox. debug. Cat egor y t0 your java class.

inport com i doox. debug. Cat egory;

2  Create static instance with name of the category:

private static Category log = Category. getCategory("com conpany. MyVal i dati onService");
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3 Itisagood habit to name the category according to its class name. Y ou can use the category

try{
} catch(Exception e){
log.error("Fatal error", e);

}
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6 Demos

The HP SOA Registry Foundation demos suite is used to teach the capabilities of the HP SOA Registry
Foundation APIs and how to make use of these to interact with the registry over a SOAP interface.

) 2 If you want to run demos on HP SOA Registry Foundation deployed to an application server, make
sure you have properly imported the SSL certificate of the application server to the HP SOA
Registry Foundation configuration. For more information see Installation Guide, Deployment to
an Application Server on page 147. Y ou may also need to modify the HP SOA Registry Foundation
URLs used in demos as shown in the demos property file, REG STRY_HOMVE/ denos/ env. properti es.

If you get thej ava. | ang. refl ect. Undecl ar edThr owabl eExcept i on, check whether HP SOA Registry is
running
The demos are divided into the following categories:

Basic Demos

The Basic demos cover inquiry and publishing for versions 1, 2, and 3 of the UDDI specification
and WSDL2UDDI for versions 2 and 3.

Advanced Demos
The Advanced demos discuss custody, subscriptions, validation, and taxonomies.

Security Demos
In the Security demos, we cover accounts, groups, permissions, and access control lists (ACLS).

Resour ces Demos
In the resources demos, we cover publishing of WSDL and XSD.

Basic Demos

Basic Demos section includes the following demos:
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e UDDI v1 demos
 UDDI v2 demos

e UDDI v3 demos

UDDI v1

e UDDI v1 Inquiry demos

e UDDI v1 Publishing demos
Inquiry v1

The HP SOA Registry Foundation basic inquiry demo set is used to demonstrate the HP SOA Registry
Foundation application programming interface's capabilities and to teach the reader how to use thisAPI to
perform basic inquiry callsto aUDDI registry. Thisdocumentation coversthe UDDI Version 1 Specification
[http://www.oasi s-open.org/committees/uddi-spec/doc/contribs.htm#uddivl].

Y ou will learn how to use the HP SOA Registry Foundation client API to contact and get information from
aUDDI registry over a SOAP interface. Thereis one demo for each UDDI call, from fi nd_busi ness to
get _t Mbdel Detai | .

The HP SOA Registry Foundation basic inquiry demo set containsfollowing demosto assist you inlearning
the HP SOA Registry Foundation client API.

FindBinding. Demonstrates how to construct and fill the Fi nd_bi ndi ng object, get an Inquiry stub for the
UDDI registry, perform afind_bi ndi ng call, and display the results.

FindBusiness. Demonstrates how to construct and fill aFi nd_busi ness object, get an Inquiry stub for the
UDDI registry, perform afind_busi ness call and display the results.

FindService. Demonstrates how to construct and fill aFi nd_servi ce object, get an Inquiry stub for the UDDI
registry, perform afind_servi ce call and display the results.

FindTM odel. Demonstrates how to construct and fill aFi nd_t Mdel object, get an Inquiry stub for the UDDI
registry, perform afind_t del call and display the results.
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GetBindingDetail. Demonstrates how to create a Get _bi ndi ngDet ai | object, set the bindingKey of the
bindingTemplate to be fetched, get an Inquiry stub for the UDDI registry, perform aget _bi ndi ngDet ai | call,
and display the result.

GetBusinessDetail. Demonstrates how to create a Get _busi nessDetai | object, set the businessKey of the
businessEntity to be fetched, get an Inquiry stub for the UDDI registry, perform aget _busi nessDetai | call,
and display the result.

GetServiceDetail. Demonstrates how to create aGet _servi ceDet ai | object, set the serviceK ey of the business
serviceto befetched, get an Inquiry stub for the UDDI registry, perform aget _servi ceDetai | call, and display
the result.

GetTModeDetail. Demonstrates how to create a Get _t Mdel Det ai | object, set the tModelK ey of the tModel
to be fetched, get an Inquiry stub for the UDDI registry, perform aget _t Mdel Detai | call, and display the
result.

Prerequisites and Preparatory Steps: Code

Weexpect, that you have already installed the HP SOA Registry Foundation and set the REGISTRY_HOME
environment variable to its installation location.

Torunthe HP SOA Registry Foundation's demos, your UDDI registry must berunning. To start theregistry,
execute the server start script:

Windows: %REGISTRY_HOME%Y\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at the local level. The global properties are located
inthefile:

Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of box, and their
modification affects all demos. If you need to redefine a property's value for asingle demo (that is, at the
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local level), edit thefileenv. properties in the directory whererun. bat (run. sh) islocated. Local properties
for Basic/Inquiry demos are loaded in thefile:

Windows: %REGISTRY_HOME%\demos\basi c\inquiry\v1\env.properties
UNIX: $REGISTRY _HOME/demos/basic/inquiry/v1/env.properties

Table 95. Properties Used in Demos

Name Default Value Description
uddi.demos.result.max_rows| 5 limit on data returned from
registry
uddi.demos.url.inquiry http://1ocal host : 8080/ uddi / i nqui ry the inquiry Web service port
URL

Presentation and Functional Presentation

This section describes programing pattern used in all demos using the FindTModel demo as an example.
Y ou can find its source code in the file:

Windows: %REGISTRY_HOM E%\demos\basi c\inquiry\src\demo\uddi\vD\inquiry\FindTM odel .java
UNIX: $REGISTRY_HOME/demos/basi ¢/inquiry/src/demo/uddi/vl/inquiry/FindTModel .java

The main method is straightforward. It gathers user'sinput (tModel name), calls a method to initialize the
Find_t Model object, executesthefind_t wdel UDDI call, and displaysthelist of found tModels:

String nane = Userlnput.readString("Enter name", "dem%);

Find_t Mbdel find_tMdel = createFindByThbdel (name, findQualifier);
TModel Li st result = findTModel (find_t Model);

print TMbdel Li st (result);

Thecreat eFi ndTWdel () method is used to create a new instance of theFind_t Mdel classandinitializeit with
values from parameters:

public static Find_tMdel createFi ndByTMbdel (String nane)
throws |nvalidParaneterException {
Systemout.printin("name =" + name);
Fi nd_t Model find = new Find_t Mbdel ();
find. set Nane(nane);
find. set MaxRows(new | nt eger (MAX_ROVWE) ) ;
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find. set Generic(Constants. GENERI C_1_0);
return find_tMdel;

}

The helper method get | nqui ryStub() returnsthe UDDI Inquiry stub of the web service listening at the URL
specified in the URL_I NQUI RY property.

public static InquireSoap getlnquiryStub()
throws SOAPException {

/1 you can specify your own URL in property - uddi.denos.url.inquiry
String url = DermpProperties.getProperty(URL_INQUIRY, "http://local host: 8080/ uddi/inquiry");
Systemout.print("Using Inquiry at url " +url +" ..");
I nqui reSoap inquiry = UDDI | nquiryStub. getlnstance(url);
Systemout. printin(" done");
return inquiry;

}

The UDDI API cal find_t Mdel isperformed in the method i ndThdel :

public static TMbdel Li st findTMbdel (Find_t Mbdel find_tMdel)
throws UDDI Exception, SOAPException {
I'nqui reSoap inquiry = getlnquiryStub();
Systemout. print("Search in progress ..");
TNodel Li st tMdel List = inquiry.find_tMdel (find_tMdel);
Systemout. printin(" done");
return tMdel List;

}

Thelist of found tModelsis printed with the method pri nt Tvodel Li st . One interesting aspect of the HP SOA
Registry Foundation client API isthat each UDDIObject contains the method t oxM.() , which returns a
human-readable, formatted listing of its XML representation.

public static void printTMdel Li st(TMbdel Li st tMdel List) {
Systemout. printin();

TModel | nf oArrayLi st tMdel I nfoArrayList = tMdel List. get TMdel | nf oArrayList();
if (tMdellnfoArrayList==null) {
Systemout. println("Nothing found");
return;

}

int position = 1;

for (lterator iterator = tMbdel InfoArrayList.iterator(); iterator.hasNext();) {
TModel I nfo t Model Tenpl ate = (TModel Info) iterator.next();
Systemout. println("TMbdel "+position+" : "+t Mdel Tenpl ate. get TNbdel Key());
Systemout. println(tMdel Tenpl ate.toXM());
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Systemout. printin();

i Mhkkkkhkhkhkhkhkhhhkhhhkhhhkhhhkhhhhhhhhhhhhhkhkhhkhhhhkhdhkhhhkhhhkrhkxr") .
Systemout. println( )

posi tion++;
}
Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Basic Inquiry demo set. Our
example continues with the FindTModel demo.

1 Besurethat the demosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to:

Windows: %REGISTRY _HOMEY\demos\basic\inquiry\vl
UNIX: $REGISTRY_HOME/demos/basic/inquiry/vl

3 Buildal demosusing:

Windows: run.bat make
UNIX: Jrun.sh make

» When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\common\.\build\classes already exists.

Thisis expected and does not indicate a problem.

4 Togetlist of all available demos, run

Windows: run.bat help
UNIX: Jrun.sh help
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Run a selected demo by executing the run command with the name of the demo as a parameter. For
example, to run the FindTModel demo, invoke

Windows: run.bat FindTModel

UNIX: Jrun.sh FindTModel

The output of this demo will resemble the following:
Runni ng Fi ndThModel deno. ..

L T E

ok HP SCA Regi stry Demp - Fi ndTModel Deno *kk

T E

Searching for tMdel where

Enter nanme [denp% :

name = denm%

Using Inquiry at url http://nyconp.com 8080/ uddi/inquiry .. done
Search in progress .. done

TWodel 1 : uuid: 13aee5be- 8531-343c- 98f 8- d2d3a9308329

<t Model I nfo t Mbdel Key="uui d: 13aee5he- 8531- 343c- 98f 8- d2d3a9308329" xnl ns="ur n: uddi - or g: api _v1">
<nane>deno: depart ment | D</ nane>

</t Mbdel I nf 0>

LR

TWodel 2 : uuid: 8af 5f 49e- e793- 3719- 92f 3- 6ab8998eb5a9

<t Model I nfo t Mbdel Key="uui d: 8af 5f 49e- e793- 3719- 92f 3- 6ab8998eb5a9" xnl ns="ur n: uddi - or g: api _v1">
<nane>deno: hi er ar chy</ name>

</t Mbdel I nf 0>

LR

TModel 3 : uuid:5c1d5d80- a4d4- 11d8- 91cd- 5¢1d367091cd

<t Model I nfo t Mbdel Key="uui d: 5¢1d5d80- a4d4- 11d8- 91cd- 5¢1d367091cd" xm ns="urn: uddi - org: api _v1">
<nane>Denp identifier</name>

</t Mbdel I nf 0>

LR e

To rebuild demos, execute run. bat clean (./run.sh clean) to delete the classes directory and r un. bat
nmake (./run.sh make) to rebuild the demo classes.
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Publishing v1

The HP SOA Registry Foundation basi ¢ publishing demo set demonstratesthe HP SOA Registry Foundation
application programming interface's capabilities and teaches how to use this API to perform basic publishing
callsto aUDDI registry.

The HP SOA Registry Foundation basic publishing demos cover the publication aspect of the UDDI Version
1 Specification [http://www.oasi s-open.org/committees/uddi-spec/doc/contribs.htm#uddivl]. Y ou will
learn, how to use the HP SOA Registry Foundation client API to publish information to a UDDI registry
over a SOAP interface. Thereis one demo for each UDDI call, from del et e_bi ndi ng tO save_busi ness.

The HP SOA Registry Foundation basic publishing demo set contains the following demos to assist you in
learning the HP SOA Registry Foundation client API.

DeleteBinding. Demonstrates how to construct and fill the Del et e_bi ndi ng object, get a Publishing stub for
the UDDI registry, get an authToken, and perform the del et e_bi ndi ng call.

DeleteBusiness. Demonstrates how to construct and fill the el et e_busi ness object, get Publishing stub for
the UDDI registry, get an authToken, and perform the del et e_busi ness call.

DeleteService. Demonstrates how to construct and fill the Del et e_ser vi ce object, get Publishing stub for the
UDDI registry, get an authToken, and perform the del et e_servi ce call.

DeleteTM odel. Demonstrates how to construct and fill the Del ete_t Mdel object, get a Publishing stub for
the UDDI registry, get an authToken, and perform the del et e_t Model call.

GetRegister edl nfo. Demonstrates how to construct and fill the Get _r egi st er edl nf o Object, get a Publishing
stub for the UDDI registry, get an authToken, and perform the get _r egi st eredi nf o call.

SaveBinding. Demonstrates how to construct and fill the Save_bi ndi ng object, get a Publishing stub for the
UDDI registry, get an authToken, and perform the save_bi ndi ng call.

SaveBusiness. Demonstrates how to construct and fill the Save_busi ness object, get a Publishing stub for
the UDDI registry, get an authToken, and perform the save_busi ness call.

SaveSer vice. Demonstrates how to construct and fill the Save_servi ce object, get a Publishing stub for the
UDDI registry, get an authToken, and perform the save_ser vi ce call.
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SaveT M odel. Demonstrates how to construct and fill the Save_t Model object, get a Publishing stub for the
UDDI registry, get an authToken, and perform the save_t Mdel call.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to its installation location.

Torunthe HP SOA Registry Foundation's demos, your UDDI registry must berunning. To start theregistry,
execute the server start script:

Windows: %REGISTRY_HOME%Y\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at the local level. The global properties are located
inthefile:

Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: %REGISTRY _HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of the box, and their
modification affects all demos. If you need to redefine a property's value for asingle demo (that is, at the
local level), edit thefileenv. properti es inthedirectory whererun. sh(run. bat ) islocated. Local level properties
for the Basi ¢/ I nqui ry demos are loaded from thefile:

Windows: %REGISTRY _HOME%\demos\basi c\publishing\v1\env.properties
UNIX: $REGISTRY_ _HOME/demos/basic/publishing/vl/env.properties
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Table 96. Properties Used in the demos

Name Default Value Description
uddi.demos.user.john.name | demo_john First user's name
uddi.demos.user.john.password | demo_john First user's password
uddi.demos.user.jane.name | demo_jane Second user's name
uddi.demos.user.janepassword| demo_jane Second user's password
uddi.demos.url.publishing | http://1ocal host: 8080/ uddi / publ i shi ng The publication Web service

port URL
uddi.demos.url.security http://1ocal host : 8080/ uddi / security The security Web service port
URL

Presentation and

This section descri
example. You can

Functional Presentation

bes the programming pattern used in all demos using the SaveBusiness demo as an
find this demo's source code in thefile:

Windows:

%REGISTRY_HOME%6\demosibasidpublishing\srddemoluddiv\publishing\SaveBusinessjava

UNIX:

$REGISTRY_HOM E/demos/basic/publishing/src/demoluddi/vLpublishing/ SaveBusinessjava

The main method is easy to understand:

1 It gathersthe

user's input: an optional publisher-assigned businessK ey, an array of business entity

names with their language codes, and the business' description.

2  Thenext step
key passed in

isto get the security stub and authorize the user. The resulting authinfo string is a secret
all requests.

3 Next, the save_busi ness object is created, filled, and passed to the saveBusi ness method as a parameter.

When successful, the Busi nessDet ai | object is returned from the UDDI registry and printed.

4 Thelast step isto discard the authinfo string, so that no malicious user can use it to compromise a
user's account.
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String name = Userlnput.readString("Enter business name", "Marketing");
String description = Userlnput.readString("Enter description”, "Saved by SaveBusiness demo");
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();

String authlnfo = getAuthlnfo(user, password, security);

Save_busi ness save = creat eSaveBusi ness(busi nesskey, nanes, |anguageCodes, description, authlnfo);
Busi nessDetai | result = saveBusiness(save);

printBusi nessDetail (result);

di scardAut hl nfo(authl nfo, security);

The helper method, get Securi tysStub() returnsthe UDDI Security stub of the web service listening at the
URL specified by the URL_SECUR TY property.

public static UDD _Security_PortType getSecurityStub()
throws SOAPException {
/1 you can specify your own URL in property - uddi.denos.url.security
String url = DenoProperties.getProperty(URL_SECURITY, "http://|ocal host: 8080/ uddi/security");
Systemout.print("Using Security at url " +url +" ..");
UDDI _Security_Port Type security = UDDI SecurityStub. getlnstance(url);
Systemout. printin(" done");
return security;

}

Similarly, the helper method get Publ i shi ngSt ub() returns the UDDI Publication stub of the Web service
listening at the URL specified by the URL_PUBLI SH NG property.

public static UDDlI _Publication_PortType get PublishingStub()
throws SOAPException {
/1 you can specify your own URL in property - uddi.denos.url.publishing
String url = DempProperties. get Property( URL_PUBLI SHI NG,
"http://1ocal host: 8080/ uddi/ publishing");

Systemout.print("Using Publishing at url " +url +" ..");
UDDI _Publ i cation_Port Type i nquiry = UDDI PublishStub. getlnstance(url);
Systemout. printin(" done");
return inquiry;

}

The get Aut hi nfo() method is used to authorize the user against the UDDI registry and to get the secret key
authinfo.

public static String getAuthlnfo(String userName,
String password, UDDI_Security_PortType security)
throws |nvalidParaneterException, UDDI Exception {
Systemout.print("Logging in ..");
Aut hToken aut hToken = security. get _authToken(new Get _aut hToken(user Nane, password));
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Systemout.printin(" done");
return authToken. get Aut hl nfo();

}

Thedi scar dAut hi nfo() method invalidates the secret key authinfo, so it cannot be reused.

public static DispositionReport discardAuthlnfo(String authlnfo,
UDDI _Security_Port Type security)
throws |nvalidParaneterException, UDD Exception {
Systemout. print("Logging out ..");
Di sposi tionReport dispositionReport = security.discard_aut hToken(new Di scard_aut hToken(aut hl nfo));
Systemout. printin(" done");
return dispositionReport;

}

The creat eSaveBusi ness() method is used to create a new instance of the save_busi ness class and initialize it
with values from parameters:

public static Save_business createSaveBusiness(String nane,
String description, String authlnfo)
throws |nvalidParameterException {
Systemout.printin("name =" + nane);
Systemout. printlin("description =" + description);

Busi nessEntity businessEntity = new BusinessEntity();

busi nessEntity. set Busi nessKey("");

busi nessEntity. set Nane(nane);

busi nessEntity. addDescri ption(new Description(description));

Save_business save = new Save_busi ness();
save. addBusi nessEnti ty(businessEntity);
save. set Aut hl nf o(aut hl nf o) ;

save. set Generic(Constants. GENERI C_1_0);
return save;

}

The UDDI API call save_busi ness is performed in the saveBusi ness() method:

public static BusinessDetail saveBusiness(Save_business save)
throws UDDI Exception, SCAPException {
UDDI _Publ i cation_Port Type publishing = getPublishingStub();
Systemout.print("Save in progress ...");
Busi nessDet ai | businessDetail = publishing. save_busi ness(save);
Systemout.printin(" done");
return businessDetail;

626



The saved businessEntity is displayed by the pri nt Busi nessDet ai | () method. One interesting aspect of the
HP SOA Registry Foundation client API is that each UDDIObject contains thet oxw () , which returns a
human-readable formatted listing of the XML representation.

public static void printBusinessDetail (BusinessDetail businessDetail) {
Systemout. printin();
Busi nessEntityArrayLi st businessEntityArrayList = businessDetail.getBusinessEntityArrayList();
int position = 1;
for (lterator iterator = businessEntityArrayList.iterator(); iterator.hasNext();) {
Busi nessEntity entity = (BusinessEntity) iterator.next();
Systemout. println("Business " + position + " : " + entity.getBusinessKey());
Systemout. printin(entity.toXM());
Systemout. printin();
(

i Mhkkkkhkhkhkhhhkhhhkhhhkhhhkhhhkhhhkhhhhhhhhhhkhkhhhhhhkhdhkhdhkhhhkrhhkxr") .
Systemout.printin )

posi tion++;
}
Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Basic Publishing demo set. Let
us continue with our SaveBusiness demo.

1 Besurethat the demosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to

Windows: %REGISTRY _HOME%\demos\basic\publishing\vl
UNIX: $REGISTRY_HOME/demos/basic/publishing/vl

3 Buildal demosusing:

Windows: run.bat make
UNIX: Jrun.sh make

» When compiling demos on Windows platforms, you may see the following text:

subdirectory or file ..\..\common\.\build\classes already exists.
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Thisis expected and does not indicate a problem.

To get list of al available demos, run

Windows: run.bat help
UNIX: Jrun.sh help

The selected demo can be executed viathe run command using the name of demo as a parameter. For
example, to run the SaveBusiness demo, invoke

Windows: run.bat SaveBusiness
UNIX: Jrun.sh SaveBusiness

The output of this demo will resemble the following:

Runni ng SaveBusi ness deno. ..

T E

HP SOA Registry Denp - SaveBusiness

T E

Savi ng business entity where
Enter business nane [ Marketing]:
Enter description [Saved by SaveBusiness denp]:

Usi ng Publishing at url https://myconp.com 8443/ uddi/publishing .. done
Logging in .. done

name = Marketing

description = Saved by SaveBusi ness denmp

Save in progress ... done

Business 1 : 79596f 30- a5a9- 11d8- 91cd- 5¢1d367091cd
<busi nessEntity busi nessKey="79596f 30- aba9- 11d8- 91cd- 5¢1d367091cd" oper at or =" Systi net"
aut hori zedName="deno_j ohn" xm ns="urn: uddi - org: api ">
<name>Mar ket i ng</ nane>
<descri pti on>Saved by SaveBusiness demp</description>
</ busi nessEntity>

LR

Logging out .. done
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6 Torebuild demos, executerun. bat clean (./run.sh clean) to delete the classes directory and r un. bat
make (./run. sh make) to rebuild the demo classes.

UDDI v2

* UDDI v2 Inquiry demos

e UDDI v2 Publishing demos
Inquiry v2

The HP SOA Registry Foundation basic inquiry demo set is used to demonstrate the HP SOA Registry
Foundation application programming interface's capabilities and to teach the reader how to use thisAPI to
perform basic inquiry callsto a UDDI registry.

The HP SOA Registry Foundation basic inquiry demos cover inquiry aspects of the UDDI Version 2.0.4
Specification [http://www.oasi s-open.org/committees/uddi-spec/doc/tcspecs.htm#uddiv2]. You will learn
how to use the HP SOA Registry Foundation client API to contact and get information fromaUDDI registry
over a SOAP interface. Thereis one demo for each UDDI call, from find_busi ness tO get _t Mbdel Det ai | .

TheHP SOA Registry Foundation basic inquiry demo set containsfollowing demosto assist you inlearning
the HP SOA Registry Foundation client API.

FindBinding. Demonstrates how to construct and fill the Fi nd_bi ndi ng object, get an Inquiry stub for the
UDDI registry, perform afi nd_bi ndi ng call, and display the results.

FindBusiness. Demonstrates how to construct and fill aFi nd_busi ness object, get an Inquiry stub for the
UDDI registry, perform afind_busi ness call and display the results.

FindRelatedBusiness. Demonstrates how to construct and fill aFi nd_r el at edBusi ness object, get an Inquiry
stub for the UDDI registry, perform afind_rel at edBusi ness call and display the results.

FindService. Demonstrates how to construct and fill aFi nd_ser vi ce object, get an Inquiry stub for the UDDI
registry, perform afind_servi ce call and display the results.

FindTM odel. Demonstrates how to construct and fill aFi nd_t Mdel object, get an Inquiry stub for the UDDI
registry, perform afind_t Mdel call and display the results.
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GetBindingDetail. Demonstrates how to create a Get _bi ndi ngDet ai | object, set the bindingKey of the
bindingTemplate to be fetched, get an Inquiry stub for the UDDI registry, perform aget _bi ndi ngDet ai | call,
and display the result.

GetBusinessDetail. Demonstrates how to create a Get _busi nessDetai | object, set the businessKey of the
businessEntity to be fetched, get an Inquiry stub for the UDDI registry, perform aget _busi nessDetai | call,
and display the result.

GetServiceDetail. Demonstrates how to create aGet _servi ceDet ai | Object, set the serviceK ey of the business
serviceto befetched, get an Inquiry stub for the UDDI registry, perform aget _servi ceDetai | call, and display
the result.

GetTModeDetail. Demonstrates how to create a Get _t Mdel Det ai | object, set the tModelK ey of the tModel
to be fetched, get an Inquiry stub for the UDDI registry, perform aget _t Mdel Detai | call, and display the
result.

Prerequisites and Preparatory Steps: Code

We expect, that you have already installed the HP SOA Registry Foundation registry and set the
REGISTRY_HOME environment variable to its installation location.

To run HP SOA Registry Foundation's demos, your UDDI registry must be running. To start the registry,
execute the server start script:

Windows: %REGISTRY_HOME%Y\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at thelocal level. The global properties are located
inthefile:

Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
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is, at the local level), edit thefile env. properti es in the directory whererun. bat ( run. sh) islocated. Local
level properties for Basic/Inquiry demos are loaded in the file:

Windows: %REGISTRY_HOME%\demos\basi c\inquiry\v2\env.properties
UNIX: $REGISTRY _HOME/demos/basic/inquiry/v2/env.properties

Table 97. Properties Used in Demos

Name Default Value Description
uddi.demos.result.max_rows| 5 limit of datareturned from
registry
uddi.demos.url.inquiry http://1ocal host : 8080/ uddi / i nqui ry the inquiry Web service port
URL

Presentation and Functional Presentation

This section describesthe programing pattern used in all demos using the FindTM odel demo as an example.
Y ou can find its source code in the file:

Windows: %REGISTRY _HOM E%\demos\basi c\inquiry\src\demo\uddi\v2\inquiry\FindTM oddl .java
UNIX: $REGISTRY_HOME/demos/basi ¢/inquiry/src/demo/uddi/v2/inquiry/FindTM odel .java

The main method is straightforward. It gathers user'sinput (tModel name), calls a method to initialize the
Find_t Model object, executesthefind_t wdel UDDI call, and displaysthelist of found tModels:

String nane = Userlnput.readString("Enter name", "dem%);

Find_t Mbdel find_tMdel = createFi ndByThbdel (name, findQualifier);
TModel Li st result = findTModel (find_t Model);

print TMbdel Li st (result);

Thecreat eFi ndThodel () method is used to create new instance of the Find_t Mdel class and initialize it with
values from parameters:

public static Find_tMdel createFi ndByTMbdel (String nane)
throws |nvalidParameterException {
Systemout.printin("name =" + name);
Fi nd_t Model find = new Find_t Mbdel ();
find. set Nane(new Nane(nane));
find. set MaxRows(new | nt eger (MAX_ROWE) ) ;
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find. set Generic(Constants. GENERI C_2_0);
return find_tMdel;
}

The helper method get | nqui ryStub() returnsthe UDDI Inquiry stub of the web service listening at the URL
specified in the URL_I NQUI RY property.

public static UDD _Inquiry_PortType getlnquiryStub()
throws SOAPException {

/1 you can specify your own URL in property - uddi.denos.url.inquiry
String url = DermpProperties.getProperty(URL_INQUIRY, "http://local host: 8080/ uddi/inquiry");
Systemout.print("Using Inquiry at url " +url +" ..");
UDDI _| nqui ry_Port Type inquiry = UDDI I nquiryStub.getlnstance(url);
Systemout. printin(" done");
return inquiry;

}

The UDDI API cal find_t Mdel isperformed in the method i ndTvdel :

public static TMbdel Li st findTMbdel (Find_t Mbdel find_tMdel)
throws UDDI Exception, SOAPException {
UDDI _| nqui ry_Port Type inquiry = getlnquiryStub();
Systemout. print("Search in progress ..");
TModel Li st tMdel List = inquiry.find_tMdel (find_tMdel);
Systemout. printin(" done");
return tMdel List;

}

Thelist of found tModelsis printed with the method pri nt Thodel Li st . Oneinteresting aspect of the HP SOA
Registry Foundation client API isthat each UDDIObject contains method t oxM.() , which returns a human-
readable, formatted listing of its XML representation.

public static void printTMdel Li st(TMbdel Li st tMdel List) {
Systemout. printin();

TModel | nf oArrayLi st tMdel I nfoArrayList = tMdel List. get TMdel | nf oArrayList();
if (tMdellnfoArrayList==null) {
Systemout. println("Nothing found");
return;

}

int position = 1;

for (lterator iterator = tMbdel InfoArrayList.iterator(); iterator.hasNext();) {
TModel I nfo t Model Tenpl ate = (TModel Info) iterator.next();
Systemout. println("Thbdel "+position+" : "+t Mdel Tenpl ate. get TNbdel Key());
Systemout. println(tMdel Tenpl ate.toXM());
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Systemout. printin();

i Mhkkkkkhkkhkkkhhhkhhhhhhkhhhhhhhhhhhhhhhhhkhhhkhhhkhdhkhdhkhhhkrhhkxt") .
Systemout. println( )

posi tion++;
}
Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Basic Inquiry demo set. Our
example continues with the FindTModel demo.

1 Besurethat the demosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to:

Windows: %REGISTRY _HOMEY\demos\basic\inquiry\v2
UNIX: $REGISTRY_HOME/demos/basic/inquiry/v2

3 Buildal demosusing:

Windows: run.bat make
UNIX: Jrun.sh make

» When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\common\.\build\classes already exists.

Thisis expected and does not indicate a problem.

4 Togetlist of all available demos, run

Windows: run.bat help
UNIX: Jrun.sh help
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Run a selected demo by executing the run command with the name of the demo as a parameter. For
example, to run the FindTModel demo, invoke

Windows: run.bat FindTModel

UNIX: Jrun.sh FindTModel

The output of this demo will resemble the following:
Runni ng Fi ndThModel deno. ..

L T E

ok HP SCA Registry Demp - FindTModel Deno *hk

T E]

Searching for tMdel where

Enter nanme [denp% :

name = denm%

Using Inquiry at url http://nyconp.com 8080/ uddi/inquiry .. done
Search in progress .. done

TWodel 1 : uuid: 13aee5be- 8531-343c- 98f 8- d2d3a9308329

<t Model I nfo t Mbdel Key="uui d: 13aee5he- 8531- 343c- 98f 8- d2d3a9308329" xnl ns="ur n: uddi - or g: api _v2">
<nane>deno: depart ment | D</ nane>

</t Mbdel I nf 0>

LR

TWodel 2 : uui d: 8af 5f 49e- e793- 3719- 92f 3- 6ab8998eb5a9

<t Model I nfo t Mbdel Key="uui d: 8af 5f 49e- €793- 3719- 92f 3- 6ab8998eb5a9" xnl ns="ur n: uddi - or g: api _v2">
<nane>deno: hi er ar chy</ name>

</t Mbdel I nf 0>

LR

TModel 3 : uuid:5c1d5d80- a4d4- 11d8- 91cd- 5¢1d367091cd

<t Model I nfo t Mbdel Key="uui d: 5¢1d5d80- a4d4- 11d8- 91cd- 5¢1d367091cd" xm ns="urn: uddi - or g: api _v2">
<nane>Denp identifier</name>

</t Mbdel I nf 0>

LR )

To rebuild demos, execute run. bat clean (./run.sh clean) to delete the classes directory and r un. bat
nake (./run.sh make) to rebuild the demo classes.
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Publishing v2

The HP SOA Registry Foundation basi ¢ publishing demo set demonstratesthe HP SOA Registry Foundation
application programming interface's capabilities and teaches how to use this API to perform basic publishing
callsto aUDDI registry.

The HP SOA Registry Foundation basic publishing demos cover the publication aspect of the UDDI Version
2 Specification [http://www.o0asi s-open.org/committees/uddi - spec/doc/tecspecs.htm#uddiv2]. Y ou will learn
how to use the HP SOA Registry Foundation client APl to publish information to a UDDI registry over a
SOAPInterface. Thereisonedemo for each UDDI call, from add_publ i sher Asser ti onthroughget _regi st eredi nf o
to save_busi ness.

The HP SOA Registry Foundation basic publishing demo set containsthe following demos. They will assist
you in learning the HP SOA Registry Foundation client API.

AddAssertion. Demonstrates how to construct and fill the Add_publ i sher Asser ti on object, get a Publishing
stub for the UDDI registry, get an authToken, and perform the add_publ i sher Asserti on call.

DeleteAssertion. Demonstrates how to construct and fill theDel et e_publ i sher Asser ti on object, get aPublishing
stub for the UDDI registry, get an authToken, and perform the del et e_publ i sher Asserti on call.

DeleteBinding. Demonstrates how to construct and fill the Del et e_bi ndi ng object, get a Publishing stub for
the UDDI registry, get an authToken, and perform the del et e_bi ndi ng call.

DeleteBusiness. Demonstrates how to construct and fill the Del et e_busi ness object, get Publishing stub for
the UDDI registry, get an authToken, and perform the del et e_busi ness call.

DeleteService. Demonstrates how to construct and fill the Del et e_ser vi ce object, get Publishing stub for the
UDDI registry, get an authToken, and perform the del et e_servi ce call.

DeleteTM odel. Demonstrates how to construct and fill the Del ete_t Mbdel object, get a Publishing stub for
the UDDI registry, get an authToken, and perform the del et e_t Model call.

GetAssertionStatusReport. Demonstrates how to construct and fill the Get _asserti onSt at usReport object,
get a Publishing stub for the UDDI registry, get an authToken, and perform the get _asserti onSt at usReport
call.

GetPublisher Assertions. Demonstrates how to construct and fill the Get _publ i sher Asserti ons object, get a
Publishing stub for the UDDI registry, get an authToken, and perform the get _publ i sher Asserti ons call.
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GetRegister edl nfo. Demonstrates how to construct and fill the Get _r egi st eredi nf o object, get a Publishing
stub for the UDDI registry, get an authToken, and perform the get _regi st eredi nf o call.

SaveBinding. Demonstrates how to construct and fill the Save_bi ndi ng object, get a Publishing stub for the
UDDI registry, get an authToken, and perform the save_bi ndi ng call.

SaveBusiness. Demonstrates how to construct and fill the Save_busi ness object, get a Publishing stub for
the UDDI registry, get an authToken, and perform the save_busi ness call.

SaveService. Demonstrates how to construct and fill the Save_servi ce object, get a Publishing stub for the
UDDI registry, get an authToken, and perform the save_servi ce call.

SaveT M odel. Demonstrates how to construct and fill the Save_t Model object, get a Publishing stub for the
UDDI registry, get an authToken, and perform the save_t Mdel call.

SetAssertions. Demonstrates how to construct and fill the Set _publ i sher Asserti ons object, get a Publishing
stub for the UDDI registry, get an authToken, and perform the set _publ i sher Asserti ons call.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to its installation location.

Torunthe HP SOA Registry Foundation's demos, your UDDI registry must be running. To start theregistry,
execute the server start script:

Windows: %REGISTRY _HOM E%\bin\serverstart.bat
UNIX: cd $REGISTRY_HOME/bin/serverstart.sh

It is neccessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at the local level. The global properties arelocated
inthefile:

Windows: %REGISTRY _HOMEY6\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of the box, and their
modification affects all demos. If you need to redefine a property's value for asingle demo (that is, at the
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local level), edit thefileenv. properti es inthedirectory whererun. sh( run. bat ) islocated. Local level properties
for the Basi ¢/ I nqui ry demos are loaded from thefile:

Windows: %REGISTRY _HOME%\demos\basi c\publishing\v2\env.properties
UNIX: $REGISTRY _HOME/demos/basic/publishing/v2/env.properties
Table 98. Properties Used in the Demos
Name Default Value Description

uddi.demos.user.john.name | demo_john First user's name

uddi.demos.user.john.password | demo_john First user's password

uddi.demos.user.jane.name | demo_jane Second user's name

uddi.demos.user.janepassword| demo_jane Second user's password

uddi.demos.url.publishing | http://1ocal host: 8080/ uddi / publ i shi ng The publication Web service
port URL

uddi.demos.url.security http://1ocal host : 8080/ uddi / security The security Web service port
URL

Presentation and Functional Presentation

This section describes the programming pattern used in all demos using the SaveBusiness demo as an
example. You can find this demo's source code in the file:

Windows: Y%REGISTRY _HOM E%\demosibes c\publishing\src\demo\uddiW2\publishing\SaveBusinessjava
UNIX: $REGISTRY _HOM E/demog’bas ¢/publishing/src/demo/uddi/v2/publishing/SaveBusinessjava

The main method is easy to understand. First it gathersthe user'sinput. Namely optional publisher assigned
businessK ey, then an array of business entity names with their language codes and finally a description of
the business.

The next step isto get the security stub and authorize the user. The resulting authinfo string is a secret key
passed in al regquests.

Next, the save_busi ness object is created, filled, and passed to the saveBusi ness method as a parameter.
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When successful, the Busi nessDet ai | object is returned from the UDDI registry and printed. The last stepis
to discard the authlnfo string, so it cannot be used to compromise a user's account.

int count = Userlnput.readlnt("Enter count of names", 1);
String[] names = new String[count];
String[] |anguageCodes = new String[count];
for (int i =0; i <count; i++) {
String tnp = Userlnput.readString("Enter |anguage code", "");
| anguageCodes[i] = (tnp.length() > 0) ? tnp : null;
nanes[i] = Userlnput.readString("Enter name in |anguage " + tnp, "Marketing");
}
String description = Userlnput.readString("Enter description",
"Saved by SaveBusiness demo");
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();

String authlnfo = getAuthlnfo(user, password, security);

Save_busi ness save = creat eSaveBusi ness(busi nesskey, nanes, |anguageCodes, description, authlnfo);
Busi nessDetai | result = saveBusiness(save);

printBusi nessDetail (result);

di scardAut hl nfo(aut hl nfo, security);

The helper method, get Securi tyStub() returnsthe UDDI Security stub of the Web service listening at the
URL specified by the URL_SECUR TY property.

public static UDD _Security_PortType getSecurityStub()
throws SOAPException {

/1 you can specify your own URL in property - uddi.denos.url.security
String url = DermpProperties.getProperty(URL_SECURITY, "http://|ocal host: 8080/ uddi/security");
Systemout.print("Using Security at url " +url +" ..");
UDDI _Security_Port Type security = UDDI SecurityStub. getlnstance(url);
Systemout. printin(" done");
return security;

}

The helper method get Publ i shi ngStub() returns the UDDI Publication stub of the Web service listening at
the URL specified by the URL_PUBLI SHI NG property.

public static UDDlI _Publication_PortType get PublishingStub()
throws SOAPException {
/1 you can specify your own URL in property - uddi.denos.url.publishing
String url = DempProperties. get Property( URL_PUBLI SH NG,
"http://1ocal host: 8080/ uddi/ publishing");

Systemout.print("Using Publishing at url " +url +" ..");
UDDI _Publ i cation_Port Type inquiry = UDDI PublishStub. getlnstance(url);
Systemout. printin(" done");
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return inquiry;

}

The get Authi nfo() method is used to authorize the user against the UDDI registry and to get the secret
authinfo key.

public static String getAuthlnfo(String userNane,
String password, UDDI_Security_PortType security)
throws |nvalidParaneterException, UDD Exception {
Systemout.print("Logging in ..");
Aut hToken authToken = security. get_authToken(new Get_aut hToken(userName, password));
Systemout. printin(" done");
return authToken. get Aut hl nfo();

}

The di scar dAut hi nfo() method invalidates the secret authinfo key, so it cannot be used anymore.

public static DispositionReport discardAuthlnfo(String authlnfo,
UDDI _Security_Port Type security)
throws |nvalidParameterException, UDD Exception {
Systemout. print("Logging out ..");
Di sposi tionReport dispositionReport = security.discard_aut hToken(new Di scard_aut hToken(aut hl nfo));
Systemout. printin(" done");
return di spositionReport;

}

Thecreat eSaveBusi ness() method is used to create a new instance of the Save_busi ness classand initializeit
with values from parameters:
public static Save_business createSaveBusi ness(String[] nanes,

String[] nanmeLangCodes, String description, String authlnfo)
throws |nvalidParaneterException {

for (int i =0; i < nanmes.length; i++) {

Systemout.printin("lang = " + naneLangCodes[i] + ", name =" + nanes[i]);
}
Systemout. println("description =" + description);

Busi nessEntity businessEntity = new BusinessEntity();
busi nessEntity. set Busi nessKey("");
for (int i =0; i < nanmes.length; i++) {
if (nanmeLangCodes[i] == null) {
busi nessEntity. addName(new Nane(names[i]));
} else {
busi nessEntity. addName(new Nanme(names[i], naneLangCodes[i]));
}
}

busi nessEntity. addDescri ption(new Description(description));
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Save_busi ness save = new Save_business();
save. addBusi nessEnt it y(busi nessEntity);
save. set Aut hl nf o(aut hi nfo);

save. set Generic(Constants. GENERI C_2_0);
return save;

}

The UDDI API call save_busi ness is performed in the method saveBusi ness() :

public static BusinessDetail saveBusiness(Save_business save)
throws UDDI Exception, SOAPException {
UDDI _Publ i cation_Port Type publishing = getPublishingStub();
Systemout.print("Save in progress ...");
Busi nessDet ai | busi nessDetai |l = publishing. save_busi ness(save);
Systemout. printin(" done");
return businessDetail;

}

The saved businessEntity is displayed by the pri nt Busi nessDet ai | () method. One interesting aspect of the
HP SOA Registry Foundation client APl isthat each UDDIObject contains thetoxw. (), which returns a
human-readable formatted listing of the XML representation.

public static void printBusinessDetail (BusinessDetail businessDetail) {
Systemout. printin();
Busi nessEntityArrayLi st businessEntityArraylist = businessDetail.getBusinessEntityArrayList();
int position = 1;
for (Iterator iterator = businessEntityArrayList.iterator(); iterator.hasNext();) {
Busi nessEntity entity = (BusinessEntity) iterator.next();
Systemout.printIn("Business " + position + " : " + entity.getBusinessKey());
Systemout. printin(entity.toXM());
Systemout. printin();
(

Syst em OUt pI’I ntl n ”*********************"k**"k**"k****************************”)-
. ’

posi tion++;
}
Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Basic Publishing demo set. Let
us continue with our SaveBusiness demo.

1 Besurethat thedemosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to
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Windows: %REGISTRY _HOME%Y\demos\basi c\publishing\v2

UNIX: $REGISTRY_HOME/demos/basic/publishing/v2

Build all demos using:

Windows: run.bat make

UNIX: Jrun.sh make

) 2 When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\conmon\.\build\classes already exists.

Thisis expected and does not indicate a problem.

To get list of al available demos, run

Windows: run.bat help

UNIX: Jrun.sh help

The selected demo can be executed viathe run command using the name of the demo as a parameter.
For example to run the SaveBusiness demo, invoke

Windows: run.bat SaveBusiness

UNIX: Jrun.sh SaveBusiness

The output of this demo will resemble the following:

Runni ng SaveBusi ness deno. ..

LR R SRR R R SRR R R R SRR SRR SRR SRR SRR SRR SRR SRR SRS EE SRR R R RS EEEEEEEEEEEEE]

* HP SOA Registry Denp - SaveBusi ness *hx

LR R SRR R R SRR R R R SRR R E R SRR SRR SRR SRR SRR SRR RS E RS RS EE SRR R RS EEEEEEEEEEEEE]

Savi ng business entity where
Enter count of names [1]:
Enter |anguage code []:
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Enter nanme in |anguage [Marketing]:
Enter description [Saved by SaveBusiness denp]:

Using Publishing at url https://myconp.com 8443/ uddi/publishing .. done
Logging in .. done

lang = null, name = Marketing

description = Saved by SaveBusiness demp

Save in progress ... done

Business 1 : c9e8be50- abab- 11d8-91cd- 5¢1d367091cd
<busi nessEntity busi nessKey="c9e8be50- a5a5- 11d8- 91cd- 5¢1d367091cd" oper at or =" Systi net"
aut hori zedName="deno_j ohn" xm ns="urn: uddi - or g: api _v2">
<nane>Mar ket i ng</ nane>
<descri ption>Saved by SaveBusiness demp</description>
</ busi nessEntity>

LR

Loggi ng out .. done

6 To rebuild demos, executerun. bat clean (./run.sh cl ean) to delete the classes directory and r un. bat
nake (./run.sh make) to rebuild the demo classes.

UDDI v3

e UDDI v3Inquiry demos

» UDDI v3 Publishing demos
Inquiry v3

The HP SOA Registry Foundation basic inquiry demo set is used to demonstrate the HP SOA Registry
Foundation application programming interface's capabilities and to teach the reader how to use thisAPI to
perform basic inquiry callsto aUDDI registry.

The HP SOA Registry Foundation basic inquiry demos cover theinquiry aspect of the UDDI Version 3.0.1
Specification [http://www.oasi s-open.org/committees/uddi-spec/doc/tcspecs.htm#uddiv3]. You will learn
how to use the HP SOA Registry Foundation client API to contact and get information from aUDDI registry
over a SOAP interface. Thereis one demo for each UDDI call, from find_busi ness t0 get _t Model .

The HP SOA Registry Foundation basic inquiry demo set contains following demos. They will assist you
in learning the HP SOA Registry Foundation client API.
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FindBinding. Demonstrates how to construct and fill the Fi nd_bi ndi ng object, get an Inquiry stub for the
UDDI registry, perform afi nd_bi ndi ng call, and display the results.

FindBusiness. Demonstrates how to construct and fill aFind_busi ness object, get an Inquiry stub for the
UDDI registry, perform afind_busi ness call and display the results.

FindRelatedBusiness. Demonstrates how to construct and fill aFi nd_r el at edBusi ness object, get an Inquiry
stub for the UDDI registry, perform afind_rel at edBusi ness call and display the results.

FindService. Demonstrates how to construct and fill aFi nd_servi ce object, get an Inquiry stub for the UDDI
registry, perform afind_servi ce call and display the results.

FindTM odel. Demonstrates how to construct and fill aFi nd_t Mdel object, get an Inquiry stub for the UDDI
registry, perform afind_t del call and display the results.

GetBindingDetail. Demonstrates how to create a Get _bi ndi ngDet ai | object, set the bindingKey of the
bindingTemplate to be fetched, get an Inquiry stub for the UDDI registry, perform aget _bi ndi ngbetai | call,
and display the result.

GetBusinessDetail. Demonstrates how to create a Get _busi nessDetai | object, set the businessKey of the
businessEntity to be fetched, get an Inquiry stub for the UDDI registry, perform aget _busi nessDetai | call,
and display the result.

GetOper ationall nfo. Demonstrates how to create a Get _oper at i onal I nf o object, set aUDDI key, get an
Inquiry stub for the UDDI registry, perform aget _operati onal I nfo call, and display the operational info of
the selected UDDI structure.

GetServiceDetail. Demonstrates how to create aGet _servi ceDet ai | Object, set the serviceK ey of the business
serviceto befetched, get an Inquiry stub for the UDDI registry, perform aget _servi ceDetai | call, and display
the result.

GetTModeDetail. Demonstrates how to create a Get _t Mdel Det ai | object, set the tModelK ey of the tModel
to be fetched, get an Inquiry stub for the UDDI registry, perform aget _t Mdel Detai | call, and display the
result.

Prerequisites and Preparatory Steps: Code

Weexpect, that you have already installed the HP SOA Registry Foundation and set the REGISTRY_HOME
environment variable to its installation location.
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To run HP SOA Registry Foundation's demos, your UDDI registry must be running. To start the UDDI
registry, execute the serverstart script:

Windows: %REGISTRY_HOME%Y\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at thelocal level. The global properties are located
inthefile:

Windows: %REGISTRY_HOMEY\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
is, at thelocal level), edit thefile env. properties in the directory whererun. bat (run. sh) islocated. Local
level properties for Basic/Inquiry demos are loaded in the file:

Windows: %REGISTRY _HOMEY\demos\basi c\inquiry\v3\env.properties
UNIX: $REGISTRY _HOME/demos/basic/inquiry/v3/env.properties

Table 99. Properties Used in Demos

Name Default value Description
uddi.demos.result.max_rows 5 limit of datareturned from registry
uddi.demos.url.inquiry http://1ocal host: 8080/ uddi /i nqui ry | theinquiry Web service port URL

Presentation and Functional Presentation

This section describes programing pattern used in all demos using the FindTModel demo as an example.
Y ou can find its source code in the file:

Windows: %REGISTRY_HOM E%\demos\basi c\inquiry\src\demo\uddi\v3\inquiry\FindTM oddl .java
UNIX: $REGISTRY_HOME/demos/basi ¢/inquiry/src/demo/uddi/v3/inquiry/FindTM odel .java
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The main method is straightforward. It gathers user'sinput (tModel name and findQualifier name), callsa
method to initialize theFi nd_t Mdel object, executesthefind_t odel UDDI call, and displaysthelist of found
tModels:

String name = Userlnput.readString("Enter name", "dem%);

String findQualifier = Userlnput.readString("Enter findQualifier", "approximateMatch");
Find_t Mbdel find_tMdel = createFindByThbdel (name, findQualifier);

TModel Li st result = findTModel (find_t Model);

print TMbdel Li st (result);

Thecreat eFi ndTWdel () method is used to create new instance of Find_tModel class and initialize it with
values from parameters:

public static Find_tMdel createFindByThbdel (String nanme, String findQualifier)
throws |nvalidParaneterException {
Systemout.printin("findQualifier =" + findQualifier);
Systemout.printin("name =" + nanme);
Fi nd_t Model find_tMdel = new Find_t Mdel ();
find_t Model . set Nane(new Nane(nane));
find_t Model . set MaxRows(new | nt eger (MAX_RONB) ) ;
find_t Model . addFi ndQual i fier(findQualifier);
return find_tMdel;
}

The helper method get | nqui ryStub() returnsthe UDDI Inquiry stub of the web service listening at the URL
specified in the URL_I NQUI RY property.

public static UDD _Inquiry_PortType getlnquiryStub()
throws SOAPException {
/1 you can specify your own URL in property - uddi.denmos.url.inquiry
String url = DermpProperties.getProperty(URL_INQUI RY, "http://local host: 8080/ uddi/inquiry");
Systemout.print("Using Inquiry at url " +url +" ..");
UDDI _| nqui ry_Port Type inquiry = UDDI I nquiryStub.getlnstance(url);
Systemout. printin(" done");
return inquiry;

}

The UDDI API cal find_t wdel isperformed in the method fi ndTvbdel :

public static Thbdel List findTMbdel (Find_tMdel find_tNMbdel)
throws UDDI Exception, SCAPException {
UDDI _I nqui ry_Port Type inquiry = getlnquiryStub();
Systemout.print("Search in progress ..");
TModel Li st t Mbdel Li st = inquiry.find_tMdel (find_tNMdel);
Systemout.printin(" done");
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}

return tMdel List;

Thelist of found tModels are printed with the method pri nt Tmdel Li st . One interesting aspect of the HP
SOA Registry Foundation client API isthat each UDDIObject contains method t oxm.() , which returns a
human-readable, formatted, listing of its XML representation.

public static void printTModel Li st (Tvbdel Li st tMdel List) {

11

}

Systemout. printin();
Li stDescription listDescription = tMdel List.getListDescription();
if (listDescription!=null) {

/1l list description is mandatory part of result,

if the resultant |ist is subset of available data
int includeCount = |istDescription.getlncludeCount();
int actual Count = |istDescription.getActual Count();
int |istHead = |istDescription.getListHead();
Systemout. println("Displaying "+includeCount+" of "+
actual Count+", starting at position " + |istHead);
}

TModel | nf oArrayLi st tMdel I nfoArrayLi st = tMdel Li st. get TMdel | nf oArrayLi st ();
if (tMdellnfoArrayList==null) {

Systemout. println("Nothing found");

return;

}

int position = 1;

for (Iterator iterator = tMdel InfoArrayList.iterator(); iterator.hasNext();) {
TMWodel I nfo tModel Tenpl ate = (TModel Info) iterator.next();
Systemout. println("Thbdel "+position+" : "+t Nbdel Tenpl ate. get Tvbdel Key());
System out. println(tMdel Tenpl ate.toXM.());

Systemout. printin();

(

H MWhkhkhkhkhkhkkhkhkhhhhhhhhhkkhkhkhhhhhhhhkhkkhkkhkhhhhkhhhkhkkkkhkhkhkhhkrkrrxx) .
Systemout.printin );

posi tion++;

Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Basic Inquiry demo set. Our
exampl e continues with the FindTModel demo.

1

2

Besurethat the demos are properly configured and the HP SOA Registry Foundation isup and running.

Change your working directory to:
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Windows: %REGISTRY _HOMEY\demos\basic\inquiry\v3

UNIX: $REGISTRY_HOME/demog/basic/inquiry/v3

Build all demos using:

Windows: run.bat make

UNIX: Jrun.sh make

) 2 When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\conmon\.\build\classes already exists.

Thisis expected and does not indicate a problem.

To get list of al available demos, run

Windows: run.bat help

UNIX: Jrun.sh help

Run a selected demo by executing the run command with the name of the demo as a parameter. For
example, to run the FindTModel demo, invoke

Windows: run.bat FindTModel

UNIX: Jrun.sh FindTModel

The output of this demo will resemble the following:

khkkkkkkkkkhkkhhkkhhkkhhkkhhkkhhkkhhkkhhkkhhkrhkxkk

* HP SQA Registry Demp - Fi ndTModel Deno *hx

LR EE SRR SRR SRR RS RS EE SRR EEEEEEEEEEEEEES

Searching for tMdel where

Enter nane [denm% :

Enter findQualifier [approximnateMatch]:
findQualifier = approxi mateMatch
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name = denm%
Using Inquiry at url http://local host:8080/uddi/inquiry .. done
Search in progress .. done

Displaying 3 of 3, starting at position 1
TModel 1 : uddi:systinet.com deno: departnent|D

<t Model I nfo t Mbdel Key="uddi : systi net.com deno: departnent| D"
xm ns="urn: uddi - or g: api _v3">
<nane>deno: depar t nent | D</ nane>
<description>ldentifier of the department</description>
</t Model | nf 0>

LR

TModel 2 : uddi:systinet.com deno: hi erarchy

<t Model I nfo t Mbdel Key="uddi : systi net.com deno: hi erar chy"
xm ns="urn: uddi - or g: api _v3">
<nane>deno: hi er ar chy</ name>
<descri ption>Busi ness hierarchy taxonony</description>
</t Mbdel I nf 0>

LR

TModel 3 : uddi:systinet.comdeno: | ocation:floor

<t Model I nfo t Mbdel Key="uddi : systinet.com deno: | ocation:floor" xm ns="
urn: uddi -org: api _v3">
<name>deno: | ocat i on: f| oor </ name>
<description>Specifies floor, on which the departnent is |ocated</description>
</t Model I nf 0>

LR

To rebuild demos, executerun. bat clean (./run.sh clean) to delete the classes directory and r un. bat
nake (./run.sh make) to rebuild the demo classes.

Publishing v3

The HP SOA Registry Foundation basi ¢ publishing demo set demonstratesthe HP SOA Registry Foundation
application programming interface's capabilities and teaches how to use this API to perform basic publishing
callsto aUDDI registry.

The HP SOA Registry Foundation basi ¢ publishing demos cover the publication aspect of the UDDI Version
3 Specification [http://www.oasi s-open.org/committees/uddi - spec/doc/tcspecs.htm#uddiv3]. Y ou will learn,
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how to use the HP SOA Registry Foundation client API to publish information to a UDDI registry over a
SOAPInterface. Thereisonedemo for each UDDI call, from add_publ i sher Asser ti onthroughget _regi st er edi nfo
to save_busi ness.

The HP SOA Registry Foundation basic publishing demo set containsthe following demos. They will assist
you in learning the HP SOA Registry Foundation client API.

AddAssertion. Demonstrates how to construct and fill the Add_publ i sher Asserti on object, get a Publishing
stub for the UDDI registry, get an authToken, and perform the add_publ i sher Asserti on call.

DeleteAssertion. Demonstrates how to construct and fill theDel et e_publ i sher Asser t i on object, get aPublishing
stub for the UDDI registry, get an authToken, and perform the del et e_publ i sher Asserti on call.

DeleteBinding. Demonstrates how to construct and fill the Del et e_bi ndi ng object, get a Publishing stub for
the UDDI registry, get an authToken, and perform the del et e_bi ndi ng call.

DeleteBusiness. Demonstrates how to construct and fill the el et e_busi ness object, get Publishing stub for
the UDDI registry, get an authToken, and perform the del et e_busi ness call.

DeleteService. Demonstrates how to construct and fill the Del et e_ser vi ce object, get Publishing stub for the
UDDI registry, get an authToken, and perform the del et e_servi ce call.

DeleteTM odel. Demonstrates how to construct and fill the Del ete_t Mdel object, get a Publishing stub for
the UDDI registry, get an authToken, and perform the del et e_t Model call.

GetAssertionStatusReport. Demonstrates how to construct and fill the Get _asserti onSt at usReport object,
get a Publishing stub for the UDDI registry, get an authToken, and perform the get _asserti onSt at usReport
cal.

GetPublisher Assertions. Demonstrates how to construct and fill the Get _publ i sher Asserti ons object, get a
Publishing stub for the UDDI registry, get an authToken, and perform the get _publ i sher Asserti ons call.

GetRegister edl nfo. Demonstrates how to construct and fill the Get _r egi st er edi nf o Object, get a Publishing
stub for the UDDI registry, get an authToken, and perform the get _regi steredi nf o call.

SaveBinding. Demonstrates how to construct and fill the Save_bi ndi ng object, get a Publishing stub for the
UDDI registry, get an authToken, and perform the save_bi ndi ng call.
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SaveBusiness. Demonstrates how to construct and fill the Save_busi ness object, get a Publishing stub for
the UDDI registry, get an authToken, and perform the save_busi ness call.

SaveService. Demonstrates how to construct and fill the Save_servi ce object, get a Publishing stub for the
UDDI registry, get an authToken, and perform the save_servi ce call.

SaveT M odel. Demonstrates how to construct and fill the Save_t Model object, get a Publishing stub for the
UDDI registry, get an authToken, and perform the save_t Mdel call.

SetAssertions. Demonstrates how to construct and fill the Set _publ i sher Asserti ons object, get a Publishing
stub for the UDDI registry, get an authToken, and perform the set _publ i sher Asserti ons call.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to its installation location.

Torunthe HP SOA Registry Foundation's demos, your UDDI registry must berunning. To start theregistry,
execute the server start script:

Windows: %REGISTRY_HOME%Y\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is neccessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at the local level. The global properties are located
inthefile:

Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of the box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
is, at thelocal level), edit thefileenv. properties inthe directory wherer un. sh(r un. bat ) islocated. Local level
properties for the Basi ¢/ I nqui ry demos are loaded from the file:

Windows: %REGISTRY _HOME%\demos\basi c\publishing\v3\env.properties
UNIX: $REGISTRY _HOME/demos/basic/publishing/v3/env.properties
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Table 100. Properties Used in the Demos

Name Default Value Description
uddi.demos.user.john.name demo_john First user's name
uddi.demos.user.john.password | demo_john First user's password
uddi.demos.user.jane.name demo_jane Second user's name
uddi.demos.user.jane.password | demo_jane Second user's password

uddi.demos.url.publishing

http://1ocal host : 8080/ uddi / publ i shi ng

The publication Web service port
URL

uddi.demos.url.security

http://1 ocal host: 8080/ uddi/security

The security web service port URL

Presentation and Functional Presentation

This section describes the programming pattern used in all demos using the SaveBusiness demo as an
example. You can find this demo's source code in the file:

Windows:

%REGISTRY_HOME%6\demosibasidpublishing\srddemoluddivapublishing\SaveBusinessjava

UNIX:

$REGISTRY_HOM E/demos/basic/publishing/src/demoluddiv3/publishing/ SaveBusinessjava

The main method is easy to understand. First it gathers the user'sinput: an optional publisher-assigned
businesskK ey, then variable long array of business entity names with their |language codes, and a description

of the business.

The next step isto get the security stub and authorize the user. The resulting authinfo string is a secret key
passed in al regquests.

Next, the save_busi ness object is created, filled, and passed to the saveBusi ness method as a parameter.

When successful, the Busi nessDet ai | object is returned from the UDDI registry and printed. Thelast stepis
to discard the authinfo string, so no malicious user can use it to compromise a user's account.

String businessKey = Userlnput.readString("Enter (optional) businesskey", "");
int count = Userlnput.readlnt("Enter count of names", 1);
String[] names = new String[count];
String[] languageCodes = new String[count];
for (int i =0; i <count; i++) {
String tnp = Userlnput.readString("Enter |anguage code", "");
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| anguageCodes[i] = (tnp.length() > 0) ? tnp : null;

nanmes[i] = Userlnput.readString("Enter name in |anguage " + tnp, "Marketing");
}
String description = Userlnput.readString("Enter description”, "Saved by SaveBusiness demo");
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();

String authlnfo = getAuthlnfo(user, password, security);

Save_busi ness save = creat eSaveBusi ness(busi nesskey, nanes, |anguageCodes, description, authlnfo);
Busi nessDetai | result = saveBusiness(save);

printBusi nessDetail (result);

di scardAut hl nfo(aut hl nfo, security);

The helper method, get Securi tysStub() returnsthe UDDI Security stub of the web service listening at the
URL specified by the URL_SECUR TY property.

public static UDD _Security_PortType getSecurityStub()
throws SOAPException {
/1 you can specify your own URL in property - uddi.denos.url.security
String url = DermpProperties.getProperty(URL_SECURITY, "http://|ocal host: 8080/ uddi/security");
Systemout.print("Using Security at url " +url +" ..");
UDDI _Security_Port Type security = UDDI SecurityStub. getlnstance(url);
Systemout. printin(" done");
return security;

}

Similarly, the helper method get Publ i shi ngSt ub() returns the UDDI Publication stub of the web service
listening at the URL specified by the URL_PUBLI SH NG property.

public static UDDI _Publication_PortType getPubli shingStub()
throws SOAPException {

/1 you can specify your own URL in property - uddi.denos.url.publishing
String url = DermpProperties.getProperty(URL_PUBLI SHING, "http://|ocal host: 8080/ uddi/ publishing");
Systemout.print("Using Publishing at url " +url +" ..");
UDDI _Publ i cation_Port Type i nquiry = UDDI PublishStub. getlnstance(url);
Systemout. printin(" done");
return inquiry;

}

The get Authi nfo() method is used to authorize the user against the UDDI registry and to get the secret
authinfo key.

public static String getAuthlnfo(String userName, String password, UDDI_Security_PortType security)
throws |nvalidParaneterException, UDDI Exception {
Systemout.print("Logging in ..");
Aut hToken aut hToken = security. get _authToken(new Get _aut hToken(user Nane, password));
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Systemout.printin(" done");
return authToken. get Aut hl nfo();

}

The di scar dAut hi nfo() method invalidates the secret authinfo key, so it cannot be used anymore.

public static void discardAuthlnfo(String authlnfo, UDDI _Security_PortType security)
throws |nvalidParaneterException, UDD Exception {
Systemout. print("Logging out ..");
security. discard_aut hToken(new Di scard_aut hToken(aut hl nfo));
Systemout. printin(" done");

}

The creat eSaveBusi ness() method is used to create a new instance of the save_busi ness class and initialize it
with values from parameters:
public static Save_business createSaveBusi ness(String businesskey, String[] nanes,

String[] nameLangCodes, String description, String authlnfo)
throws |nvalidParameterException {

Systemout. println("busi nesskey = " + busi nessKey);
for (int i =0; i < names.length; i++) {
Systemout.printin("lang = " + nameLangCodes[i] + ", name = " + nanes[i]);
}
Systemout.println("description =" + description);

Busi nessEntity businessEntity = new BusinessEntity();
if (businessKey!=null && businessKey.|ength()>0)
busi nessEntity. set Busi nessKey(busi nessKey);
for (int i =0; i < nanes.length; i++) {
if (nameLangCodes[i] == null) {
busi nessEntity. addNane(new Nane(names[i]));
} else {
busi nessEntity. addNane(new Nane(names[i], naneLangCodes[i]));
1

}

busi nessEntity. addDescri ption(new Description(description));

Save_business save = new Save_busi ness();
save. addBusi nessEnti ty(busi nessEntity);
save. set Aut hl nf o(aut hl nf o) ;

return save;

}

The UDDI API call save_busi ness is performed in the method saveBusi ness() :

public static BusinessDetail saveBusiness(Save_business save)
throws UDDI Exception, SCAPException {
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UDDI _Publ i cation_Port Type publishing = getPublishingStub();
Systemout.print("Save in progress ...");

Busi nessDet ai | businessDetail = publishing. save_busi ness(save);
Systemout.printin(" done");

return businessDetail;

}

The saved businessEntity is displayed by the pri nt Busi nessDet ai | () method. One interesting aspect of the
HP SOA Registry Foundation client API isthat each UDDIObject containsthetoxm (), which returns a
human-readabl e formatted listing of the XML representation.

public static void printBusinessDetail (BusinessDetail businessDetail) {
Systemout. printin();
Busi nessEntityArrayLi st businessEntityArraylList = businessDetail.getBusinessEntityArrayList();
int position = 1;
for (Iterator iterator = businessEntityArraylList.iterator(); iterator.hasNext();) {
Busi nessEntity entity = (BusinessEntity) iterator.next();
Systemout.printIn("Business " + position + " : " + entity.getBusinessKey());
Systemout. printIn(entity.toXM());
Systemout. printin();
(

H MWhkhkhkhkhkhkkhkhkhkhhhhhhhkhkkhkhkhhhhhhkhhkhkkhkkhkhhhhhkhhkhkkkkhkhkhhhrrrxx) .
Systemout.printin );

posi tion++;
}
Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Basic Publishing demo set. Let's
continue with our SaveBusiness demo.

1 Besurethat thedemosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to:

Windows: %REGISTRY _HOME%Y\demos\basi c\publishing\v3
UNIX: $REGISTRY_HOME/demos/basic/publishing/v3

3 Buildal demosusing:

Windows: run.bat make
UNIX: Jrun.sh make
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» When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\common\.\build\classes al ready exists

Thisis expected and does not indicate a problem.

To get list of al available demos, run

Windows: run.bat help

UNIX: Jrun.sh help

The selected demo can be executed viathe run command using the name of the demo as a parameter.
For example to run the SaveBusiness demo, invoke

Windows: run.bat SaveBusiness

UNIX: Jrun.sh SaveBusiness

The output of this demo will resemble the following:
Kk kkkkk ko k ko k ko k ko k ko k ko hk ko k ko k ko k ko ko ko kkhkkkkkkkkkhkkkhkkkhkkkhkhkkhkkkkkk k%

i HP SOA Registry Demp - SaveBusiness — ***

Khkkkkkk ko kk ko h ok h ok h ok h ok ko ko k ok ko k ok ko kkhkkhkkkkkkhkkkhkhkhkhkkhkkhkkhkkk k%

Saving business entity where

Enter (optional) businessKey []: uddi:systinet.com deno: marketing
Enter count of names [1]: 1

Enter |anguage code []:

Enter nane in |anguage [Marketing]

Enter description [Saved by SaveBusiness demp]: Marketing departnent

Using Security at url http://local host: 8080/ uddi/security .. done
Logging in .. done

busi nessKey = uddi: systinet.com deno: marketing

lang = null, name = Marketing

description = Marketing departnent

Using Publishing at url http://local host: 8080/ uddi/publishing .. done
Save in progress ... done

Business 1 : uddi:systinet.com deno: narketing
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<busi nessEntity busi nessKey="uddi: systinet.com deno: marketing" xm ns="urn: uddi - org: api _v3">
<nanme>Mar ket i ng</ nane>
<description>Marketing departnent </ description>

</ busi nessEntity>

LR T

Loggi ng out .. done

6 To rebuild demos, executerun. bat clean (./run. sh clean) to delete the classes directory and r un. bat
nake (./run.sh make) to rebuild the demo classes.

Advanced Demos

Advanced demos section includes the following demos:

* Inquiry Range Queriesdemo - The HP SOA Registry Foundation Range queries demos set demonstrates,

how to use HP SOA Registry Foundation inquiry enhancement - Range Queries. HP SOA Registry
Foundation range queries functionality allows you to search UDDI entities with the ability to use
comparative operators (>, <) for matching keyValues in keyedReferences.

» Custody demos- The HP SOA Registry Custody demo coversthe custody transfer aspects of the UDDI

API specification. You will learn how to generate a custody transfer token and transfer the ownership
of selected structures to another user.

e Subscription demos- The HP SOA Registry advanced subscription demos cover the subscription aspects
of the UDDI Version 3 Specification. They teach how to use the HP SOA Registry client API to create

new subscriptions, get lists of subscriptions, get subscription results, and delete subscriptions.

e Validation demos - The valueset validation API provides methods to validate values used in the

keyedReferences of checked taxonomies. The checks might range from very simple (check value against
list of available values asin the InternalValidation service), to complex, such as performing contextual

checks.

»  Taxonomy demos- The Taxonomy AP isused to manage and query taxonomiesin the HP SOA Registry.

These demos cover al APl methods, so you can learn how to download, upload, save, delete, get and

find taxonomies. In addition, you can manage individual valuesin internally checked taxonomies using

the Category API.
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Advanced Inquiry - Range Queries

The HP SOA Registry Foundation Range queries demos set demonstrates, how to use HP SOA Registry
Foundation inquiry enhancement - Range Queries. HP SOA Registry Foundation range queriesfunctionality
allows you to search UDDI entities with the ability to use comparative operators (>, <) for matching
keyVauesin keyedReferences.

The demos set includes the following demo:
*  FindBusiness
Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To run the HP SOA Registry Foundation's demos, your registry must be running. To start the HP SOA
Registry Foundation, execute the serverstart script:

Windows: %REGISTRY_HOME%Y\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at the local level. The global properties are located
inthefile:

Windows: %REGISTRY_HOMEY\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
is, at thelocal level), edit env. properties. Thisfileislocated in the samedirectory asthefilerun. sh (run. bat).
Local level properties for the Advanced | nqui ry demos are loaded from the file:

Windows: %REGISTRY _HOME%\demos\advanced\inquiry\env.properties
UNIX: $REGISTRY_HOME/demos/advanced/inquiry/env.properties
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Table 101. Properties Used in Demos

Name Default Value Description
uddi.demos.result.max_rows| 5 limit of datareturned from
registry
uddi.demos.url.inquiryExt | http://1ocal host: 8080/ uddi /i nqui r yExt the extended inquiry web
service port URL

Presentation and Functional Presentation

This section describes the programming pattern used in demos using the FindBusiness demo as an example.
Y ou can find its source code in the file:

Windows: %REGISTRY _HOM E%\demos\advanced\inquiry\src\demo\uddi\rg\FindBusiness.java
UNIX: $REGISTRY _HOME/demos/advanced/inquiry/src/demo/uddi/rg/FindBusiness.java

The helper method cr eat eFi ndBusi ness creates a FindBusiness structure:

public Find_business createFindBusi ness(String tMdel Key, String keyVal ue,
String operator, String quantifier)
throws |nvalidParaneterException {
Systemout.printin("tMdel Key =" + tMbdel Key);

Systemout. println("keyValue =" + keyVal ue);
Systemout.println("operator =" + operator);
Systemout.printin("quantifier =" + quantifier);

Fi nd_busi ness find_business = new Fi nd_busi ness();

Qual i fi edkeyedRef erence qual i fiedKeyedRef erence = new QualifiedKeyedReference();

qual i fi edKeyedRef erence. set TMbdel Key(t Mbdel Key) ;

qual i fi edKeyedRef er ence. set KeyVal ue(keyVal ue) ;

qual i fi edKeyedRef erence. set Fi ndQual i fi er ArrayLi st (parseFi ndQual i fiers(operator, quantifier));
find_business. set Cat egor yBag( new Cat egor yBag( new KeyedRef erenceArrayLi st (qual i fi edkeyedRef erence)));
find_business. set MaxRows( new I nt eger (MAX_ROW) ) ;

return find_business;

Thefindsusi ness method performs the searching operation:
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public BusinessList findBusiness(Find_business find_business) throws UDDI Exception, SOAPException {
Systemout. print("Check structure validity .. ");
try {
find_business. check();
} catch (InvalidParaneterException e) {
Systemout.printIn("Failed!");
t hrow new UDDI Exception(e);

}
Systemout. printin("OK");

UDDI _I nqui ry_Port Type inquiry = getlnquiryStub();
Systemout.print("Search in progress ..");
Busi nessLi st busi nessList = inquiry.find_business(find_business);

Systemout.printin(" done");
return businesslList;

Building and Running Demos

This section shows, how to build and run the HP SOA Registry Foundation Advanced Inquiry demo set.
Let us continue with our FindBusiness demo.

1 Besurethat thedemo are properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to

Windows %REGISTRY _HOM E%\demos\advanced\inquiry

UNIX $REGISTRY _HOM E/demos/advanced/inquiry

3 Build demo using:

Windows: UNIX:

run. bat make .lrun.sh make

» When compiling demo on Windows platforms, you may see the following text:
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A subdirectory or file ..\..\comon\.\build\classes al ready exists.

. Thisis expected and does not indicate a problem.

To get list of al available demos, run

Windows: run.bat help
UNIX: Jrun.sh help

The selected demo can be executed viathe run command using the name of the demo as a parameter.
For example, to run the FindBusiness demo, invoke

Windows: run.bat FindBusiness
UNIX: Jrun.sh FindBusiness

The output of this demo will resemble the following:

LR R R EY

ok HP SOA Registry Denp - Fi ndBusi ness ok

LR R R EY

Searching for businesses by category where keyedReference
Enter tMdel Key [uddi:systinet.com deno:|ocation:floor]:
Enter keyValue [1]: 3

Enter operator (=<, >, <=,>=,<>) [3]:>

Enter quantifier (exists,notExists) [exists]:

t Model Key = uddi: systinet.comdenp: | ocation: floor

keyVal ue = 3

operator = >

quantifier = exists

Check structure validity .. OK

Using Inquiry at url http://van.in.idoox.com 8080/ uddi/inquiryExt .. done
Search in progress .. done

Displaying 1 of 1, starting at position 1

Business 1 : uddi:systinet.com deno:it
<busi nessl nf oExt busi nessKey="uddi : systinet.comdeno:it" xm ns="http://systinet.conluddi/api/v3/ext/5.0">
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<nane xm ns="urn: uddi - org: api _v3">| T</ nane>
<description xm ns="urn: uddi-org:api _v3">l T departnent</description>
<servi cel nfos xm ns="urn: uddi - org: api _v3">
<servi cel nf oExt servi ceKey="uddi: systinet.comdeno:it:support”
busi nessKey="uddi : systinet.comdenmo:it" xm ns="http://systinet.confuddi/api/v3/ext/5.0">
<nane xm ns="urn: uddi - or g: api _v3">Support </ nane>
<description xm ns="urn: uddi - org: api _v3">Tel ephone support</description>
<bi ndi ngTenpl at es xm ns="urn: uddi - or g: api _v3">
<bi ndi ngTenpl at e bi ndi ngKey="uddi : b77eb8f 0- 86ce- 11d8- ba05- 123456789012"
servi ceKey="uddi : systinet.comdeno:it:support">
<description> T related issues shall be reported there</description>
<accessPoi nt useType="endPoi nt">tel : +1- 123- 456- 7890</ accessPoi nt >
<t Model I nst anceDet ai | s>
<t Model I nstancel nfo t Mdel Key="uddi : uddi . org: transport:tel ephone"/>
</t Model I nst anceDet ai | s>
</ bi ndi ngTenpl at e>
</ bi ndi ngTenpl at es>
</ servi cel nf oExt >
<servi cel nf oExt servi ceKey="uddi: systinet.com deno: hr: enpl oyeesLi st"
busi nessKey="uddi : systinet.com deno: hr" xm ns="http://systinet.conf uddi/api/v3/ext/5.0">
<nanme xm ns="urn: uddi - or g: api _v3" >Enpl oyeeli st </ nane>
<description xm ns="urn: uddi-org: api _v3">wsdl :type representing service</description>
<bi ndi ngTenpl at es xm ns="urn: uddi - or g: api _v3">
<bi ndi ngTenpl at e bi ndi ngKey="uddi : 5¢546520- 78b8- 11d8- bec4- 123456789012"
servi ceKey="uddi : systinet.com deno: hr: enpl oyeesLi st">
<description>wsdl : type representing port</description>
<accessPoi nt useType="http://schemas. xm soap. or g/ soap/ htt p">ur n: unknown- | ocat i on-
uri </ accessPoi nt >
<t Model I nst anceDet ai | s>
<t Model | nstancel nfo t Mdel Key="uddi : systi net.com deno: enpl oyeeLi st : bi ndi ng">
<instanceDetai | s>
<i nst ancePar ms>Enpl oyeeli st </ i nst ancePar ms>
</instanceDetail s>
</t Mbdel | nst ancel nf 0>
<t Model | nstancel nfo t Mdel Key="uddi : systinet.com deno: enpl oyeelLi st: port Type">
<instanceDetai | s>
<i nst ancePar ms>Enpl oyeeli st </ i nst ancePar ms>
</instanceDetail s>
</t Mbdel | nst ancel nf 0>
</t Model I nst anceDet ai | s>
<cat egor yBag>
<keyedRef erence t Mdel Key="uddi : uddi . org: xn : namespace” keyNanme="uddi . or g: xnl : namespace"
keyVal ue="http://systinet.conm wsdl / deno/ uddi/ servi ces/"/>
<keyedRef erence t Model Key="uddi : uddi . org: wsdl : t ypes" keyName="uddi . org: wsdl : t ypes"
keyVval ue="port"/>
<keyedRef erence t Mdel Key="uddi : uddi . org: xm : | ocal Nane" keyNanme="uddi . org: xnl : | ocal Nane"
keyVal ue="Enpl oyeeLi st"/>
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<keyedRef erence t Model Key="uddi : systinet.com taxonony: endpoi nt: avail ability"
keyName="Avai | abl e" keyVal ue="Avai |l abl e"/ >
<keyedRef erence t Mbdel Key="uddi : systi net.com t axonony: endpoi nt: st at us” keyNane="Cperati onal "
keyVal ue="Cperational "/ >
</ cat egor yBag>
</ bi ndi ngTenpl at e>
</ bi ndi ngTenpl at es>
</ servi cel nf oExt >
</ servi cel nf os>
<cont act | nf os>
<contact | nfo useType="Techni cal support">
<per sonName xni ns="urn: uddi - or g: api _v3">John Denp</ per sonNane>
</ contact | nfo>
</ cont act | nf os>
</ busi nessl nf oExt >

LR

Custody

The HP SOA Registry Foundation demo is used to demonstrate the registry's application programming
interface's capabilities and to demonstrate how to use this API.

The HP SOA Registry Foundation Custody demo covers the custody transfer aspects of the UDDI Version
3.01 Specification [http://www.0asi s-open.org/committees/uddi-spec/doc/tcspecs.htm#uddiv3].. Y ou will
learn how to generate a custody transfer token and transfer the ownership of selected structure to another
user.

Thereisasingle demo within this package - CustodyDemo. It demonstrates how to generate atransfer token
for aselected UDDI key and how to use it to transfer the custody of the structure identified by the UDDI
key to another user.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To run the HP SOA Registry Foundation's demos, your registry must be running. To start the HP SOA
Registry Foundation, execute the serverstart script:
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Windows:

%REGISTRY _HOM E%\bin\serverstart.bat

UNIX:

$REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at the local level. The global properties arelocated

inthefile:
Windows: %REGISTRY _HOMEY6\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of the box, and their

modification affects all demos. If you need to redefine a property's value for asingle demo (that is,, at the
local level), edit env. properties. Thisfileislocated in the same directory asthefilerun. sh (run. bat). Local
level properties for the cust ody demo are loaded from the file:

Windows:

%REGISTRY _HOME%\demos\advanced\custody\env.properties

UNIX:

$REGISTRY _HOME/demos/advanced/custody/env.properties

Table 102. Properties used in demos

Name Default Value Description
uddi.demos.user.john.name | demo_john first user's name
uddi.demos.user.john.password | demo_john first user's password
uddi.demos.user.jane.name | demo_jane second user's name
uddi.demos.user.janepassword| demo_jane second user's password

uddi.demos.url.custody

http://1ocal host: 8080/ uddi / cust ody

the custody Web service port
URL

uddi.demos.url.security

http://1ocal host: 8080/ uddi/security

the security Web service port
URL

Presentation and Functional Presentation

This section describes programming pattern of the Custody demo. Y ou can find its source code in the file:
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Windows: %REGISTRY _HOM E%\demos\advanced\custody\src\demo\uddi\custody\CustodyDemo.java
UNIX: $REGISTRY_HOM E/demos/advanced/custody/src/demo/uddi/custody/CustodyDemo.java

To make the demo easier to use, it contains two use cases. The first use case shows the owner of a UDDI
structure who wants to transfer it to another user. The second use case is the second user transferring the
same structure to his own custody. Let us start with first use case.

We must gather user input first. It is necessary to read user credentials and the key of the structure owned
by the user. If you use default values, this means that the user demo_john is transferring custody of the
systinet. com depart nent | DtModel to user demo_jane. The user logsin and generates atransfer token for the
given UDDI key. The transfer token contains information about the registry, expiration time, and secret
opaqueToken. Any user who knows these data, can transfer the structure(s) covered by the transferToken.

String user = Userlnput.readString("Enter first user nane",
DemoProperti es. get Property( USER_JOHN_NAME) ) ;
String password = Userlnput.readString("Enter password",
DemoPr operti es. get Property( USER_JOHN_PASSWORD) ) ;
String uddi Key = Userlnput.readString("Enter UDDl key",
"uddi : systinet.com deno: departnent|D");
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();

String authlnfo = getAuthlnfo(user, password, security);

Cet _transferToken get = createGet Transf er Token(uddi Key, authlnfo);
Transfer Token token = get Transfer Token(get);

print Transf er Token(t oken);

di scardAut hl nfo(aut hl nfo, security);

The helper method get Cust odySt ub() returnsthe UDDI Custody stub of the Web servicelistening at the URL
specified by the URL_cusToDy property.

public static UDDI _CustodyTransfer_PortType get CustodyStub() throws SOAPException {
/'l you can specify your own URL in property - uddi.denmps. url.custody
String url = DemoProperties. get Property(URL_CUSTCDY, "http://Iocal host: 8080/ uddi/custody");
Systemout.print("Using Custody at url " +url +" ..");
UDDI _Cust odyTransfer_Port Type custody = UDDI Cust odySt ub. get | nstance(url);
Systemout. printin(" done");
return custody;

}

The creat eGet Transf er Token() method is used to create the Get_transferToken object, which encapsulates
the parameters of thisUDDI call. In this example we set authinfo and a single key for the UDDI structure
to be transferred int the custody of the second user.
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public static Get_transferToken createGet Transfer Token(String uddi Key, String authlnfo)
throws |nvalidParaneterException {
Systemout. println("uddi Key = " + uddi Key);
Cet _transferToken get = new Get_transferToken();
get . addKey(uddi Key) ;
get . set Aut hl nf o(aut hl nfo);
return get;

}

The next step isto invoke the get _transf er Token UDDI call and get the result, which is a TransferToken.

public static TransferToken get Transfer Token( Get _transfer Token get)
throws UDDI Exception, SOAPException {
UDDI _Cust odyTransfer _Port Type custody = get Cust odySt ub();
Systemout.print("Get in progress ...");
Transfer Token token = custody. get _transferToken(get);
Systemout. printin(" done");
return token;

}

At this point the first user, John Demo, has generated a transfer token. He can discard it or send it to the
second user Jane Demo, so she can transfer the entities to her custody. The transfer token must be kept
secret, so plain text transports such as unencrypted emails are not suitable for this purpose. Let us suppose
that Jane Demo has received the transfer token already. Shelogsin, creates a Transfer_entities object and
invokesthe UDDI call transfer_entities.

user = Userlnput.readString("Enter second user name",

DenoProperti es. get Property( USER_ JANE_NAME) ) ;
password = Userlnput.readString("Enter password", DenoProperties.getProperty(USER_JANE PASSWORD));
Systemout. println();

authlnfo = get Authlnfo(user, password, security);

Transfer_entities transfer = createTransferEntities(uddiKey, token, authlnfo);
transferEntities(transfer);

di scardAut hl nfo(authlnfo, security);

ThecreateTransferEntities() method isusedto create Transfer_entities object, which encapsul ates parameters
of same name UDDI call. In this example we set Jane's authinfo, UDDI key to be transferred, and the
TransferToken generated by John.

public static Transfer_entities createTransferEntities(String uddiKey,
Transfer Token token, String authlnfo)
throws |nvalidParaneterException {
Transfer_entities transfer = new Transfer_entities();
transfer. addKey(uddi Key);

665



transfer. set Transf er Token(t oken);
transfer.set Aut hl nfo(aut hl nfo);
return transfer;

}

Thefinal stepisto makethetransfer_entities UDDI call. When it successfully returns, the second user
(Jane) isthe happy owner of the UDDI structure syst i net . com deno: depar t nent | D.

public static void transferEntities(Transfer_entities transfer)
throws UDDI Exception, SOAPException {
UDDI _Cust odyTransfer _Port Type custody = get Cust odySt ub();
Systemout.print("Transfer in progress ...");
custody.transfer_entities(transfer);
Systemout. printin(" done");

}
Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Custody demo.
1 Besurethat thedemosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to

Windows: %REGISTRY _HOM E%\demos\advanced\custody
UNIX: $REGISTRY_HOME/demos/advanced/custody

3 Build demo using:

Windows: run.bat make
UNIX: Jrun.sh make

) 2 When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\common\.\build\classes already exists.

Thisis expected and does not indicate a problem.
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To get list of all available commands, run

Windows: run.bat help
UNIX: Jrun.sh help

The demo can be executed viathe run command, using the name of the demo as a parameter. To run
the Custody demo, invoke

Windows: run.bat CustodyDemo
UNIX: Jrun.sh CustodyDemo

The output of this demo will resemble the following:

Runni ng Cust odyDeno deno. ..

Kk kkkkkhk ko kh ok h ok h ok h ok h ok h ok h ok h ok k ko kkhkk ko kkkkkhkkkhkkkhkkkhkhkkhkkkkkk k%

o HP SOA Registry Demp - Cust odyDeno *hx

Kk kkkkkhkk ko k ko k ko h ok k ko ko k ko k ko ko ko ko kkhkkkkkkhkkkhk ok khkkkhkhkkhkkhkkk k%

Getting transfer token where

Enter first user name [deno_john]:

Enter password [demo_j ohn]:

Enter UDDI key [uddi:systinet.org:deno: departnent!|D:

Using Security at url https://myconp.com 8443/ uddi/security .. done
Logging in .. done

uddi Key = uddi : systinet.org: deno: depart ment | D

Using Custody at url https://nyconp.com 8443/ uddi/custody .. done
Get in progress ... done

Transf er Token

<transferToken xm ns="urn: uddi - or g: cust ody_v3">

<nodel D xm ns="ur n: uddi - or g: api _v3">Systi net </ nodel D>

<expi rationTi me>2004- 05- 17T12: 32: 51. 236+02: 00</ expi r ati onTi me>
<opaqueToken>ZnZnZnZnZnzZl MDVnZGEzNg==</ opaqueToken>

</transfer Token>

Logging out .. done
Transfering custody where

Enter second user nane [denmp_j ane]:
Enter password [demo_j ane]:
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Logging in .. done

Using Custody at url https://myconp.com 8443/ uddi/custody .. done
Transfer in progress ... done

Loggi ng out .. done

6 To rebuild demos, executerun. bat clean (./run.sh cl ean) to delete the classes directory and r un. bat
nake (./run.sh make) to rebuild the demo classes.

Subscription

The HP SOA Registry Foundation advanced subscription demo set demonstrates the HP SOA Registry
Foundation application programming interface's capabilities and shows how to use the Subscription AP
to perform subscription calls to the registry.

TheHP SOA Registry Foundation advanced subscription demos cover the subscription aspects of the UDDI
Version 3 Specification [http://www.0asi s-open.org/committees/uddi-spec/doc/tcspecs.htm#uddiv3]. They
teach how to use the HP SOA Registry Foundation client API to create new subscriptions, get lists of
subscriptions, get subscription results, and del ete subscriptions.

The HP SOA Registry Foundation basic publishing demo set contains the following demos to assist you in
learning the HP SOA Registry Foundation client API:

SaveSubscription. Demonstrates how to construct and fill the save_subscri pti on object, get a Subscription
stub for the UDDI registry, and perform the save_subscri ption call.

GetSubscriptions. Demonstrates how to construct and fill the Get _subscri pti ons object, get a Subscription
stub for the UDDI registry, and perform the get _subscri ptions call.

GetSubscriptionResults. Demonstrates how to construct and fill the Get _subscri pti onResul t s object, get a
Subscription stub for the UDDI registry, and perform the get _subscri ptionResul ts call.

DeleteSubscription. Demonstrates how to construct and fill theDel et e_subscri pt i on object, get a Subscription
stub for the UDDI registry, and perform the del et e_subscri ption call.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.
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To run the HP SOA Registry Foundation's demos, your registry must be running. To start the HP SOA
Registry Foundation, execute the serverstart script:

Windows: %REGISTRY_HOME%Y\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at thelocal level. The global properties are located
inthefile:

Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
is, at thelocal level), edit env. properties. Thisfileislocated in the samedirectory asthefilerun. sh (run. bat).
Local level properties for the subscri pti on demos are loaded from the file:

Windows: %REGISTRY _HOM E%\demos\advanced\subscription\env.properties
UNIX: $REGISTRY _HOME/demos/advanced/subscription/env.properties

Table 103. Propertiesused in demos

Name Default Value Description
uddi.demos.user.john.name | demo_john first user's name
uddi.demos.user.john.password| demo_john first user's password
uddi.demos.url.subscription | http://1 ocal host : 8080/ uddi / subscri pti on the subscription web service

port URL
uddi.demos.url.security http://1ocal host : 8080/ uddi / security the security web service port
URL

Presentation and Functional Presentation

This section describes the programming pattern used in all demos using the GetSubscriptionResults demo
as an example. Y ou can find this demo's source code in the file:
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Windows: %REGISTRY_HOMEYAdemosbesidsbsoriptionaddemouddi\a bipionGetS bsripionReslitsjava
UNIX: $REGISTRY_HOME/demoshesidabsaription/scldemaiudd/subsaiption/ GetSubsripionResLitsjava

Let us start with adescription of mi n method. Thefirst part is used to configure the demo by the user. Then
it logs the user into the UDDI registry, creates a Get _subscri pti onResul t s object holding the parameters of
the request. This object is transformed in the next step into the SOAP UDDI call get _subscri pti onResul ts.
Its results are then displayed and the user is logged off from the UDDI registry.

String user = Userlnput.readString("Enter user nane",
DemoProperties. get Property( USER_JOHN_NAME) ) ;
String password = Userlnput.readString("Enter password",
DenmoProperti es. get Property( USER_JOHN_PASSWORD) ) ;
String key = Userlnput.readString("Enter subscription key", "");
int shift = Userlnput.readlnt("Enter start of coverage period in mnutes", 60);
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();

String authlnfo = get Authlnfo(user, password, security);

Cet _subscriptionResults get = createGet SubscriptionResul ts(key, shift, authlinfo);
SubscriptionResul tsList result = getSubscriptionResults(get);

print SubscriptionResults(result);

di scardAut hl nfo(authl nfo, security);

Themethod cr eat eGet Subscri pti onResul t s takes subscriptionK ey asaparameter that identifiesthe subscription
inthe UDDI registry, coveragePeriod, and authinfo of the user. The CoveragePeriod is used to identify the
time period for which the user is interested in changes matched by the selected Subscription.

public static Get_subscriptionResults createGetSubscriptionResults(String subscriptionkey,
int coveragePeriod, String authinfo) throws InvalidParameterException {
Get _subscriptionResul ts get SubscriptionResults = new Get_subscriptionResul ts();
get Subscri ptionResul ts. set Subscri ptionKey(subscri ptionKey);

/1 calculate coverage period
I ong coveragePeriodShiftlnMs = coveragePeriod * 60 * 1000;
long endPoint = SystemcurrentTimeMIlis();
long startPoint = endPoint - coveragePeriodShiftlns;
get Subscri ptionResul ts. set Cover agePeri od(new Cover agePeri od(new Date(startPoint),
new Date(endPoint)));
get Subscri ptionResul ts. set Aut hl nf o(aut hl nfo);

return get SubscriptionResul ts;
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The helper method, get Subscri pti onSt ub() , returns the UDDI Subscription stub of the web service listening
at the URL specified by the URL_SUBSCRI PTI ON property.

public static UDDI _Subscription_PortType get SubscriptionStub() throws SOAPException {
String url = DenpProperties. get Property( URL_SUBSCRI PTI ON,
“http://1ocal host: 8080/ uddi/subscription");
Systemout. print("Using Subscription at url " +url +" ..");
UDDI _Subscri ption_Port Type subscriptionStub = UDDI Subscri ptionStub. getlnstance(url);
Systemout. printin(" done");
return subscriptionStub;

}

The UDDI API call get_subscri ptionResul t s is performed in the method get Subscri pti onResul ts():

public static SubscriptionResul tsList getSubscriptionResul ts(Get_subscriptionResults save)
throws UDDI Exception, SOAPException {
UDDI _Subscri ption_Port Type subscriptionStub = get SubscriptionStub();
Systemout.print("Get in progress ...");
SubscriptionResul tsList result = subscriptionStub. get_subscriptionResul ts(save);
Systemout. printin(" done");
return result;

}
Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Advanced Subscription demo
set. Let us continue with our GetSubscriptionResults demo.

1 Besurethat thedemosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to:

Windows: %REGISTRY _HOM E%\demos\advanced\subscription
UNIX: $REGISTRY_HOM E/demos/advanced/subscription

3 Buildal demosusing:

Windows: run.bat make
UNIX: Jrun.sh make
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» When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\common\.\build\classes al ready exists.

Thisis expected and does not indicate a problem.

To get alist of all available demos, run

Windows: run.bat help
UNIX: Jrun.sh help

The selected demo can be executed viathe run with the name of the demo as parameter. For example,
to run the GetSubscriptionResults demo, invoke

Windows: run.bat GetSubscriptionResults
UNIX: Jrun.sh GetSubscriptionResults

The HP SOA Registry Foundation Subscription demos show a complete use case for the Subscription
API. The SaveSubscription demo creates anew subscription for the user John Demo. This subscription
monitors changes to the business entity named Mar ket i ng.

Runni ng SaveSubscription deno...

khkkkkkkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhkhhhhhkkhkkhkkhkkhkkhkkhkkhkkk k&

* HP SOA Registry Denmp - SaveSubscri ptionDeno *h

khkkkkkkhhkkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhkkhkkhkkhkkhkkhkkk k&

Saving subscription where

Enter user nane [deno_john]:

Enter password [demo_j ohn]:

Enter business name to watch [Marketing]:
Enter subscription validity in days [2]:
Enter limt of subscription results [5]:

Using Security at url https://myconp.com 8443/ uddi/security .. done
Logging in .. done

busi nessNane = Marketing

limt =5

valid = 2
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Using Subscription at url https://nyconmp.com 8443/ uddi/subscription .. done
Save in progress ... done

Subscription 1 : uddi:4f0d7450-a578-11d8-91cd- 5¢1d367091cd
<subscription brief="fal se" xm ns="urn: uddi-org:sub_v3">
<subscri ptionKey>uddi : 4f 0d7450- a578- 11d8- 91cd- 5¢1d367091cd</ subscri pti onKey>
<subscriptionFilter>
<find_busi ness xm ns="urn: uddi - org: api _v3">
<name>Mar ket i ng</ name>
</ find_busi ness>
</ subscriptionFilter>
<maxEntities>5</ maxEntities>
<expiresAfter>2004- 05- 14T11: 28: 30. 721+02: 00</ expi r esAf t er>
</ subscri ption>

LR T )

Loggi ng out .. done

If you want to list your available subscriptions, run the Get Subscri pti ons demo:

Findi ng subscriptions where
Enter user nane [denp_j ohn]
Enter password [deno_j ohn]:

Using Security at url https://myconp.com 8443/ uddi/security .. done

Logging in .. done

Usi ng Subscription at url https://myconp. com 8443/ uddi/subscription .. done
Get in progress ... done

Subscription 1 : uddi: 4f0d7450-a578-11d8-91cd- 5¢1d367091cd
<subscription brief="false" xm ns="urn: uddi-org: sub_v3">
<subscri pti onKey>uddi : 4f 0d7450- a578- 11d8- 91cd- 5¢1d367091cd</ subscri pti onKey>
<subscriptionFilter>
<find_busi ness xm ns="urn: uddi -org: api _v3">
<name>Mar ket i ng</ nane>
</ find_busi ness>
</ subscriptionFilter>
<maxEntities>5</ maxEntities>
<expi resAft er >2004- 05- 14T11: 28: 30. 721+02: 00</ expi resAft er >
</ subscription>

LR

Loggi ng out .. done
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Now we need to generate some traffic on UDDI registry, that matches the subscription filter, that we
have defined. Y ou can use SaveBusiness demo from HP SOA Registry Foundation Basic Publishing
demos to save business entity named Marketing.

Runni ng SaveBusi ness deno. ..

T E]

ok HP SQA Registry Denp - SaveBusi nessDenp *hk

T E]

Saving business entity where

Enter (optional) businessKey []:

Enter count of names [1]:

Enter |anguage code []:

Enter name in |anguage [Marketing]:

Enter description [Saved by SaveBusiness denp]:

Using Security at url https://myconp.com 8443/ uddi/security .. done
Logging in .. done

busi nessKey =

lang = null, name = Marketing

description = Saved by SaveBusiness demp

Using Publishing at url https://myconp.com 8443/ uddi/publishing .. done
Save in progress ... done

Business 1 : uddi:8097cc00-a578-11d8-91cd-5c¢1d367091cd

<busi nessEntity busi nessKey="uddi: 8097cc00- a578- 11d8- 91cd- 5¢1d367091cd" xm ns="urn: uddi - or g: api _v3">
<nane> Market i ng</ nane>
<description> Saved by SaveBusiness demp</descri ption>

</ busi nessEntity>

Then we want to get the results of the subscription. It is necessary to specify correct subscription key
and sufficient coverage period.

Runni ng Get Subscri ptionResults deno...

LR T E

e HP SOA Registry Demp - Get Subscri ptionResul t sDeno ko

L T E

Finding subscription results where

Enter user nane [deno_john]:

Enter password [deno_j ohn]:

Enter subscription key []: uddi:4f0d7450-a578-11d8- 91cd- 5¢1d367091cd
Enter start of coverage period in mnutes [60]:

Using Security at url https://myconp.com 8443/ uddi/security .. done
Logging in .. done
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Using Subscription at url https://nyconmp.com 8443/ uddi/subscription .. done
Get in progress ... done

Subscription uddi: 4f 0d7450- a578- 11d8- 91cd- 5¢1d367091cd

Coverage period=Fri My 14 08:30:28 CEST 2004 - Fri My 14 09:30:28 CEST 2004

Subscription results
<subscriptionResul tsLi st xm ns="urn: uddi - org: sub_v3">
<chunkToken>0</ chunkToken>
<cover agePeri od>
< start Poi nt >2004- 05- 14T08: 30: 28. 565+02: 00</ st ar t Poi nt >
< endPoi nt >2004- 05- 14T09: 30: 28. 824+02: 00</ endPoi nt >
</ cover agePeri od>
< subscription brief="fal se">
< subscri ptionKey> uddi : 4f 0d7450- a578- 11d8- 91cd- 5¢1d367091cd</ subscri pti onKey>
< subscriptionFilter>
< find_business xm ns="urn: uddi - org: api _v3">
< nanme> Market i ng</ nanme>
</ find_busi ness>
</ subscriptionFilter>
< maxEntities>5</maxEntities>
< expiresAfter>2004- 05- 14T11: 28: 30. 721+02: 00</ expi resAf t er>
</ subscri ption>
< busi nessLi st >
< busi nessl nf os>
< busi nessl nfo busi nessKey="uddi : 8097cc00- a578- 11d8- 91cd- 5¢1d367091cd" >
< nanme> Market i ng</ nanme>
< description> Saved by SaveBusiness demp</description>
</ busi nessl nf 0>
</ busi nessl nf 0s>
</ busi nessLi st >
</ subscri ptionResul t sLi st >

LR T

If we do not need the subscription anymore, we can delete it with DeleteSubscription demo.
khkkkkkkkhkhkhhhhhkkhkkkkhkhhhhhkkkkkkkhkhhhhkhkkkkkhkhkhkhhkhhhkkhkhkkhkhkhhhhhhkxhkkkhkhkhhkxx

e HP SOA Registry Denp - Del et eSubscri pti onDenp o

LR R T E

Del eting subscription where
Enter subscription key []: uddi: 4f0d7450-a578-11d8- 91cd- 5¢1d367091cd

Using Security at url https://myconp.com 8443/ uddi/security .. done

Logging in .. done

subscriptionKey = uddi: 4f 0d7450- a578- 11d8- 91cd- 5¢1d367091cd

Usi ng Subscription at url https://myconp.com 8443/ uddi/subscription .. done
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Delete in progress ... done
Loggi ng out .. done

Validation

The HP SOA Registry Foundation Validation demo shows how to implement, deploy, and use a custom
valueset validation service.

The valueset validation API provides methods to validate values used in keyedReferences of checked
taxonomies. The checks might range from very simple (check value against list of available valueslikein
Internal Validation service) to complex, which performs contextual checks.

There are two classes and one xml file to import taxonomy, that are used by the Validation demo.

| SBNValidation. Valueset validation interface implementation. It checks keyV a uesfrom keyedReferences
in al structures. The keyValue must bein ISBN format, otherwise E_invalidValue UDDI exception is
thrown to deny the save operation.

isbn.xml. Taxonomy description used to import checked categorization demo:ISBN into the HP SOA
Registry Foundation.

ValidationDemo. Demonstrates how to save atModel with the keyedReference, that uses demo:|SBN
categorization checked by ISBNValidation.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To run the HP SOA Registry Foundation's demos, your registry must be running. To start the HP SOA
Registry Foundation, execute the serverstart script:

Windows: %REGISTRY_HOMEY\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at local level. The global properties arelocated in
thefile:
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Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
is, a thelocal level), edit env. properti es. Thisfileislocated in the same directory asthefilerun. sh (run. bat).
Local level propertiesfor the val i dati on demo is loaded from thefile:

Windows: %REGISTRY _HOME%\demos\advanced\validation\env.properties
UNIX: $REGISTRY_HOME/demos/advanced/validation/env.properties

Table 104. Properties Used in Demos

Name Default Value Description
uddi.demos.user.john.name demo_john first user's name
uddi.demos.user.john.password | demo_john first user's password
uddi.demos.url.publishing http://1ocal host : 8080/ uddi / publ i shi ng the publishing Web service port

URL
uddi.demos.url.security http: //1ocal host : 8080/ uddi / securi ty| the security Web service port URL

Presentation and Functional Presentation

This section describes programming pattern used in ISBNValidation class. Y ou can find its source codein
thefile

Windows: %REGISTRY HOMEY8\demosiadvancedivaidation\src\demoluddi\validation\| SBNVdidationjava
UNIX: $REGISTRY_HOME/demog/advancedivaidation/src/demao/uddi/vaidetion/| SBNVdidation java

The HP SOA Registry Foundation simplifiesthe development of VValueset validation services. It intelligently
performs some checks automatically based on the properties of the taxonomy (content of categoryBag), so
you as developer may concentrate on logic of your validation service. For example it ensures, that
categorization tModelK ey is not used in identifierBag or that it is used only in UDDI structures, for which
its compatibility was declared.
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Let's start with description of val i dat e_val ues method. It serves as starting point to the validation service.
TheValidate valuesobject containsat least onetModel, businessEntity, businessService, bindingTemplate
or publisherAsertion, which contains reference to the taxonomy validated by thisweb service. If thevalidation
service is shared between several taxonomies, UDDI structures, which use them, are grouped in single
validate valuescall.

When the method val i dat e_val ues finds the structure type to be validated, it callsval i dat e_val ues on the list
of UDDI structures, which iterates over each element inthelist and call val i dat e method on single structure.
If thereis at least one error in dispositionReport, UDDI exception is thrown to deny the save operation.

public DispositionReport validate_val ues(Validate_val ues body) throws UDDI Exception {
Di sposi tionReport report = new DispositionReport();

if (body. getBusinessEntityArrayList() !'= null)
val i dat e_val ues(body. get Busi nessEntityArrayList(), report);

else if (body. getBusinessServiceArrayList() '= null)
val i dat e_val ues(body. get Busi nessServi ceArrayList(), report);

else if (body.get TMdel ArrayList() != null)
val i dat e_val ues(body. get TModel ArrayList(), report);

else if (body.getPublisherAssertionArrayList() !'= null)
val i dat e_val ues(body. get Publ i sher AssertionArrayList(), report);

else if (body.getBindingTenplateArrayList() != null)
val i dat e_val ues(body. get Bi ndi ngTenpl at eArrayList(), report);

Resul t ArrayList results = report.getResul t ArrayList();
if (results == null || results.size() == 0)
return DispositionReport. Dl SPCSI TI ON_REPORT_SUCCESS;

t hrow new UDDI Exception(report);
}

This method than validates all keyedReferences and if the structure contains children (for example
businessServices in businessEntity), it recursively validates the too. For demo:1SBN categorization the
check of identifierBag is useless, because the HP SOA Registry Foundation would already detect it aserror
and stop the execution of save operation.

private void validate(Thbdel tMdel, DispositionReport report) throws UDDI Exception {
Cat egoryBag cat egoryBag = t Mdel . get Cat egor yBag() ;
IdentifierBag identifierBag = tMdel.getldentifierBag();
KeyedRef erenceArrayLi st keyedRef erences;
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if (categoryBag != null) {
keyedRef erences = cat egoryBag. get KeyedRef erenceArrayLi st ();
if (keyedReferences != null) {
val i dat e( keyedRef erences, report);
}

val i dat eKeyedRef er enceG oups( cat egor yBag. get KeyedRef er enceG oupArraylLi st(), report);
}

if (identifierBag != null) {
keyedRef erences = identifierBag. get KeyedRef erenceArrayList();
if (keyedReferences != null) {
val i dat e( keyedRef erences, report);
}

}

The method val i dat e iterates over all keyedReferences and if they reference demo:I SBN taxonomy, than it
checksthe keyValue, if itisin valid ISBN format. If not, it adds error report to dispositionReport.
private void validate(KeyedReferenceArrayList keyedReferenceArrayList, DispositionReport report)
throws UDDI Exception {
for (Iterator iter = keyedReferenceArrayList.iterator(); iter.hasNext();) {
KeyedRef erence keyedReference = (KeyedReference) iter.next();
if (TMODEL_KEY. equal sl gnor eCase( keyedRef er ence. get TMbdel Key())) {
if (!checkl SBN(keyedRef erence. get KeyVal ue())) {
String message = "KeyValue is not valid I SBN number in " + keyedReference.toXM();
report. addResul t (creat eResul t (UDDI Error Codes. E_| NVALI D VALUE, message));

}

Theimplementation of ISBNV alidation web serviceisnot optimal. It scansall UDDI structures and containers
of keyedReferences, even if the HP SOA Registry Foundation was configured to deny such usage. The
optimal code would check only categoryBag in tModels.

Building and Running Demos

This section shows, how to build, deploy and run the HP SOA Registry Foundation Advanced Validation
demo.

1 Besurethat thedemosare properly configured and the HP SOA Registry Foundation isup and running.
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Change your working directory to

Windows: %REGISTRY_HOME%\demos\advanced\validation
UNIX: $REGISTRY_HOM E/demos/advanced/validation

Build al classes using:

Windows: run.bat make
UNIX: Jrun.sh make

» When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\comon\.\build\classes al ready exists.

Thisis expected and does not indicate a problem.

Copy thefile ISBNVadidation.class to REGISTRY _HOM E/app/uddi/services/Wasp-inf/classes

Windows: cd %REGISTRY_HOM E%\demos\advanced\validation\build

xcopy classes %REGISTRY _HOM E%\app\uddi\services\Wasp-inf\classes /S
UNIX: cd $REGISTRY _HOME/demos/advanced/validation/build

cp -r classes $REGISTRY _HOME/app/uddi/services/Wasp-inf

Now use Advanced Taxonomy demo UploadTaxonomy to upload the file isbn.xml located in data
subdirectory of Validation demo directory. For more information, how to do it, read Taxonomy demo
documentation.

When thedemo:1 SBN taxonomy has been uploaded and | SB\val i dat i on. ¢l ass copied, you must shutdown
the HP SOA Registry Foundation, delete the REGISTRY_ _HOME/work directory, and restart the HP
SOA Registry Foundation.

The VaidationDemo can be executed via command run with
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Windows: run.bat ValidationDemo
UNIX: Jrun.sh ValidationDemo

The output of this demo will resemble the following:

8  Torebuild demos, executerun. bat clean (./run.sh clean) to delete the classes directory and run. bat
make (./run.sh make) to rebuild the demo classes.

Taxonomy

The HP SOA Registry Foundation Taxonomy demos demonstrates the HP SOA Registry Foundation's
Taxonomy capabilities and show how to use this API.

The Taxonomy is used to manage and query taxonomiesin the HP SOA Registry Foundation. These demos
cover al APl methods, so you can learn how to download, upload, save, delete, get and find taxonomies.
In addition, you can manage individual valuesin internally checked taxonomies using the Category API.

The HP SOA Registry Foundation contains the following demos to assist you in learning the HP SOA
Registry Foundation Taxonomy and Category APIs.

SaveT axonomy. Demonstrates how to save unchecked taxonomy, which can be used in businessEntities
and tModels.

DeleteT axonomy. Demonstrates how to del etes selected taxonomy. If the taxonomy was checked, associated
binding template is automatically removed too.

UploadTaxonomy. Demonstrates how to upload thefile containg taxonomy. This API call isusefull, when
you need to process redlly large taxonomies, because it operates on stream of data.

DownloadTaxonomy. Demonstrates how to download selected taxonomy. Again this method is stream
oriented.

GetTaxonomy. Demonstrates how to get details of selected taxonomy.
FindTaxonomy. Demonstrates how to search for taxonomies based on given criteria.
AddCategory. Demonstrates how to add new category (keyedReference value) to existing internal taxonomy.

DeleteCategory. Demonstrates how to delete the category in existing internal taxonomy.
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SetCategory. Demonstrates how to update the category in existing internal taxonomy.

M oveCategory. Demonstrates how to change the parent of the category in existing internal taxonomy.
GetCategory. Demonstrates how to get the category of the internal taxonomy.

GetRootCategory. Demonstrates how to get list of the top-level categories of the internal taxonomy.

GetRootPath. Demonstrates how to get list of parents of selected category, from the top-level category to
the selected one.

FindCategory. Demonstrates how to get list of categories, that match some criterias.
Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To run the HP SOA Registry Foundation's demos, your registry must be running. To start the HP SOA
Registry Foundation, execute the serverstart script:

Windows: %REGISTRY _HOM E%\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at local level. The global properties arelocated in
thefile:

Windows: %REGISTRY _HOMEY6\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
is, a thelocal level), edit env. properti es. Thisfileislocated in the same directory asthefilerun. sh (run. bat).
Local level properties for the Taxonony demo is loaded from the file:

Windows: ‘%REGISTRY_HOM E%\demos\advanced\taxonomy\env.properties \
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UNIX: $REGISTRY_HOM E/demos/advanced/taxonomy/env.properties

Table 105. Properties Used in Demos

Name Default Value Description
uddi.demos.user.john.name demo_john first user's name
uddi.demos.user.john.password | demo_john first user's password
uddi.demos.url .taxonomy http: // 1 ocal host : 8080/ uddi / t axonony | the taxonomy Web service port
URL

uddi.demos.url.category http://1ocal host : 8080/ uddi / cat egory| the category Web service port
URL

uddi.demos.url.security http://1ocal host : 8080/ uddi / securi ty| the security Web service port URL

Presentation and Functional Presentation

This section describes programming pattern used in all demos using the SaveTaxonomy demo asan example.
You can find its source code in the file:

Windows: %REGISTRY _HOM E¥6\demosiadvancaditaxonomy\sc\demoludd taxonomy\SaveT axonomy java
UNIX: $REGISTRY _HOM E/demos/advanceditaxonomy/src/demaluddi/ftaxonomy/SaveT axonomy java

The main method of this demo is straightforward. It gathers user'sinput, logs the user in the HP SOA
Registry Foundation, createsan object of Save_taxonomy, sendsit to UDDI registry over SOAP and displays
the result.

String user = Userlnput.readString("Enter user nane", "adnin");

String password = Userlnput.readString("Enter password", "changeit");

String name = Userlnput.readString("Enter name", "Denp identifier");

String description = Userlnput.readString("Enter description”, "Saved by SaveTaxonony demp");
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();

String authlnfo = getAuthlnfo(user, password, security);

Save_t axonony save = createSaveTaxonony(nane, description, authlnfo);
TaxononmyDetail result = saveTaxonony(save);

print TaxononyDetail (result);

di scardAut hl nfo(authl nfo, security);
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When saving taxonomy, you must first create atModel, that will represent it. Y ou can set your publisher
assigned tModelK ey and other properties. The only mandatory property isname. Y ou don't need to specify
taxonomy related keyedReferences in categoryBag, they shall be set in Taxonomy.

The Categorization is used to define usage of the taxonomy. Valid values are identifier, categorization,
categorizationGroup and relationship. The compatibility marks tModel with information, in which UDDI
structures it can be used.

This example creates an unchecked identifier, that can be used only in categoryBags of business entities
and tModels.

public static Save_taxonony createSaveTaxonony(String nane, String description, String authlnfo)
throws |nvalidParaneterException {
Systemout.printin("name =" + nanme);
Systemout. printlin("description =" + description);

Thodel tMdel = new Thodel ();
t Model . set Nane(new Nane(nane));
t Model . addDescri ption(new Description(description));

Taxonony taxonony = new Taxonony(tMdel);

t axonony. set Check(Bool ean. FALSE) ;

t axonony. addCat egori zati on(Cat egori zation.identifier);

t axonony. addConpati bi lity(Conpatibility.businessEntity);
t axonony. addConpatibility(Conpatibility.tMdel);

Save_taxonony save = new Save_t axonony();
save. addTaxonony(taxonony) ;
save. set Aut hl nf o(aut hl nf o) ;

return save;

}

The helper method get TaxononySt ub() returns the Taxonomy stub of the Web service listening at the URL
specified by the URL_TAXONOW property.

public static TaxononyApi getTaxononyStub() throws SOAPException {
String url = DermoProperties. get Property( URL_TAXONOWY, "http://Iocal host: 8080/ uddi/taxonony");
Systemout. print("Using Taxonomy at url " + url +" ..");
TaxononyApi taxonony = TaxonomyStub. get | nstance(url);
Systemout.printin(" done");
return taxonony;

}

The Taxonomy API call save_t axonony is performed in the method saveTaxonony() .
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public static TaxononyDetail saveTaxonomy(Save_taxonony save)
throws UDDI Exception, SCAPException {
TaxononyApi taxonony = get TaxononyStub();
Systemout.print("Save in progress ...");
TaxononyDetai | taxononyDetail = taxonony.save_taxonony(save);
Systemout.printin(" done");
return taxononyDetail;

The returned TaxonomyDetail object is displayed in pri nt TaxononyDet ai | method.

public static void printTaxononyDetail (TaxononyDetail taxononyDetail) {
Systemout. printin();

TaxononyArrayLi st taxononyArraylList = taxonomyDetail.get TaxononyArrayList();
int position = 1;
for (Iterator iterator = taxononyArraylList.iterator(); iterator.hasNext();) {
Taxonomy taxonony = (Taxonony) iterator.next();
Systemout. println("Taxonony " + position + " : " + taxonony.get TModel (). get TModel Key());
System out. println(taxononmy.toXM.());
Systemout. printin();
(

H MWhkhhkhkhkhkkhkhkhhhhhhhkhkhkkhkhkhhhhhhhhkhkkhkkhkhhdhhhhhkhkkhkkhkhkhkhhkrkrrxx) .
Systemout.printin );

posi tiont+;

Building and Running Demos

This section shows, how to build and run the HP SOA Registry Foundation Advanced Taxonomy demo
set. Let's continue with our SaveTaxonomy demo.

1 Besurethat thedemosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to

Windows: %REGISTRY _HOMEY\demos\advanced\taxonomy
UNIX: $REGISTRY_HOME/demos/advanced/taxonomy

3 Buildal demosusing:
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Windows: run.bat make
UNIX: Jrun.sh make

» When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\comon\.\build\classes al ready exists.

Thisis expected and does not indicate a problem.

To get list of al available demos, run

Windows: run.bat help
UNIX: Jrun.sh help

The selected demo can be executed via command run with name of demo as parameter. For example
to run the SaveTaxonomy demo, invoke

Windows: run.bat SaveTaxonomy
UNIX: Jrun.sh SaveTaxonomy

The output of this demo will resemble the following:

Runni ng SaveTaxonony deno. ..

LR T E

ok HP SOA Regi stry Denp - SaveTaxononyDenp *h

LR T E

Savi ng taxononmy where

Enter user nane [admin]:

Enter password [changeit]:

Enter nane [Deno identifier]:

Enter description [Saved by SaveTaxonony deno]:

Using Security at url https://myconp.com 8443/ uddi/security .. done
Logging in .. done

nane = Deno identifier

description = Saved by SaveTaxonony denmp

Usi ng Taxonony at url https://myconp. com 8443/ uddi/taxonony .. done
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Save in progress ... done

Taxononmy 1 : uddi:5c1d5d80- a4d4- 11d8- 91cd- 5¢1d367091cd
<taxononmy check="fal se" xm ns="http://systinet.conf uddi/taxonomy/v3/5.0">
<t Model t Mdel Key="uddi : 5c1d5d80- a4d4- 11d8- 91cd- 5¢1d367091cd"
xm ns="urn: uddi - or g: api _v3">
<name>Deno identifier</name>
<descri ption>Saved by SaveTaxonony demp</descri ption>
<cat egor yBag>
<keyedRef erence t Model Key="uddi : uddi . or g: cat egori zati on: t ypes"
keyNanme="1dentifier systent keyVal ue="identifier"/>
<keyedRef erence t Model Key="uddi : systinet.com taxonony: conpatibility"
keyNane="Conpatibility" keyVal ue="busi nessEntity"/>
<keyedRef erence t Model Key="uddi : systinet.com taxonony: conpatibility"
keyNane="Conpatibility" keyVal ue="t Mdel "/>
<keyedRef erence t Model Key="uddi : uddi . or g: cat egori zati on: t ypes"
keyNanme="Unchecked val ue set" keyVal ue="unchecked"/>
</ cat egor yBag>
</t Model >
<conpati bilityBag>
<conpati bi | i t y>busi nessEntity</conpatibility>
<conpati bi i ty>t Model </ conpatibility>
</ conpati bi | i tyBag>
<cat egori zati onBag>
<categorization>identifier</categorization>
</ categori zat i onBag>
</t axonony>

LR T

Loggi ng out .. done

6 To rebuild demos, executerun. bat clean (./run.sh clean) to delete the classes directory and r un. bat
nake (./run.sh make) to rebuild the demo classes.

Security Demos
Security Demos section includes the following demos:;

e Account Demos - You will learn how to register new accounts (or update existing accounts), enable,
get, find, and delete accounts.

*  Group Demos - You will learn how to create or update, get, find and delete groups.
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e Permission Demos - You will learn how to set and search permissions.

* ACL Demos- The Systinet ACL extension is used to grant or revoke rights to selected users or groups.
Y ou will learn how to create, save, delete, get and find ACLSs.

Account

The HP SOA Registry Foundation Account Demos are used to demonstrate the HP SOA Registry Foundation
application programming interface's capabilities and to demonstrate how to use this API.

You will learn how to register new accounts (or update existing accounts), enable, get, find, and delete
accounts.

The HP SOA Registry Foundation security account demo set contains the following demos to assist you in
learning the HP SOA Registry Foundation client API:

SaveA ccount. Demonstrates how to construct and fill the save_account object, get an Account stub for the
UDDI registry, and perform the save_account call.

DeleteAccount. Demonstrates how to construct and fill the Del et e_account object, get an Account stub for
the UDDI registry, and perform the del et e_account call.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To run the HP SOA Registry Foundation's demos, your HP SOA Registry Foundation must be running. To
start the registry, execute the server start script:

Windows: %REGISTRY_HOMEY\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at the local level. The global properties are located
inthefile:

Windows: %REGISTRY_HOME%Y\demos\env.properties
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UNIX: ‘

$REGISTRY_HOM E/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of the box, and their
modification affects all demos. If you need to redefine a property's value for asingle demo (that is,, at the
local level), edit env. properties. Thisfileislocated in the same directory asthefilerun. sh (run. bat). Local

level properties for the Account demo are loaded from the file:

Windows:

%REGISTRY _HOME%\demos\security\account\env.properties

UNIX:

$REGISTRY _HOME/demos/security/account/env.properties

Table 106. Prop

ertiesUsed in Demos

Name Default Value Description
uddi.demos.url.account http://1ocal host : 8080/ uddi / account the account Web service port
URL
uddi.demos.url.security http://1ocal host : 8080/ uddi / security the security Web service port
URL

Presentation and

This section describes the programming pattern used in all demos using the SaveAccount demo as an

example. You can

Functional Presentation

find this demo's source code in the file:

Windows:

%REGISTRY _HOM E%\demaos\security\account\src\demo\uddi\account\SaveA ccount. java

UNIX:

$REGISTRY _HOM E/demos/security/account/src/demo/uddi/account/SaveA ccount.java

The main method is divided into two parts. Thefirst part serves to configure the demo by the user. It reads
the credentials of the user who will run the demo. If you wish to save new user on aregistry that supports
public registration, then the demo may be modified to skip authentication. It then reads information about
the new user to be saved (or about the user to be updated) including login name, password, name, and email

address.

The second part contains the execution of the demo. It looks up the security stub and authenticates the user.
It then creates a save_user Account object and sends it over SOAP to the UDDI registry as asave_user Account

operation. The returned User Account Object is printed to the console and the authinfo is discarded.
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String adnin = Userlnput.readString("Enter admin |ogin", "admn");

String adnin_password = Userlnput.readString("Enter adm n password","changeit");
String login = Userlnput.readString("Enter new user's |ogin","deno_eric");
String password = Userlnput.readString("Enter password","denmo_eric");

String name = Userlnput.readString("Enter full nanme","Eric Dem");

String email = Userlnput.readString("Enter email","demo_eric@ocal host");
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();

String authlnfo = get Authlnfo(adm n, adm n_password, security);

Save_user Account save = createSaveUser Account (1 ogin, password, nane, email, authlnfo);
User Account user Account = saveUser Account (save);

print User Account (user Account) ;

di scardAut hl nfo(aut hl nfo, security);

The method cr eat eSaveUser Account IS used to create an object representing the save_user Account operation.
The authinfo is required under two circumstances. if the HP SOA Registry Foundation is configured not
to alow public registration or if the account already exists.

public static Save_userAccount createSaveUser Account(String login, String password,
String name, String email, String authinfo) throws |nvalidParaneterException {

Systemout.printin("login =" + login);
Systemout.println("password =" + password);
Systemout.printin("name =" + nanme);
Systemout.printin("email =" + emil);

User Account account = new User Account();
account . set Logi nNane(| ogi n);

account . set Passwor d( password);

account . set Ful | Nane( name) ;

account. set Emai | (emmi l ) ;

account . set LanguageCode("EN");

Save_user Account save = new Save_user Account (account, authlnfo);
return save;

}

The helper method, get Account St ub() , returns the UDDI Account stub of the web service listening at the
URL specified by the URL_ACCOUNT property.

public static AccountApi getAccountStub() throws SOAPException {
/'l you can specify your own URL in property - uddi.denps.url.account
String url = DermoProperties. get Property( URL_ACCOUNT, "http://Iocal host: 8080/ uddi/account");
Systemout.print("Using Account at url " +url +" ..");
Account Api account = Account Stub. getlnstance(url);
Systemout. printin(" done");
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}

return account;

The HP SOA Registry Foundation API call save_user Account is performed in the method saveUser Account .

public static UserAccount saveUserAccount (Save_user Account save) throws SOAPException, AccountException {

}

Account Api account Api = get Account Stub();
Systemout.print("Save in progress ...");

User Account user Account = account Api . save_user Account ( save);
Systemout. printin(" done");

return userAccount;

Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Account demos.

1

2

Besurethat the demos are properly configured and the HP SOA Registry Foundation isup and running.

Change your working directory to

Windows: %REGISTRY _HOM E%\demos\security\account

UNIX: $REGISTRY_HOME/demos/security/account

Build demos using:

Windows: run.bat make

UNIX: Jrun.sh make

) 2 When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\conmon\.\build\classes already exists.

Thisis expected and does not indicate a problem.

To get list of al available commands, run
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Windows: run.bat help

UNIX: Jrun.sh help

The selected demo can be executed viathe run command using the name of the demo as a parameter.
For example, to run the SaveAccount demo, invoke

Windows: run.bat SaveA ccount

UNIX: run.sh SaveA ccount

The output of this demo will resemble the following:

Runni ng SaveAccount deno. ..

T E

ok HP SOA Registry Denp - SaveAccount — ***

T E

Savi ng user account where

Enter adnmin login [admn]:

Enter admin password [changeit]:
Enter new user's login [denp_eric]:
Enter password [deno_eric]:

Enter full nanme [Eric Denp]:

Enter emmil [deno_eric@ocal host]:

Using Security at url https://myconp.com 8443/ uddi/security .. done
Logging in .. done

login = demo_eric

password = deno_eric

nane = Eric Denp

emai | = deno_eri c@ ocal host
Usi ng Account at url https://myconp. com 8443/ uddi/account .. done
Save in progress ... done

User account

<user Account xm ns="http://systinet.con uddi/account/5.0">
<l ogi nName>deno_eri c</| ogi nNanme>

<passwor d>GD70gCeNf kwBph1m2bgGxQ==</ passwor d>

<emai | >demo_eri c@ ocal host </ emai | >

<ful | Name>Eri ¢ Deno</ful | Nane>

<l anguageCode>EN</ | anguageCode>

<expi ration>1970-01- 01T02: 00: 00. 000+02: 00</ expi rati on>
<ext ernal >f al se</ external >
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<bl ocked>f al se</ bl ocked>

<busi nessesLi nit >1</ busi nessesLi nit >

<servi cesLim t>4</servicesLimt>

<bi ndi ngsLi ni t >2</ bi ndi ngsLi m t >

<t Mbdel sLi m t>100</t Model sLimit>
<assertionsLinit>10</assertionsLimt>

<subscri ptionsLi m t >0</ subscriptionsLimt>

<l ast Logi nTi me>2004- 05- 18T16: 20: 09. 084+02: 00</ | ast Logi nTi me>
</ user Account >

LR

Loggi ng out .. done

6 To rebuild demos, executerun. bat clean (./run.sh clean) to delete the classes directory and r un. bat
nake (./run.sh make) to rebuild the demo classes.

Group

The HP SOA Registry Foundation Group demos are used to demonstrate the HP SOA Registry Foundation
application programming interface's capabilities and to demonstrate how to use this API.

You will learn how to create or update, get, find and delete groups.

The HP SOA Registry Foundation security group demo set contains the following demosto assist you in
learning the HP SOA Registry Foundation client API:

Save. Demonstrates how to construct and fill the Save_gr oup object, get a Group stub for the UDDI registry,
and perform the save_group call.

Delete. Demonstrates how to construct and fill the Del et e_group object, get a Group stub for the UDDI
registry, and perform the del ete_group call.

Get. Demonstrates how to construct and fill the Get _gr oup object, get a Group stub for the UDDI registry,
and perform the get _group call.

Find. Demonstrates how to construct and fill the Fi nd_gr oup object, get a Group stub for the UDDI registry,
and perform thefind_group call.

Wher el Am. Demonstrates how to construct and fill the were_ani object, get a Group stub for the UDDI
registry, and perform the where_am call.
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Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To runthe HP SOA Registry Foundation's demos, your HP SOA Registry Foundation must be running. To
start the registry, execute the server start script:

Windows: %REGISTRY _HOM E%\bin\serverstart.bat

UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at the local level. The global properties arelocated

inthefile:
Windows: %REGISTRY _HOMEY6\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of the box, and their

modification affects all demos. If you need to redefine a property's value for asingle demo (that is,, at the
local level), edit env. properties. Thisfileislocated in the same directory asthefilerun. sh (run. bat). Local
level properties for the G oup demo are loaded from thefile:

Windows: %REGISTRY _HOME%Y\demos\security\group\env.properties

UNIX: $REGISTRY _HOME/demos/security/group/env.properties

Table 107. Properties Used in Demos

Name

Default Value

Description

uddi.demos.url.group

http://1 ocal host: 8080/ uddi / gr oup

the group Web service port

URL

uddi.demos.url.security

http://1ocal host: 8080/ uddi/security

the security Web service port

URL
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Presentation and Functional Presentation

This section describes the programming pattern used in all demos using the Wherel Am demo as an example.
Y ou can find this demo's source code in the file:

Windows: %REGISTRY _HOME%\demos\security\group\src\demo\uddi\group\Wherel Am.java
UNIX: $REGISTRY _HOM E/demos/security/group/src/demo/uddi/group/Wherel Am.java

The main method starts by gathering configuration information from the user. Thefirst, login name, isused
to run the command; the second is argument of the where_am operation. It then logs the user to the registry,
creates the where_am object, sendsit over SOAP and prints alist of groups to which the login belongs.

String user = Userlnput.readString("Enter login to authenticate",
DemoProperti es. get Property( USER_JOHN NAME) ) ;
String password = Userlnput.readString("Enter password",
DenoProperties. get Property( USER_JOHN_PASSWORD) ) ;
String login = Userlnput.readString("Enter login to search", user);
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();
String authlnfo = getAuthlnfo(user, password, security);
Where_anl save = creat eWhereAm (1 ogin, authlinfo);

G oupLi st groups = whereAnl (save);

print GroupLi st (groups);

di scardAut hl nfo(authl nfo, security);

The method cr eat evher eAm 1S USed to create an object representation of the where_am operation.

public static Were_am createWereAm (String login, String authlnfo)
throws |nvalidParaneterException {
Systemout.printin("login =" + login);

Where_anl find = new Wiere_am ();

find. setLogi nNane(! ogi n);
find. set Aut hl nf o(aut hl nfo);

return find;

}

The helper method, get GroupSt ub() , returns the UDDI Group stub of the Web service listening at the URL
specified by the URL_GRouP property.

public static G oupApi getGoupStub() throws SOAPException {
/1 you can specify your own URL in property - uddi.denos.url.group
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String url = DenmpProperties. getProperty(URL_GROUP, "http://|ocal host: 8080/ uddi/group");
Systemout.print("Using Goup APl at url " +url +" ..");
G oupApi account = G oupStub. getlnstance(url);
Systemout.printin(" done");

return account;

}

The HP SOA Registry Foundation API call where_ani is performed in the method wher eAnt .

public static G oupList whereAm (\Were_am find)
throws SOAPException, G oupException {
G oupApi groupApi = get G oupStub();
Systemout.print("Search in progress ...");
G oupLi st groups = groupApi.where_am (find);
Systemout. printin(" done");
return groups;

}

Finally the method print G oupLi st is used to print the found groups to the console.

public static void printG oupList(GoupList groups) {
Systemout. printin();
Li stDescription IistDescription = groups.getListDescription();
if (listDescription !=null) {
/1 1ist description is mandatory part of result, if the resultant list is subset of available data

int includeCount = IistDescription.getlncludeCount();

int actual Count = |istDescription.getActual Count();

int listHead = IistDescription.getListHead();

Systemout.printIn("Displaying " + includeCount + " of " + actual Count + ",
starting at position " + |istHead);

}

G oupl nfoArrayLi st groupl nfoArrayList = groups. get G oupl nfoArrayList();
if (grouplnfoArraylList == null) {

Systemout. println("Nothing found");

return;

}

int position = 1;
for (Iterator iterator = grouplnfoArrayList.iterator(); iterator.hasNext();) {
Gouplnfo group = (Gouplnfo) iterator.next();
Systemout.printin("Goup " + position);
Systemout. println(group.toXM.());
Systemout. printin();
(

Syst em OUt pI’I ntl n "*********************"k**"k**"k**"k*************************”)-
. ’

posi tion++;
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}

Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Group demos.

1 Besurethat the demosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to:

Windows:

%REGISTRY _HOMEY\demos\security\group

UNIX:

$REGISTRY _HOM E/demos/security/group

3 Build demos using:

Windows:

run.bat make

UNIX:

Jrun.sh make

» When compiling demos on Windows platforms, you may see the following text:

A subdirectory or file ..\..\common\.\build\classes already exists.

Thisis expected and does not indicate a problem.

4 Togetlist of all available commands, run

Windows:

run.bat help

UNIX:

Jrun.sh help

5  The selected demo can be executed via the run command with the name of the demo as parameter.
For example, to run the Wherel Am demo, invoke

Windows:

run.bat Wherel Am
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UNIX: Jrun.sh Wherel Am

The output of this demo will resemble the following:
Runni ng \Werel Am deno. ..

Kk kkkkkkk ko ko ko h ok h ok ko ko k ko ko ko ko ko kkkkkhkkkhkkkhkhkhkkkkkkkhkkkkkk k%

i HP SOA Registry Denmp - Werel Am  ***

Kk kkkkk ko k ko k ko kk ko h ok h ok h ok h ok h ok ko ko ko ko kkkkkkkkhkhkkhkhkhkkkhkkkkkkkkkkk k%

Find groups of user where

Enter login to authenticate [deno_john]:
Enter password [demo_j ohn]:

Enter login to search [denmo_john]:

Using Security at url https://myconp.com 8443/ uddi/security .. done
Logging in .. done

login = deno_j ohn

Using Group APl at url https://myconp.com 8443/ uddi/group .. done
Search in progress ... done

Goup 1

<grouplnfo xm ns="http://systinet.conf uddi/group/5.0">

<nane>syst entfever yone</ name>

<descripti on>The special group that contains all users.</description>
<privat eG oup>f al se</ privat eG oup>

<ext ernal >f al se</ ext ernal >

</ groupl nf 0>

Kk kkhkkkhkkhhkkhhkkhkkhkhkkhhkkhkkkhkkkhkkkhkkkhkkkhkkkhkkkhkkkhkkkkk k%

Goup 2

<grouplnfo xm ns="http://systinet.conf uddi/group/5.0">

<nane>syst en#r egi st er ed</ nane>

<descripti on>The special group that contains all users who are |ogged
onto the UDDI registry.</description>

<privat eG oup>f al se</ pri vat eG oup>

<ext ernal >f al se</ ext ernal >

</ groupl nf 0>

Kk kkhkkkhkkkhkkhkkhkkhhkkhkhkkhhkhkhkkhkhkkhkhkkhkhkkhkkkhkkkhkkkhkkkkk k%

Logging out .. done

To rebuild demos, execute run. bat clean (./run.sh clean) to delete the classes directory and r un. bat
make (./run. sh make) to rebuild the demo classes.
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Permission

The HP SOA Registry Foundation Permission Demos are used to demonstrate the HP SOA Registry
Foundation application programming interface's capabilities and to demonstrate how to use this API.

Y ou will learn how to set and search permissions.

The HP SOA Registry Foundation security permission demo set contains the following demosto assist you
in learning the HP SOA Registry Foundation client API:

SetPer mission. Demonstrates how to construct and fill the Set _per i ssi on object, get a Permission stub for
the UDDI registry, and perform the set _perni ssi on call.

WhoHasPer mission. Demonstrates how to construct and fill the wio_hasPer ni ssi on object, get a Permission
stub for the UDDI registry, and perform the who_hasPer ni ssi on call.

GetPer mission. Demonstrates how to construct and fill the Get _per ni ssi on object, get aPermission stub for
the UDDI registry, and perform the get _perni ssi on call.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To run the HP SOA Registry Foundation's demos, your HP SOA Registry Foundation must be running. To
start the registry, execute the server start script:

Windows: %REGISTRY_HOME%Y\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at thelocal level. The global properties are located
inthefile:

Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties
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The values set during the install ation of the HP SOA Registry Foundation work out of the box, and their
modification affects all demos. If you need to redefine a property's value for asingle demo (that is,, at the
local level), edit env. properties. Thisfileislocated in the same directory asthefilerun. sh (run. bat ). Local
level properties for the Per ni ssi on demos are loaded from thefile;

Windows: %REGISTRY _HOME%\demos\security\permission\env.properties
UNIX: $REGISTRY _HOME/demos/security/permission/env.properties

Table 108. Properties Used in Demos

Name Default Value Description
uddi.demos.url.permission | http://1 ocal host: 8080/ uddi / per ni ssi on the permission Web service
port URL
uddi.demos.url.security http://1ocal host: 8080/ uddi / security the security Web service port
URL

Presentation and Functional Presentation

This section describes the programming pattern used in all demos using the SetPermission demo as an
example. You can find this demo's source code in the file:

Windows: Y%REGISTRY_HOME%a\demosisscurity\permisson\src\dema\uddi\permisson\SetPermissonjava
UNIX: $REGISTRY_HOM E/demas/security/permiss on/sre/demo/uddi/permiss on/SetPermissionjava

The main method is divided into two parts. Thefirst part serves to configure the demo by the user. It reads
the credentials of the user who will run the demo and isallowed to set permissions. Then it reads permission
type, name, and action.

The second part contains the execution of the demo. It looks up the security stub and authenticates the user.
It then creates a Set _per i ssi on object and sends it over SOAP to the UDDI registry as aset _perni ssi on
operation. If the user has explicitly declared permissionsthat are not present in this operation, these will be
removed.

String user = Userlnput.readString("Enter |ogin","admn");

String password = Userlnput.readString("Enter password","changeit");

String principal = Userlnput.readString("Enter principal type", Principal Type.user.getValue());
String login = Userlnput.readString("Enter |ogin/group name",
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DemoProperti es. get Property( USER_JOHN_NAME) ) ;
String type = Userlnput.readString("Enter permission type",
"org.systinet.uddi.security.perm ssion. Api Manager Per mi ssion");
String name = Userlnput.readString("Enter permission nane",
“org.systinet.uddi.client.taxonony.v3. TaxononyApi");
String action = Userlnput.readString("Enter action", "downl oad_taxonony");
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();

String authlnfo = getAuthlnfo(user, password, security);

Set _permi ssion set = createSetPernission(login, principal, name, type, action, authlnfo);
set Permi ssion(set);

di scardAut hl nfo(aut hl nfo, security);

The method cr eat eSet Per i ssi on creates an object representing the set _per ni ssi on operation.

public static Set_perm ssion createSetPermssion(String login, String principal,
String name, String type, String action, String authinfo) throws InvalidParaneterException {
Systemout. println(principal +', login/name =" + |ogin);

Systemout.printin("type =" + type);
Systemout.printin("name =" + nanme);
Systemout.printin("action =" + action);

Per mi ssi onDescri ptors pernissionDescriptors = new PernissionDescriptors();

permi ssi onDescri ptors. set Principal (new Principal (Iogin, Principal Type.getPrincipal Type(principal)));
Per mi ssi onDescri ptor descriptor = new Permi ssionDescriptor();

descri ptor. set Name(nane);

descriptor.set Type(type);

descri ptor. addAction(action);

permi ssi onDescri ptors. addPer m ssi onDescri pt or (descriptor);

Set _permi ssion set = new Set_pernission();
set. set Perm ssi onDescri pt ors(permi ssi onDescriptors);
set. set Aut hl nfo(aut hl nfo);

return set;

}

The helper method, get Perni ssi onSt ub() , returns the UDDI Permission stub of the Web service listening at
the URL specified by the URL_PERM SSI ON property.

public static Perm ssionApi getPerm ssionStub() throws SOAPException {

/'l you can specify your own URL in property - uddi.denos.url.permssion

String url = DenoProperties. getProperty(URL_PERM SSION, "http://1ocal host: 8080/ uddi/perm ssion");
Systemout.print("Using Permission APl at url " +url +" ..");

Per m ssi onApi permi ssion = Permi ssionStub. getlnstance(url);

Systemout. printin(" done");
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return perm ssion;

}

The HP SOA Registry Foundation API call set _perni ssi on is performed in the method set Per ni ssi on.

public static void setPerm ssion(Set_permssion set) throws
SOAPExcept i on, Permi ssionException {
Per mi ssi onApi per ni ssi onApi = get Permi ssionStub();
Systemout.print("Save in progress ...");
permi ssi onApi . set_permi ssion(set);
Systemout. printin(" done");

}
Building and Running Demos

This section shows how to build and run the HP SOA Registry Foundation Permission demos.
1 Besurethat thedemosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to

Windows: %REGISTRY _HOM E%\demos\security\permission

UNIX: $REGISTRY_HOME/demos/security/permission

3 Build demosusing:

Windows: run.bat make

UNIX: Jrun.sh make

) 2 When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\conmon\.\build\classes already exists.

Thisis expected and does not indicate a problem.

4 Togetlist of all available commands, run

702



Windows: run.bat help
UNIX: Jrun.sh help

The selected demo can be executed viathe run command using the name of the demo as a parameter.
For example, to run the SetPermission demo, invoke

Windows: run.bat SetPermission
UNIX: Jrun.sh SetPermission

The output of this demo will resemble the following:

Runni ng Set Perni ssion deno. ..

L T E

**%  HP SOA Registry Denp: SetPermission  ***

T E

Setting permssion where

Enter login [admin]:

Enter password [changeit]:

Enter principal type [user]

Enter |ogin/group nane [deno_j ohn]

Enter permission type [org.systinet.uddi.security.pernission.Api Manager Per mi ssi on]
Enter permission nane [org.systinet.uddi.client.taxonony.v3. TaxononyApi]

Enter action [downl oad_t axonony]

Using Security at url https://myconp.com 8443/ uddi/security .. done
Logging in .. done

user, |ogin/name = demo_j ohn

type = org.systinet.uddi.security.pernission.Api Manager Permi ssi on
name = org.systinet.uddi.client.taxononmy.v3. TaxonomyAp

action = downl oad_t axonony

Usi ng Permission APl at url https://myconp.com 8443/ uddi/permssion .. done

Save in progress ... done
Logging out .. done

To rebuild demos, execute run. bat clean (./run.sh clean) to delete the classes directory and r un. bat
nmake (./run.sh make) to rebuild the demo classes.
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ACL

The HP SOA Registry Foundation ACL Demos demonstrate the HP SOA Registry Foundation ACL
application programming interface's capabilities and how to use this API.

The Systinet ACL extension is used to grant or revoke rights to selected users or groups. Y ou will learn
how to create, save, delete, get and find ACLs.

The HP SOA Registry Foundation Security ACL demo set contains the following demosto assist you in
learning the HP SOA Registry Foundation client API:

Create. Demonstrates how to use Create ACL to give one user rights to create a service in the business
entity of another user.

Save. Demonstrates how to use Save ACL to give one user rights to update the business entity of another
user.

Delete. Demonstrates how to use Delete ACL to give one user rights to delete a business entity of another
user.

Get. Demonstrates how to use Get ACL to revoke from a selected user the right to get the business detail
of abusiness entity.

Find. Demonstrates how to use Find ACL to hide the business entity in afind_business operation from a
selected user.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To runthe HP SOA Registry Foundation's demos, your HP SOA Registry Foundation must be running. To
start the registry, execute the server start script:

Windows: %REGISTRY _HOM E%\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh
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It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at thelocal level. The global properties are located

inthefile:
Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of the box, and their

modification affects all demos. If you need to redefine a property's value for asingle demo (that is,, at the
local level), edit env. properties. Thisfileislocated in the same directory asthefilerun. sh (run.bat). Local
level properties for the AcL demos are loaded from the file:

Windows:

%REGISTRY _HOMEY\demos\security\acl\env.properties

UNIX:

$REGISTRY _HOME/demos/security/acl/env.properties

Table 109. Properties Used in Demos

Name Default Value Description
uddi.demos.user.john.name | demo_john first user's name
uddi.demos.user.john.password | demo_john first user's password
uddi.demos.user.jane.name | demo_jane second user's name
uddi.demos.user.janepassword| demo_jane second user's password

uddi.demos.url.publishing

http://1 ocal host: 8080/ uddi / publ i shi ng

The publication Web service
port URL

uddi.demos.url.security

http://1ocal host: 8080/ uddi/security

the security Web service port
URL

Presentation and Functional Presentation

This section describes the programming pattern used in all demos using the Find demo as an example. You
can find this demo's source code in the file:

Windows:

%REGISTRY _HOME%\demos\security\acl\src\demo\uddi\acl\Find.java

UNIX:

$REGISTRY _HOME/demos/security/acl/src/demo/uddi/acl/Find.java
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The main method is divided into several logical parts. Thefirst part is used to configure the demo for the
user. The "good" user represents the user who will receive a positive ACL ; the "bad" user represents the
user who will receive anegative ACL.

The second part contains the save_busi ness operation with extrainformation. The ACLs are set in the
categoryBag. In the next section, the bad user unsuccessfully tries to find the business entity by name, and
finally the good user finds the business entity.

String name = Userlnput.readString("Enter business name", "ACL find demp");
String description = Userlnput.readString("Enter description",
"Denonstration of find-allowed, find-denied ACLs");
String searchName = Userlnput.readString("Enter search string", "ACL%);
String owner = Userlnput.readString("Enter entity owner", "admn");
String password = Userlnput.readString("Enter owner's password", "changeit");
String | oginGood = Userlnput.readString("Enter good user's |ogin",
DenoProperti es. get Property( USER_JOHN_NAME) ) ;
String passwordGood = Userlnput.readString("Enter good user's password",
DenoPr operti es. get Proper t y( USER_JOHN_PASSWORD) ) ;
String loginBad = Userlnput.readString("Enter bad user's |login",
DenoProperti es. get Property( USER_JANE_NAME) ) ;
String passwordBad = Userlnput.readString("Enter bad user's password",
DenoPr operti es. get Propert y( USER_JANE_PASSWORD) ) ;
Systemout. println();

UDDI _Security_Port Type security = getSecurityStub();

String authlnfoOmer = get Aut hl nfo(owner, password, security);

Save_busi ness saveBusi ness = creat eSaveBusi ness(name, description, |oginGood, |oginBad, authlnfoOaner);
Busi nessDetai | result = saveBusi ness(saveBusi ness);

print Busi nessDetail (result);

di scar dAut hl nf o(aut hl nf oOwner, security);

Systemout.printin(" ");

Systemout. println("Finding business entity where");

String authlnfoGood = get Aut hl nfo(l ogi nGood, passwordGood, security);

Fi nd_busi ness findBusiness = creat eFi ndByNane(sear chNane, aut hl nf oCGood);
Busi nessLi st busi nessList = findBusi ness(findBusiness);

pri nt Busi nessLi st ( busi nessLi st);

di scar dAut hl nf o( aut hl nf oGood, security);

Systemout.printin(" ");

Systemout. println("Finding business entity where");

String authlnfoBad = get Authl nfo(l ogi nBad, passwordBad, security);
findBusi ness = creat eFi ndByName(sear chNane, aut hl nfoBad);

busi nessLi st = findBusi ness(findBusiness);

pri nt Busi nessLi st ( busi nessLi st);

di scar dAut hl nf o( aut hl nf oGood, security);
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The creat eSaveBusi ness operation is used to create the Save_busi ness object. The ACLs are stored in the
keyedReferenceGroup with theuddi : systi net. com acl tModelK ey askeyedReference, wherethetModelK ey
specifies the tModelK ey of the ACL, keyValue holds the login name of the user or group, and finally
keyName is used to distinguish between users and groups in the keyValue.

public static Save_business createSaveBusi ness(String name,
String description, String goodUser,
String badUser, String authlnfo) throws InvalidParaneterException {
Systemout.printin("name =" + nane);
Systemout. println("description =" + description);
Systemout. println("goodUser =" + goodUser);
Systemout. println("badUser = " + badUser);

Busi nessEntity businessEntity = new BusinessEntity();
busi nessEntity. addNane(new Nanme(nane));
busi nessEntity. addDescri ption(new Description(description));

Cat egoryBag cat egoryBag = new Cat egoryBag();
busi nessEntity. set Cat egor yBag( cat egor yBag) ;
KeyedRef erenceG oup acl Goup = new KeyedRef erenceG oup("uddi : systinet.comacl");
acl G oup. addKeyedRef er ence(new KeyedRef er ence("uddi : systinet.comacl:find-all owed",

goodUser, "user"));
acl G oup. addKeyedRef er ence(new KeyedRef er ence("uddi : systinet.com acl : find- deni ed",

badUser, "user"));

cat egor yBag. addKeyedRef er enceG oup(acl G oup) ;

Save_busi ness save = new Save_business();
save. addBusi nessEnt it y(busi nessEntity);
save. set Aut hl nf o(aut hi nfo);

return save;

}

Thefind_busi ness operation takes the aut hi nf o parameter used to identify the user who runs the query.

public static Find_business createFi ndByNane(String nanme, String authlnfo)
throws |nvalidParaneterException {

Systemout.printin("name = " + nane);

Fi nd_busi ness find_business = new Fi nd_busi ness();

find_busi ness. addName( new Nane(nane));

find_busi ness. set MaxRows( new | nt eger (MAX_ROWE) ) ;

find_busi ness. set Aut hl nf o(aut hl nf o) ;

find_busi ness. addFi ndQual i fi er ("approxi mat eMat ch");

return find_business;

}
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Building and Running Demos
This section shows how to build and run the HP SOA Registry Foundation ACL demos.
1 Besurethat thedemosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to:

Windows: %REGISTRY_HOM E%\demos\security\acl

UNIX: $REGISTRY_HOME/demos/security/acl

3 Build demos using:

Windows: run.bat make

UNIX: Jrun.sh make

» When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\comon\.\build\classes al ready exists.

Thisis expected and does not indicate a problem.

4 Togetlist of all available commands, run

Windows: run.bat help

UNIX: Jrun.sh help

5  Theselected demo can be executed viathe run command with the name of the demo as parameter.
For example, to run the Find demo, invoke

Windows: run.bat Find

UNIX: Jrun.sh Find
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The output of this demo will resemble the following:

Runni ng Find deno...

T E]

ok HP SCA Registry Demo - ACLFind  ***

T E]

Saving business entity where

Ent er business name [ACL find deno]:

Enter description [Denonstration of find-allowed, find-denied ACLs]:
Enter search string [ACL%:

Enter entity owner [adnin]:

Enter owner's password [changeit]:

Enter good user's login [demo_john]:

Enter good user's password [deno_j ohn]:

Enter bad user's login [denmp_jane]:

Enter bad user's password [deno_j ane]:

Using Security at url https://myconp.com 8443/ uddi/security .. done

Aut henticating the user admin .. done

name = ACL find denmo

description = Denonstration of find-allowed, find-denied ACLs

goodUser = demo_j ohn

badUser = deno_j ane

Using Publishing at url https://myconp.com 8443/ uddi/publishing .. done
Save business in progress ... done

Business 1 : uddi: 91ba8390- a8e0- 11d8- b2ad- 779f 83c0Ob2ad

<busi nessEntity busi nessKey="uddi : 91ba8390- a8e0- 11d8- b2ad- 779f 83c0b2ad"
xm ns="urn: uddi - or g: api _v3">

<name>ACL find deno</name>

<description>Dermonstration of find-allowed, find-denied ACLs</description>
<cat egor yBag>

<keyedRef erenceG oup t Mbdel Key="uddi : systinet.com acl ">

<keyedRef erence t Model Key="uddi : systinet.com acl:find-all owed"
keyName="user" keyVal ue="deno_j ohn"/>

<keyedRef erence t Model Key="uddi : systinet.com acl : fi nd- deni ed"
keyName="user" keyVal ue="deno_j ane"/>

</ keyedRef er enceG oup>

</ cat egor yBag>

</ busi nessEntity>

Loggi ng out .. done
Fi nding business entity where

Aut henti cating the user deno_john .. done
name = ACL%
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Using Inquiry at url http://nyconp.com 8080/ uddi/inquiry .. done
Search in progress .. done

Displaying 1 of 1, starting at position 1

Business 1 : uddi: 91ba8390- a8e0- 11d8- b2ad- 779f 83c0Ob2ad

<busi nessl nfo busi nessKey="uddi : 91ba8390- a8e0- 11d8- b2ad- 779f 83c0b2ad"

xm ns="urn: uddi - or g: api _v3">

<name>ACL find deno</name>

<description>Dermonstration of find-allowed, find-denied ACLs</description>
</ busi nessl nf 0>

Loggi ng out .. done

Fi nding business entity where

Aut henti cating the user deno_jane .. done

name = ACL%

Using Inquiry at url http://nyconp.com 8080/ uddi/inquiry .. done
Search in progress .. done

Displaying 0 of 0, starting at position 1

Not hi ng found
Loggi ng out .. done

6 To rebuild demos, executerun. bat clean (./run. sh cl ean) to delete the classes directory and r un. bat
nake (./run.sh make) to rebuild the demo classes.

Resources Demos
The Resources Demos section includes the following demos:

e WSDL - Teaches how to publish, unpublish and find aWSDL document in UDDI version 2 and UDDI
version 3.

* XSD - Teaches how to publish, unpublish and find an XML Schema.
WSDL2UDDI v2

The HP SOA Registry Foundation WSDL2UDDI demo set is used to demonstrate the HP SOA Registry
Foundation WSDL 2UDDI application programming interface's capabilities and to demonstrate how to use
thisAPI. The HP SOA Registry Foundation WSDL2UDDI demos cover the UDDI Version 2.0.4 Specification
[http://www.oasi s-open.org/committees/uddi-spec/doc/tcspecs.htm#uddiv2]. Y ou will learn how to query
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and publish aWSDL to a UDDI registry over a SOAP interface. The HP SOA Registry Foundation
WSDL 2UDDI demo set contains following demos to assist you in learning the WSDL2UDDI client API.

PublishwSDL . Demonstrates how to construct and fill the publ i sh_wsdl object, get the WSDL2UDDI stub
for the UDDI registry, get an authToken, and perform the publ i sh_wsdl call.

UnPublishWSDL . Demonstrates how to construct and fill the Unpubl i sh_wsdl object, get WSDL2UDDI
stub for the UDDI registry, get an authToken, and perform the unpubl i sh_wsdl call.

FindWSDL . Demonstrates how to construct and fill the Fi nd_wsdl Servi cel nf o object, get the WSDL2UDDI
stub for the UDDI registry, get an authToken, and perform the i nd_wsdl Servi cel nfo call.

GetWSDL . Demonstrates how to construct and fill the Get _wsdl Servi cel nf o Object, get the WSDL2UDDI
stub for the UDDI registry, get an authToken, and perform the get _wsdl Servi cel nf o call.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To run the HP SOA Registry Foundation's demos, your HP SOA Registry Foundation must be running. To
start the registry, execute the server start script:

Windows: %REGISTRY_HOMEY\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at local level. The global properties arelocated in
thefile:

Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during the installation of the HP SOA Registry Foundation work out of the box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
is, atthelocal level), editenv. properties. Thisfileislocated in the same directory asthefilerun. sh (run. bat).
Local level properties for the wsbL2ubbl demos are loaded from the file:
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Windows:

%REGISTRY _HOME%\demos\basi c\wsdl\v2\env.properties

UNIX:

$REGISTRY_HOM E/demos/basi c/wsdl/v2/env.properties

Table 110. Properties Used in Demos

Name Default Value Description
uddi.demos.user.john.name demo_john first user's name
uddi.demos.user.john.password | demo_john first user's password
uddi.demos.url.wsdl2uddi http://1ocal host : 8080/ uddi / wsdl 2uddi | the wsdl2uddi Web service port

URL
uddi.demos.url.security http: //1ocal host : 8080/ uddi / securi ty| the security Web service port URL

Presentation and Functional Presentation

This section describes programming pattern used in al demos using the PublishWSDL demo asan example.
Y ou can find its source code in the file:

Windows:

YREGISTRY_HOM E%0\demoasibed ciwsdl 2uddi\sc\demo\uaddiv2wwsdl 2udail\PublishWSDL javal

UNIX:

$REGISTRY_HOM E/demosfbasi c/wsdl 2uddi/src/demo/uddi/v2/wsdl 2uddi/PublishWSDL java

The main method is very short. After gathering the user'sinput, it gets the security stub and authorizes the
user. Theresulting authlnfo string is asecret key passed to the Publish request, which iscreated and initialized
in thecreat ePubl i sh() method.

The user's choice of WSDL is published to the selected businessEntity within the publ i shwsbL() method.

When successful, the WsdlDetail object is returned from the UDDI registry and printed.

Thelast step isto discard the authinfo string, so that no malicious user can use it to compromise another

user's account.

String businessKey = Userlnput.readString("Enter businessKey",
"d7222f 66- 08aa- 3abe- a299- 2ed4ac785682" ) ;
String url = Userlnput.readString("Enter WSDL URL",
“http://1ocal host: 8080/ uddi/ doc/ denos/ Enpl oyeelLi st.wsdl ") ;
Systemout.printin();
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UDDI _Security_PortType security = getSecurityStub();

String authlnfo = getAuthlnfo(user, password, security);

Publ i sh_wsdl publish = createPublish(businessKey, url, authlnfo);
V$dl Detail result = publishWsDL(publish);

print\Wedl Detail (result);

di scardAut hl nfo(authl nfo, security);

The helper method get Securi tystub() returnsthe UDDI Security stub of the Web service listening at the
URL specified by the URL_SECUR TY property.

public static UDD _Security_PortType getSecurityStub()
throws SOAPException {
/1 you can specify your own URL in property - uddi.denos.url.security
String url = DerpProperties. getProperty(URL_SECURI TY,
"http://1ocal host: 8080/ uddi/security");
Systemout.print("Using Security at url " +url +" ..");
UDDI _Security_Port Type security = UDDI SecurityStub. getlnstance(url);
Systemout. printin(" done");
return security;

}

Similarly, the hel per method get Wdl 2uddi St ub() returnsthe WSDL2UDDI stub of the Web servicelistening
at URL specified by the URL_WsDL2uDDI property.

public static Wdl 2uddi Api get Wdl 2uddi Stub() throws SOAPException {
/1 you can specify your own URL in property - uddi.denos.url.wsdl 2uddi
String url = DenmpProperties. getProperty(URL_WSDL2UDDI ,
"http://1ocal host: 8080/ uddi / wsdl 2uddi ") ;
Systemout. print("Using WSDL2UDDI at url " + url +" ..");
Wsdl 2uddi Api i nquiry = Wdl 2uddi St ub. get | nstance(url);
Systemout. printin(" done");
return inquiry;

}

The get Authi nfo() method is used to authorize the user against the UDDI registry and to get the secret
authinfo key.

public static String getAuthlnfo(String userName,
String password, UDDI_Security_PortType security)
throws |nvalidParaneterException, UDDI Exception {
Systemout.print("Logging in ..");
Aut hToken aut hToken = security. get _authToken(new Get _aut hToken(user Nane, password));
Systemout.printin(" done");
return authToken. get Aut hl nfo();
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The di scar dAut hi nfo() method invalidates the secret authinfo key, so that it cannot be reused.

public static DispositionReport discardAuthlnfo(String authlnfo,
UDDI _Security_Port Type security)
throws |nvalidParaneterException, UDDI Exception {
Systemout. print("Logging out ..");
Di spositionReport dispositionReport = security.discard_authToken(new Di scard_aut hToken(authl nfo));
Systemout.printin(" done");
return di spositionReport;

}

Thecreat ePubl i sh() method is used to create anew instance of the publ i sh class and initialize it with values
from parameters:

public static Publish_wsdl createPublish(String businessKey,
String url, String authlnfo)
throws |nvalidParaneterException {
Systemout. println("businesskey =" + businessKey);
Systemout.printin("url =" + url);

Wsdl Mappi ng wsdl Mappi ng = new Wsdl Mappi ng();

wsdl Mappi ng. set Busi nessKey( busi nessKey) ;

Vedl wsdl = new Védl (url);

Wsdl Detai | wsdl Detail = new Wsdl Detail (wsdl, wsdl Mapping);
Publ i sh_wsdl publish = new Publish_wsdl (wsdl Detail, authlnfo);
return publish;

}

The WSDL2UDDI API call publ i sh_wsdl is performed in the method publ i shwsDL() .

public static Wdl Detail publishWSDL(Publish_wsdl save)
throws UDDI Exception, SOAPException {
Wsdl 2uddi Api publishing = getWdl 2uddi St ub();
Systemout.print("Save in progress ...");
Wedl Detai | wsdl Detail = publishing. publish_wsdl (save);
Systemout. printin(" done");
return wsdl Detail;

1
The returned WsdlDetail is displayed by the pri nt wadi Det ai | () method.

One interesting aspect of HP SOA Registry Foundation client API isthat each UDDIObject contains the
toxm.() method, which returns a human-readabl e formatted listing of its XML representation.

public static void print\Wdl Detail (\Wdl Detail wsdlDetail) {
Systemout. printlin();
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Systemout. println(wsdl Detail.toXM());
}

Building and Running Demos

This section shows, how to build and run the HP SOA Registry Foundation Basic Publishing demo set.
Let's continue with our SaveBusiness demo.

1 Besurethat the demosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to

Windows %REGISTRY _HOME%\demos\basi c\wsdl\v2
UNIX $REGISTRY _HOM E/demos/basic/wsdl/v2

3 Buildal demosusing:

Windows: run.bat make
UNIX: Jrun.sh make

» When compiling demos on Windows platforms, you may see the following text:

A subdirectory or file ..\..\conmon\.\build\classes already exists.

Thisis expected and does not indicate a problem.

4 Togetlist of all available demos, run

Windows: run.bat help
UNIX: Jrun.sh help

5  The selected demo can be executed viathe run command using the name of demo as parameter. For
example, to run the PublishWSDL demo, invoke
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Windows: run.bat PublishWSDL

UNIX: Jrun.sh PublishWwSDL

The output of this demo will resemble the following:
Runni ng Publ i shWsDL deno. .

khkkkkkkhkkhhkkhhkkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhkhkhkhkkhxkxx

* HP SCA Registry Demp - Publi shwsDL o

khkkkkkkhkkhhkkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhrhkhkhkhrhhkkhx

Publ i shing WEDL where

Ent er busi nessKey [d7222f 66- 08aa- 3a6e- a299- 2ed4ac785682]

Enter WSDL URL [http://local host: 8080/ uddi /i nquiry/wsdl]
http://1ocal host: 8080/ uddi / doc/ denps/ Enpl oyeeLi st . wsd

Usi ng Publishing at url https://myconp.com 8443/ uddi/publishing .. done
Logging in .. done

busi nessKey = d7222f 66- 08aa- 3a6e- a299- 2ed4ac785682

url = http://1ocal host: 8080/ uddi/ doc/ denos/ Enpl oyeeLi st . wsd

Usi ng WSDL2UDDI at url https://myconp. com 8443/ uddi /wsdl 2uddi .. done
Save in progress ... done

<wsdl Detai | xm ns="http://systinet.com uddi/wsdl 2uddi/v2/5.0">
<wsdl >

<wsdl Location>http://1 ocal host: 8080/ uddi / doc/ denps/ Enpl oyeelLi st . wsdl </ wsdl Locat i on>

</ wsdl >
<wsdl Mappi ng>
<busi nessKey xm ns="urn: uddi - or g: api _v2">d7222f 66- 08aa- 3a6e- a299- 2ed4ac785682<
/ busi nessKey>
<servi ces>
<servi ce nane="Enpl oyeelist" namespace="
http://systinet.com wsdl / deno/ uddi / servi ces/"
publ i shi ngMet hod="rewite">
<servi ceKey xm ns="urn: uddi-org:api _v2">
d0a50390- af 1c- 11d8- b9bf - eb2d7e20b9bf </ servi ceKey>
<ports>
<port nane="Enpl oyeeList" publishingMethod="rewrite">
<bi ndi ngKey xm ns="urn: uddi - org: api _v2">
dOaca4b0- af 1c- 11d8- b9bf - eb2d7e20b9bf </ bi ndi ngKey>
</port>
</ ports>
</ service>
</ services>
<bi ndi ngs>
<bi ndi ng nane="Enpl oyeeLi st _bi ndi ng"
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namespace="http://systinet.con wsdl / deno/ uddi / servi ces/"
publ i shingMet hod="rewite">
<t Model Key xm ns="urn: uddi - org: api _v2">
uui d: d07da570- af 1c- 11d8- b9bf - eb2d7e20b9bf </ t Model Key>
</ bi ndi ng>
</ bi ndi ngs>
<port Types>
<port Type nane="Enpl oyeeLi st _port Type"
namespace="http://systinet.con wsdl / deno/ uddi / servi ces/"
publ i shingMet hod="rewite">
<t Model Key xm ns="urn: uddi - org: api _v2">
uui d: d0658990- af 1c- 11d8- b9bf - eb2d7e20b9bf </ t Model Key>
</ port Type>
</ port Types>
</ wsdl Mappi ng>
</wsdl Det ai | >
Loggi ng out .. done

6 To rebuild demos, executerun. bat clean (./run. sh cl ean) to delete the classes directory and r un. bat
nake (./run.sh make) to rebuild the demo classes.

WSDL2UDDI v3

The HP SOA Registry Foundation WSDL2UDDI demo set is used to demonstrate the HP SOA Registry
Foundation WSDL 2UDDI application programming interface's capabilities and to show how to use this
API. The HP SOA Registry Foundation WSDL2UDDI demos cover the UDDI Version 3.01 Specification
[http://www.oasi s-open.org/committees/uddi-spec/doc/tcspecs.htm#uddiv3]. Y ou will learn how to query
and publish aWSDL to a UDDI registry over a SOAP interface.

The HP SOA Registry Foundation WSDL2UDDI demo set contains following demos to assist you in
learning the WSDL 2UDDI client API.

PublishwWSDL . Demonstrates how to construct and fill the Publ i sh_wsdl object, get the WSDL2UDDI stub
for the UDDI registry, get an authToken, and perform the publ i sh_wsdl call.

UnPublishWSDL . Demonstrates how to construct and fill the Unpubl i sh_wsdl object, get WSDL2UDDI
stub for the UDDI registry, get an authToken, and perform the unpubl i sh_wsdl call.

FindW SDL . Demonstrates how to construct and fill the Fi nd_wsdl Servi cel nf o object, get the WSDL2UDDI
stub for the UDDI registry, get an authToken, and perform the i nd_wsdl Servi cel nfo call.
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GetWSDL . Demonstrates how to construct and fill the Get _wsdl Servi cel nf o object, get the WSDL2UDDI
stub for the UDDI registry, get an authToken, and perform the get _wsdl Servi cel nf o call.

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To run the HP SOA Registry Foundation's demos, your HP SOA Registry Foundation must be running. To
start the registry, execute the server start script:

Windows: %REGISTRY_HOME%\bin\serverstart.bat
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at local level. The global properties arelocated in
thefile:

Windows: %REGISTRY_HOME%Y\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties

The values set during installation of the HP SOA Registry Foundation work out of the box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
is, at thelocal level), edit env. properties. Thisfileislocated in the samedirectory asthefilerun. sh (run. bat).
Local level properties for the wsbL2ubbl demos are loaded from the file:

Windows: %REGISTRY _HOMEY\demos\basi c\wsdl\v3\env.properties
UNIX: $REGISTRY_HOME/demos/basic/wsdl/v3/env.properties
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Table 111. Properties Used in Demos

Name Default Value Description
uddi.demos.user.john.name demo_john first user's name
uddi.demos.user.john.password | demo_john first user's password
uddi.demos.url.wsdl 2uddi http://1ocal host : 8080/ uddi / wsdl 2uddi | the wsdl2uddi Web service port

URL
uddi.demos.url.security http: // 1 ocal host : 8080/ uddi / securi ty| the security Web service port URL

Presentation and Functional Presentation

This section describes programming pattern used in all demos using the PublishWSDL demo asan example.
Y ou can find its source code in file

Windows: %REGISTRY _HOM E%6\demasibas cwsdl 2uddi\src\demoludditv3wsdl 2uddi\PublishWSDL java
UNIX: $REGISTRY_HOM E/demosbas c/wsdl 2uddi/src/demo/uddi/v3iwsdl 2uddi/PublishWSDL javal

The main method is very short. After gathering the user'sinput, it gets the security stub and authorizes the
user. Theresulting authinfo string isasecret key passed to the Publish request, whichis created and initialized
in the creat ePubl i sh() method.

The user's choice of WSDL is published to the selected businessEntity within the publ i shwsbL() method.
When successful, the WsdlDetail object is returned from the UDDI registry and printed.

Thelast step isto discard the authinfo string, so that no malicious user can use it to compromise another
user's account.

String businessKey = Userlnput.readString("Enter businessKey", "uddi:systinet.comdeno:hqg");
String url = Userlnput.readString("Enter WBDL URL", "http://I ocal host: 8080/ uddi / doc/ demos/ Enpl oyeeli st . wsdl ") ;
Systemout.printin();

UDDI _Security_PortType security = getSecurityStub();

String authlnfo = getAuthlnfo(user, password, security);

Publ i sh_wsdl publish = createPublish(businessKey, url, authlnfo);
Védl Detail result = publishWsDL(publish);

printVédl Detail (result);

di scardAut hl nfo(authl nfo, security);
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The helper method get Securi tyStub() returnsthe UDDI Security stub of the Web service listening at the
URL specified by the URL_SECURI TY property.

public static UDDlI _Security_PortType get SecurityStub()
throws SOAPException {
/1 you can specify your own URL in property - uddi.denmos.url.security
String url = DemoProperties. get Property(URL_SECURITY, "http://Iocal host: 8080/ uddi/security");
Systemout.print("Using Security at url " +url +" ..");
UDDI _Security_Port Type security = UDDI SecurityStub. getlnstance(url);
Systemout.printin(" done");
return security;

}

Similarly, the helper method get Wdl 2uddi St ub() returnsthe WSDL2UDDI stub of the Web servicelistening
at URL specified by the URL_wsDL2uDDi property.

public static Wdl 2uddi Api get Wdl 2uddi Stub() throws SOAPException {
/1 you can specify your own URL in property - uddi.denos. url.wsdl 2uddi
String url = DermpProperties.getProperty(URL_WSDL2UDDI, "http://l ocal host: 8080/ uddi /wsdl 2uddi ");
Systemout.print("Using WSDL2UDDI at url " + url +" ..");
Wsdl 2uddi Api i nquiry = Wdl 2uddi St ub. get I nstance(url);
Systemout. printin(" done");
return inquiry;

}

The get Aut hi nf o() method is used to authorize the user against the UDDI registry and to get the secret
authinfo key.

public static String getAuthlinfo(String userNanme, String password, UDDI _Security_PortType security)
throws |nvalidParaneterException, UDDI Exception {
Systemout.print("Logging in ..");
Aut hToken aut hToken = security. get _authToken(new Get _aut hToken(user Nane, password));
Systemout. printin(" done");
return aut hToken. get Aut hinfo();

}

The di scardAut hi nfo() method invalidates the secret authinfo key, so that it cannot be reused.

public static void discardAuthlnfo(String authlinfo, UDD _Security_PortType security)
throws |nvalidParaneterException, UDDI Exception {
Systemout. print("Logging out ..");
security. di scard_aut hToken(new Di scard_aut hToken(aut hl nfo));
Systemout.printin(" done");
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Thecreat ePubl i sh() method is used to create a new instance of the publ i sh class and initialize it with values
from parameters:

public static Publish_wsdl createPublish(String businessKey, String url, String authlnfo)
throws |nvalidParaneterException {
Systemout. println("busi nesskey = " + businessKey);
Systemout.printin("url =" + url);

Vsdl Mappi ng wsdl Mappi ng = new Wsdl Mappi ng() ;

wsdl Mappi ng. set Busi nessKey( busi nessKey);

Wdl wsdl = new Wdl (url);

Wdl Detai | wsdl Detail = new Wsdl Detail (wsdl, wsdl Mappi ng);
Publ i sh_wsdl publish = new Publish_wsdl (wsdl Detail, authlnfo);
return publish;

}

The WSDL2UDDI API call publi sh_wsdl is performed in the method publ i shwsDL() .

public static Wdl Detail publishWSDL(Publish_wsdl save)
throws UDDI Exception, SOAPException {
Wsdl 2uddi Api  publishing = getWdl 2uddi St ub();
Systemout.print("Save in progress ...");
Wsdl Detai | wsdl Detail = publishing. publish_wsdl (save);
Systemout. printin(" done");
return wsdl Detail;

}
The returned WsdlDetail is displayed by the pri nt vdi Det ai | () method.

One interesting aspect of HP SOA Registry Foundation client API isthat each UDDIObject contains the
toxm.() method, which returns a human-readable formatted listing of its XML representation.

public static void print\Wdl Detail (Wdl Detail wsdlDetail) {
Systemout. printin();
Systemout. println(wsdl Detail.toXM());

}
Building and Running Demos

This section shows, how to build and run the HP SOA Registry Foundation Basic Publishing demo set.
Let's continue with our SaveBusiness demo.

1 Besurethat the demosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to
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Windows %REGISTRY _HOM E%\demos\basi c\wsdl\v3

UNIX $REGISTRY_HOME/demog/basic/wsdl/v3

Build all demos using:

Windows: run.bat make

UNIX: Jrun.sh make

) 2 When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\conmon\.\build\classes already exists.

Thisis expected and does not indicate a problem.

To get list of al available demos, run

Windows: run.bat help

UNIX: Jrun.sh help

The selected demo can be executed viathe run command using the name of the demo as a parameter.
For example, to run the PublishWSDL demo, invoke

Windows: run.bat PublishWSDL

UNIX: Jrun.sh PublishWwSDL

The output of this demo will resemble the following:
Runni ng PublishWsDL deno. ..
khkkkkkkhhkkhhkkhhkkhhkkhhkkhhkhkhhkkhhkkhhkhhhkhhkhhhhhkhhkhhkhhkhhkhkhkhkhkhkhxkxx

*rx HP SOA Registry Demp - Publi shWsDL *k

khkkkkkkhhkkhhkkhhkhhkkhhkkhhkhhkkhhkkhhkhhkhhkhhkkhhkhhkhkhkhhkhhkhhkhkhkhkhxkxx

Publ i shing WSDL where
Ent er busi nessKey [uddi:systinet.com deno: hq]:
Enter WSDL URL [http://local host: 8080/ uddi/doc/ denos/ Enpl oyeeLi st . wsdl ] :

722



Using Security at url https://myconp.com 8443/ uddi/security .. done
Logging in .. done

busi nessKey = uddi: systinet.com deno: hq

url = http://local host: 8080/ uddi / doc/ demps/ Enpl oyeeLi st . wsd

Using WSDL2UDDI at url https://myconp. com 8443/ uddi / wsdl 2uddi .. done
Save in progress ... done

<wsdl Detail xm ns="http://systinet.com uddi/wsdl 2uddi/v3/5.0">

<wsdl >
<wsdl Location>http:/ /I ocal host: 8080/ uddi / doc/ dempos/ Enpl oyeeLi st . wsdl </ wsdl Locat i on>
</ wsdl >
<wsdl Mappi ng>
<busi nessKey xm ns="urn: uddi - org: api _v3">uddi : systinet.com denp: hg</ busi nessKey>
<servi ces>

<servi ce nanme="Enpl oyeeli st" namespace="http://systinet.conf wsdl/deno/uddi/services/"
publ i shingMet hod="rewite">
<servi ceKey xm ns="urn: uddi - org: api _v3">uddi : dde19a70- af 1a- 11d8- b9bf - eb2d7e20b9bf </ ser vi ceKey>

<ports>
<port name="Enpl oyeeList" publishingMet hod="rewrite">
<bi ndi ngKey xm ns="urn: uddi - or g: api _v3">uddi : dde85130- af 1a- 11d8- b9bf -
eb2d7e20b9bf </ bi ndi ngKey>
</ port>
</ ports>
</ servi ce>
</ servi ces>
<bi ndi ngs>
<bi ndi ng nanme="Enpl oyeeLi st _bi ndi ng" namespace="http://systinet.conf wsdl / deno/ uddi/services/"

publ i shingMet hod="rewite">
<t Model Key xm ns="urn: uddi - org: api _v3">uddi : ddc84610- af 1a- 11d8- b9bf - eb2d7e20b9bf </ t Model Key>

</ bi ndi ng>
</ bi ndi ngs>
<port Types>
<port Type name="Enpl oyeeLi st_port Type" namespace="http://systinet.conf wsdl/deno/ uddi/services/"

publ i shingMet hod="rewite">
<t Model Key xm ns="urn: uddi - or g: api _v3">uddi : ddbc3820- af 1a- 11d8- b9bf - eb2d7e20b9bf </ t Model Key>

</ port Type>
</ port Types>
</ wsdl Mappi ng>
</wsdl Det ai | >
Loggi ng out .. done
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6  Torebuild demos, executerun. bat clean (./run.sh clean) to delete the classes directory and r un. bat
make (./run. sh make) to rebuild the demo classes.

XSD2UDDI

The HP SOA Registry Foundation XSD2UDDI demo set demonstrates the HP SOA Registry Foundation
application programming interface's capabilities and shows how to use the XSD2UDDI API to manipulate
XSD documents.

The demos set includes the following demos:
*  FindXsd

®  FindXsdMappi ng

®  GetXsdDetail

®  PublishXsd

*  UnpublishXsd

Prerequisites and Preparatory Steps: Code

We expect that you have already installed the HP SOA Registry Foundation and set the REG STRY_HOVE
environment variable to the registry's installation location.

To run the HP SOA Registry Foundation's demos, your registry must be running. To start the HP SOA
Registry Foundation, execute the server start script:

Windows: %REGISTRY _HOMEYo\bin\serverstart
UNIX: $REGISTRY_HOME/bin/serverstart.sh

It is necessary to configure the demos. The configuration system has two levels: global and local. The
properties defined at the global level may be overwritten at the local level. The global properties arelocated
inthefile:

Windows: %REGISTRY _HOMEY6\demos\env.properties
UNIX: $REGISTRY_HOME/demos/env.properties
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The values set during the installation of the HP SOA Registry Foundation work out of box, and their
modification affects all demos. If you need to redefine the value of some property for a single demo (that
is, at thelocal level), edit env. properties. Thisfileislocated in the samedirectory asthefilerun. sh (run. bat).
Local level properties for the xsbeubbl demos are loaded from the file:

Windows: %REGISTRY _HOME%\demos\resources\xsd\env.properties
UNIX: $REGISTRY _HOME/demos/resources/xsd/env.properties

Table 112. Properties Used in Demos

Name Default Value Description
uddi.demos.user.john.name | demo_john first user's name
uddi.demos.user.john.password | demo_john first user's password
uddi.demos.url.xsd2uddi http://1ocal host : 8080/ uddi / xsd2uddi thexsd2uddi web service port

URL
uddi.demos.url.security http://1ocal host : 8080/ uddi / security the security web service port
URL

Presentation and Functional Presentation

This section describes the programming pattern used in al demos using the PublishX sd demo asan example.
Y ou can find its source code in the file:

Windows: %REGISTRY _HOME%\demos\resources\xsd\src\demo\uddi\xsd\PublishX sd.java
UNIX: $REGISTRY _HOM E/demos/resources/xsd/src/demo/uddi/xsd/PublishX sd.java

The helper method creat ePubl i shxsd creates a Publish_xsd structure:

public Publish_xsd createPublishXsd(String location, String publishingMethod, String inportMethod, String
i nport Pol i cy,

String contentMethod, String contentPolicy, String authlnfo)
throws |nvalidParaneterException {
Systemout.printin("location =" + |ocation);

Publ i sh_xsd publish = new Publish_xsd();
publ i sh. set Location(l ocation);
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publ i sh. set Publ i shi nghet hod( XsdPubl i shi ngMet hod. get XsdPubl i shi ngMet hod( publ i shi ngMet hod) ) ;
publ i sh. set I nport Pol i cy( | nport PublishPolicy.getlnportPublishPolicy(inportMethod));
publ i sh. set | nport Publ i shi ngMet hod( | nport Publ i shi ngMet hod. get | npor t Publ i shi ngMet hod(i nport Policy));

publ i sh. set Cont ent Pol i cy( Cont ent Publ i shPol i cy. get Cont ent Publ i shPol i cy( cont ent Policy));
publ i sh. set Cont ent Publ i shi ngMet hod( Cont ent Publ i shi ngMet hod. get Cont ent Publ i shi nghet hod( cont ent Met hod) ) ;

publ i sh. set Aut hl nf o(aut hl nf o) ;

return publish;

The publ i shxsdResour ce method performs the publishing operation:

public XsdDetail publishXsdResource(Publish_xsd publish) throws UDDI Exception, SOAPException {
Systemout. print("Check structure validity .. ");
try {
publ i sh. check();
} catch (InvalidParaneterException e) {
Systemout.printin("Failed!");
t hrow new UDDI Exception(e);

1
Systemout. println("CK");

Xsd2uddi Api xsdApi = get Xsd2Uddi St ub();
Systemout. print("Publishing in progress ...");
XsdDetai | xsdDetail = xsdApi.publish_xsd(publish);

Systemout. printin(" done");
return xsdDetail;

Building and Running Demos

This section shows, how to build and run the HP SOA Registry Foundation XSD2UDDI demo set. Let us
continue with our PublishX sd demo.

1 Besurethat thedemosare properly configured and the HP SOA Registry Foundation isup and running.

2 Change your working directory to

Windows %REGISTRY _HOM E%\demos\resources\xsd
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UNIX $REGISTRY HOME/demos/resources/xsd

Build all demosusing:

Windows: run.bat make

UNIX: Jrun.sh make

» When compiling demos on Windows platforms, you may see the following text:
A subdirectory or file ..\..\conmon\.\build\classes already exists.

. Thisis expected and does not indicate a problem.

To get list of al available demos, run

Windows: run.bat help

UNIX: Jrun.sh help

The selected demo can be executed viathe run command using the name of the demo as a parameter.
For example, to run the PublishWSDL demo, invoke

Windows: run.bat PublishXsd

UNIX: Jrun.sh PublishXsd

The output of this demo will resemble the following:

Runni ng PublishXsd deno. ..

Kk kkk ok kA kA kkkkkk ko k ko ko k ko kkhk ko k ko kkhkkhkkhkkhkkhkhkkhkhkkhkkkkhkhkkxk k%

i HP SOA Regi stry Demp - PublishXsd L

Kk kkkk kA kA k ko h ok ko ko h ok k ok k ko k ko kkhkkhkkhkkkkkhkkhkhkkkkhkhkhkkxk k%

Publ i shing XM schema with the fol | owing paraneters:

Enter XSD |l ocation (URI) [http://]ocal host: 8080/ uddi/doc/ denps/ enpl oyees. xsd] :
Enter publishing method (update,create) [update]:

Enter inport publishing policy (all,explicit) [all]:

727



Enter inport publishing method (reuse,create,ignore) [reuse]:
Enter content publishing policy (all,explicit) [all]:
Enter content publishing method (reuse,create,ignore) [reuse]:

Using Security at url https://local host:8443/uddi/security .. done
Logging in .. done

|l ocation = http://1ocal host: 8080/ uddi/doc/ denos/ enpl oyees. xsd
Check structure validity .. OK

Using XSD2UDDI at url https://Iocal host: 8443/ uddi /xsd2uddi .. done
Publishing in progress ... done

XM Schema http://local host: 8080/ uddi/doc/ denps/ enpl oyees. xsd
<xsdDetai| xm ns="http://systinet.conl uddi/xsd2uddi/v3/5.5">
<xsdl nf 0>
<l ocation>http://1ocal host: 8080/ uddi/doc/ denps/ enpl oyees. xsd</ | ocat i on>
<nanespace>http://systinet.con uddi/demo/ enpl oyeeli st </ nanespace>
<t Model Key xm ns="urn: uddi - or g: api _v3">uddi : systinet.com deno: xsd: enpl oyees</t Model Key>
<nane xm ns="urn: uddi - or g: api _v3">enpl oyees. xsd</ nane>
</ xsdl nf 0>
<el ement s>
<el ement >
<l ocal Name>per sons</ | ocal Nanme>
<synbol Mbdel >
<nanme xm ns="urn: uddi - or g: api _v3" >per sons</ nane>
<t Model Key xm ns="urn: uddi - org: api _v3">uddi : ca43cec0- 20f 8- 11d9- 9c6a- 1d0743509c6a</ t Model Key>
</ synbol Model >
</ el ement >
<el ement >
<l ocal Name>per son</ | ocal Name>
<synbol Mbdel >
<nane xm ns="urn: uddi - or g: api _v3" >per son</ nane>
<t Model Key xm ns="urn: uddi - or g: api _v3">uddi : ca5e82h0- 20f 8- 11d9- 9c6a- 1d0743509c6a</ t Model Key>
</ synbol Model >
</ el ement >
<el ement >
<l ocal Name>depart ment </ | ocal Nane>
<synbol Mbdel >
<nanme xm ns="urn: uddi - or g: api _v3" >depart ment </ name>
<t Model Key xm ns="urn: uddi - or g: api _v3">uddi : ca6a90a0- 20f 8- 11d9- 9c6a- 1d0743509c6a</ t Model Key>
</ synbol Model >
</ el ement >
</ el ement s>
<types>
<type>
<l ocal Name>per sons</ | ocal Nanme>
<synbol Mbdel >
<nanme xm ns="urn: uddi - or g: api _v3" >per sons</ nane>
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<t Model Key xm ns="urn: uddi - org: api _v3">uddi : ca742d90- 20f 8- 11d9- 9c6a- 1d0743509c6a</ t Model Key>
</ synbol Model >
</type>
<type>
<| ocal Name>per son</ | ocal Name>
<synbol Mbdel >
<nanme xm ns="urn: uddi - or g: api _v3" >per son</ nane>
<t Model Key xm ns="urn: uddi - or g: api _v3">uddi : ca856ba0- 20f 8- 11d9- 9c6a- 1d0743509c6a</ t Model Key>
</ synbol Model >
</type>
<type>
<l ocal Name>depart ment </ | ocal Nane>
<synbol Mbdel >
<nane xm ns="urn: uddi - or g: api _v3" >depart ment </ name>
<t Model Key xm ns="urn: uddi - or g: api _v3">uddi : ca908f 30- 20f 8- 11d9- 9c6a- 1d0743509c6a</ t Model Key>
</ synbol Model >
</type>
</types>
</ xsdDet ai | >
Loggi ng out .. donee
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A

account
API, 515
configuration, 373
account limits, 334
account management, 334
create account, 334
delete account, 334
edit account, 334
user groups, 341
ACL, 235
Active directory
installation, 116
administration utilities
API, 467
API
account, 515

administration utilities, 467

category AP

(see a'so taxonomy)
custom module, 558
group, 524
inquiry Ul, 507
interceptor, 563
mapping WSDL, 479

mapping XML Schema, 494

permission, 533
replication, 473
server-side API, 552
servlet integration, 552

statistics, 474

subscription service, 574

taxonomy, 446

UDDI, 426

validation, 445

validation service, 570
application server

installation, 148
authentication

client, 547

configuration, 181

HTTP basic, 181

LDAP, 133

Netegrity Siteminder, 181

backup, 201

BEA WebL ogic
installation, 153

Business Service Console, 231

C
category
API, 460
certificate
LDAP, 136
client
authentication, 547
logging, 612
client API
principles, 426
cluster
WebL ogic, 173
configuration, 85
account, 373
authentication, 181
backup, 201
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cluster, 173
database, 91, 373, 383
groups, 373
management, 365
node, 373
Registry Console, 386
security, 373
SMTP, 85

consoles, 231

data
backup, 201
database
configuration, 365, 373
DB2, 91
HSQL, 91
installation and configuration, 91
JDBC, 91
MSSQL, 91
multilingual data, 91
Oracle, 91
preconfigured HSQL , 91
data migration (see migration)
DB2, 91
debugging
SOAPSpy Tool, 608
deletedTModels, 441
demo data, 232
digital signatures, 325
PStore tool, 403

evaluation, 80
external accounts, 114
LDAP, 116

F

find qualifiers, 440
range queries, 245

foreignEntities, 441

G

groups
configuration, 373

H

hardware
system requirements, 38
hostname verification error
LDAP, 133
HP SOA Registry Foundation
introduction, 222
HSQL, 91
HTTP basic
authentication, 181
client, 547

I

inquiry Ul
API, 507

installation, 40
Active directory, 116
application server, 148
cluster, 173
configuration, 85
database

(see also database)

evaluation, 80
external accounts, 114
JBoss, 162
LDAP, 116
licensing, 80
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Linux, 216
migration, 195
NT service, 210

Oracle application server, 170

standal one, 40
Tomcat, 160
WebLogic, 153
WebSphere, 154
interceptor, 563

J

JBoss

installation, 162
JSP

web framework, 579
JSSE

LDAP, 136

K

key generator, 242
keyNameMatch, 442
keys, 242
keytool, 325

LDAP server trust, 136

L

LDAP

installation, 116

SSL, 133

TLS, 133
Idaps, 133
licensing, 80
Linux

installation, 216
Log4j

logging, 612

logging
UDDI client, 612

M

management
accounts, 334
configuration, 365
replication, 354
taxonomy, 347
user groups, 341
manage tab
rulesto display, 332
mapping WSDL
API, 479
mapping XML Schema
API, 494
migration, 195
after installation, 195
during installation, 195
module
API, 558
MSSQL, 91
multilingual support
database, 91
myEntities, 442

N
Netegrity SiteMinder
authentication, 181
node
configuration, 373
NT service
installation, 210

o

omitkeyNameMatch, 442
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omitKeyValueMatch, 443

omitTModelKeyMatch, 443

Oracle, 91

Oracle application server
installation, 170

P
permission
API, 533
principles, 389
setting, 344
permissions, 235
PStore tool, 403

range queries, 245
registry
client, 538
registry client package, 538
registry configuration, 373
Registry Console, 231
browsing, 280
configuration, 386
manage user account, 275
overview, 272
publishing, 296
register user account, 269
searching, 285
registry management, 332
replication
API, 473
management, 354
master registry, 355
daveregistry, 356
restore, 201
running registry
Linux, 216

S

NT service, 210

security

configuration, 373

setup tool, 85
Signer tool, 325

config, 325
sign, 325
validate, 325

SiteMinder

authentication, 181

SMTP configuration, 85
SOAPSpy Tool, 608
SSL

client, 547
LDAP, 133
SSL tool, 412

SSL tool, 412
SSL tool examples, 413
statistics, 362

AP, 474

subscription service

developing, 574

system property

LDAP, 136

system requirements, 38

T

hardware, 38

taxonomy
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API, 446

developing validation service, 570
pre-deployed, 247

principles, 247

types, 247

validation API, 445



taxonomy management, 347
download taxonomy, 347
upload taxonomy, 347
tModel KeyApproximateMatch, 443
Tomcat
installation, 160
trust
LDAP, 136

U

UDDI

AP, 426

client, 538

client API, 426
uninstallation, 219
user group

API, 524

management, 341
user roles, 389

v

validation
API, 445
validation service
developing, 570

W

web framework, 579
web interfaces, 231
WebLogic
cluster, 173
installation, 153
WebSphere
installation, 154
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Glossary

NET

.NET Framework

.NET Framework Software
Development Kit (SDK)

Accepting Security Provider

Access Control

Access Controller

accessPoint

ACL

Admin Service

A software platform designed by the Microsoft Corporation. Itisan
environment for writing C#, Visual Basic, and C++ programs that can
easily and securely interoperate.

An environment for building, deploying, and running Web servicesand
other applications. It consists of three main parts: the Common Language
Runtime, the Framework classes, and ASP.NET.

A set of documentation, samples, command-line tools, compilers, and
the .NET Framework; that is, everything you need to write, build, test,
and deploy .NET Framework applications.

A security provider that is responsible for accepting secure requests
and usually also for determining the invoker identity.
See also Identity.

Restrictions of a subject's access to a resource.
See also Access Controller, Subject.

An application component that is responsible for access control
decisions.
See also Access Control.

A binding template element that indicates where you can find the
endpoint of the Web service that is described by this entity. This may
be a URL, an electronic mail address, or even atelephone number.
See also Universal Description, Discovery and Integration.

Access Control List — A list of entities, together with their access
rights, the members of which have authorized access to aresource.
See also Subject.

The core System Web service, alowing you to manage advanced

settings for each deployed service on a Systinet Server. Using thisWeb
serviceit is possible to manage settings like security mechanisms,
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Alias
Apache Containers

Application Server-Dependent
Deployment Descriptor

Application Web services

ASP .NET

Asynchronous Client Invocation

Asynchronous Return
Mechanism

Asynchronous Transport
Coupling

Authentication

Authorization

transport interceptors, polymorphism, automatic Web service
authentication, and automatic authorization checks per Web service
method.

A name that an entity usesin place of itsreal name.

A schemafor transferring containers proposed by Apache group. This
schemais not compatible with Microsoft .NET.

When an enterprise application is deployed on the server, it contains a
set of deployment descriptors. They contain application metadata.
Format and meaning of Application Server Dependent Deployment
Descriptor is closely related to the application server and cannot be
used in the context of any other application server.

Web services can be categorized into the three groups. System,
Application, and Utility Web services. Application Services are created
for specific tasks by the devel oper. To accomplish thetask they typically
use Utility Web services.

ASP .NET isaunified Web development platform that provides the
services necessary for devel opers to build enterprise-class Web
applications.

Client invocation of any Web service in an asynchronous way.

A service implementation returning the results of acall to Systinet
Server in an asynchronous way.

Sending the response from a Web service invocation over a different
transport channel than the one on which the request came.

The process of establishing the validity of aclaimed identity, it usually
consists of two steps: 1/ identification - presenting identity credentials
to the security system, 2/ verification - generating identity that

corroborates the binding between theidentity principalsand credentials.

The process of determining what types of activities are permitted.
Usually, authorization isin the context of authentication. Once you
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BEA WebL ogic Application
Server

Binding Template

Borland Application Server
Borland Enterprise Server

Business Entity

Business Policy

Business Service

have authenticated principals, they may be authorized different types
of access or activity.
See also Authentication.

An application server provided by BEA Systems, Inc.

For abusinessService entry, alist of binding templates that point to
specifications and other technical information about the serviceis
associated. For example, abinding template might point to aURL that
suppliesinformation on how to invokethe service. Thebinding template
also associates the service with a service type.

See also Universal Description, Discovery and Integration.

An application server provided by the Borland Software Corporation.
An application server provided by Borland Software Corporation.

A representation of information about a business. Each business entity
contains a unique identifier, the business name, a short description of
the business, some basic contact information, alist of categories and
identifiers that describe the business, and a URL pointing to more
information about the business.

See also Universal Description, Discovery and Integration.

A set of requirements, codified in Technical Policies, and their
associationswith aset of artifactsin an SOA. A Business Policy should
alwaysrepresent acourse of action that isneeded to achieve aparticular
business objective.

Systinet business policies are covered by the WS-PolicyAttachment
specification

[ http://msdn.microsoft.com/webservices/default.aspx?pull=/library/en-
us/dnglobspec/html/ws-policyattachment.asp].

See also Technical Policy.

A structure associated with a businessEntity that consists of alist of
businessService structures offered by the businessEntity. Each
businessService entry contains a business description of the service, a
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C#

Catalina Servlet Container

Certificate

Certificate Chain

Certificate Revocation List

Certification Authority

Client Package

Client Profile (in Systinet
Devel oper)

list of categoriesthat describe the service, and alist of pointers to
references and information related to the service.
See also Universal Description, Discovery and Integration.

A modern, object-oriented language that enables programmersto build
aapplications for the Microsoft .NET platform.

A Tomcat 4.0 servlet container. Tomcat isthe servlet container that is
used in the official Reference Implementation for the Java Servlet and
JavaServer Pages technologies.

An electronic identifier from a certification authority that includes the
certification authority signature made with its private key. The
authenticity of the signature is validated by other users who trust the
certification authority public key.

See also Certification Authority.

A list of Certificates (usually X.509 Certificates), starting with a
certificate for agiven subject that issigned by the authority represented
by the next certificate in the list. Thislist usually ends with the root
certification authority certificate.

See also X.509.

A data structure that enumerates digital certificates that have been
invalidated by their issuer prior to when they were scheduled to expire.
See aso Certificate.

An entity that issues digital certificates (especially X.509 certificates)
and vouches for the binding between the dataitemsin a certificate.
See also X.509.

Client side-specificinformation needed to invoke a specific Web service.
Thisusually consists of adeployment descriptor and custom code, such
as header processors, interceptors, serializers.

A set of client packages and additional configuration, such as security

settings.
See also Client Package.
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Clustering

Content Based Routing (CBR)

Credentias

CRL

CTS (Common Types System)

DMZ (Demilitarized Zone)

Deploy Service

Deploy Tool

Deployed Web service (in
Systinet Devel oper)

Deployment

The act of connecting multiple computers and making them act like a
single machine. Corporations often cluster serversto distribute
computing-intensive tasks and risks. If one server in a cluster fails,
some operating systems can move its processes to another server,
allowing end usersto continue working whilethefirst server isrevived.

An advanced and easy to use technique for message routing based on
message content.
See also XPath.

Datathat is transferred to establish the claimed identity of an entity.
According to RFC2828, a credential is the information one entity
presents to another to authenticate the other's identity.

See Certificate Revocation List.

A definition of how types work within runtime (their declaration and
usage), which enables types in one language to interoperate with types
in another language, including cross-language exception handling.
See also .NET.

An unprotected server on which al parties have access to everything.
A web server may be put in the DMZ while the assets it accesses, such
as databases, remain behind a firewall. It works in conjunction with
transport layer security.

Seealso TLS.

A System Web service that is used to deploy packages to a Systinet
Server.

A part of Systinet Server that deploys and undepl oys deployment
packages to Systinet Servers.

A Web service that is assigned to a particular Deployment Package in
the Project.
See also Deployment Package.

The process of installing a deployment package to particular Systinet
Server.
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Deployment Descriptor

Deployment Package

Deserialization

Deserializer

Distinguished Name

Document/Literal

DOM

DOM €element

Dynamic Call

Dynamic Invocation

EAR File

See also Deployment Package, Deployment Descriptor.

An XML document describing a package.
See also Deployment.

A definition of Web services plus deployment information.
See also Deployment.

The process of creating Java objects out of a SOAP message.

A classthat creates a Javaobject and fillsit with the datafrom a SOAP
message.

A distinguished name (DN) is a set of attribute values that identify the
path leading from the base of the directory information tree to the object
that is named. An X.509 public-key certificate or CRL containsa DN
that identifiesitsissuer, and an X.509 attribute certificate contains a
DN or other form of a name that identifiesits subject.

See also Certificate, X.509.

One possible encoding for a SOAP message, indicating that the message
must strictly follow a schemawritten in the WSDL Document.

Document Object Model - atree of objectswith interfacesfor traversing
the tree and writing an XML version of it, as defined by the W3C
specification.

A structure representing an XML element as defined by DOM.

Constructing and issuing arequest whose signature is possibly not
known until runtime,

Constructing and issuing a request whose signature is possibly not
known until runtime.

Applications deployed on an application server are usually delivered
as one compressed file with .ear extension. The file may contain
software components, web applications, and resources.
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EJB

Embedded Server

Encoded Serialization
Endpoint

Entity JavaBean

Exception (Unhandled Java
Exception)

Forte For Java

GSS-API

Header
Header Processor
HTTP

HTTPS

IBM WebSphere Application
Server

Enterprise JavaBean.

The Systinet Server in Systinet Developer that is used for testing
purposes. It istightly bound with the IDE.

Serialization that uses an encoding layer to read/write data.
A referenceable entity (using, for example, aURL or URI).

The kind of EJB that provides an object view of datain the database.
See also EJB.

An event during program execution that prevents the program from
continuing normally.

Sun Microsystems Forte For Java. An IDE for development of Java
applications. It was a branded and commercial version of NetBeans;
now it is named Sun ONE Studio (SOS). Systinet Developer for Sun
ONE Studio isa plug-in that can be plugged into SOS and lets
developers develop Web service based applicationsright in the IDE.
See aso Sun ONE Studio.

Generic Security Services APl (GSS-API) is aprogramming interface
that allowstwo applicationsto establish a security context independent
of the underlying security mechanisms. Specified in RFC-2743.

See also Security Mechanism.

A part of a SOAP message usually carrying some metadata.
A Java class for parsing/creating headers.
HyperText Transfer Protocol. The Internet protocol, based on TCF/IP.

HyperText Transfer Protocol layered over the SSL protocol.
See also HTTP, Security Mechanism.

An application server provided by the International Business Machines
Corporation.

741



| dentity

IETF

I1S (Internet Information
Services)

In Parameter

In/Out Parameter

Incoming Message

Initiating Security Provider

I nterceptor

J2EE Application Server

J2EE Specification

JAAS

JAR File

Information that is unique within a security domain and that is
recognized as denoting a particular entity within that domain.

Internet Engineering Task Force (www.ietf.org).

A secure platform for building and deploying business applications,
hosting and managing Web sites, and publishing and sharing information
across a company intranet or the Internet.

A parameter that is passed from client to server.

A parameter that is passed in both directions. For example, it may
contain an input value for the server and the processed result for the
client.

A message that is sent to Systinet Server runtime. On the client side,
thisis aresponse message. On the server side, a request message.

A security provider that is responsible for initiating and maintaining
secure communication from the client to the server side.
See also Security Provider.

A classfor intercepting (that is, inspecting or modifying) the content
of amessage.

An application server that is compliant with the J2EE specification
published by Sun Microsystems Incorporated.

The Java 2 Platform, Enterprise Edition specification published by Sun
Microsystems | ncorporated.

The Java Authentication and Authorization Service (JAAS) is a set of
Java packages that enable services to authenticate and enforce access
controls upon users.

See also Authentication, Authorization, Access Control.

A file compressed using the Java Archive (JAR) file format.
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Java Collections

Java Security

Java2WSDL tool

JavaBeans Activation
Framework

JAX-RPC

JAXM

JBoss Application Server

JCE

JDBC
JMS

JM S Destination

JMS Message

A set of collections defined by the Java Platform specification
(java.util.Map, java.util.Set, java.util.List).

A set of Java security concepts based on the security framework
provided by Javaitself.
See also JSSE, JCE, JAAS.

A tool for converting Java classes and/or interfaces into their WSDL
description.

Standard services used to determine the type of an arbitrary piece of
data, encapsul ate access to it, discover the operations available on it,
and to instantiate the appropriate bean to perform said operation(s).

A standard created by Sun's Java Community Process (#101) intended
asahigh-level API for calling Web services.

A standard created by Sun's Java Community Process (#67) intended
asalow-level API for calling Web services.

An open source Application Server available from JBoss.

The Java Cryptography Extension - a set of packages that provide a
framework and implementations for encryption, key generation and
key agreement, and M essage A uthentication Code (MAC) algorithms.
Support for encryption includes symmetric, asymmetric, block, and
stream ciphers. The software also supports secure streams and sealed
objects.

Java DataBase Connectivity (JDBC) Data Access API.
The Java Message Service API.

For sending and receiving messages, JM S uses a destination, which
may be either IMS Topic or IMS Queue.
Seedso IMMS.

A message sent by the Java Message Service.
Seedso IMMS.
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JMS Provider

JMS Queue

JM S Queue Connection Factory

JMS Topic

JM S Topic Connection Factory

JMS Transport

JNDI

JNDI Lookup

JINDI Property

JSSE

A provider of IMS administered objects, such as IMS Queue or IMS
Queue Connection Factory.
Seeadso IMS.

Used by the Java M essage Service in Point-to-Point communications.
Seedso IMMS.

Used by the Java M essage Service in Point-to-Point communications
for creating JM S Connections.
Seedso IMMS.

Used by the Java M essage Service in Publish/Subscribe
communications.
See also IMS.

Used by the Java M essage Servicein Publish/Subscribe communications
for creating JM S Connections.
Seedso IMMS.

A pluggabletransport that enablesthe sending of SOAP messagesusing
the Java Message Service.
Seedso IMMS.

The Java Naming and Directory Interface; provides support for the
common features of naming servicesincluding COS (Common Object
Services), DNS (Domain Name System), LDAP (Lightweight Directory
Access Protocoal), and NIS (Network Information System).

Seealso LDAP.

A lookup based on aunique JINDI name that returns an object bounded
in the INDI namespace.
See also JNDI.

To use a specific implementation of INDI, INDI properties might be
required to be set in the environment.
See also JNDI.

The Java Secure Socket Extension - a set of Java packages that enable
secure Internet communications. It implements a Java version of SSL
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JTA

Kerberos

Key

Key Entry

Key Store

LDAP

Library Package

Literal Seridization

Load-Balancing

(Secure Sockets Layer) and TLS (Transport Layer Security) protocols
and includes functionality for data encryption, server authentication,
message integrity, and optional client authentication. Using JSSE,
developers can provide for the secure passage of data between aclient
and a server running any application protocol (such asHTTP, Telnet,
NNTP, and FTP) over TCP/IP.

The Java Transaction API.

A system developed at the Massachusetts Ingtitute of Technology that
uses passwords and symmetric cryptography (DES) to implement a
ticket-based, peer-entity authentication service and an access control
service distributed in a client-server network environment.

Short for Cryptographic Key - an input parameter that varies the
transformation performed by a cryptographic algorithm.

An entry in the key store consisting of an alias, a cryptographic key,
and a certificate chain.
See also Alias, Key Store, Key, Certificate Chain.

A Systinet Server component responsible for management of key entries.
See also Key Entry.

Lightweight Directory Access Protocol (RFC-1777) - aclient-server
protocol that supports basic use of the directory servers, that is, database
servers or other systems that provide information (such as digital
certificates or CRL) about an entity whose name is known.

See also Certificate, CRL.

Java class packages that provide their classes to other deployed
packages. Java classes deployed in Systinet Server are normally
accessible only inside their own packages.

Serialization driven only by XML Schema-type definitions.

Distributing processing and communications activity evenly acrossa
computer network so that no single device is overwhelmed.
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Local Name

Message

M essage Processing
MIME

MOM

Multipart Content

Namespace

NetBeans

OASIS

Orion Application Server

A local part (without namespace) of a Qname.
See also Qualified Name.

Data plus meta-information indicating how it is to be routed and
handled. An example of a message is a SOAP message or transport-
level message.

The process through which a message is processed by interceptors,
serializers, and deserializers.

Multipurpose Internet Mail Extensions - a standard for sending data
with attachments. This standard is set out in RFCs 2045, 2046, 2047,
and 2048.

Message Oriented Middleware. An integration paradigm based on
asynchronous message exchange.

Content encoded in accordance with the MIME specification.

Namespaces are typically established to distinguish between multiple
interpretations of a single token or phrase. For example, a"nut" in the
"food" namespace is something to eat, while in the "hardware"
namespace something to fasten to a bolt (something you would not
want to attempt with a"food:nut" and vice-versa). In XML, it can be
thought of as a collection of names, identified by a URI reference
[RFC2396], that are used in XML documents.

An open source platform primarily used for development of Java
applications; it has evolved into a Tools Platform. The commercial and
branded version of NetBeansis a product called Sun ONE Studio
(formerly Sun Forte For Java).

See also Sun ONE Studio.

Organization for the Advancement of Structured Information Standards
(http://www.oasi s-open.org) - an international, not-for-profit consortium
that designs and devel ops industry standard specifications for
interoperability based on XML.

An Application Server available from IronFlare AB of Sweden.
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Out Parameter

Outgoing Message

Package Manager (in Systinet
Devel oper)

Package, Client Package
Package, Library Package
Package, Server Package

Permission

PDP- Policy Decision Point

Ping Service

PKCS

PKI

PEP - Policy Enforcement Point

A parameter that is sent from the server to the client.

A message sent out during Systinet Server runtime. On the client side,
this message is called a request; on the server side, it is aresponse.

A part of a Systinet Server representation/Client Profile that is
responsiblefor management of deployment/client packages. It also lets
you view the installed packages and their Web services.

See Client Package.
See Library Package.
See Server Package.

An action that can be performed on a particular resource by a specific
principal or role.

A logical entity that is responsible for authorizing or denying accessto
services and/or resources.

A ping serviceisaSystem Web service that can be used asalightweight
method for determining whether a Systinet Server is running.

The Public-Key Cryptography Standards are specifications produced
by RSA Laboratories in cooperation with secure systems developers
worldwide for the purpose of accelerating the deployment of public-

key cryptography.

Public-Key Infrastructure - a system of certification authorities (and,
optionally, other supporting servers and agents) that perform some set
of certificate management, archive management, key management, and
token management functionsfor acommunity of usersin an application
of asymmetric cryptography.

See also Certification Authority.

A logical entity that enforces policy decisions.
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POP, POP3

POP3 server

Port

PortType

Principal

Protected Store

Proxy Host
Proxy Port

Proxy, dynamically generated

Public Cloud

Publisher Assertion

QName

Qualified Name

Post Office Protocol - aprotocol for retrieval of email messages from
mail servers.
See also POP3 server.

A mail server that supports the POP3 protocol from retrieval of email
messages.

See also POP, POP3.

A part of WSDL that binds an endpoint address and its interface.

Part of aWSDL document that describes the interface of a service.
See also WSDL.

An entity whoseidentity can be authenticated. A principa can represent
any entity, such asan in individual, a corporation, or alogin id.

A Systinet Server component consisting of a user store and key store.
See also User Store, Key Store.

The host name of a proxy server.
Port number of aproxy server.

A Java object that acts as a proxy to a Web service. Invoking methods
on this object resultsin a SOAP request and response exchange with
the Web service.

A Universal Business Registry where businesses can describe and
publish their web services to the general public.
See aso UBR.

A structure that allows you to emphasize a relationship between two
Business Entities.
See also Universal Description, Discovery and Integration.

See Qualified Name.

A name that consists of a namespace and a unique name from that
namespace.
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Receiver

Reference

Reliability

Remote Debugging (in Systinet

Devel oper)

Remote Server

REST

Return Value
Role

RFC

See also Namespace.

A referenceable entity that accepts messages. This can be overseen as
aWeb service, an asynchronous endpoint, or a stub/proxy that accepts
aresponse.

A reference to data that are defined in another part of the message. An
example might be areference to the next MIME part of a message or
areference to repeated Java objects.

The ahility of messages to be delivered regardless of software
component, system, or network failures.
See also WS-ReliableMessaging.

Debugging of Web services that are deployed to aremote Systinet
Server. In Systinet Server for Java Devel oper, you can place abreakpoint
into your Web service source code, switch-on Remote Debugging
Support for Systinet Server and debug this Web service remotely even
when it is running on a remote machine.

In Systinet Devel oper, you have alist of Systinet Servers that you can
work with. Y ou can register any running Systinet Server into thislist
so you can work with it (remotely manage this server, deploy Web
services to this server etc.).

REpresentational State Transfer is an architectural module used to
implement networked I T systems. The modeling of communication
between componentsis similar to that used by HTTP. The main
distinguishing features of this model relate to resources.

A single value returned from a service.
A category that appliesto a set of principals.

An|ETF Request For Comments (see http://www.ietf.org/rfc) - usually
a standard or a recommendation.
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RPC

RPC/Encoded

SAML

Scalability

Schema Type
Security Manager

Security Mechanism

Security Provider

Sender

Sequence Owner

Remote Procedure Call - an extension of acommon procedure call used
inside one application to span multiple processes running on multiple
hosts.

One possible SOAP message encoding, indicating that the message
format islogically given by the XML schema present in the WSDL.
The physical representation of the message is given by the encoding of

the message.
Seealso WSDL.

Security Assertions Markup Language - an XML framework for
exchanging security information over the Internet. SAML enables
disparate security services systemsto interoperate. It resides within a
system's security mechanisms to enable exchange of identities and
entitlements with other services.

How well a system can adapt to increased demands. For example, a
scalable network system would be one that can start with just afew
nodes, but easily expand to thousands of nodes.

Definesthe type of a part of XML data
The component of Systinet Server responsiblefor security management.

A mechanism that implements a security function. Some examples of
security mechanisms are authentication exchange, checksum, digital
signature, encryption, and traffic padding.

A provider for particular security mechanism(s).
See also Security Mechanism.

An entity that sends messages.

A load balancer node that handles all the messagesinaWS-RM reliable
managing sequence. The reliable message sequence correspondsto a
load balancer session.

See also WS-ReliableMessaging.
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Serialization

Seridizer

Server Package

Service Class

Service Endpoint

Service Instance
Service Lookup

Service Manager

Service State

Service, Asynchronous Java

Service

Service, Java Service

Service, Raw Service

Service, XML Service

Servlet

Servlet Container

The process by which binary objectsarewritten into astructured stream;
for example, when Java objects are written into a SOAP message.

A class that writes a Java object into a SOAP message.

The package that holds all the service-related files.
See also Deployment Package, Deployment.

The implementation class of the Web service.

A single endpoint of a service instance with an associated path and
additional configuration (such as header processors, serializers, etc.).

A service class instance registered in Systinet Server for Java
See Web Service Lookup.

A component of Systinet Server that is responsible for management of
deployed Web services.

The current state of a service instance; for example, Offline, Starting,
Running, Stopping, Stopped.

A Web service implemented in Javathat returns the results of an
invocation in an asynchronous manner.

A Web service implemented in Java that handles the messages using
Javatypes representation of their content.

A Service written in Java that handles the messages using a low-level
transport message API.

A Servicewrittenin Javathat handlesthe messages using thelow-level
SOAP Message API.

The basic part of Java Servlet Technology.

A container application that allows servletsto run.
See also Servlet.
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Single Login

SMTP

SMTP Server

SOAP

SOAP Body

SOAP Digital Signature

SOAP Envelope

SOAP Fault

SOAP Fault-Actor

A system of applications, where a principal (user) authenticates with
one system entity (called identity provider) and has that authentication
honored by other system entities (called service providers or partners).
See also SSO (Single Sign-On).

Simple Mail Transfer Protocol - aprotocol for sending email messages
between servers. Most email systems that send mail over the Internet
use SMTP to send messages from one server to another; the messages
can then be retrieved with an email client using either POP or IMAP.
Inaddition, SMTPisgenerally used to send messagesfrom amail client
to amalil server.

A mail server that supportsthe SMTP protocol for email transfer.
Seeaso SMTP.

Simple Object Access Pratocol - alightweight protocol based on XML
for the exchange of information in a decentralized, distributed
environment.

The part of a SOAP message that contains the actual data.
See also SOAP.

The W3C document SOAP Security Extensions: Digital Signature
specifies the syntax and processing rules for a SOAP header entry to
carry digital signature information within a SOAP 1.1 Envelope.
See also SOAP, SOAP Header, SOAP Envelope, XML Signature.

Theroot element of a SOAP message. It contains exactly one body sub-
element and optionally one header sub-element.
See also SOAP.

Used to return errorsthat occur during the routing/processing of aSOAP

message.
See also SOAP.

Part of a SOAP Faullt. It provides information about who/what caused
the fault.
See also SOAP Fault.
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SOAP Fault-Code

SOAP Fault-Detail

SOAP Header

SOAP Message

SOAP with Attachments

SOAPSpy

SOS

SPKM

SQL Statement
SSJ

SSL

Part of a SOAP Faullt. It provides an numeric identification of the fault.
See also SOAP Faullt.

Part of a SOAP Fault that provides more details about the fault. In
Systinet Server for Java, this element usually contains a server stack
trace.

See also SOAP Fault.

The part of soap message that contains metadata (for example,
authentication information or instance identification) of the message.
See also SOAP Body.

A message encoded in accordance with the SOAP specification.
See also SOAP.

Binding for a SOAP message to be carried withinaMIME
multipart/related message in such away that the processing rules for
the SOAP 1.1 message are preserved.

See also SOAP.

A SOAP message-tracking tool that scans communication between the
client and sever. The communication is visually displayed. Y ou can
also manually change and send the messages.

See also SOAP.

See Sun ONE Studio.

Simple Public Key Mechanism - asecurity mechanism specified by the
IETF in RFC-2025.

A statement of the Structured Query Language.
Abbreviation for Systinet Server for Java™.

The Secure Sockets Layer (SSL) and Transport Layer Security (TLS)
protocols were designed to help protect the privacy and integrity of
datawhileit istransferred across a network. The Internet Engineering
Task Force (IETF) standard called Transport Layer Security (TLS) is
based on SSL.
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SSO (Single Sign-On)

Static Invocation

Stub

Subject

Sun ONE Studio

Systinet Devel oper

Systinet Server for Java
Application Directory

Systinet Server for Java Root
URL

System Web Services

Seealso TLS.

A system that enables a user to access multiple computer platforms or
application systems after being authenticated only once.
See also SAML, Kerberos.

Constructing arequest at compiletime. Calling an operation viaaproxy
procedure.

A statically-generated service interface, which in turn dynamically
generates the proxy during runtime.

A grouping of related information for asingle entity, such as a person.
Such information includesthe Subject'sidentities, aswell asits security-
related attributes (passwords and cryptographic keys, for example).
See also ldentity.

Sun ONE Studio (formerly Sun Forte For Java) isan IDE for
development of Java applications. It is a branded and commercial
version of NetBeans. Systinet Developer for Sun ONE Studioisaplug-
inthat can be used with SOS and |ets devel opers devel op Web service-
based applicationsin the IDE.

See also NetBeans.

A product of Systinet Corporation that lets developers create, test,
debug, and manage Web services using their favorite IDE. Systinet
Developer is aplug-in that enhances IDEs such as Sun Microsystems
Sun ONE Studio, Borland JBuilder, and IBM Eclipse.

A directory to which the WASP_HOME parameter points.
See also Deployment, WASP_HOME.

The URL where Systinet Server runs. The Global URL of the Web
service running on Systinet Server is <Systinet Server for Java Root
URL> + <path of the Service Endpoint>.

Web services can be categorized into three groups. System, Application,
and Utility Web services. System Web servicesfacilitates fundamental
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Target Namespace

Technica Policy

TLS

tModel

Tomcat Servlet Container

Transport

Transport Message

Transport Repository

Trusted Certificate Entry

functions such as service deployment, administration and security
settings management.

In WSDL, XML Schema, or a deployment descriptor document, the
namespace into which the content of the document is placed.

A set of assertions that represent a business requrement. Technical
policies are associated with SOA artifacts to which the requirement
applies; a set of technical policies and associated artifacts forms a
Business Policy.

In WS-Policy terms, a Systinet technical policy = WS-Palicy + name
+ documentation.
See also Business Palicy.

Transport Layer Security protocol. Itsprimary god isto provide privacy
and data integrity between two communicating applications. The first
version of TLSis described in RFC-2246.

Seealso SSL.

A structure that takes the form of keyed metadata (data about data). In
ageneral sense, the purpose of atModel within the UDDI registry is
to provide areference system based on abstraction. Among the roles
that atModel playsin UDDI isthe ability to provide and to describe
compliance with aspecification or concept to ataxonomy, for example.

The servlet container that is used in the official Reference
Implementation for the Java Servlet and JavaServer Pagestechnol ogies.

A component of Systinet Server that is responsible for transferring
messages to a Web service using particular transport protocol.

A message accessible via Systinet Server Transport API.
See also Message.

A repository of al Systinet Server transports.

An entry managed by the key store that represents a trusted certificate
or certificate chain.
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UBR

uDDI

UDDI Green Pages

UDDI Inquiry Port

UDDI node

UDDI Operator

UDDI Publishing Port

UDDI Registry

See also Key Store, Certificate Chain.

Universal Business Registry (also known as Public Cloud) - a set of
UDDI Registriesthat form aglobal distributed registry of information
about Web services. Note that UBR nodes (members of the Public
Cloud) arerun by Microsoft, IBM, SAP, HP, and NNTP. They replicate
the content of Public Cloud.

See Universal Description, Discovery and Integration.

UDDI accepts and organizesthree types of information into three broad
categories: White, Y ellow, and Green Pages. Green Pages hold the
technical information about services that are exposed by the business,
including references and interfaces to the services a company can
deliver.

Every UDDI Registry implementation provides two ports with which
you can interact: inquiry and publishing. The inquiry port allows you
to browse and search information that is published to aUDDI Registry.

The UDDI nodeis a collection of Web services, each of which
implementsthe APIsinaUDDI API set, and that are managed according
to acommon set of policies. Typically, anode consists of at least an
implementation of the Inquiry, the Publication, and the Custody and
Ownership Transfer API sets; often anode will implement additional
API sets such as Subscription and Replication.

A UDDI Operator is arole of a person who sets node policy and runs
anode. Thereis exactly one operator for a given node.

Every UDDI Registry implementation provides two ports with which
you caninteract with: inquiry and publishing. The publishing port allows
you to publish information about your Web services.

A UDDI Registry isan implementation of the UDDI specification that
allows Web service vendors to register information about the Web
services they offer so that others can find them.
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UDDI White Pages

UDDI Yellow Pages

Undeployment

Universal Description,
Discovery and Integration

Updatable Policy

URI

URL

User Group

User Property

UDDI accepts and organizesthree types of information into three broad
categories: White, Y ellow, and Green Pages. White Pages include
address, contact, and known identifiers.

UDDI accepts and organizesthree types of information into three broad
categories: White, Y ellow, and Green Pages. Y ellow Pages include
industrial categorizations based on standard taxonomies.

Undeployment is a process of uninstalling deployed packages from
Systinet Server.
See also Deployment.

UDDI isaspecification for distributed Web-based information registries
of Web services.

A Systinet Server component responsible for management of access
control lists.
Seeaso ACL.

Uniform Resource Identifier - the generic term for al types of names
and addresses that refer to objects on the World Wide Web. A URL is
onekind of URI.

Uniform Resource Locator - the global address of documents and other
resources on the World Wide Web. Thefirst part of the addressindicates
what protocol to use and the second part specifiesthe |P address or the
domain name where the resource is located.

Any person who interacts directly with a computer system. Note that
'users' do not typically include 'operators,’ 'system programmers,'
'technical control officers,' 'system security officers,' and other system
support personnel.

A named collection of user identifiers.
See also User.

In the context of Systinet Server for Java, a user attribute that can be
stored in the user store.
See also User Store.
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User Store

Utility Web services

UuID

WAR File

WASP, WASP Server for Java
WASP HOME

WaspPackager Tool

Web Service

Web Service Client
Web Service Debugger (in
Systinet Devel oper)

Web Service Executor (in
Systinet Devel oper)

A Systinet Server component responsible for management of user
(security) properties, such as passwords and certificates.

Web services can be categorized into three groups: System, Application,
and Utility Web. A Utility Servicetypically providescommonly required
functionality utilized by any Application Web service. It provides an
easy way for devel opers to reuse common functions to produce more
reliable code and reduce redundancy.

Universally Unique Identifier as used in http://www.ietf.org/
recommendations or drafts.

A format for compressing files, similar to aJAR file. Web applications
that may be deployed to an application server are often compressed
into WAR files.

Seeaso JAR File.

The former name of Systinet Server for Java™.
The directory where the Systinet Server distribution isinstalled.

A part of Systinet Server for Javathat creates deployment packages
that can be deployed to Systinet Serversor client packagesthat are used
for Web service Clients.

See also Deployment, Deployment Package, Client Package.

Loosely coupled software components delivered over Internet standard
technologies.

An application that uses Web services.

A special kind of Sun ONE Studio Debugger Type that must be used
for debugging Web service clients. This Debugger Type ensures the
correct initialization of the client part of Systinet Server for Java.

A special kind of Sun ONE Studio Executor that must be used for
running Web service Clients. This Executor ensures the correct
initialization of the client part of Systinet Server for Java.
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Web Service Lookup

Web Services Description

Language Utility (wsdl.exe)

WSDL

WSDL Compiler

WSDL Compiler tool

WSDL Compiler Web service

WSDL Operation

WSDL Port

WSDL Service

WS-Addressing

A process through which aremote Web service is bound to a Java
interface. The result of this processis a Java stub for the Web service.

Used to generate code for XML Web service clients and XML Web
servicesusing ASP.NET from WSDL contract filesand X SD schemas.

An XML-based language that describes an interface of a Web service
plus information on how to call the Web service and where to find it.

The previous namefor WSDL 2Java, a Systinet Server tool that converts
aWSDL document into Java code.

See WSDL Compiler.

Former name of the WSDL 2Java Web service, a utility Web service
that offers SOAP accessto the WSDL 2Javatool used for the generation
of Java source files from aWSDL document.

Part of aWSDL Document representing the interface of an operation
that can be invoked on aWeb service.

Part of aWSDL Document that binds the endpoint of aservice with an
interface.

Part of WSDL Document that specifiesthe set of endpointsthat define
one logical service.

A protocol that provides transport-neutral mechanismsto address Web
services and messages. Specificaly, WS-Addressing defines XML
elements to identify Web service endpoints and to secure end-to-end
endpoint identification in messages. It enables messaging systemsto
support message transmission through networksthat include processing
nodes such as endpoint managers, firewalls, and gatewaysin atransport-
neutral manner.

For more information, please see the WS-Addressing specification.

[http://msdn.microsoft.com/library/default.asp?url=/library/en-
us/dnglobspec/html/ws-addressing.asp]
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WS-Eventing

WS-Policy

WS-ReliableMessaging

WS-RM

WS-Security

Specification which describes a protocol that allows Web services to
subscribe to or accept subscriptions for event notification messages.

For more information, please see the WS-Eventing specification.
[hitpimschmicrosaftcomwebsanvicsscommunityworkshopsofauit agaxoul=fibrarylen
us/dnglobspec/html/ws-eventing.asp]

The Web Services Policy Framework (WS-Policy) provides a general
purpose model and corresponding syntax to describe and communicate
the policies of aWeb Service. WS-Policy definesabase set of constructs
that can be used and extended by other Web Services specifications to
describe a broad range of service requirements, preferences, and
capabilities.

For more information, please see the WS-Policy specification.
[ http://msdn.microsoft.com/webservices/default.aspx?pull=/library/en-
us/dnglobspec/html/ws-policy.asp]

A protocol that allows messages to be delivered reliably between
distributed applicationsin the presence of software component, system,
or network failures. Is used in conjunction with other specifications
and application-specific protocol swithin the SOAP[SOAP] and WSDL
[WSDL] extensibility model. The draft version of this protocol was
known as WS-Réliability.

For more information, please see the WS-ReliableM essaging
specification.

[http://msdn.microsoft.com/webservices/defaul t.aspx ?pul|=/library/en-
us/dnglobspec/html /ws-reliablemessaging.asp]

See WS-ReliableMessaging.

WS-Security describes enhancements to SOAP messaging to provide
quality of protection through messageintegrity, message confidentiality,
and single message authentication. It enablesthe user to encrypt and/or
sign individual SOAP messages.

Systinet Server for Java provides animplementation of OASIS working
draft 13 [http://www.oasis-open.org]. It is based on a Systinet-modified
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X.509

XKMS

XML

XML Canonicalization

XML Encryption

XML protocol

version of Apache XML-Security package 1.0.4
[http://xml.apache.org/security].

For more information, please see the WS-Security specification.
[http://msdn.microsoft.com/library/default.asp?url=/library/en-
us/dnglobspec/html/ws-security.asp]

Part of the ITU-T X.500 specification that defines a framework to
provide and support data origin authentication and peer entity
authentication services, including formats for X.509 public-key
certificates, X.509 attribute certificates, and X.509 CRLs.
Seealso CRL.

The XML Key Management Specification - a specification designed
to extend the public key infrastructure (PK1) model by using XML to
provide new levels of ease and interoperability when implementing
secure applications.

See also PKI, XML.

eXtensible Markup Language - aW3C-sponsored format for structured
documents and data, used mostly on the Web.

A method for generating a physical representation, the canonical form,
of an XML document that accountsfor permissible changesor variations
in syntax. It isareduction of adocument to a standard minimal form
useful, among other things, for document or structure comparisons.
Except for limitations regarding afew unusual cases, if two documents
have the same canonical form, then the two documents are logically
equivalent within the given application context.

A standard that specifiesthe processfor encrypting dataand representing
theresult in an XML document. The datamay be an XML element, or
XML element content, or any arbitrary data (including an XML
document).

See also XML, XML Signature.

A communication or messaging protocol based on XML.
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XML Schema

XML Signature

XPath

XQuery

XSLT

A means for defining the structure, content and semantics of XML
documents through XML itself. It defines aricher set of data types -
such as booleans, numbers, dates and times, and currencies - than the
more traditional DTD. XML Schemas makeit easier to validate
documents based on namespaces. It is defined in the W3C's XML
Schema Working Group.

A way of providing integrity, message authentication, and/or signer
authentication servicesfor data of any type, whether located within the
XML that includes the signature or elsewhere.

See also XML, XML Encryption.

A language for addressing parts of an XML document. See XPath 1.0
[http://www.w3.org/TR/xpath] and X Path 2.0

[http://www.w3.org/ TR/2004/WD-xpath20-20041029/].

Seealso XSLT, XQuery, Content Based Routing (CBR).

A query language ableto express queries across data structured as XML.
Theresult of an XQuery program isalso XML. XQuery can beviewed
as atransformation language. See XQuery 1.0

[http:/Iwww.w3.0rg/ TR/2004/WD-xquery-20041029/].

See also XPath.

A languagefor transforming XML documentsto other XML documents
or more generally any text output. Its expressive power is greater than
XQuery. Henceit ismore universal. See XSLT 1.0
[http://www.w3.0org/ TR/xdt] and XSLT 2.0

[http://www.w3.org/ TR/xdt20/].

See also XPath, XQuery.
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