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About this Guide

Who this Guide is for

This Radia Management Portal Guide for version 2.0 is the first verson to introduce Radia
Management Portal Zones, and the related features that accommodate very large enterprises that
require multiple Radia Management Portal sites. This version of the Radia Management Portal
offers access to directory structures that already exist in your enterprise, including the Radia
Database on the Radia Configuration Server, an external policy store, and your enterprise
networks.

Using Radia Management Portal 2.0, Radia Administrators can:

m  Use one of the self-managed, cross reference groups to perform an operation on all devices
that have the same hardware, operating system level, managed service, or Radia
Infrastructure on them. For example, Administrators can Notify all Windows XP Servers of
an update.

m  Centrally schedule and manage jobs on any Radia Management Portal Zone from a single,
master portal.

m  Define and connect to non-Radia Management Portal directories in your enterprise, such as
Microsoft Active Directory, and network directories, such as Microsoft Windows Network.

m  Connect to a Radia Database on the Radia Configuration Server and perform instance-level
tasks on your enterprise distribution model.

m  Connect to any LDAP Directory Service being used with Radia Policy Manager, such as Active
Directory, and use Policy tasks in the Radia Management Portal to administer policy for
Radia services.

To use the features relating to the Radia Database, RCS Administration, and Policy
Administration, you should have a comprehensive understanding of the Radia Configuration
Server, Radia Database administration, the Policy Server, and assigning Policy.

What this Guide is about

The Radia Management Portal 2.0 New Features Guide describes:
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The new zone-based architecture and Radia Management Portal directory structure.

How to install the Radia Management Portal 2.0 for Windows. After installing the first RMP
zone, you can use the Install RMP task to install additional Radia Management Portal zones
remotely.

The user interface and navigational changes.

The new tasks and task groups that have been added for this release, including:
Help Desk Notify

Device Management, Grouping, and Import Tasks

Radia Management Portal Zone Configuration Tasks

RCS Administration Tasks

Software and Service Administration Tasks

Policy Administration Tasks

m  How to create and use Zone Access Points to connect to and browse existing LDAP directory
services in your network.

m  The various ways of adding devices to your RMP zone, bringing them under RMP
management, and establishing device Groups.

m  The tasks that you can use in the Radia Management Portal to schedule and sequence jobs
across all Radia Management Portal zones in your infrastructure.

How to add and use multiple profiles for the Install Client task.

How to add and use modified rps.cfg files to install pre-configured Radia Proxy Servers in
your enterprise.
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Summary of Changes

The RMP 2.0 features and documentation changes from the 1.x release are extensive.

New Topics

EX) Table P.1 lists the topics that are new for Radia Management Portal 2.0.

Table P.1 ~ New Topics for RMP 2.0

Chapter

Page and Topic

1. Introduction

Page 23, What is a Zone?
Page 23, The Zone Directory Structure
Page 24, About Object Names in a Zone

2. Installing the Radia
Management Portal

Page 30, Radia Prerequisites
Page 31, Directory Size of a Single Zone

3. Using the Radia
Management Portal

Page 66, Navigation Modes: History and Location

Page 67, Sample Navigation Session: Viewing Network Objects
Page 69, Accessing and Returning to Your Desktop

Page 72, Removing Shortcuts from Your Desktop

Page 74, Navigating the Portal Directory and the Zone Containers
Page 82, Infrastructure Task Group

Page 89, Policy (Advanced) Task Group

Page 90, RCS Administration Task Group

Page 91, Toolbar Tasks

Page 94, Radia Directory and Zone Objects

Page 95, About the Zone Containers

Page 100, Using the RCS Administration Tasks

Page 109, Using RMP to Assign Policy through an LDAP Directory

4. Administrative
Functions

Page 134, Configuring Directory Services

Page 149, Configuring for External LDAP Authentication
Page 155, Configuring for a Custom LDAP Policy Extension Prefix
Page 155, Establishing Devices and Device Groups
Page 156, Basic Procedures for Modifying Groups

Page 171, Adding a Single Device

Page 178, Adding Groups

Page 180, Adding Devices to a New Group

Page 184, Moving or Copying Devices into a Group
Page 190, Removing Groups of Devices

Page 191, Importing Devices
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5. Operations

Page 270, Managing Computers in Your Radia Management Portal Zone
Page 274, Selecting a Starting Zone Location

Page 294, Using Help Desk Notify

Page 308, Choosing a Dynamic or Static Port Assignment for the Radia
Management Agent

Page 319, Supporting Remote Installs Using Multiple Profiles

Page 319, Adding, Modifying, and Deleting Install Profiles

Page 343, Adding Task Templates

Page 346, Removing Task Templates

Page 347, Installing Additional RMP Zones (Subordinate Zones)

Page 352, Scheduling Zone Operations

Page 358, Opening a Subordinate Zone

Page 361, Sequencing Jobs (In Progress)

6. Troubleshooting

Page 390, Managing the Portal Zone Directory (ZONE.MK) File

Removed Topics

[ The Novadigm Services chapter was removed.

Task Changes

EX) Page 80, Taskbar and Task Summary: identifies all new task groups and tasks for this

release with a 2.0 bullet.

| Page 82 Model Administration Task Group: the following tasks have been removed from
the Model Administration Task Group: Add Container, Add Organization, Add Groups

of Devices, Move Device.

The previous Inventory ManagementTask Group and Notify via Inventory task have
been removed. See the Radia Reporting Guide for alternative methods of notifying device
groups from inventory reports.

Modified Procedures

2.0 All procedures have been modified to show the new starting point and navigation path
needed to perform the tasks.

Page 80, Taskbar and Task Summary: use the hyperlinks within a task description to
quickly locate the procedure for that task.
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You should be aware of the following conventions used in this book.

Table P.1 ~ Styles

Element Style Example

References Italic See the Publishing Applications and Content chapter in this book.
Dialog boxes and Bold The Radia System Explorer Security Information dialog box
windows opens.

Code Andale Mono radia_am. exe

Selections Bold Open the \Admin directory on the installation CD-ROM.

Table P.2 ~ Usage

Element Style

Example

Drives Italicized
(system, mapped, CD) placeholder

SystemDrive:\Program Files\Novadigm might refer to C:\Program
Files\Novadigm on your computer. CDDrive:\client\radia_am.exe
might refer to D:\client\radia_am.exe on your computer.

Files All uppercase  PRIMARY

(in the Radia Database)

Domains All uppercase  PRIMARY.SOFTWARE. May also be referred to as the SOFTWARE
(in the Radia Database) domain in the PRIMARY file.

Classes All uppercase  PRIMARY.SOFTWARE.ZSERVICE, May also be referred to as the

(in the Radia Database)

ZSERVICE class in the SOFTWARE domain in the PRIMARY file.

The table below describes terms that may be used interchangeably throughout this book.

Table P.3 ~ Terminology”

* Depends on the context. May not always be able to substitute.

Term May also be called

Application software, service

Client Radia Application Manager and/or Radia Inventory Manager
Computer workstation, server

NOVADIGM domain PRDMAINT domain

Note: As of the 4.0 release of the database, the NOVADIGM domain is
being renamed the PRDMAINT domain. Therefore, if you are using an
earlier version, you will see the NOVADIGM domain in the database.

Radia Configuration Server Manager, Active Component Server

Radia Database Radia Configuration Server Database
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Introduction

At the end of this chapter, you will:

Understand the benefits and core capabilities of Radia Management Portal 2.0.
Understand the architecture and Directory Structure of any Radia Management Portal Zone.
Be familiar with new terminology for this release.

Understand the process of adding devices to your Radia Management Portal zone and
grouping them for operational purposes. Almost all Operations in RMP 2.0 are performed
against device groups.
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Introduction

The Radia Management Portal (RMP) is a friendly, Web-based interface that you can use to
manage your entire Radia infrastructure, regardless of how small or large your enterprise.
Whether you are already using Radia, or are just beginning, you can use the Radia Management
Portal to view and manage your existing infrastructure, and remotely install new Radia
infrastructure products and applications.

The Radia Management Portal provides the following benefits:

Consistency

A simple, consistent user experience reduces the learning curve for your administrators.
When using the Radia Management Portal, administrators select tasks to manage the
infrastructure. Each task follows the same general procedure. Therefore, even if an
administrator's role changes, the overall procedure remains the same.

Web-based administration
Use a browser from anywhere to administer your Radia infrastructure.

A single view into a complex environment
View and manage your Radia infrastructure, applications, and policy from a single
administrative environment.

Role-based entitlement
Administrators can view and manage only those objects in the infrastructure for which they
are responsible.

Security
Administrators are authenticated against the Radia Management Portal Directory.

Extensibility

Access any Radia Configuration Server, Radia Database, Active Directory, or other LDAP
Directory in your enterprise from within the Radia Management Portal's interface.
Administer policy, services, users, and machines directly from the Portal's friendly interface.

Enterprise-Wide Solutions

Create multiple Radia Management Portal Zones, if desired, to administer the infrastructure
at different sites in your enterprise. From any Radia Management Portal, you can access any
Zone in your enterprise and perform operations across multiple-zones.
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About the Core Capabilities

After installing the Radia Management Portal, you can perform administrative and operational
tasks on any piece of your Radia infrastructure. The core capabilities of the Radia Management
Portal are:

m Network Discovery
The Radia Management Portal automatically discovers the objects in your networks.

m  Authentication
Use the Radia Management Portal Directory to authenticate administrators.

B Delegated Administration
Create roles in the Radia Management Portal so that your administrators have access only to
the tasks that are relevant to them and their roles.

m  Remote Installations of Radia Infrastructure Components and RMP Zones
Use the Radia Management Portal to install Radia infrastructure products to remote devices
running Windows NT, 2000, XP and Server 2003, as well as HP-UX and Solaris. This includes
the remote installation of additional Radia Management Portal Zones at other sites in your
enterprise. Each Zone manages the infrastructure for a given site, but you can access, open,
and run jobs against any Zone in your enterprise from a single Radia Management Portal.

m  Remote Infrastructure Administration
Use the Radia Management Portal to manage Radia Management Infrastructure products.
For example, you can start or stop services on your remote devices or browse client logs from a
central location.

m  Remote Radia Configuration Server and Policy Administration
Use the Radia Management Portal to access the Radia Database on any Radia Configuration
Server in your enterprise, perform instance-level tasks, and assign and manage Policy
through Active Directory.

m  Cross Referenced Device Groups
The Radia Management Portal captures detailed information regarding device hardware,
operating system, Radia infrastructure and managed services and stores it in the Radia
Management Portal Directory in self-managed cross reference groups. This simplifies
notification of all devices for a given classification in a single step.

m Notify
Use the Notify task to perform an action on the target devices that you select. Notify all
devices of a given type in one or all zones in your enterprise.

m  Scheduling
Use the scheduling feature to execute and track the progress of any task.

®  Querying

Use the query feature to extract information from the Radia Management Portal Directory.
m  Auditing/Logging

Use the auditing and logging features to view information about administrators and the

activities they performed within the Radia Management Portal. All audit events will be stored
in the log generated by the Radia Management Portal.
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About the Product Architecture

Although you will be working with the Radia Management Portal in your Web browser, you may
want to be familiar with the base architecture for this product.

The Radia Management Portal is made up of the following:

The Portal Run-time is the run-time technology that integrates Radia infrastructure
services. This is made up of the Radia Integration Server (RIS) and the RMP.TKD (in the
Radia Integration Server's \modules directory).

The Portal Zone Directory, zone.mk (in the Radia Integration Server's \etc directory), is
an LDAP directory service. When it starts, it loads the set of objects that represent a given
instance of the Radia Management Portal, or Zone. The objects stored in the \etc\zone
directory and loaded at startup include all the information needed to manage a given set of
infrastructure at a given location:

e Managed devices (device.mk)

e Device group memberships (group.mk)

Cross Referenced Device Groups (xref.mk)

Job Status and Job History (job.ckpt and history.mk)

Users (user.mk)

Configurations for Entitlements, Tasks, and Services (entitlement.mk, task.mk, and
msg.mKk)

o Networks (dns.mk and lanmanredirector.mk)

Whether you have one or many Radia Management Portal Zones in your enterprise, all zones
load the same-named set of directories at startup.

The Radia Management Agent (RMA), installed on the remote device, performs tasks on
behalf of the Radia Management Portal. See Installing the Radia Management Agent on page
307 for more information.

22



Chapter 1

Radia Management Portal Zones Overview

Very large enterprises often find it necessary to use multiple Radia Management Portals to
effectively view and manage their existing infrastructure. With multiple portal sites, it becomes
desirable to be able to perform operations across all sites from one central location. This release
extends the scalability of the Radia Management Portal by defining a Zone and a specific Zone
Directory Structure for each Radia Management Portal in your enterprise.

What is a Zone?

A zone is a logical set of devices, infrastructure, and software that is represented and managed in
directory services and administered by the Radia Management Portal.

A zone is created whenever the Radia Management Portal is installed, and all objects in the zone
include the high-level qualifier of the zone name. The first installed zone is called the Master Zone
and others are called Subordinate Zones. The properties for the Zone object, itself, include the
URL information needed to access the zone.

The Zone Directory Structure

Every Radia Management Portal Zone has the same directory structure and same-named
containers at the highest levels.

Figure 1.1 illustrates the Zone Directory Structure and Containers. See About the Zone
Containers on page 95 for a description of each container and how they are used.
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Figure 1.1 ~ Radia Management Portal Directory of a Zone

About Object Names in a Zone

The Radia Management Portal, itself, is a Directory Service containing objects of various object
classes. Each object is assigned a Common Name (cn=name). The common name given to an object
must be unique among all objects in that class. For example, all Zone names in your enterprise
must be unique. Within a given Zone, all common names of objects of the same class must be
unique. The common names of the Zone containers are pre-assigned and the same across all Zones
in your enterprise.

Each entry within a zone may be identified by its location. For example, the location of the
Devices container entry in Figure 1.1 is en=device,cn=Mahwah and the location of the
PRIMARY file on the RCS is cn=Primary,cn=Mahwah.
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cn=mahwah

cn=device

cn=radia

cn=chicago

cn=device cn=groups

cn=primary cn=config
cn=user l cn=xref
cn=ds

Figure 1.2 ~ Multiple Zones of the Radia Management Portal.

This naming convention serves to ensure that distinct names exist among devices and other
objects across all zones in your enterprise. For example, in Figure 1.2, the location of the Devices

container in the Mahwah Zone is: ecn=device,cn=Mahwah,cn=radia and the location of the

Devices container in the Chicago Zone is en=device,cn=Chicago,cn=radia.

The Common Name for any object can be viewed by hovering the mouse over the object's

icon or label in the Radia Management Portal.

The Directory Structure and naming context permit name distinction among all objects in all
Zones in your enterprise. This allows the Radia Administrators to schedule operations across

devices in the entire enterprise from a single, central site.
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New Terminology

The following terms are new to this release. They are often used throughout this guide. It may be
helpful to become familiar with them before using this guide.

For a complete Glossary of Terms, see the Glossary at the end of this guide.

Directory Service

A Directory Service in this guide refers to any of the directory service types that can be
accessed from the Radia Management Portal. These include any Lightweight Directory Access
Protocol (LDAP) directory, the Radia Configuration Server, DSML (allowing access to another
Radia Management Portal zone), and metakit (*. MK) files. Metakit files allow access to a
customized Radia Management Portal container.

A Radia Management Portal user can connect to other LDAP Directory Services (given proper
authority) that have been defined in the Directory Services container.

managed device

A computer or other hardware device in your network, such as a PDA or printer, that has
been added to a Radia Management Portal Zone Device container.

Mount Point

The location in a directory structure to which a connection is made. The mount point becomes
the root node of the mounted directory, and thus you can only navigate to nodes at or below
the mount point.

Master Zone

The initial Radia Management Portal zone installed at an enterprise. Additional Radia
Management Portals are installed as subordinate zones to the Radia Management Portal
Master Zone, also called the Master Portal.

Schedule Zone Operation

The Portal task used to attach a schedule and launch predefined tasks against a device Group
in the selected zone or set of zones. The job finds all devices currently in the named Group in
all zones that have been selected as the audience of the operation.

Subordinate Zone

The secondary Radia Management Portal zones installed at an enterprise, usually from the
initial Radia Management Portal master zone. All zones across your enterprise must have
unique names to allow for unique distinguished names for all objects across all zones in your
enterprise.
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Zone

A zone is a logical set of devices, infrastructure, and software that is represented and
managed in directory services and administered by the Radia Management Portal.

A zone is created whenever the Radia Management Portal is installed, and all objects in the
zone include the high-level qualifier of the zone name. The first installed zone is called the
Master Zone and others are called Subordinate Zones. The properties of the Zone object
specify the URL needed to access that zone.

Zone Access Points

Container defining all Radia Management Portal zones in your enterprise. Go to the Zone
Access Points container to open another zone's Radia Management Portal, as well as schedule
zone operations on devices that exist in any zone in your enterprise. See ZoneJob.

ZonedJob

A job group scheduled for devices in a named Group across one or more Radia Management
Portal zones. Scheduling a Zonedob requires a predefined Task Template that defines the job,
such as the specific notify command, and Group names in each target zone to be the same.
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Summary

The Radia Management Portal is a Web-based interface used to manage your Radia
infrastructure across your entire enterprise.

You can perform administrative and operational tasks on objects in your infrastructure,
administer instances in the RCS database, and assign Policy using Active Directory.

The Radia Management Portal consists of the Portal Run-time, the Radia Management Portal
Zone Directory, and the Radia Management Agent (RMA). The set of container objects in a
Zone Directory are loaded at startup.

A zone is a logical set of devices, infrastructure, and software that is represented and
managed in directory services and administered by the Radia Management Portal. Each Zone
Directory contains the same set of containers.

Multiple Zones allow for management of unlimited numbers of devices at different device
locations. Zone names must be unique. Object names in the same class must be unique in a
zone.

Additional functionality is available via Radia services.
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Installing the Radia
Management Portal

At the end of this chapter, you will:

Be able to install the Radia Management Portal.
Modify the \media folders to include a \default directory for client installs.
Be able to log on to the Radia Management Portal.

Be able to change your password.
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Preparing for Installation

1. Before installing the Radia Management Portal, locate your Hewlett-Packard license file.
If you need assistance, contact HP Technical Support (see page 4).

2. Assemble the following set of Radia CD-ROMs that are used during a complete Radia
Management Portal install:

e Management Infrastructure CD-ROMs
e Management Applications CD-ROM
® Publications CD-ROM
3. Review the README file delivered with the product for the latest information.

Installing the Radia Management Portal

You can use the Radia Management Portal to view and manage your existing Windows
infrastructure, add new Radia infrastructure products and applications, as well as perform
service and policy administration on your Radia database, using Active Directory if needed.

This release supports environments with multiple Radia Management Portal (RMP) sites using
the new zone architecture and features. Each Radia Management Portal site being managed from
the master portal site needs to have version 2.0 installed.

Radia Prerequisites

Radia Management Portal 2.0 has been optimized to work with the REXX method ZTASKEND
Version 1.8, which is installed automatically when you upgrade to Radia Configuration Server
4.5.4 SP3.

To improve the information process flow between the Radia Configuration Server and the Radia
Management Portal, we recommend using the Radia Management Portal with this ZSTASKEND
(version 1.8 or above) together with the Radia Messaging Server 2.0.

For details on upgrading your Radia Configuration Server to 4.5.4 SV3, see
Radia_RCS_Migrate.PDF located in the migrate_RCS folder of the Radia 4 RCS media location.

For details on installing the Radia Messaging Server, see the Radia Messaging Server Guide.

System Requirements
m  Server
e Windows 2000 w/ SP3, NT, XP, Server 2003.
o Installation of the Radia Management Portal requires Administrator authority.

m Client
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® Any platform that supports a Web browser.
® Microsoft Internet Explorer 4.0 or higher or Netscape 4.0 or higher with cookies enabled.

Directory Size of a Single Zone

The Portal Directory, zone.mk (in the Radia Integration Server's \etec directory), loads all
configuration and entitlement information for the Radia Management Portal as well as devices,
groups, managed infrastructure, job status, network and mounted services information.

A single Radia Mangement Portal zone has an absolute limit of 10,000 devices. We recommend
limiting the number of devices managed by a single zone to the following:

m Recommended: 1,000 to 2,000 devices
m  Maximum: 5000 devices

Multiple Radia Management Portal Zones can be installed to meet the needs of enterprises of any
size. To create additional zones in your enterprise, see Installing Additional RMP Zones
(Subordinate Zones) on page 347.

Installation Procedures

ImportantNote

This version of the Radia Mangement Portal must be installed to a clean (empty) directory.
Do not install it on a machine running an earlier version of the Radia Management Portal.

Use the following procedure to install the first Radia Management Portal Zone in your enterprise.

To install the Radia Management Portal 2.x

Stop the service for the Radia Integration Server (httpd) if it is installed and running on the
machine on which you are installing the Radia Management Portal.

m  Use the following procedure to install the first Radia Management Portal Zone in your
enterprise. These procedures install a Radia Management Portal Master Zone from a
command line.

m  To install additional Radia Management Portal Zones in your enterprise, use the Install
RMP task in the Operations task group. For details, see Installing Additional RMP Zones
(Subordinate Zones) on page 347.
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Installing the Radia Management Portal

1. On the Management Infrastructure CD-ROM, go to extended_infrastructure
\management_portal\win32 and double-click setup.exe.

The Radia Management Portal Install window opens.

::'. Radia Management Portal Install o [m] S

% YWelcome to Fadia Management Fortal Setup
g

program. Thiz program will install B adia M anagement
Partal on your compiter.

[t iz strongly recommended that you have spstem administrator
priviledges and exit all dezktop programs before running this
Setup Program.

Click. Cancel to quit Setup and cloge any programs pou hawve
unning. Click Mest to continue with the Setup program.

WARMIMG: Thig program iz protected by copyright law and
international treaties.

IInautharized reproduction or diztribution of thiz program, or any
portion of it, may result in gevere civil and criminal penalties, and
will be progecuted to the maximum extent pozzible under the
e

<Back MHexts Cancel

Figure 2.1 ~ Radia Management Portal Welcome window.

2. C(Click Next.

The End-User License Agreement window opens for you to read the licensing terms for
this product. You must accept the terms before the Radia Proxy Server can be installed.
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;_'-_|. Radia Management Portal Install ;lglﬂ

The End Uszer Licensing Agreement must be accepted before
the Radia Management Partal can be installed.

Click Accept bo begin the inzstallation.

HF SOFTWARE LICEMSE TERMS ﬂ

Ilpon papment of the applicable Licenze Fee az zet forth in the
applicable HF guotation and/or invoice, vour right to ztore, load,
inztall, execute, or display [collectively, " ze"] the enclozed
Saoftware will be governed by the termz and conditionz of the
Software Licenze terms that have been previouzly executed by you
and Hewlett-Packard Company ["HP"] as well az third party licenze
terms ["'Third Party License Tems"] accompanting the Software. 1n
the event you have not executed such terms with HP, then HP iz
willing to license the enclozed Software to pou subject to these
Software Licenze terms and the applicable HP ' arranty Statement

accompanying the Software az well az the Third Party License Termz.
St i1 mmmgiem e pimlebs b bl T omFRi e bl Bl s Bl el
- I

<Back Accept LCancel |

Figure 2.2 ~ End User Licensing Agreement.

3. Click Accept to agree to the terms of the software license and continue with the installation.
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Installing the Radia Management Portal

The Radia Management Portal Location window opens.

41 Radia Management Portal Install =101 x|

Setup will inztall B adia b anagement Portal in folders under the
following folder.

T o inztall under a different folder, click Browse, and zelect
another folder.

Y'ou can choose not to install B adia Management Porkal by
chcking Cancel to exit Setup.

Fadia kanagement Partal

IE:'\N ovadigr®ntegrationS erver Browse |

<B§Ck E, ......... .ﬂ .Ea;:t; .......... .E| Eance|

Figure 2.3 ~ Radia Management Portal location window.

4. Use this window to select the folder where you want to install the Radia Management Portal.

If the Radia Inventory Manager is already installed on the computer, the Radia Management
Portal will be installed in the same directory, and the prompt for an install location is
skipped.

5. Click Next to accept the default installation folder specified in the window, or click Browse
to navigate to and select a different folder, and then click Next.

The License File window opens.
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::'. Radia Management Portal Install o [m] S

Setup will uze the selected license file during the installation of
Radia kanagement Portal.

Touze a different licenze file, enter anather file name.

Movadigm Licenze File

Browse |

<B§Ck i, ......... .ﬂ .E:..:t; .......... .\fl Eanl:e|

Figure 2.4 ~ License File window.

6. Click Browse to navigate to the location of your license file. If necessary, the installation will

rename the license file to license.nvd. Then, it will copy the license file into the Radia
Integration Server's \modules directory.

The Enable Network Discovery window opens.
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::'. Radia Management Portal Install o [m] S

Enable Metwaork Dizcoveny

e “Yag

= Mo

<Back MHexts Cancel

Figure 2.5 ~ Enable Network Discovery window.

7. Click Yes to enable Network Discovery (recommended). This option enables the Radia
Management Portal to automatically discover all devices in your Windows environment that
you can manage.

OR

Click No to disable Network Discovery. This option is best used if you are testing the Radia
Management Portal and want to prevent the automatic discovery of all machines in your
environment from occurring.

8. Click Next.

The Network Discovery Interval window opens.
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::'. Radia Management Portal Install o [m] S

MHetwork, Dizcovery Interval

Enter the Metwark Dizcoverny
inkerval in hours,

Dizcoven Interval

|24

<Back Cancel

Figure 2.6 ~ Network Discovery Interval window.

In the Discovery Interval text box, type how often (in hours) you want the network
discovery job to run. Valid entries are 1 to 24. The default is 24 hours.

To modify this Network Discovery Interval after installation, edit the NETSCAN_POLL

parameter of the Configuration File. For details, see Configuring Network Discovery on page
130.

. Click Next.

The Discovery Start Delay window opens.
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11.

12.

::'. Radia Management Portal Install o [m] S

Digoveny Start Delay

Enter the Dizcovery Start Delay
after RMP has started in hours.

’7 Digcovem Start D elay
[

<Back Cancel

Figure 2.7 ~ Discovery Start Delay window.

In the Discovery Start Delay text box, type how long you want to wait (in hours) after the
Radia Management Portal starts before starting the network discovery. The delay applies
each time the Radia Management Portal is started. Valid entries are 0 to 24 hours. By
default, Network Discovery starts when you start the Radia Management Portal.

To modify the Discovery Start Delay after installation, use the NETSCAN_START_DELAY
parameter in the Configuration File. For details, see Configuring Network Discovery on page
130.

Click Next.

The first Zone information window opens.
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::'. Radia Management Portal Install o [m] S

Zone informatian

Each instance af the Management Partal must have a unigue
Zone Mame

’7 kanagement Partal £one M ame

<Back MHexts Cancel

Figure 2.8 ~ Management Portal Zone Name information window.

13. In the Management Portal Zone Name Name text box, type a zone name to represent this
instance of the Radia Management Portal. Each instance of the Radia Management
Portal in your enterprise must have a unique zone name.

Enter a name using up to 64 alphanumeric characters. Spaces are acceptable. Do not use
special characters such as commas, periods, or asterisks.

Typically, the initial zone name identifies the entire infrastructure being managed, such as
ACMECorp. Later installations of subordinate zones are named for the division or location of
infrastructure being managed under that zone, such as NorthAmerica or Chicago.

See What is a Zone? on page 23 for more information about Zones.
14. Click Next.

The second Zone information window opens.
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::'. Radia Management Portal Install o [m] S

Zone informatian

Enter the friendly name for your Management Portal £one

kanagement Partal £ane Friendly Mame
’]Ehicagn

<Back MHexts Cancel

Figure 2.9 ~ Friendly Zone Name information window.

15. In the Management Portal Zone Friendly Name text box, type a friendly name for this
Radia Management Portal Zone. Optional. If omitted, will default to the Zone Name.

The friendly name is the display name for the Zone in the Radia Management Portal user
interface.

16. Click Next.

A summary of the installation information opens.
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::'. Radia Management Portal Install o [m] S

Y'ou are now ready toingtall the Radia Management Portal.

Click. Inztall ko begin the installation or Back buttan ta modify
any infarmation.

Inztallation S ettings:

To Directory = C:AMovadigmlntegrationS erversmodulestlicense. nwd
Inztall Fadia bManagement Portal

To Directony = C:\MovadigmhntegrationS erver

Ihztall Companent discovenquern

I1zer Parameters:

Fliamm e Lbme =l — A

=}

<Back Irnztall | Cancel |

Figure 2.10 ~ Installation Settings window.

17. Click Install to begin the installation.

A message box prompts you to copy the modules used to perform remote installations of the
Radia infrastructure components.

‘ Installable modules |

HP strongly recommends that the Remaotely Installable
Infrastructure Components be copied.

Do o wank ko copy these modules?

Yes Mo

Figure 2.11 ~ Prompt to copy modules for infrastructure components.
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18. Click Yes.

The Remotely Installable Components Location window opens.

42 Radia Management Portal Install o [m] S

Setup will inztall the Femately [nztallable
Infraztructure Components fram the zpecified location.

Select the location of the Installable Components

| Browse |

<Back Mest | Cancel

Figure 2.12 ~ Remotely Installable Components Location window.

If necessary, click Browse to navigate to the location of the Management Infrastructure CD-
ROM.

19. Click Next. The modules are copied to the Radia Integration Server's \media directory.

A message box prompts you to copy the Radia Client modules to be used for remote
installations.
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i Client modules ]

HP strongly recommends that the Remotely
Installable Client Components be copied.

Do wou wank to copy these modules?

Yes Mo

Figure 2.13 ~ Prompt to copy the Radia Client modules for remote installations.

20. Click Yes.

The Client Modules Location window opens.

:_'__|. Radia Management Portal Install

Setup will inztall the Client Modules from the specified location.

[f the Client Modulez are being installed from a CO,
Inzert the CO niow,

=101 x]

Select the location af the Chent Maodules

Ot

<B§Ck ,...H.E.Ht ........... .\,|

Figure 2.14 ~ Client Modules Location window.
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If necessary, remove the Management Infrastructure CD-ROM and insert the Management
Applications CD-ROM.

21. Click Browse to navigate to the location of the Management Applications CD-ROM for the
Radia Client modules.

22, Click Next.

The Radia Client modules are copied to the Radia Integration Server's \media directory.
Then, a message box prompts you to install the Documentation (Radia Publications Library).

E

HP strongly recommends that the Documentation
be installed For on line viewing from the portal,

Do ol wank ko inskall the Documenkation?

Yes Mo

Figure 2.15 ~ Prompt to install the Radia Publications Library.

23. Click Yes.

The Publications Location window opens.
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::'. Radia Management Portal Install o [m] S

Setup will inztall D ocumentation from the specified location.

[f the Documentation is being inztalled fram a CO,
Inzert the CO now,

|7Select the lacation af the Documentation

II::"-. Browse |

<Back Mest | Cancel

Figure 2.16 ~ Publications Location window.

If necessary, remove the Management Applications CD-ROM and insert the Publications CD-
ROM.

In the Publications Location window, select the location where the documentation source is
stored.

Click Next.

The Radia Publications Library is installed to the Radia Management Portal.
Click Finish when the installation is complete.

The Radia Management Portal opens.

Logon as Admin (the password is secret).
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Updating Tasks
| Note |

This task is not required the first time you install Radia Management Portal 2.x.

Use Update Tasks to update the tasks available to you when you receive a new build of the
Radia Management Portal.

Tip

The list of tasks to be added or updated when you run Update Tasks automatically tells you
"What's New" in any Radia Management Portal release.

1. If necessary, restart the Radia Management Portal, (the Radia Integration Server [httpd]
service).

2. Logon as Admin (the password is secret) and run Update Tasks. Details for running
Update Tasks follow.

Use the Navigation aid to select Directory, Zone, Configuration, Tasks.

In the Directory Management task group, click Update Tasks.
The Submit Updates dialog box opens.

- I I N

Click Select All to accept all updates that are available, and click Commit.
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Navigation (History) % {:E Submit Update
€ Portal Administrator
< Directary
B [ Zone: MasterZone | o Update- k
123 | Configuration | tasks-
% ™[ Tasks | select
Group of Tasks Differences N
Directory Management N= Nodes to display © IAII - Select All
T Export
] Import = Add Policies (radia/masterzone/configitask/add-palicy)
8 i Tl = Remove PU|ICI?S (rad\aj’masterzunefcunﬂgf’laski’remuve-pullcy).
= Add Policy Object (radia/masterzone/config/task/add-policy-object)
Model Administration 5 < Remove Palicy Object (radia/masterzane/configitask/remove-policy-object)
© Add Task Group < Modify Paolicies (radiafmasterzanef/configitaskimadify-policy)
£ Query
1-5of 10 items
Operations £
- Manage Computer Add
< Motify o nodes in list |
Policy ES I
- Modify Policies - Delete \
- Modify Targets Mo nodes in list |
Policy (Advanced) &) |
i) [ [ [ [Sdtocslintranet 4

Figure 2.17 ~ Run Update Tasks to commit new tasks for RMP 2.x.

All new and revised tasks for the latest release are now available.

To log off the Radia Management Portal

m In the banner area, click Logout.

Specifying the IP Address for a Remote Radia Management
Portal

If you are installing the Radia Management Portal on a different computer than where your
Radia Configuration Server is installed, you must verify that ZTASKEND contains required lines
for the Radia Management Portal, and you must modify the EDMPROF.DAT file on the Radia
Configuration Server to specify the IP address and port for the Radia Management Portal.

Complete the tasks below for verifying the contents of ZTASKEND and configuring
EDMPROF.DAT.
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Verifying the Contents of ZTASKEND

Important Notes

1. This verification step is only required if you are using a ZTASKEND that makes calls to the
RADISH executable. Customers who have implemented the Radia Messaging Service do not
need to perform this task. The ZTASKEND used with the Radia Messaging Service makes calls
to QMSG instead of RADISH.

2. If your ZTASKEND calls radish.exe, this modification also requires Build 37 or higher of the
radish.exe on the Radia Configuration Server. To check the build number of the radish
program, see Gathering Version Information for RADISH.EXE on page 389.

To verify ZTASKEND contains required lines for the Radia Management Portal

1. On the computer running the Radia Configuration Server, locate ZTASKEND in the
\rexx\Novadigm folder of where the Radia Configuration Server is installed.

By default, ZTASKEND is located in: SystemDrive:\Novadigm\ConfigurationServer
\rexx\Novadigm\

This directory stores all Radia REXX scripts.
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BN D:\Novadigm',ConfigurationServerirex:\NO¥ADIGM 10l x|
J Elle  Edit  Wiew Favorites  Tools  Help
J = Back - = - | QSBarch |%F0|ders aHistory | o 02 % e | Ex~
J.ﬁ.gdress I[:I D iMow adigmiConfigurationSeryerrexc MOVADTEM j 6} Ga
Folders | | Mame | Size | Tvpe ﬂ
[ Desktop a| | [=lPusHESMP 1KE File
@ My Dacurments PUSHTSMP 1KE File
EI@ Ty Computer RADRFILT 4KE File
=3 Apps (C:) [se] shampaLRT 1KB Fie
=)= Movadign Softwars (D:) |#] stDswe 2KB File
(2 Code s8] SQLPHDW ZKE Fle
: % Shared =] sqLPsve 3KE File
=+ Movadigr ] TCPHEY 1KE File
EID {E_Elngf;urationServer ULOGSWCH LKE File
.{:I D'; =] uLoGwRAP 1KE Fie
0 ternet ] sm 1KE File
= (s8] zinurt 1KE File
& og — | [#] zLoGsweH 1KE File
-] Radia Configuration Server ZLOGWRF‘P L1KE  Fils
B0 rexx |=#] ZNFvBEND 1KB File
Pl [#] nrvesTa 1KE File
23 shell |s8] nrvTERMD 1KE File
[s#] znrvTsTA 1KE File
] zPcacHE 1KE Fle
(s8] 25HUTD W 1KE File |
] zsTARTUR 1KE File
L |E 4KE Fie .
1 | of] ol
|Type: File Size: 3.25 KB |3.25 kB [\ 1y Computer 4

Figure 2.18 ~ ZTASKEND, located in the /rexx/Novadigm folder on the Radia Configuration

Server.

2. Copy ZTASKEND and paste it into the \rexx directory.

Caution

update your Radia Database.

If you do not copy the ZTASKEND REXX script to this directory, it may be overwritten if you

3. Open ZTASKEND (in the \rexx directory) with a text editor, such as WordPad.
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4. When the Manager has the Radia Management Portal installed, the lines shown in Figure
2.19 ~ Lines added to ZTASKEND when the Manager is installed for the Radia Management
Portal below are added to ZTASKEND:

/% Object post to Radia Management Portal */
IF  ZCVT.RMP = ”ENABLED” THEN DO;
SAY “#x{ %% RADIA MANAGEMENT PORTAL ENABLED CALLING RADISH POST: ROUTINE ~
SESSTON. REASON = SUBWORD (MYPARM, 2, 1) ;
ADDRESS EDMLINK “radish post: —section MGR_RMP /proc/rcs SESSION ZCONFIG
ZMASTER APPEVENT ZSTATUS”;

END;

Figure 2.19 ~ Lines added to ZTASKEND when the Manager is installed for the Radia
Management Portal.

5. Verify the lines in Figure 2.19 exist in your ZTASKEND.

6. If necessary, modify the ADDRESS EDMLINK line so that the order of the parameters
matches the order shown in Figure 2.19, and below.

ADDRESS EDMLINK “radish post: —section MGR_RMP /proc/rcs SESSION ZCONFIG
ZMASTER APPEVENT ZSTATUS”;

7. Close the file and save any changes.

Do not save the ZTASKEND as a text file. Be sure to save this file without an extension.

Configuring EDMPROF.DAT

The [MGR_RMP] section of the EDMPROF.DAT file specifies the HTTP HOST for the Radia
Management Portal. As shipped from HP, the EDMPROF.DAT file is set up to have the Radia
Management Portal and the Radia Configuration Server running on the same computer.

If the Radia Management Portal is running on a different computer than the one running the
Radia Configuration Server, you must edit the [MGR_RMP] section of the EDMPROF.DAT file to
direct the HOST and PORT to the proper URL.

The default settings are:

HTTP_HOST = Localhost
HTTP_PORT = 3466

The format for this edit is:

HTTP_HOST= HOST NAME
HTTP_PORT= 3466
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OR

HTTP_HOST=IPADDRESS
HTTP_PORT= 3466

To edit the EDMPROF.DAT file, use the procedures below.

To edit the EDMPROF.DAT file

1.

2,

5.

Locate the edmprof.dat file in the bin folder of your Radia Configuration Server. The default
location is: SystemDrive:\Novadigm\ConfigurationServer\bin.

As a routine precaution, make a backup copy of edmprof.dat before you edit it.

Using a text editor of your choice, open the edmprof.dat file, and locate the [MGR_RMP
section, which is shown in Figure 2.20 ~ [MGR_RMP] section of the edmprof.dat file below.

Manager Radia Management Portal Section
HTTP_HOST = Host name of Radia Management Portal (RMO)
Multiple hosts may be specified (space or comma separated)
for fail over
HTTP_PORT = IP Port number of RMP
NO restart required

SN S N S G
KK K K K K KX

[MGR_RMP]
HTTP_HOST = localhost
HTTP_PORT = 3466

Figure 2.20 ~ [MGR_RMP] section of the edmprof.dat file.

Replace the localhost entry for HTTP_HOST with the host name or the IP address of the
Radia Management Portal host machine.

For example, Figure 2.21 below specifies the Radia Management Portal host using an IP
address of 11.11.11.11. The port number of 3466 is the default port number attended by the
Radia Management Portal.

[MGR_RMP]
HTTP_HOST = 11.11.11.11
HTTP_PORT = 3466

Figure 2.21 ~ Specify the IP address or the host name of the Radia Management Portal as the
HTTP_Host entry in the [MGR_RMP] section.

Save your changes and exit the text editor.
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The Radia Configuration Server is now configured to use the remotely installed Radia
Management Portal, as specified in edmprof.dat.

To verify that the Radia Configuration Server is using the specified Radia Management
Portal, you can either monitor the posts in the RCS log or check the clients in the Radia

Management Portal (since each client will show the services that you deployed under the
Radia Subscribers section).
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Starting and Stopping the Radia Management
Portal

To start the Radia Management Portal

1. If necessary, go to the Windows Services. For example, in Windows 2000, right-click the My
Computer icon on your desktop. Then, select Manage. Expand Services and
Applications, and then click Services.

2. Right-click the Radia Integration Server and select Start.

To stop the Radia Management Portal

1. If necessary, go to the Windows Services. For example, in Windows 2000, right-click the My
Computer icon on your desktop. Then, select Manage. Expand Services and
Applications, and then click Services.

2. Right-click the Radia Integration Server and select Stop.

Accessing the Radia Management Portal

To access the Radia Management Portal
1. Open your Web browser.
2. In the Address bar, type http://<IP_Address or host name>:3466.
® |P Address is the IP address of the computer where the Portal Zone Directory is installed.

® Host name is the host name of the computer where the Portal Zone Directory is installed.
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a Zone: North America ... /user fadmin/desktop- login - Microsoft Internet Explorer - Ellil
File Edt “iew Favorites Tools  Help | ?

@Back - O - D @ \/_;j|pSearch *Favorites eMedia ®| B' % = |_J 1'&
Address IE http:filocalhost: 3466; j G

tBsnaglt

ﬁf) Radia Management Portal HONE

invent

&2 Welcome

A Login

~ User Credential N

User Mame |

FPassword I

-

=
‘a l_l_l_lg Local intranet v

Figure 2.22 ~ Radia Management Portal Login page.

If the Radia Inventory Manager, Radia Policy Manager, or Publications Library is installed on
the same computer as the Radia Management Portal, links will be available in the top-right
banner area, next to the link for HOME.

For example, if INVENTORY displays in the banner area of the Radia Management Portal,
click on that link to access the Radia Inventory Manager.

Logging On

To log on to the Radia Management Portal
1. In the User Name text box, type a user name.

e Admin
Type Admin to log on with complete access to the Radia Management Portal. We
recommend that you do not modify this ID.

The password is secret.
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Be sure to change your password before moving the Radia Management Portal into your
production environment. See Changing Passwords on page 56 for more information.

® Guest
Type Guest to log on as an unauthenticated user without access to tasks.

No password is necessary.

e Operator
Type Operator to log on as a user with access to basic operations.
No password is necessary.
o Test
Type Test to log on as a test user with very limited access. You can log on as the Portal

Administrator and modify the entitlement options for the Test User. Then, log on as Test
to view the results of your changes.

No password is necessary.

2} Zone: North America .../user/admin,/desktop- login - Microsoft Internet Explorer =101x|
File Edt ¥iew Favorites Tools Help | &

eﬁack - @ - Ia @ @|p5&arch *Favnrites eMedia @| @- & - D 4‘3
fAddress I@ http:flocalhost: 3466 j Go

[ﬁﬂl Radia Management Portal

invent

Links ** | C&0Snaglt

HOME

£ Welcome @

X Login

User Credential
User Mame |
Passward |
-
|
‘a lilili ﬁ Local intranet S

Figure 2.23 ~ Login page for the Radia Management Portal.
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2. If necessary, in the Password text box, type a password. The password is case-sensitive.
The password for the Admin ID is secret. No password is necessary for the other IDs.

3. Click Login.
OR
Press ENTER.

Your User ID appears in the banner area (the top, left area of the interface) and the highest-
level representation of your Radia Zone Directory appears in the workspace. See Performing
Any Task in the Radia Management Portal on page 62 for more information.

To log off the Radia Management Portal

m In the banner area, click Logout.

Changing Passwords

Changing your password requires familiarity with the user interface and the basics of performing
a task. It is performed in the Modify Person dialog box for the specific user.

For information about the Radia Management Portal user interface, see page 63.

m  For information about performing tasks, see Performing Any Task in the Radia Management
Portal on page 62.

To change your password

1. Use the Navigation aid to go to the Directory, Zone location. From the initial logon location
of your Desktop, click Directory in the workspace, and then click Zone.

2. In the workspace, click Administrators & Operators.

3. In the workspace, select the person whose password you want to change, such as the Portal
Administrator.

The workspace displays the Desktop and Sessions container for the Person.

The User Password field is not displayed in the Properties dialog box, but is changed on
the Modify Properties dialog box for that user.

4. In the Model Administration task group, click Modify.
The Modify Person dialog box opens.
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€ Modify Person

-Properties
Description |This user has complete access to the system.
Display Name |F'0r1a| Administrator
User Password I.....o......o....

External User ID I

External authentication? ID

- Group Membership

- Awailable - - Selected

Account Administrators (account_adming)
Auditars (audit_admins)

Infrastructure Administrators (infrastructure_z
Operations Staff (opsys)

Package Administrators (package_admins)
Palicy Administrators (policy_admins)

RCS Administratars (res_adming)

Service Administrators (service_adming)

o dify | Reset | Cancel |

Figure 2.24 ~ Modify Person dialog box.

In the User Password text box, select all asterisks masking the old entry, and then type the

new password.
Click Modify.

The Modify Person dialog closes and the workspace displays the Desktop and Session
containers for the Portal Administrator.
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€7 Assign Views
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Figure 2.25 ~ Navigation location after changing Portal Administrator password.

The password is changed, but is not displayed for security purposes.

To display the properties for any user, navigate to the user object in the Administrators
and Operators container of the Zone, and then click the View Properties Toolbar icon » L
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Summary

Install an initial Radia Management Portal 2.0, giving it a zone name. This installation
becomes your enterprise's Master Zone.

To install additional Radia Management Portal zones, use the Install RMP task in the
Operations task group. This task installs subordinate zones remotely. All zones in your
enterprise must be unique.

Click Logout in the banner area to log off the Radia Management Portal.

Change passwords from the Zone, Administrators, and Operators container. Select the
user and click Modify from the Model Administration task group.

Run Update Tasks after obtaining a new build of the Radia Management Portal to update
the tasks available to you.
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Using the Radia Management
Portal

At the end of this chapter, you will:

Be familiar with the Radia Management Portal user interface for 2.x, including how to use
the Navigation aid in location and history mode, how to use the Desktop and shortcuts, and
how to use the Toolbar icons.

Be familiar with the task groups and tasks available in the Radia Management Portal 2.0.
Be familiar with the new icons that represent the objects in your infrastructure.

Be familiar with the Zone containers that exist at the highest level of the directory.

Know how to navigate to any location in the Radia Management Portal Zone.

Know how to navigate to locations that has been configured for access from the Radia
Management Portal, including Networks, the Radia Database on a Radia Configuration
Server and an Active Directory or other LDAP Directory in your enterprise.

Be able to use the RCS Administration tasks to manipulate instances in the Radia Database

Be able to use the Policy and Policy (Advanced) tasks to assign and manage policy through an
LDAP Directory, including Active Directory.
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Performing Any Task in the Radia Management
Portal

One of the benefits to using the Radia Management Portal is consistency. Because of this
consistency, you can use the same basic procedure whether you are notifying devices in your
infrastructure or installing the Radia Proxy Server on remote computers.

To perform any task in the Radia Management Portal

1. Use the Navigation aid to select where, in your infrastructure, you want to perform a task.
Your selected location is also called your authority.

The procedures throughout the guide refer you to the appropriate starting locations. See the
Taskbar and Task Summary on page 80 for a list of all tasks.
2. From the Group of Tasks taskbar, select a task.

3. In the workspace, enter the information needed to complete the task, such as the device
members you want to perform the task on or information about when the job should execute.
See About the Task Lifecycle on page 273 for detailed information on completing tasks.

) Modify Container

—— ] : world/novadigm/eastcoast
% @ ( Display Name—————

) L — | |Descripton
o O ¢ “ T
Select Authority Select a task Enter necessary information

Figure 3.1 ~ Performing tasks in the Radia Management Portal.

For detailed information about the Radia Management Portal user interface, see About the
Radia Management Portal 2.x Interface on page 63.

For detailed information about specific tasks, see the Administrative Functions and
Operations Functions chapters.

For detailed information about using the RCS and Policy tasks, see the topics beginning
with Using the RCS Administration Tasks starting on page 100.
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About the Radia Management Portal 2.x Interface

The Radia Management Portal user interface contains several distinct areas.

Links

HOME

[ﬁ}n Radia Management Portal

invent

& Portal Administrator | Logaut Description: @ B
Navigation (History) ' B, 7| EDE [orector.. 122 =] D3
*| Desktap |*
e G s Directory [ Zone: ACKWE Corp |
Directory Management £
0 Export
Toolbar
& Import A
Model Administration ES
HK Remave Desktop Shotcuts
=
|&] pone I [T W Local intranet 4

Taskbar Navigation aid Workspace

Figure 3.2 ~ Radia Management Portal 2.x user interface.

Banner area. This area is discussed on page 64.

Navigation aid (History or Location mode). The previous Authority navigation aid is
renamed the Navigation aid. The new Navigation aid has two modes: History (the default)
and Location (the mode used in all RMP 1.x releases). Use the icons in the top-right of the
Navigation title bar to quickly switch from one mode to the other. For details, see Navigation
Modes: History and Location on page 66.

m New Desktop location. When you log on to the Radia Management Portal, you start at the
level of your Desktop, in Navigation (History) mode. This starting location gives you quick
access to the Radia Management Portal Directory and the containers and objects in the
current Radia Management Portal Zone. As you use this version of the Portal, you can add
(and then remove) shortcuts for other locations or devices to your desktop. From the level of
the Directory, you can access an external Active Directory that has been configured for access
by a Portal Administrator. See Accessing and Returning to Your Desktop on page 69 for more
information.

m  New Navigation indicators.

® *Asterisks* surround the entry in the Navigation aid that is your current location. The
objects for this location are displayed in the workspace.
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® [ Brackets ] indicate an object has children.

New Groups of Tasks. See Taskbar and Task Summary on page 80 for a complete list of
Task Groups and a summary of all tasks available from the Portal.

New Toolbar icon buttons. See Toolbar on page 92 for more information.

New Container objects in your Radia Zone. See Radia Directory and Zone Objects on page 94.

Banner

The banner area contains descriptive information about where you are in the Radia Directory,
several links, and displays version information for the product.

Click Logout to log off the Radia Management Portal (RMP).

Click HOME to return to the RMP home page. This is the Directory location in Navigation
(Location) mode.

Rest the mouse pointer on the Q button to display the Radia Management Portal version
number. For example, a display of indicates the Radia Management Portal Version
2.0.

After logging in, click the a button to view detailed version and build level information for
the Radia Management Portal component modules. This information is helpful when you are
contacting HP Technical Support. For more information, see Viewing the Version Information
Window on page 387.

/3 radia Management Portal Yersion 2.0 - Microsoft Intern o ] A
. - |
Radia Management Portal
-Radia Management Portal Version 20 —
Module Version Build
NYDKIT.EXE 145
HTTRD.TKD 70
RMP.TID 20 420

Close

Figure 3.3 ~ Radia Management Portal Version Information window.
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If the Radia Inventory Manager or Radia Policy Manager are installed on the same
computer, click the appropriate link (INVENTORY or POLICY) in the banner of the Radia
Management Portal to access them.

If the Radia Publications Library is installed on this computer, click the PUBS link in the
banner of the Radia Management Portal to access the library.

Using the Navigation Aid

Use the Navigation aid to browse and then select the place in the Radia Management Portal
Directory where you want to perform a task. It is important that you understand that every task
you select in the Radia Management Portal is performed within the selected authority.

When you logon to the Radia Management Portal, you start at the level of your Desktop, in
Navigation (History) mode.

HOME

ﬂfa Radia Management Portal

invent
& Portal Administrator | Logout Description: no n avaliabie

Navigation (History) . CFEEIEEIE | [20tems =] |
*| Desktap
Group of Tasks

® |
|

Irectar ane: ar
Di y z ACME Corp

Directory Management A
1 Export
& Impont

History Mode

Model Administration
x Remove Desktop Shortcuts

|
|€| l_ l_ I_ |\‘-_-J Local intranet 7

Figure 3.4 ~ Initial Desktop location in Navigation (History) mode.

This starting Desktop location gives you quick access to the Radia Management Portal Directory
and the containers and objects in the current Radia Management Portal Zone.

You can add shortcuts to your desktop to quickly go to objects that you use most often. See Adding
Shortcuts to Your Desktop on page 70 for more information.
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Navigation Modes: History and Location

There are two modes of navigation: Navigation (History) {5 and Navigation (Location) ﬁ Click
the icon to switch between the modes at any time.

Navigation (History) '
This is the default mode of navigation when you login to the Radia Management Portal. To
toggle to the Navigation (Location) mode, click i,

The Navigation (History) aid provides a record of your navigation path. To quickly return to a
previously visited location, just click any entry in the Navigation (History) record.

® *Asterisks* surround the entry in the Navigation aid that is your current location. The
objects for this location are displayed in the workspace.

® [ Brackets ] indicate an object has children.

Figure 3.5, below, shows the user's current location is the ACME Corp Zone level, but the
user previously visited the Microsoft Windows Network within the Zone Networks container.

Use the History mode to jump back and forth among visited locations.

Navigation (History)
[ Desktop | *Current Location*

Bl *[ Zone: ACME Corp |* <
@ [ Metwarks ]
[ Microsoft Windows Metw...

Figure 3.5 ~ Navigation (History) records visited locations. Asterisks show current location.

Navigation (Location) ‘63
This mode allows you to use the Directory structure to select where in the Directory you want

to perform your task. To toggle to the Navigation (History) mode, click ’5&

Figure 3.6 shows the Desktop location when viewed in Navigation (Location) mode. The
Desktop is under the current Person's entry within the Zone Administrators & Operators
container.
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Navigation {Location) &

<5 Directory
D radia

Bl [ Zone: ACME Corp |
@ [ Metworks |
A [ Microsoft Windows Netw. ..

Figure 3.6 ~ Desktop location in Navigation (Location) mode.

Sample Navigation Session: Viewing Network Objects

Use the steps in the following procedure to become familiar with navigating the Radia
Management Portal Zone containers and viewing the objects automatically discovered in your
networks.

To access the Portal Directory and the Microsoft Windows Network

1. When you first logon, your Desktop displays in the Navigation aid. If you aren't at this
location, click HOME in the banner area and then click on the Desktop entry in the
Navigation area.

The Radia Management Portal Directory object appears in the workspace.

2. In the Workspace, click Zone.

HOME

[ﬁﬂ Radia Management Portal

invent
£ Portal Administratar | Logout Description: avallzhiz

Navigation (History) 10O F A|rvmEs | [tems =] | |
[ Desktop | - i
Bl *[ Zone: ACME Corp 7

® B
7| EED [zomnist.. 185 =]
=] ) ]

[ Administrators & Ope... | [ Configuration | [ Cross Refarences | [ Devices |

Group of Tasks

a = p
Directory Management ﬁm @ g

B> Backup Directory [ Groups | [Jabs | [ Metwarks | [ Zone Access Points ]

0 Expont

& Import

B Restore Directary &

4| - | _’I_I
=] l_l_l_lﬂ Local intranst 4

Figure 3.7 ~ Authority—Zone Containers accessed from the Desktop.
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The highest-level objects in the Zone appear in the workspace. See About the Zone Containers
on page 95 for more information.

New container objects at the Zone level for this release include Configuration, Cross
References, Devices, Groups and Zone Access Points containers.

3. In the workspace, click Networks.

HOME

“ﬂ Radia Management Portal

vent

£ Portal Ad ator | Logout Description: @ B

Navigation (History) . [P AE |:)/E‘Q\ [2otems = | | 7| BED [ons.. 155 =
[@] [ Desktop | j
|

Bl [ Zone: ACME Corp |
dns [ Microsoft Terminal 5.0 ] [ Microsoft Windows Me... ] [ MetWare or Compatibl.. |

@ *[ Networks [
Group of Tasks
[ Web Client MNetwork |

Directory Management

T Expont
& import =
4 _ |_’|_I
& [ s Locdlineanet V"

Figure 3.8 ~ Authority—Zone Networks container.

Notice that the navigation aid now lists Desktop, Zone, and Networks. This is your selected
authority.

Besides the Microsoft Windows Network of discovered objects, there are also entries for DNS,
Microsoft Terminal Services, Netware, and Web Client Networks. Your list will vary
according to your enterprise networks and what networks have been configured as mount
points. See Configuring Directory Services on page 134.

4. In the workspace, click Microsoft Windows Network.

5. In large networks, use the filtering and paging options to locate objects by their common
name:
o For example, enter *nt* in the filter text box and click ?to view only those objects whose
names include "nt". To remove the filter, delete the entry and click ?

® Or, set the maximum number of items per page, and then page through the selections
using the Browse buttons or the Page drop-down list box to select a specific page.
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The objects in your Microsoft Windows Network will be different from the ones in this
example because information about your environment is auto-discovered.
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Filter by name Browse or select a page

v

QO0J Rlruma |EEE R o |(Fr 7) am.m

QA TOL... 21-408

9

BEHEMOTH DNT4ZPE EMNG_ RELEASE = Hp’gt"‘mm 'igj'q /)
% =
INSF7E00IMG JAMNETM .JTWOMEY KENG
MIAT-H AW 1031 MIT-4M-W2KEP3 MIT-4A-2 KSR MTALAM-NT
OPW2KPE2 PROLIANT QA-JGARBEXF QA-JPN2E

l_ l_ l_ |\ﬁ Local inkranet

a1

Figure 3.9 ~ Browse options for objects in Microsoft Windows Network.

6. To return to the Desktop, click [Desktop] in the Navigation aid.

Accessing and Returning to Your Desktop

The desktop is the default location you access when you logon. If you want to return to the

desktop from any point in your session, do the following:
1. Click HOME. HOME is located at the top-right of the Banner.
HOME returns you to Navigation (History) mode, at the Directory level.

Navigation (History)

[ Desktop ]
&5 *Directory®

Figure 3.10 ~ Use HOME to return to Directory or Desktop.
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2. Click on the Desktop entry in the Navigation aid.

Adding Shortcuts to Your Desktop

This version of the Radia Management Portal introduces the ability to add shortcuts to the new
desktop location. The Desktop location is unique to each user.

To add a shortcut to the desktop
1. Start in Navigation (History) mode.

2. To create a shortcut to a particular device group or location within your infrastructure,
navigate to that device or location. For example, the figure shows an example of navigating to
the Default Group for devices by selecting Zone, Groups, and then Default Group.

HOME

ﬂfn Radia Management Portal

invent

£ Portal Administrator | Logout Description: that are not i 1,

Navigation (History) OO F A |r‘ o @| [20kems =] |

® |
|

[ Desktop |
Bl [ Zone: ACME Corp | Q Q
82 [ Groups | hiptest. usa. novadigrn. .. y51683. 088, novadigrn. ...

82 “Default Graup™

Group of Tasks

Directory Management
T Expont

& Import

dl ' |

|€| l_ l_ I_ |‘:J Local inkranet 5

Figure 3.11 ~ Object to be added as a Shortcut to your Desktop.

Click on Toolbar to add Desktop Shortcut
for current location

3. After navigating to the location where you want shortcut, click the Add Desktop Shortcut
icon on the Toolbar.

The Add Shortcut to (selected location) window opens.
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HOME

[ﬁﬂ Radia Management Portal

invent
.9",’. FPortal Adm tor | Logout Description: G

Navigation (History)
[ Desktap |
B [ Zone: ACME Corp |
83 [ Groups |
82 *Default Group®

Group of Tasks

Directory Management ES
T Export
£ Import

|@ Don-e- — } ’_|_|_|\:J Local intranet

Figure 3.12 ~ Add Shortcut to Default Group, Confirmation Window.

4. Click + to confirm that you want add the shortcut.
OR
Click X to indicate that you do not want to add the shortcut.
If you click »/, the shortcut is added to the desktop.

Shortcuts remain on the Desktop between sessions until they are removed.

[éfn Radia Management Portal T
& Portal Adrinistraor | Logout  Deseriptiore o Géscr o
Navigation (History) . [ EAEIEE @Y | [ootems =] | |
AT e %
8 [ Groups | Default Group Directory [ Zone: ACME Corp |

82 Default Graup

Group of Tasks %

Directory Management ¥
Model Administration S =
4 | 3
|@ l_ l_ l_ g Local intranet é

Figure 3.13 ~ Desktop now Includes Shortcut to Default Group.
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Removing Shortcuts from Your Desktop

You can remove any shortcuts you have added to the your Desktop using the Remove Shortcuts
from the Desktop task in the Model Administration task group.

To remove shortcuts from the desktop

1. Return to your Desktop location. If you need help, see Accessing and Returning to Your
Desktop on page 69.

HOME

[bfn Radia Management Portal

invent
.{{. Fortal Administrator | Logout Description: =)

Navigation (History) . B EREIEETE] [0tems =] | |
* Desktop |* QE @

&5 Ditectaory
Group of Tasks Default Group Directary [ Zone: ACME Corp |

Directory Management

Model Administration

Remove Desktop Shortcuts
K Remove Desktop Shortcuts

| of

|@ ’_ ’_ ’_ |\ﬁ Local intranet 4

A

Figure 3.14 ~ Select Remove Shortcuts from Desktop task in Model Administration group.

2. Inthe Model Administration task group, click Remove Desktop Shortcuts.

The Remove Objects window opens with all desktop shortcut objects placed in the
Available column.
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] Remove Object

~

- Available - -Selectad -

Default Group
Directory
Lone: ACME Corp

[+t | Back | Cancell

Figure 3.15 ~ Remove Objects window for selecting shortcuts to remove from desktop.

3. Move any shortcuts you want removed from your desktop to the Selected column. To move
the shortcuts between columns, use the Arrow icon buttons or double-click on an entry.

4. After moving all shortcuts to be deleted to the Selected column, click Next.

The Remove Objects Summary dialog opens. The Selected Audience area lists each
shortcut to be removed from your desktop.

73



Using the Radia Management Portal

-

] Remove Object

‘) Summary

~ Selected Audience -

Default Group

Submit | Eiackl Cancel |

Figure 3.16 ~ Summary Page for Removing Shortcuts from your Desktop.

5. Click Submit to remove the shortcuts listed as the Selected Audience from your Desktop.

You are returned to the Desktop location. Only the shortcuts that you did not remove will be
shown.

Navigating the Portal Directory and the Zone Containers

The term Authority Navigation Aid has been changed to Navigation Aid.

Use the Navigation aid to browse your infrastructure and to select the place where you want to
perform a task. It is important that you understand that every task you select in the Radia
Management Portal is performed within the selected level of authority.

Below is an example of how to select an authority in the Microsoft Windows Network.

To navigate the Zone Containers

1. To access the Portal Directory Zone containers when in Navigation (History) mode, click on
your Desktop.

The Desktop objects appear in the Workspace.

In Navigation (Location) mode, the Desktop is always the top entry in the Navigation aid.
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2. In the Workspace, click the Zone icon.

[ﬁﬂ Radia Management Portal e

invent

£ Port ator | Lagout Description: @ B
. 188 |3

[ Desktop |
Bl *[ Zone: ACME Corp [*

Navigation (History) . € ERE |r))¢"%| 20tems ¥ ‘ 7| & [administ

l l L::l
Group of Tasks [Adm'msmmf & Ope... | [ C””ﬂgf’a“”” ] | Cross EEHEES ] [ Devices |
Directory Management % @ -
B Backup Directory | Groups ] [ Jobs ] | Netwarks | | Zone Access Foints |
8] Export
& Import

B Restore Directory .
4 B | _'I_I
|@ ’_ ,_ ,_ ‘H Local inkranet A

Figure 3.17 ~ Authority—Zone Containers accessed from the Desktop.

The highest-level objects in the Zone Directory appear in the workspace. These are the Zone
containers.

New objects at the Zone Directory level for this release include containers for
Configuration, Cross References, Devices, Groups, and Zone Access Points.

3. In the workspace, click Devices.
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HOME

[ﬁfn Radia Management Portal

£ | Administrator | Logout Description: Coniginer for & Zone @ B
Navigation (History) 1007 2|rwma| [oters =1 | | 7| D [pte 1227
[ Desktop |
Directory Q
B [ 7one: ACME Corp | palhxplesll._us.a.nuvad. ys 1683 usﬁuvad\gm.
[} *[ Devices |*

Group of Tasks

Directory Management £

B Expont

& Import =

| | _»I_I
‘@ Done ’7 ’7 ’7 |lﬁ Local intranet 4

Figure 3.18 ~ Authority—Zone Devices container.

Notice that the navigation aid now lists Desktop, Zone, and Devices. This is your selected
authority.

Each device being managed by this Radia Management Portal Zone must have an entry in the
Devices container. There are a number of ways to bring devices under management. These
are discussed in Establishing Devices and Device Groups on page 155.

In general, the Device container is mostly self-managed. That means by performing other
tasks, the Radia Management Portal automatically creates or updates the Devices container
entries for you.

See About the Zone Containers on page 95 for detailed information on the Devices container
and the other Zone containers.

Now let's return to the Zone level containers. You can either:

® C(lick the toolbar icon l‘Fto go up one level in the Navigation path.
OR
® Click the [ Zone ] entry in the Navigation aid.

The workspace displays the Zone containers, again. However, your Navigation path indicates
all visited location.
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Navigation (History)
[ Desktop ]

&4 Directary
B *[ Zone: ACME Com |

2 [ Devices ]

Figure 3.19 ~ Navigation history reflects visit to Devices container.

5. Now click the Groups container in the Workspace.

The Groups container displays all current groups of devices in the workspace. If you have just
installed the Radia Management Portal, only the Default Group object appears. If the Radia

Management Portal is not newly installed, you will see many user-created groups in this
container.

[éﬂ Radia Management Portal

invent
& Portal Administrator | Logout Description

Navigation (History) 1002 3|~ /@R | [otems =] | |
by 82 &3 el

& Directory

ﬁ_[ Zone: ACME Carp | Drefault Group Doc_Dept_machines Install_Proxy_machin...
82+ Groups |*
82 Doc_Dept_machines

Group of Tasks

7| DD [oeteut. 135 =]

Directory Management E

T Export

& Import
Model Administration 2

© Add Group

Operations £

% Motify
Policy ¥

«

Policy (Advanced)

P | _,|ﬂ

|@ Done ,_ ’_ ,_ |‘:J Local intranet

VA

Figure 3.20 ~ Sample Zone Groups container with 3 Groups of Devices.

The Groups container is one of the most important containers in the Radia Management
Portal for performing operations. Almost all tasks are performed on Groups of Devices.
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Devices from the Device container hold memberships in these groups; the device objects do
not exist within the Group containers. The group memberships can be added or removed, at
will.

See Configuring the Zone Infrastructure on page 171 for more information on how to create
groups and add or import devices into the groups.

Click the Default Group object in the Workspace, and then click View Properties icon on
the toolbar: J’J .
The Group Properties page for the Default Group object opens.

QO 2ruma | EE1E]

€2 Default Group

Group Properties

Froperties | Object Information
-Properties
Create Time Stamp  2004/06/21 18:00
Is Critical System Object  true
Members  pathxptest.usa.nova.com

51683, usa. nova.corm
srna_O2

Modify Time Stamp  2004/06/258 18:59

[T T

Figure 3.21 ~ Default Group properties page with Member links.

Notice that each device in the group is listed under the Members entry in the Properties area
with a link.

Click the link for on any Member in the Default Group Properties page.
The link takes you to the device's Properties page.
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(éﬂ Radia Management Portal SIS
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T Expont . -
" Create Time Stamp  2004/06/23 18:59
&l Import DNS Host Name  sma_0Z

Model Administration x Group Membership  Default Group
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O Modify Modify Time Stamp  2004/065/25 18:59
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Figure 3.22 ~ Default Group properties page with Member links.

If you switch to Navigation (location) mode, you see that this page is actually within the
Devices container.container.

Notice that the Properties page for a Device lists Group Memberships. The sample Device
shown in Figure 3.22 is a member of two groups: the Default Group, and a user-created
group named doc_dept_machines.

8. Click on the HOME link in the top-right of the banner area to quickly return to your Desktop.
9. Notice that using HOME clears all entries in the Navigation (History) area.

This completes the navigational discussion of how to access and navigate the Zone containers. The
next topics discuss the taskbar and tasks, and the powerful toolbar entries.
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Taskbar and Task Summary

When you use the Navigation aid to access your infrastructure, the Taskbar appears. The Taskbar
contains logical groups of tasks (called task groups). A task is an activity that a person performs to
initiate a job. The tasks that are available vary, based on the selected navigation location, as well
as your role.

The standard task groups include:
Directory Management
Infrastructure

Inventory Management
Model Administration
Operations

Policy Management

Policy (Advanced)

RCS Administration

See Toolbar Tasks on page 91 for information about the tasks that can be initiated directly from
icons in the Toolbar.

See Configuring Task Groups on page 201 for information about adding, modifying, or removing
task groups.

. N . . o o . .
Click “* to maximize or - to minimize a group of tasks.
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Directory Management Task Group

Use the Directory Management task group to manage the Radia Management Portal Directory.

Directory Management (&
B- Backup Directory

T Expaort

8 Import

E; Festare Directory

Figure 3.23 ~ Sample Directory Management task group.

™ Backup Directory =
Click Backup Directory to backup the entire Radia Management Portal Zone Directory.
See Creating a Backup of the Portal Zone Directory on page 234 for more information.

u Export L]
Click Export to export a subset of your Radia Management Portal Zone Directory to an
LDIF (LDAP Data Interchange Format) file. See Exporting Data from the Portal Directory
on page 242 for more information.

u Import ?L]
Click Import to import an LDIF (LDAP Data Interchange Format) file into your Radia
Management Portal Zone Directory. See Importing Data into the Portal Directory on page
245 for more information.

n Restore Directory E-
Click Restore Directory to restore a backup of the entire Portal Zone Directory. See
Restoring the Portal Directory on page 238 for more information.

n Update Tasks §
Click Update Tasks when you receive a new build of the Radia Management Portal to
update the tasks available to you. Available from the Zone, Configuration, Tasks container.
See Updating Tasks on page 249 for more information.
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Infrastructure Task Group

Use the Infrastructure task group to connect to or disconnect from external services, such as the
Radia Database on a Radia Configuration Server or an Active Directory service. Services are
configured for access from the Zone, Configuration, Directory Services container.

EX) Connect to Directory Service O
Click Connect to Directory Service to connect to the Primary Database on the Radia
Configuration Server, or other directory service such as Active Directory. See Connecting to
a Directory Service on page 144 for more information.

EX]) Disconnect from Directory Service 0
Click Disconnect from Directory Service to disconnect an external service, such as the
Primary Database on the Radia Configuration Server, or another directory service such as
Active Directory. See Disconnecting from a Directory Service on page 147.for more
information.

Model Administration Task Group

Use the Model Administration task group to manage the Radia Management Portal Directory
and a Zone.

Maodel Administration &
€) Add Device
€ Add Group
& Import Devices
Modify
B Move/Copy Device(s)
K Remove

Figure 3.24 ~ Sample Model Administration task group (for a Group of devices.)
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The following is a list of all potential Model Administration tasks available in the Radia Management Portal.
Remember, the available tasks vary based on your selected navigation location; therefore, Figure 3.24 does not
contain all the tasks described here.

n Add object-type ()
Click an Add task to create an object in your selected authority, such as a device, group of
devices, server, person, user group, delegated administration, task group, or directory
service. New object-types for this release are specified below:

EX) Add Device L+
Click Add Device to define a new device to the Zone and also give it membership in the
Default Group or other group within the Zone Groups container. This task automatically
creates an entry for the device in the Zone Device container. See Adding Devices to an RMP
Zoneon page 155 for more information.

EX) Add Directory Service L+
Click the new Add Directory Service task to configure a connection between the Radia
Management Portal zone and another Directory Service, including the Radia Configuration
Server ZTOPTASK service. The task is available from the Zone, Configuration, Directory
Service container. See Adding a Directory Service on page 134 for more information.

EX) Add Group (of Devices) L+
Click Add Group from the Devices container to create a new Group of Devices for
organizing devices for operations. See Adding Groups on page 178 for more information. To
move or add members to a group in the same task, or later import devices into a group,
refer to the Import Devices task.

EX) Add Install Profile o/
Click Add Install Profile to define a custom profile for selection during the Install
Client task. Add Install Profile is available from the Zone, Configuration container, by
browsing to Profiles, Radia Products, and then Client Installs. See Adding, Modifying, and
Deleting Install Profiles on page 319 for more information.

.  Disable O
Click Disable to prevent a job or job group from being processed. See Disabling Jobs or
Job Groups on page 260 for more information.

s  Enable ©
Click Enable to restart a job or job group the next time it is scheduled to run. See
Enabling Jobs or Job Groups on page 260 for more information.

EX) Import Devices 4
Click the Import Devices task to add a list of devices with fully qualified DNS names into
the Zone Devices container. The devices become members of the Zone Groups container
group from which you begin this task. See Importing Devices on page 191 for more
information.
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Modify -

Click Modify to change an object. For example, you might want to change the areas of the
Radia Management Portal that an administrator can access, or change a job group's
schedule. See Modifying Objects on page 198 or Modifying Job Groups on page 254 for
more information.

Move/Copy Device(s) © =

Click the Move/Copy Device(s) task to move or copy devices that are members of other
groups into the group you have selected from the Zone Groups container. See Moving or
Copying Devices into a Group on page 184 for more information.

Query p

Click Query (also available from the Toolbar) to extract information from the
directory tree or to narrow the scope of a job. For example, you might want to search for a
specific audience for whom you want to schedule a task. See Performing Queries on page
275 for more information.

Query Jobs =
Click Query Jobs to locate existing jobs, review their status, and make changes to them.
See Querying Jobs or Job Groups on page 256 for more information.

Query User's Delegated Administration =
Click Query User's Delegated Administration to display information about a user's
role. See Querying a User's Delegated Administration on page 220 for more information.

Remove X

Click Remove to remove an object and all of its children from the Radia Management
Portal Directory. See Removing Objects on page 198 or Removing Jobs or Job Groups on
page 261 for more information.

Remove Shortcuts from Desktop X

Click Remove Shortcuts from Desktop to remove any previously added shortcuts from
your Desktop location. See Removing Shortcuts from Your Desktop on page 72 for more
information.

Restart Failed Jobs (J
Click Restart Failed Jobs to restart the failed jobs displayed in the current Job Group.
See Restarting Failed Jobs in a Job Group on page 258 for more information.

Stop D
Click Stop to stop an active job group from running. See Stopping Job Groups on page 259.

View Properties >

Click View Properties from the Model Administration task group or click # from the
Toolbar to display the properties of an object. See Viewing Properties on page 263 for more
information.
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Operations Task Group

Use the Operations task group to perform operations on your Radia infrastructure. This release
introduces the following new tasks.

Operations 2
& Install Client
& Install Managerment Agent
& Install Proxy Server

Manage Proxy Assignment
Motify
Motify By Device

Motify By Subscription

Refresh Management Agent
Infarmation

[

Figure 3.25 ~ Sample Operations task group.

The following describes all of the operations available in the Radia Management Portal.
Remember, the tasks available to you vary based on your selected authority: therefore, Figure
3.25above may not contain all of the tasks described here.

EX) Add Job Sequence o
Use Add Job Sequence to define a job sequence. Access the task from the Jobs
container. Sequencing jobs can be an efficient tool for managing jobs common to many
devices across many zones. See Sequencing Jobs on page 361 for more information.

B0  Add Task Template &
Add Task Template is available from the Task Template container within the Zone,
Configuration container. Use Add Task Template to preset the options for a Task Type,
such as Notify or Install RPS, as a saved Task Template. Task templates can be selected
and applied during the Schedule Zone Operations task. See Adding Task Templates on
page 343 for more information.
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Help Desk Notify %
Click the Help Desk Notify icon on the toolbar to quickly Notify a single computer, whose
name you already know. See Using Help Desk Notify on page 294 for more information.

Install Client =

Click Install Client to install the Radia Client on remote computers. See Installing the
Radia Client on page 314 for more information. Multiple Client Install Profiles are
supported. For details, see Supporting Remote Installs Using Multiple Profiles on page
319.

Install Management Agent &
Click Install Management Agent to install the Radia Management Agent on remote
computers. See Installing the Radia Management Agent on page 307 for more information.

Install Proxy Server &
Click Install Proxy Server to install the Radia Proxy Server on remote computers. See
Installing the Radia Proxy Server on page 332 for more information.

Install RMP &

Click Install RMP to remotely install another Radia Management Portal Zone in your
infrastructure. See Installing Additional RMP Zones (Subordinate Zones) on page 347 for
more information. Also refer to the tasks for Open Subordinate Zone and Schedule
Zone Operation.

Open Subordinate Zone O

Click Open Subordinate Zone to quickly access the Radia Management Portal of
another Zone in your enterprise from the Zone Access Points container. See Opening a
Subordinate Zone on page 358 for more information.

. =0
Purge Dynamic Cache =
Click Purge Dynamic Cache to purge the dynamic cache of the Radia Proxy Server. See
Purging the Dynamic Cache of the Radia Proxy Server on page 339 for more information.

Notify %
Use the Notify tasks to perform an action on the selected audience. See Using the Notify
Tasks on page 281 for more information.

g
Notify by Device 4
Click Notify by Device to quickly identify a target audience based on the characteristics
of a device, such as operating system or IP address. See Notifying an Audience by Device
Characteristics on page 281 for more information.

Notify by Subscription ﬁ?

Click Notify by Subscription to quickly identify a target audience based on the
applications currently being managed by Radia. See Notifying an Audience by Subscription
on page 286 for more information.
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o
Purge Dynamic Cache 7
Click Purge Dynamic Cache to purge the dynamic cache of the Radia Proxy Server. See
Purging the Dynamic Cache of the Radia Proxy Server on page 339 for more information.

T
Refresh Management Agent =
Click Refresh Management Agent to have the selected Management Agent immediately
update its registered Radia services with the Radia Management Portal. See Refreshing
the Radia Management Agent on page 314 for more information.

Restart W/
Click Restart to stop a service and then start it again. See Managing Services on page 341
for more information.

Resume
Click Resume to resume execution of a service that has been paused. See Managing
Services on page 341 for more information.

Set Password 1

Click Set Password to set the VNC Authentication password prior to the first time you
use remote control to access a VNC Server on a Radia client. See Using Remote Control on
page 365 for more information.

Schedule Zone Operation E

Click Schedule Zone Operation from the Zone Access Points container to run a Notify
or Install RPS job on all devices in each of the selected zones in your enterprise. The job
options must be predefined as a Task Template. See Scheduling Zone Operations on page
352 for more information.

Start (;,

Click Start to run a service. See Managing Services on page 341 for more information.

T
Start Viewer

Click Start Viewer to start a VNC session on a remote Radia client. See Using Remote
Control on page 365 for more information.

Stop 0

Click Stop to stop a service. See Managing Services on page 341 for more information.

.
Synchronize Proxy Server ©

Click Synchronize Proxy Server to force the Radia Proxy Server to connect to the Radia
Configuration Server to preload the files to the static cache on the Radia Proxy Server. See
Synchronizing the Radia Proxy Server on page 338 for more information.

87



Using the Radia Management Portal

Policy Task Group

Use the Policy task group to assign policy using an LDAP Directory, such as Active Directory.

b

Policy
€) Add Palicy Object
Modify Policies
Modify Targets

@ Remove Policy Object
4] Refresh Managed Services Cache

Figure 3.26 ~ Policy task group.

The following is a list of the available Policy tasks. Remember, the available tasks vary based on
your selected authority.

Add Policy Object &

Click Add Policy Object to create a new group or organizational unit in an LDAP
Directory. See on page for more information. See Adding a Policy Object on page 110 for
more information.

Modify Policies "«
Click Modify Policies to assign services to the selected policy object. See on page for
more information. See Modifying Policies on page 113 for more information.

Modify Targets "-

Click Modify Targets to specify members of a group to be targeted based on the policy
assignments. See Modifying Targets on page 114 for more information. See for more
information.

Remove Policy Object

Click Remove Policy Object to remove a group or organizational unit from an LDAP
Directory. See on page for more information. See Removing a Policy Object on page 112
for more information.

T

Refresh managed services cache =]

Click Refresh Managed Services Cache to refresh the list of services displayed in the
Radia Management Portal. This list is created from information in the Radia Database.
See on page for more information. See Refreshing the Managed Services Cache on page
116 for more information.
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Policy (Advanced) Task Group

Use the Policy (Advanced) task group to modify the Radia Policy attributes as described in the
Policy Server Guide. These attributes are used to manage policy scope, relationships, and
assignments.

Caution

Make sure that you have a good understanding of the Policy Server and the Radia Policy
attributes before using these tasks.

The tasks available are:

Modify Defaults ‘=

Click Modify Defaults to set the defaults for the attributes in a service. Using this task
modifies edmPolicyDefault. See the Policy Server Guide for details. See Modifying
Defaults on page 122 for more information.

Modify Dependencies '

Click Modify Dependencies to modify policy links. Using this task modifies the
edmLink attribute. See the Policy Server Guide for details. See Modifying Dependencies
on page 118 for more information.

Modify Flags ‘-

Click Modify Flags to limit the scope of policy resolution for specific objects. Using this
task modifies the edmFlags attribute. See the Policy Server Guide for details. See
Modifying Flags on page 121 for more information.

Modify Overrides '

Click Modify Overrides to bypass the pre-set values of one or more attributes for a
service and specify alternate values. Using this task modifies the edmPolicyOverride
attribute. See the Policy Server Guide for details. See Modifying Overrides on page 123
for more information.
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RCS Administration Task Group

Use the RCS Administration task group to manage instances in the Radia Database.

Group of Tasks

RCS Administration R
&) Add Connections
D Copy
&) Create
x Delete
- hladify

& Remove Connections
| -

Figure 3.27 ~ RCS Administration task group.

The following is a list of the RCS Administration tasks. Remember, the available tasks vary based
on what you have selected in the navigation aid.

(2.0} Add Connections 0
Click Add Connections to add connections to the selected instance. See Adding
Connections on page 102 for more information.

EX) Copy @
Click Copy to create a copy of the selected instance. See Copying Instances on page 104
for more information.

(2.0 Create @
Click Create to add a new instance to the current class. After adding the new instance,
use the Modify and Add Connections tasks to set the attributes and make connections
for the instance. See Creating Instances on page 101 for more information.

EX) Delete X
Click Delete to remove the selected instance from the Radia Database. See Deleting
Instances on page 105 for more information.

@) Modify '«
Click Modify to modify the selected instance. Use the Advanced View in the Modify
window to modify any attributes that you can modify from the System Explorer. See
Modifying Instances on page 106 for more information.
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m Remove Connections

Click Remove Connections to remove connection(s) from the selected instance. See
Removing Connections on page 107 for more information.

Toolbar Tasks

Add Shortcut to Desktop @

Click Add Shortcut to Desktop to add a shortcut icon to the Desktop location within
the Radia Management Portal for easy access to frequently visited locations. The
desktop location is unique for your Username, and is your initial logon location. See
Adding Shortcuts to Your Desktop on page 70 for more information.

Help Desk Notify %

This release introduces a streamlined task to Notify a computer from the new Help Desk
Notify icon. Use the toolbar icon for Help Desk Notify to quickly Notify a single
computer. Typically, this is used by Help Desk staff working on an issue. Available from
any location within the Desktop or Zone. A computer DNS name must be entered and
cannot be selected from a list. See Using Help Desk Notify on page 294 for more
information.

View Properties #
Click View Properties from the Toolbar to display the properties of an object. See
Viewing Properties on page 263 for more information.
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Toolbar

The Toolbar appears at the top of the workspace when you are viewing objects in your Radia
Directory, such as a list of all computers in your network. This toolbar appears if you are browsing
your infrastructure or viewing the results from a query.

QO A |,) vair ] | [20tems ™ =] | | '?| D [erenor. 12005 ~1 @)

TS1-HP37... 41-45045

Figure 3.28 ~ Sample Radia Management Portal Toolbar.

Some Figures throughout this book show an earlier version of the toolbar. Please
discregard these earlier images and refer to this topic for toolbar usage information.

Navigation Icons

m  Click Q + to Back one page.

m  Click O t to go Forward one page.
m  Click to go up one level in the Radia Management Portal Directory.

-
m  Click Q to refresh the information displayed in the workspace.

Task Icons

See Toolbar Tasks on page 91 for more information on these tasks.
m  Click # to View the Properties for the *current® object in the navigation aid.

m  Click to Add a Shortcut to your desktop for the *current* Navigation location.

i
m  Click =% to Query the Directory for objects at the current level or below.

m  Click % to open the Help Desk Notify dialog to notify a single computer whose name you
know.
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Print and Status Icons

m  Click “# from the Jobs container to obtain a printable view of the job list.
Several formats are available for viewing most objects.

Use the Status drop-down list box to view only jobs that meet the selected status. Job status
options include:

All

Waiting to Start
Successful
Failed

Active

Disabled

View Icons

m  Click to show the potential targets with large icons.
m  Click to show the potential targets in a list view (small icons).

m  Click to show the potential targets in a detailed view.

Paging and Filtering Icons

The following icons assist in browsing and selecting from large numbers of items.

m  Use the drop-down list box to set the maximum number of items for a given page:

I“IEIEI ltems vI

m In the filter text box, type a filter value and click 1 to filter the items on the current page
according to their display names, common names, and cn= values.

[ ¥

Valid filter entries include text, asterisk ( * ) and question mark ( ? ) wildcards, cn= values, as
well as LDAP attribute values (attribute=value).

=
m  To remove a filter, clear the text box and click 1 . Use the drop-down list box or the arrows to

page through multiple pages of objects.

e Open and select a specific page from the drop-down list box:
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BEHEMOTH

1-20i45 |

(R TCL.. 21-40745
TS-HPST . 41-4545

e (lick i:l to go to the beginning of the list of objects.
e (lick El to go to the previous page in the list of objects.
o Click ILdl to go to the next page in the list of objects.
o Click ij] to go to the last page in the list of objects.

Use the scroll bar to scroll to items not currently in view.

Workspace

The workspace is the main work area and will change based on your actions.

Radia Directory and Zone Objects

Once you are familiar with the Radia Management Portal user interface, you need to understand
how to access the key areas of the infrastructure that you want to manage. However, first you
must be familiar with the objects represented in a Radia Directory and Zone in the Radia
Management Portal.

A tree view is used to organize these objects. The tree consists of the following icons, which
represent the Zone Directory objects.

Zone E

The Zone Directory contains all devices, infrastructure, and software that is managed and
administered by the Radia Management Portal at this location. Other Radia Management
Portal Zones are accessed from the connections available from the Zone Access Points
container.

"

Active Directory @
An Active Directory configured for access by a Radia Management Portal Administrator
appears at the Directory level in the Workspace.

Primary file Be

The Primary file is a Primary file on a Radia Database on a Radia Configuration Server. Use
the RCS Administration Tasks from the Radia Management Portal to perform instance-level
tasks on the Radia Database. To configure the Primary file, see Adding a Directory Service on
page 95.

Containers \j
A container is a grouping of objects used to select a particular object type, or to limit the
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scope of influence that an administrator can have over the entire infrastructure. The
containers at the highest level of a Radia Zone are discussed in About the Zone Containers on
page 95. All Zones include the same containers and container names. The procedures
throughout the guide identify which containers to start from when performing any task.

m  Computer, Servers and Devices <&
A server is a physical device that is running a piece of the infrastructure (service) that you
want to manage via the Radia Management Portal. A server must be addressable by an IP
address. An example of a server would be an NT Server that is running a Radia Configuration
Server.

A computer is a physical device that exists in your infrastructure. If you want it managed by
this Radia Management Portal Zone, you must specify Manage Computer to add it to the
Zone, Devices container.

A Device is a physical device that exists in the Devices container of the Zone, and is being
managed from this Zone. Devices also have memberships in groups in the Groups container
and the Cross References container.

m  Network .,l""
A network, such as Microsoft Windows Network, represents an external network directory
that has been discovered by the Radia Management Portal. Objects in a network can be
selected for management by this Radia Management Portal Zone.

m  Directory Service e&E
External Services are defined to the Radia Management Portal Zone to enable a connection to
that service from within the Radia Management Portal. An Active Directory, the Radia
Database on the Radia Configuration Server, and other LDAP directories can be configured
for access from the Directory Service container.

s,

. ™
B Services wv
A service is an application running on a server such as a Radia Configuration Server or
Radia Proxy Server.

About the Zone Containers

This topic defines the Radia Management Portal Zone Containers that are directly beneath the
Zone node. Containers designated as self managed are directory areas where no administrative
operations are performed.
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HOME

[éﬂ Radia Management Portal

invent
.s'-i Partal Administrator | Logout Description:

Navigation (History) @ e L.ﬁ: lﬂ ") b=
[ Desktop |
B *[ Zone: ACME Corp It

& ® B

{@| [20tems =] | | ‘3"| B [aeminist... 188 =] [T
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[ Administratars & Ope... | [ Configuration ] [ Cross References | [ Devices |
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Group of Tasks

Directory Management
B Backup Directory [ Groups ] [Jobs ) [ Metwarks | [ Zone Access Paints |
8 Export
8 Impart
B Restore Directory -
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5] [ N tocdlintranet 4

Figure 3.29 ~ Zone Containers.

Numerous containers and objects are new to this release to enable users to do the
following:

0 Perform operations against groups that are automatically created and managed by the
Radia Management Portal (based on known hardware, software, and managed service
information for the devices)

0 Establish multiple zones in an enterprise, with the ability to access remote zones and
perform operations against remote zone device groups.

0 Access the Radia Configuration Server and administer services and policy at the
instance-level. Apply Policy using an LDAP directory, such as Active Directory.

D Connect to and browse entries in an external LDAP directory, such as Active Directory.
D Connect to and browse your existing network directories.

Administrators and Operators Container (cn=USER)
The Administrators and Operators Container is the default, built-in source for authenticating
users of the Radia Management Portal and specifying which tasks they are entitled to
perform. There are separate user groups for Operators and Auditors, as well as
Administrators of the Radia Management Portal, Accounts, Infrastructure, the Network,
Packages, Policy, Services, and the Radia Configuration Server.

Configuration Container (cn=config)
The Configuration container holds the start-up configuration of the Radia Management Portal
zone for both internal and external objects and mount points. All objects in the previous
containers are "mounted" as directories when the zone is started.

Directory objects that are defined and mounted from the Configuration container include:

o Entitlements for Delegated Administrators

e Radia Management Portal Task Groups and Tasks
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e Radia Products, Client Installs, and Profiles
o Directory Services
Directory Services Container (cn=ds, cn=config)

The Directory Services container is one of the Configuration containers. It defines the
external directory services and mount points the zone is to connect with automatically at
startup, or make available for connection during operation. Use this container to define access
to other LDAP directory services in your enterprise, such as Active Directory, as well as
access to the Primary Radia Database on the Radia Configuration Server. Additional Radia
Databases can also be defined for access from this container.

The delivered zone template automatically defines configurations for the following mount
points:

® Domain Name System (DNS)
® Windows Networking
e Radia Messaging

Cross-References (cn=xref) Self Managed

The Cross References container is a self-managed container of automatically-generated device
groups. The groups are created once the Radia Management Agent is installed on the
computers in your Devices container. The Cross References container creates and maintains
the memberships for all devices according to the following classifications, using information
passed from the Radia Management Agent to the Radia Management Portal for all devices
under a zone's management:

e Device Manufacturers — For example, Hewlett-Packard, Dell, and Gateway device
groups.

o Infrastructure Services — For example, Radia Proxy Server, Radia Management Agent,
and Radia Configuration Server device groups.

e Managed Services — For example, groups for each service being managed on devices
through the Radia Application Manager or Radia Software Manager.

® Operating Systems — For example, Windows XP. Within a specific operating system
group are sub-groups for Service Pack levels, as shown in the following figure:

Navigation (Location)
5 Directory
I radia
Bl [ Zone: MasterZone |
2D [ Cross References |
I [ Cperating Systems |
82 Windows xP
82 Service Pack 1

Figure 3.30 ~ Location of Group for Windows XP, SP1 devices in Cross-Reference Container.
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m Devices Container (cn=device) Self Managed
The Devices container holds the object properties for all devices being managed by this Radia
Management Portal Zone. Entries are automatically created in this container when other
operations are performed, such as adding a device to a group in the groups container or
selecting Manage Computer from a computer object in your network.

Devices in this container have memberships in other containers. For example, each device
must have membership in at least one group in the Group container to facilitate operations.
In addition, devices have automatic membership in various Cross-Reference container
entries, based on what hardware, software, managed services, and Radia Infrastructure they
contain.

m  Groups Container (cn=group)
Most Radia Management Portal Operations are performed against groups of devices, as
opposed to individual devices. The Group container holds the provided Default Group, as well
as any groups you create. Devices hold memberships in at least one group, but as many as you
choose. Operations scheduled against a specified target group will include the members of
that group at the time the job runs. Groups can be defined with a hierarchy, such that Group
A includes a set of devices as well as all devices that are members of GroupAA.

To schedule jobs against groups in more than one zone, you can establish same-named groups
in the Groups container of each Zone, and then select the group for the operation.

m  Jobs Container (cn=jobs)
Holds the objects for jobs and job groups scheduled or recently run by the Radia Management
Portal. Within the Jobs Container is the History container, holding daily records of completed
jobs.

m RCS - Primary Container (cn=PRIMARY)
Access to the Radia Configuration Server and Radia Database is available from the Primary
container once it has been configured for access by a Radia Management Portal
Administrator.

m Networks Container (cn=network)
Container used to access the enterprise networks that have been configured as mount points
from the Directory Services container, including DNS and Microsoft Windows Network.
Networks are often used to access computers that need to be brought under management in
the Radia Management Portal Zone.

m  Zone Access Points Container (cn=zone-sap)
Holds an entry for the current Zone and any remote zones in your enterprise that have been
configured for access. From this container, you can use the Operations task to open a
subordinate zone's Radia Management Portal, or schedule zone operations to launch jobs
across multiple zones in your enterprise, at once.

Obtaining Descriptions using Details View

One of the easiest ways to become familiar with the Portal objects is to switch to Details view
whenever you come across a new object. Details view includes a one-line Description of each
object.
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For example, Figure 3.31 below shows the descriptions available for the objects at the highest
level of the Directory.

[bfn Radia Management Portal

invent
£ Portal & or | Logout Description: : e
Navigation (Location) 4 e e 1j’ ﬂ |I) o/ @| | |20tems =] | |
< Directary Display Name Description WMo dify Time
radia Stamp
B [ Zone: ACME Corp | F& [ Administrators & Operatars | Default (builtin) source far 2004/06/21 18:00
Group of Tasks authenticating users. (WHO)
onfiguration ontainer for confiy objects :
= [ confi i [ iner fi fig obj 2004/06/21 18:00
Directory Management 2N [ Cross References | Cantainer for Cross Reference 2004/06/21 18:00
B> Backup Directory objects in Zone
1 Expart 2 [ Devices | Caontainer for all Devices in Zone 2004/06/21 18:00
; 8 [ Groups | Container for groups of managed 2004/06/21 18:00
Sl Import computers.
B= Restore Directory B [Jobs ) -
4 ) | _’I_I
| |@ ’_ l_ ’_ |\ﬁ Local intranet: 4

Figure 3.31 ~ Details View of *Directory* includes Descriptions.

Now that you are familiar with the Radia Management Portal user interface and the key
containers in a Radia Zone, you are ready to begin managing your infrastructure.

To configure your Radia Management Portal Zone and bring devices under management, go
to Chapter 4: Administrative Functions.

To perform operations on devices in your Radia Management Portal Zone, go to Chapter 5:
Operations Functions.

To perform RCS Administration Tasks on the instances in the Radia Database, see Using the
RCS Administration Tasks, on page 100.

To perform Policy using an LDAP directory, see Using RMP to Assign Policy through an
LDAP Directory on page 109.
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Using the RCS Administration Tasks

The Radia Management Portal contains several tasks, stored in the RCS Administration task
group, that allow you to manipulate instances in the Radia Database.

Prerequisites

m  The Radia Configuration Server service must be started on the machine where you want to
make changes.

m A Radia Configuration Server directory service must be defined and the RMP must be
connected to that directory service. For details, see the following topics in Chapter 4:
Administrative Functions: Adding a Directory Service on page 134 and Connecting to a
Directory Service on page 144.

About the RCS Administration Tasks

Use the RCS Administration task group to manage instances in the Radia Database.

Group of Tasks

RCS Administration %
&) Add Connections
& Copy
&) Create

K Delete
Fodify

& Remove Connections
| -

Figure 3.32 ~ RCS Administration task group.

The following is a list of the RCS Administration tasks. Remember, the available tasks vary based
on what you have selected in the navigation aid.

m  Add Connections
Click Add Connections to add connection(s) to the selected instance.

m  Create
Click Create to add a new instance to the current class. After adding the new instance, use
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the Modify and Add Connections tasks to set the attributes and make connections for the

instance.
m  Copy

Click Copy to create a copy of the selected instance.
m Delete

Click Delete to remove the selected instance from the Radia Database.
m  Modify

Click Modify to modify the selected instance. Use the Advanced View in the Modify window
to modify any attributes that you can modify from the System Explorer.

m Remove Connections
Click Remove Connections to remove connection(s) from the selected instance.

Creating Instances

Use the Create task in the RCS Administration task group to add new instances to the selected
class.

To add an instance

1. Use the navigation aid to go to the class where you want to add a new instance. For example,
go to the Accounts class.

2. Inthe RCS Administration task group, click Create.

The Create window opens.

$ Create

* Required fields

New Users

Instance* I

Friendly name®* I

Create Cancel

Figure 3.33 ~ Create window.

3. In the Instance text box, type a name for the new instance.
4. In the Friendly Name text box, type the display name for the instance.
5. Click Create.
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The Properties window for the new instance opens.

$ Susan Fields

User Properties

Basic | Advanced

Properties | Connections

- Properties
Friendly name  Susan Fields
Created  2003/05/14 14:35
Last Modified  2003/05/14 14:35
Eau:k to top
- Connections -

® Susan Fields
Application
2 Motepad

& Client Self Maintenance

Workgroups
B8 Default

Back to tap

Figure 3.34 ~ Properties window.

Adding Connections

Use the Add Connections task to add connections to the selected instance

To add a connection
1. Use the navigation aid to go to the instance for which you want to create a connection.
2. Inthe RCS Administration task group, click Add Connections.

The Add Connections - Select window opens. The fields in this window vary depending on
the object that you have selected in the navigation aid.
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Eff Add Connections to 100_MGR

3 Select

-Type “

Cancel

Figure 3.35 ~ Add Connections window.

3. Ifnecessary, use the Type drop-down list to select the type of connection that you want to
make. The type of connection that you select determines which classes you will be able to
select from the next drop-down list.

Eff Add Connections to 100_MGR

} Select

- Selection “

‘ Type: Serices

- Class .

Cancel |

Figure 3.36 ~ Add Connections window — Class area.

4. From the Class drop-down list, select the class that you want to connect to.

The Connections area opens.
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Eff Add Connections to 100_MGR

5

- Selection

Type: Zemwices
Class: Software - Application

-IC ctions

- Available

T
Arrortize

Drag & “iew

GS-CALC

Motepad

Redbox Organizer

Remote Control

Sales Information

StratusPad b
TEST |

~

-Selected

Nextl Reset | Cancel |

Figure 3.37 ~ Add connections window - Connections area.

From the Available list, select one or more instances.

Click m to add the selected instances to the Selected list.

Click Next.

The Add Connections - Summary window opens.

Click Commit.

The Properties window opens and displays the new connections.

Copying Instances

Use the Copy task to create a copy of the selected instance.

To copy an instance

1.
2.

Use the navigation aid to go to the instance that you want to copy.

In the RCS Administration task group, click Copy.
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The Copy window opens.

Ef Copy 100_MGR

-100_MGR

Instance I

Friendly name I

Copyl Cancel |

Figure 3.38 ~ Copy window.

3. In the Instance text box, type a name for the new instance.
4. In the Friendly Name text box, type the display name for the instance.
5. Click Copy.

The Properties window for the new instance opens.

Deleting Instances

Use the Delete task to remove the selected instance from the Radia Database.

To delete an instance
1. Use the navigation aid to go to the instance that you want to delete.
2. Inthe RCS Administration task group, click Delete.

The Delete window opens.

Eff Delete 100_MGR

- Are you sure?

& Are you sure you want to delete 100_MGR # & X

Figure 3.39 ~ Delete window.
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3. Click +/ to confirm that you want to remove the selected instance.
OR

Click X to indicate that you do not want to remove the selected instance.

Modifying Instances
Use the Modify task to modify the selected instance.

To modify an instance
1. Use the navigation aid to go to the instance that you want to modify.
2. Inthe RCS Administration task group, click Modify.

The Modify window opens.

© Modify Amortize

Basic | Advanced

Properties | Behavior Properties | Wethod Properties
* Default Values

- Service Properties

Friendly name |.f-\m0r1ize

Service Name/Description IAmDrTize

Catalog Group Name |Dem0 Applications

Mandatory or Optional 4 IO vi
Service

Local Repair * [
Service Create Ordering * I vI

Events to Report # =g AD=B AU=F AR=N WA=F VO=F

Install/Update/Delete/Version 4 I
Chang

Vendor Name |F'arnes

WEB URL Name |http:ﬂwww.n0vadigm.cum

Author Hame * I

Version Description |1 0

Figure 3.40 ~ Modify window.
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3. Make any necessary changes.
4. C(Click Modify.

The Properties window opens.

Removing Connections

Use the Remove Connections task to remove connection(s) from the selected instance.

To remove a connection
1. Use the navigation aid to go to the instance for which you want to remove a connection.
2. Inthe RCS Administration task group, click Remove Connections.

The Remove Connections window opens.

@ Remove Connections from Amortize

Basic | Advanced

n

- Cor

ts -

- Selected N - Availabl N

Amortize Windows 95,/593
Amortize Windows MTL20005F

M Cancel |

Figure 3.41 ~ Remove Connections window.

3. From the Available list, select one or more instances.

4. Click m to move the instances to the Selected list.
5. Click Next.
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The Summary window opens.
6. Click Commit.

The Properties window opens and the connections are removed.
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Using RMP to Assign Policy through an LDAP
Directory

The Radia Management Portal contains several tasks used to assign and manage policy through
an LDAP directory. Examples of LDAP directories include Active Directory and the Radia
Management Portal, itself.

Prerequisites

A comprehensive understanding of the Policy Server and assigning policy.
A connection to the primary Radia Configuration Server service, so you can access services.

A connection to the LDAP Directory service. See Connecting to a Directory Service on page 144
for more information.

m The Used for Policy field in the directory service must be set to True. To do this, you must
modify the Directory Service. See Modifying Directory Service Properties on page 141.

m  If you defined an LDAP Policy Extension with a prefix other than edm through the Radia
Policy Manager, you must also define the custom policy prefix to the Radia Management
Portal. This is done using the PREFIX parameter in the rmp.cfg file. See Configuring for a
Custom LDAP Policy Extension Prefix on page 152 for more information.

Caution

Please use your discretion when performing Policy Tasks to which you are entitled.
Assigning policy to an object in a directory does not guarantee that policy will be applied.
For example, if the object containing policy information is not in the scope of your policy
search (that is, the search is not going to traverse this object), the policy will not be picked
up. See the Radia Policy Server Guide for additional information.

About the Policy Tasks

Use the Policy task group to assign policy using an LDAP directory, such as Active Directory or
another LDAP directory.
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ted

Policy
&) Add Policy Object
Modify Policies
Modify Targets

@ Remove Policy Object
3 Refresh Managed Services Cache

Figure 3.42 ~ Policy task group.

The following is a list of the available Policy tasks. Remember, the available tasks vary based on
your selected Authority.

Add Policy Object

Click Add Policy Object to create a new group or organizational unit in the LDAP directory.
Modify Policies

Click Modify Policies to assign services to the selected policy object.

Modify Targets
Click Modify Targets to specify members of a group to be targeted based on the policy
assignments.

Remove Policy Object
Click Remove Policy Object to remove a group or organizational unit from the LDAP
directory.

Refresh managed services cache
Click Refresh Managed Services Cache to refresh the list of services displayed in the
Radia Management Portal. This list is created from information in the Radia Database.

Adding a Policy Object

Use the Add Policy Object task to add a group or organizational unit.

To add a policy object

1.

Use the navigation aid to go to the appropriate container in the directory service where you
want to add a policy object.
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Figure 3.43 ~ Navigate to the policy object.

2. In the Policy task group, click Add Policy Object.

The Add Policy Object window opens.

€2 Add Policy Object

-~ Select

Type:

[ -

Figure 3.44 ~ Add Policy Object window.

Cancel

3. From the Type drop-down menu, select Group or Organizational Unit.
The Add Group window opens.
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€2 Add Group

-Properties
Common MName IMYGI’DLIFI

Display Name I

Description I

Add Resetl Cancell

Figure 3.45 ~ Add Group window.

In the Common Name text box, type a unique name for the policy object.

In the Display Name text box, type a name for the policy object that will appear in the RMP.
In the Description text box, type a description that will appear in the Details view.

Click Add.

The Properties window for the policy object opens.

No o s

Removing a Policy Object

Use the Remove Policy Object task to delete a group or organizational unit.

To remove a policy object
1. Use the navigation aid to go to the policy object that you want to delete.
2, In the Policy task group, click Remove Policy Object.

The Remove Group window opens.

€2 Remove Group

Are you sure you want to remove this object? +/ X

Figure 3.46 ~ Remove Group window.
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3. Click + to confirm that you want to remove the object.

OR
Click X to indicate that you do not want to remove the object.

Modifying Policies

Use the Modify Policies task to assign services to the selected policy object.

To modify policies
1. Use the navigation aid to go to the policy object that you want to modify.
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Figure 3.47 ~ Policy object selected.

2. In the Policy task group, click Modify Policies.
The Modify Policy window opens.
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Figure 3.48 ~ Modify Policy window.
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3. Use the Modify Policies window to modify existing policy or to select additional services to
be assigned to the policy object. See Basic Procedures for Modifying Groups on page 156 for
information about how to use this window. Within that section, see Using the Attribute Editor
on page 161 for information on how to modify service attributes, and see Using the Expression
Editor on page 165 for information on how to modify the constraints for a service using the
expressions editor.

4. When you are done making changes, click Commit.

Modifying Targets

Use the Modify Targets to specify members of a group to be targeted based on the policy
assignments.

To modi

fy targets

1. Use the navigation aid to go to the appropriate policy object.
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Figure 3.49 ~ Policy object selected.

In the Policy task group, click Modify Targets.

The Modify Policy Targets window opens.
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Figure 3.50 ~ Modify Policy Targets window.

=

Builtin

=

[ FarsignSecurityPrincipals |

F P
0
[ LostAndFound |

=P

s
=)
[ Cormputers |
s
)
[ Group of Patches |
MT _ F'ROD-1-nt59i

r &8

3. Use the Modify Policy Targets window to select the appropriate targets. See Basic

4. When you are done making changes, click Commit.

Refreshing the Managed Services Cache

Use the Refresh Managed Services Cache task to periodically refresh the list of services displayed
in the Radia Management Portal. This list is created from information in the Radia Database.

To refresh the managed services cache

1.

Use the navigation aid to go to the Configuration container.

Procedures for Modifying Groups on page 156 for information about how to use this window.
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In the Policy task group, click Refresh Managed Services Cache.
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About the Policy (Advanced) Tasks

Use the Policy (Advanced) task group to modify the Radia Policy attributes as described in the
Policy Server Guide. These attributes are used to manage policy scope, relationships, and
assignments.

Caution

Make sure that you have a good understanding of the Policy Server and the Radia Policy
attributes before using these tasks.

The tasks available are:

m  Modify Defaults
Click Modify Defaults to set the defaults for the attributes in a service. Using this task
modifies edmPolicyDefault. See the Policy Server Guide for details.

m  Modify Dependencies
Click Modify Dependencies to modify policy links. Using this task modifies the edmLink
attribute. See the Policy Server Guide for details.

m  Modify Flags
Click Modify Flags to limit the scope of policy resolution for specific objects. Using this task
modifies the edmFlags attribute. See the Policy Server Guide for details.

m  Modify Overrides
Click Modify Overrides to bypass the pre-set values of one or more attributes for a service

and specify alternate values. Using this task modifies the edmPolicyOverride attribute. See
the Policy Server Guide for details.

Modifying Dependencies

Use the Modify Dependencies task to modify policy links. Using this task modifies the edmLink
attribute. See the Policy Server Guide for details.

Caution

This task allows you to create relationships in addition to your parent and group
relationships. It is recommended that you use this task sparingly.

Example

Jennifer Blake is part of the Marketing group, which falls under the Sales organization. Jennifer
and the rest of the Marketing group use different machines than the rest of the company.
Therefore, the Marketing group must receive several services that are specifically for HP Compaq
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Notebook nc6000 machines. The following example shows how to create a dependency (also called

a link) from the Marketing group to the HP Compaq Notebook nc6000 group.

To modify a dependency

1. Use the navigation aid to go to the group for which you want to modify a policy link, such as

Marketing.
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Figure 3.52 ~ Select a group.

2. In the Policy (Advanced) task group, click Modify Dependencies.
The Modify Policy Dependencies window opens.
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Figure 3.53 ~ Modify Policy Dependencies window.

3. Use this window to select the policy link. See Basic Procedures for Modifying Groups on page
156 for information about how to use this window.
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Figure 3.54 ~ Modify Policy Dependencies window.

4. If you want to add any additional constraints use the Expression Editor. See Using the
Expression Editor on page 165 for more information about how to use this window and the
Policy Server Guide for more information about expressions.

5. Click Commit to save the changes to the policy dependencies.

Modifying Flags

Use the Modify Flags task to limit the scope of policy resolution for specific objects. Using this
task modifies the edmFlags attribute. See the Policy Server Guide for details.

Example

In your organization, the Marketing group is typically a member of Sales. However, the
Marketing group should receive the same software applications as Sales. Therefore, you may want
to set up a flag that limits policy resolution for the Marketing group.

To modify flags
1. Use the navigation aid to go to the policy object for which you want to limit the scope of policy
resolution.

2. In the Policy (Advanced) task group, click Modify Flags.
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€2 Modify Policy Flags

Flags
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Figure 3.55 ~ Modify Policy Flags window.

3. Select the appropriate check box.

e Secede
Instructs the Policy Server not to include any parent objects in the outcome.

e Continue
Instructs the Policy Server to ignore all other attributes in this object. The parent object is
still processed unless Secede is selected.

e Break
Instructs the Policy Server to abort resolution and return the condition to the client. The
client device should not apply policy.

e Strict
Instructs the Policy Server to ignore ‘memberOf attributes and only process edmFlags,
edmPolicy and edmLink.

4. Click + to accept the changes.
5. Click Commit.

Modifying Defaults

Use the Modify Defaults task to set the defaults for the attributes, such as version, in a service.
Using this task modifies edmPolicyDefault. See the Policy Server Guide for details.

Example

If the Sales application does not have a version specified, you can use this task to specify the
default version to be deployed to the target machines.

To modify defaults

1. Use the navigation aid to go to the appropriate policy object.

2. In the Policy (Advanced) task group, click Modify Defaults.
The Modify Policy Defaults window opens.
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Figure 3.56 ~ Modify Policy Defaults window.

3. Use this window to select the service whose attributes you want to define. See Basic
Procedures for Modifying Groups on page for information about how to use this window.

4. Once you have selected a service, use the Attribute Editor to specify the default values. See
Using the Attribute Editor on page 161 for information about how to use this editor and the
Policy Server Guide for details about attributes.

5. Use the Expression Editor to specify any additional constraints. See Using the Expression
Editor on page 165 for information about how to use this editor and the Policy Server Guide
for details about expressions.

Modifying Overrides

Use the Modify Overrides task to bypass the pre-set values of one or more attributes for a
service and specify alternate values. Using this task modifies the edmPolicyOverride attribute.
See the Policy Server Guide for details.

Example

Bob Smith is entitled to the Sales application, version 1. You can use this task to override the
version information for Bob alone, and entitle him to version 2.
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To modify overrides

1. Use the navigation aid to go to the appropriate policy object.

2. In the Policy (Advanced) task group, click Modify Overrides.
The Modify Policy Overrides window opens.
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Figure 3.57 ~ Modify Policy Overrides window.

3. Use this window to select the service whose overrides you want to define. See Basic
Procedures for Modifying Groups for information about how to use this window.

4. Once you have selected a service, use the Attribute Editor to specify the override values. See
Using the Attribute Editor on page 161 for information about how to use this editor and the
Policy Server Guide for details about attributes.

5. Use the Expression Editor to specify any additional constraints. See Using the Expression
Editor on page 165 for information about how to use this editor and the Policy Server Guide
for details about expressions.
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Summary

The Radia Management Portal has a consistent user interface, which means that you can
follow the same basic procedure to complete any task.

The Radia Management Portal user interface has a banner area, navigation aid, taskbar,
toolbar, and workspace.

The previous Authority area is now renamed the Navigation area. There are two Navigation
modes: Navigation (History) — which traces your Portal navigation path during a session,
and Navigation (Location)—which shows the directory path of your current location. You can
switch between the two Navigation modes using the icon included in the Navigation title bar.

Your initial login authority is the Desktop area, which contains links to the Portal Directory
and your Radia Zone, by default. You can add or remove Shortcuts to your Desktop that link
to frequently used navigation locations.

The Radia Management Portal tasks are maintained in task groups that reflect their
function. The task groups and tasks available at any time vary based on your assigned role
as well as your current navigation location.

The Radia Management Portal Zone is composed of containers. Navigate to the appropriate
container and location to perform tasks related to the objects stored in each container.

The Radia Management Portal contains several tasks, stored in the RCS Administration task
group, that allow you to manipulate instances in the Radia Database.

The Radia Management Portal contains several tasks used to assign and manage policy
through LDAP directories. These tasks are available from the Policy and Policy (Advanced)
task groups.
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At the end of this chapter, you will:

Be able to configure the Radia Management Portal Zone for Network Discovery and Directory
Services.

Be able to connect to and disconnect from a Directory Service or RCS Primary Database, or
other object defined in the Directory Services container.

Understand the various methods of bringing devices under management by a Radia
Management Portal Zone.

Be able to create groups of devices for performing operations, and know how to add, move,
copy or import devices into the groups.

Be able to create and configure delegated administration roles, and add administrators and
operators to the Radia Management Portal Directory.

Be able to manage the Radia Management Portal Zone Directory using Backup, Restore,
Import, and Export tasks.

Be able to view and manage active Jobs, and view executed jobs from the Job History
container.

Be able to view the properties for any object in the Radia Management Portal.
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Several administrative functions are available for configuring and managing your organization's
infrastructure from the Radia Management Portal. Administrative functions allow you to prepare
your Radia Management Portal for use by the administrators and operators in your organization,
as well as to handle general administrative functions such as creating a backup of the Radia
Management Portal Directory.

New for this release is the configuration of Directory Services to allow users access to the RCS
Primary file and your existing LDAP directories, such as Active Directory for Policy
administration. For details, see Configuring Directory Services on page 134.

Also new for this release are the containers and tasks used to bring devices under management by
the Radia Management Portal Zone. For details, see Establishing Devices and Device Groups on
page 155.

Configuring a Radia Management Portal Zone

Following installation, you need to add the following objects to a zone's infrastructure in order to
use various new features.

m  Directory Services
Add a Directory Service object for each outside directory to which you want the Radia
Management Portal to be able to connect.

m Network Discovery and Mount Points
The Radia Management Portal is configured to connect to a set of network directories in your
enterprise through mount points. The definitions are also found in the Directory Services
container, where the startup can be changed from automatic to manual, if desired.

m  Groups (of Devices)
Almost all operations in this release are performed using device Groups. The devices
imported or added to a specific Radia Management Portal zone can be further clustered into
Groups to expedite common operations.

m  Subordinate Zones
From the initial Radia Management Portal, run the Install Zone task to remotely install
subordinate zones in your enterprise, each with a unique name. All zones retain an entry in
the Zones Access Points container, which can be used to schedule Zone Operations on devices
in all zones in your enterprise.

m Task Templates
Task templates need to be added before scheduling jobs for Zone Operations. (also talk about
Profiles of Client Installs and Help Desk Notify tasks...)

m  Cross Reference Container
The groups in the Cross Reference container are self-managed. They are automatically
created after the Radia Management Agent is installed on devices in the Device container,
and dynamically maintained.

128



Chapter 4

Understanding Network Discovery

The Radia Management Portal runs the network discovery job, NETSCAN, upon startup and at
regular intervals to automatically discover the resources on your network. The discovered objects
are placed in the appropriate network container in the Zone's Networks location, where they can
be selected for management by the Radia Management Portal Zone.

To view the network containers of discovered objects in the Radia Management Portal, use the
Navigation Location aid to go to Discovery, Zone, Networks.

HOME
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@ 7 Metwarks |7 [ Microsoft Terminal ... ] [ Microsoft Windows Me... ] [ MetWare or Compatibl... |
Group of Tasks
Directory Management ES [ Web Client Metwark |
0 Export
& Ipont -
] - |_>|_I
&1 [ [ N3 localintranet 4

Figure 4.1 ~ Networks container includes discovered Networks.

To view the objects discovered in a specific network, navigate to the Networks container and then

click the network in the Workspace. For example:

m  Click Microsoft Windows Network (cn=lanmanredirector) to view the Windows devices
that you can manage.

m  Click Netware or Compatible Networks (ecn=nrnwk) to view Netware devices that you
can manage.
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Figure 4.2 ~ Objects discovered in a Domain of the Microsoft Windows Network.

Configuring Network Discovery

In some environments, you may want to configure your network discovery so that you have more
control over network discovery, especially in environments with large networks.

Each time the network discovery job runs, newly discovered objects are added to the Networks
container. Additional Network Discovery jobs will only add objects to previously discovered
Networks containers, not remove them.

To configure network discovery
1. Stop the Radia Integration Server service.

2. Use a text editor to open the Radia Management Portal configuration file, rmp.cfg, located by
default in SystemDrive:\Novadigm\IntegrationServer\etc.
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#
# Copyright (C) 1997-2001 HP. All Rights Reserved.

$Header: /cvs/nvd/rmp/default.rc,v 1.6 2002/02/01 17:56:24 Exp $

RMP Module (Radia Management Portal)

H o H =

# This section provides the core configuration for the
# RMP Sub-system. Please take care when hand-editing this.

#

rmp:iinit {
URL J / Insert Network Discovery configuration parameters here.
}

#

# END OF CONFIG

#

Figure 4.3 ~ Sample default rmp.cfg file.

You can insert any of the parameters in Table 4.1 ~ Parameters to Configure Network
Discovery on page 132 into this file before the finishing curly bracket (} ) as shown in Figure
4.3 ~ Sample default rmp.cfg file above.

Use a space to separate the parameter and its value.
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Table 4.1 ~ Parameters to Configure Network Discovery

Parameters

Explanation

NETSCAN

Enables or disables network discovery. Default is enabled.
e  Type NETSCAN O to disable network discovery.
e  Type NETSCAN 1 to enable network discovery.

NETSCAN_START_DELAY

The time to wait (in seconds) before starting network discovery when the Radia
Management Portal starts up. Default is 15 minutes or 900 seconds.

You can specify this value as:

NETSCAN_START_DELAY 900
Another way to specify this value is by using a Tcl expression, which would read
as follows:

NETSCAN_START_DELAY {15%60}

where 15 is the number of minutes. When multiplied by 60 seconds, the value
becomes 900 seconds.

NETSCAN_POLL

Network Discovery Interval (in seconds). Default setting is 86400 seconds, or 24
hours.
Optionally, specify this value using a Tcl expression in curly brackets. For
example: to specify 12 hours, enter:

NETSCAN_POLL {12%60%60}
where 12 is the number of hours, multiplied by 60 minutes, multiplied by 60
seconds.

NETSCAN_INCLUDE

For each object class specified, limits network discovery to only those objects
named in the include list. Default is to include all discovered objects in all
classes within the network.

Use the following syntax:

NETSCAN_INCLUDE { object_class {object list} object_classn
{object_list} }

where:

object classis a class whose discovered objects are to be restricted to the
members specified in the following object list. Valid object classes include, but
are not limited to: network, tree, domain, computer. Your network may include
other classes. Tip: Any object's class is listed when you hover the mouse pointer
over its icon.

object _listis a space-separated list of common names within curly brackets.
These are the only objects to be included in network discovery for the given
object class. Unnamed objects in the specified class are excluded.

All names are case insensitive.

Example: The following limits discovery to all objects found in the 2 listed
domains in the Microsoft Windows Network. No other networks will be
discovered.

NETSCAN_INCLUDE { network {lanmanredirector} o
domain {domainl domain2} }

For additional examples, see Using NETSCAN_INCLUDE to Limit Network
Discovery on page 133.
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5. Save and close the file.

6. Restart the Radia Integration Server and open the Radia Management Portal.

Using NETSCAN_INCLUDE to Limit Network Discovery

The NETSCAN_INCLUDE {} parameter allows you to restrict network discovery of the objects
and object classes in your network. It is very powerful, and can be extremely restrictive.

For general syntax, refer to the NETSCAN_INCLUDE entry in Table 4.1 ~ Parameters to
Configure Network Discovery.

When using NETSCAN_INCLUDE, be aware of the following implications:

1. Classes are hierarchical, and the include lists are processed for higher-level classes before
lower-level classes. For example, the network class include list is processed before the domain
include list.

network
domain

computer

Figure 4.4 ~ Sample Microsoft Windows Network object class hierarchy.

2. For a given class, if a class is not named in a NETWORK_INCLUDE list, all objects are
included. (This is subject to limits already processed for a higher-class object, discussed in
step 3 below.)

3. Once you limit objects of a given class in a NETWORK_INCLUDE list, you are also
EXCLUDING the unnamed objects of the same class. In addition, you are also EXCLUDING
all lower-class objects contained in the excluded branches.

For example, including a domain list by definition EXCLUDES all domains in the network
that are not listed. All computers contained in the excluded domains ARE ALSO
EXCLUDED.

Examples:
Use the following examples as reference when coding your own NETSCAN_INCLUDE lists.
1. NETSCAN_INCLUDE {}

Discover all objects in the network. Default.

2. NETSCAN_INCLUDE { network {lanmanredirector}}
Limits discovery to the lanmanredirector network. (Lanmanredirector is the common name
for Microsoft Windows Network.) No other network will be discovered. All the objects under
lanmanredirector will be discovered.
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3. NETSCAN_INCLUDE { computer {gta02 vhrOl kwo04 jra06} }
Limits discovery of computer objects to the four computers in the list: gta02, vhr01, kwo04,
and jra06. Discovers all network objects that are not computers.

4. NETSCAN_INCLUDE { domain {Novad} computer {gta02 vhrOl1 kwo04 jra06} }

Discovers all network objects that are not domains or computer objects. Discovers any of the
computers listed if they exist in the domain Novad. No other computers will be discovered.

Configuring Directory Services

The Zone Configuration container includes the Directory Services container. This is where an
Administrator can define, configure, and connect to or disconnect from another Directory Service,
including the Radia Configuration Server PRIMARY database and an Active Directory service in
your enterprise. For details, see the following topic. Adding a Directory Service.

Navigation (Location)
<5 Directory
2 radia
Bl [ Zone: Morth America |
2 [ Configuration |
<& [ Directory Serices |

Figure 4.5 ~ Directory Services Container Location.

Adding a Directory Service

Use the Add Directory Service task from the Directory Services container to define a
connection from the Radia Management Portal's Zone directory service to another directory
service. You can add one of the following types of directory services to your RMP zone:

m LDAP
Use this type to connect to another LDAP directory, such as Microsoft Active Directory, DNS,
or Netscape Iplanet.

m RCS

Use this type to connect a Radia Configuration Server and access the PRIMARY file in the
Radia Database.

m DSML
Use this type to connect to another Radia Management Portal zone in your enterprise or a
Radia Information Base (RIB) service. (Note: If you use the Install RMP task, this entry is
created automatically.)
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s MK
Advanced users who have created a custom metakit container for the zone directory service
may use this type to extend the capabilities of the Radia Management Portal.

When you define properties for a Directory Service connection, you need to specify:

m  The mount point. This is the highest level of the directory structure to which you will be
connecting. You can browse to a lower level, but not higher. For example, you can define a
connection to the highest level of an Active Directory, or to a specific organizational unit
within the structure.

m  The login credentials for access. These credentials will be passed whenever a connection is
made.

m  Whether the connection should be automatic, manual, or disabled upon future Radia
Management Portal startups.

® A manual connection requires the user to connect each time they want to access the
defined directory. For details, see To connect to a predefined Directory Service on page
180.

o A disabled connection requires an administrator to set the connection to manual or
automatic before anyone can access the defined directory. For details, see Modifying
Directory Service Properties on page 180.

To add a directory service

1. Navigate to the Directory Services container. It is located within the Zone Configuration
container, as shown in the following figure.

Navigation (Location)
3 Directary
2D radia
B [ Zone: MasterZone |
2D [ Configuration |
& [ Directary Services | <

Browse to Directory Services

Group of Tasks

Directory Management

b

Model Administration
o Add Directary Senvice Click Add Directory Service

£ Query

Figure 4.6 ~ Location for adding a directory service.
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2.

3.

4.

Click Add Directory Service from the Model Administration task group.
The Add Directory Service page opens, where you specify the properties.
Begin by selecting the Type of directory service from the Type drop-down list.

Table 4.2 ~ Adding a Directory Service by Type

Select Type Added Directory Service

ds-dsml DSML: an external Directory Service, such as a RIB or another RMP Zone.
ds-ldap LDAP: an LDAP Directory Service, including Active Directory.

ds-mk MK: a custom-built Zone Metakit Container (Advanced Users only).

ds-rcs RCS: A Radia Configuration Service, which hosts the Radia Database.

Once the Type is selected, the Directory Service Properties page shows the set of properties
and any defaults specific to that type. For details on specifying the properties, see the
following topics:

® Specifying LDAP Directory Service Properties
® Specifying RCS Directory Service Properties

® Specifying DSML Directory Service Properties
® Specifying Metakit Directory Service Properties
After entering all properties, click Submit.

The Directory Service definition is added to the Directory Services container. To connect to
the service, see the topic: Connecting to a Directory Service.

Specifying LDAP Directory Service Properties

To complete the Directory Service Properties for a Type of ds-ldap (LDAP and AD), use the
following table:

Table 4.3 ~ Directory Service Properties for Type = ds-ldap

Field Description

Common Name Common name for the Directory Service. Must be unique among Directory Service
objects and follow X500 standards.
Example: eng.novadigm.com is assigned to the LDAP Directory Service known as
ds=eng,ds=novadigm,ds=com

Display Name Display Name of the object in the Directory Service container.

Description Description of this Directory Service.
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Table 4.3 ~ Directory Service Properties for Type = ds-ldap

Field

Description

Startup

Select auto, manual, or disabled.

Auto

Specifies the connection to this Directory Service will be automatic when the RMP
Zone starts up.

Manual

Specifies the connection to this Directory Service requires an Administrator or user to
use the "Connect to Directory Service" task to connect during an RMP session.
Disabled

Restricts any connection to this Directory Service. The startup must be changed to
auto or manual before anyone can connect to this Directory Service during a session.

Type

ds-ldap
Type required for an LDAP directory service.

URL
(Web Page Address)

Format:

Idap://<IP address or qualified computer name>:389/ <qualified_Username>
Examples:

Idap://10.10.10.1:389/administrator@eng.novadigm.com
Idap://usa.mycompany.com:389/admin@usa.mycompany.com

Password

Password for the username entered in the URL

Used for Policy

Default: false

False

indicates this LDAP directory service is not to be used for policy tasks.
True

enables the use of this Directory Service for all policy tasks. To set this field, use the
Modify task.

Use

If entered, overrides the common name of this Directory Service.

Click Submit to enter this Directory Service definition.

The following figure shows a sample set of directory service properties for accessing an LDAP

directory service.
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93 Add Directory Service

- Directory Service Properties

=,

Cormmon Marne Imyldap.novadigm.com

Display Mame Imy LDAP Directory Service

Description |Acti\te Directory Service

_— P
digabled

Type ds-mk j
dg-rcs =

LRL |I|:Iap:ff1D.1D.1El.1 :389/administrator@myldap. novadigm. cc

Pasgword |uu-

Lze |

Cancel |

Figure 4.7 ~ Sample Directory Service Properties to add an LDAP Directory Service

1. To specify an LDAP Directory Service being used for policy, see Modifying Directory
Service Properties on page 141.

2. To specify an LDAP Directory Service being used for Policy but with an LDAP policy
extension prefix other than edm, also see Configuring for a Custom LDAP Policy Extension
Prefix on page 152.

Specifying RCS Directory Service Properties

Refer to the following table to complete the Directory Service Properties for an RCS Directory
Service connection.
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Table 4.4 ~ Directory Service Properties for Type = ds-rcs

Field

Description

Common Name

Default: primary
If primary exists, default is RCSn.

Required. Must be unique among Directory Service objects and follow X500 naming
standards.

Display Name

Display Name of the object

Description

Description of this Directory Service

Startup

Select auto, manual, or disabled.

Auto

Specifies the connection to this Directory Service will be automatic when the RMP
Zone starts up.

Manual

Specifies the connection to this Directory Service requires an Administrator or user
to use the "Connect to Directory Service" task to connect during an RMP session.
Disabled

Restricts any connection to this Directory Service. The startup must be changed to
auto or manual before anyone can connect to this Directory Service during a
session.

Type

ds-rcs
Type required to connect to a Radia Configuration Server directory service.

URL
(Web Page Address)

Default entry:

rcs://localhost:3464/RAD_MAST

Format:

rcs://<hostname or IP address>:<port #>/<Username>
Example:

rcs://myserver600:3464/RAD_MAST

Change <localhost> to specify the qualified host name or IP address of your Radia
Configuration Server, and if necessary, change the Username from the RAD_MAST
default to the one used at your installation. The port number is normally 3464.

Password

Password for the username entered in the URL.

Path
(see Modify task)

Optional entry for expediting a connection to the RCS Primary file.
Specifies the fully qualified path of ZTOPTASK.EXE on the RCS. For example:
C:/Novadigm/ConfigurationServer/bin/ztoptask.exe

DS Prefix Default: cn=config,cn=<zone name>,cn=radia
Instructs the Radia Management Portal where to mount the RCS Primary file. Leave
as is if this RCS is the Primary Database for this Zone and is to be used for policy
assignment in AD.

Timeout Default: 0

Leave 0 to never have an RCS connection timeout. To have the RCS connection
timeout after a specific period of inactivity, enter the timeout period in seconds in
this field.

Click Submit to enter this Directory Service definition.

139



Administrative Functions

The following figure shows a sample set of directory service properties for accessing the Radia
Database Primary file on a Radia Configuration Server.

<3 Add Directory Service

- Directory Service Properties

Cornmon Mame Iprimar}f by
Digplay MName IRCS Database
Description IRCS Database|

auto
Startup

disabled

ds-Idap -]
Type ds-rrk
URL Ircs:ﬂlocaIhnst:3464fRAD_MAST
Pagsward |u-
0S5 Prefix Icn=conﬂg,cn=masterzone,cn=ra|:|ia
Timeout ID

Cancel |

Figure 4.8 ~ Sample Directory Service Properties for an RCS.

Specifying DSML Directory Service Properties

Directory Service Properties for a DSML connection are specified the same as for LDAP. The only
difference is the format of the URL entry, which begins with dsml: instead of ldap:. DSML
connections may be defined to connect to another RMP Zone, or to a Radia Information Base (RIB)
directory service.

Specifying Metakit Directory Service Properties

Advanced users can extend the capabilities of their Radia Management Portal Zone by adding
another Directory Service container to the Zone. Each container in a Zone is loaded as a directory
service upon Zone startup using a template (*.tmpl) file, LDAP data interchange file (*.1dif) file,
and metakit (*.mk) file.

If you have a customized directory service, add a Directory Service definition for the *.mk file.
Refer to the following table for guidance on specifying Directory Service properties.
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Examples of ds-mk directory services include the Radia Management Portal's own directory
service mount points. For examples, refer to the Tasks, Jobs, and Users directory service
mount points located in the Zone, Configuration, Management Portal container.

Table 4.5 ~ Directory Service Properties for Type = ds-mk

Field

Description

Common Name

Common name for the Directory Service. Must be unique among Directory Service objects
and follow X500 standards.

Example: zone/config/tasks

Display Name Display Name of the Directory Service object.
Example: Mount Point: Tasks

Description Description of this Directory Service or mount point.

Startup Select auto, manual, or disabled.
Auto
Specifies the connection to or mounting of this Directory Service will be automatic when
the RMP Zone starts up.
Manual
Specifies the connection to or mounting of this Directory Service requires an
Administrator or user to use the "Connect to Directory Service" task to connect during an
RMP session.
Disabled
Restricts any connection to or mounting of this Directory Service. The startup must be
changed to auto or manual before anyone can connect to this Directory Service during a
session.

Type ds-mk
Type required to connect to a custom metakit directory service.

Use Overrides the common name.

Template Specifies the template file needed for the directory service.

Example: <<module.curpath>>/etc/task.ldif

Click Submit to enter this Directory Service definition.

Modifying Directory Service Properties

Use the Modify task in the Model Administration task group to change the properties of a
Directory Service connection defined in your Zone's Directory Services container, such as the
startup mode or the flag indicating whether or not an LDAP connection is being used for Policy.

To modify a Directory Service Property

1. Display the Directory Service Properties for the service you want to modify.
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To navigate to a Directory Service Properties page, click on the Zone container,
Configuration container, Directory Services container, and then select the Directory
Service object.

Click Modify from the Model Administration task group.
The Modify page for the specific object type opens. Figure 4.9shows a sample Modify LDAP

page.

[ﬁa Radia Management Porlal

invent
.{e. Fortal A trator | Logout Description: no

&5 Directory
radia
B [ Zone: MNorth America |
122 [ Configuration ]

B [ Directory Semices | Display Name
“B [ eng novadigm. cam |

G f Tasks

Directory Management B T
1 Expor |\dap #{192.168.102.53:389/administraton@eng.v
£ Import Password [oes
Infrastructure £ Used for Policy false x

HOME

available @
avigation (Location &2 i AP
Navigation (Location) a MOdIfy LD

~ Proy

Description

N

© Connect to Directory Serice Use false

© Disconnect from Directary Service

Model Administration x Reset | Cancel
) hilodify
K Remave
Policy x

) Modify Paolicies
) Wodify Targets

»

Policy {Advanced)

&] bore

il
[ [ [NJiocalintranet 7

Figure 4.9 ~ Sample Modify LDAP page.

3. Change any entries to reflect the modified properties. For details on these fields, refer to the
appropriate table in the topic Adding a Directory Service.

4.

If this Directory Service is being used for Policy Administration, open the drop-down list next

to the

Use for Policy field, and click true. This setting enables the use of all policy tasks for

this Directory Service.

If the LDAP Directory Service is being used for policy but with a custom policy prefix (that is,
other than edm as in edmPolicy), you must specify the custom prefix using the PREFIX
parameter in the rmp.cfq file. See Configuring for a Custom LDAP Policy Extension Prefix on
page 152 for more information.
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5. To save the property changes, click Modify. The Directory Service Properties page opens and
displays the modified properties.

Or to cancel any changes you made to the properties, click Reset. To exit the Modify page,
click Cancel.

Removing a Directory Service

Use the Remove task from the Model Administration task group to remove a defined
connection to a Directory Service.

Tip

As an alternative to removing a Directory Service entry, you can want to disable it from use.
To do this, use the Modify task and set the Startup field to disabled.

To remove a Directory Service object

If you remove a directory service that is in use by another user, the user will be redirected
to a parent object and receive an error message.

Follow the same steps as removing any object from the Radia Management Portal:

1. Display the object properties by navigating to the Zone, Configuration, Directory
Services container, and click on the directory service to be removed.

2, Click Remove from the Model Administration task group.
The Remove Directory Service dialog asks you to confirm this delete.

3. Click the green check mark to confirm the delete, or the red X to cancel the delete.
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Connecting to a Directory Service

Use the Connect to Directory Service task in the Infrastructure task group to connect to an
external directory service or network mount point.

m  To connect to a Directory Service that has been defined in the Zone Configuration container,
use the procedure starting below. This is needed when the Directory Service is newly defined,
or defined with a startup mode of manual or disabled.

m  To connect to a Directory Service from its entry in the Devices container, use the procedure
starting on page 145. This access will prompt you to add the service to the Directory Services
container if it does not currently exist there.

For details on defining or modifying a directory service mount point, see Adding a Directory
Service on page 134 or Modifying Directory Service Properties on page 141.

To connect to a predefined Directory Service
1. Display the Directory Service Properties for the service with which you want to connect.

To navigate to a Directory Service Properties page, go to the Zone Configuration container
and click Directory Services. In the Workspace, click the Directory Service object.

[ﬁﬂ Radia Management Portal

invent

2 or | Logaut Description:

Navigation (History) 0 e Lﬁ’ @ FHR | Details | Large | Small | List

ﬂ Portal Administrator
:’g’] [ Desktop ] ’ .
Bl [ Zone: MasterZone | @;g Eng.novadigm.com
© | Configuration | Directory Service Properties

“E [ Directory Services |
“E * eng.novadigm.com |*
29 eng. novadigr. com

123 [ Graup of Patches | Froperties | Object Information
81 ACME Approved SOL ~ Properti

Patche .

Create Time Stamp  200404/12 11:04 Q

Group of Tasks Domain Component  eng

[P (et 3 Modify Time Stamp 200404523 15:16
Startup  manual
Infrastructure 2

Web Page Address  |dap:/192.168.102 563389/ administrator@eng. novadigm. com
) Connect to Directory Serice

Back to top
© Disconnect from Directory Serice

~ Object Information

Model Administration = X500 Distinguished Name  cn=eng.novadigm com, cn=ds, cn=confiy, cn=masterzone, cn=radia
Operations ¥ Object Class  tap
Palicy 2 container el
ds
) hdodify Poli
) Modify Policies .
) Modify Targets L
Back to t
Policy {Advanced) e ack to op
) Modify Defaults =

Figure 4.10 ~ Connect to a Directory Service or RCS database.

2. C(Click the Connect to Directory Service task within the Infrastructure task group.
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Your navigation location changes to where that type of directory service is accessed, and the
tasks available for working with the objects also display as you navigate through the
structure. See the following table for a list of where each type of Directory Service is accessed
from in the Directory.

Table 4.6 ~ Locations for Accessing Directories and Mount Points

Object

Directory Locations

Active Directory, other LDAP Directory

Directory level — same level as Zone

Primary fi

le of RCS

Zone, Configuration, Primary container

Network mount point

Zone, Networks container

DSML (Subordinate Zone or RIB)

Zone, Zone Access Points container

Metakit directory service (Advanced User)

Defined by Template

Figure 4.11 shows a sample connection to an RCS Database.

WB Radia Management Portal

invent

£

Navigation (Location)

&4 Directory
D radia

B [ Zone

1 Export
4 Irport

tor | Logout

: Morth America |

I3 [ Configuration ]
Be [ Primary |

Group of Tasks

Dire ctory Management

Description: Fijz.

HOME

® E

s OO T 2) P EIR vetais | Large | Smal | List [ o911 4-£][ k0] AT eziace] ([E)EDT -8 of 8 items

»

[ Admin |

[ Patch ]

5

[ Systern |

P

[ Audit ]

[ Palicy ]

[ Usermgmt |

[ Movadigm ]

[ Software |

‘2_'] http: /e,

novadigm, com,

[ Lacal intranst

sI_IL

Figure 4.11 ~ Accessing the RCS Database Primary file from an RMP Zone.

To connect to a service defined for a Device

1. Use the Navigation aid to go to the Zone Devices container.
2. Select the Device containing the service to which you want to connect.

3. In the Workspace, select the service to which you want to connect.

The Service Properties page opens.
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HOME

(é/n Radia Management Portal
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Figure 4.12 ~ Accessing a Service from the Devices Container.

4. In the Workspace, select the service to which you want to connect.
5. Click Connect to Directory Service from the Infrastructure task group.

6. If you are connecting to an RCS whose service has not been added as a Directory Service to
the Zone Configuration container, the following dialog box opens and gives you a choice of how

to continue.

<2 Connect Directory Service

3=

~ Add Radia Configuration Server as a Directory Service ? -

@ This Radia Configuration Server is not defined as a Directory Service.

Froceed to Add and Connect to the new Directory Service ?

Add Connect Cancel

.,

Figure 4.13 ~ Prompt to Add the RCS as a Directory Service.
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m  Click Add to first add the RCS as a Directory Service to the Zone Configuration container,
and then connect to the service.

Adding a Directory Service entry allows an automatic connection to this RCS directory
whenever the Radia Management Portal Zone starts up. If this is the first RCS being added to
the Zone, the Common Name will default to primary. If a primary RCS exists in this zone, the
Common Name will default to rcs1. For details on adding the RCS as a Directory Service, see
Specifying RCS Directory Service Properties on page 138.

m  Click Connect to simply connect to the RCS from this location.

Figure 4.11on page 145 shows a sample connection to an RCS Database.

Disconnecting from a Directory Service

Use the Disconnect from Directory Service task in the Infrastructure task group to remove
a current connection to an external directory service or device service. After disconnecting, the
objects in that Directory Service are no longer available for performing Radia Management Portal
operations until another connection is made.

m  To disconnect from a service defined as a Directory Service, use the following procedure To
disconnect from a Directory Service.

m  To disconnect from an RCS Service from its Service Properties page within the Device
container, use the procedure To disconnect from a service defined for a Device on page 148.

To disconnect from a Directory Service
1. Display the Directory Service Properties page from which you want to disconnect.
To navigate to a Directory Service Properties page:

a. Use the Navigation aid to go to the Zone, Configuration, Directory Services
container.

b. In the Workspace, click the Directory Service object.

c. If necessary, click the Toolbar View Properties icon - .
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Figure 4.14 ~ Disconnecting from a Directory Service or RCS database.

2. C(Click the Disconnect from Directory Service task within the Infrastructure task group.

The connection is terminated immediately.

To disconnect from a service defined for a Device

1. Use the Navigation aid to go to the Zone Devices container.

2. Select the Device containing the service to which you want to disconnect.
3. In the Workspace, select the service to which you want to disconnect.

The Service Properties page opens.
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Figure 4.15 ~ Accessing a Service from the Devices Container.

4. C(Click the Disconnect from Directory Service task within the Infrastructure task group.

The connection is terminated immediately.

Configuring for External LDAP Authentication

Use the procedures and rmp.cfg configuration parameters listed in this topic to implement

external LDAP authentication for users of the Radia Management Portal. These entries turn on
LDAP authentication for all users of the Radia Management Portal, including the Portal

Administrator (Admin).

Table 4.7 lists the minimal entries required for enabling external LDAP authentication. Once
enabled, LDAP authentication can be disabled for specific user IDs. For details, see Disabling

LDAP Authentication for Specific Users on page 152.

See Adding Users on page 95 for details on how to specify an external user ID for users for use

when LDAP authentication is enabled.

By default, the Admin userID only binds to the local RMP directory.
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To enable the Radia Management Portal for external LDAP authentication:
1. Stop the Radia Integration Server service.

2. Use a text editor to open the Radia Management Portal configuration file, rmp.cfg, located by
default in SystemDrive:\Novadigm\IntegrationServer\etc.

# RMP Module (Radia Management Portal)
#

# This section provides the core configuration for the
# RMP Sub-system. Please take care when hand-editing this.

#
rmp:init {
URL /
Sample parameters to enable
LDAP_AUTH 1 ]4 LDAP authentication.
LDAP_AUTH_DN  <<Kuser>>@mydomain. com <«
LDAP_AUTH_HOST myldaphostname: 389 J
}
#
# END OF CONFIG
t#

Figure 4.16 ~ Sample rmp.cfqg file defining an external LDAP authentication.

3. Insert the following parameters (must be entered using uppercase) into this file before the
finishing curly bracket (} ) as shown in Figure 4.16 ~ Sample rmp.cfg file defining an external
LDAP authentication, above.

4. Use one or more spaces to separate the parameter and its value.

Table 4.7 ~ rmp.cfg Parameters for External LDAP Authentication

Parameter and value Definition and Examples

LDAP_AUTH 1 Set to 1 to enable external LDAP authentication.
Set to 0 to disable authentication. Default is 0.
LDAP_AUTH 1

LDAP_AUTH_DN Defines the domain that a user will bind to. Replace

<<user>>@<mydomain.com> <mydomain.com> with the domain that users will bind to. The
<<user>> portion will be substituted with the value entered on
the login page.
LDAP_AUTH_DN <<user>>@mydomain.com
LDAP_AUTH_DN <<user>>@domainA.com
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Table 4.7 ~ rmp.cfg Parameters for External LDAP Authentication

Parameter and value Definition and Examples

LDAP_AUTH_HOST hostname:389 The hostname and port of the LDAP server.
Where "myldaphostname" is the hostname of the LDAP server.
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5. Save and close the file.

6. Restart the Radia Integration Server and open the Radia Management Portal.

Disabling LDAP Authentication for Specific Users

To disable LDAP authentication for specific users, use the Modify Person task and set the value of
External authentication for that person to the number 0. (This is the equivalent of selecting the
No radio button for External authentication in the Add Person dialog box.)

For details, see Adding Users on page 221 and Modifying Users on page 225.

€ Modify Person

Properties
Description |Lisa Srmith
Display Name  [ljsa Smith
User P d i
External User ID |smith|

External authentication? |D

Figure 4.17 ~ Set External authentication to 0 (zero) to disable LDAP authentication for a user.

By default, any Portal Administrators (Admin) have their external authentication set to No (or 0
on the Modify Person dialog box) when a new directory is created through the Radia Management
Portal.

Configuring for a Custom LDAP Policy Extension
Prefix

Many Radia Policy Server implementations use the default LDAP Policy Extension prefix of
edm—as in edmPolicy. If you have defined an LDAP Directory Service for policy tasks, but it uses
a policy extension prefix other than edm, use the following procedure to define its LDAP Policy
Extension prefix value to the Radia Management Portal. This procedure adds a PREFIX
parameter to the rmp.cfg file where you specify a policy prefix value other than edm.

See the Radia Policy Server Guide for more information on configuring the Radia Policy Server
and the LDAP Policy Extension.
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To configure the Radia Management Portal for a Custom LDAP Policy Prefix (other than edm)

1.

Stop the Radia Integration Server service.

2. Use a text editor to open the Radia Management Portal configuration file, rmp.cfg, located by

3.

default in SystemDrive:\Novadigm\IntegrationServer\etc.

#
# Copyright (C) 1997-2001 HP. All Rights Reserved

$Header: /cvs/nvd/rmp/default.rc,v 1.6 2002/02/01 17:56:24 Exp $

RMP Module (Radia Management Portal)

H H =

# This section provides the core configuration for the
# RMP Sub-system. Please take care when hand-editing this.

#
rmp:iinit {
URL /
Inserted PREFIX parameter defines a custom LDAP policy prefix.
PREFIX rad <
}
#
# END OF CONFIG
#

Figure 4.18 ~ Sample rmp.cfq file defining an LDAP Policy prefix other than edm.

Insert the PREFIX parameter (must be uppercase) into this file before the finishing curly
bracket (}) as shown in Figure 4.18 ~ Sample rmp.cfg file defining an LDAP Policy prefix

other than edm above.

Use one or more spaces to separate the PREFIX parameter and its value. Specify the value
using the same case as is entered for the LDAP Policy Extension prefix defined in the Radia

Policy Server.
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Table 4.8 ~ Parameter to Configure a Custom Policy Prefix

Parameter Explanation

PREFIX Defines an LDAP Policy Extension prefix other than the default value of edm.
Enter one or more spaces to separate the PREFIX parameter and its value. The
value must match the LDAP Policy Extension prefix defined in the Radia Policy
Manager.

For example:
PREFIX rad

defines a Policy prefix of rad instead of edm.

5. Save and close the file.

6. Restart the Radia Integration Server and open the Radia Management Portal.

Configuring Zone Access Points

Access Points to other Radia Management Portal Zones in your enterprise are automatically
configured whenever you install multiple portal zones using the Install RMP task.

To access another zone in your Radia Infrastructure, go to the Zone Access Points container, and
click on the icon for the Zone you want to view.

[ﬁa Radia Management Portal

invent
.,‘3_ Portal A trator | Logout Description:

Navigation (History)

7] [ Desktop ]
Bl [ Zone: Morth Arerica ]
B *[ Zone Access Points [© Zone: Chicago Sub Zone Zone: Morth America Zone: Paris

ﬁ Zone: Paris

Group of Tasks

Directory Management

Operations
B Schedule Zone Operation
4 | _"_I

- [T [ [N Localintranet y

») |«

Figure 4.19 ~ Access the Chicago Zone from the Zone Access Points container.
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Establishing Devices and Device Groups

There are a number of ways to bring devices under the control of a Radia Management Portal
Zone.

The first step is to add computers to the Devices container of the Zone. As part of this step,
devices also become members of the Default Group of the Group container. For details, see
Adding Devices to an RMP Zone, which follows.

The next step is to create Groups to facilitate operations on the members of the groups. Topics
related to Adding Groups of Devices begin on page 178.

The third step is to install the Radia Management Agent on devices. By installing the Radia
Management Agent on devices, they automatically become members of the appropriate Cross-
Reference container groups, which is an advantage when you need to Notify all devices with
specific operating, software, or hardware configurations. For details, see Installing the Radia
Management Agent on page 307.

Adding Devices to an RMP Zone

There are various ways to add devices to your RMP Zone. Table 4.9 below explains the various
methods. Choose the methods that are easiest for your enterprise. All computers are added as
devices to the Devices container. Unless otherwise specified, devices will also be added as
members of the Default Group container, as well.

Table 4.9 ~ Methods of Adding Computers to a Zone Devices
Container

Method Description and Reference

Network Selection Browse to computers discovered in your Networks and use Manage
Computer from the Operations task group. For details, see Managing
Computers in the Operations chapter.

Active Directory Selection Browse to computers from a mounted Active Directory location and
Manage Computer task in the Operations task group. For details, see
Managing Computers in the Operations chapter.

Hostname List Prepare a list of hostnames and use the Import Devices task. For details,
see Importing Devices on page 191.

Individual Entry Browse to a group in the Groups container and use Add Device from the
Model Administration task group. For details, see Adding a Single Device
on page 171.

Installed Radia Management Any computer that has the Radia Management Agent from this release
Agent installed on it will automatically be added to the Device container when it
contacts the Radia Management Portal.
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Prior to performing the tasks used to bring devices under control of the Radia Management
Portal, you should know how to use the standard browse and select window of the Radia
Management Portal. For details, see Basic Procedures for Modifying Groups on page 156.

Basic Procedures for Modifying Groups

Many tasks in the Radia Management Portal use a similar set of windows to browse and modify
items in a group. This topic describes how to use these windows. The same procedures apply
regardless of the exact task you are performing.

The tasks using this window use 3 or 4 steps. Three steps apply when you can modify the changes
at once; four steps are needed for tasks that present a Review of the changes before they are
applied.

Madify |
e . or
Bl | Zone: MasterZons |
8 | Groups | ] 1e8 BEC 3 v |00 300 .
. = -m Rewiew | Madify |
Step 1: Navigate to Step 2: Change the Step 3: Step 4: After
group and click task. | items in the group. Modify/Commit/ | Review, click

Review changes. | Modify.

Figure 4.20 ~ Overview of tasks that modify a group of items.

Using the Browse and Modify Window
Figure 4.21shows a sample Browse and Modify window. The Move Device window opens when
you select the Move/Copy Device(s) from the Model Administration task group.

There are three areas of this window: the group list area, the browse area, and the Modify
buttons. Please review the use of each area. If you are working with Services or Policy objects, the
group list area will also contain editors for service attributes and expressions.

Please review the use of each area, as discussed below.
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& Move Device
to New Group

Devices

K%% AAB-NOTE r

& PHU1ESS .

% Group list. a
%’i PHUW2E r
7] - De_lete_ or change -
< using icons >

X

- Browse Devices @ Groups - radia/masterzone/group ~

l’ﬂ‘, @ ‘ | DB | [20tems =] | | v ‘ B0 [pefaut.. 133~ @I
7 Browse area.

Select items to add,

=] =] =
e r-88 o8 move, or copy to
Default Group Mews Group Radia Proxy Server Group group list.
Review | Resget | Cancel |
Buttons: Click

Review to continue.

Figure 4.21 ~ Sample Browse and Modify window for the Move/Copy Device(s) task.

Tip

You must click Review to continue and confirm the modifications.

Group List
The top area lists the items in the group being modified. For example, Figure 4.21lists the
items in New Group, which is a group of devices in the Zone Groups container.

To modify or remove items listed in the group area, see the topic Using the Group List Area on
page 158.

When working with Radia Service objects, you can select a service in the Group List area and
use the Attribute Editor to specify values for its attributes. See Using the Attribute Editor
on page 161 for more information.

When working with Radia Service objects, you can also select a service in the Group List area
and use the Expression Editor to specify additional constraints. See Using the Expression
Editor on page 165 for more information.

Browse area
The bottom area allows you to browse your Radia Management Portal Zone to select items,
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and then add, move, or copy the items into the group list. For details on using this area, see
Using the Browse Area on page 169.

m  Buttons
The exact button names will vary, but the first button is the one to use to accept the changes.

e C(lick Modify or Commit to make and save the changes to the group list.

o If Review is available, you must first review the changes before saving them. Click
Review to see a window summarizing the changes. Next, click Modify to make the
changes and complete the task.

o C(lick Reset to abandon any changes to the group items you made since starting the task.
Click Cancel to exit the task.

Using the Group List Area

Use the group list area of the Browse and Modify window to delete items from the group and
manually modify or add an item. To manually modify or add an item, you must specify its X500
Distinguished Name.

Tip

J’) The X500 Distinguished Name is listed in the Object Information area of an item's
Properties page. It is also available when you hover the mouse over an object's name
in the Workspace or the Navigation area.

To delete one or more items in the list
1. Click the check box to the right of each item in the group list area to be removed.

-Devices

(%) DOCTESTE
=

KU .

ARTLXP

Chi_sub_zone_device

=

PHUM 2R

Farar

x 1

Figure 4.22 ~ Selecting items to be removed from a list.

2. Click X to delete the items from the list.
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3. Click the Modify or Commit button below the Browse group area to save the modified list.

Some tasks include a Review button instead of a Modify button. In this case, click
Review and then click Modify after reviewing the changes.

To modify one or more items on the list
1. Click the check box to the right of each item in the group list area to be modified.

2. Click ' to modify the checked items.

Please review the use of each area, as discussed below.

~ Devices 5
% ALB-MOTE r
_ _ Edit and click +/
k= |cn=20040429t204?2?z2,cn=dewce,cn=masterzone,cn=rad|a 1 -
©Oxv

" S

Figure 4.23 ~ Item in a list ready for modification.

3. In the text box area, modify the X500 Distinguished Name for the item.
4. Click +/ to accept the changes.
5. Click the Modify button at the bottom of the page to save the modified list.

Some tasks include a Review button instead of a Modify button. In this case, click
Review and then click Modify after reviewing the changes.

To manually add an item to the list

1. Click 0 to manually add an item to the list.

The list area displays a text box entry area, where you can specify the X500 Distinguished
Name for an object.
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~ Devices
% ALB-NOTE r
% DAC_W2KS O
% ADMIN STATION Add item ul
| *+— and click -/ r
o X

IS

Figure 4.24 ~ Text box entry area for adding an item to a group.

Tip

"'} The X500 Distinguished Name is listed in the Object Information area of an item's

Properties page. It is also available when you hover the mouse over an object's name in the
Workspace or the Navigation area.

2. In the text-box area, type the X500 Distinguished Name for the object to be added. For
example, the X500 Distinguished Name for the Default Group of devices is:

cn=default, cn=group, cn=myzone, cn—=radia

3. Click + to accept the changes.
4. Click the Modify or Commit button below the Browse area to save the modified list.

Some tasks include a Review button. In this case, click Review and then click Modify
after reviewing the changes.
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-Devices

") .
4 AAB-NOTE

v

DAC_W2KS

ADRIN STATION Add item
| and click +/

Figure 4.25 ~ Text box entry area for adding an item to a group.

5. In the text box area, type the X500 Distinguished Name entry for the item.
6. Click + to accept the changes.
7. Click the Modify or Commit button below the Browse area to save the modified list.

Some tasks include a Review button instead of Modify or Commit. In this case, click
Review and then click Modify after reviewing the changes.

Using the Attribute Editor

After selecting a service in the Browse and Modify window, use the Attribute Editor to specify
values for the attributes for Radia services. The values that you are specifying are for policy (see

Modifying Policies on page 113), defaults (see Modifying Defaults on page 122 ) or overrides (see
Modifying Overrides on page 123).

The following procedure demonstrates how to use the Attribute Editor to set the default version of
the Amortize application to version 1.0.
To use the Attribute Editor

1. After selecting the appropriate task from the Policy (Advanced) task group, use the
Browse window to select the appropriate service, such as Amortize.

161



Administrative Functions

€2 Modify Policy Defaults

~ Policy Default ~
Priority Policy Attributes Expression
|May (+ j (+ |soﬂwarefamortize < »; |
Oxv
~ Browse Policies @& Software - radia/testzone/config/polici ftware g t'software <
2@ | 0| [20ems =] | | 7 | O [amonize.. 1-010=] DO

5
r s rﬂ@ rﬂ@ r s

Amortize Dirag & Yiew GS-CALC Motepad
"Q ) "’ "’
Rermote Contral Sales Information StratusPad

Redbox Organizer
’® )
TEST TTest

Iy

Pevmonit | Pimnns | [ |_

Figure 4.26 ~ Modify Policy Defaults window — Amortize service selected.

2. Click the & to the left of the Attributes text box.
The Attributes Editor area opens.
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€2 Modify Policy Defaults

~ Policy Defaults -
Priority Policy Attributes Expression
|Ma}r [+ j (+)|Soﬂwarefamurtize EN=] B O
Oxv
~ Attribute Editor ~

= Policy: software/amoartize
Number of Attributes: NONE

O xv

. o

Commit | Resetl Cancel |

Figure 4.27 ~ Attribute Editor.

3. In the Attribute Editor area, click 0 to add a new attribute.
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€2 Modify Policy Defaults

~ Policy Defaults “
Priority Policy Attributes Expression
|May + = (+)|soﬂwarefamor1ize <@ e O
Oxv
~ Attribute Editor “

= Policy: software/amortize
Number of Attributes: 1

-
O xv

Cormemit | Resetl Cancel |

Figure 4.28 ~ Adding an attribute.

4. In the text box on the left, type the name of the attribute to be added, such as version. You
can specify any attribute that is available for the service.

5. In the text box on the right, type the value for the attribute, such as 1.0.
6. Click +/ to accept the changes to the attribute.
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€2 Medify Policy Defaults

- Policy Defaults
Priority Policy Attributes Expression
|May (+ j [+ |soﬂware£’am0nize < @ |version="1.0" Be
¢
- Browse Policies @ Software - radia/testzone/config/policies/software management'software
728 | ©| [0hems =] | | 7 | ©Q [Amotize.. 1005 |

I
rﬂ@ rﬁ@ rﬁ@ rﬂ@

Arnortize Drag & “iewr GS-CALC Motepad
' O O O
Redbox Organizer Rernote Caontrol Sales Information StratusPad
r P O P

TEST TTest

Figure 4.29 ~ Attribute added.

The correct syntax for the attribute and the value you specified appear in the Attributes text
box in the Policy Defaults area of the window.

7. When you are done with your changes, click Commit.

Using the Expression Editor

After selecting a service in the Browse and Modify window, use the Expression Editor to
specify additional constraints for the selected service. The expressions that you are specifying are
for policy (see Modifying Policies on page 113), defaults (see Modifying Defaults on page 122) or
overrides (see Modifying Overrides on page 123).

The following procedure demonstrates how to use the Expression Editor to set a constraint on the
Amortize service so that in addition to deploying version 1.0 (as described in the topic Using the
Attribute Editor, this service will only be deployed to machines with a Windows NT operating

system.
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To use the Expression Editor

1. After selecting the appropriate task from the Policy (Advanced) task group, use the
Browse window to select the appropriate service, such as Amortize.

In the example shown in this procedure, the version attribute has also been set to 1.0.

2. Click the @ to the left of the Expression text box.

The Expression Editor area opens.

€2 Modify Policy Defaults

~ Policy Defaults ~
Priority Policy Attributes Expression
|May + j (+)|soﬂware!amonize < [@ [version="1.0" ;B [
Oxv
~ Expression Editor “
= Policy: software/amortize
Expression: NONE
ov
Cammit | Reset | Cancel |

Figure 4.30 ~ Expression Editor.

3. Inthe Expression Editor area, click 0 to add a new expression.
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€2 Modify Policy Defaults

~ Policy Defaults \
Priority Policy Attributes Expression
|May [+ j (+)|Soﬂwarefamnr1ize = @ [version="1.0" =5 1
Oxv
~ Expression Editor “

= Policy: softwarefamortize
Expression: NONE

Operandt or Sub-Expression: Operatar: Operand2:

Add: =l [~

O v

.. A

Cormmit | Resetl Cancel |

Figure 4.31 ~ Add a new expression.

4. From the Add drop-down list, select one of the following pre-defined operands:

If you want to use an operand other than the ones that are pre-defined in the Add drop-
down list, you can type any operand in the text field.

® <<in.os>>

References the operating system
o <<in.uid>>

References the user ID

® <<in.host>>
References the host computer

® <<in.zcontext>>
References the ZCONTEXT attribute. See the Radia Application Manager Guide for more
information about this attribute.

Each of these options represents substitution of attributes that were supplied as input during
policy resolution. See the Policy Server Guide for more information.

167



Administrative Functions

5. If necessary, select an operator from the Operator drop-down list, such as ==.

Table 4.10 ~ Operators

Expression Meaning
[l Logical OR
&& Logical AND

== Test for equality (case-sensitive)

1= Test for inequality

<= Dictionary comparison for less than or equal to

>= Dictionary comparison for greater than or equal to (C locale)

< Numerical comparison for less than

> Numerical comparison for greater than

! Logical NOT

Contains Is contained anywhere within the string. This is not case sensitive.
Begins with The beginning of the string matches. This is not case sensitive.
Ends with The ending of the string matches. This is not case sensitive.
Matches Exact match. This is not case sensitive.

6. In the Operand2 text box, type the appropriate value, such as NT.
7. Click + to accept the changes to the expression.

168



Chapter 4

€2 Modify Policy Defaults

- Policy Default ~
Priority Policy Attributes Expression
|May + j (+ |soﬂware.-’am0r1ize < [@ [version="1.0" = @ |=€inogxE = NT O
Oxv
- Browse Policies @ Software - radia/testzone/config/polici ftware g t'software <
2@ | O] [20tems =] | | 7 | B [Anotize.. 0105 OO
@ @ '@ @
Arnartize Dirag & Wiew GS-CALC Motepad
e @ ) r®
Redbox Organizer Rermate Caontral Sales Information StratusPad
"’® "’®
TEST TTest

Figure 4.32 ~ Expression.

8. When you are done with your changes, click Commit.

Using the Browse Area

The browse area icons provides a toolbar to select the items that are to be added, moved, or copied

into the group list on the top.

m  Use this topic to become familiar with the browse area toolbar icons and how to use the

browse area.
To become familiar with browsing, selecting and adding items from the browse area to the
group list area, we recommend you follow the step-by-step procedures in Moving or Copying

Devices into a Group on page 171.
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After using the browse area to select and add items to the group list area, you must
complete the task by clicking one of the buttons on the bottom of the page. For example,
Modify, Commit, or Review. If the button is Review, you must also click Modify on the
next window.

Current Navigation Location

The Browse area label identifies the current navigation location. For example, the following figure
shows the browse location is the Default Group within the Radia Zone Groups container.

C Browse Devices @ Default Group - radia‘'masterzone/group/default ———

2 de|o| AEEEE: o | | 7

Figure 4.33 ~ Browse area label identifies current navigation location.

Navigation Icons

m  Click l“]7 to go up one level in your Zone directory.
(2 |
m  Click =1 to refresh the view.

m  Click ‘ to return home to the browse location when you started the task.

=
Click ﬁﬁ

Action Icons

(a group or container icon) to browse the items in that group.

m  Click 0 to add selected objects to the top area.
[, .
m Click ~ to move selected objects to the top area.

m  Click @ to copy selected objects to the top area.
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View Icons

m  Click to show the potential targets with large icons.
m Click to show the potential targets in a list view.

m  Click to show the potential targets in a detailed view.

Paging and Filtering Icons

The following icons assist in browsing and selecting from large numbers of items.

m  Use the drop-down list box to set the maximum number of items for the current page:

I“IEIEI ltems vI

m  Use the scroll bar to scroll to items not currently in view.

m In the text box, type a filter value and click % to filter the items on the current page. Valid
filter characters include the asterisk ( * ) and the question mark ( ?).

m  Use the drop-down list box and the arrows to page through multiple pages.

Selection Icons

m Click LE' to select all of the targets listed. The icon will change to .
m  Click the individual check boxes to select specific targets from the list.

m  Click # to view the properties for the target.

Configuring the Zone Infrastructure

Use the tasks in this topic to configure the Zone Devices and Device Groups that are being
managed by a Radia Management Portal Zone.

Before proceeding, you should be familiar with the use of the Browse and Select Windows. This is
discussed in Basic Procedures for Modifying Groups on page 156.

Adding a Single Device

Use the Add Device task in the Model Administration task group to add a single device to the
Zone Devices container. The device becomes a member of the group within the Groups container
where you begin the task, as well as the Default Group.

If you want to have this device added to a new group, first create the group using the procedure
To add a Group of devices on page 178, and then use the Add Device task, below.
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To add a single device

1. If necessary, set the Navigate aid to Location mode.

Navigation (History) &=

I

Figure 4.34 ~ Click the icon on the title bar to switch from Navigation Location to History mode.

Navigation (Location)

2. Navigate to the Zone, Groups container.

Navigation (Location)
<3 Directory
2D radia
B [ Zone: MasterZone |
€2 [ Groups |

Figure 4.35 ~ Zone Groups container.

3. In the Workspace, select the Group in which you want the new device to become a member. If
you select a group other than Default Group, the new device will also become a member of
Default Group.

4. From the Model Administration task group, click Add Device.
The Add Device dialog box opens.
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& Add Device

- Add Device

Display Marme |
OMS Host Mame |
P Address |

Subrmit I Cancel |

Figure 4.36 ~ Add Device dialog box.

Enter the following Add Device Properties for the new device.

e In the Display Name text box, type a display name for the device. This name will appear
as the label of the object in the infrastructure representation. If omitted, a validated DNS
Host Name entry is used. If omitted and a valid DNS Host Name is not available, the
Radia Management Portal generates a unique alphanumeric Common Name, and that is
also used as the Display Name.

e In the DNS Host Name text box, type a fully qualified DNS Host Name for the computer
as it is known in the network. For example, test900.usa.mydomain.com.

® In the IP Address text box, enter the IP address for the computer, if known.

Click Add.

The Radia Management Portal adds the device to the Devices container.

If the device has unique properties (DNS host name and/or IP address), the device is
added to the group from which you began the task. You will see a new entry for the

device in the Workspace of the Group from which you began the task. Devices are listed
alphabetically by Display Name.
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HOME

[ﬁF] Radia Management Portal

vini r | Logout Description: Gro Sis QoL @ B

Navigation (Location) & @ @ L’g’; @ [ 931 Details | Large | Small | List [0-9][ A-E]] Fd ][ £-0][ A7)

5 Directory =
2 radia = o
Bl [ Zone: Morth America | A Test 000 A Test 900

82 [ Groups | = =
81 Default Group

DOCTESTE MOVADOC
Group of Tasks

Directory Management ¥

Model Administration ES
© Add Device
© Add Group

& Impart Devices =
4| v

|
‘@ l_ ’_ l_ |‘:J Local intranet A

Figure 4.37 ~ 'A Test 900’ Device successful added to the Default Group container.

o If the device properties match those of an existing device entry, the new device is not

added.

Generated Common Names for Devices

All Common Names assigned to device entries must be unique within a given Zone Device

container. At times, the Radia Management Portal must generate a unique Common Name for a

device. A generated Common Name is illustrated below:
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% New Device 2
Device Properties

-Properties

Properties | Object Information

Create Time Stamp
Group Membership

IP Address
Modify Time Stamp

20040504 19:21

Default Group
192 168104194

20040504 19:21

Eack to top

- Object Information

Display Name

Common Name

X500 Distinguished Name
Object Class

Mew Device 2
20040504 T232 11820
cn=2004050412321 1820, ch=device, cn=northarmerica, cn=radia
top

camputer
device

Back to top

Figure 4.38 ~ Sample Common Name generated for a Device.

Viewing Device Properties

r) Click the View Properties icon on the toolbar above the Workspace to View Properties for a

Device.

You can do this after navigating to the Device's entry in a Group container, or from the Device's

entry in the Devices Container.
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& QA1-2in QA Lab

Device Properties

Froperties | Object Information
-Properties ~
Create Time Stamp 20040414 12:01
DNS Host Name  gal-2
Group Membership  Default Group
Modify Time Stamp 20040444 12:01

Back to top

- Object Information -
Display Name  QA1-2 in QA Lab

Common Name  20040414T16013620

X500 Distinguished Name  cn=20040414416013620, cr=device, cr=mahwah, cr=radia
Object Class  top

computer
device

Back to top

Figure 4.39 ~ Viewing Device Properties for a newly added Device, no RMA installed.

After a Radia Management Agent is installed on a Device, the known device properties are
substantially increased, as illustrated in Figure 4.40. The Radia Management Portal uses this
information to create memberships for the device in the appropriate Cross-Reference container
groups.

m  From a Device Properties page, click on any underlined entry to go to the linked location.

m  To return, use the back arrow on the toolbar. @
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pathxptest.usa.mycompany.com

Device Properties

Froperties | Object Information

~ Properties

Create Time
Stamp

DINS Host Name
Enclosure
Manufacturer

Group
Membership
Link to
Operating
System Object
Link to OS
Service Pack
Object

Link to System
Manufacturer
Object

Link to System
Product Name
Object

Maodify Time
Stamp

Operating
System

QS Platform
SMBIOS
Enclosure S/N
SMBIOS
Machine
Unique UID
SMBIOS
Manufacturer

SMBIOS
Product

SMEBIOS
System S/N
Zone

200404727 18:06

pathxptest.usa. novadigm.com
Dell

Computer
Caorporation
Default Group

ch=windows xp cn=operatingsystem cn=xref cn=northamerica cn=radia

cn=senice pack 1.cr=windowe
xp,cn=operatingsystem cn=xref,cn=northamerica,cn=radia

cn=dell.cn=smsysternmanufacturer,cn=xref cn=northamerica,cn=radia

cn=optiplex cn=dell cn=smsystemmanufacturer, cn=xref,cn=narthamerica,cn=radia

20040501 21:16
Windows XP
Senice Pack 1
windows
HPKHP11

4C4C4544CE504B10804BCEC04FE03131

Dell

Computer
Corporation
CptiPlex

3400
HPKHP11

Zone: Morth America

Back to top

~ Object Information

Display Name  pathxptest.usa. mycompany.cam
Common Name  pathxptest. usa novadigim. com
X500 Distinguished Name  cn=pathxptest uea novadigrm corm, cn=device, ch=northarnerica

ch=radia

Object Class  top

computer
device

Back to top

Figure 4.40 ~ Device Properties after installing the Radia Management Agent.
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Adding Groups

Use the Add Group task in the Model Administration task group to add a new device group to
the Groups container. The Add Group task also gives you the option of copying or moving devices
into the new group from the other groups in the Groups container.

m  For procedures on adding a group without adding or moving devices into it, see the procedure
To add a Group of devices, which follows.

m  For procedures on adding devices to the new group, see Adding Devices to a New Group on
page 180.

m  For procedures on import devices into their own group, first use Add Group to create a new
group of devices. Then select that group before using the Import Devices task. For details,
see Importing Devices on page 191.

To add a Group of devices

Use this procedure to create a new group for devices, but not move or copy any devices into the
group at this time.

1. If necessary, set the Navigate aid to Location mode.

Navigation (History) L

I

Figure 4.41 ~ Click the icon on the title bar to switch from Navigation Location to History mode.

Navigation [Location)

2. Navigate to the Zone, Groups container.

Navigation (Location)
<3 Directory
D radia
B [ Zone: MasterZone |
€2 [ Groups |

Figure 4.42 ~ Zone Groups container.
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From the Model Administration task group, click Add Group.
The Add Group dialog box opens.
Enter the following Properties for the new group.

® Inthe Common Name text box, type a unique group name. The common name must be
unique for the object class.

Caution

The Common Name for the object must be unique. If you attempt to create an object with a
name that has already been used, an error appears in the workspace indicating that the
object already exists.

e In the Display Name text box, type a display name for the group. This name will appear
as the label of the object in the infrastructure representation.

e In the Description text box, type a description that reflects the intended membership of
the group. The description displays in details view.

Click Add.

The Modify Group dialog box opens. It shows:
® Properties previously entered.

® No devices defined in the group list.

® Browse area containing current Groups in the zone.
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€2 Modify Group

Test Group
~ Properties <
Display Name |Test Group
Description |Test Group of Devices
~ Devices ~
Mo Devices Defined
(+)
~ Browse Devices @ Groups - radia/masterzone/group <
2@ |0]| [20hems =] | | 7 | D& [Defaut. 142 DO
r g8 r g8 r g8 r g8
Default Group Mew Group Radia Proxy Server Group  Test Group

Iy

Modifyl Resetl Cancel |

Figure 4.43 ~ Initial window opens for Modify Test Group of devices.

6. To save the group, click Modify.

The task ends, and the Navigation aid indicates the new group location in the Groups
container. There won't be any members of the group until you move/copy or import devices
into it. Refer to the Import Devices or Move/Copy Device(s) tasks.

Adding Devices to a New Group

Use the Add Group task in the Model Administration task group to create a new group and
then move or copy devices from other groups in your Zone Groups containers into the group.

The procedure that follows adds a group named Test Group to the Groups container, and then
uses the Modify Group page to copy two devices from the Default Group to the Test Group.

Use this sample procedure to become familiar with using the Browse area.
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To add devices to a new group

1. If necessary, set the Navigate aid to Location mode.

Navigation (History) &=

I

Navigation (Location)

Figure 4.44 ~ Click the icon on the title bar to switch from Navigation Location to History mode.

2. Navigate to the Zone, Groups container.

Navigation (Location)
<3 Directory
2D radia
B [ Zone: MasterZone |
€2 [ Groups |

Figure 4.45 ~ Zone Groups container.

3. From the Model Administration task group, click Add Group.
The Add Group dialog box opens.

4. Enter the following Properties for the new group.

In the Common Name text box, type Test Group.

In the Display Name text box, type Test Group. This name will appear as the label of the
object in the infrastructure representation.

In the Description text box, type Test Group of Devices. The description displays in
details view.

Caution

The Common Name for the object must be unique. If you attempt to create an object with a
name that has already been used, an error appears in the workspace indicating that the
object already exists.
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5. Click Add.
The Modify Group dialog box opens. It shows:
® Properties previously entered.
e No devices defined in the group list.

® Browse area containing current Groups in the zone.

€2 Modify Group

Test Group
~ Properties
Display Name |Test Graup
Description ITest Group of Devices
~ Devices
Mo Devices Defined
(+]
~ Browse Devices @ Groups - radia/masterzene/group ~
PR NN [Whems =] | | 7 | KR [Detour.. 122x] DO
r g8 r g8 r g8 r €8
Default Group Mew Group Radia Proxy Server Group  Test Group

Figure 4.46 ~ Initial window opens for Modify Test Group of devices.

Modify | Reset |

Cancel

Your groups listed in the Browse area will vary, but they will always include the Default

Group and the newly created Test Group.

€3

6. In the Browse area, click Default Group icon.

7. The Browse area refreshes to display all devices that are members of your Default Group.

Typically, there will be a large number of devices in the Default Group, since all devices are

automatically added to this group unless specified otherwise.
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At a minimum, the Default Group includes the device hosting your Radia Management

Portal.

8. Click the check box next to at least one device in the browse area.

- Browse Devices @ Default Group - radia/masterzone/group/default
2|0 5 Trarms | | 7 | B& [aasnoTE. 11011z DO
I

[Wﬂ% W,)% r,)% r»%
AAB-HOTE ADIM STATICN ARTLAP Chi_ sub _ zone _ device
rﬂ% r,)% r,)% r»%
DAL _W2KS DOCTESTE JAMETHZ pathxptest.usa. novadigm. com
r R% r R% r »%
PHU1ES3 PHUMZ R Pubs 2

Figure 4.47 ~ Browse area with two devices selected.

9. Click 0 on the Browse area toolbar to add the selected devices to the group list.

-Devices

(%] )
4 AAB-NOTE

%) ADMIN STATION
5

x 1 T

Figure 4.48 ~ Selected items from Browse area added to Device List.

10. Click the Modify button below the Browse area to complete the task.
The devices are added to the Test Group, and the Modify Group dialog box closes. The
Radia Management Portal indicates the new location of the Test Group within the Groups
container, and the Workspace lists the current devices in the group.
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[ﬁﬂ Radia Management Portal HOME

inven
£ Portal A strator | Logout Description: @ - |
Navigation (Location)
&3 Directory
radia
Bl [ Zone: MasterZone |
82 [ Groups |
82 Test Group

AAB-NOTE ADMIN STATION

Group of Tasks
< _'IJ

Figure 4.49 ~ View of added Test Group Location and Contents.

Moving or Copying Devices into a Group

Use the Move/Copy Device(s) task in the Model Administration task group whenever you need
to switch members of an existing device group. The task is flexible and allows you to switch device

group memberships, copy devices that are members of another group, or remove devices from a
group's membership.

To create a new group for devices, see Adding User Groups on page 180.

To bring devices into the zone from the Network container, see Managing Computers in
Your Radia Management Portal Zone on page 270.

To remove devices from a group, see the procedure To remove devices from a Group on page 188.

To move or copy devices into a group

1. Use the Navigation aid to select the group in the Zone Groups container whose members
you want to change.

2. Inthe Model Administration task group, click Move/Copy Device(s).
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Navigation (Location)
5 Directary
2 radia
Bl [ Zone: MasterZone |
82 [ Groups |
82 Test Group <

Locate target

Group of Tasks

Directory Management 3=

roup requiring device changes

Model Administration *
&) Add Device
© Add Group
& Import Devices
- Modify

(0}

28 Move/Capy Device(s) 4 ick Move/Copy Device(s) task

3 Query
A Remove

Figure 4.50 ~ Locate Group to change device members, click Move/Copy Device(s).

The Move Device to <<selected>> Group window opens. Use this window to make any
changes to the device membership for this group.
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% Move Device
to South Wing Group

~ Devices “
% ALB-MOTE r
% ADKIN STATICH r
% Pubs 2 r
= X

~ Browse Devices @ Groups - radia/masterzone/group “
AERE NNk [hems =] | | 7 | ©OQ [oefaut. 42 DO

rSe8 r - e8 S8R rre8
Default Group Radia Proxy Server Group South YWing Group Test Group
Review | Reset | Cancel

Figure 4.51 ~ Initial page for Move/Copy Device(s) task.

For general instructions on how to navigate and use this window, see the topic Basic
Procedures for Modifying Groups on page 156.

3. Use the Browse Devices area to browse to the appropriate device targets.
The following devices or device groups can be selected for group membership:
o Devices from the Devices container.
e Devices or Groups from the Groups container.

® Devices or Groups from the Cross Reference container.

You cannot move or copy devices into Groups until they have been added to the Devices
and Groups containers of your Zone. For example, you cannot move or copy devices
accessed from the Network container—they first must be added to your Zone using the
Manage Computer task, Import Devices task on page 191, or Add Device task.

4. Select the devices or device groups from the browse area and copy or move them into the
Devices area.

o Click @ to copy devices and have the selected devices retain membership in the source
group.
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it} . . . .
o C(Click “ to move devices from one group into another. The selected devices will be
removed as members of the source group.

5. Ifnecessary, repeat the browse and move/copy steps until all devices and groups are listed in
the Devices area.
6. Click the Review button on the bottom of the page.

A page listing the summary of devices being added or removed from the current group opens.
The following figure illustrates the device DAC_W2KS being moved from the South Wing
Group to the Test Group. The device Pubs 2 is being added to the Test Group.

& Move Device
to Test Group

-Devices to add to Test Group -

A
b5 DAC_W2KS

B p
ubs 2
S
-Devices to remove from South Wing Group ~

=
e DAZ_ W2KS

Mn:udif},fl Resetl Cancel

Figure 4.52 ~ Reviewing Move/Copy Device(s) Summary.

7. To accept the changes, click Modify. To revise the changes, click Reset.

If you click Modify, the changes on the review page are made to the Group. The Modify
Group task ends, and the Workgroup displays the current group members.
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.,‘{‘ Portal Ad

nistrator | Logout Description:

Navigation (Location) & @ @ 11’ @) ST Details | Lavge | Small | List [ -91[ A-E1[ A-01[ 4011 A7I[ 2] [ace] )RR -4 of
& Dir?ﬁmry W AAB-NOTE W ADMIM STATION W DAC_WIKS
radia %@ Pubs?2
B [ Zone: MasterZane | i
81 [ Groups |

82 Test Group

Group of Tasks

Directory Management =

Model Administration A
© Add Device
© Add Group
& Impart Devices

) Modify
3 Move/Copy Device(s)
L Query
A Remave =
Il LI_I

|
& [ [ [NJLocalintranet 4
Figure 4.53 ~ Move/Copy Device(s) task completed.

To remove devices from a Group

1. Use the Navigation aid to select the group in the Zone Groups container whose members
you want to change.

2. In the Model Administration task group, click Move/Copy Device(s).

The Move Device to <<selected>> Group window opens.

3. On the right-side of the Devices area, use the check boxes to select the members of the group
to be deleted.

188



Chapter 4

) '
- Move Device

to Test Group
-Devices <
5% AAB-NOTE r
(% DAC_W2KS v
% A ¥
(2 ADMIN STATION =
e
K% Fubs 2 r
X
-Browse Devices @ Groups - radia’'masterzone/qroup \
=K MRk [Z0tems =] | | 7 | OQ [oefeutt. 225 OO
r ﬂs; r ﬂg; r ﬂﬁ; r )Jﬁ“m
Default Group Radia Proxy Server Group South Wing Group Test Group
Review | Reset | Cancel

Figure 4.54 ~ Selecting Devices to be Removed.

4. After selecting the devices to be deleted, click X to delete the checked items.

5. Click Review to review the changes.

A window opens to list the devices to remove from the group.

' Move Device
to Test Group

-Devices to remove from Test Group

= ADMIN STATION
3

)
e DAC W2kS

Modifyl Resetl Cancel

Figure 4.55 ~ Review of devices to be removed from a group. Click Modify to finish.
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6. Click Modify to complete the removal of the devices.

The task ends, and the Workspace displays the devices remaining in the group.

Removing Groups of Devices

Use the Remove task from the Model Administration task group to remove a group of devices
from the Groups container that is no longer required for operational purposes. The Default
Group of devices cannot be removed.

Removing a group removes all device memberships in that group, but does not remove the devices
themselves from the Portal Zone. The group will no longer be available for selection and for use
with Operations that can be performed against groups of devices.

To remove a group of devices
1. Use the Navigation aid to go to the appropriate group in the Groups container.
2. Inthe Model Administration task group, click Remove.

A confirmation appears in the workspace.

€2 Remove Group

Are you sure you want to remove this object? / X

Figure 4.56 ~ Remove Group message.

3. Click +/ to confirm that you want to remove the group from the Radia Management Portal
Directory.

OR
Click X to indicate that you do not want to remove the group.
4. The remove is completed if the group does not have any other groups as its members.

If the group you want to remove has groups as members (children), a notification and
confirmation appears in the workspace.
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€2 Remove Group

"South Wing Group™ has children
Are you sure you want to remove this object and all its children? ~ X

selective Delete of Child Objects

Figure 4.57 ~ Remove with Children message.

5. Click +/ to confirm that you want to remove the group and any groups that are members of it
from the Radia Management Portal Directory.

OR

Click X to indicate that you do not want to remove the group and its group members. The
remove is cancelled; none of the groups or memberships is removed.

Importing Devices

Use the Import Devices task in the Model Administration task group to add a list of devices
with fully qualified DNS names into the Zone Devices container. The devices become members of
the Zone Groups container group from which you begin this task, as well as the Default Group of
devices.

If you want to import the devices into a separate group, first use Add Group to create the group
within the Zone, Groups container. Then use the procedures below to import the devices.

To import devices from a text file or list

1. Outside the Radia Management Portal, prepare a text-based list or text file of the devices to
be added to the group. The list needs to specify a fully qualified DNS name for each computer.

You can modify the group members later. However, portal operations can only be
performed on the entire group (not a subset). Thus, plan your groups accordingly.

You can cut and paste entries from your prepared list into the text box available in Step 6 of
this procedure on page 192, or you can import the text file list.

To automatically input the entire file during this task, place the *.txt file in the \etc\group
folder of the Radia Integration Server location. By default, this location is:

<SystemDrive>.¥Novadigm¥IntegrationServer¥etc¥group
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2. From the Radia Management Portal, locate or create a Group within the Zone Groups
container where the imported devices will hold membership. For details on adding a new
group of devices, see Adding Groups on page 178.

All imported devices automatically become members of the Default Group. If you import
the devices into a group other than the Default Group, they will hold memberships in both
groups.

3. Navigate to the Zone Groups container and select the Group to hold the imported devices.
4. From the Model Administration task group, click Import Devices task.

The Import Devices dialog box opens, prompting you to select an input method.

% Import Devices

~ Import Devices From: “

C Text  © File

Figure 4.58 ~ Select input method from Add Group of Devices dialog box.

5. Choose how you want to input the members of the group using one of the following methods:

o Select Text to type (or cut and paste) the members of your group into a text box in the
next dialog box. The following dialog box opens.
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& Import Devices

- Import Devices From Text

Group
Text

Import Group

[ |

Submit | Cancel |

Figure 4.59 ~ Import Devices from text window.

Use the Input Text box to type (or cut and paste in) the members of the group. Enter
DNS hostnames for the devices separated by one or more spaces. You can remove
members from this source input list in the next step.

Click File to select a *.txt file you have prepared and placed in the \etc\group folder of

the Radia Management Portal installation directory. The following dialog box opens.

& Import Devices

Import Devices From File

Group

Filename

Import Group
*filename.txt to be found in cARMPwithZonesetchgroup

prod_devices.txt
ga_devices.txt

Cancel

Figure 4.60 ~ Import Devices from File window.

Use the Filename list box to select the text file to serve as the source of the group members.
You can remove members from this source list in the next step.
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Caution

As soon as you click Submit, all new devices from the input list or text file are added as
members of the selected device group in your infrastructure zone.

6. Click Submit to add the devices to Zone as members of the selected group.

Once a group is added, you can select that group before performing an operation. The
operation will be performed on all members of the selected group.

To split the devices into different groups, see Moving or Copying Devices into a Group on page
184.

To move some of the devices into a new group, see Adding Devices to a New Group on page
180.

Dynamic Job Scheduling Against Groups of Devices

Jobs scheduled for the following Operations tasks are dynamic when used against a group of
devices:

Install Client

Install Management Agent

Install Proxy Server

Notify

Synchronize Proxy Server

Purge Dynamic Cache (of Proxy Server)

This means the target list is recalculated against the group each time the job is initiated, as
opposed to when the job is scheduled.

This dynamic feature can be used to notify a series of devices, for example, with minimal effort.
You can create a group of devices and schedule a daily Notify against the group. By changing the
members in the group of devices between executions, the job continues to notify the new group
members each day.

Adding Services

Use the Add Service task to manually add a service to a Device within your Zone. This can be
done before a Radia Management Agent is installed on the Device to manually enable a
connection to the service, or to enable the Radia Management Portal tasks available for the
specific service.

For example, if you manually add a service for a Radia Proxy Server to a Device, then the
Synchronize Proxy Server and Purge Dynamic Cache tasks become available from the Operations
task group when you navigate to the service. See Figure 4.63 on page 197 for an example of how
to add a service for a Radia Proxy Server to a Device.
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Once the Radia Management Agent has been installed on a Device, its Services will be
automatically detected.

To add a service

1. Use the Navigation aid to go to the Device entry for which you want to add a service.
Devices can be accessed from either the Zone Devices container or from one of the Zone
Groups containers.

If the Device already includes services discovered or entered, the Workspace displays the list
of services.

If the Device does not have any services at this point, the Properties page for the Device
opens.

HOME

[éﬂ Radia Management Portal

invent
£ Par ninistratar | Lagout Description: 1 Vi

9)

'a2lla)
Navigation (Location) FAQO T &2 | Detsils | Large | Small | List

@ Directary
radia

bﬁ [ Zone: Morth America | % DOCTESTB

D [ Devices | Device Properties
i DOCTESTE

Group of Tasks
Froperties | Object Information

-

Directory Management (2] i
: ~ Properties “ I
T Export .
p Create Time Stamp 200404430 15:04
-] I DNS Host Name  DOCTESTE
Model Administration £ Group Membership  Default Group
© Add Senice Modify Time Stamp  2004/04/30 15:04
& Modify Back to top
K Remove  Object Information Y =l
&) ’_’_’_ g Local intranet v

Figure 4.61 ~ Authority — Zone Devices instance.

2. Inthe Model Administration task group, click Add Service.
The Add Server dialog box opens.
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€ Add Service

- Service Type

HTTPD vl
Generic

- Properties HTTPD

Common Name |

Display Name I

Description I

Port Number I3454

Cancel |

Figure 4.62 ~ Add Service dialog box.

In the Service Type area, use the drop-down list to select the type of service to add:
e Select Generic to add a generic service.
o Select RCS to add a ZTOPTASK.EXE service on a Radia Configuration Server.

e Select HTTPD to add a service running under the Radia Integration Service {httpd}, such
a service for the Radia Proxy Server or the Radia Inventory Manager Server.

The page refreshes after your selection to display the appropriate fields for the selected
service type.

In the Common Name text box, type a name for the object.

e To identify a service for a Radia Proxy Server, type rps.

Caution

The Common Name for the object must be unique for the device. If you attempt to create
an object with a name that has already been used, an error appears in the workspace
indicating that the object already exists.

In the Display Name text box, type a name for the server that will appear in the
infrastructure representation.

In the Description text box, type a description that will appear in the Details view of the
infrastructure representation.
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7. Inthe Port Number text box, type the port number used to connect to the service.

® 3466 is the default port number for a Radia httpd service, such as for the Radia Proxy
Server. See Figure 4.63 ~ Adding a Service for a Radia Proxy Server, below, for an
example.

@, Add Service

~ Service Type )
[HTTPD =]
~ Properties A
Common HName |rpS
Display Name |Rp5
Description [Radia Proxy Server
Port Humber [3468|

Cancel |

Figure 4.63 ~ Adding a Service for a Radia Proxy Server.

The following fields apply to the RCS Service Type, only. For other types, skip to Step 12.

8. In the Path text box, type the exact path of ztoptask.exe on the RCS machine. For example:
C:/Novadigm/ConfigurationServer/bin/ztoptask.exe.

9. In the User text box, type the Username needed to use to connect to the RCS.
10. In the User Password text box, type the password for the User.

11. In the Timeout text box, leave the default value of 0 to never have an RCS connection
timeout. To have the RCS connection timeout after a specific period of inactivity, type the
timeout period in seconds in the Timeout text box.

12. Click Add to add the service to your Device.

The new service is added to the properties for the Device. The Service Properties page for the
new service opens in the Workspace.

To connect to the service just defined, use the Connect to Directory Service task in the
Infrastructure task group. For details, see Connecting to a Directory Service on page 144.
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Modifying Objects

Use the Modify task in the Model Administration task group to make changes to any object in
the representation of your infrastructure. If you are modifying group objects, also refer to the
topic Basic Procedures for Modifying Groups on page 156.

To modify an object
1. Use the Navigation aid to go to the object that you want to modify.

2. Inthe Model Administration task group, click Modify.
The Modify <<object type>> dialog box opens.

& Modify Device

-Properties

Display Name |Friend|y Device Narng|

Description I

IP Address |

Operating System IWindDWS wp

Operating System Version I

hdodify I Reset | Cancel |

Figure 4.64 ~ Modify Device dialog box.

3. Make the necessary changes.

4. Click Modify to save your changes.
OR
Click Reset to undo the changes that you made.
OR

Click Cancel to cancel the modify task.

Removing Objects

Use the Remove task in the Model Administration task group to remove an object from the
Zone. If the object has children, you are given the option of reviewing and then removing all of the
children as well. For example, if you remove a Group of devices whose members include other
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Groups of devices, you are prompted as to whether or not you want to remove the children of the

objects.

Prior to removing an object with children, you may want to navigate through the child-
objects to make sure you want everything removed.

To remove an object and its children
1. Use the Navigation aid to go to the appropriate object.
2. Inthe Model Administration task group, click Remove.

A confirmation appears in the workspace.

€2 Remove Group

Are you sure you want to remove this object? ~/ X

Figure 4.65 ~ Remove Group message.

3. Click » to confirm that you want to remove the object from the Radia Management Portal
Directory.

OR
Click X to indicate that you do not want to remove the object.
4. The remove is completed if the object has no children.

If the object you want to remove has children, a notification and confirmation appears in the
workspace.
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€2 Remove Group

"West Coast Group™ has children

Are you sure you want to remove this object and all its children? /' X

Selective Delete of Child Objects

Figure 4.66 ~ Remove Domain with Children message.

To first review the Child Objects, click Selective Delete of Child Objects.

Click + to confirm that you want to remove the object and all its children from the Radia
Management Portal Directory.
OR

Click ¥ to indicate that you do not want to remove the object and its children. The remove is
cancelled; none of the objects is removed.
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Configuring Task Groups

The Taskbar contains logical groups of tasks (called task groups). A task is an activity that a
person performs to initiate a job. The available tasks vary based on the selected Authority, as well
as your role. In addition to the standard task groups (see Taskbar on page 80 for more
information), you can create your own task groups.

Adding Task Groups

To add a task group
1. Use the Navigation aid to go to Directory, Zone, Configuration, Tasks.

The workspace displays the current set of Tasks and Task Groups. Task Groups are
represented by the yellow folder icons, tasks by the blue page icons.
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Figure 4.67 ~ Authority — Tasks in the Zone Configuration container..

2. Inthe Model Administration task group, click Add Task Group.
The Add Task Container dialog box opens.
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[, Add Task Container

Below: cn=what

-Properties

Common Hame I

Description I

Display Name I

Add Cancel |

Figure 4.68 ~ Add Task Container dialog box.

3. In the Common Name text box, type a name for the task group object.

Caution

The Common Name for the object must be unique. If you attempt to create an object with a
name that has already been used, an error appears in the workspace indicating that the
object already exists.

4. In the Description text box, type a description that will appear in the Details view.

5. In the Display Name text box, type a name for the task group. If omitted, the Common
Name is used.

6. Click Add.
The Modify Task Container dialog box opens.
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M, Modify Task Container

- Properties -

Description I

Display Name  [notify Operations

- Members “

- Available - -Selected ~

|
Add Persan Motify

Add Group MNotify By Device

Add Server

Add Container

Motify By Subiscription
Add Organization

Add Service

Add Delegated Administration

Add Options

Add Task Group =

E E Er a
o
=9

Mudifyl Resetl Cancel |

Figure 4.69 ~ Modify Task Container dialog box.

7. From the Available list, select one or more tasks to add to the task group.
8. Click m to add the selected groups to the Selected list.

9. Click Modify.
The Workspace displays the contents of the new Notify Operations task group.

10. In the toolbar above the workspace, click the View Properties icon: ’) .

The Task Container Properties for Notify Operations opens.

203



Administrative Functions

(™, Notify Operations

Task Container Properties

~ Properties

Properties | Object Information

Create Time Stamp
Members

Modify Time Stamp

20030429 10:25
[atify

Motify By Device
Motify By Subscription
200304729 10:27

Back to top
~ Object Information
Display Hame
Description

Common Hame
Parent Object

Motify Operations
Motify Operations
Matify Operations
Tasks

Object Class  top
groupOffdames

nvdTaskGroup

Eau:k totop

Figure 4.70 ~ View Properties Task Container dialog box.

11. To see this new Task Group, use the Navigation aid to go to Directory, Zone, Groups,
Default Groups.

In the Taskbar, your new task group, such as Notify Operations, is available. Task Groups
are listed alphabetically.
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invent
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& Import Devices
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Figure 4.71 ~ New task group.

If you would like to configure the Radia Management Portal so that only some administrators can
access this task group, see Configuring Delegated Administration on page 208 for more
information.

Modifying Task Groups

To modify a task group
Use the Navigation aid to go to Directory, Zone, Configuration, Tasks.

1.
2.
3.

In the Workspace, select the task group that you want to modify.

In the Model Administration task group, click Modify.

The Modify Task Container dialog box opens.
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4.

5.

™, Modify Task Container

- Properties -

Description |

Display Name |Ngti{y Operations

- Members N
- Available \ -Selected \
Add Persan T otify
Add Group dndd [aotify By Device
Add Server Motify By Subscription
Add Container
Add Organization
Add Service (44
Add Delegated Administration
Add Options €
Add Task Group hd|

Madify | Resetl Cancel |

Figure 4.72 ~ Modify Task Container dialog box.

Make any necessary changes. For detailed information about configuring task groups, see
Adding Task Groups on page 201 for more information.

Click Modify to save your changes.

OR

Click Reset to undo the changes that you made to this role.

OR

Click Cancel to close this dialog box without saving your changes.

The Workspace displays the objects in the selected task group and you can see your changes.
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Removing Task Groups

To remove a task group

1.
2.
3.

Use the Navigation aid to go to Directory, Zone, Configuration, Tasks.
In the workspace, select the task group that you want to remove.
In the Model Administration task group, click Remove.

The Remove Task Container dialog box opens.

(A, Remove Task Container

Are you sure you want to remove this object? ' X

Figure 4.73 ~ Remove Task Container dialog box.

Click %/ to confirm that you want to remove the task group from the Radia Management
Portal Directory.

OR
Click X to indicate that you do not want to remove the task group.
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Configuring Delegated Administration

Use the Radia Management Portal to configure delegated administration information so that your
administrators can access only the tasks that are relevant to them and their roles. A task is a
single operational function, or an action, that is performed on the selected target audience. A role
is a logical grouping of tasks that defines an administrative function. In other words, you will
configure who can do what, and specify where, in the infrastructure, they may do it.

The Radia Management Portal contains several standard roles. To view the existing roles click
Directory, Zone, Configuration in the navigation aid. Then, in the workspace, click Delegated
Administration.

The following roles are used to perform Core Radia Management Portal operations:

m  Global Default Policy
Allows the Radia Management Portal administrator to access Model Administration and
Operations tasks in the following Scopes of Action—Zone, Administrators & Operators,
Tasks and Job History.

m  Operations Policy
Allows operations staff to access Operations tasks in the following Scopes of Action—Zone,
Administrators & Operators, and Tasks.

m  System-Wide Access
Allows the Radia Management Portal administrator to access all tasks in all Scopes of Action.

This role cannot be modified in order to prevent you from being locked out of the Radia
Management Portal.

m  Test Global Policy
Allows you to experiment with entitlement options.

The following roles are used to administer the RCS database and Policy:
Account Administration

Advanced Policy Administration

Auditing Administration

Infrastructure Administration

Package Administration

Policy Administration

RCS Administration

Service Administration

208



Chapter 4

In the workspace, click any of these delegated administration roles to view the properties for the
role.

Adding Delegated Administration Roles

Adding new delegated administration information for your administrators is a three-step process.
First, you will assign administrators and operators to the role. Next, you will specify what tasks
the administrators or operators will be able to perform. And, finally, you will select where, in the
infrastructure, the administrators or operators can perform these tasks.

To add a delegated administration role

The Figures in this procedure do not reflect the latest changes to the Radia Management
Portal.

1. Use the Navigation aid to go to Directory, Zone, Configuration.

2. In the workspace, click Delegated Administration.

[éﬁ Radia Management Portal

invent
£ Portal Administrator | Logout

Navigation (Location) | Small | List [6-8][A-E][ F-JS][£-O1[ A-T][ 2] [ALEL]

@ Directory £ Account Administration "»?s Advanced Policy Administration "-?5 Auditin
2 radia %L Global Default Policy B Infrastructure Administration B Opera
%[ [Zgr;?].ﬂNL?g?iirr;erlca I B, Package Administration % Policy Administration 7 ORCS 4
& Deleggated Administrati 2L Service Administration B System-Wide Access B TestC
Group of Tasks
Directory Management
1 Export
£ Import
Model Administration £
ﬂ Add Delegated Administration
| J I
||@ l_l_l_ _\9 Local i

Figure 4.74 ~ Authority — Delegated Administration.

3. Inthe Model Administration task group, click Add Delegated Administration.
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The Add Delegated Administration dialog box opens.

?% Add Delegated Administration

~ Properties <

Display Hame

. -

Add Resetl Cancel |

Figure 4.75 ~ Add Delegated Administration dialog box.

In the Display Name text box, type a name for the role.
Click Add.

The Modify Delegated Administration dialog box opens. First, you will select the
administrators and operators that you want to assign to this role.

-
==

Modify Delegated Administration
|

~ Display Name “
[Ofice Admins

~ Browse & Select “
!Ej Administrators & Operators 8 Gcuest [+]
% ESES. 82 Operstions Staff @
Uity 8 Operator (+]
ﬁ. Partal Administrator @
8 Test User (+]

~ Selected “

Admin/Operators Task Groups Authority

Resetl Mudifyl Cancel |

Figure 4.76 ~ Modify Delegated Administration dialog box — Administrators & Operators.
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In the Browse & Select area of the dialog box, make sure that Administrators &
Operators is selected. Selected text is bold.

Click & next to the each of the administrators and operators that you want to add.

Notice that as you select administrators and operators, they appear in the Selected area of
the dialog box under the Admin/Operators column.

R

¥ Modify Delegated Administration
|

~ Display Name ~
[Office Admins

~ Browse & Select -
Ff@ Administrators & Operators € Cuest [+]
= Tasks € Operator [+]
& Authority € Test User [+]

~ Selected -
Admin/Operators Task Groups Authority
82 Operations Staff X
€ Portal Administrator X

. 4

Resetl Modifyl Cancel |

Figure 4.77 ~ Modify Delegated Administration dialog box — selecting Administrators &
Operators.

If you want to remove an administrator or operator from the list of selected items, click X
Next, select the tasks that you want to include in this role.
In the Browse & Select area of the dialog box, click Tasks.

The Browse & Select area updates to allow you to select what groups of tasks to include in
this role.
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s,

Modify Delegated Administration
|

~ Display Name )
|Otfice Admins
~ Browse & Select \
B8 Adrministrators & Operators £l [Pl [0l [BT] [T [Add]
[ Tasks
@ Autharity ® Backup o
[ Infrastructure tasks [+]
[ Inventory Management [+]
[ Model Administration [+]
[ Motify tasks (+]

T-5cff ."rem.sn

. S

~ Selected ~
Admin/Operators Task Groups Authority
83 Operations Staff P 3
€ Portal Administrator X

Resetl Mudifyl Cancel |

Figure 4.78 ~ Modify Delegated Administration dialog box — selecting Tasks.

9. Click ﬂ below the list, if you do not see the container that you want to select. If there are five
or more task groups to select from, you can click the appropriate range of letters above the list
to narrow it.

10. Click @ next to the each of the task groups that you want to add.

Notice that as you select task groups, they appear in the Selected area of the dialog box
under the Task Groups column.
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o

Modify Delegated Administration
|

~ Display Hame -
[Office Admins
~ Browse & Select 5
-ff§ Administrators & Operators ’_L{L, Backup (+]
& Tasks [ Infrastructure tasks [+]
< Authority = Inventary Management [+]
& Madel Administration €
~ Selected ~
Admin/Operators Task Groups Authority
82 Operations Staff A [ MNotify tasks XK
€ Portal Administrator X [ Operations XK

Resetl Modifyl Cancel |

Figure 4.79 ~ Modify Delegated Administration dialog box — selecting Task Groups.

If you want to remove a Task Group from the list of selected items, click x

Next, select the areas in the infrastructure that administrators and operators assigned to this
role are entitled to manage.

11. In the Browse & Select area of the dialog box, click Authority.

The Browse & Select area updates to allow you to select where, in the infrastructure, the
administrators and operators assigned to this role are entitled to manage.
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)

Modify Delegated Administration
|

~ Display Name 5
|office Admins
~ Browse & Select \
#& Administrators & Operatars Al [Fanl [K0] [A7] [T [Aff]
[ Tasks
@ B ’& Adrninistrators & Operators @
[ Delegated Administration [+]
@  Entire Network [+]
& Jobs [+]
I_'z_}{‘; Radia Subscriber Information @

1-5of 6 iterns [

™ S

~ Selected ~
Admin/Operators Task Groups Authority
82 Operations Staff X [ Motify tasks K
8 Portal Adrinistrator X & Operations X

Resetl Mudifyl Cancel |

Figure 4.80 ~ Modify Delegated Administration dialog box — selecting Authority.

12. Click ﬂ below the list, if you do not see the container that you want to select. If there are five
or more task groups to select from, you can click the appropriate range of letters above the list
to narrow it.

13. If necessary, you can browse the containers on the right to limit the Authority further. To do
this, click the name of the container that you want to browse, such as Zone, and then
Networks.
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?i Modify Delegated Administration
|

~ Display Hame -
[Dftice Admins
~ Browse & Select \
& Administrators & Operators A Microsoft Yvindows MNetwark (+]
[ Tasks #  Movadigrm-managed Infrastructure @
@ Authority

g Entire Network

. S

~ Selected -
Admin/Operators Task Groups Authority
82 Operations Staff A [ Natify tasks &K
€& Portal Administrator X [ Operations X

Resetl Modifyl Cancel |

Figure 4.81 ~ Modify Delegated Administration dialog box — browsing for an Authority in a
container.

Notice that the list of items that you can add to the delegated administration role narrows as
you browse further into a specific container. For example, click Microsoft Windows
Network.
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<

Modify Delegated Administration
|

~ Display Name \
|office Admins
~ Browse & Select \
[®& Administrators & Operators [AE] [F] [0 [P-TlO[LeF] [Add]
& Tasks
<5 Authority
@ Entire Network # BETADOMAN g
.,r" Microsoft Windows Network # CLARIZIOWG
# CLTLAR [+]
# CONMECTIONS2001 [+]
# EDUCATION! [+]

T-80f12 ."tem.snl]]

. S

~ Selected ~
Admin/Operators Task Groups Authority
83 Operations Staff X [ Motify tasks &
8 Portal Administrator X [ Operations X

Resetl Modifyl Cancel |

Figure 4.82 ~ Modify Delegated Administration dialog box — browsing for an Authority in a
domain.

Now, you can select a specific domain, such as the BETADOMAIN. This allows you to limit
the administrator's access to a very specific area of your network.

At any time, you can click an item on the left (such as Entire Network) to return to a broader
authority.

14. Click 6 next to the items that you want to add.

Notice that as you select an Authority, it appears in the Selected area of the dialog box
under the Authority column.
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=
3

%% Modify Delegated Administration

~ Display Name ~
|office Adrmins
~ Browse & Select ~
& Administratars & Operatars [AE] A [8-0] [P7] [ed [ALL]
[ Tasks
&5 Authority
i_g Entire Network ‘d’ CLARIZIOWG g
4 Microsoft Windows Network # CLILAB
& CONNECTIONS2001 [+]
# EDUCATIONT [+]
& MOVADIGM [+]

T-5of 17 J'temsuu]

. A

~ Selected ~
Admin/Operators Task Groups Authority
82 Operations Staff X 5 Motify tasks X #3 BETADOMAIN X
8 Portal Administrator X [ Operations R

Resetl tadify | Cancel |

Figure 4.83 ~ Modify Delegated Administration dialog box — selecting the Authority.

If you want to remove an Authority from the list of selected items, click X
15. Click Modify.

The Delegated Administration Properties dialog box opens.

’5}?5 View Properties Delegated Administration
Office Admins
Who What Authority
82 Operations Staff [, Motify tasks #h worldfmicrosoft/betadomain
€ Portal Administrator [, Operations

Figure 4.84 ~ View Properties Delegated Administration dialog box.
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Modifying Delegated Administration Roles

To modify a delegated administration role

1. Use the Navigation aid to go to Directory, Zone, Configuration, Delegated
Administration.

2. In the workspace, select the delegated administration role that you want to modify.
3. Inthe Model Administration task group, click Modify.
The Modify Delegated Administration dialog box opens.

.

Modify Delegated Administration
|

~ Display Name -
[office Adrmins
~ Browse & Select \
& Administrators & Operators [A-£]  [Faf] [-0] [P-T] [LEZ] [AdL]
H Tasks
<5 Authority
@ Entire Network L Lt g
.,l"" Microsoft Windows Network # CLILAB
# CONNECTIONS2001 (+]
&% EDUCATIONT [+]
# NOVADIGM (+]
1-Gof 11 tems Q3
~ Selected N
Admin/Operators Task Groups Authority
82 Operations Staff A D Motify tagks R # BETADOMAIN XK
8 Portal Administrator X M Operations X

Resetl hdodify | Cancel |

Figure 4.85 ~ Modify Delegated Administration dialog box .

4. Make any necessary changes. For detailed information about configuring delegated
administration roles, see Adding Delegated Administration Roles on page 209.

5. Click Modify to save your changes.
OR
Click Reset to undo the changes that you made to this role.
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OR
Click Cancel to close this dialog box without saving your changes.

The Delegated Administration Properties dialog box opens and you can review your
changes.

Removing Delegated Administration Roles

To remove a delegated administration role

1.

2,
3.

Use the Navigation aid to go to Directory, Zone, Configuration, Delegated
Administration.

In the workspace, select the delegated administration role that you want to remove.
In the Model Administration task group, click Remove.

The Remove Delegated Administration message opens.

"f Remove Delegated Administration

Are you sure you want to remove this ohject? v X

Figure 4.86 ~ Remove Delegated Administration message.

Click ~/ to confirm that you want to remove the Delegated Administration role from the Radia
Management Portal Directory.

OR
Click ¥ to indicate that you do not want to remove the Delegated Administration role.
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Querying a User's Delegated Administration

Use the Query User's Delegated Administration task in the Model Administration task
group to display information about the selected user's role.

To query a user's delegated administration

1. Use the Navigation aid to go to Directory, Zone, Administrators & Operators.
2. In the workspace, select the appropriate user.

3. In the Operations task group, click Query User's Delegated Administration.

A table similar to the following appears.

o)
-
A

Delegated Administration Properties

Properties

Name What Navigation {Location)
b . H e . .
# Infrastructure Administration (3 nfrastructure Bl radiamorthamerica

Pﬁ radia/northamericaluser

& radiafnorthamerica/configitask

Figure 4.87 ~ Delegated Administration Properties dialog box for a user.

4. C(Click any link in the table to view the properties for that object.
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Configuring Administrators and Operators

The Administrators & Operators container in the Radia Management Portal Zone Directory
stores authentication information. Every administrator must be added at the top level of this
container. After adding administrators and assigning them to groups, you can assign them to the
appropriate delegated administration policies. See Modifying Delegated Administration Roles on

page 218 for more information.

Adding Users

When adding a user, assign the person a unique user ID and password. You can also assign the
user to groups. If LDAP Authorization has been enabled for all users, you can assign an External

User ID or disable LDAP authorization for this user.

External LDAP Authentication is disabled for all users by default. To enable it, see
Configuring for External LDAP Authentication on page 149 for details.

To add a user
1. Use the Navigation aid to go to Directory, Zone.

2. In the workspace, click Administrators & Operators.

HOME

[JB Radia Management Portal

invent
£ Portal Administrator | Logout Description: 40) @ B
Navigation (Location) & @ e l_ﬂ? ,ﬂ #2193 Detsis | Large | Smal | List [0-91[A-£][ A0 a-01 [ ATIL 2] (ace] (@D - 12 of 12 iter
&4 Directory = 8 s
radia m &i
B [ Zone: Morth America ] Account Administrators Auditors Guest
'fS [ Administrators & Opera ﬁu i‘@ s
(ST G Vel Infrastructure Administrators Operations Staff Operator
Directory Management A m &‘;
B Export Package Administrators Policy Administrators Fortal Administratar
g ¥
& Import i‘“ PN
Model Administration £ RS Administrator RS Adminisirators . Aﬁ‘drn\mslramrs
& Add Group
© Add Person 5
< | _"J
@ | ,_ |\_~J Local intranet 4

Figure 4.88 ~ Authority is Zone, Administrators and Operators.
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3. Inthe Model Administration task group, click Add Person.
The Add Person dialog box opens.

@ Add person

-Properties
User 1D

Description

Display Name

User Passworid

External User 1D

External authentication? Coon O off

Add Cancel |

Figure 4.89 ~ Add Person dialog box.

4. In the User ID text box, type the user name.

Caution

The User ID for the object must be unique. If you attempt to create an object with a user
ID that has already been used, an error appears in the workspace indicating that the object
already exists.

5. In the Description text box, type a description that will appear in the Details view.

6. In the Display Name text box, type a name for the user that will appear in the Radia
Management Portal.

7. Inthe User Password text box, type the user's password.

8. In the External User ID text box, type an external user ID that should be accepted for
authentication by an external service, such as AD or another LDAP service.

222



Chapter 4

The External User ID and External Authentication? fields on the Add Person and Modify
Person dialog boxes apply when LDAP Authentication has been enabled for the Radia
Management Portal. By default, external LDAP Authentication is disabled. To enable it, see
Configuring for External LDAP Authentication on page 149.

9. Using the External authentication? radio buttons, select whether or not to permit external
authentication of this person when LDAP authentication has been enabled for the Radia
Management Poral. Select No to disable external authentication for this user. Select Yes to
enable external authentication for this user.

10. Click Add.
The Modify Person dialog box opens.

Instead of radio buttons, the External authentication? values on the Modify Person dialog
box are viewed or entered using the numbers 1 for Yes, and 0 for No.

11. From the Available list, select one or more groups to add the user to.

12. Click m to add the selected groups to the Selected list.
OR

If you want to select all of the groups in the list, you do not need to select anything from the

Available list. Simply click (pp|] to add all of the groups to the Selected list. See Selecting
an Audience on page 277 for more information about how to use this dialog box.
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€ Modify Person

- Properties
Description [Lisa Smith|
Display Name [Lisa Smith
User Password |’*”’“““““‘””“““““““hht
External User ID |smith|

External authenticatiun?|1

- Group Membership

- Available 5

Account Administrators (account_
Auditors (audit_adrmins)
Infrastructure Administrators (infras
Package Administrators (package.
Palicy Administrators (policy_adm
RCS Adrinistrators (rcs_admins)
Service Administrators (service_ad

- Selected

Operations Staff

hodify | Reset | Cancel |

Figure 4.90 ~ Modify Person dialog box.

13. Click Modify.
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€ Lisa Smith

Person Properties

Froperties | Object Information

- Properties
Create Time Stamp

External
authentication?

External User ID
Group Membership
Modify Time Stamp

User ID

200409527 1547
1

strithl
Operations Staff
20040927 18:53
LSmith01

Back 1o top

- Object Information

Display Hame  Lisa Smith
Description  Lisa Smith
¥500 Distinguished  uid=[smith01, ch=user, cn=acmecorp, ch=radia

Name
Object Class  top
person

Back to top

Figure 4.91 ~ Person Properties dialog box.

Modifying Users

To modify a user

1. Use the Navigation aid to go to Directory, Zone.

2. In the workspace, click Administrators & Operators.
3. Select the user that you want to modify.

4. In the Model Administration task group, click Modify.
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The Modify Person dialog box opens.

€ Modify Person

~ Properties

Description [Lisa Smith]
Display Name [Lisa Smith
User Password |"'*""‘"“""‘"“"""'*""“'*‘*“"‘r
External User ID |5mith|

External authenticatiun?h

b,

~ Group Membership

~ Availahle 5 ~ Selected

e e ]
Account Administrators (account_s Dperations Staff

Auditors (audit_admins)
Infrastructure Administrators (infras
Package Administrators (package.
Palicy Administrators (palicy_adm
RCS Administrators (ros_adming)
Service Administrators (service_ad

. # . A

M odify | Resat | Cancel |

Figure 4.92 ~ Modify Person dialog box.

5. Make any necessary changes. For detailed information about configuring users, see Adding
Users on page 221.

Instead of radio buttons, the External authentication? field on the Modify Person dialog box
displays a text box. Valid values are the numbers 1 for Yes (allow external authenticaton
for this user), and 0 for No (disable external authentication for this user).
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6. Click Modify to save your changes.
OR
Click Reset to undo the changes that you made to this role.
OR
Click Cancel to close this dialog box without saving your changes.

The View Properties dialog box opens and you can review your changes.
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Removing Users

To remove a user

1.

2
3.
4

Use the Navigation aid to go to Directory, Zone.

In the workspace, click Administrators & Operators.
Select the user that you want to remove.

In the Model Administration task group, click Remove.

The Remove Person message opens.

€ Remove Person

Are you sure you want to remove this object? v X

Figure 4.93 ~ Remove Person message.

Click +/ to confirm that you want to remove the user from the Radia Management Portal
Directory.

OR

Click ¥ to indicate that you do not want to remove the user.
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Adding User Groups

To add a group
1. Use the Navigation aid to go to Directory.

2. In the workspace, click Administrators & Operators.

HOME

[ﬁﬂ Radia Management Portal

invent
.,""_ Port istrator | Logout Description: [

Navigation (Location) PAQ © (T 2 > ED) vetais | Large | smal | st [ 0010 4210~ 01 ATI 2] 1z DT - 13 0f 13 iter
<5 Directary -] ] S
12 radia % %

Bl [ Zone: Morth America | Account Administrators Auditors Guest

5 [ Administrators & Opera.. ﬁ s &?‘
Group of Tasks Infrastructure Administrators Lisa Smith Operations Staff
Directory Management & S % ﬁ‘g
B Export Operator Packaga Administrators Policy Administrators [
& Import s g &‘:
Model Administration 2 Partal Administrator RCS Administrator RCE Administratars

© Add Group ﬂ‘;

© Add Person Serice Administrators

scconll

4
& [ 83 Local intranet 7

Figure 4.94 ~ Authority is Zone, Administrators & Operators.

3. Inthe Model Administration task group, click Add Group.
The Add Group dialog box opens.

€2 Add Group

~ Properties -,
Common Name ||
Display Name I
Description I

\ w,

Add Cancel |

Figure 4.95 ~ Add Group dialog box .
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4. In the Common Name text box, type a name for the container object.

Caution

The Common Name for the object must be unique. If you attempt to create an object with a
name that has already been used, an error appears in the workspace indicating that the
object already exists.

5. In the Display Name text box, type a name for the group that will appear in the Radia
Management Portal.

6. In the Description text box, type a description that will appear in the Details view.
7. Click Add.
The Modify Group dialog box opens.

€2 Modify Group

-Properties )
Display Name  |vetwark Admins
Description  |ngtwork Admins

-Members 5
- Awailable ~ - Selected ~
TestUser Operator
Guest uﬁcﬂ Fartal Adrministratar

hadify | Resetl Cancel |

Figure 4.96 ~ Modify Group dialog box.

8. From the Available list, select the users and groups that you want to assign to this group.

9. C(Click m to add the selected users to the Selected list.
OR
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If you want to select all of the users in the list, you do not need to select anything from the
Available list. Simply click l]]] to add all of the users to the Selected list. See Selecting an

Audience on page 277 for more information about how to use this dialog box.

10. Click Modify.

The new group is added to the Administrators & Operators containers.

11. To display the Properties, click the View Properties icon in the toolbar: ’J .

The Group Properties dialog box opens and you can review your changes.

€2 Network Admins
Group Properties

-Properties

Properties | Object Information

Create Time Stamp
Members

Modify Time Stamp

20040501 2342
Portal Administrator
RCS Administrator
200405/01 2346

Back to top

- Object Information
Display Name

Description

Commeon Name

X500 Distinguished Name
Object Class

Metwork Admins

Full Access

Mew User Group

Ch=hnew User group, cn=user, ch=nothamerica, cn=radia
top

group

Elack to top

Figure 4.97 ~ Group Properties dialog box for added group.
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Modifying Groups

To modify a group

1. Use the Navigation aid to go to Directory, Zone.

2. In the workspace, click Administrators & Operators.

3. Select the group that you want to modify.

4. In the Model Administration task group, click Modify.
The Modify Group dialog box opens.

€3 Modify Group

-Properties
Display Name  |network Admins
Description INetWDrk Admins

-Members -
- Available “ - Selected “
TestUser Operatar
Guest Fortal Administrator

EE Epa
[wy
(3]

Modify | Resetl Cancel |

Figure 4.98 ~ Modify Group dialog box.

5. Make any necessary changes. For detailed information about configuring users, see Adding
User Groups on page 229.

6. Click Modify to save your changes.
OR
Click Reset to undo the changes that you made to this role.
OR

Click Cancel to close this dialog box without saving your changes.
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Use the View Properties icon in the toolbar to review your changes: /J .

Removing Groups

To remove a group

1.

2
3.
4

Use the Navigation aid to go to Directory, Zone.

In the workspace, click Administrators & Operators.
Select the group that you want to remove.

In the Model Administration task group, click Remove.

The Remove Group message opens.

€2 Remove Group

Are you sure you want to remove this object? v/ X

Figure 4.99 ~ Remove Group message .

Click + to confirm that you want to remove the group from the Radia Management Portal
Directory.

OR

Click X to indicate that you do not want to remove the group.
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Managing the Portal Zone Directory

The Radia Management Portal Zone Directory, zone.mk, together with the set of metakit (*.mk)
files that it loads as services, contains all configuration and entitlement information for the Radia
Management Portal Zone, as well as infrastructure and job status and history information. This
section describes how to backup, restore, or query the Radia Management Portal Directory, as
well as how to import and export subsets of the Radia Management Portal Directory.

Creating a Backup of the Portal Zone Directory

Use the Backup Directory task to create a backup copy of the entire Radia Management Portal
Zone Directory. If you are entitled to create backups, this task is available when you navigate to
the authority of Zone.

m  Before running a backup, we recommend reading the topic Backup Directory Naming,
Contents, and Maintenance on page 234.

The procedure To backup the Radia Management Portal Directory begins on page 236.

If you would like to export a portion of the Radia Management Portal Directory, see Exporting
Data from the Portal Directory on page 242 for more information.

Prior to release 2.0, the Backup Directory task created a single directory file, rmp.mk. As of
release 2.0, the rmp.mk directory file no longer exists. Instead, the Radia Management
Portal directory is represented by the zone.mk directory file together with the set of *.mk
files that the zone loads as services.

Backup Directory Naming, Contents, and Maintenance

This topic explains where backups are located, named, their contents, and how you can easily use
the naming convention to have the Radia Management Portal automatically maintain the
backups for you.

Each backup creates a new subdirectory in the \etc\backup directory of where the Radia
Management Portal was installed. By default, this location is:

<SystemDrive>.¥Novadigm¥IntegrationServer¥etc¥backup¥

Backup Subdirectory Name

A backup's subdirectory name is composed of a user-assigned name, appended by the creation
date and time of the backup. The prefix is the name assigned during the Backup Directory task.
The addition of the creation date and time makes it easy to identify the appropriate backup
directory for a restore.
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Thus, the full name of each backup directory includes the format:
<name>YYYYMMDD-HHMM
where:
® <name>is the user-entered name entered for the backup directory.
e YYYYMMDD is the backup date in year, month, and day format.
e HHMM is the backup time in hours and minutes.

Figure 4.100 shows a sample backup subdirectory created after running the Backup Directory
task. The directory prefix of chicagodaily reflects the name given during the backup task. The
date and time is appended to the given name. This backup was created in 2004 on April 30th, at
3:07 pm.

= ) etc

Assigned name appended with Date and time I?[im - ]
> =l |Z) chicagodaily . 20040430-1507
=l ) zone
) config

) jobs
) nebwork,

Figure 4.100 ~ Backup subdirectory and contents.

Backup Subdirectory Contents

The backup subdirectory includes the zone.mk file, as well as additional directories that contain
the *.mk files for the zone's configuration and loaded services. Table 4.11 summarizes the location
of additional *.mk files in a typical zone backup subdirectory.

Table 4.11 ~ Sample Backup Subdirectory Contents

Location Contents (*.mk files)
<<backup-subdirectory>>\zone device, group, user, xref
<<backup-subdirectory>>\zone\config entitlement, msg, task
<<backup-subdirectory>>\zone\jobs history
<<backup-subdirectory>>\zone\network dns, lanmanredirector

Backup Directory Maintenance

The Radia Management Portal automatically manages backup directories using the assigned-
name prefix. It saves up to seven sets of backups with the same assigned name. After that, it
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deletes the oldest one when a new one is saved. If you assign the same name to a daily backup,
this allows you to keep seven days of backups. If you assign another name to a backup made once
a week, this means you can keep seven weeks of backups.

Tip

Create a Radia Management Portal backup job to run periodically to ensure that you back
up data. If you create a daily backup with the same assigned name, the appended dates
and times will keep the backup directories unique. The Radia Management Portal keeps up
to seven backup directories with the same initial name, then automatically deletes the oldest
one when the next one is saved.

To backup the Radia Management Portal Directory

1. Use the Navigation aid to go to the Zone level.

2. In the Directory Management task group, click Backup Directory.
The Submit Backup—Backup Opts dialog box opens.

{E‘, Submit Backup

Fl) Backup-
opts
- Backup file -
Directary ChAMovadigrmilntegrationSereftetcibackup
Filenarme chicagodaily

" MMDD-HHMB" will be appended to above input
Where ¥ MMOD-HHMM 5 time at backup creation

M Cancel |

Figure 4.101 ~ Submit Backup—Options dialog box.

3. In the Filename text box, type a name for the subdirectory for this backup within the
backup directory. The creation date and time of the backup will be appended to this assigned
name. Thus, the directory name for this backup will be:

<assigned name>YYYYMMDD-HHMM
For details, see Backup Directory Naming, Contents, and Maintenance on page 234.
4. Click Next.
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The Schedule dialog box opens.

In the Schedule dialog box, specify when you want this job to run. Backups may be
scheduled once or periodically. For more information, see Scheduling Jobs on page 279.

Click Next.
The Submit Backup—Summary dialog box opens.

{73 Submit Backup

-Backup Options

Directary: ChMovadigmintegrationSeretetc\backup
Cutput File: dailychicago

- Scheduler Information

Starting On: 04/30/2004 22:45:00
Duration: 0

Periodic Intenal: Be400

Priority: 0

Type: day

Subrmit | Elackl Cancel |

Figure 4.102 ~ Submit Backup—Summary dialog box.

Click Submit.

A list of the jobs appears. Now, you can use the View Properties task to view detailed
information, such as the status of the job. See Viewing Properties on page 263 for more
information.

Go to <SystemDrive:>\Novadigm\IntegrationServer\etc\backup to access the backup
directories for the Radia Management Portal.

The Radia Management Portal maintains up to seven backup directories with the same
assigned name, then automatically purges the oldest one if an eighth one is created. This
allows you to keep seven daily backups with the same name, and keep seven weekly backups
with the same assigned name.
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Restoring the Portal Directory

Use the Restore Directory task to restore a backup of the entire Radia Management Portal
Directory.

The Restore Directory task can only restore backups created from version 2.x or later of the
Radia Management Portal..

To restore the Radia Management Portal Directory
1. Use the Navigation aid to go to the Zone level.
2. Inthe Directory Management task group, click Restore Directory.

The Submit Restore—File dialog box opens.

{3, Submit Restore

j File

- ds.input.file N

Path ChAMovadigmintegrationServerietcibackup

dailychicago 20040423-1601
dailychicago. 20040429-1500
‘dailychicago, 20040430-1720
waeklychicago 200404251717

Mame

Cancel |

Figure 4.103 ~ Submit Restore—File dialog box.

3. From the Name list, select the backup that you want to restore.

Use the appended date-time stamps of the backups to select a backup directory based on its
creation date. The format of the date-time stamp used i1s: YYYYMMDD-HHSS, which
indicates the Year Month Day — Hours Minutes. For example, the name
chicagodaily.20030515-1641 represents a backup created in the year 2003 on May 15 at
16:41, or 4:41 PM.

4. C(Click Next.

A confirmation dialog box opens.
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£8  Submit Restore

Are you sure you want to restore from file dailychicago.20040430-17207 ~ X

Figure 4.104 ~ Submit Restore—Confirm dialog box.

5. Click - to confirm that you want to restore the Radia Management Portal Directory.
OR
Click ¥ to indicate that you do not want to restore the Radia Management Portal Directory.

6. After the confirmation of a restore, the Finish dialog box opens when the restore is complete.
Click Finish to continue.

{8 Submit Restore

Restore complete _Finish |

Figure 4.105 ~ Submit Restore—Finish dialog box.

The restore of the selected backup is complete.

Querying the Portal Directory

Use the Query task icon on the Toolbar to locate objects in the Radia Management Portal
Directory. You may use the results of the query to view information, or to select the authority for
a job.

To perform a query

1. Use the Navigation aid to go to the place in your infrastructure where you want to perform
a query.
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2. Click the Query icon on the Toolbar ey .
The Query Directory dialog box opens.

| Query Directory

- Type of Query

Cluery Filter

Guery Depth & One Level © Current Level & All Below

- Query Constraints
Match All Constraints? O

Cormrmon Marmne I

Display Narme I

Object Class I

Figure 4.106 ~ Query Directory dialog box.

Cancel |

3. Inthe Type of Query area, select the Query Depth.

® One Level
Queries one level below the selected Authority.

e Current Level & All Below

Queries the current level and all levels below the selected Authority.

4. From the Query Filter drop-down list, select the type of object that you want to find.

For example, if your selected authority is Administrators & Operators, you might select
Users from this drop-down list so that your query results contain only the users that match

your criteria.

The fields in the Query Constraints area change based on this selection.

5. Ifyou want to constrain your query, type the appropriate information in the text boxes listed

in the Query Constraints area.
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You can use wildcards in these text boxes. For example, if you want to search for all
Administrator and Operators, users and groups, beginning with the letter "a":

1. Select Current Level & All Below in the Query Depth area.

2. Select Administrators & Operators from the Query Filter drop-down list.
3. Inthe Common Name text box, type a*.

A list of all Administrators and Operators, users and groups, beginning with the letter "a" is
returned.

You can also search for more than one pattern in the Common Name text box by typing

the following characters directly between each pattern (do not use spaces): )(ch=
For example, if you want to search for all users and groups beginning with either the letter
a or the letter o:

1. Repeat steps 1 and 2, above.
2. Inthe Common Name text box, type a*)(cn=0* .

A list of all Administrator & Operators, users and groups, beginning with the letters a or o is
returned.

Select Match All Constraints? if you want the results of your query to match all of the
specifications that you typed in the Query Constraints area.

Click Next to initiate the query.

The results of the query appear in the workspace.

Caution

The query results contain information intended only for viewing.

If you want to perform a task on an object in the query results, click the object to set the
Authority. Then, select the appropriate task from the task group.

For example, if you searched the current level and below for Computers with a common name
of nova¥*, the results might appear as shown in Figure 4.107 on page 242.

241



Administrative Functions

HOME

(ﬁ[n Radia Management Porial

Description: able @

QO @ |,),4’@‘ [20tems ™ =] ‘ | 7| D [movacowr.. 1= =] @]

5 *[ Zone: ACME Corp |*
82 | Groups | NOWACONFERENCE MOWVADIGMAAKGA TEST 4. NOYADOC MNOYAPROD

Group of Tasks

Directory Management NOWVASCRATCH

Policy

I I

Policy {Advanced)

A ol

[&] bene [ 83 tocalintranet P

Figure 4.107 ~ Results of query.

If you want to perform a task on an object in the query results, you must click the object to
set the Authority.

Exporting Data from the Portal Directory

Use the Export task to export a subset of your Radia Management Portal Directory to an LDIF
(LDAP Data Interchange Format) file. LDIF is a standard format that allows you to transfer data
between LDAP-compliant directory services in ASCII format.

The default export location is the Radia Integration Server's \etc\export directory.

To export the Radia Management Portal Directory
1. Use the Navigation aid to select the place in your infrastructure that you want to export.
2. In the Directory Management task group, click Export.

The Query dialog box opens.

3. Specify criteria to narrow the scope of the job. See Performing Queries on page 275 for more
information.

4. C(Click Next.
The Select dialog box opens.

5. Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 277 for more information.

6. Click Next.
The Submit Export—Options dialog box opens.
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¢Z  Submit Export

j

- Qutput File
Directory chflovadigmiintegrationServerietciexport
Mame Admins

Adif will be automatically appended to the filename
4 items will be exported

Nextl Elackl Cancel |

Figure 4.108 ~ Submit Export—Qptions dialog box.

In the Name text box, type a name for the LDIF file that will be saved in the directory.
Click Next.
The Schedule dialog box opens.

In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 279.

Click Next.
The Submit Export—Summary dialog box opens.
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(8  Ssubmit Export

A) Summary

~ Selected Audience “

Administrators & Operators
Metwark Adming
Operations StaffPortal Administrator

~ Selected Options “
Output File : Admins. Idif

~ Scheduler Information “
Starting On: 08M16/2002 14:30:00
Duration: 0
Periadic Interval: 0
Priority: 0
Type: none

Submitl Elackl Cancel

Figure 4.109 ~ Submit Export—Summary dialog box.

11. Click Submit.
A window listing the job group opens. Click the Display Name entry to view the job

properties. To return to the previous job window, click |'# on the job window toolbar. See
Viewing Properties on page 263 for more information.

Ol x|
®K
=N Qe -1of item g3 )

-

Display Name Status Created by Comment
& Export to Admins. dif Successful  Portal Administrator - completed: Mumber of objects: 26, # objects exported: 26

Figure 4.110 ~ Export Successful in Job Status Window.

12. Go to SystemDrive:\Novadigm\IntegrationServer\etc\export to access the LDIF file
that you exported from the Portal Directory.
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Importing Data into the Portal Directory

Use the Import task to import an LDIF file into your Radia Management Portal Directory. For
example, if you prefer to modify the Radia Management Portal Directory manually, in a text file,
rather than through the Radia Management Portal user interface, you can export the directory,
make your modifications, and then import the file into the Radia Management Portal Directory.

Caution

Be sure to back up your Radia Management Portal Directory before importing any data. See
Creating a Backup of the Portal Zone Directory on page 234 for more information.

To import the Radia Management Portal Directory

1. Use the Navigation aid to select the place in your infrastructure where you want to place
the imported data.

2. In the Directory Management task group, click Import.

The Submit Import—Pick File dialog box opens and contains a list of the files stored in the
default export location (the Radia Integration Server's \etc\export\ directory).

(8 submit Import

1

Input File
Path chiNovadigmiintegrationServerietchexport
EntireNetwork Idif i’
Exportl Idif
Marme all.Idif
backup.Idif
backup! Idif =

M Cancel |

Figure 4.111 ~ Submit Import—Pick File dialog box.

3. Click the file that you want to import.
4. Click Next.

5. The Submit Import—Pick roots dialog box opens. Use this dialog box to select which pieces
(or, root domain names) of the imported LDIF file to compare to the existing Portal directory.
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For example, if you exported the entire directory, then made changes to only one area of the
directory, such as Administrators & Operators, you would select Administrators & Operators
as the "root" during the import. The rest of the LDIF file will be ignored.

£8  submit Import

n

- Roots
¥ Administrators & Operatars [T Tasks [T Entire Metwark
[ Jobs [T Entitlement [T Radia Subscriber Infarmation

Nextl Elackl Resetl Cancel |

Figure 4.112 ~ Submit Import—Pick roots dialog box.

6. Click Next.

The Submit Import—Import select dialog box opens. This dialog box displays the
differences between the LDIF file that you are importing and the Portal directory.
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&8 Submit Import

Import-
select

~ Differences
Modes ta display : IA” 'l Select Al |

© Test User (whoftest)

& Administrators & Operatars {wha)
&' Operator fwhofoperatar)

@ Guest fwhofguest)

& Portal Administrator (whofadming

=

1-50f 6 items [

~Add -
Mo nodes in list.

~ Delete 5
Mo nodes in list.

~ Modify

Mo nodes in list.

y

Carrtmit | Elackl Cancel |

Figure 4.113 ~ Submit Import—Summary dialog box.

If necessary, use the Nodes to display drop-down list to limit the information that appears
in the Differences area.

o Select All to review all items changed to the LDIF file at once.

o Select Add to review only those items that have been added to the LDIF file.

o Select Delete to review only those items that have been removed from the LDIF file.
o Select Modify to review only those items that have been modified in the LDIF file.

In the Differences area, click the items that you want to accept as changes. For example, if
you want to add Test User to the Portal Directory, click G'
OR

If you want to accept all of the changes, click Select All.
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The items that you selected are added to the appropriate list below. If you want to remove an
item from the list, click its name.

£8  submit Import

Import-
select
~ Differences “

Modes to display IA” 'l Select Al |

&) Administrators & Operators (wha)
&) Operator iwhofaperatar)

& Guest (whofguest)

& Portal Administrator fwhodadmin

8 Test User (whotest)

~ Delete -

Mo nodes in list.

~ Modify .

Mo nodes in list.

St | Elackl Cancel |

Figure 4.114 ~ Submit Import—Import Select dialog box.

9. Click Commit.
The items are added to the Portal directory.
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/2 RMP: who - Microsoft Internet Explorer provided by Novadigm Inc. =10 x|

| Fle Edt tiew Favorites Toos Help |

| weak » = - (@ [0 A| Qoeach Garavertes (BHstory | By S EH &

| address [ hitp:/flocalhost 3486 =] @w

Radia Management Portal NIVATIFN
dministrator | Logout Description: Dei ) WHOY) @
lﬁf yol ,ﬂ | Details | Large | Swmall| List [nn‘l -Tof T Remsau]

8 8 82

Authority

“Directory
B Administrators & Operataors

G £ Task Guest Lisa Smith Metwork Adrrins
roup of Tasks N
Directory Management E % s
1 Export Operations Staff Operator Portal Administrator
" New item added to the Portal Directory
& Import : |
&) Update Novadigm Tasks Test User
Model Administration £
o Add Group
© Add Person
3 Cuery
&~ View Properties
L -
|&1 pone [ [ mtermet 7

Figure 4.115 ~ Result of import to Portal directory.

Updating Tasks

Use Update Tasks to update the tasks available to you when you receive a new build of the
Radia Management Portal.

To update tasks

1. Stop the Radia Management Portal. See Starting and Stopping the Radia Management Portal
on page 53 for more information.

2. Copy the new rmp.tkd into the \modules folder of your Radia Integration Server directory
(by default SystemDrive:\Novadigm\IntegrationServer\modules).

3. Start the Radia Management Portal. See Starting and Stopping the Radia Management
Portal on page 53 for more information.

4. Use the Navigation aid to go to the Zone Configuration Tasks container.

5. In the Directory Management task group, click Update Tasks.
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Navigation [Location)

<5 Directory

2 radia
Bl [ Zone: Morth America |
2 [ Configuration |

5 [ Tasks ]
Group of Tasks

Directory Management
0 Export

& Import

& Update Tasks

Figure 4.116 ~ Navigate to the Zone Configuration Tasks container to Update Tasks.

6. The Update tasks — Select dialog box opens.
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£8  Submit Update

o Update-
tasks-
select

- Differences “

Modes to display : IA” 'l Select All |

= Radia Full Connect fwhat/notify/full)
= Radia Full Connect {what/notify-subscription/full)

-Add -
‘ Mo nodes in list.

-Delete “

‘ Mo nodes in list.

- Modify -
‘ Mo nodes in list.

Carmrmit | Cancel |

Figure 4.117 ~ Update tasks — Select dialog box.

If necessary, use the Nodes to display drop-down list to limit the information that appears
in the Differences area.

o Select All to review all task changes at once.
® Select Add to review only those tasks that can be added to the Radia Management Portal.

e Select Delete to review only those tasks that can be removed from the Radia
Management Portal.

o Select Modify to review only those tasks that can be changed in the Radia Management
Portal.

In the Differences area, click the items that you want to accept as changes.
OR
If you want to accept all of the changes, click Select All.

The tasks that you selected are added to the appropriate Add, Delete, or Modify list. If you
want to remove a task from the list, click its name.
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£8 Submit Update

Update-
tasks-
select

~ Differences 5

Modes to display IAII vl

Mo nodes in list.

~ Add 5
Mo nodes in list.

~ Delete “
Mo nodes in list.

-~ Modify .

Ti Radia Full Connect  (what/notiffull)
i Radia Full Connect  (what/notify-subscriptiondfull)

Commit | Cancel

Figure 4.118 ~ Submit Update — Update- tasks- select dialog box.

9. Click Commit.

The selected tasks (shown in the Add, Delete, and Modify areas) are updated in the Radia
Management Portal Tasks container.

252



Chapter 4

Managing Jobs

The Jobs container in the Radia Management Portal Zone Directory stores objects that represent
all of the current jobs in the system, and jobs completed within the past four days.

Jobs can be viewed in the History Container as soon as they are executed. See Viewing Job
History on page 262.

Filtering Job Groups or Jobs by Status

Use the Status list box on the Authority toolbar to quickly filter a Jobs container display by job
status. For example, if you are viewing all Jobs (that is, a list of all Job Groups), select a Status of
"Failed" to view only the Job Groups having one or more failed jobs. Or, if you are viewing a
specific Job group, you can select a status of "Waiting to Start" to see how many jobs in the group
have yet to run.

Use the Query Jobs task to further locate a set of jobs that meet additional criteria, such as
a scheduled start time or period, the target audience, and who submitted the job or job
group. For details, see Querying Jobs or Job Groups on page 256.

To filter Jobs by Status

1. Use the Navigation aid to go to Directory, Zone containers.

2. In the workspace, click Jobs.

3. From the toolbar, open the Status drop-down list, and click a job status.
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[ﬁﬂj Radia Management Portal

n
£ Portal Administrator | Logout Description:

Navigation (Location) £ @e ’ E] LHER dg Swtus All '| [0-9)(A-E)[ i) k=01 AT 2] iaee) EDEDT-6

Director . Al "
% radia ’ Display Name Waiting to Start Created by S
w [ Zone: North America | uJ [ AlarmContainer ]
[ [ Jobs | [ [ Export to Admins. Idif ] Portal Administratar
5 GateWay/d
Group of Tasks 3 [ History |
Directory Management )0 [ Network Discovery | Ended with Errors Directory
Model Administration D B System Checkpoint Waiting to Start Directory
a ¥
Operations £
© Add Job Sequence -
Al | ’[—I
& [ [ [ NJLocalintranet 7

Figure 4.119 ~ Viewing Jobs for a selected Status.

The workspace displays only the jobs with the selected status.

4. To return to a view of all jobs in the container, open the Status drop-down list, and select
ALL.

Modifying Job Groups

Use the Modify task to make changes to job groups that are not currently in progress.

To modify a job group

1. Use the Navigation aid to go to Directory, Zone containers.

2. In the workspace, click Jobs.

3. Select the job group that you want to modify.

4. In the Model Administration task group, click Modify.
The Modify Job Group dialog box opens.
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f’j Modify Job Group

-Properties
Name |Install Radia Client
Description |Install Radia Client
Tracing Enabled? Coon & off

Jobs running at any time ISD

Start in batches of Im

Per seconds IBD

Run: IOnCB vI
Starting on: [apr =28 =||z003 =] &t 12 =25 =]

hodify I Reset | Cancel |

Figure 4.120 ~ Modify Job Group dialog box.

Modify the job as necessary.
® In the Name text box, change the name of the job group.
o In the Description text box, change the description of the job group.

o Inthe Tracing Enabled? field, select the on option so that additional messages are
written to the log about the execution of the job group. It is recommended that you leave
this option set to off unless otherwise instructed by HP Technical Support.

e In the Jobs running at any time text box, type the total number of jobs that can be
active at any time within this job group. An entry of 0 means there is no limit. The
default is 30.

e In the Start in batches of text box, type the number of jobs that can start within a
specified time period, as defined by the following Per seconds field. An entry of 0 (zero)
means there is no limit.

o In the Per seconds text box, specify the time period (in seconds) to wait before starting
the next batch of jobs. An entry of 0 (zero) means there is no limit. The default is one
batch per minute, or per 60 seconds.

® In the Run drop-down list box, change how often the job group runs.

e In the Starting on drop-down list box, change the date and time when the job group
should start.

When you are done making changes, click Modify.
The changes are saved and the Job Group is the selected Authority.

255



Administrative Functions

Querying Jobs or Job Groups

Use the Query Jobs task in the Model Administration task group to locate existing jobs or job
groups, review their status, and make changes to the job groups. You can focus your query on jobs
or job groups or both, and limit your query to a scheduled start time or period, a specific job status
(such as Failed), the target audience, and who submitted the job or job group. For example, you
can query all jobs that failed in the last 12 or 24 hours.

To perform a query for a job or job group

1. Use the Navigation aid to go to the Directory, Zone containers.

2. In the workspace, click Jobs.

3. In the Model Administration task group, click Query Jobs.
The Query Job Group dialog box opens.

Query Job

- Time Window 5
Scheduled From Time: [Apr >||28 =] [2004 | OO x| |00+
Scheduled To Time: [may =|[02 =] 2004 =| |00 =] |15 =]

- Display Selection N
Display: IJthroups 'l

-Job Characteristics <
Watch All Constraints?

Status:

Target Audience:

YWaiting to Start
Created by: Successful
Failed
Active
- Create CSV File ————————|Disabled I
Directory CihAzonetetciexport
C5Y Filename:

filename will be appended with .csv extension

Cancel |

Figure 4.121 ~ Query Job Group dialog box.
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Use the Time Window area to limit your query to those jobs or job groups scheduled to start
between the dates and times you select.

In the Scheduled From Time drop-down lists, select the earliest date and time when the job
or job group was scheduled to start.

In the Scheduled To Time drop-down lists, select the latest date and time when the job or
job group is scheduled to start.

Use the Display Selection area to specify whether you want to limit your query to Jobs, to
Job Groups, or to both Jobs and Job Groups.

In the Display drop-down list, select Jobs or Job Groups.

If you want to restart failed jobs, query for Job Groups. The Restart Failed Jobs task is
only available at the level of a Job Group.

Use the Job Characteristics area to further limit your query.

Select Match All Constraints? if you want the results of your query to match all of the
specifications that you will set in the fields below.

In the Job Status drop-down list, optionally select a specific job status to limit the query to
jobs or job groups with that status. Specific job statuses include Waiting to Start,
Successful, Failed, Active, and Disabled.

In the Target Audience text box, optionally type the name of the computer on which the job
or job group is being performed. You can use the asterisk (*) as a wildcard in your entry.

10. In the Created By text box, optionally type the logon ID of the user who scheduled the job or

job group. You can use the asterisk (*) as a wildcard in your entry.

11. Click Next.

A list of the jobs or job groups that match the criteria opens.

QO ¥ .ﬁ PER d Stetus Failed = [ea][a-£][ A1 #-01[ AT ez ace] ([EJEDT -2 of 2 items T :

2 Install Managerment Agent Ended with Errars Portal Administrator 200301/16:12:55
B Motify By Device Failed Fartal Adrministrator 200301514:12:20

Figure 4.122 ~ Results of a query for failed job groups.
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Restarting Failed Jobs in a Job Group

1. Go to the Jobs container, and display a job group containing one or more failed jobs.

If the jobs failed due to an incorrect User log on or Password, restarting and/or modifying
the job will not fix the problem. You must create a new job with the correct Administrator-
authorized User and Password entries.

[éfn Radia Management Portal

invent
£ Portal Ad rator | Logout Description:
' =Y
Navigation (Location) & @ @ Lﬁ’ Iﬂ »PHEHE =) [14]' 4 AEREARELTS [) ]
& Ditectory Display Name Status Created by Comment

2 radia & - ; ; .
Metwark Discover Ended with Errars Directar completed:

Bl [ Zone: Morth America | @ ! ! ? 0

B [ Jobs |

[ [ Network Discovery |

Group of Tasks

Directory Management

b2l oY

Model Administration
© Disable
) Modify
L3 Query Jobs
A Remove
O Restart Failed Inhs

[
‘@ ,_ ,_ ’_ Local intranet 4

Figure 4.123 ~ Restart Failed Jobs.

2. Click Restart Failed Jobs from the Model Administration task group to restart the failed

jobs in this job group.

The jobs are restarted immediately, as shown in the active jobs page (see Figure 4.124 ~
Restarted failed jobs of Install Management Agent show active status on page 259).
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a RMP: when/51 - Microsoft Internet Explorer provided by Novadigm Inc. > = | Dlﬂ

.,'f. Fortal Administrator | Logout Description: nsiziiMa,

@ X
(¥ » (2] | vetails| Large | Small | List B -30r3kems D0
Display Hame Status Created by Comment

& MNIOSEPHHP2 Currently Active Portal Administrator starting
& NowvaDOC Currently Active Puartal Administrator starting
& PATHZPTEST Successful Portal Administrator completed

Figure 4.124 ~ Restarted failed jobs of Install Management Agent show active status.

3. Close the job status page when the restarted jobs finish.

Stopping Job Groups

Use the Stop task to stop an active job group from running. If the job group is set to recur, it will
run as scheduled in the future.

This task applies to job groups only and is not available for individual jobs.

To stop job groups

1. Use the Navigation aid to go to the Directory, Zone containers.
2. In the Workspace, click Jobs.

3. Click the job group that you want to stop.

4. In the Model Administration task group, click Stop.

A confirmation appears in the workspace.

@ Stop Job Group

Are you sure you want to stop {Install Radia Proxy Server}? +/ X

Figure 4.125 ~ Stop Job Group message.
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5. Click + to confirm that you want to stop the job group.
OR
Click ¥ to indicate that you do not want to stop the job group.

Disabling Jobs or Job Groups

Use the Disable task to prevent a job or job group from being processed. You must use the Enable
task to reinstate processing of a disabled job or job group.

To disable jobs or job groups

1. Use the Navigation aid to go to the authority of Directory, Zone.
2. In the workspace, click Jobs.

2. Click the job or job group that you want to disable.

3. In the Model Administration task group, click Disable.

A confirmation appears in the workspace.

IB Disable Job Group

Are you sure you want to disable Radia Full Connect? + X

Figure 4.126 ~ Disable Job Group message.

4. Click +/ to confirm that you want to disable the job or job group.
OR
Click X to indicate that you do not want to disable the job or job group.

Enabling Jobs or Job Groups

Use the Enable task to restart a disabled job or job group the next time it is scheduled to run.

To enable jobs or job groups

1. Use the Navigation aid to go to the Directory, Zone containers.
2. In the workspace, click Jobs.

3. Click the job or job group that you want to enable.

4. Inthe Model Administration task group, click Enable.
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A confirmation appears in the workspace.

E‘““j Enable Job Group

Are you sure you want to enable Radia Full Connect? + X

Figure 4.127 ~ Enable Job Group message.

5. Click + to confirm that you want to enable the job or job group.
OR

Click ¥ to indicate that you do not want to enable the job or job group.

Removing Jobs or Job Groups

Use the Remove task to completely disable a job or job group and remove it from the list of jobs.

To remove jobs or job groups

1. Use the Navigation aid to go to the authority of Directory, Zone.
2. In the workspace, click Jobs.

3. Click the job or job group that you want to remove.

4. Inthe Model Administration task group, click Remove.

A confirmation appears in the workspace.

& Remove Job Group

Are you sure you want to remove this object? ' X

Figure 4.128 ~ Remove Job Group message.

5. Click +/ to confirm that you want to remove the job or job group.
OR

Click X to indicate that you do not want to remove the job or job group.
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Viewing Job History

The History Container stores daily histories of all executed jobs, displayed in reverse date and

time order. Jobs are written to the current day's history file as soon as execution stops (with or

without errors).

To view job history

1. Use the Navigation aid to go to the Directory, Zone containers.
2. In the workspace, click Jobs.

3. In the workspace, click History.

Job histories are listed in reverse chronological order by date and time. History files include

the date in the format: YYYYMMDD.

4. Click the history file for the date whose jobs you want to review.

Click Details to view a concise summary of the job groups for that day.

[ﬁﬂ Radia Management Portal

£ strator | Logout Description: i

Navigation (History)
[} [ Desktop |
[ Zone: Morth America |
[ [ Jobs |
¥ [ History |
# *[ 20040430-History |°

[ 11:42-delete Client RIM Imports [ 11:34-delete South Wing Group
Group of Tasks (Success. . ] (Successfu . |

Directory Management

Madel Administration

[ 18:21-Metwork Discavery (F-"-"" " 15.07-Backup Directory (Successful) | [ 11:42-delste Import Group (Succe:

[ 11:32-Metwork Discovery (Faile

s

|

[%J Localintranet

4

Figure 4.129 ~ History file for jobs on April 30, 2004.

5. Click a specific job group from those displayed in the workspace.
The workspace lists the jobs that ran in that job group.

6. Click a job in the workspace.
The Job Properties dialog box displays the details of the job.
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Viewing Properties

Click the View Properties icon # on the toolbar to display the properties for an object or a job.
The properties that appear vary based on the selected object.

€8 Service Techs

Group Properties

Properties | Object Information

-Properties
. ZA
Create Time Stamp 2004.”35&1‘ 230
Members DOCFESTE
. prod d;vfce1
.7 SUDH1B64
7 A7estBO0
Modify Tiyeétamp /ZDDfl.n'DEfoi 19:59

Eacktotup R /

- Objecphiformation /'
Commopn-Hame  Serice Techs
X500 Distinguished Name  cn=semice techs, ch=west coast group, ch=grougp

/ ch=northarmetica, cn=radia
-Dbject Class o
/ ] p
o HiEEH
. /
Back to tap
/

Figure 4.130 ~ Group Properties dialog box.

Most Properties pages will display the group areas shown in Figure 4.130: Properties and Object
Information. To easily navigate a Properties page:

m  Click one of the top labels to jump to that group area. Some objects contain an Advanced
label giving you access to advanced properties for that object.

m Click on a Back to top label to return to the top of the page.

Any items underlined on a Properties page represent an active link to that object. For example, in
the previous figure, all Members listed in the Properties area and the Parent Object in the Object
Information area are underlined.

m  Click on any underlined object to jump to that object's Properties.

m  Use the Back button on your web browser to return.
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Summary

Run Update Tasks when you receive a new build of the Radia Management Portal to update
the tasks available to you.

You can add, modify, and remove task groups.

Adding delegated administration roles is a three step process that consists of:

e Assigning administrators and operators to a role.

® Specifying the tasks that the administrators and operators in the role will have access to.

® Selecting where, in the infrastructure, the administrators and operators can perform the
tasks.

Use the Backup Directory task to backup the entire Radia Management Portal Zone
Directory. The creation date and time is appended to the given backup directory name to
make it easy to select the appropriate backup directory for a restore.

Use the Restore Directory task to restore a backup of the entire Radia Management Portal
Zone Directory.

Use the Export task to export a subset of your Radia Management Portal Directory to an
LDIF file.

Use the Import task to import an LDIF file into your Radia Management Portal Directory.

Use the Move/Copy Devices task to move devices among your Groups defined in the Groups
container.

Use the Query Jobs task to locate existing jobs or job groups, or both, by scheduled start
time, status, submitter, or target audience. From the results of the query, you can view job
properties and even make changes to a job or job group.

Use the Modify, Disable, Enable, Remove, and Stop tasks to manage your jobs or job
groups.

Use the Restart Failed Jobs task to restart all failed jobs in a job group.
Use the History container to review jobs already executed.

Use the View Properties task to display the properties for any object. From any Properties
page, you can use the links available with a member or parent object's listing to jump to the
properties page from that object.
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At the end of this chapter, you will:

Be familiar with the lifecycle of every task.

Be familiar with the basic procedures that you will follow for every operations task.
Be able to select computers for management by the Portal Zone.

Be able to use Help Desk Notify to quickly notify a computer by name.

Be able to install the Radia Clients using default or customized profiles.

Be able to add, modify, or delete Client Install Profiles.

Be able to install the Radia Management Agent using a Dynamic or Static port assignment.
Be able to install the Radia Proxy Server.

Be able to synchronize the Radia Proxy Server.

Be able to install and open a remote Radia Management Portal Zone.

Be able to add Task Templates for scheduling jobs.

Be able to schedule jobs to run in multiple Radia Management Portal Zones.

Be able to run a sequence of jobs in a single task.

Be able to use Remote Control to manage Radia Clients.
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The Radia Management Portal offers several core tasks. A task is an activity that a person
performs to initiate a job. A job is a unit of work performed by the computer that is initiated by a
person (via a task) or a scheduled operation.

This chapter discusses the operational details of how to perform these tasks using the Radia
Management Portal and assumes that you have an understanding of how to use the Radia
product suite.

If you are not familiar with the operations, please refer to the HP OpenView web site for
more information.

The core tasks in the Radia Management Portal are:

Manage Computer

Click Manage Computer to bring one or more computers into your Radia Management
Portal Zone. This is a prerequisite to performing any other operation on the computer from
the Radia Management Portal. For details, see Managing Computers from your Radia
Management Portal Zone on page 270.

Add Task Template

Use Add Task Template to preset the options for a Task Type, such as Notify or Install
RPS, as a saved Task Template. Task templates can be selected and applied during the
Schedule Zone Operations task, as well. Add Task Template is available from the Task
Template container within the Zone, Configuration container.

Install Client

Click Install Client to install the Radia Client on remote computers. See Installing the
Radia Client on page 314 for more information. Multiple Client Install Profiles are supported.
For details, see Supporting Remote Installs Using Multiple Profiles on page 319.

Install Management Agent
Click Install Management Agent to install the Radia Management Agent on remote
computers. See Installing the Radia Management Agent on page 307 for more information.

Install Proxy Server
Click Install Proxy Server to install the Radia Proxy Server on remote computers. See
Installing the Radia Proxy Server on page 332 for more information.

Synchronize Proxy Server

Click Synchronize Proxy Server to force the Radia Proxy Server to connect to the Radia
Configuration Server to preload the files to the static cache on the Radia Proxy Server. See
Synchronizing the Radia Proxy Server on page 338 for more information.

Purge Dynamic Cache
Click Purge Dynamic Cache to purge the dynamic cache of the Radia Proxy Server. See
Purging the Dynamic Cache of the Radia Proxy Server on page 339 for more information.

Notify
Use the Notify tasks to perform an action on the selected audience. See Using the Notify
Tasks on page 281 for more information.
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Help Desk Notify %
Click the Help Desk Notify icon on the toolbar to quickly Notify a single computer, whose
name you already know. See Using Help Desk Notify on page 294 for more information.

Sequence Task

Use Sequence Task to enter and submit a series of jobs, in a single step, from a master
portal. Access the task from the Jobs container. Sequencing jobs can be an efficient tool for
managing jobs common to many devices across many zones. Future plans include the ability
to select conditions that must be met before executing the next job in the sequence.

Install Radia Management Portal

Click Install Radia Management Portal to remotely install another Radia Management
Portal Zone in your infrastructure. See Installing Additional RMP Zones (Subordinate Zones)
on page 347 for more information. Also refer to the tasks for Open Subordinate Zone and
Schedule Zone Operation.

Open Subordinate Zone

Click Open Subordinate Zone to quickly access the Radia Management Portal of another
Zone in your enterprise from the Zone Access Points container. See Opening a Subordinate
Zone on page 358 for more information.

Schedule Zone Operation

Click Schedule Zone Operation from the Zone Access Points container to run a Notify or
Install RPS job on all devices in each of the selected zones in your enterprise. The job options
must be predefined as a Task Template. See Scheduling Zone Operations on page 352 for
more information.
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Managing Computers in Your Radia Management
Portal Zone

Prior to performing any other operation on a computer, use the Manage Computer task to bring
the computers in your network or external directories under the control of the Radia Management
Portal Zone.

Important Note

There are other ways to add devices to your RMP Zone. For details, see Adding Devices to
an RMP Zoneon page 155 of Chapter 4: Administrative Functions.

The Manage Computer task:

m  Places the selected computer(s) in the Zone Devices container, which establishes it as a
unique device in the Zone directory.

m  Makes the devices members of the Zone Groups container Default Group.

Once a device is under management of the Radia Management Portal Zone, it can be selected for
an operation.

Use the following procedures to manage computers that are located in your network. If your
Administrator has configured access to an Active Directory, you can also use the same procedures
to managed computers that exist in locations in your Active Directory.

To manage a computer in your network
1. Use the Navigation aid to go to the Zone Networks container.

2. In the Workspace, select the Network containing the computer to be managed. For example,
Microsoft Windows Network.

3. In the Workspace, navigate through the Network hierarchy to the computer object. For
example, select the Domain and then select the Computer.
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Navigation (History)

[H] | Desktop |

Directory
Bl [ Zone: Morth America |

@ [ Metworks |

[ Microsoft Windows MNetw,

2 [ MOWADIGM |
= &

Naviagate to Computer

NRADT <

Directory Management
1 Export
£ Irpart

Group of Tasks

3

Model Administration

x Rermove

bd

Operations

.

Select Manage Computer

) Manage Computer <

S Maotify

Figure 5.1 ~ Selected computer in Domain of Microsoft Windows Network.

4. C(Click Manage Computer in the Operations task group.

At this point, the Radia Management Portal creates a unique device entry in the Zone Devices
container for this computer. The Navigation location switches to the Device object in the

Devices container.
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..... 0

ministrator | Logout

Navigation (Location)
& Ditectary

radia
Bl [ Zone: North America |
2 [ Devices |
Q L NRAO

Group of Tasks

Directory Management

[ﬁﬂ Radia Management Portal
Description:

+ [EIENEEEET)

%2 Notify By Device

% NRAO

Device Properties

Properties | Object Information

| Details | Large | Smal | List

~ Properties

T Export .

" Create Time Stamp  2004/05/07 15:30

] Ui DNS Host Name  NRAD

Model Administration ¥ Group Membership  Default Group

( Operations \ Modify Time Stamp 200406107 15:30
& Install Client Back to top

4 Install Management Agent ~ Object Inf,

& Install Proxy Server Display Name  NRAQ

& Install AME Common Name 20040507 T19303370
X500 Disti I cn=20040507119303320

O Wanage Proxy Assignment el

@ Motify Object Class  top

computer
device

%2 Motify By Subscription

I.ﬂ Refresh Management Agent mfmmatmn| Erack to top :
v

(& [ [ N3 cocalintraner

Figure 5.2 ~ Radia Management Portal after selecting Manage Computer task.

Notice that the Operation task group now displays many tasks that are available for this
managed Device. To take the best advantage of the Radia Management Portal, after adding a
device you'll want to:

e Move or copy it into all appropriate Groups of devices that are needed for operations on
this device. For details, see Moving or Copying Devices into a Group on page 184.

o Install the Radia Management Agent on the Device to make use of Cross References
groups. For more advantages of adding the Radia Management Agent, see Installing the
Radia Management Agent on page 307.

To manage a group of computers in your network

Before selecting a group of computers, you should become familiar with the dialogs to browse and
select devices for a group as discussed in Basic Procedures for Modifying Groups on page 156.

1.
2.

Navigate to the Zone, Networks container.

Navigate to a Network level containing the group of computers that you want to have
managed by the Radia Management Portal.

Click Manage Computer in the Operations task group.
Complete the selection of the computers to be brought under management.
Click Modify.

All selected computers are added to the Zone, Devices container and the Default Group of
the Zone Groups container.
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To move or copy these devices into different groups, see Moving or Copying Devices into a
Group on page 184.

To manage one or more computers located in Active Directory

An Active Directory can be configured for access by a Radia Administrator. In this case, it will
appear as an object in the Radia Management Portal at the same level as your Zone.

You can use the Manage Computer task to add one or more computers that exist in a connected
Active Directory to your Zone Devices container.

For details on configuring or connecting to an Active Directory, see Adding a Directory Service on
page 134.

About the Task Lifecycle

Operational tasks are performed on devices and device groups under management by the Radia
Management Portal Zone. These devices and group membership exist in one of three locations:

m  Device Container (individually)
m  Groups Container (Default Group and created Groups)

m  Cross References Container Groups (groups generated from devices with installed Radia
Management Agents)

To perform any operational task, you select a device or group of devices and then select the task to
perform from the Operations task group. Each operational task follows a similar lifecycle, as
shown in Figure 5.3 below.

-‘ sﬁ Execute now...
’ vour P
—» F — - —T» !
= : (&7
= - ...or later’
Select a Zone Location Select task Specify job options Schedule job

Figure 5.3 ~ The task lifecycle.

1. Select a Zone location.
Begin by navigating to a Zone location that includes the member objects on which to perform
some action. These members are also called the audience of the task.

Typically, a starting location is the Zone's Device, Groups, or Cross References
containers, depending on whether you are performing a task on either an individual device or
a group of devices.
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If you select a starting location with a wide device audience, a Query dialog opens to narrow
the scope of the job. For example, if you begin a task from a navigation location of Zone, you
can query the directory for a list of Groups in your Radia Management Portal Directory.

Important Note

The query does not check status information because the environment may change in the
time between when the query is performed, and when the job runs.

Select the task.

The tasks available are filtered according to your selected starting location. For example, the
Synchronize Radia Proxy Server task is available when the starting location is the Radia
Proxy Service object under a Device object, or a Cross Reference container of all Radia Proxy
Servers.

Specify job options.
The options vary depending on the selected task. For example, if you are performing a notify
task, specify the command line that you want to run on the target devices.

Specify scheduling options.
Specify when you want the job to run.
Review the summary.

When you are done specifying the information for the job, a summary of your selections opens.
When you are done viewing the summary, submit the job.

Basic Procedures for Operations Tasks

Because the task lifecycle is the same for each task, you will encounter several basic procedures
every time you want to perform some action. When you select a task, these basic procedures
appear as a series of dialog boxes in the workspace of the Radia Management Portal. When you
finish entering the necessary information, a job is created.

This section covers these basic procedures in detail.

Selecting a Starting Zone Location

When starting an operation, select a Zone location for performing the task that includes all objects
on which you want to perform the task. Become familiar with the Zone containers, as discussed in
About the Zone Containers on page 95. Different Zone containers contain different object classes.

Most operational tasks are started from a Zone's Device, Groups, or Cross References
containers—depending on whether you are performing a task on either an individual device
or a group of devices. For details on creating and modifying groups of devices, see
Establishing Devices and Device Groups on page 155.
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m  Operations related to other Zones that exist in your enterprise are started from the Zone
Access Points container.

m  For details on how to navigate to the different Zone containers, see Navigating the Portal
Directory and the Zone Containers on page 74.

Navigation (History)

] [ Desktop ]

<3 Directary
Bl [ Zone: Morth America |

€2 [ Groups |
81 *West Coast Group®

Figure 5.4 ~ Typical starting location: A group in the Zone, Groups container.

Performing Queries

Use the Query dialog box to narrow the scope of the job. For example, if you want to export
information about all computers that begin with the letter "N", use the Query dialog box to
search for a list of all of the computers discovered in the Microsoft Windows Network that begin

with the letter "N".

If you selected a single Authority, such as a particular computer, and then select a task, you
will bypass the Query dialog box.
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3]l Query Directory

-Type of Query

Query Depth & One Level © Current Level & All Below
Cluery Filter A d]]

- Query Constraints
Match All Constraints? O

Cormrmon Mame I

Display Marme I

Object Class I

Cancel |

Figure 5.5 ~ Query dialog box.

To perform a query
1. In the Type of Query area, select the Query Depth.

® One Level
Queries one level below the selected Authority.

® Current Level & All Below
Queries the current level and all levels below the selected Authority.

2. From the Query Filter drop-down list, select the type of object that you want to find.

For example, if your selected Authority is Administrators & Operators, you might select
Users from this drop-down list so that your query results contain only the users that match
your criteria.

The fields in the Query Constraints area change, based on this selection.

3. Ifyou want to constrain your query, type the appropriate information in the text boxes listed
in the Query Constraints area.
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You can use wildcards in these text boxes. For example, if you want to search for all
Administrator & Operators, users and groups, beginning with the letter a:

1. Select Current Level & All Below in the Query Depth area.

2. Select Administrators & Operators from the Query Filter drop-down list.
3. Inthe Common Name text box, type a*.

A list of all Administrator & Operators, users and groups, beginning with the letter a is
returned.

You can also search for more than one pattern in the Common Name text box by typing

the following characters directly between each pattern (do not use spaces): )(ch=
For example, if you want to search for all users and groups beginning with either the letter
a or the letter o:

1. Repeat steps 1 and 2, above.
2. Inthe Common Name text box, type a*)(cn=0* .

A list of all Administrator & Operators, users and groups, beginning with the letters a or o is
returned.

4. Select Match All Constraints? if you want the results of your query to match all of the
specifications that you typed in the Query Constraints area.

5. Click Next to initiate the query and to move to the next step in the task.

Selecting an Audience

Use the Select dialog box to narrow your audience. An audience is a group of devices or objects on
which you want to perform some action.

You will bypass the Select dialog box if:
0 Your starting Zone location is a single object when you select the task.
*  The result of the Query is a single object.
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~ Availahle - ~ Selected \
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eastcoastiecsned

[t | Back | Cancell

Figure 5.6 ~ Select dialog box.

This window displays the potential audience based on your starting Navigation location when you
selected the task. Therefore, if you began the task from the Zone level, the potential audience is
much greater than if your starting location is the Zone, Administrators & Operators,
Account Administrators Group.

To select an audience

1. From the Available list, select one or more devices.

2, Click m to add the selected devices to the Selected list.
OR
If you want to select all of the devices in the list, you do not need to select anything from the
Available list. Simply click U]] to add all of the devices to the Selected list.

3. If you want to remove devices from the audience list, select the appropriate devices from the
Selected list and then click m
OR
If you want to remove all of the devices from the list, simply click [ﬂ] to remove all of the
devices from the Selected list.

4. Click Next to move to the next step in the task.

The next step in the task is to specify the job options. The information that you need to
enter in this window varies depending on the specific task. See the instructions for the task
that you are performing for detailed information.
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Scheduling Jobs

Use the Schedule dialog box to set the scheduling options for the job. By default, a job will begin
immediately and run only once. However, you can modify these settings.

Jobs are organized in a tree view. At the highest level is the Scheduler, which is used to schedule
and dispatch jobs. The next level contains Job Groups, which contain groupings of jobs. For
example, you might have a job group that is intended to notify 10 computers. Below this job group
10 jobs are listed—one for each computer to be notified.

Job groups are scheduled to run within a specified time frame. In order to run, the job group has
to get permission from the Scheduler. Similarly, a job must get permission to run from its job
group. Therefore, all jobs receive permission to run from their parent object—whether that is a job
group or the Scheduler.

The Scheduler sorts jobs based on their priorities. So, if two jobs are set to run at the same time,
the one with the highest priority will receive permission to run first. If the time period expires
and the Scheduler has not been able to run a job, it will be cancelled.

- Scheduler Information

Job Name: ||

Description: IFuII Connect

Priority: INormaI vl

-Time Window
Run: IOnce ‘l
Starting on: [May ~||5 =|[2004 =] at[15 ][50 =]
Duration: IDD vl howrs |00 7| minutes

-Job Throttling

Have a maximurm of ISD Jjobs running at any time,

and start thern in batches of ID jobs per minute.

Nextl Elackl Cancel |

Figure 5.7 ~ Submit Notify—Schedule dialog box (Windows).

To schedule a job in Windows
1. Complete Scheduler Information group items.

e For Notify jobs, in the Job Name text box, type a name for the job group. The Job Name
appears in the Alias column of a Job Summary, next to the Display Name.
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In the Description text box, type a description for the scheduled job. The description
appears in the View Properties dialog box for the job.

In the Priority drop-down list, select the priority for the job. The Scheduler sorts all of
the jobs scheduled to run at a specific time by priority.

2. Complete Scheduler Information group items.

3. Complete Time Window group items.

In the Run drop-down list, specify how often you want the job to run.

The other Time Window options change based on the schedule type that you selected.

In the On Day drop-down list, select which day of the week the job should run on.
(Applies only to jobs set to run Every Week)

In the Starting on drop-down lists, select:
¢ The date when you want the job to run.
¢ The time (in hours and minutes) when you want the job to run.

¢ How often you want the job to run (in days or hours). (Applies only to jobs set to run
Every n Days or Every n Hours)

In the Duration drop-down lists, indicate how long (in hours and minutes) you want the
job to run. When the duration expires, the job is cancelled.

Complete the Job Throttling group items to limit the number of jobs running concurrently,
and the number of jobs started per minute for this job group. The Job Throttling settings are
especially beneficial when scheduling job groups with a large number of jobs.

Have a maximum of n jobs running at any time.

Accept or change the maximum number of jobs to be active at any time from this job
group. The default will vary according to the job type. An entry of 0 means there is no
limit.

And start them in batches of n jobs per minute.

If this number is not zero, the jobs in this job group will be batched, and one batch is
started each minute. Type the number of jobs to be placed in each batch. An entry of 0
means there is no batch-size limit.

Click Next to view the Summary dialog box for the job.

The Summary dialog box contains a summary of the job. Review the summary and then click
Submit to save the job.
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Core Tasks

The Radia Management Portal contains a core set of tasks. Use this section to learn how to use
each of the core tasks.

Using the Notify Tasks

Several Notify tasks are available to help you quickly identify a target audience.

Notify by Device
Allows you to quickly identify a target audience based on the characteristics of a device, such
as operating system or IP address.

Notify by Subscription

Allows you to quickly identify a target audience based on the applications currently being
managed by Radia.

Notify

Allows you to perform an open-ended query to create the target audience that you want to
notify.

Help Desk Notify %
Click the Help Desk Notify icon on the toolbar to quickly Notify a single computer, whose
name you already know. See Using Help Desk Notify on page 294 for more information.

See the Radia Application Manager Guide or Radia Software Manager Guide for more
information about notifying Radia Clients.

Notifying an Audience by Device Characteristics

In the Operations task group, use the Notify by Device task to quickly identify a target
audience based on the characteristics of a device, such as operating system or IP address.

Once Radia Management Agents are installed on devices in your Zone, you can also use the
Zone, Cross References container groups to notify all devices containing the same
Hardware, Operating System, Managed Services or Radia Infrastructure.

To perform a Notify operation based on the characteristics of a device

1.

Use the Navigation aid to select the authority.

2. From the Operations task list, click Notify by Device.

The Submit Notify Device—Select Device dialog box opens.
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% Submit Notify Device

~

- Device Characteristics

Match &l Constraints? O

Cornputer Marme

|
IP Address ]

Operating System

Senvice Pack

M Cancel |

Figure 5.8 ~ Submit Notify Device—Select Device dialog box.

3. Specify the criteria to narrow the scope of the job.

® Inthe Computer Name text box, type the name of the computer that you want to target.
You can use the asterisk (*) as a wildcard in your entry.

o In the IP Address text box, type the IP address of the computer that you want to target.
You can use the asterisk (*) as a wildcard in your entry.

e In the Operating System list box, select the operating systems that you want to target.
e In the Service Pack list box, select the service packs that you want to target.

4. Select the Match All Constraints? check box to match all of the criteria that you specified.
5. Click Next.

The Select dialog box opens.

6. Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 277 for more information.

7. Click Next.
The Submit Notify Device—Request dialog box opens.
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% Submit Notify Device
D

Request
 Full Connect

" Customn Matification Information

Nex‘(l Elackl Cancel

Figure 5.9 ~ Submit Notify Device—Request dialog box.

8. Use this dialog box to indicate whether you want to do a full connect to verify your
applications and update all mandatory applications or perform a custom notify.

Caution

If you modify this task (see Setting Default Options for Notify Commands on page 296),
remember that any modifications that you make affect the actual task. For example, if you
remove a particular Notify operation from the task, such as Full Connect, this will no
longer work properly when you select this option in the task. The common names (cn) for
each of the operations that might be affected are noted below.

e If you select Full Connect (cn=full), go to step 13.

e If you select Custom Notification Information, a new dialog box opens in the
workspace.
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% Submit Notify Device

W

- Request

Custorn Maotification Infarmation

Cammand ||

Fart number |3455
User Iuser1

lser Passwoard

7

Nextl Elackl Cancel |

Figure 5.10 ~ Submit Notify Device—Custom Notification Request dialog box.

9. Inthe Command text box, type the command line for the custom notification that you want
to perform.

10. In the Port number text box, type the port number that the Notify daemon will be listening
on. By default, the port number is 3465.

11. If necessary, in the User text box, type the user name for the target device.

12. If necessary, in the User Password text box, type the password for the target device.
13. Click Next.

The Schedule dialog box opens.

14. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 279.

15. Click Next.
The Submit Notify Device—Summary dialog box opens.
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% Submit Notify Device

’—‘) sSummary

~ Device Characteristics -,
Match All Constraints? Mo
Cornputer Marme: gal-4
IP Address:

Operating System:
Senvice Pack:

~ Selected Audience -
QA1-4
~ Request “
Motify By Device - Custom Motification Information
Cormrmand: clhwinntinotepad. exe
Complete When: adhoc
Fart number: 3465
User: user
~ Scheduler Information “
Starting On: 08/21/2002 04:15:00
Duration: 0
Periodic Interval: 0
Priarity: 0
Type: none

Subimit | Elackl Cancel |

Figure 5.11 ~ Submit Notify Device—Summary dialog box.

16. Click Submit.

The Job Status page opens with a list of the jobs. This page automatically refreshes every 60
seconds.
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/2 RMP: when/36 - Microsoft Internet Explorer provided by Novadigm Inc. =] ]

.,‘f. Fartal Administrator | Logout Description: Mo

¥ » (2] | vetils| Large | Small| List B8 -1ciienBD

Display Hame Current Status Result Comment Command Run State
[ QAl-4:3465 active idle

Figure 5.12 ~ Job Status window.

-
e C(lick d to refresh the page to display the latest status.

e C(lick > to view detailed information, such as the status of the installation.

17. When you are done viewing the job status, click E to close the Job Status page, and return
to the Radia Management Portal.

Notifying an Audience by Subscription

In the Operations task group, use the Notify by Subscription task to quickly identify a target
audience based on the applications currently being managed by Radia.

Before you use the Notify by Subscription task, be sure to set the default notify options.
You will not be able to modify the command line within this task.

See Setting Default Options for Notify Commands on page 296 for more information.

To perform a Notify operation based on subscriptions
1. Use the Navigation aid to select the Authority.
2. From the Operations task list, click Notify by Subscription.
The Submit Notify Subscription—Select Subscription dialog box opens.
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“{:; Submit Notify Subscription

n

- Subscriptions

Managed Application

Cancel |

NWD CIM Test Service
Sales Information
WEBEM Windows Services

Figure 5.13 ~ Select Notify Subscription—Select Subscription dialog box.

3. From the Managed Application drop-down list, select the application that you want to
target. The list of Managed Applications is based on the applications that have been installed
using Radia. If you have not installed any applications using Radia, this list will be empty.

4. Click Next.
The Select dialog box opens.

5. Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 277 for more information.

6. Click Next.
The Submit Notify Subscription—Request dialog box opens.

E:; Submit Notify Subscription

W

 arify Application - Sales Infarmation
 Update Application - Sales Infarmatian
 Full Connect

Nextl Elac:kl Cancel |

Figure 5.14 ~ Submit Notify Subscription—Request dialog box.

7. Select the appropriate request.
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Caution

If you modify this task (see Setting Default Options for Notify Commands on page 296),
remember that any modifications that you make affect the actual task. For example, if you
remove a particular Notify operation from the task, such as Verify Application, this will no
longer work properly when you select this option in the task. The common names (cn) for
each of the operations that might be affected are noted below.

e Sclect Verify Application (cn=verify) to verify that an application is working.
o Seclect Update Application (cn=update) to update the application.

e Select Full Connect (cn=full) to verify your applications and update all mandatory
applications.

8. Click Next.
The Schedule dialog box opens.

9. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 279.

10. Click Next.
The Submit Notify Subscription—Summary dialog box opens.
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/% Submit Notify Subscription

’7 Summary

~ Subscriptions ~
Managed Application: Sales Information
~ Selected Audience -
SALES
~ Request “
Matify By Subscription - Full Connect
Cammand: radskman
mname=Radia,dname=S0FTWARE ip=localhost port=3464
Carmplete When: radia/catalog
Part number: 3465
User: userl
~ Scheduler Information “
Starting On: 08/16/2002 15:05:00
Duration: ]
Periodic Interval: ]
Priority: ]
Type: none

Subrmit | Backl Cancel

Figure 5.15 ~ Submit Notify Subscription—Summary dialog box.

11. Click Submit.

The Job Status dialog box opens with list of the jobs. This dialog box automatically refreshes
every 60 seconds.
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ator | Logout Description: Noily
& 2 (2 | vetails| Large | Small | List BN -1 of 1 iter
Display Name Process Result C t C |

& TRACEDD job/contacted ok TRACBO0:3465  radskman.exe

4

- Microsoft Internet Explorer provided by Novadigm Inc.

State

-» contacted raname=|mgrnarme| dname=30F TYWARE ip=Imgr_ipl port=lmar_port| JOBID=M:2Z

s

Figure 5.16 ~ Job Status page.

Click ‘ﬁ to go up one level in the job or directory tree. For example, after viewing job
details, click this icon to return to the Job Group Summary.
Click “™lif you want to refresh the window to display the latest status.

Click # to view detailed properties for the job or job group. This gives you detailed
information on the job status.

Click to add a shortcut for Jobs to your Desktop.

e Click “ to obtain a printable view of the Jobs Status page.

12. When you are done viewing the job status, click m to close the Job Status page, and return

to the Radia Management Portal.

Notifying an Audience

Use the Notify task to perform an action on the target devices that you select.

A group of devices can be selected as the audience for the Notify task.

The Radia Management Portal has embedded support for Wake-on-LAN (WOL). If you
attempt to notify a machine that is not "awake" and the machine supports the Wake-on-LAN
capability, the Notify job will send a WOL message to wake up the machine and will
subsequently try to notify the machine two more times at intervals of 120 seconds. The
WOL message is sent only if the MAC address of the targeted machine is available in the
machine properties.
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To notify an audience
1. Use the Navigation aid to select the Authority.
2. From the Operations task group, click Notify.

If you selected a single Authority, such as a particular computer, and then select a task, you
will bypass the Select dialog box. Go to step 5.

The Query dialog box opens.

3. Specify criteria to narrow the scope of the job. See Performing Queries on page 275 for more
information.

To target one or more groups of devices for a Notify, do not select Computers as your
Query Filter, since you want to select from available Group objects in the next step.

4. C(Click Next.
The Select dialog box opens.

5. Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 277 for more information.

6. Click Next.
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The Submit Notify—Notify Opts dialog box opens.

5l

& Submit Notify

~ Notify Type

~ Notify Information

Command Iradskman req="Refresh Catalog",mnames=|mgrmame|.dname=SOFTWA
Faort number |3455

User [user Modify the command line as necessary.
User Pagswaord IM

1 item selected

Nextl Eiackl Cancel |

Figure 5.17 ~ Submit Notify—Notify Opts dialog box.

7. In the Notify Type drop-down list, select the type of Notify that you would like to perform.

The Command text box changes based on your selection.

In the Command text box, modify the command line as necessary. For example, if you select
Radia Refresh Catalog in the Notify Type drop-down list, the Command text box is pre-
filled with the following command line:

radskman. exe req="Refresh Catalog”, mname=|mgrname|, dname=SOFTWARE,

ip=|mgr_ip|, port=|mgr_port|, cat=y
You must replace information between the pipes (|) with the necessary information to
perform the notification. For example, you might modify the command line above to read:

radskman. exe req="Refresh Catalog”, mname=EastCoast, dname=SOFTWARE,
ip=10. 10. 10. 1, port=3464, cat=y

If you repeat a Notify operation often, you may want to modify the appropriate Notify task

so that it has default options that pertain to your organization. See Setting Default Options
for Notify Commands on page 296 for more information.
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8. In the Port number text box, type the port number that the Notify daemon will be listening
on. By default, the port number is 3465.

9. If necessary, in the User text box, type the user name for the target device.
10. If necessary, in the User Password text box, type the password for the target device.
11. Click Next.

The Schedule dialog box opens.

12. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 279

13. Click Next.

The Summary dialog box opens.

5

% Submit Notify

- Selected Audience 5
DOCTEST
- Selected Options “
Display Marme : Radia Refresh Catalog
Command - radskrnan reg="Refrash _
Catalog” mname=rpeterman, dname=50F TWARE,ip=10.10.10.1 ,pant=3454 cat=y
Part number : 3465
Uszer userl
- Scheduler Information 5
Starting On: 0362002 15:10:00
Duration: ]
Periodic Interval: ]
Priority: ]
Type: none

Submit | Elackl Cancel |

Figure 5.18 ~ Summary dialog box.

14. Click Submit.

The Job Status window opens with list of the jobs. This dialog box automatically refreshes
every 60 seconds.
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3 2Zone: North America .../northamerica/jobs/ 174 - Microsoft Internet Explorer

¢ @ X
OO ? ﬂﬂfﬂ‘]% =1 [[4]4 REREARERTY )]

Display Name Status  Created by Comment
éj DOCTESTE: 3465 Currently Portal rexec: DOCTESTE 3465 -> radskman req="Refrash
Active  Administrator Catalog”,mnarme=|mgrmarme|, dname=S0FTWARE ip=|mgr_ipl port=|mgr_port|,cat=y JOBID=M:175:178
- attermpt 1

£ Poral Administrator | Logout Description: Ref

Figure 5.19 ~ Job Status window.

o Click 5 to go up one level in the job or directory tree. For example, after viewing job
details, click this icon to return to the Job Group Summary.

-~
e (lick ﬂ if you want to refresh the window to display the latest status.

o Click # to view detailed properties for the job or job group. This gives you detailed
information on the job status.

e (lick to add a shortcut for Jobs to your Desktop.
® C(Click "= to obtain a printable view of the Jobs Status page.

15. When you are done viewing the job status, click a to close the Job Status dialog box, and
return to the Radia Management Portal.

Using Help Desk Notify

Use to quickly submit an immediate, one-time, Notify task to a specific computer whose DNS
name is known. Typically, this is used by Help Desk staff working on an issue, and includes a
single window to speed this one-time Notify.

The options and command syntax for the Notify task submitted through the Help Desk Notify
need to be previously set or customized. For details, refer to one of the following sections:

m  Setting Default Options for Notify Commands on page 296.
m  Creating Custom Notify Commands on page 301.

To notify a single computer from the Help Desk Tasks group

1. From anywhere in the Directory Zone, click the toolbar icon for Help Desk Notify %
The Submit Help Desk Notify window opens.
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HOME
[ﬁﬂ Radia Management Portal
.,"_I I;;'l:\:nt;l1‘«.\:!rrlirli‘z:tratw:wr | Logout Description: nc avalizbile @

Navigation (Location)

% Submit Help Desk Notify

< Directary
2 radia

Bl [ Zone: Morth Arerica | Notify-
helpdesk-

Group of Tasks select

Directory Management ¥ ~Target
Policy ) DMS Host Narne:
Policy (Advanced) Motify Type: Full Connect =

Full Connect

First Refresh Catalog : Submit | Cancel b
Refresh Catalog _I

=l
@ T —

Figure 5.20 ~ Notifying from the Help Desk Tasks group.

2. Inthe DNS Host Name field, type the DNS Host Name of the client computer to be notified.

3. In the Notify Type field, open the drop-down list and select the type of Notify to be
performed. The options for each type of Notify must be preset, as discussed in Setting Default
Options for Notify Commands on page 296.

4. Click Submit.

The selected Notify is run immediately, and the Job Status window opens.

3 Zone: North ...northamerica,/jobs/243 - Microsoft Internet Explorer

Description: Help

Des# Notily

& Qa1 oftitem

Status Created hy Comment
& pathaptest.usa.mycormpany.corm: 3465 Corrently Active Portal Administrator pathxptest. usa.novadigm. corm: 3465 -» contacted

Display Name

=

Figure 5.21 ~ Sample Help Desk Notify Job Status Window.

5. Press F5 to refresh this status window. To see the job details, click on the Display Name for
the job.
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Setting Default Options for Notify Commands

If you often repeat a Notify operation, you may want to modify the appropriate Notify task so that
it has default options that pertain to your organization. To do this, you will navigate to a specific
Notify task and then modify the properties for the appropriate type of Notify, such as Radia Full
Connect.

Prior to using the Help Desk Notify task, you must use these procedures to preset the default
options and command syntax for the available Help Desk Notify Task operations.

You can set default options for Notify operations issued from the following tasks:
Help Desk Notify (listed under H’s)

Notify

Notify By Device

Notify By Subscription

Notify via Inventory (if Radia Inventory Manager is loaded)

Caution

When modifying the Notify by Device or Notify by Subscription tasks, remember that
any modifications that you make affect the actual task. For example, if you remove a
particular Notify operation from the task, such as Radia Update Service, this will no
longer work properly when you select this option in the task.

To set default options for Notify commands

1. In the Navigation area, go to Directory, Zone, Configuration.

2. In the workspace, click Tasks.

3. In the workspace, click the Notify task that you want to modify, such as Notify.

Tip

Use the alphanumeric tabs and the paging arrows on the toolbar to page to the objects
whose names start with those letters. For example, click [K-O] to quickly page to the Notify
tasks. Click Next Page
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HOME

[l;ﬂ Radia Management Portal

r | Logout Description: ¥ Q that a ren ! ¥
)
# [H| Detsits | Large | Small | List [ 0-8][ A-£][ /][ £-01[ A7) ez (ace] ([P - 4 of 4 itemn:

CLERE
| i

[

invent

Navigation (History)

7] [ Desktop |
First Refresh Catalog Full Connect

5 Directory
Bl [ Zone: North America | Custom Motify
2 [ Configuration | [

[ [ Tasks |
@ *Motify* Refresh Catalog

Directory Management EJ
T Export
& Import
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| ;l_l
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,_’_‘ [%d Local intranet v

4|

&
Figure 5.22 ~ Location of Notify tasks.

4. In the workspace, click the type of Notify operation for which you want to set defaults, such as
Refresh Catalog.
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The Options Properties dialog box opens.

i Refresh Catalog
Options Properties

Properties | Object Information

~ Properties
Command radskman req="Refresh
Catalog”,mname=|marname| dname=S0FTWARE.ip=Imgr_ipl pot=Imgr_port|,cat=y
Complete When radia/catalog

Create Time 2004,/04/27 158:06
Stamp

Modify Time 200404527 18:06
Stamp

Port Number 34565
User userl

Back to tap

~ Object Information
Display Name  Refresh Catalog
Common Name  catalog
X500 Distinguished Name  cn=catalog, en=noatify, cn=task, cn=config, cn=narthamerica, cn=radia

Object Class  top
nvdTaskOptions

Back to top

Figure 5.23 ~ Options Properties dialog box.

5. In the Model Administration task group, click Modify.
The Modify Options dialog box opens.
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Ti Modify Options

-Properties
Display Name |Refresh Catalog
Command Iradskman req="Refresh Catalog" mname=|mgr
Port Number |3455
User |user1
User Password |...u
Complete When |Client Connects to RCS |

Modify | Reset | Cancel |

Figure 5.24 ~ Modify Options dialog box.

6. Modify the fields as necessary.

In the Display Name text box, change the display name of the task.

In the Command text box, change the default command line for the Notify that you want
to perform.

In the Port number text box, change the default port number that the Notify daemon
will be listening on.

If necessary, in the User text box, type the default user name for the target device.

If necessary, in the User Password text box, type the default password for the target
device.

From the Complete When drop-down list, indicate when the Notify is considered
completed. See the HP OpenView web site for detailed information about the Radia Client

and the Application Event (APPEVENT) object. If you are unsure about which option to
select, select Client Contacted.

Complete When Selection: Complete When Job Property:
Client Contacted adhoc
Client Connects to RCS radia/catalog

Client Sends Application Event radia/service

7. Click Modify.

The Options Properties dialog box opens and you can review your changes.
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The command line in Figure 5.25 ~ Options Properties after modifying is used for example
purposes only.

1i Refresh Catalog
Options Properties

Properties | Object Infarmatian

~ Properties ~

Command radskman reg="Refrash
Catalog" mname=FRadia dname=S0FTWARE ip=10.10.10.1 port=3454 cat=y

Complete When adhoc
Create Time Stamp 200404527 18:05
Modify Time Stamp 2004/05/05 17:45

Port Numhber 3465

User userl

Back to top

~ Object Information 5
Display Name  Refresh Catalog
Commeon Name  catalog
X500 Distinguished Name  cn=catalog, cn=notify, cn=task, cn=confiy, cn=northamerica, ch=radia
Object Class  top
nedTaskOptions

Back to top

Figure 5.25 ~ Options Properties after modifying.
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The next time you initiate a Notify and select the notification type that you modified, such as
Refresh Catalog, the new default settings appear in the Submit Notify—Notify Opts dialog
box. For example, notice that the properties specified in Figure 5.25 ~ Options Properties after
modifying on page 300 match the default settings for the fields in Figure 5.26 below.

f&'_:;b Submit Notify

D

- Notify Type

|Fu|| Connect j

- Notify Information

Carmand [radskmman mnarme=Radia,dname=S0F TWARE ip=10.10.10.1 port=|

Port Rurnber I3465
User Iuser1
User Password I..."

1 item selected

Nextl Back | Cancel |

Figure 5.26 ~ Sample Submit Notify—Notify Opts dialog box.

See Notifying an Audience on page 290 for more information about the Options dialog box.

Creating Custom Notify Commands

If you want to create your own Notify commands, you can use the Add Task Options task in the
Model Administration task group.
To add a new Notify command

1. In the Navigation area, go to Directory, Zone, Configuration.

2. In the workspace, click Tasks.

3. In the workspace, click the Notify task object to which you want to specify a command. For
example, click Help Desk Notify, Notify, or Notify by Device.
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Tip

Use the alphanumeric tabs on the Authority toolbar to page to the objects whose names

start with those letters. For example, click [K-O] to quickly page to the Notify tasks.

4.

[l;ﬂ Radia Management Portal

invent
£ Po ministrator | Logout

Navigation (History)
7] [ Desktop |
5 Directory

Bl [ Zone: North America |
2 [ Configuration |
[ [ Tasks |
@ *Motify*

Group of Tasks

Directory Management
T Export
& Import

Description:

Model Administration
& Add Task Options

HOME

® B

Iﬂ ,)@@\ Details | Large | Small | List [ 0-9][ A-E][ /][ &-O][ A7][ L2 | [ALL] mn1 - 4 of 4 itern:

[

Custom Motify

[

Refresh Catalog

[

First Refresh Catalog

[

:

Full Cannect

[%d Local intranet

5

A

4|

]

Figure 5.27 ~ Authority—Notify.

In the Model Administration task group, click Add Task Options.

302



5.

6.

7.

8.
9.

Chapter 5

Qﬁ Add options

-Properties

Commeon Name ||

Display Name

Command

User

User Password

|
|
Port Number |
|
|
|

Complete When Client Contacted j

Cancel |

Figure 5.28 ~ Add Options dialog box .

In the Common Name text box, type a name for the custom Notify task.

Caution

The Common Name for the object must be unique. If you attempt to create an object with a
name that has already been used, an error appears in the workspace indicating that the
object already exists.

In the Display Name text box, type a name for the Notify task that will appear in the
infrastructure representation.

In the Command text box, type the Radia command line that you want to run on the selected
target devices.

In the Port number text box, type the port that the Notify daemon is listening on.

In the User text box, type the administrator ID to obtain administrative authority on the
target device's domain.

10. In the User Password text box, type the administrator password to obtain administrative

authority on the target device's domain.

If you do not enter the password and administrative authority is required, the job may fail.
Check the job status for specific information.

11. In the Complete When drop-down list, select the client action that is to indicate this notify

task is complete. The following table shows how your selection is reported on a Task
Property or Job Property dialog box.
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Table 5.1 ~ Notify Job Completion Options

"Complete When" Selection

"Completed When" Entry on Options
Properties and Job Reports

Client contacted

Adhoc

Client connects to RCS

Radia/catalog

Client sends APP event

Radia/service

12. Click Add.

The Options Properties dialog box opens.

i Open Notepad

Options Properties

Properties
Commanil
Complete When
Create Time Stamp
Modify Time Stamp
Port Number
User

Back to top
Object Information

Display Name
Common Name
X500 Distinguished Name

Object Class

Back to top

Properties | Object Infarmation

chnotepad exe
adhoc
200405405 1758
200405405 1758
34B5

user]

Open Motepad
Open Motepad

ch=open notepad, cr=notify, cn=task, cn=config
ch=northarmerica, cn=radia

tap
mvd TaskOptions

Figure 5.29 ~ Options Properties dialog box.

The next time you initiate a Notify, the new command appears in the Notify Type drop-down list

on appropriate Notify dialog box.
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For more information about the Submit Notify-Notify Opts dialog box, see Notifying an
Audience on page 290.

For more information about the Submit Help Desk Notify dialog box, see Using Help Desk
Notify on page 294.
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Deploying Radia Management Infrastructure Products and
Applications

Use the Radia Management Portal to install Radia infrastructure products and applications to
remote devices.

Requirements for Remote Installations

In order to install Radia Infrastructure products, you must be aware of the following
requirements.

m  For Windows, the remote computer must be running Windows NT, 2000, XP, or Server 2003.

In some cases, Windows XP may need to be configured to support a remote installation.
See the HP OpenView web site for more information.

m  For HP-UX, the remote computer must be running the HP-UX operating system Version
10.20 or above, PA Risc CPU.

m  For Solaris, the remote computer must be running the Solaris operating system Version 2.5.1
or above, SPARC CPU.

m  The installation files for the Radia product must be stored in the Radia Integration Server's
\media directory. The Radia Management Portal installation program will copy these files
automatically. See Installation Procedures on page 31 for more information.

If you did not use the installation program to copy the files, you must manually copy these
files from the appropriate CD-ROM to the Radia Integration Server's \media directory. The
directory structure of the media directory should mirror the CD-ROM layout.

[ ) extended_infrastructure
[ comman_companents
[ managerment_parkal
() proxy_server

Figure 5.30 ~ Directory structure for extended_infrastructure under media.

m A packing list, which contains a list of the files to be transferred across the network, must
exist in the directory with the installation files. The Radia Management Portal creates the
packing list when you launch the remote installation.
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Specific instructions about how to use the Radia Management Portal to perform each remote
install follows.

Installing the Radia Management Agent

You can use the Radia Management Portal to perform operational and administrative tasks on
the Radia infrastructure; however, the Radia Management Portal cannot always perform these
tasks remotely. Therefore, the Radia Management Agent, which is a thin delegate, is installed on
the remote device to perform these tasks on behalf of the Radia Management Portal. It cannot
perform any tasks on its own.

When you use the Radia Management Portal to install Radia management services or
applications, the Radia Management Agent is automatically installed on the same device. Use the
Install Management Agent task to install, and optionally re-install, the Radia Management
Agent to remote devices. After registering with the Radia Management Portal, the Radia
Management Agent performs the task initiated by the Radia Management Portal, such as a
remote installation.

The Radia Management Agent is installed as a Windows Service on Windows NT, 2000, XP and
Server 2003 systems and can be configured to contact the Radia Management Portal at regular
intervals in order to make its presence known. The Radia Management Agent will notify the
Radia Management Portal when normal operations occur, such as system shut down or restarts.

The following is a list of some, but not all, of the tasks that the Radia Management Agent can
handle on Windows NT, 2000, XP, and Server 2003 systems on behalf of the Radia Management
Portal.

m  Starting or stopping services.

m  Performing remote installations.

m  Discovering all Radia services that are currently running on the device, such as the Notify

daemon, Radia Client Scheduler, Radia Configuration Service, and the Radia Integration
Service and sub-services.

Discovering the Radia-managed services on the device.

Discovering Hardware and Operating system details of the device, including Service Pack
levels.

Viewing Device Information Discovered by the Radia Management Agent

For examples of the information collected by the Radia Management Agent, display the Device
Properties for the computer hosting your Radia Configuration Server. In addition, take a look at
the groups automatically generated and maintained in the Cross-Reference container of the Zone.
These groups are created from the information collected by the Radia Management Agent.

307



Operations Functions

Choosing a Dynamic or Static Port Assignment for the Radia Management
Agent
For all tasks that install the Radia Management Agent, you can specify whether the Radia

Management Portal should communicate with the Radia Management Agent using a dynamically
assigned IP address and port, or a static port.

m  Using a dynamic port assignment for the Radia Management Agent reduces the risk of
security attacks on well-known ports.

m  Using a static port assignment for the Radia Management Agent is available to communicate
to an Agent that is behind a firewall.

Modifying the Radia Management Agent Re-Install Option

To facilitate the deployment of newer versions, the Install Management Agent task includes an
option to force a re-install of the Radia Management Agent. This option is turned on by default.
To review or turn off this option, access the Modify Install Management Agent Options dialog
box.

To set the Install Radia Management Agent task options
1. Go to the Authority of Directory, Zone, Configuration, Tasks.
2. From the Workspace, page forward i] and then select Install Management Agent.
3. Select Install Management Agent Options.
4. C(Click Modify in the Model Administration task group.
The Modify Install Management Agent Options dialog box opens.
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[ﬁﬂ Radia Management Portal

invent

£ Portal Administratar | Lagout Deseription: 1o de on avallable @
F— = [ . -
Navigation (L ocatior] i Modify Install Management Agent Options
& Directory
radia
w [ Zone: Morth Armerica | . A
12 | Carfiguration | ( Properties
[ [ Tasks | Force re-install of RMA ¢ o O aff
[ Install Management Agert
'ﬁ Install Management Agent...

| hodify I Reset | Cancel | e

Group of Tasks

Directory Management

2l

Model Administration
) Wlodify
HK Remove
I E
|@ Dane ’_ ,_ ,_ |‘:§ Local intranst 4

Figure 5.31 ~ Modifying task option to force a re-install of the Radia Management Agent.

Click the desired option for the Force re-install of RMA property. If set to on, you can push
out a newer version of the RMA.TKD to a machine with an existing one. If set to off,
machines with existing RMA.TKDs will not have the Radia Management Agents updated
using the Install Management Agent task.

Procedure to Install the Radia Management Agent

To install the Radia Management Agent

1.

2.

Caution

Be sure to read Requirements for Remote Installations on page 306 before performing this
procedure.

Use the Navigation aid to select the place in your infrastructure where you want to install
the Radia Management Agent.

A group of devices may be selected as the audience (target) of the Install Management
Agent task. If you choose a group of devices, the Query dialog box is bypassed.

From the Operations task group, click Install Management Agent.
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The Query dialog box opens.

Specify criteria to narrow the scope of the job.
Click Next.

The Select dialog box opens.

Select the audience from the Available list, and then click m to add them to the Selected
list.

Click Next.
The Install Management Agent — Install Opts dialog box opens.

% Install Management Agent

Install-
opts
~ Attributes -
Select Client Port & Dynamic © Static
Lser IAdministramr

User Password I

1 item selected

Nextl Elackl Cancel |

Figure 5.32 ~ Install Radia Management Agent—Remote Options dialog box.

In order to install a Windows service on a remote device, you may need to obtain
administrative authority on the target device's domain. Use this dialog box to type the user
name and password necessary to obtain access.

If you are installing the Radia Management Agent on the same computer as the Radia
Management Portal, delete Administrator from the User text box.

Use the Select Client Port radio buttons to specify whether the Radia Management Portal
should communicate with the Radia Management Agent using a dynamically assigned port
number or a static port number.
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e Using a dynamic port assignment reduces the risk of security attacks on well-known
ports.

e Using a static port assignment is available to communicate to an Agent that is behind a
firewall.

8. If you selected a Client Port type of Static, type the port number in the Port Number text
box.

9. In the User text box, type the administrator ID to obtain administrative authority on the
target device's domain.

10. In the User Password text box, type the administrator password to obtain administrative
authority on the target device's domain.

If you do not enter the password and administrative authority is required, the job may fail.
Check the job status for specific information.

11. Click Next.

The Schedule dialog box opens.
12. In the Schedule dialog box, specify when you want this job to run.
13. Click Next.
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The Install Management Agent—Summary dialog box opens.

@ Install Management Agent

j Summary

-Selected Audience ~
DOCTESTE
- Attributes <
Client Port Mumber Dynamic
Uszer Administratar
- Scheduler Information <
Starting On: 050552004 12:25:00
Dwration: 0
Feriodic Interval: 0
Priority: 0
Type: nane

Subrmit I Back | Cancel |

Figure 5.33 ~ Install Management Agent—Summary dialog box.

14. Click Submit.

The Job Status page opens with list of the jobs. This window automatically refreshes every
60 seconds.

e C(lick ‘5 to go up one level in the job or directory tree. For example, after viewing job
details, click this icon to return to the Job Group Summary.

e
o Click g if you want to refresh the window to display the latest status.

e Click # to view detailed properties for the job or job group. This gives you detailed
information on the job status.

e C(lick to add a shortcut for Jobs to your Desktop.

® C(lick “=to obtain a printable view of the Jobs Status page.
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15. When you are done viewing the job status, click E to close the Job Status page, and return
to the Radia Management Portal.

Below is an example of the Radia Management Agent (RMA) service that has been installed
on a remote computer. You can also see that the RMA discovers and registers the Radia
Integration Server (RIS) sub-services installed on the remote computer.

The Radia Management Portal uses the information discovered by the Radia Management
Agent to add the device to the appropriate groups in the Cross-Reference container of the
Zone.

HOME

[ﬁF] Radia Management Portal

ent

£ Portal Ad or | Logout Description: @

Navigation (Location) & e @ l.ﬁ“ @ F L [ %) Detaits | Large | Small | List [0-8][A-£][ F2][ £-0][ A

5 Directary
radia

Bl [ Zone: Morth America |
@_ [ Devices |

% ysw2k.usa mycompany.com

Radia Configuration Server Radia Integration Server (httpd)

Radia Management Agent Radia Management Portal
Group of Tasks

Directory Management ¥

Radia M3l Redirector Radia Motify Daemon
Model Administration ¥

Operations 2
&) Install Client
L&) Install Management Agent
&) Install Proxy Server
&) Install RMP
' Manage Proxy Assignment
93 Motify
%3 Motify By Device
%3 Matify By Subscription

2 Refresh Management Agent Infarmation _lLI
4| | »

] [ [T Sdtocolinwraret 4

Radia Proxy Server Radia Scheduler Daemon

Figure 5.34 ~ Radia Management Agent installed.

When the Radia Management Agent is installed to the remote device and the service is
started, a log (rma.log) is created in the directory where the RMA is installed. The RMA is
installed to SystemDrive:\Novadigm\ManagementAgent.
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Refreshing the Radia Management Agent

An installed Radia Management Agent discovers and registers the Radia Integration Server (RIS)
sub-services installed on the remote computer. If additional RIS sub-services are installed on the
remote computer after the Radia Management Agent's last discovery, use the Refresh
Management Agent task from the Operations task group to immediately update the registered
sub-services on the Radia Management Portal.

The Refresh Management Agent task will also remove the registration of services that have
been uninstalled since the previous registration. For example, if a Radia Client has been removed
from a computer since the previous registration, running refresh management agent will remove
the machine's client-related services, such as the Radia Notify Daemon and the Radia Scheduler
Daemon, from the Radia Management Portal's registry.

To refresh a Radia Management Agent's sub-service discovery

1. In the Navigation area, navigate to the appropriate device object whose Management Agent
service discovery needs to be refreshed.

You do not need to navigate to the Management Agent, just to the device object.

2. From the Operations task group, click Refresh Management Agent.

-
Click lg to refresh the Workspace area of the Radia Management Portal. You'll see the current,
newly registered Radia services and sub-services for the object.

Installing the Radia Client

Use the Install Client task to install the Radia Clients to remote devices. The Radia Client
installation program uses the Microsoft MSI format for Windows Installer. The program consists
of one MSI package, with five feature sets, one for each client—Radia Application Manager, Radia
Software Manager, Radia Inventory Manager, Radia OS Manager and Radia Patch Manager.
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Use the Manage Proxy Assignment task prior to the Install Client task if you want to
deploy a set of Radia Clients from pre-assigned Radia Proxy Servers, instead of directly from
the Radia Management Portal. This option allows for existing Radia Proxy Servers in your
infrastructure to handle some or all of the client deployment workload, instead of requiring
the Radia Management Portal to do all the work. For details, see Managing Proxy
Assignments on page 323.

The Radia Management Portal supports multiple client profiles. For details, see Supporting
Remote Installs Using Multiple Profiles on page 319.

To install the Radia 4.x Clients with the Radia Management Portal

Cautions

Be sure to read Requirements for Remote Installations on page 306 before performing this
procedure.

See the Radia Application Manager Guide for Windows or the Radia Software Manager Guide
for Windows on the HP OpenView web site for detailed information such as system
requirements and customization options for the installation.

1. Use the Navigation aid to select the device or group of devices on which you want to install
the Radia Clients.

A group of devices may be selected as the audience (target) of the Install Client task. If you
choose a group of devices, the Query dialog box is bypassed.

2. From the Operations task group, click Install Client.
The Query dialog box opens.

3. Specify criteria to narrow the scope of the job. See Performing Queries on page 275 for more
information.

4. Click Next.
The Select dialog box opens.

5. Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 277 for more information.

6. Click Next.
The Install Client—Client Opts dialog box opens.
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& Install Client

EW client-
opts

~ Profile and Initialization File

Profile:

1. Select the Client

Initialization File: Iinstall.ini vl Install Profile.

~ Product

Application Manager:

Software Manager:

2. Select the Radia

e b Eger Clients to install.

03 Manager:

[ I (e I

Patch Manager:

~ Install Options

RCE Host Marme: I

RCS Port Mumber: I

3. Specify the Radia

Perfarm Silent Install?: r Configuration Server
parameters.
FPerform Connect After
Install?:
~ Remote Client Credentials “
Select Client Port: & Dynamic © Static
User. [Administrator 4. Specify the logon
. credentials for the
User Password: I target device

Ne}{tl Elackl Cancel |

Figure 5.35 ~ Install Client—Opts dialog box.

7. From the Profile drop-down list, select a client profile to use for the installation. For details
on creating Client Profiles, see Adding, Modifying, and Deleting Install Profiles on page 319.
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In the Initialization File area, select the appropriate installation INI file from the drop-
down list. This file contains parameters necessary for the Radia Client to run, such as the IP
address of the Radia Configuration Server.

The Radia Management Portal will honor settings placed in a customized *.INI file when it
installs the client.

In the Product area, select the clients that you want to install on the target devices.

Caution

Be sure to install only the clients for which you have licenses. If you install a client for which
you do not have a license, the client will not authenticate with the Radia Configuration
Server.

In the RCS Host Name text box, type the IP address or host name that the Radia Client will
use to access the Radia Configuration Server.

In the RCS Port number text box, type the port number that the Radia Client will use to
access the Radia Configuration Server.

Select the Perform Silent Install? check box if you want to install a client without any user
interface.

Select the Perform Connect After Install? check box if you want the client computer to
connect to the Radia Configuration Server after the installation. This allows the client
computer to register with the Radia Configuration Server. See the Radia Application
Manager Guide for more information.

When the client computer connects to the Radia Configuration Server, the Radia
Management Portal also captures information about your subscribers and stores it in the
Radia Management Portal Directory. SeeDiscovering Radia Subscriber Information on page
326 for more information.

Using the Select Client Port radio buttons, select whether to communicate with the Radia
Management Agent on the Client using a Dynamic or Static port number.

e Using a dynamic port assignment reduces the risk of security attacks on well-known
ports.

e Using a static port assignment is available to communicate to an Agent that is behind a
firewall.

If you selected a Client Port type of Static, type the port number in the Port Number text
box.

In the User text box, type the administrator ID to obtain administrative authority on the
target device's domain.

In the User Password text box, type the administrator password to obtain administrative
authority on the target device's domain.

If you do not enter the password and administrative authority is required, the job may fail.
Check the job status for specific information.
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18. Click Next.
The Schedule dialog box opens.

19. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 279.

20. Click Next.

The Install Client—Summary dialog box opens.

& Install Client

‘) Summary

-Selected Audience “

hreys1683.usa.nova.com

- Profile and Initialization File "
Prafile: Default Client Install
Initialization File: install.ini

-Product -

Application Manager
Software Manager
Irventory Manager

05 Manager
Pateh Manager

- Scheduler Information “
Starting On: 05572004 20:00:00
Duratian: 0
Periodic Intereal: 0
Priarity: 0
Type: nare

Subrmit | Elackl Cancel |

Figure 5.36 ~ Install Client—Summary dialog box.

21. Click Submit.

The Job Status page opens with list of the jobs. This page automatically refreshes every 60
seconds.
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Supporting Remote Installs Using Multiple Profiles

This version of the product allows you to remotely install more than one version of the Radia
Clients from the Radia Management Portal. For example, you may want to install Radia 4.x
Clients on some computers, but Radia 3.x Clients on others. Or, you may want to minimize the
size of the client package being installed, and create a client code set that eliminates the required
Microsoft .NET code (for those machines you know already have the required .NET installed).

Adding, Modifying, and Deleting Install Profiles

Use the Add Install Profile task in the Model Administration task group to add a new profile for
a Client Install. The profile points to a code source for the product that is different from the
default code source provided by Radia Management Portal.

Topics in this section identify where to place the source code for Client Install Profiles, and
procedures for adding, modifying, and deleting them.

Client Install Profiles ~Source Code Required Locations

The code source needs to be placed at the following location:
m Client Installs: <RIS>¥media¥client¥<profile>¥<0S>

Where:

<RIS> is the Radia Integration Server location

<profile> is your folder name for the install profile

<0S> is the Operating System folder name. For Windows, <OS> is Win32.

The code source for the product needs to be in the <OS> folder. It may contain more than one *.ini
file.

To add a Client Install Profile

1. Navigate to the following location in the Radia Management Portal.

Navigation (Location) &

<5 Directory
I radia

Bl [ Zone: ACME Corp |
I [ Configuration |
2D [ Profiles ]
I [ Radia Products |
2D [ Client Installs |

Figure 5.37 ~ Location for Adding a Client Install Profile.
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2.

3.

Click Add Install Profile from the Model Administration task group.
The Add Client Install Profile window opens.

|j Add Client Install Profile

-Properties

Common Name |

Display Name |

Description I

Product Location |fc|ientf

Cancel |

Figure 5.38 ~ Sample Client Install Profile entries.

Complete the Properties for the Add Client Install Profile, as follows:

Common Name: A unique name for the Client Install Profile object in the RMP.
Display Name: The display name for this Client Install Profile in the RMP.
Description: A full description of the source code installed by this profile.

Product Location: The directory in the base-RMP /media/client directory that contains
the code source. Use forward slashes.

For example: /client/nodotnet

Below the folder specified in the Product Location must be
subdirectories for each supported operating system, such as win32.

The client source code is located in these operating system-level
folders.

Click Add.

The Properties page for the Client Install Profile opens. The Navigation area includes the
new entry for this Client Install profile.

Radia Management Portal users will now be able to select this profile from the Options page
when using the Install Client task.
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Figure 5.39 ~ Sample Client Install Profile Properties.

Radia Management Portal users will now be able to select this profile from the Options page
when using the Install Client task.

To modify a Client Install Profile

1.

Navigate to the where the profiles for Client Installs are located, shown in the following

figure.
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Navigation (Location) &
<5 Directory
D radia
Bl [ Zone: ACME Corp |
2 [ Configuration |
2D [ Profiles ]
2 [ Radia Products |
D [ Client Installs |

Figure 5.40 ~ Location of Client Install Profiles.

2. Click on the install profile object to be modified. You cannot modify the Default Client Install
object.

3. Click on Modify from the Model Administration task group. The Modify Install Profile
page opens.
4. Modify any of the fields, and click Modify.

& Modify Install Profile

-Properties N
Display Name Mo Net Install
Description |The no dot net 3.1 client install profile
Product Location |,fc|iem,fngdgtnet

hodify I Reset | Cancel |

Figure 5.41 ~ Modify Install Profile dialog box.

5. The Properties page opens, showing your modifications.

To delete a Client Install Profile

Deleting an install profile deletes the RMP user’s ability to select this profile during the Install
Client task. It does not delete the source code from the Product Location.

1. Navigate to the [Client Installs] container and click on the profile to be deleted.
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The Properties page for the Install Profile opens.

2. C(Click Delete from the Model Administration task group.
A prompt asks you to confirm the delete.

3. Click the green check mark to confirm the delete.

The profile object is removed from the [Client Installs] container.

Managing Proxy Assignments

Use the Manage Proxy Assignments task to designate Radia Proxy Servers in your
infrastructure to handle the deployment of client installation scripts for designated devices.

To assign a set of devices to a Radia Proxy Server, first create a group for all devices to be
assigned to a given Radia Proxy Server in the Groups container. Create separate groups for
devices being managed by different Radia Proxy Servers. See Adding Devices to a New Group on
page 319 for more information on how to create groups of devices. Then use the Manage Proxy
Assignment task to assign a Radia Proxy Server to all members of the group. Repeat the
Manage Proxy Assignment task for each Radia Proxy Server receiving node assignments.

After making all Radia Proxy Server assignments, use the Install Client task to schedule the
installation of the clients. If a device that is scheduled for a client installation has been assigned
to a Radia Proxy Server, the Radia Management Portal will first synchronize with the Radia
Proxy Server, and then the Radia Proxy Server will complete the client installation on the device.

To change or remove proxy assignments, first change the group members, and then repeat the
same Manage Proxy Assignment steps used to assign nodes to the Radia Proxy Server.

Requirements for Managing Proxy Assignments
m  One or more previously installed Radia Proxy Servers.

m For each Radia Proxy Server, an installed Radia Management Agent that has also
successfully discovered the Radia Proxy Server service.

If these requirements have been met, when you navigate to a device containing the RMA-
discovered Radia Proxy Server, the Radia Proxy Server icon will display in the Workspace of the
Radia Management Portal.

For example, Figure 5.42 ~ Radia Proxy Server discovered by the Management Agent on
DOCTEST on page 324 shows the Radia Proxy Server installed and discovered by the Radia
Management Agent on the computer DOCTEST. If you had multiple devices in your RMP Zone
with a Radia Proxy Server, all would be listed in the Zone Cross References container. Go to
the Infrastructure Services group and click on Radia Proxy Server. All devices that have Radia
Management agents and Radia Proxy Servers on them are automatically added to this Cross
References group.
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HOME
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Figure 5.42 ~ Radia Proxy Server discovered by the Management Agent on DOCTEST.

To assign devices to a Radia Proxy Server

1.

Create a group of Devices in the Groups container. Move all devices that are to be assigned to
a single Radia Proxy Server in the new Group. For details, refer to Adding Devices to a New
Group on page 319.

Use the Navigation aid to select the new Group for making proxy assignments.
From the Operations task group, click Manage Proxy Assignment.

The Manage Proxy Assignment - Select proxy dialog box opens.
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P

3,-;;_ Manage Proxy Assignment

n

- Proxy Server

M

Cancel |

Figure 5.43 ~ Select Proxy step of Manage Proxy Assignment dialog box.

Select a Proxy Server from the list to handle the client deployment for the set of devices that
are members of the selected Group.

Click Next.
The Manage Proxy Assignment — Summary dialog box opens.
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Navigation (Location)
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3 Motify By Device
%3 Motify By Subscription

Figure 5.44 ~ Manage Proxy Assignment — Summary of West Coast Device Group to be
assigned to Proxy Server DOCTEST.

6. Click Submit to save the proxy assignment of nodes to the selected server.

7. After completing all proxy assignments, run the Install Client task from the Radia
Management Portal Operations task group as discussed in Installing the Radia Client on
page 314. If a proxy-assigned node is selected for the Client Install, the Radia Proxy Server
performs the client script deployment, as opposed to the Radia Management Portal.

Discovering Radia Subscriber Information

The Radia Management Portal captures information about your subscribers and stores it in the
Radia Management Portal Directory. In the Cross References container, there is a group named
Managed Services. The information about subscribers is used to create automatic groups for
each services being managed by Radia for your subscribers.

When the Radia client computer connects to the Radia Configuration Server, the Radia
Management Portal captures the information stored in the Radia Database in the following
objects—ZCONFIG, ZMASTER, APPEVENT, and ZSTATUS. See the HP OpenView web site for
more information about each of these objects.

Use the Navigation aid to access the client device. The captured information is stored in
containers below the object.

In the following example, the Radia Client was installed on a remote client computer named
DOCTEST. Then, a sample application was installed on the client computer using Radia.
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To view Radia subscriber information

1.
2.

Navigate to the Zone Cross References container.
Select Managed Services.

The Managed Services container includes groups of devices for which the Radia Configuration
Server has reported Radia managed applications.

| Desktop |
Bl [ Zone: ACME Corp |

HOME

éﬂ Radia Management Portal

or | Logout Description: ar

Navigation (History) e e 13} @

[ ED [cevice .. 14 >

RE
‘1)..4'@‘ |20Items

| Device Manufacturers | [ Infrastructure Seri .. |

I
[ Operating Systems |

of

[ *[ Cross References | [ Managed Serices |

Group of Tasks k

B
[ [ [ [Sdiocalintranet 4

Figure 5.45 ~ Managed Services container in Zone Cross References container..

3.

In the workspace, click Radia Subscribers. Several containers appear; each represents a
subscriber who has connected to the Radia Configuration Server from the selected computer.
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Figure 5.46 ~ A list of subscribers who have connected to the Radia Configuration Server.

4. In the workspace, click the name of the subscriber for whom you want to view information,
such as Administrator. If the subscriber has not installed any applications, a window opens
in the workspace with general information about the client's connection to the Radia
Configuration Server.
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Figure 5.47 ~ View Properties Container window.

If the subscriber, such as lsmith, has installed one or more applications with Radia, a
container appears in the workspace.
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Figure 5.48 ~ Software container.

5. In the workspace, click software.

A list of the installed services appears.
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Figure 5.49 ~ List of Radia-managed services.

6. In the workspace, click a service for more information. In the example below, you can see that
the subscriber, Ismith, successfully installed the application Drag & View on the

DOCTEST computer.

331



Operations Functions

| Bl Ed view Help ‘

| wBack = - @D [ & BiSearch GaFavortes (AHstory | By S B - H &

Favorltes  Tooks

| Address [ http: flocalhast: 346!

HOME

Novaaqgren
big @
¥ » 2 | etais| Large | Small| List [ ]

v

Description:

Installing the Radia Proxy Server

<Directary
@ Entire Metwork
P Mlicrasoft Windows Network
FWORKGROUP
RADOCTEST
[DRadia Subscribers
[#|smith
[#rsoftware

ks

Model Administration
® Export

& Import

) Modify

L Query

A Remove

4 View Properties

ﬁDrag 8 Wiew

% View Properties Service

Display Name
ds.event
ds.fixdate
ds.instdate

ds.nvdobjcnum
ds.nvdobjcrc
ds.nvdobjrrc
ds.verdate

ds.verror

Name
Ohject Class
Object Class

Object Date
Object ID
Ohject Time
Parent Object
Status

Create Time Stamp 1007663315

Modify Time Stamp 1007665915

Dirag & Wiew

Install
2001-12-06T15:01:15-0500
2001-12-06T15:01:15-0500
00000000

2AR3TARE

fujuln}
2001-12-06T15:01:15-0500
000

Dirag & Wiew
ZSERVICE

top
nvdSerice

20010808
D001 FBO32FFE
18:50:53

cn=software, cn=lsmith,cn=subscribers cn=doctest,cn=workgroup cr=microsoft ,cn=warld

Successful

Il

&

[ [BE Localirtranet

Figure 5.50 ~ View Properties Service window.

Use the Install Proxy Server task to install the Radia Proxy Server to remote devices. During
the installation, you will receive status information and if the installation fails, it can be
rescheduled. The Install Proxy Server Task will prompt you to select a specific CFG file, if
multiple ones exist.

See the Radia Proxy Server Guide for more information.

See Preparing and Locating Configuration Files for Proxy Server Installs on page 337 for details
on preparing and locating customized CFG files for this task.
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To install the Radia Proxy Server

Caution

Be sure to read Requirements for Remote Installations on page 306 before performing this
procedure.

You may also want to check the HP OpenView web site for the latest information on this
topic.

Use the Navigation aid to select the place in your infrastructure where you want to install
the Radia Proxy Server.

A group of devices may be selected as the audience (target) of the Install Proxy Server task.
If you choose a group of devices, the Query dialog box is bypassed.

From the Operations task group, click Install Proxy Server.
The Query dialog box opens.

Specify criteria to narrow the scope of the job. See Performing Queries on page 275 for more
information.

Click Next.
The Select dialog box opens.

Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 277 for more information.

Click Next.
The Install Proxy Server—RPS Options dialog box opens.
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Figure 5.51 ~ Install Proxy Server—Install Options dialog box.

7. Inthe RCS Host Name text box, type the name or IP address for the Radia Configuration
Server.

8. Inthe RCS Port number text box, type the port number for the Radia Configuration Server.

9. In the RCS User text box for Install Options, type the user ID to use to connect to the Radia
Configuration Server.

10. If available, select which RPS configuration file to use during the installation from the RPS
Config File drop-down list. This field only appears if customized configuration files have
been added to the Radia Management Portal.

To make customized Radia Proxy Server configuration files available for selection during this
task, see Preparing and Locating Configuration Files for Proxy Server Installs on page 337.

11. In the User text box for Remote Client Credentials, type the administrator ID to obtain
administrative authority on the target device's domain.

334



Chapter 5

Tip

In order to take advantage of the Install Radia Proxy Server task, consider creating a
standard administrator ID across the domains in your network.

12. In the User Password text box, type the administrator password to obtain administrative
authority on the target device's domain.

If you do not enter the password, and administrative authority is required, the job may fail.
Check the job status for specific information.

13. Click Next.
The Schedule dialog box opens.

14. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 279.

15. Click Next.

The Install Proxy Server—Summary dialog box opens.
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Figure 5.52 ~ Install Proxy Server—Summary dialog box.

16. Click Submit.

The Job Status page opens with list of the jobs. This page automatically refreshes every 60
seconds. Press F5 to manually refresh it.
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Figure 5.53 ~ Job Status page.
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e C(Click ‘i to go up one level in the job or directory tree. For example, after viewing job
details, click this icon to return to the Job Group Summary.

B
' |
e Click =lif you want to refresh the status of the installation.

e Click # to view detailed properties for the job or job group. This gives you detailed
information on the job status.

e Click @] to add a shortcut for Jobs to your Desktop.

® C(Click = to obtain a printable view of the Jobs Status page.

When you are done viewing the job status, click ﬂ to close the Job Status page, and return
to the Radia Management Portal.

Preparing and Locating Configuration Files for Proxy Server Installs

Use these procedures to prepare one or more fully configured PRS.CFG files for the Install Proxy
Server task. The CFG files must be placed in a specific media location for the Radia Management
Portal to use them. When you run the Install Proxy Server task from the Radia Management
Portal, the task will prompt you to select a specific CFG file, if multiple ones exist. Select your
pre-configured CFG file, and the installed Radia Proxy Server will be installed fully configured
and ready to go.

To prepare a pre-configured RPS.CFG file for use the Install Proxy Server task

1.

Prepare a fully configured RPS.CFG file.

Perform a local installation of the Radia Proxy Server on a test machine that is the same
platform as the intended Radia Proxy Server platform. Edit the resulting rps.cfg file using the
directions given in the Radia Proxy Server Guide in the section Configuring the Radia Proxy
Server.

Place the configured rps.cfg file in a specific Radia Management Portal media directory.

The appropriate location of a configured rps.cfg file will vary according to the platform on
which you are installing the Radia Proxy Server: win32, hpux, or solaris. For example, the
location for a Windows Radia Proxy Server installation is similar to this:

C:\Novadigm\IntegrationServer\media\extended_infrastructure\proxy_server\win32\
media\etc

a. Go to the directory where the Radia Management Portal is installed.

The default is either
<SystemDrive>:\Novadigm\Radia Integration Server

OR
<SystemDrive>:\Novadigm\IntegrationServer

depending on when it was installed.
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3.

b. Go to the following folder location in the Radia Management Portal directory:
\media\extended_infrastructure\proxy_server\<platform>\media
where <platform> is win32, hpux, or solaris, according to which platform you are
installing the Radia Proxy Server on.

c. Add an \etc folder to the \media directory.

Copy the rps.cfg file to this platform-specific \media\etc folder. For example, if the
Radia Management Portal is installed on C:\Novadigm\IntegrationServer, and the
Radia Proxy Server will be installed on a Windows platform, then place the rps.cfg file in
the following location:C:\Novadigm\IntegrationServer\media\extended_infrastructure
\proxy_server\win32\media\etc

Run the Install Proxy Server task from the Radia Management Portal, as usual. The
installation task will also transfer the fully configured rps.cfg file.

Synchronizing the Radia Proxy Server

Use the Synchronize Proxy Server task to force the Radia Proxy Server to connect to the Radia
Configuration Server to preload the files to the static cache on the Radia Proxy Server. The task is
available for Devices whose properties include a Radia Proxy Server (cn=rps) service.

For devices that have a Radia Management Agent installed, the rps service is automatically
discovered.

For devices that do not have a Radia Management Agent installed, you can manually add a
service for the Radia Proxy Server to enable the task. For details, refer to Adding Services on
page 194 and Figure 4.63 ~ Adding a Service for a Radia Proxy Server on page 197.

See the Radia Proxy Server Guide for more information on the Radia Proxy Server.

To synchronize one or more Radia Proxy Servers

1.

Use the Navigation aid to select the Radia Proxy Server(s) that you want to synchronize.

e To synchronize an individual Radia Proxy Server, navigate to the Device's properties from
a Group or Device container, and select the service for the Radia Proxy Server.

o To synchronize all Radia Proxy Servers identified by the Radia Management Agents in a
Zone at once, navigate to the Radia Proxy Server group in the Zone, Cross
References, Infrastructure Services container.

In the Operations task group, click Synchronize Proxy Server.
The Schedule dialog box opens.

In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 279.

Click Next.

The Submit Synchronize—Summary dialog box opens.
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Starting On: 094102002 15:05:00
Duration: 0

Ferodic Interval: a
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Type: naone

Submitl Elau:kl Cancel |

Figure 5.54 ~ Submit Synchronize—Summary dialog box.

5. Click Submit.

A list of the jobs appears. Now, you can use the View Properties )J toolbar icon to view
detailed information, such as the status of the job.

The status of the synchronize proxy job will report the following events:
® Submission of the job request to the Radia Proxy Server.

e Start of session between Radia Proxy Server and Radia Configuration Server (for
preloading the files to the static cache on the Radia Proxy Server).

e Job successful.

See Viewing Properties on page 263 for more information.

Purging the Dynamic Cache of the Radia Proxy Server

Use the Purge Dynamic Cache task to purge the dynamic cache of the Radia Proxy Server. The
task is available for Devices whose properties include a Radia Proxy Server (cn=rps) service.

m  For devices that have a Radia Management Agent installed, a Radia Proxy Server service is
automatically discovered. These devices are automatically listed in the Zone Cross References
Container, within the Infrastructure Services group for Radia Proxy Servers.

m  For devices that do not have a Radia Management Agent installed, you can manually add a
service for the Radia Proxy Server to enable the task. For details, refer to Adding Services on
page 194 and Figure 4.63 ~ Adding a Service for a Radia Proxy Server on page 197.

See the Radia Proxy Server Guide for more information.
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To purge the dynamic cache of the Radia Proxy Server

1. Use the Navigation aid to select the Radia Proxy Server service on the Device whose cache
you want to purge.

® To purge the dynamic cache of an individual Radia Proxy Server, navigate to the Device's
properties from a Group or Device container, and select the service for the Radia Proxy
Server.

® To purge the dynamic cache of all Radia Proxy Servers identified by the Radia
Management Agents in a Zone at once, navigate to the Radia Proxy Server group in the
Zone, Cross References, Infrastructure Services container.

Navigation (History)
u;h Desktop |
& Directory
Bl [ Zone: Morth America |
D [ Cross References |
D [ Infrastructure Serce. ..
€2 Radia Proxy Server
W yswZk.usa.rmycompany.com
ik *Hadia Proxy Senver”

Figure 5.55 ~ Location of a device's Radia Proxy Server.

2. In the Operations task group, click Purge Dynamic Cache.
The Schedule dialog box opens.

3. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 279.

4. C(Click Next.

The Submit Purge—Summary dialog box opens.
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£8  Submit Purge
2)

Scheduler Information

Starting On: 08/21/2002 04:05:00
Duration: 0

Feriodic Interal: 0

Friority: 0

Type: naone

Subrnit | Elackl Cancel

Figure 5.56 ~ Submit Purge—Summary dialog box.

5. Click Submit.

A list of the job(s) appears. To view a job's details and the status of the job, click + on the toolbar
or click the View Properties task. See Viewing Properties on page 263 for more information.

Managing Services

Use the Radia Management Portal to manage services. For example, you can start or stop services
on your remote devices.

To manage services
1. In the Navigation area, select the service that you want to manage.

You can access a service from a Device's entry in the Zone Device container, Groups container,
or Cross-References Infrastructure Services container. After selecting the Device, select the
Service.

2. In the Operations task group, click the appropriate action.

o Click Pause to temporarily suspend the execution of a service. The service continues to
run, but does not perform any action.

Click Restart to stop a service and then start it again.
Click Resume to resume execution of a service that has been paused.

Click Start to run a service.

Click Stop to stop a service.

341



Operations Functions

You cannot stop the Radia Management Agent service.

3. The Job Status page opens. This page automatically refreshes every 60 seconds.

e (Click @ to refresh the page to display the latest status.

o C(Click # ) to view detailed information, such as the status of the installation.

4. When you are done viewing the job status, click E to close the Job Status page, and return
to the Radia Management Portal.
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Adding Task Templates

Use the Add Task Template task in the Operations task group to preset options for each type of
task needed when scheduling zone operations.

Adding Task Templates

Add task templates for use with the Notify or Install RPS tasks.

To add a task template
1. Use the Navigation aid to go the Zone, Configuration, Task Templates container.

The existing Task Templates (if any are available) are displayed in the Workspace.

Navigation [Location)
5 Directary
D radia
Bl [ Zone: Morth America |
I [ Configuratian |
[# [ Task Templates |

Figure 5.57 ~ Task Templates in Zone Configuration Container.

2. In the Operations task group, click Add Task Template.
The Add Task Template options page opens.
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@, Add Task Template

Task-
template-
opts

~ Task \

Task Type

Task Marme

%,

Figure 5.58 ~ Add task template page.

3. Use the Task Type drop-down menu to select the type of task for which you are adding a
template.

When you select a Task Type, additional fields for defining that task are displayed on the
page.

4. Type a Task Name for the template in the list box.

Enter a Task Name that clearly identifies the job to be run. This allows you to easily select it
from other templates in the Task Templates container.

You don't need to repeat the Task Type when entering the Task Name; it is automatically
included in the Display Name for the template. For example, a Notify task object is labeled
"Notify < 7ask Name>".

5. Complete the options for the task you selected. For details, refer to the appropriate topics:
e To complete Notify tasks, see Using the Notify Tasks on page 281.
o To complete Install Proxy tasks, see Installing the Radia Proxy Server on page 332.

6. Click Next.
The Add Task Template Summary page opens.

344



Chapter 5

Qﬁ Add Task Template

7 Summary

- Task -
Task Type : Matify
Task Mame : Motify Latitudes of Upgrade
-Selected Options ~
Dlspla}!r Full Connect
Mame :
Carmmand - radskman reg="Refresh
© Catalog" mname=EastCoast, dname=S0FTWARE ip=10.10010.2 port=3464 cat=y
Port
Mumber s
User : userl

Submit | Elackl Cancel |

Figure 5.59 ~ Sample Summary for a Notify Task Template.

7. Review the Selected Options. To change them, click Back and revise the options. To save
them, click Submit.

8. The Task Template is added to the Task Templates container, and thus can be selected
during the Schedule Zone Operation task.

Note that the options of a task template exist as children of the task template, itself.
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& HOME
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Figure 5.60 ~ Task Templates container shows newly added Notify Tasks.

Removing Task Templates

To remove task templates
1. Navigate from the Directory to the Zones, Configuration, Task Templates container.
2. Click on the task template to be deleted.
The Workspace displays the object for the selected Task Template.
4. In the Model Administration Task group, click Remove.
A message asks you to confirm the removal of the template.

5. Click the green checkmark + to confirm the removal.

Ev Remove Task Template

“"Notify Notify_Dell_Latitudes™ has children
Are you sure you want to remove this ebhject and all its children? ' X

Selective Delete of Child Objects |

Figure 5.61 ~ Confirm removal of Task Template Children (Options).
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Since the task’s Options are considered a child of the Task Template, another prompt asks
you to confirm the removal of the child object.

6. Click the green check mark to confirm the removal of the Task Template and children.

The Task Template and its Options are removed from the Portal Directory.

Installing Additional RMP Zones (Subordinate Zones)

Once your initial Radia Management Portal zone is installed, you can use the Radia Management
Portal to remotely install additional Radia Management Portal zones in your enterprise. These
zones are called subordinate zones.

Prerequisite for Install RMP task

The media that is needed to run the Install RMP task must be stored in the Radia
Integration Server \media directory, in a structure that mirrors the original Radia
Management Portal installation media.

The Radia Management Portal installation program, setup.exe, automatically copies the needed
files to the appropriate locations when you select Yes to the following prompt:

! Installable modules ]

HP strongly recommends that the Remotely Installable
Infrastructure Components be copied,

Do o wank ko copy these modulesy?

Yes Mo

Figure 5.62 ~ Prompt to copy modules for infrastructure components.

m  To verify that your Radia Management Portal includes the needed install media, you can
check that the following directory structure exists:

<<{RMP_install_directory>>¥media¥extended_infrastructure¥management_portal¥<platform>¥

m  Below each <platform> directory will be subdirectories for \media\modules. A copy of your
license.nvd file must exist in the <platform>\media\modules directory.

If the needed directory structure and files are missing, just rerun the setup.exe program and
elect to update the installable components. When prompted to copy the Remotely Installable
Infrastructure Components, choose Yes. See Installation Procedures on page 31 for more
information.
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To install an RMP Zone from the Master Zone

1. Login to the Master Zone Radia Management Portal as Admin.

2. The device on which you are installing the RMP zone needs to have a device entry in the

Master Portal zone.

e If the device currently exists, browse to and display the Device Properties from a Zone
Groups container or Zone Devices container entry.

o If the device entry does not currently exist, add an entry for the device. (For details, see
Adding a Single Device on page 171.) After adding the device, navigate to and display the

Device Properties.

Navigation (Location)
< Ditectory
2 radia
B [ Zone: MasterZone |
I [ Devices |

<

Locate Device

% Chi_sub_Zone <

Group of Tasks

Directory Management ¥
Model Administration ¥
Operations 2

. Install Client

. Install Management Agent

= Install Proxy Server

"l ol i)

Select Install RMP_

' Install RMP <

Figure 5.63 ~ To install another RMP zone, display Device Properties for the Remote Computer

and select Install RMP.

3. Click Install RMP from the Operations task group to install a subordinate zone onto the

selected device.

The Rmp opts panel of the Install RMP page opens (Step 3 of 5). Complete the Zone Options

and Remote Client Credentials using the following information.

Table 5.2 ~ Zone Options for Install RMP

Field Example

Description

Zone Name Chicago

Zone name becomes the high-level qualifier for all
nodes in this RMP directory. All zone names in an

enterprise must be unique.
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Table 5.2 ~ Zone Options for Install RMP

Field Example Description
Zone Display Chicago_RMP Zone display name is the label for the Zone in RMP.
Name
RIS Port 3466 The port number of the Radia Management Portal RIS
service. Default is 3466.
RIS Install C:/Novadigm/IntegrationServer  The base directory for the Radia Management Portal
Directory on the remote device.
Important: Use forward slashes for both Windows
and UNIX path syntax.
RIS Service ChicagoRMP Optional entry. If used, this suffix is appended to the
Name Suffix Radia Integration Service name, httpd, to allow for a

distinct entry from other RIS entries that may be
running on the same server.

If a suffix is entered, the RMP install checks to see if
there is either an existing service with this suffix to
allow for a refresh of an RMP service. Otherwise, the
RMP install only continues if the above RIS directory is
empty.

Note: If you enter a suffix, then append this suffix to
the <httpd> entry when you start the Portal from a
command line. For example:

nvdkit start httpdChicagoRMP.tkd

Table 5.3 ~ Remote Client Credentials for Install RMP

Field Example Description
Select Client Select Dynamic Dynamic is the default. To use a static port number (normally
Port Or needed with a firewall), select Static. Also enter a Static Port
Select Static number.
Port Number If Client Port is set to Static, a Port Number field allows you to
specify the Client Port number to use.
User Administrator An RMP Install requires Administrator access to the remote

computer. Enter a User ID that has Administrator privileges on the
remote computer.

User Password eeeeeeeeeecee [nter the password associated with the User login to gain access
to the remote computer. Entries are encrypted.

Confirm eeeoceeeeeeee  Repeat the User Password entry. If the Confirm Password and User

Password Password entries do not match, you will be prompted to correct

them.

4. After completing all entries, click Next.
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6.

& Install RMP

ES Rmp-
opts
-Zone Options -

Zane MName |Chicagu
Zane Display Mame IChicagU
RI= Part I3455
RIS Inztall Diractory |C:Movadigm/IntegrationSe
RIS Service Mame Suoffix IChicagURMF‘

1 item selected

-Remote Client Credentials

Select Client Port: & Dynamic © Static

User: |Administrator

Uszer Passwnrd:l......

Canfirrm Passwnrd:l."."

Nextl Back | Cancel |

Figure 5.64 ~ Sample Entries to Install an RMP.

The Schedule panel (Step 4 of 5) of the Install RMP page opens. The default schedule is to run
the Install RMP task immediately.

To schedule the install immediately, click Next. To schedule it at a later time (for example,
during a period of lower activity), change the time or date and click Next.

The Summary panel of the Install RMP page opens, as shown in the following figure.

Review all entries are as desired, and then click Submit.
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& Install RMP

j Summary

- Selected Audience -
‘ FHU1EE3
- Selected Options -
Zone Mame : Chicago
Zone Display Mame Chicaga
RIS Part 34EE
RIS Install Directary : C:/Maovadigm/IntegrationServer
RIS Service Mame Suffix ChicagaRMP
- Install Options "
Client Part Mumber: Dynamic
Uszer: Administrator
- Scheduler Information “
Starting On: 04524/2004 15:40:00
Duration: 0
Feriodic Interval: 0
Priority: ]
Type: none

Submit | Elackl Cancel |

Figure 5.65 ~ Install RMP Summary.

Review all entries are as desired, and then click Submit.
A job summary window opens for the Install RMP job.
To view the Job Properties, click the Display Name entry.

?

To return to the job summary page, click | #.

ok 2]
To refresh the status, click 1.

When the install job finishes, the Radia Management Portal Zone will be installed on the
remote device, with the following new entries also made to the Master Zone. These entries
permit access to the new zone:

® The Zone, Configuration, Directory Services container will include a ds-dsml definition.
When the startup mode is set to auto, the new zone will automatically be connected to the
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master zone upon startup. If the startup mode is manual, use the Connect to Directory
Service task to manually make a connection during the session.

® The Zone Access Points container will show an entry for the new Zone.

Scheduling Zone Operations

Scheduling Zone Operations requires you to have the following objects in your Zone directory:

Zones in the Zones Access Points container. When you use Install RMP to install additional
Zones in your enterprise, access points to these Zones are automatically created in the Zone
Access Points container. For details, see About the Zone Containers on page 95.

Task Templates for the job being scheduled. For details, see Adding Task Templates on page
343.

Groups with member devices in each Zone that represent the devices to be operated upon by
the schedule zone operation. For details on creating and adding devices to groups, see the
topics in Chapter 4: Administrative Functions starting on page 127.

Groups can be selected from the Groups container, or the Cross References container. If
you are using Groups of devices from the Groups container, give the Groups in each Zone the
same name. To use the automatically generated groups in the Cross References container,
make sure the devices in your Zones have the Radia Management Agent installed on them.

To schedule zone operations

1.

Navigate to the Directory, Zone, Zone Access Points container to schedule zone
operations for one or more zones.

Navigation (Location)
<3 Directory
2D radia
B [ Zone: MasterZone |
Bl [ Zone Access Paoints |

Figure 5.66 ~ Navigation path to Zone Access Points.

Tip

You may want to add the Zone Access Points container to your desktop. To do this, navigate
to the Zone Access Points container and click the Add Shortcut to Desktop icon on the
toolbar above the Workspace.
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2. From the Operations task group, select the Schedule Zone Operations task.

3.

The Schedule Zone Operations- Query window opens for you to Query and Select the
zones to be included in this schedule.

[&/’ Radia Management Portal

nistratar | Lng‘wt
Navigation (Location)
5 Directory
radia
w [ Zone: MasterZone |
w [ Zone Access Paoints |

Group of Tasks

Directory Management
N Export
& Import

Descriptiol

o Query

~ Type of Query

h Submit Schedule Zone Operation

HOME

9]

Query Depth

Model Administration
2 Query

(»)

Query Filter:

& Current Level & Al Below

Operations
B Schedule Zone Operation

Figure 5.67 ~ Query window for limiting/selecting zones for scheduling operations.

()

~ Query Constraints

Match All Constraints?

Commaon Mame:
DS Host Mame

Part Number:

Cancel |

If you have a large number of zones, use the fields on this Query window to limit the list of
zones from which to select zones for operations. For example, you can enter a Common Name
of B* to limit the list of zones to those starting with B. After entering any filter or Query
Constraints, click Next.

or

To view and then select from all available zones, click Next.

If there is more than one zone meeting your Query constraints, the Submit Schedule Zone
Operation — Select window opens. The Zones meeting your query constraints are listed in
the Available column.

If there is only one Zone meeting your Query constraints, skip to Step 6.

Move the zones for the job to be scheduled to the Selected column using the Arrow icons, or,
by double-clicking on an entry.
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2 Zone: Gregg radia/gregg/zone-sap- Zonejob - Microsoft Internet Explorer provided by Novadigm Inc.

File Edit Wew Favorites Toolks Help

=101

Gaback - = - (D [3] A Dmearch [Favorites Cveda B[N S = 5 B

x| e

Acdhess [&] hetp:f7192. 168,101 383486

(ﬁﬂ Radia Management Portal

i

or | Logout Description:

avis ation] Eiistory) ﬁ Submit Schedule Zone Operation

[ Desktop |
o Select

M [ Zone: Gregy |
B [ Zone Acce
Bl Zone: wlad

Group|

B05naglt

HOME

®

Directory

0 Expon Zone: Gregy
& Import Zone: viad

Operations -%‘

B Schedule Zone Operation

It Back Cancel

[&] Dene [ [ [@ntemet

IEN

Figure 5.68 ~ Selecting Zones for Scheduling a Zone Operation.

5. Click Next to schedule the job against the zones listed in the Selected column.

The Submit Schedule Zone Operation — ZonedJob opts window opens.
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[ﬁﬂ Radia Management Portal

[H] [ Desktop |

B [ Zone: Gregy |

M [ Zone Access Points [°
Bl Zone: viad

Directory Management

Group of Tasks

h Submit Schedule Zone Operation

~ Zone Job Hame

Zonejob-
opts

T Export Task Template Selact =
& Irport
E Graup lect: j
GRELo & Radia MS| Redirector E )
Schedule Zone Operat Radia Messaging Senice
E chedule Zone Operation o ging Back | Cancel
Dell —
Dell Computer Corporation
Dell Carputer Corp
Sales Infarmation
Arnortize
Senice Pack 1
Latitude e
Latituds DEO0 - =l
[ Dare [ [ meemet 7

Figure 5.69 ~ Submit Schedule Zone Operations (ZoneJob options)

6. Use the Zone Job Name group fields to select the task template and the Group of Devices for
the scheduled zone jobs. The task template defines the job type and options to be scheduled

(the WHAT). The Group represents the group of devices to which the job is to apply (WHICH
objects in the selected zones).

o Select a Task Template from the drop-down list. The list represents the task templates
that have been entered in the Task Template container at the Directory level of the Radia
Management Portal.

o C(Click the Group drop-down list to select one of the groups of devices. The list represents

the self-managed groups in the Cross-Reference container as well as the Groups created
in the Zone Groups container.

The Cross References groups are automatically created from the hardware, software,
managed services, and known Infrastructure services that are installed on the devices

within any zone.

The Groups of devices in the Groups container should exist in each of the Zones you want
to target for the Operation.

The following selections in Figure 5.70 on page 356 show the Notify Dell Latitudes task
template has been selected for the Latitude group. The Latitude group is automatically
generated in the Cross References groups.
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ﬁ Submit Schedule Zone Operation

N

-Zone Job Name

Task Template [Motify_Dell_Latitudes =l
Group =

Nextl Elackl Cancel |

Figure 5.70 ~ Task Template and Query for the Scheduled Zone Operation (Zone Job Options).

7. Click Next to add a schedule to the zone operation.

The Submit Schedule Zone Operations — Schedule window opens.
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ﬁ Submit Schedule Zone Operation

j-‘;1:|ll.‘lfll|l.’

Scheduler Information

Job Name: [Motify Latitudes of Upgrades

Description: |S chedule Zone Operation (Notify_Dell_Latitude

Priority: |Norma| -l

Time Window
Rumn: |0nce &
Starting on: [May »]|6 =][2004 =] 2t [23 =]|oo =]
Duration: IIJD 'l hours |00 = minutes

Job Throttling

Have a maximum of |3U Jjobs running at any time,

and start them in batches of ID jobs per minute

Next| Back | Caneel |

Figure 5.71 ~ Submit Schedule Zone Operation Summary window.

8. In the Scheduler Information area, enter a Job Name, such as Notify Latitudes of
Upgrades. If desired, modify the Description and Priority.

9. In the Time Window, use the Run drop-down box to select a frequency for the zone
operation job. Complete the schedule options the same as for any other job.

You can select Do Not Schedule to save the Job and select the Job for use in the
Sequence Tasks operation.

10. In the Job Throttling area, enter the maximum jobs to run at any time, and how many can
run per minute. The throttling options apply to each zone from which the jobs will run.

11. Click Next to review the summary and submit the job.

The Submit Schedule Zone Operation - Summary window opens.
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12. Click Submit to submit the job for the selected zones.

The Job window opens, and lists a group job for each zone. Note the Description in the
banner area lists the Zone Operation Job Description.

Display Name Status Created by

@j {Lone: Chicago Sub Fone} Currently Active Paortal Administrator
@) {Zane: Maorth America} Currently Active Portal Administrator
@) {Zane: Paris} Currently Active Partal Administrator

=
Ld | »

Figure 5.72 ~ Zone Jobs created by Schedule Zone Operation.

13. To View Job Properties for any of these zone jobs, click on the job listing, then click on the

’) .

View Properties toolbar icon:

What happens with jobs scheduled from Remote Zone Operations?

A job scheduled using zone operations launches remote zone job groups and jobs at the scheduled
time. These jobs can be seen at the remote zone's job directory.

Opening a Subordinate Zone

Use Open Subordinate Zone in the Operations task group to open any Zone from another one.
This task is available when a Zone is selected from the Zone Access Points container. You can
use it to view jobs launched from another Zone using the Schedule Zone Operation task.

To view the job groups and jobs started at each zone, navigate to the managed zone object in the
Zone Access Points container, and then click Open Subordinate Zone in the Operations task
group.
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[bﬂ Radia Management Portal

invent

Navigation (Location)
5 Directory
radia
BBi [ Zone: MasterZone |
s | Zone Access Pairts |
s Chicago

Directory Management
T Export
& Irport

Group of Tasks

Model Administration
) Modify
3 Cuery
A Remove

Operations

* Open Subordinate Zone

B Schedule Zone Gperation

« [CPEIEEEE

B Chicago

Zone Properties

Properties | Object Information

| Details | Large | Small | List

~ Proy

Create Time Stamp
DONS Host Name

20040424 15:47
PHUMPHREY¥S1683

ds.devicedn  PHUI1EG3
ds.devrdn  20040423t212317 20
ds.zonenc  20040423t212317 20 cn=radia
ds.zoneurl  dsml:/PHUMPHREY S1683:3466/proc/dsml
Modify Time Stamp 200404724 15:47
Port Number 34868
éack totop
~ Object Infor
Display Name  Chicago
Commeon Name  Chicago
X500 Distinguished Name  cn=chicago, cn=zone-sap. cn=masterzone, cn=radia
Object Class  top
zone-sap

Back to top

Figure 5.73 ~ Opening Subordinate Zone: Chicago.

L«

The Open Subordinate Zone task opens a new Browser window, accesses the remote Portal
Zone, and logs you on using the same credentials as your current login.

Navigate to the Zone, Jobs container to see jobs launched from another Portal.

In the following sample figures, the Job Name Scheduled for Zone Operations was: Notify Dell
Latitudes. The zone audience included the zone: Chicago.
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HOME

[éF] Radia Management Porial

invent

t | Logout Description: @ B

Navigation (History) @ @ 1_,@ ERECE] :,\; statu: [ A1 = [ oo1paer ol o) AT 2 AL ]
. 7
% [[))i?;gnufy] Display Name Alias Status Created by
Bl | Fone: Chicagn Sub Fone [ AarmContainer | Currently Active
[ *[ Jobs |* [ Backup Directory | Disabled Portal Admi
[ [ Metwork Discovery | [ Backup Directary | Successful Fartal Admi
Group of Tasks GateWWay yateway Currently Active
[ History |
Directory Management [ Metwark Discovery | Failed Directory
| Export [ Motify_Dell_Latitudes Job Group | Motify_Dell_Latitudes Successful Directary ]
& mport systermn Checkpoint Warting to Stat Directary
. 0 oo o o | _.l_l
&l lilili & Internst 4

Figure 5.74 ~ Viewing Job Launched on Chicago Zone: Notify Dell Latitudes Job Group.

Select the Notify Dell Latitudes Job Group to see the Job details.

HOME

(&B Radia Management Portal

invent
& Adrministrator | Logout Description:

gl
Navigation (History) BOO T &,raa =
[ [ Deskiop ] Display Name Status Created b

Bl [ Zone: Chicago Sub Zone...
[ [ Jobs ]
[ * Motify_Dell_Latitudes ..*

& notify: Motify_Dell_Latitudes Successful

Group of Tasks

Directory Management

| o

’_ ’_ ’_|0 Internet v

Figure 5.75 ~ Viewing individual jobs on the Remote Zone Portal.

To exit a Zone, click Logout in the banner area above the Navigation aid, and close the Browser
window.
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Sequencing Jobs (In Progress)

Use Add Job Sequence in the Operations task group to schedule a set of tasks to run at one or
multiple portal sites. To begin the task, go to the Jobs container, and click Add Job Sequence
in the Operations task group.

HOME

(6/3 Radia Management Portal

& P ator | Logout Description: (O] B
Navig 2tion](Histary) - Submit ds.sequencejob
7] [ Desktop | =
1) ] Jobs I*
Group of Tasks Sequencejoh-
opts
Directory Management *
B Export ~ Task Seq e
& Import Task Sequence ||
Model Administration Ed L J
3 Guery Jobs Back | Cancel
Operations B
© Add Job Sequence
[ LI
[ & http:iflocalhost: 3466/ ’_,_‘ [%J Locat intranet 4

Figure 5.76 ~ Add Job Sequence for a set of Tasks.

This feature is currently under development. Sequence Tasks will support selecting task
templates and then conditions. For example, you will be able to establish and then run the
following set of tasks and conditions from a series of selection menus:

Run: DMA ({if not fail} Proxy Preload {if not fail} Client Notifies

The benefit is that you only need to create and run this job sequence once from the Master Portal,
and it will launch a series of jobs at each individual site (named in your Group of Sites), honoring
your conditions.

Remote Control (Windows Clients Only)

Use Radia's Remote Control to manage Radia Clients running on a supported Windows platform
with TightVNC: Enhanced TightVNC Distribution through the Radia Management Portal.
TightVNC: Enhanced TightVNC Distribution is a freely re-distributable solution that allows you
to control Radia Clients from a remote location. The source code for TightVNC is available for
download from http://www.tightvnc.org.

HP does not provide technical support for the TightVNC product.
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System Requirements

m  The remote device must be running Windows NT, 2000, or XP.
m The Radia Management Agent must be installed on the remote device.

m A Web browser that supports Java applets.

Prerequisites

Ability to use the Radia System Explorer.
Ability to distribute applications (with the Radia Client or using a Notify operation).

In the ZSERVICE class of the Radia Database, the service installation methods (such as
ZCREATE and ZDELETE) must be set to a length of at least 57 characters to prevent values
from being truncated during the import.

m  Ability to connect the Remote Control Service to the appropriate users. See Connecting the
Remote Control Service to Users below for more information.

m  Distribute the Remote Control service to the devices to be managed by Radia. Some examples
of ways to do this are to use the Radia Client or the Notify task in the Radia Management
Portal.

Connecting the Remote Control Service to Users

Use the Radia System Explorer on the Radia Administrator's Workstation to connect the Remote
Control Service to the appropriate users, servers, or groups, representing the devices to be
managed by Radia. Make a service connection between the Application (ZSERVICE).Remote
Control service and the appropriate class instance in the PRIMARY.POLICY domain, such as a
USER, DEPT, or WORKGRP class instance.

To connect the remote control service to users
1. Use the Radia System Explorer and go to the PRIMARY.POLICY domain.

2. Navigate to the appropriate DEPT, USER, or WORKGRP class instance you want connected
to the Remote Control Service. Figure 5.77 ~ POLICY.DEPT.Sales Instance and Show
Connections dialog box for SOFTWARE domain on page 363 uses the Sales Department
instance as an example.

3. Right-click the selected instance (in the tree view) and select Show Connections. The
POLICY.DEPT Connections dialog box opens. This dialog box displays a list of classes you
can connect the selected instance to.
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E)atahase Tree Yiew:

If)epartments class Sales Instance Attributes:

£
£

----- ']ﬁ._ll Mobile Device Confg [MBLCOMF&E]
----- 5 Multicast (MULTCAST)
----- 4 PDACONFG (PDACONFG)
----- |l PRINTERS [PRINTERS]
----- a Server Stagers [STAGER)]
----- B Users (USER)
- Tl Workgioups [WORKGRP)
LT BASE_INSTANCE_
. Accounting_
@ Default
@ MWD Radia Stager Prosy Preload A
@ Tier 1 Managers
- SOFTWARE
7-=) SYSTEM

TENHTTP Prow (HTTP)

Chooze the clazs pou want to show
connections for and press DK

@ Databaze Mame | Attribute Description
----- LICENSE R ACCTNO Account Number
..... HWOTIFY []c_ALWAYS_ Offers
- [ PRIMARY []c_ALWAYS_ Offers
3 ADMIN e _stwavs_ Dffers
AUDIT e _stwavs_ Difers
N OVADIGM e _stwavs_ Dffers
A fo_alwevs.  Offers
wt %Lgmtries CoUNTRY] | POLICY.DEPT Connections 2] x| btian Method
o ;;;igz;?jﬁ;:;rlﬁ_ Show connectable classes for domair: ISDFT\N’AHE j i
738 _MULL_INSTANCE_ 5 =
33% =3

HTTF Clazz

ak | Cancel |

E

-4 USERMGMT

----- & PROFILE

Figure 5.77 ~ POLICY.DEPT.Sales Instance and Show Connections dialog box for SOFTWARE
domain.

From the Show connectable classes for domain drop-down list, select SOFTWARE, then
select Application (ZSERVICE), and then select Remote Control.

Drag the Remote Control instance to the appropriate POLICY instance (in this example,
DEPT.Sales). When your cursor turns to a paper clip, release the mouse button.
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@ ABC:RCS - 1

=101 %]
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|Database Tree Wiew:

e G ALDIT
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- 48 POLICY
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Figure 5.78 ~ Connect (Drag) Remote Control Service to Sales instance.

6. Click COPY to create the connection from Department Sales to Application.Remote Control.

7. Click Yes to confirm the connection.

8. Click OK when you receive the confirmation message that "Sales has been connected to

Remote Control."

9. Notice that Remote Control is listed under the Sales department instance, which indicates
that the entire department is now authorized to receive the Remote Control application.
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@/ ABC:RCS - 1

Database Tree Wiew:

@ Database o

o L8 MOVADIGM
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w8 suDIT
E
E
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73 NULL_INSTANCE_
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S LAl
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Figure 5.79 ~ Remote Control Service authorized for Sales Department.

Now you can distribute the Remote Control service to the devices to be managed using the Radia
Client or the Notify task.

Using Remote Control (Windows Clients Only)

After using the Radia client or the Notify task to distribute the Remote Control service to the
remote device, you can use Remote Control to manage the Radia Clients using TightVNC.

To use the remote administration capabilities
1. In the Navigation area, select a device that has the VNC server installed.
2. C(Click the VNC Server.

The Server Properties page opens for the VNC Server.
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[ﬁﬂ Radia Management Portal

invent
£ Portal Adr
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Navigation (Location)
& Directory
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Figure 5.80 ~ VNC Server properties.

Ll

3. If thisis your first time using the VNC Server, go to the Operations task list and click Set
Password. (If this is not your first time, go to step 8.)

The Set Password dialog box opens.

% Set Password

~ Attributes 5

User Password

0 item selected

. +

Subrnit | Cancel

Figure 5.81 ~ Set Password dialog box.
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5. Click Submit.

In the User Password text box, type the password for the VNC session.

The View Properties Service dialog box opens.
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@ VNC Server

Service Properties

Properties | Object Information

-Properties
Create Time Stamp

Job Activity

Modify Time Stamp

Path

Service

200407715 14:46
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"CProgram FilesiTightyMCWYInWNC . exe” -service
Wit
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- Object Information
Display Name

Description

Common Name

X500 Distinguished Name

Object Class

WhC Servar

WNC Server

wirne
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tap
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Eack to top

Figure 5.82 ~ VNC Server properties.

In the Operations task list, click Start to start the VNC server.

-
e Click 'g if you want to refresh the page to display the latest status.

Click # to view detailed information, such as the status of the installation.

|
In the workspace, click 'g to refresh the view and see that the service started.

The Job Status page opens with list of the jobs. This page automatically refreshes every 60

When you are done viewing the job status, click a to close the Job Status page, and return
to the Radia Management Portal.
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@4 VNC Server
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Figure 5.83 ~ VNC Server has started.

8. In the Operations task list, click Start Viewer to start the VNC session.
A prompt for VNC authentication opens.

If your Web browser does not support Java applets, you may see this message "Refresh this
page for remote authentication" prompt. Be sure to install the Java component.
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HOME
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Figure 5.84 ~ VNC Authentication page.

9. In the Password text box, type the password for the VNC session.

10. Click OK.
Now, you can control the Radia client from the remote location.

You can customize the Start Viewer task to have the VNC session open a new window, or
display the VNC session in the Workspace area of the Radia Management Portal. For details,
see the topic Customizing the Start Viewer Task Properties on page 370.
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HOME
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Figure 5.85 ~ Controlling a remote client.

The initial request temporarily uses Port 5800. The connection uses Port 5900.

To disconnect the VNC session

1. At the top of the workspace, click Disconnect to disconnect the session. If you browse to
another page in the RMP, the session will automatically be disconnected.

2, Click Stop in the Operations task group to stop the VNC server. You may need to click g to

refresh the view and see that the service started.

Customizing the Start Viewer Task Properties

You can customize the Start Viewer task of the Radia Management Portal to display the remote
session in a new window, as opposed to displaying the remote session within the Radia
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Management Portal workspace area (the default). To do this you will modify the Start Viewer task
from the Radia Management Portal before you begin the VNC session.

To customize the Start Viewer Task from the Radia Management Portal
1. Navigation to the Zone Configuration container.

2. In the workspace, click Tasks.

3. Browse to and select the Start Viewer task.

4

Select Custom Viewer.
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5. The Options Properties dialog box opens.

(ﬁln Radia Management Portal

invent

£ Portal Administrator | Logout Description: ! fa @

Navigation (Location) & @ e) % 2 ]r-’ AR

<5 Directory
12 radia
B [ Zone: ACME Corp |
I [ Configuration |
[ [ Tasks |
[ Start Viewer
Fi Custom Viewer

Group of Tasks

L] Export
& Import

Directory Management %)

& Modify
K Remove

Model Administration 2)

INVENTORY | HOME

Y Custom Viewer
Options Properties

Properties | Object Information

~ Properties
Create Time Stamp  2004/06/21 18:00

Modify Time Stamp  2004/06/21 18:00  New window set to No
Open new window Mo <

Eack to top
~ Object Information
Display Name Custom Viewer
Common Name custom
X500 Distinguished cn=custom, cn=wncviewer, cn=task, cn=config,
Name cn=acmecarp, cn=radia
Object Class top
nvdTaskvncOptions

€l

Back 1o top -
4

[ [T Mdtocalintranet

Figure 5.86 ~ Custom Viewer Options Properties dialog box and settings.

The Open new window property can be set to No (the default) or Yes. No means the VNC
Remote Control session is displayed within the Workspace of the Radia Management Portal.
Yes means the remote session is displayed in a new, separate window.

To modify the Open new window property, click Modify in the Model Administration

task group.

The Modify Options dialog box opens. Use this dialog box to change the value for the Open

new window property.
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Figure 5.87 ~ Modify Options dialog box used to set the Open new window property.

Select Yes or No from the Open new window drop-down selection list. No means the VNC
Remote Control session is displayed within the Workspace of the Radia Management Portal.
Yes means the remote session is displayed in a new, separate window.

Click Modify to save your selection.

Configuring Remote Control

You can configure several parameters in the Remote Control Service to control the server's
behavior. To do this you will use the Registry Editor in the Radia System Explorer.

To configure remote control parameters

1.
2,

Go to Start, Programs, Radia Administrator, Radia System Explorer.

In the Radia System Explorer Security Information dialog box, type your User ID and

Password, and then click OK.
Go to PRIMARY, SOFTWARE, Application (ZSERVICE), Remote Control.

Double-click TightVNC and then double-click the registry resource for TightVNC (the last

one).
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Figure 5.88 ~ Registry Resources for Remote Control.

5. Right-click TightVNC:TVNCLM.EDR and select Edit Registry Resource.
6. Navigate to WinVNC3 to view the local machine-specific settings.
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Radia Registry File Editor

Right-click on a node to zet itz propertiez. Double-clicking on a walue name allows overriding of the value,
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Figure 5.89 ~ Registry File Editor.
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Table 5.4 ~ Local Machine-Specific Settings for TightVNC Service

Property Description

AuthRequired Set AuthRequired = 1 (default) to ensure that a password is set when you start the
service.

Set AuthRequired = 0 to disable null password checking by WinVNC.
Use DWORD format.
AllowLoopback  Set AllowLoopback = 0 to disable the ability to remote control the local machine.
Set AllowLoopback = 1 to allow the ability to remote control the local machine.
Use DWORD format.
AuthHosts Specifies a set of IP address templates that incoming connections must match in order to

be accepted. By default, the template is empty and connections from all hosts are
accepted. Three settings are available:

- IP address — Specifies a range of IP addresses that are not authorized to connect

? IP address — Specifies a range of IP addresses that you want to be prompted for
+ [P address — Specifies a range of IP addresses that are not authorized to connect
Example: +192.10,-192.10.12
This parameter is used in conjunction with the QuerySettings parameter.
Use STRING format.
ConnectPriority By default, the TightVNC server disconnects existing connections when a non-shared
connection authenticates.
You can change this behavior by setting this value to:
0 - to disconnect all existing connections
1 - to continue all existing connections.
2 - to refuse any new connections.
Use DWORD format.

7. Click Default to see the local default user properties that you can set.
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Radia Reqgistry File Editor

Right-click on a node to et its properties. Double-clicking on a value name allows overiding of the value.
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Figure 5.90 ~ Registry File Editor.
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Table 5.5 ~ Local Default User Properties for TightVNC Service

Property

Description

AllowProperties

Set AllowProperties = 0 to prevent your users from accessing the Properties dialog box to
modify settings.

Set AllowProperties = 1 to allow your users to access the Properties dialog box and
modify settings.

Use DWORD format.

AllowShutdown

Set AllowShutdown = 0 to prevent your users from shutting down the TightVNC server.
Set AllowShutdown = 1 to allow your users to shut down the TightVNC server.
Use DWORD format.

QuerySetting

Sets whether you want to prompt the user about an incoming connection. This setting
must be used in conjunction with AuthHosts.

Set this value to:

0 or 1 — Does not prompt on incoming connection.
2 — Prompts on incoming connection (default).

Use DWORD format.

QueryTimeout

Specifies how long (in seconds) the prompt panel appears to the user when you begin a
remote control session. This panel prompts the user to accept the session.

Use DWORD format.

IdleTimeout

Indicates how long (in seconds) a VNC client can remain idle for before being
disconnected. If this is blank or set to 0, a timeout is not enforced.

Use DWORD format.

InputsEnabled

Allows incoming connections to send input.

If InputsEnabled = 1 you can interact with the remote computer.

If InputsEnabled = 0 you can view the remote computer, but cannot interact with it.
Use DWORD format.

378



Chapter 5

Summary

Bring computers in your network under control of the Radia Management Portal using the
Manage Computer task. This is required before performing any other operation from the
Portal.

Each task in the Radia Management Portal follows a similar lifecycle.

The starting location of a task determines the audience for the task. Typical starting locations
are groups in the Groups container and Cross Reference Containers.

You will encounter a series of dialog boxes that you must complete in order to create the job.
These dialog boxes are used to narrow the scope of the job, select from available objects,
specify job options, specify scheduling information, and review a summary of the job.

Use the Notify tasks to perform an action on a set of target devices.

Add Task Templates to streamline tasks for Notifies, Proxy Server installations, and
Scheduling Jobs to run in multiple Zones.

Before performing remote installations, you must copy the appropriate files to the Radia
Management Portal's media directory.

Use the Install Management Agent task to deploy the Radia Management Agent on remote
devices.

Use the Install Client task to deploy the Radia Clients to remote devices.
Use the Install Proxy Server task to deploy the Radia Proxy Server to remote devices.

Use the Synchronize Proxy Server task to preload files from the Radia Configuration
Server to the static cache on the Radia Proxy Server.

Use the Purge Dynamic Cache task to purge the dynamic cache of the Radia Proxy Server.

You can use the Start, Stop, Pause, Restart, and Resume tasks to manage remote
infrastructure products.

Use the Install RMP task to create additional Zones in your enterprise. You can access
remotely installed Zones using Open Subordinate Zones from the Zone Access Points
container.

Use like-named Groups or Cross Reference Groups to schedule jobs to run on multiple zones
in your enterprise.

You can use Remote Control to manage Radia Clients with TightVNC from a remote
location.
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Troubleshooting

At the end of this chapter, you will:

Be familiar with the Radia Management Portal log files.
Be familiar with the common message types.
Be familiar with the information that you need to collect for HP Technical Support.

Be familiar with the Portal Zone Directory (ZONE.MK) file compression and backup utilities.
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About the Log Files

The Radia Management Portal writes several logs, which can be used to track progress and
diagnose problems. The log files are stored by default in SystemDrive:\Novadigm\
IntegrationServer\logs for the Radia Management Portal for Windows.

The log files are:

httpd-port.log

This is the main log for the Radia Management Portal. It contains information about the
actions that you perform in the Radia Management Portal, operational statistics, as well as
the version and build number of the Radia Management Portal.

Replace port with your port number, for example, httpd-3466.1og.

Each time you start the Web server a new log is written. The old log is saved as httpd-
port.nn.log.

httpd-port.YY.MM.DD.log
This log contains the Web server activity for each day. If the log is empty, it means that there
was no activity that day.

httpd-3466.error.txt
This log contains messages written to any logs that contain the prefix ERROR. This allows
you to view all errors in a single location.

Setting Trace Levels

By default the trace level is set to 3, which is the informational tracing level. This displays INFO,
WARNING, and ERROR messages. See Common Message Types on page 385 for more
information.

To change the trace level for the logs

1.

Open the file SystemDrive:\Novadigm\IntegrationServer\etc\httpd.rc for Windows,
which is located on the computer that is running the Radia Management Portal. The following
is an excerpt from this file.
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# Config Array

# Element Default
# ======= —
# HOST [info hostname]
# PORT 3466
# HTTPS_HOST [info hostname]
# HTTPS_PORT 443
# DEBUG 0
# DOCROOT [file join $home htdocs]
# TPADDR {}
# HTTPS_TPADDR {}
# WEBMASTER support@ovadigm. com
# UID 50
# GID 100
# NAME $tcl_service
# LOG_LEVEL 3
# LOG_LIMIT 7
#
Overrides Config {

PORT 3466

HTTPS_PORT 443
(__LOG_LEVEL 4 )
}
#
# (Re) Initialize Logging
#

Log_Init

Figure 6.1 ~ Excerpt of httpd.rc showing LOG_LIMIT increased to level 4.

2. Type LOG_LEVEL and the appropriate trace level, space delimited, within the Overrides
Config starting and ending brackets { }. Select the appropriate trace level, as follows.

Table 6.1 ~ Trace Levels

Trace Level Description

0 No logging.

1 Logs errors only.

2 Logs warnings and errors.

3 Logs informational messages, warnings, and errors.

Recommended trace level setting for customers.

4 Logs all debug information.
Recommended for experienced customers only.
5-9 Full trace

Not recommended for customer use.
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3. Save the file changes and restart the Radia Integration Server service.
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Common Message Types

The following message types are used in the main Radia Management Portal log (httpd-port.log).

Table 6.2 ~ Common Message Types

Message Type

Description/Example

Info

Provides general information. For example:
20010913 12:37:55 Info: LdifImport/4: BEGIN
Indicates that a job to import an LDIF has begun.
20010913 12:37:55 Info: RMP: Starting Scheduler...
Indicates that the RMP Scheduler service is started.
20010913 12:37:55 Info: RMP: Radia Management Portal ready
Indicates that the Radia Management Portal is up and running.

Audit/success

Indicates a successful change to an object in your Radia Management Portal
Directory.

For example:
20010913 12:46:43 Audit/success: RMP: (who/admin) add:
uid=jbanks, cn=opsys, ou=who

Indicates that a new user was added.

Audit/failure

Indicates an unsuccessful change to an object in your Radia Management Portal
Directory.

For example:
20010913 16:26:31 Audit/failure: RMP: (who/admin) add:
uid=Guest, ou=who, object “uid=guest, ou=who” already exists

Indicates that you were not able to add a user with the ID Guest to the
organizational unit "who" because it already exists.

Error

Indicates a critical problem.

Warning

Indicates a non-critical problem.
20010913 16:20:42 Warning: to: output to 1 job—create-reply 2
resume: no gate
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Collecting Information for HP Technical Support

If you need to contact HP Technical Support for assistance, be sure to collect the following
information:

1. The log directory, stored by default in the following locations:

For Windows, SystemDrive:¥Novadigm¥IntegrationServer¥logs
2. Version information for nvdkit.exe. See Viewing the Version Information Window, below.
3. The zone.mk file and zone.ldif file, stored by default in the following location:

For Windows, SystemDrive:¥Novadigm¥IntegrationServer¥etc

See Creating a Backup of the Portal Zone Directory on page 234 for information about these
files.

4. The etc directory files and complete etc/zone subdirectory contents), stored by default in the
following location:

/opt/Novadigm/IntegrationServer/etc

The etc/zone subdirectory holds the *.mk, *.1dif, and *.chkp files for loading all objects in a
Radia Management Portal zone.

e device

group (of devices)

jobs

user

xref

In the config folder are entitlement, msg, and task files.

In the jobs folder are the history files.

In the network folder are the dns and lanmanredirector files.
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Viewing the Version Information Window

After logging into the Radia Management Portal, click the Information button a on the banner
area to open the Version Information Window, shown in the following figure.

4§ Radia Management Portal Yersion 2.0 - Microsoft Internek

Radia Management Portal

~ Radia Management Portal Version 2.0 -
Module Version Build
MY DKIT. EXE 145
HTTFD.TKD 70
RrP. TD 20 420

Cloge

Figure 6.2 ~ Radia Management Portal Version Information Window.

This window displays the installed Module, Version, and Build levels for the Radia Management
Portal, including NVDKIT.EXE, HTTPD.EXE, and RMP.TKD.
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Gathering Version Information for NVDKIT.EXE

Use this command-line method of obtaining version information for NVDKIT.EXE as an
alternative to viewing it from the Version Information window of an active Radia Management
Portal session.

To gather the version information for NVDKIT.EXE
1. Open a command prompt.

2. Navigate to the location of nvdkit.exe (by default, SystemDrive:\Novadigm
\IntegrationServer)

3. Type nvdkit version, and press ENTER.

Below is an example of the version information.

Microzoft Windows 28MB [Uersion 5.80.21951]
{C» Copyright 1985-28PA Microsoft Corp.

Conods
D:v>cd nowv*
D:“Movadigm*cd radia int*

D:“Movadigm~Radia Integration Servernvdkit version
Kit Uersion: 2.1
Tcl Version: 8.2.2+

D:/MovadignsRadia Integration Serversnudkit.exe:
module nudkit. build 116 206028227 14:81:56 UST
module tclkitsh,. build 42 2808208226 21:37:12 UST
module libs/nuvd.=sgl, build 16 20011188 17:44:46 UST
module libs/nvdtcl, build 48 28A28226 21:45:18 UST
module libsufs, build 12 2060112417 21:36:48 UST

D:“MHovadigm~Radia Integration Server?

Figure 6.3 ~ Example of version information for nvdkit.exe.

The httpd-portlog also contains version and build information.
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Gathering Version Information for RADISH.EXE

Radish.exe runs on the Radia Configuration Server. Its build (version) information can be found
using this procedure.

To gather the version information for RADISH.EXE

1. Locate the directory of your radish.exe on the machine running the Radia Configuration
Server. The default is SystemDrive:\Novadigm\ConfigurationServer\bin for Windows.

2. Open a command prompt and change to the directory for radish.
3. Type radish version, and press ENTER.

Below is an example of the version information.

ommand Prompt (2}

C:xMovadigmsConf igurationServershin2radizsh version
Adapter Uersion: 2.1

Kit Version: 2.1

Tcl Version: 8.2.2+

C:/Novadigm/Conf igurationServer-binsradizh.exe:
module nuedkit, build 1260 260028412 19:85%:86 UST
module nudntcl, build 44 28828426 15:58:28 UST
module tclkitsh. build 43 200828318 21:31:84 UST
module libs/nuvd.sgl, build 17 280020412 19:084:16 UST
module libsnudtcl, build 58 28828411 21:56:58 UST
module libsvfs. build 13 200280412 19:81:26 UST

CG:sMovadigm“Conf igurationServershinl_

4 4 v

Figure 6.4 ~ Example of version information for radish.exe, (which is given by the build number
of module nvdmitcl).

4. The build number for radish.exe is actually given in the build number for module nvdmtcl
(its predecessor's name) in the line:

module nvdmtcl, build xx <date> <{time>

For example, Figure 6.4 ~ Example of version information for radish.exe illustrates a
Configuration Server running Build 44 of radish (which is shown as module nvdmtecl, build
44 in the output).

Radish.exe replaced an earlier program named nvdmtcl.
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Managing the Portal Zone Directory (ZONE.MK)
File

The Portal Directory, zone.mk (in the Radia Integration Server's \etc directory), loads all
configuration and entitlement information for the Radia Management Portal as well as devices,

groups, managed infrastructure, job status, network and mounted services information. A single
zone has an absolute upper limit of 10,000 devices.

We recommend limiting the number of devices managed by a single zone to the following:
B Recommended: 1,000 to 2,000 devices
m  Maximum: 5000 devices

To create additional zones in your enterprise, see Installing Additional RMP Zones (Subordinate
Zones) on page 347.
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Summary

The httpd-port.log is the main log for the Radia Management Portal.
The default trace level is set to 3, which tracks informational messages, warnings, and errors.
Collect your logs and version information if requesting support from HP Technical Support.

m  Version and build information can be found by clicking 'a on the Radia Management Portal's

banner area after logging on. Alternatively, from a command prompt you can run "nvdkit
version" on the client side, and "radish version" on the Manager (Configuration Server) side.
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