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About This Guide

The Application Administration Guide is an introduction to the principal
ServiceCenter modules from an Application Administrator’s perspective. To
get started, read the Overview on page 17. For an in-depth understanding of
ServiceCenter modules, see the Process Flow Diagrams on page 473.

Read these sections for information about ServiceCenter components:

User Profiles on page 21

Service Management on page 41

Incident Management on page 61

Root Cause Analysis on page 133

Scheduled Maintenance on page 155

Inventory Management on page 169

Inventory Management Service Information on page 207
Change Management on page 345

Service Level Management on page 259

Read these appendices for supplemental information:

Process Flow Diagrams on page 473
Field-Level Details on page 491
SLM-Related Reports on page 525
Events on page 533
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Knowledge Requirements

The instructions in this guide assume a working knowledge of Peregrine
Systems ServiceCenter. You can find more information in the following
guides.

m For administration and configuration information, see the ServiceCenter
System Administrator’s Guide or the ServiceCenter Application
Administration Guide.

m For database configuration information, see the ServiceCenter Database
Management and Administration Guide.

m For copies of the guides, download PDF versions from the CenterPoint
web site using the Adobe Acrobat Reader, which is also available on the
CenterPoint Web Site. For more information, see Peregrine’s CenterPoint
Web Site on page 14. You can also order printed copies of the
documentation through your Peregrine Systems sales representative.

Examples

The sample windows and the examples included in this guide are for
illustration only, and may differ from those at your site.

Contacting Customer Support

For more information and help with this new release or with ServiceCenter
in general, contact Peregrine Systems’ Customer Support.

Peregrine’s CenterPoint Web Site

14

You can also find information about version compatibility, hardware and
software requirements, and other configuration issues at Peregrine’s
Centerpoint web site: http://support.peregrine.com

1 Log in with your login ID and password.
2 Select Go for CenterPoint.

3 Select ServiceCenter from My Products at the top of the page for
configuration and compatibility information.

About This Guide
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Note: For information about local support offices, select Whom Do I Call?
from Contents on the left side of the page to display the Peregrine
Worldwide Contact Information.

Corporate Headquarters

Corporate headquarters contact information:

Address: Peregrine Systems, Inc.
Attn: Customer Support
3611 Valley Centre Drive
San Diego, CA 92130

Telephone: +1 (858) 794-7428
Fax: +1 (858) 480-3928

North America and South America

North and South America contact information:

Telephone: +1 (800) 960-9998 (US and Canada only, toll free)
+1 (858) 794-7428 (Mexico, Central America, and
South America)

Fax: +1 (858) 480-3928

E-mail: support@peregrine.com

Europe, Asia/Pacific, Africa

For information about local offices, see Peregrine’s CenterPoint Web Site. You
can also contact Corporate Headquarters.

Contacting Education Services

Training services are available for the full spectrum of Peregrine Products
including ServiceCenter.

Contacting Education Services < 15



ServiceCenter

Current details of our training services are available through the following
main contacts or at:

http://www.peregrine.com/education

Address: Peregrine Systems, Inc.
Attn: Education Services
3611 Valley Centre Drive
San Diego, CA 92130

Telephone: +1 (858) 794-5009
Fax: +1 (858) 480-3928
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CHAPTER

Qverview

The ServiceCenter Application Administration Guide introduces the principal
ServiceCenter modules. It has instructions to set up and manage those
modules, and instructions to tailor each module for your environment. Read
the ServiceCenter User’s Guide to learn how to start and use ServiceCenter
modules. ServiceCenter operates as a client/server system. This guide
concentrates on the client portion of the product.

Read this chapter for information about:
m ServiceCenter Modules on page 18

m Sample Data on page 19

Overview € 17
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ServiceCenter Modules

ServiceCenter provides a suite of modules to oversee your enterprise. It
consists of a series of integrated modules and utilities designed to manage
specific parts of your enterprise. These modules work together to create a
complete system, not just a series of stand-alone products. For example,
Incident Management and Change Managements use the inventory database
contained within ICM.

The modules covered in this guide include:

m Service Management enables you to create a call report for each call
received at the help desk. Depending on the nature of the call, the call
report can be used in other modules to create an incident ticket, change
request, order, and so on.

m [ncident Management enables you to report and track incidents. Incident
tickets are routed to the personnel who can resolve the issue.

m Root Cause Analysis is a module that enables you to track, prioritize, and
resolve recurring incidents and incipient problems by determining their
Root Cause.

m Scheduled Maintenance enables you to schedule and track Scheduled
Maintenance Tasks.

m [nventory Management enables you to keep track of hardware and software
in your network. For example, a network administrator could look at a list
of the PCs at the site.

m [nventory Management Service Information describes service level
agreements and contract management.

m Change Management enables you to request, list and track changes at a
facility. For example, a change can be opened to add a network line to an
office.

m Service Level Management describes how to track performance and
provide system feedback on service agreements between departments
within a company.
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Sample Data

ServiceCenter contains a set of sample data with you can work and learn the
product. You can use these records as a model for your actual data. This
guide uses the sample data to illustrate the modules and processes described.
You can modify or delete these records as you learn the system. You can also
add new records.

Users The sample data includes a set of fictitious users with
associated profiles, incident tickets, and other records.

Inventory You do not have to add devices for the sample system. A
simulated network inventory is included with the sample
data. The sample inventory database includes modems,
PCs, workstations, mainframe hosts, and so on.

Call Reports A set of sample call reports is included. You can review,
update, and close these reports as you would an incident
ticket in a live system.

Incident Tickets A set of sample incident tickets is included. You can
review, update, and close these tickets as you would an
incident ticket in a live system.

Changes A set of sample Change tickets is included. You can
review, update, and close these tickets as you would a
request for change in a live system.

Contracts Sample contracts have been added to the system,
including client companies with company and location
records. Contract information has been added to other
modules that share links to Contract Management.
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CHAPTER

User Profiles

There are three areas of security that allow administrators to control user
access within ServiceCenter:

m Operators define user access to ServiceCenter and its applications and
utilities.

m Roles are a predefined set of profiles and capability words that can be
referenced from an operator record.

m Profiles store rights and privilege information for users within each
ServiceCenter application.

Profile records allow administrators to grant functionality specific to
ServiceCenter application. Multiple operators can use a single profile record
to create job-specific privileges. You can enhance these job-specific privileges
by creating roles.

Read this chapter for more information about:
Operators on page 22

User Roles on page 22

User Profiles on page 22

Types of User Profiles on page 22

How the System Determines a User’s Profile on page 23
Out-of-the Box User Profiles on page 23

Adding a Profile on page 32

Editing Profiles on page 39
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Operators
The Operator record designates specific settings for each logon name used in
ServiceCenter. Information in the Operator record is evaluated to determine
the:
m Logon names and passwords.
m Capabilities of the operator to execute applications and utilities.
(Capability words grant access to applications and utilities. They are
defined in the capability file and are assigned in the Operator record
through the Execute Capabilities array.)
m [Initial application user accesses when logging on.
User Roles

User roles serve as the basis for assigning user profiles to operators. The role
is referenced in the user's Operator record. When you select the user's role,

the user's access rights and privileges in the form of user profiles are assigned
for each of the ServiceCenter applications.

Note: User roles are not required in order to assign user profiles to operators.
User roles allow administrators to conveniently add a standard set of
functionality for a new operator.

User Profiles

Profile records allow you to grant rights and functionality specific to
ServiceCenter applications. Multiple operators can use a single profile
record, creating job-specific privileges.

Types of User Profiles

m User Profiles store information about a user's rights and privileges in
ServiceCenter. Each profile defines a specific level of functional access to a
ServiceCenter application, from basic user with limited access to system
administrator with full access.

m Each application is delivered with a profile record named Default which is
used when a profile does not exist. With Default, the environment record
allows access to the application without a profile record.
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Note: If you turn off the ability to access an application without a profile, a
user profile must be defined to grant access to the application.
Otherwise, users are denied access to the applications.

How the System Determines a User’s Profile

When a user attempts to access one of the ServiceCenter applications, the
system follows these steps to determine which profile to use:

m The system retrieves the profile name from the Operator record and
accesses the profile record for the specific application.

m [fthe system cannot find a user profile, the system uses the Default profile.

m Ifa profile is not found and the ability to use the Default profile is set to
false, a user is denied access to the application.

Out-of-the Box User Profiles

User profiles have varied levels of module access to accommodate the
different levels of ServiceCenter users. The following table describes the
out-of-box User Profiles that have been set up within ServiceCenter that can
be used when assigning User Roles to system users.
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User Profile Privileges

ADMIN Used in Service Management, Incident Management, Root
Cause Analysis, Inventory Management, Change
Management, and Request Management to grant full
administrative access:

m All basic options, including open, update, view, and close
Call reports, Incident tickets, and Root Cause Analysis
tickets.

m Search the ServiceCenter knowledge base.

m Open, review, approve, deny, and retract changes within
Change Management.

m Open and close quotes and orders within Request
Management.

m Approvals.
m All print options.
m All query options.

APPROVER Used in Change Management and Request Management to
grant approval authority for requests for change and Request
Management quotes and orders. Other privileges include:

m Basic options, such as, count records, find, and notify.
m All query options.
m All print options.

ASSET Used in Change Management to manage all Inventory
MANAGEMENT  Management assets and grant full administrative access:

m All basic options, including open, update, view, and close
change tickets.
m Search the ServiceCenter knowledge base.

m Open, review, approve, deny, and retract changes within
Change Management.

m Approve changes within the CA and ONSITE approval
groups.

m All print options.

m All query options.

CLIENT Used in Incident Management to grant the following:
SECURITY m Open, update, view, and close incident tickets.

m Search the ServiceCenter knowledge base.

m Reopen, log, print, and allow inefficient queries.
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User Profile Privileges

COORDINATOR  Used in Change Management, Inventory Management, and
Request Management to grant administrative access to
coordinate Change Management requests for change and
Request Management quotes and orders. Privileges include:

m All basic options, including open, update, and view requests
for change and quotes and orders.

m Approvals and overrides.

m All print options.

m All query options.

DEFAULT Used in Service Management, Incident Management, Root
Cause Analysis, Inventory Management, Change
Management, and Request Management to grant the
following access rights and privileges, including:

m View, log, find, fill, notify, count, search, override, allow
inefficient queries, and check for duplicates for Call reports,
Incident tickets, Root Cause Analysis tickets, requests for
change, and quotes and orders.

m Search the ServiceCenter knowledge base.

m Within Change Management, all basic options, as well as all
approval, print, and query options.

m Within Request Management, most basic options, as well as
all approval and print options and most query options.

EMERGENCY Used in Change Management to expedite a change from
GROUP within the Change Management module. All basic, approval,
print, and query options are granted.

FACILITIES Used in Incident Management and Change Management to
coordinate facilities activities. The following privileges are
granted:

m Most basic options, including view, log, find, fill, notify,
count, search, override, allow inefficient queries, and check
for duplicates for Incident tickets and requests for change.

m Approvals without override.
m All print and query options.
m Search the ServiceCenter knowledge base.

FIELD ENG Used in Incident Management to grant the following access
rights and privileges:

m Some of the basic options, including view, log, find, fill,
notify, count, search, override, allow inefficient queries, and
check for duplicates for Incident tickets.

m Search the ServiceCenter knowledge base.
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User Profile

Privileges

HELPDESK

Used in Change Management to grant the following access
rights and privileges:

m Track alerts.

m Calculate the risks.

m Some of the basic options, including view, log, find, fill,
notify, save, count, search, override, allow inefficient
queries, review, find parents changes, open tasks, and check
for duplicates for requests for change.

m Search the ServiceCenter knowledge base.
m Approvals without override.

m All print options.

m All query options.

HELPDESK TECH

Used in Service Management and Incident Management to
grant the following privileges:

m Open, update, view, close, and inactivate Incident tickets.
m Search the ServiceCenter knowledge base.

m Reopen, log, print, and allow inefficient queries.

m Gain database access.

m Create new categories.

INITIATOR

Used in Service Management, Incident Management, Root
Cause Analysis, Inventory Management, and Change
Management to grant the following privileges:

m Open, view, log, find, fill, and notify call reports and tickets.
m Search the ServiceCenter knowledge base.

m Log, print, count, and allow inefficient queries.

m Create duplicates, new categories, and notes.

ISP

Used in Incident Management to grant the following
privileges:

m Open, update, view, close, and inactivate Incident tickets.
m Log, reopen, find, fill, and print tickets.

B Perform advanced search.

m Gain database access.

m Create duplicates, allow inefficient queries, and check for
incident duplicates on a device.
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User Profile Privileges
ISPADMIN Used in Incident Management to grant the following
privileges:

m Open, update, view, close, and inactivate Incident tickets.
m Log, reopen, find, fill, and print tickets.

B Perform advanced search.

m Gain database access.

m Create duplicates, allow inefficient queries, and check for
incident duplicates on a device.

m Inactivate and mass inactivate tickets.
m Create new categories.

LAN SUPPORT  Used in Change Management and Incident Management to
grant the following privileges:
m Open, update, view, and close Incident tickets.
m Log, reopen, find, fill, and print tickets.
B Perform advanced search.
m Gain database access.

m Create duplicates, allow inefficient queries, and check for
incident duplicates on a device.

M/F SUPPORT Used in Change Management and Incident Management to
grant the following privileges:
m Open, update, view, and close Incident tickets.
m Log, reopen, find, fill, and print tickets.
m Perform advanced search.
m Gain database access.

m Create categories, allow inefficient queries, and check for
incident duplicates on a device.

MANAGEMENT  Used in Change Management to manage all requests for
change. Grants full administrative access privileges, including:

m All basic options, including open, update, view, and close
change tickets.
m Search the ServiceCenter knowledge base.

m Open, review, approve, deny, and retract changes within
Change Management.

m Approve changes within the ASSET MANAGEMENT and
CA approval groups.

m All print options.
m All query options.
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User Profile

Privileges

MASTER

Used in Request Management and includes the following
privileges:

m All basic functions, excluding database manager activities.
m Alert log.

m Approval options, including approve, mass approve,
approval log, reevaluate, reset, and override.

m All print options.
m All query options.

ONSITE
SUPPORT

Used in Incident Management and Change Management to
grant the following privileges:

m Some of the basic options, including open, update, view,
and close Incident tickets and requests for change.

m Approvals for Change Management.

m All print options.

m All query options.

PROCUREMENT

Used in Incident Management and Change Management to
grant the following privileges:

m Some of the basic options, including open, update, view,
and close Incident tickets and requests for change.

m Approvals for Change Management.

m All print options.

m All query options.

RECEIVER

Used in Request Management to grant the following

privileges:

m Some of the basic options, including open, update, view,
and close quotes and orders.

m All approval options.

m All print options.

®m Most query options.

REPLACEMENT

Used in Incident Management to grant the following
privileges:

m Open, update, view, and close Incident tickets.

m Log, reopen, find, fill, and print tickets.

® Perform advanced search.

m Gain database access.

m Create duplicates, allow inefficient queries, and check for
incident duplicates on a device.
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User Profile Privileges

REQUESTOR Used in Request Management to grant the following
privileges:
m Some of the basic options, including open, update, view,
and close quotes and orders.
m Log, reopen, find, and fill.
m Post, reopen, generate orders, and so on.
m Alert log.
m All print options.
® Some query options.
m No approval options available.

REVIEWER Used in Service Management, Incident Management, Root
Cause Analysis, Inventory Management, Change
Management, and Request Management to grant the
following privileges:

m A few of the basic options, including audit, close, count,
find, and list pages.

m Alert log.

m All print options.

= Most query options.

m No approval options.

SEAGATE INFO  Used in Incident Management to allow the following
privileges:

m Browse.
m Advanced search.
m Print, views, and count.

SERVICE Used in Change Management to grant the following
MANAGEMENT  privileges:

m Some of the basic options, including alerts, open, find, fill,
notify, and save requests for change.

m Approvals.

m All print options.

m All query options.
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User Profile Privileges

SERVICETECH  Used in Incident Management to grant the following
privileges:
m Most of the basic options, including open, update, view, and
close Incident tickets.
m Log, reopen, find, fill, and print tickets.
B Perform advanced search.
B Gain database access.

m Create duplicates, allow inefficient queries, and check for
incident duplicates on a device.

SOFTWARE Used in Change Management to grant the following
privileges:
m Some of the basic options, including alerts, open, find, fill,
notify, save requests for change, and IR query.
m Approvals.
m All print options.
m All query options.

STANDARD Used in Incident Management to grant the following
privileges:
m Most of the basic options, including open, update, view, and
close Incident tickets.
m Log, find, fill, and print tickets.

m Create new categories and notes, allow inefficient queries,
and check for incident duplicates on a device.

SYSADMIN Used in Incident Management, Service Management,

Inventory Management, Root Cause Analysis, Change

Management, and Request Management to grant the

following privileges:

m Open, update, view, and close Call reports, Incident tickets,
and Root Cause Analysis tickets.

m Search the ServiceCenter knowledge base.

m Open, review, approve, deny, and retract changes within
Change Management.

m Open and close quotes and orders within Request

Management.
SYSTEMS Used in Incident Management and Change Management to
ADMIN grant the following privileges:

m Open, update, and view Incident tickets and requests for
change.

m Search the ServiceCenter knowledge base.
m Open, review, approve, deny, and retract changes.

30 > Chapter 2—User Profiles



Application Administration Guide

User Profile Privileges
SYSTEMS Used in Change Management and Incident Management to
SUPPORT grant the following privileges:

m Open, update, view, and close Incident tickets.
m Log, reopen, find, fill, and print tickets.

B Perform advanced search.

m Gain database access.

m Create duplicates, allow inefficient queries, and check for
incident duplicates on a device.

TECH Used in Inventory Management, Root Cause Analysis, Change
Management, and Request Management....
m Open, update, and view Root Cause Analysis tickets.
m Reopen, find, and fill tickets.
m Perform advanced search.
m Create personal inboxes.
m Approvals and alerts within Change Management.
m All print and query options within Change Management.

m All approval and print options within Request
Management.

®m Most query options within Request Management.

TECH LEVEL 2 Used in Root Cause Analysis to grant the following privileges:
m Open, update, and view Root Cause Analysis tickets.
® Reopen, find, and fill tickets.
B Perform advanced search.
m Create personal inboxes.

TELECOMS Used in Change Management and Incident Management to
grant the following privileges:

m Open, update, view, and close Incident tickets.
m Log, reopen, find, fill, and print tickets.

B Perform advanced search.

B Gain database access.

m Create duplicates, allow inefficient queries, and check for
incident duplicates on a device.
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User Profile

Privileges

TRAINING

Used in Change Management and Incident Management to
grant the following privileges:

m Open, update, view, and close Incident tickets.

m Log, reopen, find, fill, and print tickets.

B Perform advanced search.

m Gain database access.

m Create duplicates, allow inefficient queries, and check for
incident duplicates on a device.

WAN SUPPORT

Used in Incident Management and Change Management to
grant the following privileges:

m Open, update, view, and close Incident tickets and requests
for change.

m Log, reopen, find, fill, and print tickets.

m Perform advanced search.

m Gain database access.

m Create duplicates, allow inefficient queries, and check for
incident duplicates on a device.

m Alerts and approvals within Change Management.
m All print and query options within Change Management.

Adding a Profile

There are two ways to add user profiles in ServiceCenter. You can use the
Central Administration Utilities (CAU) or individual ServiceCenter
applications. For more information about adding a profile from within a
ServiceCenter application, see the individual application chapters in this
guide. The CAU allows you to:

m Add and edit users, profiles, assignment groups, and message groups from
one central place.

m View a summary of a user’s security information.

m Access application-specific profile configurations.
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To add a new profile to an operator record using the CAU:

1 Login to ServiceCenter with an administrator profile, such as falcon.
Figure 2-1 shows the ServiceCenter home menu.

(@ ServiceCenter

File Edt Miew Fomat Cpfione ListOpiors Window Help
78 qQ

v, g

@ Logout

=] E3

ServiceCenter”

Semices |Suppor‘t |Utwlmes |Tao\k\t ‘

b
=

Service Management
Quickly manage, document, and
resaolve incarming calls

Incident Management
Support your customers with
comprehensive incident control

Root Cause Analysis
Find the true root causes of
recurrent incidents.

Change Management
Minimize business risk and
promate strategic planning.

;‘j*i':'
-]

Request Management
Employee portal for requesting
goods and services.

|

.".J o =1 [gl

Inventory Management
Detailed information on assets,
contracts, and relationships.

Service Level Mgmt.
Define and track your service level
agreements.

Scheduled Maintenance
Set up and execute recurring
tasks

Work Management

Help managers efficiently deploy
technical staf.

Figure 2-1: ServiceCenter home menu
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2 Click the Utilities tab shown in Figure 2-2.

@ falcon IS [=]

® = m]

@ Lng;n:;
ServiceCenter’
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Event Services
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to external systems

Knowledge Engineering
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| | |
Ready Response 0.70 draw 0.421 | insert | menu.gui.home [UP]

Figure 2-2: ServiceCenter home menu: Utilities tab

3 From the Utilities tab, click Administration. Figure 2-3 shows the
Administration menu and the Information/Security/Insight tab.

@ ServiceCenter =1 &3
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ServiceCenter’ 5 ® 1]
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System Bulletin Capability Words o
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Al | H oA

Figure 2-3: Information/Security/Insight tab
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4 Click User Administration. Figure 2-4 shows the CAU menu.

@ falcon [_[O]x]
L ?8a 9 » =

< Back

Central Administration Utilities

User and Contact Utilities \\ngiaem | Senice | Ront Causs | Imventory | Contract | Changs | Request | Mandanten

[@:) W

Wiew User Data. Search for Operators.

Search for Contact infarmation.

+a) &=

User Quick Add Utility Search for User Inbox Listing.

Search for User Roles

4] | H

Ready Response 0.110 draw 0.210 | ingert | menu.gui.cau.menu [UP]

Figure 2-4: CAU menu

5 The tabs in the form represent the options available to centrally manage user
access and privileges, and to conduct searches for contacts and operators.

6 From the CAU menu, click View User Data.

7 Type the user’s name in the dialog box and click OK. You can choose a
sample user, BOB.HELPDESK, from the drop-down list.
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8 The Operator record for BOB.HELPDESK displays. Notice that BOB has an
Root Cause profile of TECH.

@ ServiceCenter [_[O]x]
File Edit View Format Options List (ptions  Window Help
SmB T8 QA9 B
W oK Hoence ] save Moeete [ views 00 Find 4 Fil
OPERATOR RECORD
General |A59\gnment!Message Groups ‘
Lagin Mame: BOB.HELPDESK Edit Op Infa
Contact Name: HELPDESK, BOB Edit Contact Ermail Addr.:
[
Application Profiles
Uset Role: |HELPDESK TECH LEVEL 1 BT |
Service Profile: [HELPDESK TECH EAEE Fiid
Incident Profile: [HELPDESK TECH ~lelel In
Root Cause Profile: [TECH R
Inwentory Profile: [MmaTOR ~lEle|
Contract Profile [DEFAULT A =
Change Praofiles [HELPDESK ~lE2[*  Add New Profile
\ =Bl |
Request Profiles: [REQUESTOR ~lE2[*  Add New Profile
\ =Bl -]
7] | 1z

Figure 2-5: Bob.Helpdesk operator record

9 Click the Find icon, a magnifying glass, to the right of the Root Cause Profile
field.

10 Double-click the TECH profile shown in Figure 2-6.

a User Rootcause Profile M= 3
704 L | -

o Back - Refresh Court =

hame |fu||.name | initial. format |

Selected line is row 1 of 2 records insert | reeny.gbelprofile.list) [UP]

Figure 2-6: User Root cause Profile

11 The Privileges for the TECH profile appear. If you want Bob to close Root
Cause records, you must create a new profile that allows him to do so.
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a Typeanew profile name in the Profile Name field, or choose a pre-defined
profile from the drop-down list. For this example, type TECH 2, ash shown

in Figure 2-7.
@ User Rootcause Profile: TECH 2 [_[o[=]

$BE ?28Q D » =

W oK M cancel L Previous 3P Next o= Add I save TjDelete 0 Find & Fil

Root Cause Security Profile Profile Name [TECH2
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Allow Inefficient Query
Skip Query Warning
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M Update Edit Format [
[ Close Search Format [
W Reapen List Format [

I Find Manage Format [

M Fil Print Farmat [
C Print Open Script [

M igws Resolution Script [

¥ Count

W Advanced Search

[ use Operator Full Name ¥ New Thread: Inbox -» Search
W' Can Create Personal Inboxes ¥ New Thread: Search -» List
[ Can Create Glabal Inboxes ' New Thread: List > Edit
[ Lock on Display ¥ hew Thread: Inbox -> Edit
r

r

i mf

User Rootcause Profile record added. Response 0.40 draw 0.90 | insert | rc. profile. giprofile.view) [UP]

Figure 2-7: Profile Name

b Click Add. The status bar displays this message: User Rootcause Profile
*l record added.

Click Add to create a new profile with the same privileges, but with a new
name in the Profile Name field.

Click Save to overwrite the original profile with the changes to the
privileges and a new profile name.

You have added a new profile for BOB.HELPDESK, which is Root Cause
Profile: TECH 2.
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To add a new profile to a user role:

In the previous task you added a new Root Cause profile, TECH 2, for
BOB.HELPDESK. You can also add the Root Cause profile to
BOB.HELPDESK’s user role, HELPDESK TECH LEVEL 2.

1 Complete step 1 on page 33 through step 5 on page 35.

2 From the CAU menu, click Search for User Roles. The User Role Search form
appears.

3 From his operator record, you know that BOB belongs to the HELPDESK
TECH LEVEL 2 user role. If you do not know the exact name of the user role,
you can click Search to locate it, or you can click Find from the operator
record. Type HELPDESK TECH LEVEL 2 in the User Role field. Click Search.

4 Figure 2-8 shows the User Role form for HELPDESK TECH LEVEL 2. Select
TECH 2 from the Root Cause Profile drop-down list.

{# userrole: HELPDESK TECH LEVEL 2 M=l E3
smE Teal 9l » =
ok 3 cancel i A I sawe T oeiste 07 Finat & Fil .
User Rale: [HELPDESK TECH LEVEL 2 |
Description: Second Level helpdesk support. Transaction of calls, and j
process more advanced tickets. j
Senvice Prafile: [HELPDESK TECH EAEE|
Incident Profile: [HELPDESK TECH EEE
Root Cause Profile: [TECH EAEE|
Inventary Prafile [IMITATOR EAJEE|
Contract Prafile: [DEFALLT EER
Change Profiles [IMmaTOR EEE il
[ EEE]E
Request Profiles [REQUESTOR EAEE| 3
[ [ =T Activate Command Line on Startup (]
Capahility Wards: [partial key EAIEE Query Graups [Basic =
[prabilern management EEE [Intermediate =l
[query. stared EEE [advanced =l
firteertary rmanagerment EEEE| [ =l
[change request EAEE|
[change task EEE
[ocMa =lel2
[oCrL el -
< Bl
Ready Response 0.90 draw 0.160 | insert | userrole. gidb.view) [UP]

Figure 2-8: User Role form

5 Click Save. The status bar displays this message: userrole record updated.
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ServiceCenter enables you to set operator profiles for users of each module.
These profiles supplement and further restrict any rights defined in a user’s
operator record, based on the operator’s assigned user role. These options
enable you to control access to each ServiceCenter module. For more
information, see the System Administrator’s Guide.

To edit a Profile record:
1 Complete step 1 on page 33 through step 5 on page 35.
2 From the CAU menu, click the Service tab.
3 Click SM Profiles. Figure 2-9 shows the Service Management Security Profile

form.
a Search User Service Profile Records [_[o]x]
BB 204 9 » d
=, Back e sl S0 Sesrch 0 Find & Fill -
SM Security Profile Profile Name : | |
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™ Update
Search Format: |
™ Close
. List Format: |
™ Find
o Manage Format: |
i
Print Format:
™ Print !
™ “iews
™ Count
I Advanced Search
™ Use Operator Full Name
™ Can Create Personal Inboxes ™ Mew Thread: Inboyx -> Search
[T Can Create Global Inboyes [ Mew Thread: Search -> List
™ Lock on Display ™ Mew Thread: List -~ Edit
™ can Matify ™ Mew Thread: Inboy -> Edit
1| I B
Ready Response 0.50 draw 0.70 | insert | co.profile. giprofile. search) [UP]

Figure 2-9: the SM Security Profile form
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4 Do one of the following:

m Type the name of the Profile you want to edit and press Enter. For
example, type HELPDESK TECH. Remember that profile names are
case-sensitive.

m Click Search to perform a true query that retrieves a list of all current
profile records. Double-click the record you want to view.

The Profile record appears.
5 Edit the record.

When you edit Change Management and Request Management profiles, you
must rebuild the Message group definitions. The Message group definition
record stores the individual login IDs of the group’s members (reviewers)
and approvers who will receive notification and messages during a change or
request project.

From the Options menu, click Rebuild Group to apply the Message group
definition member list (reviewers and approvers) changes.

6 Click OK or Save. The status bar displays this message:
The User profilename Profile record updated

where profilename is the name of the application with the updated security
profile.

Note: User groups or operators with this profile will have their access rights
changed to reflect this updated profile as long as you do not change the
profile name. If you change the profile name, the user group or
operator retain the old assigned profile.
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CHAPTER

When a call comes in to a help desk to report an incident, the operator opens
a call report in Service Management. All pertinent data regarding the call is
recorded in the report and a category is assigned to the call. If the incident
being reported can be resolved at the time by the help desk operator, the call
is closed and no further action is required. If the incident being reported
requires the attention of another technician, an incident ticket can be opened
directly from the call report. Incident tickets opened in this manner are
quickly generated since they contain all the necessary information recorded
in the call (for example, SLA involved, contract affected). This chapter
describes how to administer the Service Management module.

Read this chapter for information about:

Accessing Service Management on page 42

Administering Service Management on page 43

Accessing the Security Files on page 44

Managing User Information on page 49

Setting Privileges and Views in the Service Management Profile on page 53
Maintaining Inboxes on page 56

Accessing the Macro List Editor on page 57

Accessing Probable Cause Records on page 58

Accessing the Knowledge Base on page 60

Service Management < 41



Accessing Service Management

You can access Service Management forms for administrative purposes from
the Service Management section of the ServiceCenter home menu, or from
the Central Administration Ultilities.

Central Administration Utilities is a central control utility that allows a
system administrator to access the operator’s record for user and contact
information, application profile privileges, and the Mandanten utility. This
central control utility gives the system administrator the ability to access and
control several users or a group from one central location, rather than having
to go to the individual ServiceCenter modules.

To learn more about using Central Administration Utilities, see the System
Administrator’s Guide.

To access Service Management:

1 Click Service Management in the ServiceCenter home menu.

@ ServiceCenter M= B
File Edt View Fomat (pione Lol Opton: window  Help
w2 o a9 =l

@ Logout
ServiceCenter’

Services | Suppont | Utilties | Toalkit |

Z @ i)

in

Quickly manage, document, and
resolve incoming calls

& Service Management

Incident Management
“ Support your customers with
comprehensive incident control

Root Cause Analysis
Find the true ront causes of
recurrent incidents

e Change Management

‘i;{* Minimize husiness risk and

promote strategic planning
Request Management

=1
-’/ Employee portal for requesting
goods and services

il

' Inventery Management

L 231

Detailed information on assets,
contracts, and relationships

Service Level Mgmt.
Define and track your service level
agreements

Scheduled Maintenance
Set up and execute recurring
tasks

Work Management

Help managers efficiently deploy
technical staff.

Figure 3-1: ServiceCenter home menu
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Figure 3-2 shows the Service Management menu.

@ ServiceCenter - [FALCON] [_[O]x]
@ File Edit “iew Format Opfions  List Options  Window  Help eS|
YEE ?7eQ 9
<% Back ]
ServiceCenter’ ® i}
Service Management Menu ‘
Take New Calls ) Security Files
& Guickly log a resolved issue. or Environment, profiles, and ather
start & new call record, control files.
. Call Queue Search Knowledge Base
1 Use pre-defined inbaxes ta @ Guery the available knowledge
quickly find pour workload records for salutions ar ideas,
Search SM Calls
w Search for an existing Service
Management call.
=2
Ready | ingert | menu.gui.cc [US]

Figure 3-2: Service Management menu

The buttons on the Service Management menu allow you to open new Call
records, access existing records, and configure the module.

Administering Service Management

This section discusses how to administer Service Management by adding and
editing users and security profiles, and selecting Service Management
Relationship Models. See the System Administrator’s Guide, Central
Administration Utilities, to learn about deleting users.

As a system administrator, you can add or edit ServiceCenter users from
within Service Management and manage user profiles. You can restrict
certain user rights and control the forms that your users see when accessing
different parts of Service Management. The utilities that accomplish this are
similar to those in Incident Management.

Security Files

Service Management contains built-in security. Through this security, you
can define the capabilities for individual users (operators). For example,
certain users may not have the rights to close call reports, while others may.

Administering Service Management < 43



ServiceCenter

Users

Each person who logs onto ServiceCenter must have a personal information
record stored in the operator file. Information associated with a user includes
personal data, such as name, address, phone numbers, and login name, and
password for ServiceCenter. ServiceCenter operator records also store
capability words for a given user. Without an operator record, a user cannot
log onto ServiceCenter. A user can belong to a group or utilize a Profile.

Profiles

Users must have a Service Management Profile in their operator record, or
use the default, in order to gain access to the Service Management module.
Records in the smenv file store Service Management rights and privileges
information, such as, whether or not a user can close a call report. Profiles
also store information that may affect the way Service Management looks
and behaves. For example, a profile can define a personal search form for a
specific user.

To learn more about application profiles, see User Profiles on page 21.

Environment Record

Service Management contains an environment record that defines options
that affect the functionality of the Service Management module for all Service
Management users. Some of the typical options stored in this record include:

m The relationship model
m Access rights

m A default category

Accessing the Security Files

To access security files from the Central Administration Utilities, see User
Profiles on page 21.

To access security files from the Service Management Menu:

1 Click Service Management in the ServiceCenter home menu. The Service
Management menu appears.
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2 Click Security Files. Figure 3-3 shows the Service Management Security
Administration Utility menu.

a ServiceCenter - [Service Management Securnity Administration Utility]  [[=]1 E3
@ File Edit “iew Format Options  List Optione: Window  Help - |E|1|

. ?8Q » =l
\’:\ Back H Save .p Undo |

Securty Files |Envir0nment |

Users Service Profiles
Inbaues
+ Add /| Searchdtdd
—
ML Macro List

/| Edit
L) =
PC Probable Cause

-
1| | 3

Ready Reszponze 0160 draw 0.30 | ingert | cofront. screen.glec, admin) [UP]

Figure 3-3: Service Management Security Administration Utility

%, 3 Click Back or Return to return to the Service Management menu.

Security Files Tab
The Security Files tab enables you to:
m Add or edit ServiceCenter users.
m Search for and Add Service Profile records.
m Access the Inbox Maintenance Utility.
m Access the Macro Editor.

m Access the Probable Cause file.
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Environment Tab

The Environment tab, shown in Figure 3-4, allows you to make general
settings for all users of Service Management.

a ServiceCenter - [Service Management Security Administration Utility]
@ File Edit “iew Fomat Options List Optons  Window  Help = |ﬁ'|1|

?8Q 2| =
“=y Back ﬁ Save &= Undo

Security Files  Environment |

Service Management Record Relationship Models

|® Full Service Management Model

1 sl Recards clase Independently
) Close Calls when Related Record closes
) Cannot close Related Record until Cals are closed

) Cannot close Callz until Related Records are closed

W sllow Access Without Operator Recard? It Post back. Link:

C Delay Azzigning Call Mumber? |problem.incident.post.back
™ Usze Operator Full Mame? CM Post back Link:

V| Retum ta Elank Call? [ern3rincident post back
¥ Post resolution to Calls? R Post back Link:

™ Auto-Past Salution Candidates? |ocmq.incident.post.back
™ Thread incoming callz [CTI)? Copy/Open Link:

r Copy Associations of Cloned Calls? |

™ Close Call when last Fequired Action closes?

Feady Fesponge 0160 draw 0.30 | inzert | co.front. soreen. glce. admin) [UP]

Figure 3-4: Environment tab

Service Management Record Relationship Models

The Service Management Relationship Models (SMRMs) are different
methods that can be used to control the relationships between records inside
ServiceCenter. Currently the SMRMs affect four record types: Service
Management Calls, Incident Management Tickets, Change Management
Changes, and Request Management Quotes.

ServiceCenter provides five models for managing the relationship between
records in the principal modules:

m Full Service Management Model.
m All Records close Independently.
Close Calls when Related Record closes.

Cannot close Related Record until Calls are closed.

Cannot close Calls until Related Records are closed.
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Full Service Management Model

In this model, the state of a call is changed when each related record is closed,
based on the value of the Notify By (callback) field in the call report.

The following callback options are available.
m None. The call is closed.

m Email. An e-mail is sent to the contact listed in the call informing contact
that the related record has been closed. The call is then closed.

m Page. A page is sent to the contact listed in the call. The call is then closed.

m Telephone. A required action is added for the call. This action tells the user
why the customer needs to be contacted. It also prevents the call from
being closed until all required actions have been inactivated. The call then
goes into the Open- Call back state.

All Records Close Independently

In this model, all Call records close independently. The state of related
records has no bearing on whether a record can be closed. Closing the Call
record does not affect records that are related to it.

Close Calls when Related Record Closes
In this model, when the last related record closes, the call is closed.

Cannot close Related Record until Calls are closed. In this model, records
related to a call cannot be closed until the call is closed.

Cannot Close Calls Until Related Records are Closed

In this model, a call cannot be closed until all related incident tickets, change
requests, and request management quotes are closed.
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General User Options

The following table lists general user options.

Option Description

Allow Access Permits users who do not have a Profile for Service

Without Operator ~ Management to access the module by using the DEFAULT

Record profile. See the System Administrator’s guide for more
information.

Delay Assigning Call No reference number is assigned to a call until after New is
Number? clicked in the initial call report form.

Note: When this delay number is set to true, there is no
unique identifier to tie an attachment within the file.
Attachments cannot be saved when you open an incident,
but only when saving an update to the file after the unique
identifier has been assigned.

Use Operator Full ~ System uses the name entered in the Full Name field of the

Name? operator record when time stamping call reports (on open,
update, and so on) instead of using the operator’s login
name.

Return to Blank System returns the user to a blank (new) call form after the

Call? creation of an incident ticket.

Post resolution to  System posts the resolution of a closed ticket to the related
Calls? call report.

Auto-Post Solution  System automatically posts solutions from an incident ticket
Candidates? to the Global Knowledge feature if the Solution Candidate
check box is selected.

Thread incoming If this check box evaluates to true (selected) for users of

calls (CTI)? Computer Telephony Integration, a Take New Call form
opens each time a call is received. If this option evaluates to
false, the current call is saved and replaced by the information
from the incoming call.

Copy Associations ~ Whether or not you want to copy the associations to other
of Cloned Calls? records when cloning a call.

IM Post back Link  Link record used to post information from a related Incident
to the Call when the Incident is closed.

CM Post back Link  Link record used to post information from a related Incident
to the Call when the Change is closed.
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Option Description

RM Post back Link  Link record used to post information from a related Incident
to the Call when the Request is closed.

Copy/Open Link When you copy a ticket, data from the ticket specified here
will be copied to the new ticket based on the link record.

Managing User Information

You can add or edit a ServiceCenter user from the Central Administration
Utilities. Within these utilities, you can add or edit a user’s information,
including contacts, user profiles, and passwords. See the System
Administrator’s Guide for detailed information about user access and security
administration from the Central Administration Utilities.

To add and edit a user within the Service Management Security
Administration Utility form, see the steps described in Adding a User on
page 49 and Editing User Records on page 51.

Adding a User
To add a user in Service Management:

1 Click Service Management in the ServiceCenter home menu. The Service
Management menu appears.

2 Click Security Files. The Service Management Security Administration form
appears.

!l 3 Click Add in the Users structure. A dialog box prompts you to type the name
of the user you want to add.

4 Type the name of the new Service Management user. For example, you can
add a user named Joe.User.

5 Click OK or press Enter.

6 A dialog box displays a prompt to clone another user. Click Yes to clone
another user and do one of the following:

m Select an existing operator record to copy and modify. Either click the
drop-down arrow to display a QBE list of existing user records or type the
name of the user you want to copy. As you type the first few letters, the
name is placed in the field. For this example, type B and BOB.HELPDESK fills
the field.

m Select a blank record.
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7 Click OK.

The new operator record appears with the new operator’s name in the Login
Name text box.

& ServiceCenter - [New Operator] M= E3
@ File Edit “iew Fomat Options List Options  Window  Help _|ﬁ||1|
YmE 2oal 9 | =
3 Cancel s Add 0 views . Find 4 Fil -
Operator Record =
General | Security | Login/Contact Profiles | Startup | Motification | Security Groups | Billing Information |
Login M ame: Joe. U zer Full Mame: [El}
Language: English =l Default Compaty: FRGM =&
Time Zane: [El} User Rale: HELFDESK TECH LEXE]£]
Farmat: =l Service Profile: HELFDESK TECH  E]£]
Incident Profile: HELFDESK TECH  E]£]
Database: 00:00:10 Root Cause Prafile: TECH [EIF]
Aszet Mamt: 00:00:10 Irventary Prafile: INITIATOR [EIF]
Change Mamt: 00:00:10 Contract Prafile: DEFALLT [EIF]
Change Prafiles: INITIATOR EEE
T |
Request Prafiles: REQUESTOR EEE
Bl |
| | B
Fieady Fesponge 0,251 draw 0.280 | ingert | operator.gloperator. view] [UP]

Figure 3-5: Operator record

8 Modify the operator record as needed. Refer to the System Administrator’s
Guide for instructions on creating new operator records.

9 Specify a Resource Type on the Login/Contact Profiles tab.
10 Click Add to save the new operator record.

11 A dialog box displays a prompt to ask if the new user already has a contact
record.

Click No.

Enter the user’s contact name by typing it in, or by selecting it from the
drop-down list.

Click OK.

Modify the contact information as needed.

o

o

e Click Add to save the contact record. The status bar displays this message:
Contact Information record added.
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12 Click OK to return to the Service Management Security Administration
Utility menu. The status bar displays this message: The New User Process is
finished.

Based upon the User Role selected when the Operator record was added, the
Service profile application access privileges and views are assigned.

Editing User Records

Controls in the security files allow you to edit a user’s Service Management
Profile records and operator record.

Note: To add a new user by copying an existing profile, see Adding a User on
page 49.
To edit existing user records:

1 Click Service Management in the ServiceCenter home menu. The Service
Management menu appears.

2 Click Security Files in the Service Management menu. The Service
Management Security Administration form appears.

3 Click Edit in the Users area. A dialog box displays a prompt to select an
— operator record to edit.

4 Click OK or select an operator from the record list. The CAU.operator form
appears and provides access to editing the operator’s record, user profiles,
and assignment/message groups.

5 Make any necessary changes to the various records, and then click Save or
OK.

Adding or Editing Service Profiles

If the application profile settings need to be different, you can add a new
profile or edit the existing profile.

To add a profile:

1 Click Service Management in the ServiceCenter home menu. The Service
Management menu appears.

2 Click Security Files.

3 Click Search/Add in the Service Profiles structure. The Service Profile
appears.

4 Enter the name of the Service Management profile you want to add.
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5

Select the appropriate parameters for the user. For more information, see
Setting Privileges and Views in the Service Management Profile on page 53.

Click Add to save the Profile record.

To add a new profile using an existing profile:
Check the User Role in the Operator record to make sure the appropriate
profile settings apply, which are based on the User Role selected.

Note: If you select a different User Role, click Fill in the User Role field, so
that the applicable Service profile access privileges and views are reset
appropriately for each module.

Click Find to the right of the Service Profile field. The User Service Profile
form displays.

3 Modify the privileges as necessary.

Enter a new name in the Profile Name field.
Click Add.

Note: Clicking Add keeps the original profile you modified and adds the new
profile as long as you entered a new name in the Profile Name field.
Clicking Save would overwrite the original profile with the changes to
the privileges and a new profile name.

To edit a profile:

Check the User Role in the Operator record to make sure the appropriate
profile settings apply, which are based on the User Role selected.

Note: If you select a different User Role, click Fill in the User Role field, so
that the applicable Service profile access privileges and views are reset
appropriately for each module.

Click Find to the right of the Service Profile field. The User Service Profile
form displays.

Modify the privileges as necessary.
Click Save.
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Setting Privileges and Views in the Service Management Profile

The Service Management profile form is used to define Profiles for users who
plan to access Service Management. For an out-of-box defined solution,
select the appropriate User Role for your new operator. (See the System
Administrator’s Guide for information on User Roles.) The selected User Role
in an operator record plays an important part in deciding what application
profiles are going to be assigned to the user.

For more information about the privileges and views assigned for this profile,
see Service Management Privileges and Views on page 53. To learn about
adding and editing user profiles, see Adding a Profile on page 32 and Editing
Profiles on page 39.

Service Management Privileges and Views

Privileges and views define the user’s access privileges and views within the
Service Management module. Figure 3-6 shows the SM Security Profile form.

a ServiceCenter - [Search User Service Profile Records] [_ (O] %]
@ File Edit “iew Fomat Options List Optons  Window  Help _|ﬁ||1|
smalzea el =
= Back s add S0 Search . Find 4 Fil -
SM Security Profile Profile Name : | N
Frivileges and Yiews |
Initial Inboz: [
™ Browse __ | =
Initial Format: |
™ Open .
Edit Farmat: |
™ Update
Search Format: |
™ Cloze .
) List Format: |
™ Find
T E Manage Format: |
i
Frint Farmat:
™ Print !
™ Wiews
™ Count
[T Advanced Search
™ Usze Operator Full Mame
™ Can Create Personal Inboxes ™ Mew Thiead: Inbox -> Search
[™ Can Create Global Inboxes ™ Mew Thiead: Search -» List —
™ Lock on Dizplay ™ Mew Thread: List > Edit
™ Can Motify ™ Mew Thread: Inbax -> Edit
«| 1 ol
Ready Response 0.80 draw 0117 | insert | cc.profile.alprofile. search] [UP]

Figure 3-6: SM Security Profile record
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The following table lists Security Profile fields.

Field

Description

Browse

Allows the user or group to view existing call reports.

Open

Allows the user or group to create new call reports.

Update

Allows the user or group to change existing call reports.

Close

Allows the user or group to terminate existing call reports.

Find

Provides access to ServiceCenter’s Find function in Service
Management.

Fill

Provides access to ServiceCenter’s Fill function in Service
Management.

Print

User or group has print capabilities in ServiceCenter.

Views

Provides access to defined alternate forms when viewing a
call report.

Count

User or group can count the number of tickets in a QBE list
by clicking Count.

Advanced Search

Provides access to ServiceCenter’s advanced search
capabilities to query for information.

Use Operator Full
Name

System uses the name from the Full Name field of the
operator record when time stamping call reports (on open,
update, and so on) instead of using an operator’s login
name.

Can Create Personal
Inboxes

Allows the user or group to create personal inboxes for their
own use. Creating inboxes is discussed in the User’s Guide.

Can Create Global
Inboxes

Allows the user or group to create global inboxes for all
Service Management users. Creating inboxes is discussed in
the User’s Guide.

Lock on Display

Locks the incident ticket the user has displayed on the
screen, whether or not any modifications are being made.
No other users can display or modify the ticket. If Lock on
Display is not selected, an exclusive lock is set on the record
only when it is being modified. If the record is only being
displayed, other users can display or modify that record.

Can Notify

Gives access to the Notify function

Initial Inbox

Defines the default inbox for the user or group in Service
Management.
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Field

Description

Initial Format

Form displayed to the user or group when opening a call
report. The default is cc.incquick.

Edit Format

Form displayed to the user or group when editing an
existing call report. The default is cc.incidents.

Search Format

QBE form displayed to the user or group when searching
for existing call reports. The default is cc.incidents.

List Format

Form used to display a record list. The default is
incidents.qbe.

Manage Format

Form displayed when the user or group presses Call Queue.
The default is sc.manage.call.

Print Format

Form used by the system for printing call reports for the
user of group.

New Thread: Inbox
> Search

Keeps the inbox displayed in a different window after a
search is run from that inbox.

New Thread: Search
> List

Keeps the search form open after a QBE list displays.

New Thread: List
> Edit

Keeps a QBE list form displayed when a record is accessed.

New Thread: Inbox
> Edit

Keeps an inbox displayed after a record is accessed.

Note: Threading allows the previous window to remain
displayed when a new record is accessed. For example,
when a record is accessed from a QBE list, the QBE list
remains after the record opens in a new window.
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You may add, edit, and delete inboxes from the Service Management Security
Administration Utility. These are the same inboxes used by Incident
Management, and the procedures for maintaining them are identical. For
detailed instructions on adding, editing, and deleting inboxes, see the User’s

Guide.
a ServiceCenter - [Search Inbox Records] [_ (O] %]
@ File Edit “iew Fomat Options List Optons  Window  Help = |ﬁ'|1|
$BEl 28 8 =
= Back s Add S0 Search . Find 4 Fil -
Inbox Maintenance
Basic | Advanced Options | Sub Inbox Infa | Infarmation |
This iz an inbox against this file: || ﬂ|
Full Inbax Mame: |
Parent Inbax: | RalEIEE|
Short Inbox Mame: |
Inbax iz awned by: | =l
Available to these Groups: | =l
| =
| =
Results sarted by: | =l
| =
| =l
«| | &
Fieady Fesponge 0120 draw 0110 | ingert | apm.inbox. edit. glinbox. zearch] [UF]

Figure 3-7: Inbox Maintenance form

To access inbox maintenance features:

1 Click Service Management in the ServiceCenter home menu. The Service
Management menu appears.

2 Click Security Files. The Service Management Security Administration
Utility form appears.

3 Click Inboxes. The apm.inbox.edit form with add, edit, and search
capabilities appears.
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4 Click Search. Figure 3-8 shows a QBE list of available inboxes.

@ File Edit “iew Format Options List Options ‘Window Help ;Iilll
? 80 > =l

0k M Cancel €4 Previos 9% Mewt  offnadd  [JSave T[] Dekte 00 Find  § Fil ©

Inbax Mame [ Operator Name [ Query [ Group Mame [ Inbiox Tupe =

[ Approval

All Open Callz ZMOME % open™="Cloge call
Callz | Reported EMOMEZ contact name=$lo.ufnan call
Callz My Dept Reported . ZMOME?%: dept=4lo.dept call
Calls Opened in the Lazl %NONEX open™~="Cloged" and op call -

Inbox Maintenance

Basic | Advanced Options | Sub Inbox Infa |Inf0rmati0n |

Thiz iz an inbox againgt this file: Mpproval =l
Full Inbox M ame: |AII my Approvals
Parent Inbos: | RaEE|
Short Inbox Mame: |
Inbox is owned by: Jl Ugers =l
Available to these Groups: | =l
| =
| =
Results sarted by: | =l
| =
| =l
Selected line iz row 1 of 32 records retrieved Fesponge 0181 draw 0.200 | ingert | inbox.gbe.g [UP]

Figure 3-8: Inbox Maintenance: Basic tab

5 Click the inbox you want to view. The Service Management Inbox
Maintenance shown in Figure 3-7 on page 56 form appears.

Accessing the Macro List Editor

You can create, edit, and delete macros from the Service Management
Security Administration Utility. For more information, see the System
Administrator’s Guide or the System Tailoring Guides.
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To open the Macro List:

| » Click Macro List in the Security Administration Utility form. Figure 3-9
ML .
shows the Macro List.

a ServiceCenter - [Available Macros] =] S

@Eile Edit Miew Format Options  List Opfion: Window  Help _|ﬁ||1|

?78Q 3 | [

<§ Back

i Add Id | Filename [ Name [ Type [
-__,.' Edit 115 probzummary Stop Azzignment Clock stopclock
116 probzummary Start elapzed time clock startclock
ﬁ Delete 17 probsummary Stop elapzed time clock stopclock
118 incidents Start Call Clock. startclock
% Search 119 incidents Stop Call Clock. stopclock
x Clear Filter 120 probzummary Mo SDU .fix email mailmany
121 crmr Start Azzignment Clock for Chang startclock
%, Back 122 cmdr Azsignment Group Stop Clocks C stopclock

133

ocmg Fequest Pending Approval Start | startclock

—— Refresh 134 ocmg Fequest Pending Approval Stop | stopclock
136 probzummary 12 cib email on problem open mailproblemn
137 probzummary 13 cib email on problem updated | mailproblem

138 probzummary 14 cib page on problem open page]
139 probzummary 15 cib page on problem update | pagel
140 probzummary 12 cib page on problem alert stag pagel
141 probzummary 13 cib page on problem alert stag pagel
142 probzummary 14 cib page on problem alert stag pagel
143 probzummary 15 cib page on problem DEADLIE pagel
144 probzummary 16 cib page on problem alert stag pagel
145 probzummary 17 cib page on problem alert stag pagel
146 probzummary 18 cib page on problem alert stag pagel

147 probzummary 19 cib page on problem DEADLIE pagel -
| | »
Selected line iz row 1 of 23 records Fesponge 0120 draw 0,160 | ingert | macro.lister.g [UF]

Figure 3-9: Available Macro list

Accessing Probable Cause Records

Call reports have a field called Cause Code, which performs a Find and Fill
function that references data from probable cause records. The Cause Code
can be used to categorize and assign incident tickets opened from call reports.
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To access Probable Cause records:

» Click Probable Cause in the Security Administration Utility. Figure 3-10

PC shows the Probable Cause form.
a ServiceCenter - [probcause] [_ (O] x|
@ File Edit “iew Fomat Options List Options ‘Window Help - |ﬁ' |1|
? 8 Q | =
g/ ()8 x Cancel (( Previous )) Mext s Add H Save ﬁ Delete ~ Find + Fil !
Cauze Code | Cateqory | Fiesolution | Severity | Incident Title >
Authentication Failure Authentication Failu 4 Uszer unable to provide adequate authentication of identity
Entitlemnent Failure Entitlement Failure | 4 Uszer unable to provide adequate entittement detail
Fault Fault 2 Fault
Mo fault found Mo fault found 2 Symptoms could not be reproduced or replicated -
FROBABLE CAUSE r
KepWords:
Cause Code: [&dvice & Guidancs | -
Severity: [2 |
Resolution Code: [&dvice & Guidancs |
Categony: | | j
Company: [DEFaLLT =l
Brief Description: |Pr0visi0n of advice and guidance to the uzer
Drescription
Resalution
Fiesolution ta thiz problem was achieved through the provision of advice and guidance to the uzer, either over the -
telephone by Email or at the users desk T
Selected line iz row 2 of 11 records Fesponge 0,50 draw 0131 | inzert | probcause.gbe.g [UP]

Figure 3-10: Probable Cause record

As the ServiceCenter administrator, you can modify these records or create
new probable cause records tailored to your system. For more information,
see Probable Cause on page 99.
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Accessing the Knowledge Base

ServiceCenter allows you to make plain language queries for information (for
example, information about an incident ticket or a question about

equipment) using a Knowledge Base form. For example, a query can yield a
list of incident tickets.

To access the Knowledge Base:

» Click Search Knowledge Base in the Service Management menu. Figure 3-11
shows the Knowledge Base search form.

Knowledge Area

a ServiceCenter - [Knowledge Base]

@Eile Edit Miew Fommat Optons  List Options Window  Help _|ﬁ||1|
BB ? 84 Ol =
% Back \'\,‘:"' Search ‘%\\'\ Clear .

Find Solution - Knowledge Base |

Select a Knowledge Area to begin search: ||Global Krnowledge
Fiestrict Search to 'Which Field in IR key [blank=all fields]: |

KIEY

what would you like to know?

Dizcaovery Option:
W Shallow ) Camplete Match w R{
(8 Deep =
Catggory: | [El} Devige: | [El}
Subgategany: | [El} Compgany: | [El}
Proguct Type: | [El} Lacatian: | [El}
Problem Type: | [El}
Fieady ezponse 0.150 draw 0.20 | insert | sc.knpwledge. prompt.core.g [UP]
Query Options Message Area Search  Clear Data

Figure 3-11: Knowledge Base search form

For more information, see the ServiceCenter User’s Guide.
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CHAPTER

Incident Management allows help desk personnel to track reported incidents
and spot trends before incidents become too large. The ServiceCenter
Incident Management module allows a help desk operator to report various
types of incidents: software, equipment, facilities, network, and so on.
Support personnel can also track the progress of resolving these incidents.
Incident Management automates the process of reporting and tracking an
incident or groups of incidents associated with a business enterprise. This
chapter describes administration of ServiceCenter’s Incident Management
module.

Read this chapter for more information about:

Incident Management Overview on page 62

How Incident Management Works on page 62

Accessing Incident Management on page 64

Administering Incident Management on page 66

Configuring the Incident Management Environment on page 108
Status, Alerts, and Escalation on page 111

The Two-Step Close on page 113

Accessing Other Utilities on page 121

For instructions about creating, updating, and closing incident reports, refer
to the ServiceCenter User’s Guide.
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Incident Management Overview

Help desk operators open incident tickets (called problem tickets in earlier
releases of ServiceCenter) for the type of incident reported.

A help desk operator can open a call report in Service Management to log a
call without opening an incident ticket. A call record is useful when someone
reports an incident to the help desk that requires no further action to resolve
the incident. An incident ticket also can be opened from a call report.

Incident tickets are message carriers of incident information, like an e-mail
system for incident communication. Incident tickets can be:

m Created and opened by help desk operators or automatically opened by
ServiceCenter’s Event Services utility. Refer to Event Services Guide for
more information.

m Sent automatically to the proper system personnel.
m Tracked and resolved by those personnel and system managers.
m Sent by e-mail or fax to the user with a resolution to the incident.

m Linked to other modules, such as SLA or Contract Management, that deal
with service agreements.

Incident tickets can be categorized to classify tickets by the type of incident
or problem being reported. For example, an incident ticket describing a
server incident stores different information than an incident ticket reporting
a printer problem.

Incident tickets can be prioritized, escalated, and assigned to different
personnel who are responsible for certain areas of a network or business. For
administrative personnel, automatic escalation and other process control
functions prevent incidents from exceeding service level agreements.

How Incident Management Works

Network users experience incidents with their computers or the services
associated with the computer, such as printing. The users call their help desk
to report such incidents. On a large network, support personnel are kept very
busy, and you do not know if an incident is being fixed. The user may have
to call again and leave a message, if the operator is not available. This process
gets very frustrating for the user.
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Service Management allows a help desk operator to keep track of calls by
opening (creating) a call report. If a reported incident requires further action,
an Incident Management ticket can be opened to track the incident. Forms
are provided for various incident categories, and a Fill function allows an
operator to complete portions of a ticket from a list of possible choices. The
help desk operator then reviews the incident ticket to decide what action to
take. If the incident needs to be resolved by another technician or
department, the incident ticket can be forwarded. Once the incident is
resolved, the incident ticket can be returned to the operator who opened it,
with the resolution for confirmation. An incident ticket can also be reviewed
before it is closed by anyone responsible for its resolution.

For example, if a user cannot print to the network printer, the user calls the
help desk. From there, the help desk operator opens a call report to make a
record of the call. In talking with the user, the operator discovers that the
incident cannot be resolved during the phone call and must open an incident
ticket. The operator sends the ticket to a technician, who discovers that the
printer’s network connection is broken. The technician updates the incident
ticket and forwards the ticket to the network administrator, with a message
that the printer connection is broken. The network administrator has the
incident repaired, and closes the ticket. The service desk then informs the
user that the ticket has been closed. All phases of this incident are covered
from opening a call report and escalating the incident to having the problem
resolved and closing the ticket.

Incident Management allows you to view related call reports and incident
ticket records automatically. These dependent records can be selected and
opened directly from the list view. Call reports and incident tickets are
categorized to prevent different types of incidents from getting lost in the
shuffle. For example, an incident ticket describing an e-mail incident stores
different information than an incident ticket for a printer.

Incident Management is more than a message service. The appropriate
personnel can escalate and reassign incident tickets. The system can also
automatically issue alerts or escalate an incident that is not getting resolved.
If a network printer is down, a technician or manager can escalate the
incident to a higher priority to ensure the incident gets fixed quickly.
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Accessing Incident Management

You can access Incident Management for administrative purposes from the
Incident Management section of the ServiceCenter home menu, or from the
Central Administration Utilities.

Central Administration Utilities allow a system administrator to access the
operator’s record for user and contact information, application profile
privileges, and the Mandanten utility. This allows the administrator to
control and access several users or a group’s access from one central location,
rather than having to control access from within each module or utility. For
more information, see User Profiles on page 21 and the System
Administrator’s Guide.

To access Incident Management:
1 Log on to ServiceCenter with a system administrator profile, such as falcon.

2 From the ServiceCenter Home menu, click Incident Management, as shown
in Figure 4-1.

@ ServiceCenter M[=] 3
File Edit iew Fomat Opions LisOpion: window  Help
& 7849 2l
@ Locout
ServiceCenter’ @ m)
Semices | Support | LUtilities | Toolkit ‘
Service Management »’ Inventory Management
& Quickly manage, document, and &2 | Detailed information on assets,
resaolve incarming calls contracts, and relationships.
Incident Management Service Level Mgmt.
“ Support your customers with “F Define and track your semice level
comprehensive incident control agreements
Root Cause Analysis - Scheduled Maintenance
== Find the true root causes of @ Set up and execute recurring
recurrent incidents. tasks
e Change Management O Work Management
d:'.;?} Minimize business risk and Y Help managers efficiently deploy
promate strategic planning. technical staff.
. Request Management
=y
H Employee portal for requesting
goods and services.
[ | s

Figure 4-1: ServiceCenter home menu
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Figure 4-2 shows the Incident Management menu.

@ ServiceCenter - [FALCON] [_ O[]
@E\Ie Edit “iew Format Options List Options Window  Help = ﬁlil
c rea 9 | =l
<% Back m
. ®
ServiceCenter ® = m

Incident Management Menu |Tools ‘

Open New Incident i Security Files
Report the detail: of a new Enviranment, profiles, and
incident. other control files,

Incident Queue Search Knowledge Base
Use pre-defined inbaxes ta @ Guery the available knowledge
quickly find pour warkload records for salutions ar ideas,

Search IM Tickets

w Search for an existing Incident

Managment ticket.

Ready Response 0.60 draw 0.70 | insert | merw.gu.pm [UP]

Figure 4-2: Incident Management menu

Click a button to access Incident Management’s various functions and
utilities, such as incident ticketing, along with ServiceCenter functions, such
as mail and system monitor.

The Tools tab accesses the Incident Management Tools (utilities). For more
information, see the following sections:

m Reset Downtime on page 122

m Build/Refresh Summary on page 123
m Alternate method on page 127

m Probable Cause on page 99

m Categories on page 81 and Predefined Incident Management Categories on
page 82

m [nventory Management on page 169
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Administering Incident Management

Security Files

This section discusses how to administer Incident Management by:
m adding and editing users, profiles, and category records.

m deleting profiles and category records.

Access is controlled through the application’s security module.

Incident Management contains built-in security. Through this security, you
can define the capabilities of individual users (operators). For example,
certain users may not have the rights to close incident tickets, while others
may.

Environment

Incident Management contains an environment record that defines options
that affect functionality of the Incident Management module for all Incident
Management users. Some of the typical options stored in this record include:

= the default category for new incident tickets.
m Incident Management paging control.

m Distributed ticketing controls.

For more information, see Configuring the Incident Management
Environment on page 108.

Users

Each person who logs into ServiceCenter is a user. Each user must have a
personal information record stored in the operator file. Information
associated with a user includes personal data such as name, address, phone
numbers, login name, and password for ServiceCenter. ServiceCenter
operator records also store capability words (as described below) for a given
user. Without an operator record, a user cannot log onto ServiceCenter.
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Profiles

Users must have an Incident Management Profile in their operator record, or
use the default, in order to gain access to the Incident Management module.
Records in the pmenv file store Incident Management rights and privileges
information, such as, whether or not a user can close incident tickets. Profiles
also store information that may affect the way Incident Management looks
and behaves. For example, a profile can define a personal search form for a
specific user. For more information, see User Profiles on page 21.

Capability Words

Incident Management security is mostly managed through profiles. In
previous releases, capability words in the user’s operator’s record controlled
a user’s privileges. Incident Management uses the following capability words.

Capability Word Description

SysAdmin Grants the user system administrator authority to run
administrative utilities for all ServiceCenter modules.

ProbAdmin Grants the user administrative status only for the Incident
Management module.

Problem Management Grants use of the Incident Management module.

These capability words are entered in the user’s operator record by an
administrator to provide these privileges. For a complete list of capability
words, see the ServiceCenter System Administrator’s Guide.

Accessing the Security Files

To access security features from the Central Administration Utilities, see the
System Administrator’s Guide.

To access security features from the Incident Management menu:

1 From the ServiceCenter home menu, click Incident Management. Click
Security Files in the Incident Management menu. Figure 4-3 on page 68
shows the Security Administration form.
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a ServiceCenter - [Incident Management Security Administration Utility]

@Eile Edit Miew Format Options  List Opfion: Window  Help _|ﬁ||1|
?78Q 3 | [
\’—_'\‘; Back ﬁ Save p Undo -
Security Files |Envir0nment |
Users Incidernt Profiles
M Inboxes
+ Add ;| Searchiadd
—
: : pPC | Probable Cause
;| Edit Aszsignment Groups
—
e Search/ddd 5
) ML | Macro List
Categories DT | Downtime
e Add
SL | Summary Link
P IE dit
—
C | Contract Management
r‘j, Delete
Fieady Fesponge 0,180 draw 0,40 | inzert | apm.front. zcreen. glapm. admin] [LUP]

Figure 4-3: Incident Management Security Administration: Security Files tab

2 Select a security feature to edit, or click Back to return to the menu.

Security Files Tab
The Security Files tab allows you to add or edit:
m Incident profiles
m Assignment Groups
m Categories
m Downtime
m Summary Link
m Probable Cause
m Users (including the ServiceCenter operator record)
m Macro List
m Inboxes

m Cost Management
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Environment Tab

The Environment tab allows you to make settings for the Incident
Management Environment. For more information, see Configuring the
Incident Management Environment on page 108.

Managing User Information

You can add or edit a ServiceCenter user from the Central Administration
Utilities. Within these utilities, you can add or edit a user’s information,
including contacts, user profiles, and passwords. For more information
about the CAU, see the System Administrator’s Guide.

To add and edit a user within the Incident Management security files, see the
steps described in Adding a User on page 69 and Editing User Records on
page 71.

Adding a User
To add an Incident Management user:

1 From the ServiceCenter home menu, click Incident Management. Click
Security Files. The Incident Management Security Administration utility
appears.

!l 2 Click Add in the Users section. A dialog box appears.

3 Type the name of the new Service Management user. For example, you can
add a user named Joe.User.

4 Click OK or press Enter.

5 A dialog box displays a prompt to clone another user. Click Yes to clone
another user.

6 Do one of the following:

m Select an existing operator record to copy and modify. Either click the
drop-down arrow to display a QBE list of existing user records or type the
name of the user you want to copy. As you type the first few letters, the
name is placed in the field. For this example, type B and BOB.HELPDESK fills
the field.

m Select a blank record.
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7 Click OK. Figure 4-4 shows a new operator record with the new operator’s
name in the Login Name text box.

a ServiceCenter - [New Operator] [_ (O] x|
@ File Edit “iew Fomat Options List Options  Window  Help _|ﬁ||1|
YmE 2oal 9 | =
3 Cancel s Add 0 views . Find 4 Fil -
Operator Record =
General | Security | Login/Contact Profiles | Startup | Motification | Security Groups | Billing Information |
Login M ame: Joe. U zer Full Mame: [El}
Language: English =l Default Compaty: FRGM =&
Time Zane: [El} User Rale: HELFDESK TECH LEXE]£]
Farmat: =l Service Profile: HELFDESK TECH  E]£]
Incident Profile: HELFDESK TECH  E]£]
Database: 00:00:10 Root Cause Prafile: TECH [EIF]
Aszet Mamt: 00:00:10 Irventary Prafile: INITIATOR [EIF]
Change Mamt: 00:00:10 Contract Prafile: DEFALLT [EIF]
Change Prafiles: INITIATOR EEE
JETEET)
Request Prafiles: REQUESTOR EEE
Bl |
«| | E
Fieady Fesponge 0,251 draw 0.280 | ingert | operator.gloperator. view] [UP]

Figure 4-4: Operator Record

8 Modify the operator record as needed. For more information, see the System
Administrator’s Guide.

9 Specify a Resource Type on the Login/Contact Profiles tab.
10 Click Add to save the new operator record.

11 A dialog box displays a prompt that asks if the new user already has a contact
record.

12 Click No.
13 Type the user’s contact name, or select it from the drop-down list. Click OK.

14 Modify the contact information as needed. Click Add to save the contact
record.

15 Click OK to return to the Incident Management Security Administration
Utility menu. The status bar displays this message: The New User Process is
finished.

16 Based upon the User Role selected when you added the Operator record, the
Incident profile application access rights and privileges are assigned.
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Editing User Records

Controls in the Security Administration Utility enable you to edit user
Incident Management Profile records and the operator record.

Note: To add a new user by copying an existing profile, see Adding a User on
page 69.

To edit existing user records:

1 From the ServiceCenter home menu, click Incident Management. Click
Security Files. The Incident Management Security Administration utility
appears.

. 2 Click Edit in the Users structure.

3 Select an operator from the drop-down list. The CAU.operator form displays
the operators record, application profiles, and assignment/message groups.

4 Make any necessary changes to the various records, then click Save or OK.

Adding Incident Profiles

The IM Security Profile is used to define Incident Profiles and Assignment
Groups for Incident Management users. The Profile form contains privileges
and views parameters to help define user profiles. If the application profile
settings need to be different, you can add a new profile or edit the existing
profile.

To add a user profile:

1 From the ServiceCenter home menu, click Incident Management. Click
Security Files. The Incident Management Security Administration utility
appears.

2 Click Search/Add in the Incident Profiles structure. The Incident Profile
appears.

3 Enter the name of the Incident Management profile you want to add.

4 Select the appropriate parameters for the user. For more information, see
Setting Privileges and Views in the Incident Management Profile on page 73.

i 5 Click Add to save the Profile record.

To add a new profile using an existing profile:

1 Check the User Role in the Operator record to make sure the appropriate
profile settings apply, which are based on the User Role selected.
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Note: If you select a different User Role, click Fill in the User Role field, so
that the applicable Service profile access privileges and views are reset
appropriately for each module.

Click Find to the right of the Incident Profile field. The User Incident Profile
form appears.

3 Modify the privileges as necessary.

Type a new name in the Profile Name field.

5 Click Add.

Note: Click Add to keep the original profile you modified and add the new
profile as long as you entered a new name in the Profile Name field.
Click Save to overwrite the original profile with the changes to the
privileges and a new profile name.

Editing Incident Profiles

Incident Management allows you to set operator profiles for users of the
module. These profiles supplement and further restrict any rights defined in
a user’s operator record. By default, no options are selected. These options
allow you to control access to Incident Management.

Note: For more information, see Adding a User on page 69.

To edit a Profile record:

From the ServiceCenter home menu, click Incident Management. Click
Security Files. The Incident Management Security Administration utility
appears.

Click Search/Add in the Incident Profiles structure.
Do one of the following:

m Enter the name of an Incident Management Profile you want to edit and
press Enter.

m Click Search to perform a true query and retrieve a list of all current
Incident Management Profile records. From the displayed queue screen,
select a record to view and modify by double-clicking on the Name in the
record.

Update the fields you need to modify. Click OK or Save. The status bar
displays this message: User Incident Profile record updated.
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Setting Privileges and Views in the Incident Management Profile

The Privileges tab defines the user’s rights in Incident Management.
Figure 4-5 shows the Profile record on the Privileges tab.

a ServiceCenter - [Search User Incident Profile Records] [_ (O] %]
@ File Edit “iew Fomat Options List Optons  Window  Help = |ﬁ'|1|
? 8 Q ] [
= Back o Add S0 Search . Find 4 Fil -
IM Security Profile Profile Name : [
Frivileges | Wigws |
||_ Browse | [T Advanced Search
r Open [T Database Access
r Update r Duplicates
™ Cloz= ™ Mew Category
[ Inactivate [T Motes
[T Mass Inactivate [~ Overide
r Log r Allow Inefficient Query
™ Reapen ™ Skip Query \Warning
™ Find ™ Can Create Personal Inboxes
™ Fil [™ Can Create Global Inboxes
r Motify ™ Can use Callback List
™ Lock on Dizplay Incident M atching Options
™ Print [ Check Similar Known Erars
™ Wiews [ Check Similar Root Causes
™ Count [ Check Similar Incidents
™ Can Suzpend ™ Check Incident Duplicates on Device
™ Can Unsuspend ™ Check Inciderts Duplicates on Parents
Fieady Fesponge 0,100 draw 0,200 | ingert | pm.profile. glprofile. search] [UF]

Figure 4-5: IM Security Profile record: Privileges tab

The following table describes the fields on the Privilege tab.

Privilege Description

Browse View existing incident tickets.

Open Create new incident tickets.

Update Change existing incident tickets.

Close Close or resolve existing incident tickets.

Inactivate Part of the two-step close process. Close or inactivate a

resolved ticket after contacting the customer.
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Description

Mass Inactivate

Part of the two-step close process. Close or inactivate groups
of resolved tickets. Be cautious in assigning this privilege,
because tickets can be accidentally inactivated.

Log Quick-Open an incident ticket.

Reopen Reactivate a closed ticket.

Find Use ServiceCenter’s Find function in Incident Management.

Fill Use ServiceCenter’s Fill function in Incident Management.

Notify Forward annotated tickets to other ServiceCenter users or to
external e-mail.

Lock on Display ~ Locks the incident ticket on the screen, whether any
modifications are being made. No other users can display or
modify it. If you do not select Lock on Display, an exclusive
lock is set on the record only when it is being modified. If you
display the record without modifying it, other users can
display or modify the record.

Print Enable print capability in ServiceCenter.

Views Use Incident Management’s Views function to see incident
tickets in defined alternate forms.

Count Activates the count option in a QBE list to count the number
of tickets in the list.

Can Suspend Put a ticket into Suspend status.

Can Unsuspend

Take a ticket out of Suspend status

Advanced Search

Use advanced search capabilities to query for information.

Database Access

Access the Database Manager from the Options menu of an
incident ticket.

Duplicates Check for duplicate incident tickets when you open a new
ticket.

New Category Change the category of an incident ticket to another category.

Notes Add notes to an incident ticket.
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Privilege Description

Override Close related call reports when closing an incident ticket. If
this option is false (deselected), related calls are processed
normally when an incident ticket is closed depending on the
selected relationship model from the Incident Management
Environment.

Note: If you select Override in the Incident profile setting,
then related calls will be closed, but no notifications will be
sent out.

Allow Inefficient ~ Specify partially-keyed queries, which are queries without a
Query complete set of information to do a search. Setting supersedes
the setting in the Incident Management Environment Record.

Note: If Skip Query Warningis true, ServiceCenter overrides
this option.

Skip Query Turn off the warning message normally sent when a
Warning partially-keyed query is entered. Setting to true (selected)
overrides the option set in Inefficient Query.

Can Create Create personal inboxes for personal use. For more
Personal Inboxes  information, see the ServiceCenter User’s Guide.

Can Create Global Create global inboxes for all Incident Management users. For
Inboxes more information, see the ServiceCenter User’s Guide.

Can use Callback  Use the Callback List, which is a list of contacts who can be

List notified when an incident ticket is closed.

Check Similar Use IR Expert to search the rootcause file for existing Known

Known Errors Error tickets similar to the ticket being opened.

Check Similar Root  Use IR Expert to search the rootcause file for existing Root

Causes Cause tickets that are similar to the ticket being opened.

Check Similar Use IR Expert to search the probsummary file, based on the

Incidents probsummary IR key, for existing incident tickets that are
similar to the ticket being opened.

Check Incident Search the probsummary file for existing open incident

Dup_hcates on tickets on devices with the same logical name as the devices in

Device a new ticket.

Check Incident Search the probsummary file for existing incident tickets on

Duplicates on parent or grandparent devices for the device listed in a new

Parents ticket.
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Views Tab
Figure 4-6 shows the IM Security profile record.

a ServiceCenter - [Uzer Incident Profile: SYSTEMS SUPPORT] [_ (O] %]
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Figure 4-6: IM Security Profile record: Views tab

Assignment Groups

An Assignment Group is a set of users responsible for an incident ticket. This
group receives notification when an incident ticket is opened or escalates.
The groups are added in Incident Management by a ServiceCenter
administrator.

Assignment groups make the routing of incident tickets easier. For example,
the help desk receives a call that a PC is not functioning properly. The

incident is assigned to the IT Assignment Group. After looking at the PC, the
IT technician determines that the hard drive needs replacing. Since the drive
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needs to be purchased, the ticket is updated and assigned to a Materials
Management group that takes care of acquisition. If the hard drive is not
purchased and the ticket is not closed in a set amount of time, the ticket is
automatically escalated and assigned to the operations manager.

Each Incident category definition includes a default Assignment Group for
all tickets in that category.

For example, the client system category can list IT as the Assignment Group
Name if the IT department is always the first group to handle client system

incidents.

Field Description

Default Category Allows you to set a default Incident Management category
for the user or group. The category’s form appears when a
user accesses the Incident Management module.

QBE Format Name of the QBE form displayed when the user or group
queries the probsummary file. The default is
probsummary.qbe.

Search Format Defines the default form used when the user or group
executes a query in Incident Management. If this field is
blank, the apm.search.probsummary form will display.

Manage Format Allows the form displayed from the Incident Queue to be
specified. The default is sc.manage.problem.

Initial Inbox Defines the default inbox for the user or group in Incident
Management. If this field is blank, all open tickets for the
user’s Assignment Groups will be displayed.

Initial Format Causes the problem.open application to use the data entry
form named in the adjacent field when the user or group
opens an incident ticket. The default is apm.quick.

Initial Script Causes the problem.open application to use the script named
in the adjacent field to prompt the user or group for the
required information.

Resolution Script Causes Incident Management to use the script named in the

adjacent field to automatically update the Incident summary
record when an incident ticket is inactivated.

Auto-Notify Format Name of the form displayed when a user is automatically
notified of a resolved incident ticket.

Browse Format Read only field. Name of the form the user or group sees
when browsing incident tickets.
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Field Description

Incident Macro Mail Used to store the format name that you wish to use when

Format sending out an e-mail of a problem via macros. This field is
also used when a call is set to notify by e-mail. If an incident
is closed, and the related call is set to notify by e-mail, it will
uses the format identified by this field. This will override the
default print/text format, however if left blank, it will use the
incident print/text format.

New Thread: Inbox  Keeps the inbox displayed after a search is run from that
> Search inbox.

Note: Threading allows the previous window to remain
displayed when a new record is accessed. For example,
when a record is accessed from a QBE list, the QBE list
remains displayed after the record is opened in a new
window.

New Thread: Search Keeps the search form open after a QBE list appears.
> List

New Thread: List Keeps a QBE list form displayed when a record is accessed.
> Edit

New Thread: Inbox  Keeps an inbox displayed after a record is accessed.
> Edit

Assignment Groups Lists the Assignment Groups to which the user or group can
reassign incident tickets.

Authorized Allows you to set the Incident Management and Service
Categories Management categories available to the user or group in this
profile.

Adding a New Assignment Group
To add an Assignment Group:

1 From the ServiceCenter home menu, click Incident Management. Click
Security Files. The Incident Management Security Administration utility
appears.

. 2 Click Search/Add in the Assignment Groups structure.
—

3 To add a profile, type the name of the group in the Assignment Group field.
For example, you can add a group called assign.test.
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4 Inthe Calendar Name field, click Browse or Fill to enter the Calendar Name,
if desired. Calendar Name identifies the work shift of the members of this
group work, for example, day shift, second shift, and so on. A record is added
from the calduty file. Refer to System Tailoring Guide for details on
ServiceCenter’s Calendar function.

5 In the Printer Name field, enter the printer where you want this group’s
incident tickets printed. This is an optional field and can be left blank. If no
printer is specified, the user’s default printer is used.

6 In the Alert Stage 2 field, use the Fill function to enter the group to whom
you want this Assignment Group’s notifications sent when an incident ticket
is escalated to Alert Stage 2.

7 In the Alert Stage 3 field, use the Fill function to enter the group to whom
you want this Assignment Group’s notifications sent when an incident ticket
is escalated to Alert Stage 3.

8 In the Reassignment Alert Group field, use the Fill function to enter the
Assignment Group to whom you want to send notification if a ticket got
reassigned too often and a reassignment alert occurs.

When users reassign an incident ticket, that ticket is updated. Since the ticket
is updated, the normal escalation process does not occur, even if no progress
is made on resolving the ticket. An incident ticket can be passed around
(reassigned) without getting resolved. Incident Management allows you to
set alimit (threshold) on the number of times a ticket can be reassigned. This
threshold value is set in the category record, which is discussed later in this
chapter. When this threshold is reached, Incident Management notifies the
group designated in this field.

9 Select Reset Assignment Group if you want incident tickets automatically
reassigned to an above defined alert group when an alert is issued. This
option is valid for all Alert levels, including Deadline Alert.

Note: When a ticket is reassigned, the assignment profile context changes.

If a ticket is reassigned to an assignment group on Alert Stage 2, the
reassignment on Alert Stage 3 depends on the assignment profile
definition of the group that received the ticket in the previous
escalation.

If you do not set this flag, notifications will be sent, but no
reassignments will be made.
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10 Do one of the following:

m Type the name of the Assignment Group manager, or select it from the
drop-down list, in the Manager Name field.

m Specify a location where to send incident tickets using ServiceCenter
Distributed, under certain conditions:

= In the Route Tickets to This Site, enter a location where tickets can be
sent if an expression evaluates to true.

= Enter a boolean expression to trigger the re-routing of tickets in the If
this is true field. For more information, see the Distributed Services
Quick Start Guide.

11 Select the Operators tab. Figure 4-7 shows the Assignment Group operators.

ServiceCenter - [Incident Assignment Records DEFAULT] [_ (O] ]
-Eile Edit Miew Format Cptions  List Options  Window  Help _|ﬁ||1|

shmj/?eqQle
w0k 3 Cancel €4 Freviow: 39 New  ofnadd  []Save Tl Delte 00 Find & Fil “‘

Azsignment Group | Stage 2 Group | Stage 3 Group | Printer [
DODSPG2DUSDT
DUTYMANAGER FIRSTLIME

Azsignment Group: [DEFAULT |l

Group  Operators |

Operators
BOE.HELPDESK

SUSIE.SUPERTECH
Mar MANAGER

=
| |

Selected line iz row 1 of 3 records | inzert | azzighment. glgroup. view] [F]

Figure 4-7: Assignment Group Utility: Operators tab

12 Type the ServiceCenter Operator IDs for prospective users in this
Assignment Group. Do one of the following:

m Type Operator ID in each blank field.
m Choose the operator from the Operators field drop-down list.
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There is no limit to the number of operators in an assignment group;
however, consider how many users should respond to an incident when you
create and populate a new assignment group.

13 Click Add or press F2 to save the Profile record and return to the Incident
Management Security Administration Utility.

Categories

Incident tickets, Call reports, Root Cause records, and Known Errors are
assigned to a category. Categories classify tickets and reports by type.

A category can determine:

m who is responsible for resolving the call or incident (that is, the default
Assignment Group).

m what information is needed to open an incident ticket.

m an incident ticket’s severity.

m the incident ticket’s priority.

m how quickly the incident ticket must be resolved.

m the time interval for escalating an incident ticket to a higher alert stage.

m who must be notified as the incident ticket is escalated.

Escalation and alerts are discussed later in this chapter. The processing logic
for each category is essentially the same. However, ServiceCenter can use
different incident ticket forms for each category. Different tabs contain
category-specific information. For example, information needed to solve a
software incident is different than information needed to solve an equipment
incident. Some forms also have a Service Referral group of fields.

When you first enter information about an incident or call, you enter the
information in an initial form and select a category.

In Incident Management, once you click New to add a record, the form
associated with the category of the ticket appears. If a ticket is assigned the
wrong category, the appropriate category can be assigned after the ticket is
opened by someone with an appropriate Security Profile.
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You may have other categories available in your initial incident form. A
ServiceCenter administrator can add and revise incident categories.
Categories also can be added and revised by a ServiceCenter user with
administrative privileges.

Categories are also used to assign incidents to a designated group for that
category. For more information, see Adding a New Assignment Group on
page 78.

You can use the Category utility to:

m Update an existing category.

m Delete an existing category.

m Add a new category by modifying an existing category.

m Create a new category from scratch.

Predefined Incident Management Categories

Each category record contains a series of fields defining Assignment Groups
for the Category, Open and Print options, Incident Management forms used
with the category, and triggers for alert levels. The example category that is
shipped with ServiceCenter is used in the samples in this section.

Category Tab

The following table lists predefined Incident Management categories.

Category Description

business application Indicates an incident with a large, system-wide application.

change Indicates an incident that prompts a change request.

client system Indicates a hardware or software incident with a client
system.

enquiry Indicates a request for information or a question.

example Example category record in the standard ServiceCenter
system that can be copied and renamed when creating a
category.

network Indicates a network incident.

other Indicates a type of incident that does not fall into one of the

other predefined categories.
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Category Description

printing Indicates an incident with printers and related accessories
(hardware, software and consummables, such as toner).

security Indicates an incident with network, system or application
security.

shared Indicates an incident with a shared hardware resource.

infrastructure

tbd Indicates a type of incident that does not fall into one of the
other predefined categories.

telecoms

Indicates an incident with a telephony component, either
stationery or mobile.

Figure 4-8 shows the Category tab.

- File Edit “iew Fomat Options List Optons  Window  Help ;Iilll
sBE ?eQle
V QK x Cancel H Save ﬁ Delete = Copy . WViews ,ﬂ Find j. Fill ‘
Category |F0rmats |Alerts |
Open Options
Category Name: DEFALLT Gt |
Azsignment Group Mame Copy/Open Link: |
|DEFAULT
Aszsignment Expressions 0ld Style Print Option:
I ¥ Dveride Default? Format Mame
| [ Dpen Print Frot? I—
| ™ Update Print Fmt? I—
: _ ™ Close Print Frt? I—
¥ Dizable Alert Faging?
¥ Post Dowrnlime?
: Company
[ Active Category? IDEFAULT v
| | ¥
Fieady | ingert | apm.category. glapm. edit. category] [P]

Figure 4-8: Category record: Category tab
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The following table lists category record fields.

Field

Description

Category Name

A unique name used to identify this category record. This
field is read-only when editing category records.

Assignment Group
Name

A default Assignment Group to which incident tickets are
automatically assigned when using this category. You can
use the Fill function in this field.

Assignment
Expressions

An optional field Incident Management can evaluate before
sending an incident ticket to an Assignment Group.

Disable Alert
Paging?

Prevents new history page records from being added to an
incident ticket record when a ticket is escalated to alert
status. Instead, a line is added to the update.action field in
the last page of a ticket. Normally an escalation adds a page
to the incident document at each update.

Post Downtime

Requires Incident Management to calculate the downtime
of the devices affected by this ticket when the ticket is closed.

Active Category

Controls whether or not this category shows up in the global
lists and record lists.

Script Name

Identifies a ServiceCenter script to run when ever a ticket is
opened in this category.

Copy/Open Link

When you copy a ticket, data from the old ticket will be
copied to the new ticket based on the link record.

Override Default?

Overrides the Incident Management print option set in the
Company Record, and allows Old Style Printing. If the print
option is selected in the System Wide Company Record, a
hard copy is printed of the current incident ticket when an
open, update, or close is performed. Selecting the option
here does the opposite of the setting in the System Wide
Company Record. If printing is turned on in the System
Wide Company Record, this option turns the printing off,
and vice versa.

Format Name

Allows you to enter a form name that you want to use to
print incident tickets opened in this category. You can also
use the Fill function.

Open Print Fmt?

Prints incident tickets using the format specified when
tickets are opened in this category.

Update Print Fmt?

Prints incident tickets using the format specified when
tickets are updated in this category.
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Field Description

Close Print Fmt? Prints incident tickets using the format specified when
tickets are closed in this category.

Company Indicates that a category can be used by the entered
company. One help desk may be used for multiple
companies. Indicate which company uses a category with
this option. (This option can be set up to be used with
Format Control or validity to enforce the use of a category
by only certain companies.)

Formats tab

Each Incident Management form name on the Formats tab contains the
category name. This unique name identifies the category subformat that is
added to the appropriate Incident Management form. In the fields displayed
above, example in each form name, such as problem.example.open, specifies
which Incident Management form to display. An example subformat also
appears when you select the example category for an incident ticket.

ServiceCenter - [ServiceCenter] [_ (O] %]
- File Edit “iew Fomat Options Lzt Options  Window Help _|ﬁ||1|
sBE ?eQle

V QK x Cancel H Save fj' Delete = Copy . Wiews ,f’i' Find 4 Fill =l
Category  Formats |Alerts |

Display Format:

Open: Ibroblem.default.open

Update: Iproblem.default.update

Cloze: Iproblem.default.close

Browse: Iproblem.browse

QBE: |problem.gbe

Frint Format:

Drefault: Iproblem.browse

Open: |

Update: |

Close: |
« | ¥
Fieady | ingert | apm.category. glapm. edit. category] [P]

Figure 4-9: Category record: Formats tab

Note: Always use the base format name. Never enter the .¢ variation of the
form.

Administering Incident Management < 85



ServiceCenter

The following table describes Display Formats options.

Display Format Description

Open Specifies the form to display when an incident ticket with this
category is opened. You can use the Fill function in this field.

Update Specifies the form to display when an incident ticket with this
category is updated. Use the Fill function in this field.

Close Specifies the form to display when an incident ticket with this
category is closed. Use the Fill function in this field.

Browse Specifies the form to display when an incident ticket with this
category is being viewed in browse mode. Use the Fill function
in this field.

QBE Specifies the form for the QBE list to display when a query is run
for an incident ticket with this category. Use the Fill function in
this field.

The following table describes Print Formats options.

Print Format

Default Specifies the form to print when a print command is issued against
an opened, updated, or closed incident ticket with this category. It
is active for any of the other print format fields that have been left
blank.

Open Specifies the form to print when a print command is issued against
an opened incident ticket with this category.

Update Specifies the form to print when a print command is issued against
an updated incident ticket with this category.

Close Specifies the form to print when a print command is issued against
a closed incident ticket with this category.
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Alerts tab
Figure 4-10 shows the alerts tab.

ServiceCenter - [ServiceCenter] [_ (O] ]
- File Edit “iew Fomat Options List Optons  Window  Help i |ﬁ'|1|
s$E ?e8qQl 9
V QK x Cancel H Save fj' Delete = Copy . WViews ,-'"e Find 4 Fil ‘
Cateqgory | Formatz  Alerts |
Interval Expreszion
Stage 1: |D4:DD:DD Ialert.time in $file=tod(]+'04:00:00"
Stage 2: |D4:DD:DD Ialert.time in $file=tod(]+'04:00:00"
Stage 3: |D4:DD:DD Ialert.time in $file=tod(]+'04:00:00"
Deadline: |2 00:00:00 Ideadline.alert in $file=open.time in $file+'2 00:00:00"; if [priority. code in $hile="1"
Fieassignment: |385 000000 |
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Deadline Alert Group: IDEFAU LT
1] | ¥
Fieady | ingert | apm.category. glapm. edit. category] [P]

Figure 4-10: Category record: Alerts tab

The following table describes the fields on the Alerts tab.

Field Description

Interval Sets this category’s time span for an incident ticket to be escalated to
the next alert level, that is, Stage 1, Stage 2, Stage 3, Deadline and
Reassignment. The format of this field is DDD HH:MM:SS.

Expression  Creates an expression to be used instead of the value in the Interval
field to escalate a ticket from the corresponding alert to the next alert
level. If no expression is entered, or if the expression evaluates to
UNKNOWN or FALSE, the alert interval is used. Expressions should
always be of the form: alert.time in $file = tod() + <interval>.
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Field Description
Reassign Sets the number of times an incident ticket in this category can be
Count reassigned. When users reassign an incident ticket, that ticket is

Threshold  updated. Since the ticket is updated, the normal escalation process
does not occur, even if no progress is made on resolving the ticket.
An incident ticket can be reassigned many times without getting
resolved. This threshold value sets the number of times a ticket can
be reassigned. When this threshold is reached, Incident Management
notifies the Reassignment Group designated in the Assignment
Group file after the reassignment interval has passed. See Adding a
New Assignment Group on page 78.

Deadline Sets the Assignment Group to which an incident ticket in this
Alert Group category s set at a Deadline alert. You can use the Fill function in this
field.

Options Menu

The following options appear in the Options menu when the Incident
Management Category form is open.

Option Description

Print Prints the Category record to the user’s default printer.

Record

Edit Browse Accesses Forms Designer to edit the browse form for this category.
Format

Edit Accesses Forms Designer to edit the structure this category adds to
Category incident tickets.

Format

Edit Open  Accesses Forms Designer to edit the open form that is opened on the
Format Formats tab.

Edit Update Accesses Forms Designer to edit the update form that is opened on
Format the Formats tab. Accesses Forms Designer to edit the close form that
is opened on the Formats tab.

Edit QBE  Accesses Forms Designer to edit the QBE list form for this category.
Format
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Adding a New Category

In creating a new category, you may add a subformat for that category. These
subformats are joined to incident tickets using the new category, and the
fields you have added are displayed in the ticket. The subformat may display
as a new tab or in the place of a subformat designed for an existing category
on which you have based your new category. The subformats are added in
Forms Designer. The same categories are used in Incident Management and
Service Management, and Root Cause Analysis.

Creating subforms saves a lot of work and time customizing the system.
Header and update categories remain the same for all categories. Only
category specific information has to be changed.

To add a new category record:

+ | 1 Click Add in the Categories area of the Incident Management Security
Administration Utility form, shown in Figure 4-3 on page 68.

2 Type a unique name for the new category. For this example, add a category
called testcat.

3 Click OK. Another prompt window appears.
4 Decided if you should base the new category on an existing category.

5 To base the new category on an existing category, select a category from the
drop-down list and click Yes. For this example, select the example client
system.

The status bar displays this message: The problem.testcat.close formatctrl
record was created. Do not complete the remaining steps. The task is
complete.

6 To create a new category, click No. A message asks if you want to edit the
category subformat that is the basis of the new category. Creating subforms
saves a lot of work and time customizing the system. Header and update
categories remain the same for all categories. Only category specific
information has to be changed.

7 To copy the subcategory as is, click No.

8 To edit the subcategory format, click Yes. The ServiceCenter Forms Designer
utility appears.

< 9 Click Design. The design form appears. See System Tailoring for information
- on how to use this utility. Make the changes and click OK to save them.

10 Click OK again to exit Forms Designer.
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The new category record (apm.category.g) appears, as shown in Figure 4-8
on page 83. The data in many fields is automatically filled in based on values
copied from your source category record and ServiceCenter defaults.

Warning: All category specific data is stored in the middle structure of the
problem dbdict. All fields on your new category form must have
matching data fields in the problem dbdict. Do not set the input
control to a field which is not in the problem dbdict!

11 Edit or fill in the fields as necessary to complete the new record.

12 The status bar displays a short message. To display more messages, click the
i information button. The messages describe other necessary records the
system has constructed automatically.

ServiceCenter - Message Popup Window - [Read Only] [H=] E3
Fil=  Edit
The prablem testoat. open format record was created. -
The prablem testeat. open. g fomat record was created.
The prablem testeat. update fomnat record was created.
The prablem testeat update. g format recard was created.
The prablem testeat. cloze farmat record waz created.
The prablem testeat. cloze.g format record was created.
The prablem testeat. open link record was created.
The prablem testoat update link recard was created.
The prablem testeat. close link record was created. LI

13 Click Save or press F1 after you have entered the data. The status bar displays
this message: testcat has been updated.

Editing Existing Categories
You can edit an existing category to match your system.

| 1 Click Edit in the Categories area of the Incident Management Security
Administration Utility form, shown in Figure 4-3 on page 68. A message
prompts you for the category to edit. For more information, see Predefined
Incident Management Categories on page 82.

2 Select a category from the drop-down list. For this example, select the
example category.

Click OK. The category record shown in Figure 4-8 on page 83 appears.
4 Modify the fields as necessary.

Click Save or press F1. The status bar displays this message: category name
has been updated.
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6 Click Ok to return to the Incident Management Security Administration
Utility menu.

Creating New Categories from Existing Records

You can add a new category by copying an existing category. Use the Copy
function to open the category record, modify that record and save it as a new
category. The Copy option copies the existing category, substituting a
user-defined category name in all forms, Format Control, and link records
associated with the selected category. ServiceCenter adds the new category,
forms, Format Control, and links to their corresponding tables.

To copy an existing category:

i 1 Click Edit in the Categories area of the Incident Management Security
Administration Utility form, shown in Figure 4-3 on page 68.

2 A message prompts you to select a category to edit. For example, select the
example category.

3 Click OK. The category record shown in Figure 4-8 on page 83 appears.

| 4 Click Copy or press F5 to make a copy of the current record that you can
modify. A message prompts you to specify a New Category Name.

5 Type a unique name for the category. For example, name the new category
software.

6 Click OK. A message asks if you want to edit the category subformat that is
the basis for your new category. Creating subforms saves a lot of work and
time customizing the system. Header and update categories remain the same
for all categories. Only category specific information must be changed.

7 To copy the subcategory as is, click No.

o

To edit the subcategory format, click Yes. The ServiceCenter Forms Designer
utility appears.

A 2 Click Design. The design form appears. For more information, see System
Tailoring, Volume 1.

10 Make the changes and click OK to save them.

11 Click OK to exit Forms Designer. The new category record (apm.category.g)
appears, as shown in Figure 4-8 on page 83. The data in many fields is
automatically filled using values copied from your source category record
and ServiceCenter default values.
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Warning: All category specific data is stored in the middle structure of the
problem dbdict. All fields on your new category form must have
matching data fields in the problem dbdict. Do not set the input
control to a field which is not in the problem dbdict.

12 Modify the data as necessary for the new record.
13 Click Save or press F1 after you enter the data.

Deleting a Category

You can delete obsolete or unnecessary categories. During the process, a
message prompts you to select an alternate category for the incident tickets.

To delete an existing category:

-

Click Delete in the Categories area of the Incident Management Security
Administration Utility, as shown in Figure 4-3 on page 68. A message
prompts you to identify a category to delete.

2 Select a record from the drop-down list. For this example, delete the testcat
category.
3 Click OK.

4 If records exist that use this category, ServiceCenter prompts you for a
replacement category. Select an existing category from the drop-down list to
be used by all tickets previously assigned the deleted category and click OK.
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A message prompts you to specify which forms related to the category can be
deleted. Figure 4-11 shows a typical list of forms to delete.

ServiceCenter - [Incident Management] _ (O] x|
- File Edit “iew Fomat Ogbore  Liet Opton: Window  Help ;lilil
HBE 70Q D
x Cancel J/’ (]9 |
Feally delete test cat?
Alzo delete these formats:
[ | problem test cat
[ problem.test cat.open
[¥  problem test cat.update
W problem.test cat.close
¥ problem.template. browse
m
Ready | inzert | apm.confirm. delcat.g [F]

Figure 4-11: Incident Management delete category

5 Select the check boxes of all the forms that you want to delete with this
category. Remember, ServiceCenter automatically adds forms specific to a
category when a category is added.

Warning: Be careful not to delete forms (formats) that are used by other
categories. For example, when deleting the testcat category, you
will want to select only forms that contain testcat in the name,
such as problem.testcat.update. You would not want to delete
problem.browse, because this is a common form used by other
Incident Management categories.

6 Click OK to delete the category and related forms. The status bar displays a
message that ServiceCenter deleted the category and associated forms.
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Maintaining Inboxes

Inboxes enable you to predefine a search for incident tickets, call reports, and
other records. When you specify an specific inbox, the search runs using the
search parameters defined in the inbox. The results are returned to the inbox
table. For example, you can specify a search to look for all active incidents
assigned to you. You can administer inboxes for Incident Management from
the Security Files tab. Because an inbox is an object, you can edit it directly
from the Database Manager. You can also copy an inbox that is available to
all users and save it as a personal inbox that you can edit. For more
information, see the ServiceCenter User’s Guide.

To maintain inboxes:

1 Click Inboxes in the Incident Management Security Administration Utility
menu, shown in Figure 4-3 on page 68. An Inbox form appears. Use the tabs
in this form to define inboxes.

2 Click Search to perform a true query and retrieve a list of all current inbox
records. A QBE list appears with the results of this search Figure 4-12 on
page 95 shows the Inbox Maintenance form.
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All Open Callz ZMOME % call
Callz | Reported EMOMEZ contact name=$lo.ufnan call
Callz My Dept Reported . ZMOME?%: dept=4lo.dept call
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Full Inbox M ame: |AII my Approvals
Parent Inbax: | RalEIEE|
Short Inbox Mame: |
Inbox is owned by: Jl Ugers =l
Available to these Groups: | =l
| =
| =
Results sarted by: | =l
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| =l
Selected line iz row 1 of 32 records retrieved Fesponge 0181 draw 0.200 | ingert | inbox.gbe.g [UP]

Figure 4-12: QBE Inbox list

3 Click an inbox record to select it.

Note: If you choose to add an inbox without using Search, select a file from
the drop-down list in the This is an inbox against this file field. Your
new inbox depends on the file you select. For example, if you select
call, your new inbox is based on the call file.
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Basic tab
The following table describes the fields on the Basic tab.

Field Description
This is an inbox References the ServiceCenter file for which the inbox applies,
against this file for example, call, ocmq, or problem. Enter call for Service

Management or problem for Incident Management. If the
inbox is based on another inbox, the type is automatically
entered.

Full Inbox Name The name for your new inbox. If you are creating a new
inbox, the name you entered earlier in the process is
automatically displayed.

Parent Inbox The parent inbox that this inbox should be linked to.

Short Inbox Name  The abbreviated name of this inbox.

Inbox is owned by ~ The name of the owner of this inbox.

Available to these Allows these users or groups to view the inbox.
Groups

Results sorted by How records in the resulting QBE list can be sorted. For
example, select category to sort the list by categories, select
severity to sort the list by severity, and so on.

Warning: Sort criteria should match the search’s query fields. If they do not,
severe performance degradation may result. Do not specify sort
criteria unless you understand the full effect of your selections.
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Advanced Options tab
Figure 4-13 shows the Advanced Options tab.

ServiceCenter - [Inbox] [_ (O] %]
- File Edit “iew Fomat Options List Options ‘Window Help i |ﬁ'|1|
sBE ?eQle
/0K 3 Cancel €4 Previows 99 Newt  ollpdd  []Save [ Delte 7 Find & Fil
Inbox Mame | Operator Name [ Query | Group Mame [ Inbiox Tupe 1=
#NOMNEZ% call
All Open Calls EMOMEZ open™~="Cloged" call I
Callz | Reported EMOMEZ contact name=$lo.ufnz call
Callz My Dept Reporter ZMOME?: dept=4lo.dept call LI

| v

Inbox Maintenance

Basic  Advanced Options |Sub|nboxlnfo |Inf0rmati0n |

Thiz inbox iz defined by: [Only advanced users should change thiz)

@ Nomalize Date Fields ) Use Literal D ate Fields
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=
| | |

Selected line iz row 1 of 9 records | ingert | apm.inbox. edit. glinbox. view] [P]

Figure 4-13: Incident Management Inbox Maintenance: Advanced Options tab

The following table describes fields on the Advanced Options tab.

Field Description

This inbox is defined ~ Displays the syntax that defines the query.
by

(Only advanced users

should change this)

Normalize Date Fields Default setting that allows Incident Management to
modify a query to search from the current date, not the
date the inbox was added. If you select this option, the
dates entered in the Inbox will be changed to reflect the
time the each query is made rather than the specific time
entered when the inbox was added.
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Field

Description

Use Literal Date Fields

Causes the inbox to query from the date it was added. If
you select this option, the dates entered in the inbox will
be unchanged, and all queries to this inbox will return
results based on the specific time entered when the inbox

was added.

The full definition of ~ The definition of this inbox, including the parent inbox

this inbox is defined by name.
(with Parent)

The date normalized =~ When creating an inbox manually, you must enter the

form of this queryis  normalizing query in this field.

Sub Inbox Info tab

When you create inboxes, you can also create sub inboxes to be contained

within the initial inbox.

Sub-Inbox to display  Information to display within the inbox you are creating,

basing the information on the file you chose earlier.

Figure 4-14 shows the sub Inbox Info tab.

ServiceCenter - [Inbox] H=1E3
-Eile Edit Wiew Format Options  List Options  Window  Help _|ﬁ||1|

sdBE ?eQle
V0K 3 Cancel €4 Previow: 39 Newt  ollAdd  [Save ] Delte 0 Find 4 Rl

Inbox Mame | Operator Mame | Quers | Group Mame [ Inbiox Tupe =
#NOMNEZ% call

All Open Calls EMOMEZ open™~="Cloged" call [

Callz | Reported EMOMEZ contact name=4$lo.L call

Callz My Dept Repc ZMOMEZ: dept=4lo.dept call LI

| v

Inbox Maintenance
Basic |Advanced Options  Sub Inbax Info |Inf0rmati0n |

Sub-Inbox to dizplay:

| ¥ e
| ¥ e
| ¥ e
|
I

¥ e
¥ e

-
1| | »

Figure 4-14: Incident Management Inbox Maintenance: Sub Inbox Info tab
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Information tab

Figure 4-15 shows the Information tab that defines date field normalization
and provides an example.

ServiceCenter - [Inbox] H =l

-Eile Edit “iew Fomat Options  Liet Optons Window  Help _|5’|l|
HBE 78 Q D
=, Back wis Add NP0 Seach 0 Find 4 Fil .

| »

Inbox Maintenance

“When you open an inbox, pou have the option of normalizing your date fields, If pou choose to normalize pour
date fields, then pour inbox will be arranged so that vou will see problem tickets offzet from the date pou open
the inbox &z opposed o the literal date vou selected. For example:

Itiz March Fth. You zelect all problem ticket: opened since March 1t and save the rezult as an inbox.

If you chooge 'Use Literal Date Fields' then your inbox will always contain hickets opened since March 1st |f
you chooze "Mormalize Diate Fields" then your inbox will always contain tickets opened within 7 days of the
present date.

-
1| | i3

Ready | inzert | apm.inbox edit. glinbos. zearch) [F]

Figure 4-15: Incident Management Inbox Maintenance: Information tab

Saving an Inbox
To save an updated record or add an inbox:
m Click OK or Save to save your changes to an edited record.

m Click Add or press F2 to save the new record.

Probable Cause

Incident tickets contain an optional Cause Code field that links the ticket to
aProbable Cause record. Cause codes allow incident tickets to be more easily
categorized and assigned. Cause codes simplify incident reporting and
tracking.

When a cause code is added to an incident ticket using the Fill function,
accompanying information from the corresponding probable cause record
can also be added.
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ServiceCenter ships with a probcause file containing default probable cause
records. As the ServiceCenter administrator, you can modify these records or
add new probable cause records tailored to your system.

Editing a Probable Cause Record
To edit a Probable Cause record:

1 Click Probable Cause in the Incident Management Security Administration
FC Utility form. Figure 4-16 shows a blank Probable Cause form.

@ Search prabcause Records [_[O]x]
SBE 78 Q D

‘ - "
=, Back ol add  S¥osearch 0 Find 4 Fil

PROBABLE CAUSE

Key Words

Cause Code ||| ‘ [

[ [

Resaolution Code! [ [
[

Severity

Category

Brief Description [

Description

|

Resolution

|

L |

Ready Response 0.110 draw 0.40 | insert | probable. cause. g(db.search) [UP]

Figure 4-16: Probable Cause form

2 Type the name of the device, or any other information you know, to simplify
the search. For example, type User Training in the Cause Code field.

3 Click Search or press Enter to perform a true query and access a Probable
Cause record list.
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4 Select the Probable Cause record from the record list. The Probable Cause
record appears. Figure 4-17 shows a Probable Cause record.

(@ ServiceCenter - [probcause] [_ (O] x|
@ Elle Edit “iew Fomat Options List Options  Window Help ~ E‘lﬂ
L3R Y Bl | 5]

W Ok 3 Cancel €4 Previous 39 Newt wfs Add = save 7 Delete 7 Fird P
Cause Code [ Cateqory [ Fresolution [ Severity [incident Title =
Authentication Failure Authentication Failu 4 User unable to provide adequate authentication of identity
Entitlement Failure Entitlement Failure | 4 User unable to provide adequate entitlement detail
Fault Fault 2 Fault
Mo fault found Mo fault found 2 Symptomsz could not be reproduced o replicated -

PROBABLE CAUSE r
Key "Words,
Cause Code: [&dvice & Guidance [ E
Sewverity: [2 [
Resolution Code: [&dvice & Guidance [
Category: | ‘ j
Compary: [DEFALLT =l
Brief Description: |Fluv|s\un of advice and guidance to the user
Description
-
FResolution
Resolution to this problem was achieved through the provision of advice and guidance to the user, either over the -
telephone by Email ar at the uzers desk I
1 L
~|
Selected ine iz row 2 of 11 records Response 0.50 diaw 0131 | insert | proboause. gbe.g [UP]
Figure 4-17: Probable Cause form
5 Modify the fields in the Probable Cause form.
Field Description
Cause Code A unique term that links this Probable Cause record to the
incident tickets.
Severity A numeric value indicating the impact on the network. You

set these values as the administrator. For example, 1 is
critical, 2 is less urgent but needs attention, and so on.

Resolution Code The resolution code assigned to an incident ticket with this
cause code when it is closed.

Category The category this probable cause record uses.
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Field Description

Company Indicates that a category can be used by the entered
company. One help desk may be used for multiple
companies. Indicate which company uses a category with
this option. (This option can be set up to be used with
Format Control or validity to enforce the use of a category
by only certain companies.).

Brief Description A short statement describing the incident that is
automatically entered in the incident ticket when this cause
code is selected.

Description A longer statement about the probable cause.

Resolution A statement describing a possible solution to an incident
using this cause code.

Key Words Words used to assist in querying for probable cause
information.

6 Click Save or press F4 to save the changes. The status bar displays this
message: Record updated in the probcause file.

Options Menu

The Incident Management probable cause record form contains an Options
menu with standard ServiceCenter menu options.

Field Description
Print Prints the probable cause record on the user’s default printer.
Validity Lookup Checks the data in the current field against the ServiceCenter

validity table for that field.

Export/Unload Allows you to export this record into a file for importing into
aspreadsheet, or unload this data set for loading into another
ServiceCenter system.

IR Query Accesses ServiceCenter’s IR Expert application.

Expand Array Allows easy data entry to an array. A separate window is
opened to enter the data.

Creating a New Probable Cause Record

Similar to editing a Probable Cause record, you can also add a new record.
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To add a Probable Cause record:

1 Click Probable Cause in the Incident Management Security Administration
FC [ Utility form, shown in Figure 4-3 on page 68. If you want to modify an
existing record to add a new record, click Search and select that record from
the record list.

2 Type a unique name in the Cause Code field.

3 Complete the other fields as described in Editing a Probable Cause Record on
page 100.

4 Click Save or press F2. The status bar displays this message: Record added to
probcause file.

Options Menu

The blank Incident Management probable cause setup form contains an
Options menu with standard ServiceCenter menu options.

Option Description
Clear Clear the data entered in the form.
Restore Return the fields in the form to the previous values. Only

available in the initial form where you enter data.

Advanced Search ~ Display alist of possible search parameters. After a parameter
is selected, a window is opened that allows you to set a time
limit for a query. This time is entered in the hh:mm:ss
format. Only available in the initial form in which you enter

data.
IR Query Access ServiceCenter’s IR Expert application.
Export/Unload Export this record into a file for importing into a spreadsheet,
or unload this data set for loading into another ServiceCenter
system.

Validity Lookup Check the data in the current field against the ServiceCenter
validity table for that field.

Reset Delete all the records in the probcause file.

Do not use the Reset option unless you want to rebuild all the
records in your Incident Management probcause file.

Regen Regenerate the indices for the probcause file.
Open Inbox Select a query to search for probable cause data.
Expand Array Add a field to an array. A separate window is opened to allow

you to enter the data.
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Macro Editor

Macros are distinct actions, driven by predefined conditions, that are
executed when a record is saved in the database. Macro actions are associated
with files and reflect certain states in the records of those files. You can access
ServiceCenter’s Macro Editor from the Incident Management Security
Administration Utility. Click Macro List to display the Macro List form. This
is the access point for the Macro Editor. For instructions about this
procedure, refer to System Tailoring, Volume 2.

Click Macro List in the Incident Management Security Administration
Utility form shown in Figure 4-3 on page 68. Figure 4-18 shows the Macro
List form. For more information, see System Tailoring, Volume 1.

m

Downtime

ServiceCenter - [Available Macros] |_ (O] x|
- File Edit “iew Fommat Options List Optons  ‘Window Help il Iﬁ' Iil
tmal?eale
<%, Back I:‘|
+ Add | |Iename Mame gg l_
New Employee b 3 [maill ]
-._,,‘ Edit 115 prnblem Stop Asswgnment Clock stapclock,
- 116 prablem Start elapsed time clock startclock,
ﬁ Delete | 117 problem Stop elapsed time clock stopclock,
118 incidents Start Call Clock, stantclock
.
\'\ Search 119 incidents Stop Call Clock. stopclock
U Bl | 120 problem Mo SDU fix email mailmany
) 14 cm3r Start Aszignment Clock for Change | startclock I
%, Back | 122 cmr Agsighment Group Stop Clocks Chane stopolock
133 acmg Request Pending Appraval Start startclock,
—— Refresh | 134 acmg Fequest Pending Appraval Stop stopclock
136 problem 12 cib email on problem open mailproblem
137 problem 13 cib email on problem updated mailpioblemi
138 problem 14 cib page on problem open pagel -
4] | »
Selected line iz raw 1 of 23 records ‘ inzert | macra.lister.g [F]

Figure 4-18: Macro List form

You can access Incident Management downtime records from the Incident
Management Security Administration utility form. These records display the
availability of a selected device.
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Availability measures a component’s ability to provide service within a
measured time frame. Incident Management provides three downtime
measurements:

Explicit unavailability =~ Describes the downtime experienced by the failing
device.

Implicit unavailability Describes the downtime experienced because of
the failure of a parent or controlling device.

Perceived Describes the explicit or implicit downtime
unavailability during normal business hours. Non-working
hours are subtracted from the total.

To access the downtime records:

1 Click Downtime in the Incident Management Security Administration utility
DT form shown in Figure 4-3 on page 68. Figure 4-19 shows a blank downtime

record.

ServiceCenter - [downtime] [_ O] =]
. File Edit View Format Options List Option:  Window Help B E‘|5|
smal?zeqls

Gy Back  odfmAdd S0 Seach T Find 3 Fil o

DOWNTIME B

Logical Mame Location Contact Mame Type Table Name

(=) I I I I

Outage Totals
Last Reset Explicit Implicit Perceived Count
I I I I
Dretails

Start Time End Time Type  Explicit |mplicit Peiceived Incident Mo,

I I = I I I

I I = | I I I

I I = | I I I

I I = I I I

I [ = | I I I

I I = I I I

| | E | ] | |

I I B I I I

=]
Ready | insert ‘ downtime. graph. aldb. search] [P]

Figure 4-19: Downtime record

2 Type the name of the device, or any other information you know, to simplify
the search. For example, type pc001 in the Logical Name field.

3 Click Search or press Enter.
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4 Select the device record you want to view from the record list. The downtime
record appears for the selected device. Figure 4-20 shows the downtime

record.
{@ ServiceCenter - [Search downtime Records] [0 ]
@ File Edit View Format Options List Options MWindow Help =18
<, Back ol ol SP0search L0 Find & Fil -
DOWNTIME

Logical Name Location Caontact Mame Type Table Name
ls.CME Phone 0002 | | | |

Qutage Totals
Last Reset Explicit Irnplicit Perceived Count
r \ \ \ [

Details
Start Time End Time Type  Explicit Implicit Perceived Incident Mo
[ [ [ [ [ [
[ [ [ [ [ [
[ [ [ [ [ [
[ [ [ [ [ [
[ [ [ [ [ [
[ [ [ [ [ [
[ [ [ [ [ [
[ [ [ [ [ [

Ready Response 0,100 draw 0.71 | insert | downtime. graph. g(db. search) [UP]

Figure 4-20: Downtime record

Summary Link

You can access the Incident Management’s summary link record from the
Incident Management Security Files tab. Links associate fields in one file or
form with other records and other files. Fill and Find functions use links.
Refer to the System Tailoring Guide for more information.
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To access the summary link file:

1 From the ServiceCenter home menu, select Incident Management. Click the
Tools tab.

2 Click Summary Link. Figure 4-21 shows the link file form.

a ServiceCenter - [Link: build. problem. summary]

@ File Edit “iew Fomat Options List Options  Window Help eS|
$BE| 2 8 Q9  »lpaymeng =
v oK S eancel ol mcl Flsave Tl Delete -
Link File

MNarne: ”bulld problem. summary | Systemn: PHOD/PM

Description: [

Source Field MNarme |F0rmat;’FiIe Marne Target Field Marne | Add Query |C0mmems

nurnber probsumrmary nurnber
i | =
Ready Response 0.131 draw 0.20 | ingert | link.g(link.view) [UP]

Figure 4-21: Summary Link record

Cost Management

You can enable the module or set automatic labor and parts calculation
features for Contract Management in the Contract Management
configuration record. Contract Management integrates service contract
information and tracking into the enterprise Service Desk. For more
information, see Service Level Management on page 259.

| » To access the Contract Management configuration record, click Cost
Chd

Management in the Incident Management Security Administration Utility
form shown in Figure 4-3 on page 68.

Administering Incident Management < 107



ServiceCenter

Figure 4-22 shows the Contract Management configuration record.

- File Edit ¥iew Fomat Options et Opfion: Window  Help ;Iilll
shrl ?eq 9
V oK x Cancel E Save D‘
Contract Management Option:
Enable Module: v
Default Fate: [1
Currency Code: |US Drallar ¥
Problem Parts: v
Calculate Incident Labor: v
Calculate Service Labor: v
Calculate Change Management Parts: v
Calculate Change Management Labor: v
Calculate Request Management Labor: v
Calculate Request Management Parts: v

Ready

| insert | cmcontrol. glus. fill display] [F]

Figure 4-22: Contract Management Options

Configuring the Incident Management Environment

Incident Management contains an environment record that defines options
that affect functionality of the Incident Management module for all Incident
Management users. ServiceCenter is shipped with default environment
records that you can modify for your system.

To configure the Incident Management environment for all users:

1 From the ServiceCenter home menu, click Incident Management. Click

Security Files. The Incident Management Security Administration utility
appears.

2 Select the Environment tab in the Incident Management Security

Administration Utility form. Figure 4-23 on page 109 shows the Incident
Management Environment Profile form.
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a ServiceCenter - [Incident Management Security Administration Utility]
@ File Edit “iew Format Options List Opfions  Window  Help eS|

: 18 Q 9
5y Back H Save 4= Undo

Security Files  Environment |

Incident Management Environment Profile

V' Allow Access Without Operator Record? ' Delay Assigning Incident Mumber?
¥ Skip Inefficient Guery Warning? ™ Use Operator Full Name?
V' Allow Inefficient Glueties? ' Pracess State Changes in BG?
V' Append Timezons to Message? [ Auto-Post Solution Candidates?
' Use Paging? ||7 Use Resolved Status?
™ Use Distributed Ticketing? M Use Joumalled Updates?
[ Distribute on 2nd Assignment Groups? ' Most to Least Recent
[ Track Operatar Times? ' Least to Most Recent
™ Copy Assacistions of Claned Tickets?
V' Use Activity Records?
Default Category: =l
Max Downtime Interval [30 00-00°00
« | »

Figure 4-23: Incident Management Security Administration: Environment tab

3 Select the fields representing the parameters you want to apply to your
Incident Management system.

Field Description

Allow Access Permits users without an Incident Management profile to
Without Operator access the module using the DEFAULT profile. For more
Record information, see the System Administrator’s Guide.

Skip Inefficient Disable the default message that a non-keyed query will be
Query Warning? slow. Set to true (checked) to override the option set in

Allow Inefficient Queries?.

Allow Inefficient Execute a non-keyed query. Set Skip Inefficient Query
Queries? Warning? to true (checked) to override the option.

Append Timezone to  Add the date/time and time zone stamps to all Incident

Message? Management messages.

Use Paging? Add a new history record (page) to the Incident
Management database each time a ticket is updated.

Use Distributed Activate Incident Management’s distributed ticketing

Ticketing? feature. For more information, see the Distributed Services
Quick Start Guide.
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Field

Description

Distribute on 2nd
Assignment Groups?

Follow the standard distribution pattern in distributed
ticketing, but based on the secondary Assignment Groups
in the ticket as well as the primary Assignment Group.

Track Operator
Times?

Automatically start a clock to track how long an operator
has a lock on a record.

Copy Associations of
Cloned Tickets?

Copy the associations to other records when cloning a
ticket.

Use Activity Records?

Use activity records for text updates to the ticket.

Default Category

Set the category for an incident ticket opened from a device
record (Inventory Management) that has no category
listed. For more information, see Adding a New Category
on page 89.

Max Downtime
Interval

Limit the number of days for which availability can be
calculated. The default is 30 days.

Delay Assigning
Incident Number?

Delay assigning an incident ID number to an incident
ticket until you click New in the initial incident ticket form.

Note: When this field is true, there is no unique identifier
to tie an attachment within the file. Attachments cannot
be saved when you open the ticket, but only when saving
an update to the file after the unique identifier has been
assigned.

Use Operator Full
Name?

Use the name entered in the Full Name field of the
Operator File when stamping the ticket (on open, update,
and so on) instead of the operator login name.

Process State
Changes in BG?

Cause clocks associated with state changes to start and stop
in the background. This feature makes the Windows
interface work more efficiently.

Auto-Post Solution
Candidates?

Post solutions automatically from an incident ticket to the
Global Knowledge feature for tickets with the Solutions
Candidate check box selected. For more information, see
the Database Management and Administration Guide.

Use Resolved Status?

Activate the two-step close process in Incident
Management.

Use Journalled
Updates?

Make any information entered in the Actions tab a

permanent part of the record that cannot be deleted.

® Most to Least Recent: List updates to the record
chronologically beginning with the most recent.

m Least to Most Recent: List updates to the record
chronologically beginning with the least recent.
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4 Click Save or OK, or press F2, to save the changes. If you are modifying the
default environment record, you cannot add a new environment record.
ServiceCenter returns to the Incident or RCA Control Security
Administration Utility form.

Status, Alerts, and Escalation

The status of an incident ticket is determined by the alert stage of the ticket.
When an incident ticket is not updated within the specified time period, an
alert message is automatically sent that an incident ticket has not been
resolved. As an incident ticket passes through the alert stages, the ticket is
escalated. Alert levels are displayed in the Status field of Incident forms.

ServiceCenter supports four alert stages:
m Alert Stage 1

m Alert Stage 2

m Alert Stage 3

m Deadline Alert

Alerts are triggered after a set period of time defined in a category record.
Alert messages are displayed in a read-only escalation form. As various alert
stages are reached, different Assignment Group as notified. For example, if
an incident is not resolved by the Deadline Alert, the incident ticket may be
escalated to an Assignment Group containing a manager.

An incident ticket reaches each alert stage after the specified time period
passes without an update to the incident ticket. At this time interval, the next
alert level is reached. A time interval is specified within each category record,
for each alert level. This time interval can be adjusted according to the
priority assigned to the ticket. For more information, see Alerts tab on

page 87 and Severity Levels on page 113.

When each alert level is reached, ServiceCenter automatically notifies users
that the incident ticket has reached that alert level, or it can reassign the
ticket, depending on category definitions. The category record also contains
flags that direct the system to notify specific users.

Status, Alerts, and Escalation <€ 111



ServiceCenter

For example, the following list describes different users who might be
notified.

m All contacts in the current contact list for the Assignment Group, except
the manager.

m The user who opened the ticket.

m The current primary contact in the owner group.
m The current manager of the Assignment Group.
m The current manager of the owner group.

m The service level manager and client manager of the company and
department specified in the ticket.

For alert stages 1, 2 and 3, the alerts are reset each time the ticket is updated.
The Deadline Alert is always scheduled for an interval after the open time of
the ticket, and is not affected by updates to the ticket.

Alerts and Calendars

The clocks that manage alerts do not need to run on a 24 hour schedule. For
example, if your employees work from 9 am to 5 pm, set the alert clocks to
run only during these hours. By default, all alert clocks run on a 24 hour,
seven days a week schedule. However, if you select an availability calendar for
a problem ticket Deadline Alert Group's calendar, the alert clocks for that
ticket run only during the duty hours defined by the associated calendar.

What is Escalation?

Escalation is the process of increasing the urgency of an incident ticket.
Escalation is accomplished automatically through alerts. As the various alert
levels are reached, the escalation increases:

m Alert Stage 1 to Alert Stage 2
m Alert Stage 2 to Alert Stage 3
m Alert Stage 3 to DEADLINE ALERT

At each alert level, ServiceCenter forwards the incident ticket to the next
Assignment Group. These groups are set by the ServiceCenter administrator.
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Note: Whenever a ticket in Alert Stage 1, 2, or 3 is updated, its status reverts
back to updated. The next auto-escalation goes to Alert Stage 1 again.
However, once a ticket reaches DEADLINE ALERT, it remains on
DEADLINE ALERT no matter how many times it is escalated.

The interval between alerts is set in the category records, and can be impacted
by the priority set for the ticket.

Severity Levels

The severity of a ticket indicates the urgency of the problem. Severity is set by
the user when an incident ticket is opened. Specify the severity in the Severity
field of the initial incident form:

m | - Critical

m 2 - Urgent

m 3 - Normal

m 4-Low

m 5- Very low

Severity can be based on the impact the incident has on users and the
category of the ticket. For example, an equipment incident that brings down

a group of users is critical. A user wanting to know how to adjust the colors
on a monitor is a less critical.

A ticket’s severity level can be changed by the user as an incident ticket goes
through updates. However, severity levels are not changed automatically as
alerts progress.

The Two-Step Close

You can choose to close a ticket into two steps:

m Resolving the Ticket on page 116

m [nactivating the Ticket on page 119

A ticket is resolved when the technician has finished working on it and starts

the closing process. A ticket is inactivated when the help desk finishes closing
the ticket after contacting the customer and confirming the results.
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General Information

There are a few thing to remember about closing tickets.

m Resolved tickets appear as active tickets (flag=true) when searching,
because they require further processing.

m Alerts are not processed for resolved or inactivated tickets.
m The option to resolve tickets is available for non-closed tickets.

m The close option (inactivation) is available on resolved tickets. However,
you can also inactivate any ticket directly from the initial incident screen.

m Both Resolved and Closed tickets can be reopened.

Setting Up the Two-Step Close

To activate the two-step close feature, select an option in the environment
record, and enable the appropriate users to perform each step.

To enable the two-step close feature:

1 From the ServiceCenter home menu, click Incident Management. Click
Security Files. Click the Environment tab. Figure 4-24 on page 115 shows the
Incident Management Environment Profile.
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a ServiceCenter - [Incident Management Security Administration Utility]
[T Ele Edt View Fomat Options List Opfions Window Help =18 x]
s 78Q 9
% Back Heae & -
Security Files  Environment |
Incident Management Environment Profile
V' Allow Access Without Operator Record? ¥ Delay Assigning Incident Number?
¥ Skip Inefficient Guery Warning? " Use Operator Full Name?
V' Allow Inefficient Glueties? I Pracess State Changes in BG?
V' Append Timezons to Message? [" Auto-Post Solution Candidates?
' Use Paging? ||7 Use Resolved Status?
™ Use Distributed Ticketing? M Use Joumalled Updates?
[ Distribute on 2nd Assignment Groups? ' Most to Least Recent
[ Track Operatar Times? ' Least to Most Recent
™ Copy Assacistions of Claned Tickets?
V' Use Activity Records?
Default Category: [ =l
Max Downtime Interval [30 00-00-00
< | 2

Figure 4-24: Incident Management Security Administration: Environment tab

2 Select the Use Resolved Status? check box
3 Click Save.
To set user rights for the two-step close:

1 From the ServiceCenter home menu, click Incident Management. Click
Security Files. The Incident Management Security Administration utility
appears.
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7 2 Click Search/Add in the Incident Profiles section. Figure 4-25 shows the
J“"" Security Profile form.

@ ServiceCenter - [Search User Incident Profile Records] A= E
@ File Edit “iew Fomat Options Lt (pton: Window  Help _|E||1|
? 8 |l =
=y Back o 4dd S0 Seach . Find 4 Fil -
IM Security Profile Profile Name : [
Privileges | Wiews ‘
||_ Browse | [T Advanced Search
O Open [T Database Access
r Update r Duplicates
™ Close [ Mew Categomny
™ Inactivate [ Notes
™ Mass Inactivate ™ Dveride
r Log [ allow Inefficient ey
™ Reopen [ Skip Query'warming
™ Find [T Can Cieate Personal Inboxes
™ Fil [T Can Create Global Inbowes
r Motify [T Can use Callback List
™ Lock on Display Incident M atching Options
™ Piint [ Check Similar Known Erors
™ Views ™ Check Similar Foot Causes
™ Count [ Check Similar Incidents
[T Can Suspend [T Check Incident Duplicates on Device
™ Can Unsuspend [T Check Incidents Duplicates on Parents
Ready Responze 0100 draw 0.200 | inzert | pm.profile.glprafile. search) [UP]

Figure 4-25: Incident Management Security Profile form

Type the name of the profile in the Profile Name text box.

Click OK. The Profile record appears.

Check the Close box to allow the user or group to resolve tickets.

Check the Inactivate box to allow the user or group to inactivate tickets.

Click OK or Save to save the changes to the profile.

0 N o U b~ W

After updating a Profile record, stop and start your client to enable the
changes to take effect.

Resolving the Ticket

A ticket is resolved when the technician has finished working on it and starts
the closing process.
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To resolve a ticket:

1 Display an open incident ticket.

a ServiceCenter - [Update Incident Humber IM1001] [_ Ol %]
@ File Edit “iew Fomat Options List Opfion:  ‘Window Help =] %]
$BE| 28 Q9| »|paymentdbdict |
,‘/ Ok x Cancel ({ Previous )) Mext H Save 4D Undo 4= Close L~ Find 4 Fill O Clacks
-
IM1001 Ticket Status [Open [l
Incident Title ||Phnne is going dead intermittently |

Incident Details |Activities | Contact ‘Asset ‘Attachmem ‘ SLA ‘ Histary |A\ens | Related Records | Billing Information |

Alert Status: updated Chner: BOB.HELPDESIK

Category: Itelecams Primary Asgh Group: [TELECOMS =|

Subcategory: [fixed infrastructure B| Assignee Name | JET}

Product Type Ifixed infrastructure B] Second Asgn Group [CLIENT SECURITY =]

Problem Type Tnot specified B|  Hot Ticket: r r

IManufacturer: |AT&T Systems ~|  Severity: - Low =l

Class [Classa B8] User Priarity [Low =]

Contact Tirme Site Category: 1D - Home Site 5| =2
Cauge Code [

Caontract: [ Site |

Company: [PRGH

Contact: [PETERS, JEFF Phone / extension: [215) 455-7654 [

-
1] | »

Figure 4-26: Incident ticket

2 From the Options menu, click Find Solution. A list of potential solutions
from the Knowledge Base appears. If one of the solutions resolves the ticket,
select it and from the Options menu, click Use Resolution.

3 Ifnone of the solutions resolves the issue. click Back and a dialog box appears
asking if you are finished searching. Click No.

The Knowledge Base form appears, showing the description of your

problem. The cursor is in the Select a Knowledge Area to begin searching
field.
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4 Change the search criteria in the What would you like to know field or
change any of the filters to focus your search.

& ServiceCenter - [Knowledge Base] [_[O]x]
@ File Edit “iew Format Opfions  List Options  Window  Help & x|
BB ?Tea 9 »

Gn Back  Pvsearch Yol Clear =

-

Find Solution - Knowledge Base

Select a Knowledge Area to begin search: ‘blobal Knowledge
Restrict Search to Which Field in IR key (blank=all fields) |

What would you like to know?

Phone is going dead intermittently.

Discovery Option

® Shallow O Complete Match w x
' Deep

Categary: ftelecoms =D} Dievice: [JefPC =D}
Subcategory: [fixed infrastructure JET} Company PRGN JET}
Product Type [fixed infrastructure Iz} Location [arminster Iz} _
Problem Type [not specified =D}

1| _’l_l

Figure 4-27: Recording a solution for an incident ticket

5 Click Search.

6 If one of the solutions resolves the ticket, select it and from the Options
menu, click Use Resolution. Selecting Use Resolution does two things. It
allows the help desk analyst to use a known solution and it begins a process
whereby the Knowledge Base learns from the resolution being used. For
more information, see the User’s Guide.

7 Click Save to resolve the ticket. If your administrator enabled the SLM
module and set it to post outages, an outage list appears. To set the post
outages form appear rather than post outages automatically:

a From the ServiceCenter home menu, click Service Level Mgmt.
b Select Configure Module.

¢ Clear the Auto Post Outages check box.
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d When you set the Auto Post Outages check box to false, you have the
option to post outages manually when resolving a ticket.

Post Which Outages? M= 3
SlEjd| 2[Mal 3
| x Cancel | = Frocesd | =
| Logical Mame | Outage Start Outage End
=il 12/29/2000 14:02:32 02/A16/2001 231716
| Feady ’E| zla. post. outages.g [P]

Figure 4-28: Outage list

8 Click Proceed. The system exits to the incident ticket. The status bar displays
this message: Incident incident unique ID has been resolved by operator
name.

&7 9 The system tray displays a Reopen button. If you want to reopen the ticket,
—=  click Reopen.

Inactivating the Ticket

A ticket is inactivated when the help desk closes the ticket after contacting the
customer.
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To inactivate a ticket:

1 Open aresolved ticket. Figure 4-29 shows a resolved ticket.

(@ ServiceCenter - [Update Incident Number IM1045] [_[O]x]
@ File Edit “iew Format Options List Options  Window  Help _|5 LI

BB ?78Q 9 >
g/OK XCancs\ {( Previous }} e H Save 42 Undo 4 Close ~ Find 4 Fill O Clocks '

IM1045 Ticket Status: [open

Incident Title: HbaHer is complaining about glare from monitor. |

Incident Details |Achvmes | Contact |Asset |Aﬂachmem | SLA | History |Alens | Related Recards | Billing Infarmation ‘

Alert Status: alert stage 3 Crwner: BOB HELFDESK

Category Iclient system Primary Asgn Group [ONSITE SUPPORT =l

Subcategory Thardware B| Assignee Name: [ =]

Praduct Type: Jdesktop B| Second Asgn Group: [ =l

Froblem Type: {monitor 8] Hot Ticket: r r

Ianufacturer: fiewsanic ~|  Severity W - Low =l

Class: [classs Bl User Priority: Lo =l

Contact Time: Site Category 1B - Major Site =l
Cause Code: I

Contract [ Site: [

Company [PRGI |

Contact: [JENKINS, CAROL Phone { extension: [(25E) 455-7654

Incident Description

'ICaHer iz complaining about glare from monitor. 4
-
< | 3|

Figure 4-29: Inactivating an incident ticket

2 Edit the Solution field with any additional information.

3 Click Close to close the ticket. If the incident ticket you are trying to close is
associated with open calls, a message appears asking if you want to force
those calls to close.

4 Click Yes to force associated calls to close. The system exits to the incident
ticket and the status bar displays this message: Incident ticket unique ID has
been closed by operator. Any related calls will also be closed. The Ticket
Status field now shows that the ticket is closed.
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Accessing Other Utilities

The Tools tab in the Incident Management menu provides access to these
Incident Management utilities:

m Reset Downtime on page 122

m Build/Refresh Summary on page 123
m Downtime on page 127

m Summary Link on page 128

m Probable Cause on page 129

m Subcategory on page 129

m Problem Type on page 130

m Product Type on page 131

Figure 4-30 shows the Tools tab choices.

[T File Edt ¥iew Fomat Opticre LitOptons Window Help =
? 03 »
(33\ Back -
. ® =
ServiceCenter )

Incident Management Menu  Tools ‘

‘ (O Resat Downtime L. Subcategoary |

(O Dowrtime L. | Praduct Type |

€& Summary Link

—— Build/Refresh Summary | L. | Prablem Type |

L. Probable Cause

-
4] | »

Figure 4-30: Incident Management menu: Tools tab
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Reset Downtime

Reset Downtime allows you to reset the Incident Management downtime
records for devices.

To reset the Downtime:

1 From the ServiceCenter home menu, click Incident Management. Click the
Tools tab. Click Reset Downtime. Figure 4-31 shows the Clear Availability
Information form.

a ServiceCenter - [ = confirm file name; zelect option =]

@Eile Edit Miew Fommat Optons  List Options Window  Help _|ﬁ||1|
BB ?Te Q9
<%y Back ok () schedule Devices Types .

CLEAR AVAILABILITY INFORMATION

File Marme: ||d0wntime

Schedule Time: [14/07/03 14:54:03

Ready Response 0.90 draw 0.20 | insert | clear. avail. prompt [UP]

Figure 4-31: Resetting the Downtime record for a device

2 Click Schedule to set a time for the reset to occur.

3 Click Devices to add a list of devices whose downtime can be reset. Click
Types to create a list of the types of devices whose downtime can be reset
Figure 4-32 on page 123 shows the logical names and device type lists.
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% Back oK <%, Back 7 oK
Logical Marne Device Type
[pe [peom
[server [pcooz
| [pc003
[pc004

[servemn
[servermnz

Figure 4-32: Logical Name and Device Type lists

4 Click OK to accept the downtime parameters you specified, or click Back to
exit this form without resetting the downtime records.

Build/Refresh Summary

An incident summary (probsummary) record contains all the information
related to an incident ticket, including previous updates. If you lose your
incident summary file, you can build a new one from the incident ticket
(problem) file. Build/Refresh Summary allows you to build a summary
record for incident tickets within a specified range of incident ticket
numbers.

To rebuild the summary properly, the link records build.problem.summary
and build.problem.convert must be identical. The links in
build.problem.convert are used only when you create a Build/Refresh
Summary. The links in build.problem.summary define the fields to be copied
from the problem record to the probsummary record with every incident
ticket update.
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If the links in build.problem.convert are not defined correctly, the new
probsummary record will not have all the information available in the usual
incident ticket updates. Therefore, before doing a Build/Refresh Summary,
ensure that the file build.prob.convertisidentical to build.prob.summary. To
do this, copy build.prob.summary to build.prob.convert.

To correct the file build.prob.convert:

1 From the ServiceCenter home menu, click Incident Management. Click the
Tools tab. Click Summary Link. Figure 4-33 shows the Link file form.

2 Type build.p in the Name text box.
3 Click Search. A list of records appears, as shown in Figure 4-33.

@ ServiceCenter - [Link: build.problem.summary] =] B3

[C) Fie Edit View Fomat Options LiiOpicre Window Help — =] x|
@ 28Q 9
W oK 3¢ cancel ol 2dd [ save T Delete -
Link File
Name: ||buw|d.pmb\em.summary | System: FHO/P MW
Description |
Source Field Name |Furmat!F\Ie Mame Target Field Mame | Add Query |Cnmmems |
nurmber probsurnmary nurmber
Ready Response 0.221 draw 0.20 | insert | link.g{link.view) [UP]

Figure 4-33: Link File form

4 Double-click build.problem.summary record from the list.
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5 The Link list appears, displaying the records build.problem.summary and
build.problem.convert. Figure 4-34 shows the Link list.

ServiceCenler - [Link build. problem. convert] M=l E
- File Edit ¥iew Format Options  Lief Opfions Window  Help _|5||1|
shel ?ea 9

g/ oK x Cancel {{ Previous )) Next + Add E Save r'fj' Delete D‘
name syztem spzmodtime spEmoduser 2
build problem.convert PHD/PM 11709400 12:01:20 FALCON
build. problem.convert.old PHD/PM UPGRADE 10423700 15:37:59 falcon
build. problem. zummary PHO/PM 03/01/01 135732 FALCOM ;l

Link File

Mame: |bui|d.problem.cnnve|t Syster IPHDJF’M
Description: |
Source Field Mame | Format/File Mame | Target Field Mame | Add Query | Commetts ‘
rumber probsummarn rumber
Selected line is 1ow 1 of 5 records | inzert ‘ link.gbe.g [F]

Figure 4-34: Link File build.problem.convert

6 Click build.problem.convert. The Link record for build.problem.convert
appears.

fw]. 7 Click Delete.

8 A message asks if you want to delete this link. Click Yes. ServiceCenter
returns you to the Link Maintenance file.

9 Click build.problem.summary.

10 In the Name text box, replace build.problem.summary with
build.problem.convert.

1 Click Add
12 Click OK to return to the Link list.
13 To verify that the file copied, type build.p in the Name text box.
14 Click Search.

15 The records build.problem.summary and build.problem.convert, shown in
Figure 4-34 should appear. If it does, proceed with the build/refresh.

To do a Build/Refresh Summary:

1 From the ServiceCenter home menu, click Incident Management. Click the
Tools tab. Click Build/Refresh Summary. Figure 4-31 shows the Clear
Availability Information form.
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2 Figure 4-35 shows the dialog where you can specify a range of incident record

numbers.
- = enl search argument == !E[E

SBE ?TOQ D

< Endl (O schedule  Execute Now

BUILD PROBLEM SUMMARY RECORDS

The first and last numbers in your problerm file are displayed with the open
time for each. Adjust the numbers as reguired, and the conversion process
will build & summary record for every problemn selected between the first and
last problem number.

If either number is blank, the conversion process will select problems with
numbers greater than or less than the first or last valid number, respectively.
If both nurnbers are blank, all problems will be selected for conversion.

First Murnber iM1DD1 Opened 12/29/00 10:13:57
Last Mumber |IM10000 Opened

1 | I

B This is the last incident number, but it was not used so there is no open time.

Figure 4-35: Build Problem Summary Records form

3 Type the range of record incident ticket numbers to build a new summary.
4 Do one of the following:

m Click Execute Now to build your summary.
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m Click Schedule. Figure 4-36 shows the Schedule Problem Conversion
dialog box where you can specify a future date and time for the build.

| @ == adjust schedule time == M= E
BB 2?0 Q S

[]
oy End O Schedule

SCHEDULE PROBLEM CONYERSION

Schedule Time: [J4/07/03 15.44:30

Ready Response 0.10 draw 0.20 | insert | sched. build. probsum [UP]

Figure 4-36: Schedule Problem Conversion form

5 Type a time and date (dd/mm/yy hh:mm:ss) for the build to take place.

6 Click Schedule to set the time. ServiceCenter returns you to the Incident
Management Tools tab.

Alternate method

The Downtime, Summary Link, and Probable Cause functions can also be
accessed through the Incident Management Security Administration Utility.

1 From the ServiceCenter home menu, click Incident Management. Click
Security Files.

2 Click Downtime, Summary Link, or Probable Cause.

Downtime

1 From the ServiceCenter home menu, click Incident Management.
2 Click the Tools tab.

3 Click Downtime. Figure 4-37 on page 128 shows the Downtime form.
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4 Click Fill to view a list of the logical names that you can choose.

{@ ServiceCenter - [Search downtime Recards] [_100]
@ File Edit Wiew Fomat Options ListOptiors Window Help =121
< Back ol Add S$osearch ) Find & Fil -
DOWNTIME
Logical Mame Location Contact Name Type Table Name
MACME Phare 0002 [ [ [ [
Qutage Totals
Last Reset Euplicit Implicit Perceived Count
[ [ [ \
Details
Start Time End Time Type  Explicit Implicit Perceived Incident Mo
\ \ \ \ \ \
\ \ \ \ \ \
\ \ \ \ \ \
\ \ \ \ \ \
\ \ \ \ \ \
\ \ \ \ \ \
\ \ \ \ \ \
\ \ \ \ \ \
Ready Response 0.100 draw 0.71 insert  downtime.graph.gldb. search) [UP]

Figure 4-37: Downtime

For more information, see the ServiceCenter User’s Guide.

Summary Link

1 From the ServiceCenter home menu, click Incident Management.
2 Click the Tools tab.
3 Click Summary Link.

For more information, see Summary Link on page 128.
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Probable Cause
1 From the ServiceCenter home menu, click Incident Management.
2 Click the Tools tab.
3 Click Probable Cause. Figure 4-38 shows the Probable Cause form.

{@ ServiceCenter - [Search probcause Records] =] B3
[€] Fie Edt View Fomat Options List(pions window Help -5 %]
% Back ol add  S¥osearch 0 Find 4 Fil -

PROBABLE CAUSE

Key Words
J 1

[

[

[

Cause Code |
Severity

Resolution Code

Category

Brief Description |

Description

L+

Resalution

L+

L |

Ready Response 2.143 draw 0.30 | insert | probable. cause.g(db. search) [UP]

Figure 4-38: Probable Cause form

For more information, see Probable Cause on page 99 and see the Service
Management section in the ServiceCenter User’s Guide.

Subcategory
1 From the ServiceCenter home menu, click Incident Management.
2 Click the Tools tab.
3 Click Subcategory.
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4 Figure 4-39 shows the Subcategory form. Click Search to view a list of the
subcategories and categories that you can choose.

|
@ ServiceCenter - [subcategory] =1 &3
[€] Fle Edit View Fomat Options ListOptions Window Help |

W oK Heancel €L Previous 3P Next o= Add I save T oelte 7 Find 4 Fil =

Subcategory
enguiry

client dependent
software client system |

Subcategory Information

Please enter the category and associated

Subcategory
Category: \busmess applications IE]|
Subcategory: \enqulry
Active? i
Selected ling is row 1 of 32 records retrieved Response 0.751 draw 0.431 |insert | subcategory. gbe.g [UP]

Figure 4-39: Subcategory Information

For more information, see the Service Management section in the
ServiceCenter User’s Guide.

Problem Type

1 From the ServiceCenter home menu, click Incident Management.
2 Click the Tools tab.
3 Click Problem Type.
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4 Figure 4-40 shows the Problem Type form. Click Search to view a list of the
problem types that you can choose.

@ ServiceCenter - [problemtype] M= E
[C] Ele Edit View Fomat Ogtions ListOptions Windaw Help |
n

W or M cancel L Previous 3P Next o= Add I save TjDelete 0 Find & Fil
Please Select a Problem Type
Problem Type |F‘mduct Type ‘ Given Level2 lﬁl

database applications

Problem Type Information

Please enter associated Problem Type

Product Type \apph:at\ons Jl=l}

Problem Type: \busmess applications

Subcategory: \emerprlse Jl=l}

Active icd
| | =
Selected line is row 1 of 32 records retrieved Response 0.150 draw 0.200 | insert | problemtype.ghe.g [UP]

Figure 4-40: Subcategory Information

For more information, see the Service Management section in the
ServiceCenter User’s Guide.

Product Type
1 From the ServiceCenter home menu, click Incident Management.
2 Click the Tools tab.
3 Click Product Type.
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4 Figure 4-41 shows the Subcategory form. Click Search to view a list. Select
the Product Type record to populate the form.

(& ServiceCenter - [producttype] [_ O] %]
@EHE Edit Wiew Fogmat Options ListOptions Window Help =18
n

W oK M cancel L Previous 3P Next o= Add I save TjDelete 00 Find & Fil
Please Select a Product Type

Product Type
desktop

external peripheral hardware Ll

Product Type information

Please enter associated Product Type

Category [client system =}

Subcategory: [hardware =}

Product Type: [desktop

Severity Lo =

Description [

“ariable1 [

“ariable2 [

“ariable3 [ |

Active? ol

Asgsignment; [oMSITE SUPPORT =}
Selected line is row 1 of B records Responge 0.80 draw 0100 | insert | producttype2. gbe.g [UP]

Figure 4-41: Product Type

For more information, see the Service Management section in the
ServiceCenter User’s Guide.
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CHAPTER

The goal of Root Cause Analysis is to minimize the effects of Incidents and
Issues caused by errors in the IT infrastructure and to prevent their
recurrence. Root Cause Analysis (RCA) allows users to identify the
underlying root cause of the Issue or Incident, and initiate steps to correct
that Root Cause with a permanent solution. This has the long term result of
reducing the volume of Incidents and Issues that occur, saving the company
time and money. RCA also allows users to improve their situation with a
work around until a more permanent solution can be found, or when a
permanent solution is costly in time or resources. This chapter describes
administration of ServiceCenter’s Root Cause Analysis module.

Read this chapter for information about:

RCA Overview on page 134

Implementing Root Cause Analysis on page 135
Root Cause Analysis Flow on page 137
Accessing Root Cause Analysis on page 138
Administering Root Cause Analysis on page 139
Maintaining Inboxes on page 151

Accessing the Macro List Editor on page 151

Accessing the Knowledge Base on page 152

For information about creating, updating, and closing Root Cause reports,
see the User’s Guide.
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RCA Overview

The resolutions in RCA are documented and retained, so that first and
second level support personnel can easily find and use the resolutions.
Immediate availability of easy solutions is crucial to the effectiveness of
support staff. The more Incidents that can be resolved on the first call, the
happier the customer base. RCA is the bridge between Incidents and Known
Errors and their solutions, allowing support personnel to resolve calls quickly
and easily.

RCA determines weaknesses and errors in training and documentation by
recording repeated customer errors that can be profitably addressed in
training or documentation. Improved documentation and training helps
customers avoid common mistakes that result in service calls, saving the
organization time and money.

RCA documents resolutions in such a way that they can be easily found and
added to the appropriate documentation and training materials by
documentation and personnel. Complete and correct documentation and
training have the long term result of reducing the volume of Incidents and
Issues that occur, saving the company time and money.

RCA functions both reactively and proactively. It is reactive in that it is used
to resolve situations related to Incidents. It is proactive in that it is used to
identify and solve Issues and Known Errors, before Incidents occur. By
taking action to prevent Incidents, rather than just reacting to them, an
organization provides better service and is more efficient, making the
customers happier and saving the organization time and money.

In summary, the goals of Root Cause Analysis are:

m To find errors in the IT infrastructure, record them, track their history,
find resolutions for them, and prevent their recurrence.

m To record resolutions so that they are quickly and easily available to
support, training, and documentation personnel.

m To find needs for improvements in training or documentation, and make
the data to fix them easily accessible.

m To reactively resolve Issues related to Incidents

m To proactively resolve Issues before Incidents occur.
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Terms Used in this Chapter

The following terms are used throughout the chapter.

Term Description

Incident A call to the service desk that is not immediately resolved and
for which an Incident ticket has been issued.

Issue A specific problem that may or may not have a set of related
Incidents.

Known Error An Issue for which the Root Cause has been diagnosed, and a

solution or work-around has been determined.

Root Cause The underlying cause of an Issue, or one or more Incidents.

Implementing Root Cause Analysis

Root Cause Analysis (RCA) should be implemented at the same time as
Incident Management, or later, because it relies heavily on data gathered
through the Incident Management process.

The quality of proactive Root Cause Analysis depends largely on successful
service monitoring and the data recorded. Issues and Incidents must be
identified, recorded, classified, investigated, and diagnosed by
knowledgeable users.

In order to be effective, RCA requires the following input:

m Identify and detail Incidents and Issues

m Reactive analysis of Incidents & Issues

m Proactive analysis of the IT infrastructure

m Include input from support staff, developers, vendors, trainers, and so on
m Input discovered solutions

It often works well to begin with reactive analysis of incidents and issues, then
continue with proactive analysis of the IT infrastructure after data have been

gathered, because proactive RCA relies heavily on established service
monitoring and data gathering.
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The goals of Incident Management and those of RCA can conflict somewhat.
The main goal of Incident Management is to get the client up and running
quickly. This is often done through a work around rather than through a
permanent solution. The main goal of RCA is to find the underlying cause
and a permanent solution that will prevent future Incidents. This takes more
time, but improves performance in the long run.

It is important to make sure that your staff understands the differences

between Root Cause Analysis and Incident Management and the importance
of both.

When implementing Root Cause Analysis:

m Staff must be made aware of the benefits of both Incident and Issue solving
activities.

m Incident records must include details and histories of Incidents for
analysis purposes.

m Incident records must be linked with RCA records.

m Sufficient time must be allocated to both Incident and Issue solving
activities.

m The knowledge base must be built and maintained.
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Root Cause Analysis Flow

Root Cause Analysis

Yes Resolve incident

Incident
immediately
resolved?

Service Desk Call

Create Incident ticket

Give workaround

Match
“Yes
to customer

in Known Error
database?

Give workaround or
solution to customer

A

Update incident record

with Known Update incident record
with RCA ID
Error ID
| |
Update incident record No Update incident record
with Classification Data with Classification Data
v A
Update Known Error
record with incident Open new RCA Updaﬁe RCA record
with incident count
count
v A A

Check_ for_problem RCA team works Check for problem
resolution in Known on solution resolution in RCA

Error database. / \ database.

Yes Yes
A
Is further work ) Is further work
required? Add solution to required?
Known Error or RCA

Implement solution
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Accessing Root Cause Analysis

You can access Root Cause Analysis for administrative purposes from the
Root Cause section of the ServiceCenter home menu, or from the Central
Administration Utilities.

Central Administration Utilities allow a system administrator to access the
operator’s record for user and contact information, application profile
privileges, and the Mandanten utility. This allows the administrator to
control and access several users or a group’s access from within each module
or utility.

To administer Profiles from the Central Administration Utility, see the
System Administrator’s Guide.

To access Root Cause Analysis:

1 Click Root Cause Analysis in the ServiceCenter home menu, or enter rca on
the command line.

. Logout
. C ®
S o @
erviceCenter s =
Serces | Support ‘ Lhilities ‘ Toalkit |
Service Management . Inventory Management
Clickly manage, document, and wdd Detailed information on assets,
resolve incoming calls contracts, and relationships.
Incident Management Service Level Mgmt.
“ Support your customers with ‘m Define and track your service level
comprehensive incident control. agreements.
Root Cause Analysis Scheduled Maintenance
‘.‘ Find the true root causes of @ Set up and execute recurting
recurrent incidents tasks.
e Change Management Q Work Management
':,.;& Minirize business rigk and o, Help managers efficiently deploy

promote strategic planning. technical staff.

Request Management
Ernployee portal for reguesting
goods and services.

L=,

Figure 5-1: ServiceCenter home menu
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Figure 5-2 shows the Root Cause Analysis menu appears.

ServiceCenter - [FALCON] [_ O] %]
- File Edit “iew Format Optons  List Opfion:  Window  Help = 5[
rmalzea 9

<, Back .

ServiceCenter” \ )
erviceCenter ) I
Root Cause Menu ‘
Open New Root Cause S Security Files
=% - Quickly open a new ot cause Enwiranment, profiles, and ather
Issue. control files.
___ Root Cause Queue Search Knowledge Base
Use pre-defined inboxes to @ Query the availsble knowledge
quickly find pour workload, records for solutions or ideas.
Search Root Causes
w Search for an existing roat
CALSE iSSUE,
|
Ready | inzert ‘ menu.gui.rc [F]

Figure 5-2: Root Cause menu

The Root Cause menu allows you to open new Root Cause records, access
existing records, search Root Causes and the knowledge base, as well as
configure the module.

Administering Root Cause Analysis

This section describes how to administer Root Cause Analysis by adding,
editing, and deleting users and security profiles and by assigning certain
display options to the viewer. It includes the following sections.

m Accessing the Security Files on page 140

Managing User Information on page 143

Editing Profiles on page 39

Maintaining Inboxes on page 151

Managing the Root Cause Environment on page 143

Security Files

Root Cause Analysis contains built-in security. Through this security, you
can define the capabilities for individual users (operators). For example,
certain users may not have the rights to close RCAs, while others may.
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Users

Each person who logs into ServiceCenter is a user. Each user must have a
personal information record stored in the operator file. Information
associated with a user includes personal data such as name, address, phone
numbers, login name, and password for ServiceCenter. ServiceCenter
operator records also store capability words for a given user. Without an
operator record, a user cannot log onto ServiceCenter. For a complete list of
capability words, see the ServiceCenter System Administrator’s Guide.

Profiles

Users must have a Root Cause Analysis Profile in their operator record, or
use the default, to gain access to the Root Cause Analysis module. Profiles
reflect the records in the rcenv file where Root Cause Analysis rights and
privileges information is stored. For example, whether or not a user can close
RCA:s. Profiles also store information that may affect the way Root Cause
Analysis looks and behaves. For example, a profile can list a personal search
form for a specific user. For more information, see User Profiles on page 21.

Environment

Root Cause Analysis contains an environment record that defines options
that affect functionality of the Root Cause Analysis module for all Root Cause
Analysis users. Options stored in this record include Access rights.

Accessing the Security Files

To access security files from the Central Administration Utilities, see the
System Administrator’s Guide.

To access security files from the Root Cause Analysis menu:

1 From the ServiceCenter home menu, click Root Cause Analysis. The Root
Cause Analysis menu appears.

2 Click Security Files. Figure 5-3 on page 141 shows the Root Cause Analysis
Security Administration Utility appears.

3 Click Back to return to the Root Cause Analysis menu.
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Security Files tab

Security options are selected on the Security Files tab shown in Figure 5-3.

ServiceCenter - [Root Cause Analysis Security Administration Utility]

-Eile Edit Miew Format Options  List Opfion: Window  Help _|ﬁ||1|
sdBE ?eQle
<§ Back ﬁ Save p Undo o

Security Files |Envir0nment |

Users— | [Rootcause Profiles

Inboxes
| Add e | Search/tdd
o 7 earc|
- MLl Macro List

-
4 | »

Fieady | ingert | rc.front. zcreen. glre. admin] [P]

Figure 5-3: Security Administration Utility: Security Files tab

The Security Files tab allows:

m Managing User Information on page 143

m Setting Privileges and Views in the Root Cause Profile on page 148

m Maintaining Inboxes on page 151

m Accessing the Macro List Editor on page 151
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Environment tab

Figure 5-4 shows the Environment tab.

ServiceCenter - [Root Causze Analysis Security Administration Utility]
- File Edit “iew Fomat Options Lzt Optons  Window  Help

sm@a ?2eqle

E Save

(1;‘{ Back

p Undo

Security Files  Environment |

Root Cause Environment Profile

||7 Allow Access Without Dperator Record?

M Usze Operator Full Mame?

M Use Joumnalled Updates?

O Delay Azzigning Root Cause D7
W Track Operator Times?

4

—

Fieady

| ingert | rc.front. zcreen. glre. admin] [P]

Figure 5-4: Security Administration Utility: Environment tab

The following table describes the parameters on the Environment tab.

Parameter

Definition

Allow Access Without
Operator Record

Permits users without a Profile for Root Cause Analysis
to access the module using the DEFAULT profile. See
the System Administrator’s Guide for more information.

Use Operator Full Name?

System uses the name entered in the Full Name field of
the operator record when time stamping RCAs (on
open, update, and so on) instead of using the operator’s
login name.

Use Journalled Updates?

Makes any information entered in the
Action/Resolution tab a permanent part of the record
that cannot be deleted.

m Most to Least Recent: Lists updates to the record
chronologically beginning with the most recent.

m Least to Most Recent: Lists updates to the record
chronologically beginning with the least recent.
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Parameter Definition

Delay Assigning Root No reference number is assigned to a Root Cause until

Cause ID? after New is clicked in the initial Root Cause report
form.

Note: When this delay number is set to true, there isno
unique identifier to tie an attachment within the file.
Attachments cannot be saved when you open an
incident, but only when saving an update to the file
after the unique identifier has been assigned.

Track Operator Times?  Turns on some default clocks that track how long a
operator works on the record. SM and Incident
Management have a similar field.

Managing the Root Cause Environment

You can configure general Environment Profile settings for all users via the
Root Cause Environment tab. ServiceCenter is shipped with default
environment records that you can modify for your system.

To set up the Root Cause environment:

1 Select the Environment tab in the Root Cause Analysis Security
Administration Utility form. The Root Cause Environment Profile appears.

2 Select the parameters to apply to the Root Cause Analysis Environment. For
more information, see Environment tab on page 142.

3 Click Save or press F2 to save the changes. If you are modifying the default
environment record, you cannot add a new environment record. You will
return to the RCA Control Security Administration Utility form.

Managing User Information

You can add or edit a ServiceCenter user from the Central Administration
Utilities. Within these utilities, you can add or edit a user’s information,
including contacts, user profiles, and passwords. See the System
Administrator’s Guide for detailed information about user access and security
administration from the Central Administration Utilities.
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To add and edit a user within the Root Cause Analysis Security
Administration Utility form, see Adding a User on page 144 and Adding or
Editing Root Cause Analysis Profiles on page 146.

Adding a User
To add a user in Root Cause Analysis:
1 From in the ServiceCenter home menu, click Root Cause Analysis.

2 Click Security Files in the Root Cause Analysis menu. The Root Cause
Analysis Security Administration utility appears.

3 Click Add in the Users structure of the Root Cause Security Administration
+ o .
Utility form. A dialog box prompts you to enter the name of the user you
want to add.

4 Type the name of the new Root Cause user. For example, you can add a user
named Joe.User.

5 Click OK or press Enter.

6 A dialog box displays a prompt to clone another user. Click Yes to clone
another user.

7 Do one of the following:

m Select an existing operator record to copy and modify. Either click the
drop-down arrow to display a QBE list of existing user records or type the
name of the user you want to copy. As you type the first few letters, the
name is placed in the field. For this example, type B and BOB.HELPDESK fills
the field.

m Select a blank record.
8 Click OK.
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The new operator record displays a new operator’s name in the Login Name

text box.
a ServiceCenter - [New Operator] [_ (O] x|
@ File Edit “iew Fomat Options List Options  Window  Help _|ﬁ||1|
YmE 2oal 9 | =
3 Cancel s Add 0 views . Find 4 Fil -
Operator Record =
General | Security | Login/Contact Profiles | Startup | Motification | Security Groups | Billing Information |
Login M ame: Joe. U zer Full Mame: [El}
Language: English =l Default Compaty: FRGM =&
Time Zane: [El} User Rale: HELFDESK TECH LEXE]£]
Farmat: =l Service Profile: HELFDESK TECH  E]£]
Incident Profile: HELFDESK TECH  E]£]
Database: 00:00:10 Root Cause Prafile: TECH [EIF]
Aszet Mamt: 00:00:10 Irventary Prafile: INITIATOR [EIF]
Change Mamt: 00:00:10 Contract Prafile: DEFALLT [EIF]
Change Prafiles: INITIATOR EEE
T
Request Prafiles: REQUESTOR EEE
Bl |
«| | ol
Fieady Fesponge 0,251 draw 0.280 | ingert | operator.gloperator. view] [UP]

Figure 5-5: Operator Record

9 Modify the operator record as needed. Refer to the System Administrator’s
Guide for instructions on creating new operator records.

10 Specify a Resource Type on the Login/Contact Profiles tab.
11 Click Add to save the new operator record.

12 A dialog box displays a prompt that asks if the new user already has a contact
record.

a Click No.

b Enter the user’s contact name by typing it in, or by selecting it from the
drop-down list.

¢ Click OK.
d Modify the contact information as needed.

e Click Add to save the contact record.
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13 Click OK to return to the Root Cause Analysis Security Administration
Utility menu. The status bar displays this message: The New User Process is
finished.

Based on the user role selected when the operator record was added, the Root
Cause profile application access rights and privileges are already assigned.
Editing User Records

Controls in the Security Administration Utility allow you to edit a user’s
Root Cause Analysis Profile records and operator record.

Note: For more information, see Adding a User on page 144.

To edit existing user records:
1 Click Root Cause Analysis in the ServiceCenter home menu.

2 Click Security Files in the Root Cause Analysis menu. The Root Cause
Analysis Security Administration utility will display.

i1 3 ClickEditin the Users structure. A dialog box displays a prompt to select an
operator record for editing.

2

4 Select an operator from the drop-down list. The CAU.operator form displays,
providing access to editing the operator’s record, application profiles, and
assignment/message groups.

5 Make any necessary changes to the various records, then click Save or OK.

Adding or Editing Root Cause Analysis Profiles

If you want to change the profile settings, you can either add a new profile or
edit the existing profile.

Button Definition

Add Creates anew record in the rcenv file for the user. For more information,
see Adding a Profile on page 32.

Edit Edits the existing Root Cause Profile. For more information, see Editing
Profiles on page 39.

If the application profile settings need to be different, you can add a new
profile or edit the existing profile.

To add a profile:

1 From the ServiceCenter home menu, click Root Cause Analysis. The Root
Cause Analysis menu appears.
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2 Click Security Files.

3 Click Search/Add in the Rootcause Profiles structure. The Root Cause
Security Profile appears.

4 Enter the name of the Root Cause profile you want to add.
5 Select the appropriate parameters for the user.
= 6 Click Add to save the Profile record.
To add a new profile using an existing profile:

1 Check the User Role in the Operator record to make sure the appropriate
profile settings apply, which are based on the User Role selected.

Note: If you select a different User Role, click Fill in the User Role field, so
that the applicable profile access privileges and views are reset
appropriately for each module.

2 Click Find to the right of the Root Cause Profile field. The Root Cause
Security Profile form displays.

3 Modify the privileges as necessary.
4 Enter a new name in the Profile Name field.

5 Click Add.

Note: Clicking Add keeps the original profile you modified and adds the new
profile as long as you entered a new name in the Profile Name field.
Clicking Save would overwrite the original profile with the changes to
the privileges and a new profile name.

To edit a profile:

1 Check the User Role in the Operator record to make sure the appropriate
profile settings apply, which are based on the User Role selected.

Note: If you select a different User Role, click Fill in the User Role field, so
that the applicable Service profile access privileges and views are reset
appropriately for each module.

2 Click Find to the right of the Root Cause Profile field. The Root Cause
Security Profile form displays.

3 Modify the privileges as necessary.
4 Click Save.
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Setting Privileges and Views in the Root Cause Profile

The Root Cause Analysis profile form is used to define Profiles for users who
plan to access Root Cause Analysis. For an out-of-box defined solution, select
the appropriate User Role for your new operator. (See the System
Administrator’s Guide for information on User Roles.) The selected User Role
in an operator record plays an important part in deciding what application
profiles are going to be assigned to the user. The Root Cause profiles
supplement and further restrict any rights defined in a user’s operator
record, and allow you to control access to Root Cause Analysis.

Root Cause Analysis Privileges and Views

Privileges and views define the user’s access privileges and views within the
Root Cause Analysis module. Figure 5-6 shows the Root Cause Security
Profile form. By default, no options are selected.

ServiceCenter - [User Rooltcause Profile] [_ (O] %]
- File Edit “iew Fomat Options List Optione  Window  Help _|ﬁ||1|
sdBE ?eQle

= Back o Add S0 Search . Find 4 Fil D‘

Root Cause Security Profile Profile Name |

Frivileges and Yiews |

™ Browse Initial Inbox |

™ Open Initial Format |

™ Update E dit Format |

™ Cloze Search Format |

™ Reopen List Farmat |

™ Find Manage Format |

™ Fil Print Format |

- F'.nnt Open Script |

I Views Fiesolution Script |

™ Count

[T Advanced Seach

™ Usze Operator Full Mame ™ Mew Thead: Inbax -> Search
™ Can Create Personal Inboxes [T Mew Thiead: Search -» List
™ Can Create Global Inboxes [T Mew Thiead: List > Edit
™ Lock on Dizplay ™ Mew Thread: Inbax -> Edit

[ allaw Inefficient Query
™ Skip Query WWarming

Fieady | inzert | rc.profile. glprofile. search] [P]

Figure 5-6: Root Cause Security Profile: Privileges and Views tab

148 b Chapter 5—Root Cause Analysis



Application Administration Guide

The following table describes fields on the Privileges and Views tab.

Field Description

Browse Allows the user or group to view existing RCAs.

Open Allows the user or group to add new RCAs.

Update Allows the user or group to change existing RCAs.

Close Allows the user or group to terminate existing RCAs.

Reopen Allows the user or group to reactivate a closed ticket.

Find Provides access to ServiceCenter’s Find function in Root
Cause Analysis.

Fill Provides access to ServiceCenter’s Fill function in Root Cause
Analysis.

Print User or group has print capabilities in ServiceCenter.

Views Provides access to alternate forms when viewing a call report.

Count User or group can count the number of tickets in a QBE list
by pressing Count.

Advanced Search Provides access to ServiceCenter’s advanced search
capabilities to query for information.

Use Operator Full ~ Tells the system to use the name from the Full Name field of
Name the operator record when time stamping RCAs (on open,
update, and so on) instead of using an operator’s login name.

Can CreatePersonal Allows the user or group to create personal inboxes for their
Inboxes own use. Creating inboxes is discussed in Chapter 2 of the
ServiceCenter User’s Quick Start Guide.

Can Create Global  Allows the user or group to create global inboxes for all Root

Inboxes Cause Analysis users. Creating inboxes is discussed in the
User’s Guide.
Lock on Display Locks the call record a user has accessed.

Allow Inefficient Allows the user or group to enter partially-keyed queries, that

Query is, queries without a complete set of information to do a
search. This setting supersedes the setting in the Root Cause
Management Environment Record. This setting is
overridden when Skip Query Warning set to true.

Skip Query Turns off the warning message normally sent when a
Warning partially-keyed query is entered. Setting to true (checked)
overrides the option set in Allow Inefficient Query.
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Field

Description

Initial Inbox

Defines the default inbox for the user or group in Root Cause
Analysis.

Initial Format

Form displayed to the user or group when opening a call
report. The default is rootcause.

Edit Format

Form displayed to the user or group when editing an existing
root cause report.

Search Format

QBE form displayed to the user or group when searching for
existing RCAs. The default is rootcause.qbe.

List Format

Form used to display a record list.

Manage Format

Form displayed when the user or group clicks Call Queue.
The default is sc.manage.call.

Print Format

Form used by the system for printing call reports for the user
of group.

Open Script

Script that runs when opening a root cause.

Resolution Script

Causes Root Cause Analysis to use the script named in the
adjacent field to automatically update the Root Cause
summary record when an Root Cause ticket is inactivated.

New Thread: Inbox
> Search

Keeps the inbox displayed after a search is run from that
inbox.

Note: Threading allows the previous window to remain
displayed when a new record is accessed. For example,
when a record is accessed from a QBE list, the QBE list
remains displayed and the record appears in a new
window.

New Thread: Search
> List

Keeps the search form open after a QBE list is opened.

New Thread: List
> Edit

Keeps a QBE list form displayed when a record is accessed.

New Thread: Inbox
> Edit

Keeps an inbox displayed after a record is accessed.
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You may add, edit, and delete inboxes from the Root Cause Analysis Security
Administration Utility. These are the same inboxes used by Incident
Management and other ServiceCenter modules. The procedures for
maintaining them are identical. For more information, see the ServiceCenter
User’s Guide. Figure 5-7 shows the Basic tab.

a ServiceCenter - [Search Inbox Records] [_[O] =]

@ File Edit “iew Fomat Options List Optons  Window  Help = |ﬁ'|1|
$BEl 28 8 =
= Back s Add S0 Search . Find 4 Fil -
Inbox Maintenance
Basic | Advanced Options | Sub Inbox Infa | Infarmation |
This iz an inbox against this file: || ﬂ|
Full Inbax Mame: |
Parent Inbax: | RalEIEE|
Short Inbox Mame: |
Inbax iz awned by: | =l
Available to these Groups: | =l
| =
| =
Results sarted by: | =l
| =
| =l
4] | ¥
Fieady Fesponge 0120 draw 0110 | ingert | apm.inbox. edit. glinbox. zearch] [UF]

Figure 5-7: Inbox Maintenance: Basic tab

Accessing the Macro List Editor

You can access ServiceCenter’s Macro Editor from the Root Cause Analysis
Security Administration Utility. Click Macro List to display the Macro List
form. This is the access point for the Macro Editor. For instructions about

this procedure, refer to the System Administrator’s Guide.

To open the Macro List:
ML | » Click Macro List in the Security Administration Utility form.
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Figure 5-8 shows the Macro List form.
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133 acmg Request Pending &ppraval Start startclock
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Figure 5-8: Macro List form

For more information, see the ServiceCenter System Tailoring Guides.

Accessing the Knowledge Base

ServiceCenter allows you to make plain language queries for information (for
example, information about an incident ticket or a question about
equipment) using a Knowledge Base form. For example, a query can yield a

list of incident tickets.
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To access the Knowledge Base:
» Click Search Knowledge Base in the Root Cause Analysis menu.

Figure 5-9 shows the Knowledge Base search form. To access the knowledge
base, select Root Cause Database from the Select a Knowledge area to begin
search drop-down list.

a ServiceCenter - [Knowledge Base] [_ (O]
@Eile Edit Miew Fommat Optons  List Options Window  Help _|ﬁ||
BB ? 84 Ol =

% Back \'\,‘:"' Search ‘%\\'\ Clear

Find Solution - Knowledge Base

Select a Knowledge Area to begin search: ||Global Krnowledge
Fiestrict Search to 'Which Field in IR key [blank=all fields]: |

KIEY

what would you like to know?

Dizcaovery Option:
W Shallow ) Camplete Match w Ry
(8 Deep >
Category: | [El} Device: | [El}
Subcategany: | [El} Company: | [El}
Product Type: | [El} Locatian: | [El}
Problem Type: | [El}
Fieady Fesponge 0150 draw 0.20 | inzert | sc.knowledge. prompt.core.g [L

Figure 5-9: Knowledge Base Search form

For more information, see the ServiceCenter User’s Guide.
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CHAPTER

6 Scheduled Maintenance

Scheduled Maintenance is a ServiceCenter module that enables you to
establish a formal scheduled maintenance system to reduce unplanned
outages and system failures by servicing systems before they fail rather than
afterwards.

Scheduled Maintenancehelps you administer, configure, and customize
Scheduled Maintenance. You should have an understanding of the
ServiceCenter expression syntax and Database Manager to administer
Scheduled Maintenance.

Read this chapter for information about:

Scheduled Maintenance Overview on page 156

Creating a Scheduled Maintenance Task on page 156
Automated Task Generation on page 157

Scheduled Maintenance in Inventory Management on page 159
Adding Data Using Expressions on page 164

Scheduled Maintenance Overhead on page 165

Calling a Format Control Record on page 166

Scheduled Maintenance Workflow on page 167
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Scheduled Maintenance Overview

Scheduled Maintenance makes it easy for you to define and store as many
maintenance tasks as you need for your organization. Scheduled
Maintenance includes these features:

Enables you to defining and schedule recurring maintenance tasks,
including incident tickets, change requests and Request Management
quotes, using closed loop integration with ServiceCenter.

Keeps all scheduled maintenance tasks in a central repository to ensure
that important maintenance occurs on time. The stored maintenance
tasks will automatically generate incident tickets, change requests, or
Request Management quotes as they become due.

Automatically notifies staff of all maintenance items as they become due
using ServiceCenter.

Creates and updates Scheduled Maintenance tasks even if you are
unfamiliar with ServiceCenter. Scheduled Maintenance has an easy-to-use
point and click task creation system. This enables users who are familiar
with maintenance requirements to enter tasks, even if they are unfamiliar
with ServiceCenter customization.

Makes audit information available as necessary. The maintenance history
and the auditing information for each task will be available if and when it
is required.

Creates sophisticated and detailed maintenance tasks.
Maintains existing ServiceCenter customization and tailoring.

Tracks scheduled maintenance tasks.

Scheduled Maintenance runs within the ServiceCenter system. It installs
without requiring an upgrade, and has no impact on future ServiceCenter
upgrades. It integrates into a pre-existing ServiceCenter installation, while
maintaining all tailoring and customization.

Creating a Scheduled Maintenance Task

To create a Scheduled Maintenance task, follow these general steps:

1 Name and describe the task.
2 Define the task schedule.
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3 Describe the effect of the task.

4 Optionally, you can create expressions to enter additional information into
the incident ticket, change request, or Request Management quote.

5 Optionally, you can call a special Format Control Record to run in addition
to the regular records that ServiceCenter runs automatically.

6 Save the task.
7 Verify that the task works correctly.

When the scheduled time occurs, Scheduled Maintenance automatically
generates the appropriate incident tickets, change requests, or Request
Management quotes. For more information and examples, see the
ServiceCenter User’s Guide.

Automated Task Generation

There are two ways that Scheduled Maintenance automatically generates
tasks.

m Create the scheduled maintenance task from an existing incident ticket,
change request, or Request Management quote. From the Options menu,
select Generate Maintenance. The existing ticket becomes the basis for the
scheduled maintenance task. For more information, see Generating Tasks
From an Existing Ticket on page 157.

m Create the scheduled maintenance task from a default incident, change, or
request template specified in Administrative Options for a device in
Inventory Management. For more information, see Generating Tasks from
Scheduled Maintenance on page 161

Generating Tasks From an Existing Ticket

Generating scheduled maintenance tasks can be tedious, especially if you
must generate a large number of tasks to do approximately the same thing.
For example, you might want to generate 10 scheduled maintenance tasks to
back up 10 servers. The tasks are very similar in nature because the company
uses a standard template for all server backups.

Scheduled Maintenance allows you to access Incident Management, Change
Management, or Request Management, find a ticket, and generate a
scheduled maintenance task. For example, you can create a default Change
Management template for server backups. Instead of generating
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10 scheduled maintenance tasks manually that are variations on the default
template, you can access the template from Change Management and select
Generate Maintenance 10 times. You must still specify a recurrence schedule
for each task, but many of the details on the Change Request are already
specified.

Migrated fields

All fields in the template do not migrate to the maintenance task and
subsequently to the generated incident, change, or request.

Incidents Changes Requests

B category”* m description m description

m brief.description m category m category

B assignment m Jogical.name** B requestor.name
m Jogical.name** m coordinator m assigned.to

m ticket.owner m work.manager m coordinator

W priority.code m assigned.to m priority

m problem.status m priority m action

* May be overridden if the device has a default problem management
category.

** Overridden with the device name of the selected item within the Inventory
module when you choose this option.

To generate a maintenance task from existing tickets:

1 From the ServiceCenter home menu, click Incident Management, Change
Management, or Request Management.

2 To view an existing queue, click Incident Queue, Change Queue, or Quote
Queue. Do one of the following:

m Specify a ticket number. Click Search to view the ticket record.

m Click Search to display all tickets in the queue. Double-click the selected
ticket to view the ticket record.

3 To search for a ticket, click Search IM Tickets, Search Changes, or Search
Quotes. Do one of the following:

m Specify a ticket number. Click Search to view the ticket record.

m Click Search to display all tickets in the queue. Double-click the selected
ticket to view the ticket record.
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4 From the Options menu, choose General Maintenance. Click the Schedule
tab. The default schedule for a generated maintenance task is Regularly:
Every 100:00:00, beginning at the current date and time. You can change this
value to the recurrence model you want.

If this task is referenced in the Scheduled Maintenance Administrative
Options, or the named template does not exist, the system creates a skeletal
scheduled maintenance task. Skeletal maintenance tasks have an inactive
state by default. Check the Active box to run the task.

Scheduled Maintenance in Inventory Management

Scheduled Maintenance is integrated with the ServiceCenter Inventory
Management module.

To access Scheduled Maintenance commands:
1 From the ServiceCenter home menu, click Inventory Management.
2 From the Assets tab, click Assets.
3 Do one of the following:

m Type the Asset ID and click Search.

m Click Search to view all assets, double-click the selected asset.

4 From the Options menu, choose Scheduled Maintenance, and click one of
the following commands:

m Maintenance Tasks
m Maintenance History
m Generate Recurring
= Incidents
= Changes

= Requests

Maintenance Tasks

Choose this command to show any maintenance tasks that are bound to a
specified device. A task that references a range of devices, such as every server
in Topeka, will not appear.
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Maintenance History

Choose this command to list how many incidents, changes, or requests are
generated when a maintenance task runs. From this list, you can view the
individual problem tickets, change requests and Request Management
quotes in detail. Maintenance tasks that create one incident, change, or
request show one entry. Maintenance tasks that create a collection of
incidents, changes, or requests for every record in inventory matching certain
parameters can generate different information each time the task runs.

For example, on May 1, there might be two servers in Topeka, but by June 1,
there might be a third server installed. Therefore, a task that generates a
change for every server in Topeka would generate two changes in May and
three changes in June.

Generate Recurring > Incidents,

Choose this command to generate a scheduled maintenance task for the
current device, which creates an incident ticket. This scheduled maintenance
task is based on a template incident ticket and other information from
Inventory Management.

Generate Recurring > Changes

Choose this command to generate a scheduled maintenance task for the
current device, which creates a change request. This scheduled maintenance
task is based on a template change request and other information from
Inventory Management.

Generate Recurring > Requests

Choose this command to generate a scheduled maintenance task for the
current device, which creates a Request Management quote. This scheduled
maintenance task is based on a template Request Management quote and
other information from Inventory Management.

Ticket Limitations

The Scheduled Maintenance Advanced Query has a built in anti-spam
feature. By default, the system will only generate 50 tickets, regardless of how
many records the advanced query returns. This is to prevent, for example, an
errant user from creating a Scheduled Maintenance task that would open a
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ticket for every device in inventory. However, if you want to be able to
generate a larger number of tickets, you can increase that number. This
threshold is user definable under the administrative options section of the
Scheduled Maintenance menu.

Generating Tasks from Scheduled Maintenance

This feature generates maintenance tasks for a specific device. Maintenance
tasks are relatively complex because they ultimately create incidents, changes,
or requests. The type of incident, change, or request a scheduled
maintenance task generates depends on a template ticket.

To access a template ticket:
1 From the ServiceCenter home menu, click Scheduled Maintenance.

2 From the Scheduled Maintenance menu, click Administrative Options. The
Scheduled Maintenance Administrative Options form appears with a list of
default templates.

Using a Template

ServiceCenter follows this series of steps when it applies a default template to
a new scheduled maintenance task.

m A user selects Generate Recurring Incidents, Changes, or Requests. See
Scheduled Maintenance in Inventory Management on page 159.

m In this example, ServiceCenter determines that the default incident
template is IM1001. See Template Administration on page 162.

m ServiceCenter creates a scheduled maintenance task. When the task runs,
it creates a new incident ticket that looks like IM1001.

m ServiceCenter enables a user to modify this maintenance task.
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The new ticket is not entirely template based. The default template for
IM1001 may reference another piece of hardware. ServiceCenter uses the
values in IM1001 and modifies them. ServiceCenter overrides the category of
IM1001 with the default problem management category for the device as it
appears in its inventory record. ServiceCenter overrides the device referenced
by IM1001 references with the new device.

Template Administration
You have the ability to identify templates for new scheduled maintenance
tasks, or to change the maximum number of tickets.

To select templates for use in task generation:

1 Open the Scheduled Maintenance menu and select Administrative Options.
Figure 6-1 shows the Edit Record dialog box.

a Edit Record M= 3
BB ?Te Q9

g/ OK x Cancel {{ Previous )} et m Save .
Scheduled Maintenance Administrative Options

Max Generation Count: 50

Default Incident Template: IM1001

Default Change Template: [z

Default Request Template: [21001
1 | B
Ready Response 0.170 draw 0.50 | insert | patcortadmin(us.fill. display) [UR]

Figure 6-1: The Edit Record dialog box

2 You can specify a ticket number for each of the following:
m Default incident template
m Default change template
m Default request template
The default incident, change and request templates listed here refer to
existing incident, change, or request tickets. Choosing this option generates

a scheduled maintenance task that will subsequently create an incident,
change, or request based on the appropriate template ticket.
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To define the maximum number of queries to be returned:

1 Open the Scheduled Maintenance menu and select Administrative Options.
The Edit Record dialog box appears, as shown in Figure 6-1 on page 162.

2 Change the Max Generation Count field to a new value. Click OK to return
to the Scheduled Maintenance Menu tab.

Click Scheduled Maintenance.
4 Do one of the following:
m Type the name of the scheduled task in the Name text box and click Find.

m Click Search to display a list of all scheduled tasks. Double-click the
selected task. In this example, choose Shutdown Zombie Jobs.

5 Stop and restart the scheduler that executes Scheduled Maintenance tasks.

a ServiceCenter - [Database: 42] [_ (O] %]
@Eile Edit Wiew Format Options  List Options  Window  Help _|ﬁ||1|

sBE ?08Q 9
W0k 3 Cancel €€ Previous 3P New  offsdd [JSave [ Delste 00 Find 3 Fil ©
Scheduled Maintenance Tasks

IC: 42 Active? [ DemandBased? [T Mest Scheduled at [0/28/03 163047 [El}
M ame: [Shutdaen Zombie Jobs

Drescription |Schedule |Effect Detailz |Parts&Labor |Hist0r_l,l |Attachments |

Open Incident Tickets of Category: |netw0rk =l
Aszign Ta: [L&H SUPPORT =l
Set Status Ta: [Dpen =l
“With Ticket Owner of: [FOE HELFDESE. =l
“with Priority Code of: [4 - Pricrity Four =l
“with a Campany of: [&CME [El}
Wwork on This Device: [F-000001 [El}

Use These Expressions to Fill the Task; the problem ticket or change request or quote in question will be $L.file

Example: priority.code in $L.file="1"

|subcategory in $L.file="applications"

||pri0rity.code in $L.file="4")

Call out to this format control recaord to finish filling the recaord; fo add routines will rn [El}

Fieady Fesponge 0120 draw 0.230 | ingert | patcotask(task. view] [UP]

Figure 6-2: Scheduled Maintenance Tasks: Details tab

If you do not stop and restart the scheduler, the system does not recognize
that this value has changed.
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H W N =

1

The ServiceCenter User’s Guide describes how to populate fields on an
incident ticket, change request, or Request Management quote. In addition
to those fields, you can use expression syntax to auto-fill additional fields in
the incident ticket, change request, or Request Management quote.

Expressions run after the simple information is filled in the incident ticket,
change request, or Request Management quote. You can use expressions to
override the category, assignee, or another field.

To fill fields using expression syntax:

Complete step 1 through step 4 on page 163.

Click the Details tab.

Figure 6-2 on page 163 shows the Advanced section on the Details tab.

Type the expressions that set selected fields to new values. The incident ticket,
change request, or Request Management quote are called $L.file in these
expressions. For example, to set the subcategory and priority code on
incident tickets, add these two lines of expression code.

subcategory in $L.file="application"
priority.code in $L file="4"

where application is the name of the subcategory and 4 is the priority code.
Figure 6-3 shows how these expressions appear on the Details tab.

Use These Expressions to Fill the Task; the problem ticket or change request or quote in question will be 5L file
Example: priority. code in $L.file="1"

[subcategory in L file="applications"

[priority. code in Lfile="4"

Call out to this farmat control record to finish filling the record; fo add routines will run

Figure 6-3: Using Expressions

Click Save.
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Scheduled Maintenance relies on the Incident background scheduler to call
into the Scheduled Maintenance code at regularly scheduled intervals. If the
Incident scheduler is not running, no Scheduled Maintenance tasks run.
When a Scheduled Maintenance task runs, it increases the load on the
Incident scheduler by a marginal amount.

Scheduled Maintenance does not put a large load on your system unless you
are using the Scheduled Maintenance system to generate extraordinarily
large numbers of incident tickets, change requests, or Request Management
quotes. The impact of Scheduled Maintenance on your system if it creates
twenty tasks a day is approximately identical to the impact of one user
opening twenty tasks a day.

If you set up a Scheduled Maintenance task to create 20,000 Incident tickets
at 2:00 AM on January 1st, your system would slow down somewhat.
Scheduled Maintenance will create all 20,000 tickets consecutively, much the
same as one user opening 20,000 incident tickets consecutively. The
increased load may be noticeable but it will not be crippling.

Load Balancing

You should not notice any change in your system load when you use
Scheduled Maintenance. However, if you have unusually large numbers of
task opening every day, such as 1000 each day, or over 100 in a 10-minute
period, consider creating a private scheduler that runs only Scheduled
Maintenance tasks. When you create this scheduler and have it up and
running, change the class on the Scheduled Maintenance Hook schedule
record to match your new scheduler. You can also change the repeat interval
on the inhook schedule record to meet your site's needs.

To access the Scheduled Maintenance Hook schedule record:

-

From the ServiceCenter home menu, click the Toolkit tab.

N

Click Database Manager.

w

Type schedule.looksee in the Form field. Type schedule in the File field.
Click Search.

The blank Schedule File form appears. Click Search for a list of all records.

n

5 Locate and select Scheduled Maintenance Hook to populate the form fields.
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The minimum effective repeat interval is one minute because the system
checks for tasks every minute. With adjustment, you can reduce this to about
10 seconds. You cannot reduce the interval to less than 10 seconds because of
the internal structure of the ServiceCenter scheduling system.

Calling a Format Control Record

Scheduled Maintenance includes a hook to allow you to execute a particular
Format Control record before it hands over control to the main
ServiceCenter code.

The normal Format Control record specified inside of an incident ticket,
change request, or Request Management quote always runs. However, you
can add an additional Format Control record. If you leave the Format
Control field blank, your normal Format Control record runs. If you specify
a Format Control record, all of your normal Format Control still runs, but
this named Format Control record runs first. Figure 6-4 shows the Format
Control text box on the Details tab.

Use These Expressions to Fill the Task; the problem ticket or change request or quote in question will be 5L file

Example: priority. code in $L.file="1"

[subcategory in L file="applications"

[priority. code in Lfile="4"

Call out to this farmat control record to finish filling the record; fo add routines will run

Figure 6-4: Using Expressions

This mechanism is a hook that enables you to manage Format Control,
calculations (although task expressions can accomplish many of the same
tasks more simply), validations, or calls to subroutines. All of this happens
before the record is passed into the regular ServiceCenter incident, change or
request code.

To specify an extra Format Control record:
1 Complete step 1 through step 4 on page 163.
2 Click the Details tab.
3 Figure 6-4 shows the Advanced section on the Details tab.
4 Type the name of a Format Control record in the text box.
5 Click Save.
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The Add processes on this extra Format Control record will execute after the
expressions are parsed, but before the regular incident ticket, change request,
or Request Management quote management code.

Scheduled Maintenance Workflow
Figure 6-5 shows how information flows through Scheduled Maintenance.

Existing ServiceCenter Code Scheduled Maintenance Module

Scheduled
Maintenance Module
checks for any
maintenance tasks that
need to be scheduled

ServiceCenter
Scheduler calls
Scheduled
Maintenance Module

ServiceCenter

=\ Scheduler continues

Incident, Change,
or Request?

Are there any?

Create an Incident

Ticket and fill it in )
(4 Calls Into— . ¢——Incident
. according to Task

Your existing Incident Management
Module fills in fields, validates the
record, and saves it with all your

customizations and rules followed.

Change

Description

Your existing Change Management
Module fills in fields, validates the
— .o (4 Calls Into—
record, and saves it with all your

customizations and rules followed.

Create a Change
Request and fill it in
according to Task
Description

|
|
|
|
: Request
|
|
|
|

Your existing Request
Management Module fills in fields, Create a Quote and fill
—— validates the record, and saves it [«Calls Into— it in according to Task |«
with all your customizations and | Description

rules followed. :

Figure 6-5: Scheduled Maintenance workflow
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7 Inventory Management

CHAPTER

This chapter describes the administration of ServiceCenter’s Inventory
Management Module (ICM) helps you track organizational assets by
creating asset inventory records. Other ServiceCenter modules can access the
inventory records in ICM. For example, if you create an incident ticket,
Incident Management can access the component information from the
inventory database. Incident Management can insert this information in the
new ticket. You can also create inventory records with ICM.

Through network discovery tools, inventory records can be added
automatically and updated by network agents feeding device configuration
information into Inventory Management. For more information about
associated user tasks, see the ServiceCenter User’s Guide.

Read this chapter for information about:

The ICM Repository on page 170

Creating Subtables from an Array of Structures on page 175
Accessing Inventory Management on page 176

Organizing Inventory Records on page 178

Administering Inventory Management on page 180

Inventory Records on page 205
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The ICM Repository

ICM provides a data repository that describes the physical and logical
network and any other assets you want to track in this way, such as furniture
and fixtures. Other ServiceCenter modules such as Incident Management
and Change Management use this data.

Although you may be constantly accessing ICM records, you will not
necessarily be running ICM. Other ServiceCenter modules retrieve
information from the ICM repository. Other ServiceCenter module records
display only the relevant information. You can view a complete inventory
record using the Find function from a field that is related to the inventory
record.

The ICM modules share a set of inventory files that describe the common

attributes of all devices, the specialized attributes of different device types,
and the relationships between them.

Primary and Attribute Files

The primary files are:
File Name Contents
device Contains records for each device or facility in the network and

serves as the device file for all network entities.

devtype Creates the different device types and controls the relationships
between the different files that make up the network, how they are
displayed, and any script called when adding the device to the
database.

A separate set of database descriptors defines all common and specific
attributes that appear when you select a device.
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Database Dictionaries

There are three database dictionaries (dbdicts) for each component with an
attribute file:

m device dbdict

m attribute

m joinfile

The logical.name field in both the attribute and device dbdicts create a
logical joinfile.

Device Files

The hardware and facilities in your network are devices that are described in
device files. Device files contain common information about each
component (hardware or software) in the system. There is a logical device
record for each component in the network. Each logical device record can be
retrieved from the device file. Depending on its type, the component may
also have a logical record in an attribute file. For example, every PC has a
logical device record in the pcdevice file, and also a logical attribute record
in the pc file.

Device file characteristics include:

= Only one device file.
m A logical record in the device file for every device in the ICM.
m The logical.name field is the unique identifier in the dbdict.

The device dbdict is the general database dictionary. It contains a
logical.name field that is the unique identifier for each device. Fields in the
device file, except for logical.name, are not repeated in the attribute files.
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Join Files

Most hardware or software device types have a set of descriptive attributes.
Different device types can share a common set of attributes. The descriptive
attributes are organized into logical attribute files, where each component
matching a device type has a logical record. For example, PCs have an
attribute file named pc. Not all device types have attribute files. Only
information specific to the named device type resides in this file. Only
information common to all network components resides in the device file.

Attribute file characteristics include:

m There is one attribute file for every device type.
m Attribute files have the same name as their device type.

m The logical.name field is the unique identifier in the dbdict for each of
these files.

Attribute File Examples

There are associated attribute files that describe the specific features of each
device type. Some of the files are:

m bridge m multiplexer
m circuit m path

m controller m peripheral
H Cpu m port

m fep m switch

m modem m workstation

When a user accesses component data, ICM creates a joinfile for that
component by extracting information from both the device and attribute
files. The joinfile is a virtual (logical) file, residing only in memory and not
written to the database. This file contains no records, but does have a dbdict.
This file joins the fields in the component’s device file record with the fields
in the component’s attribute file.
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As arule, the joinfile names have the prefix device. The name for this file is
a combination of the prefix device and its attribute file name
(device<attribute file>). For example, the virtual joinfile for a PC component
would be named devicepc. The form to display this joined data is named
device.<attribute>, for example, device.pc.

joinfile features include:

m A joinfile contains no records.

m A joinfile contains a combination of fields from the device file and related
attribute file.

m The name for the joinfile is a combination of the device file and its
attribute file name (device<attribute name>).

m The logical.name field is the unique identifier in the dbdict for each of
these files.

Remember that joinfiles never populated; they only serve to define the
extracted fields from the device file and the attribute files. Although
ServiceCenter displays the field information in record format, it is the virtual
joinfile that points to the original data.

When you make changes to the joinfile, ServiceCenter writes the changes to
the original data in the device and attribute files.
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Example

Figure 7-1 shows how this file system works for a user seeking inventory
information about a PC.

dbdicts devicepe
dbdict
device device.pc.¢
pc
devicepc joinfile
(not saved to the database)
select record update record
update record select record
logical logical
name field name field
device file pc (attribute file)

Figure 7-1: ICM Files

Hierarchy

ICM organizes components into an inventory hierarchy, according to their
function in the network.

Hierarchy Function

Parent The next component up the hierarchy from a selected component. A
parent component must have an identified child component. For
example, a server would be the parent of a PC.
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Hierarchy Function

Child The next component downward in the hierarchy. A child component
must have an identified parent component. For example, alocal printer
would be a child of a PC.

Container A device that contains other devices. A container can be thought of as
a structure of other devices. A container is neither parent nor child,
although it can contain one or more parents and/or children. For
example, a network segment is the container for the PCs on that
segment.

Forms
ICM uses three different types of forms.

m Device forms device and device.g are used for querying on fields common
to all device types. For example: a PC record may appear using device.g.

m Attribute forms (one form for each attribute file) displays detailed
attribute data and are the basis for creating each attribute file’s Database
Dictionary. For example: attribute file name = circuit, form name =
circuit.

m Join forms (one form for each joinfile) enables you to simultaneously
view, populate, and update fields in both device and attribute files.
Normal functions are available to add, delete, and update the records.
Special functions are available to access parents and children. For
example: joinfile name = devicecircuit, form name = device.circuit.

Creating Subtables from an Array of Structures

ServiceCenter enables a dbdict administrator to manage data more
effectively by creating subtables of unique and non-unique attributes within
an array of structures. You can use this feature to:

m Improve mapping to external SQL database tables.

m Implement a more cost-effective solution for managing attribute
information.

= Simplify queries.
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The dbdict administrator can identify two subtable names for each array of
structures in the dbdict. One table contains the names of unique attributes;
the second table names non-unique attributes. A pop-up utility dialog box

enables you to identify which attributes are unique.

The subtable feature helps you create queries that can return detailed
information. This type of available detail can improve business and
management decisions. You can create subtables for an array of structures in
any dbdict. ServiceCenter ships with subtables already created for all arrays

of structures in the inventory dbdicts.

For more information, see ServiceCenter System Tailoring, Volume 2.

Accessing Inventory Management

You can access Inventory Management from the ServiceCenter home menu.

To access Inventory Management:

1 From the ServiceCenter home menu, click Inventory Management.

Figure 7-2 shows the Inventory Management menu.

(@ ServiceCenter M= E3
File Edit “iew Fomat Cotons ListOption:  Window  Help
v i 2 @ o9 »libdc = -l
<= Back
ServiceCenter” ¢ ® = m
Assete | Caontracts | Administration |
e Assets Installed Software
ol Add or edit your assets. View Ea “iew or modify informatian for
connectivity information. software installations. |
. AssetQueue SLA Information
Use pre-defined inboxes to s “iew ot modify serice level
yuickly find your warkload. agreement information
ey Environment
’\'): Diefine high-level Asset
Management behavior.
[ | 2z

Figure 7-2: Inventory Management menu

176 »>Chapter 7—Inventory Management



Application Administration Guide

Assets Tab

The Assets tab, shown in Figure 7-2 enables you to manage assets and view
and edit software installations and SLM (Service Level Management)
information.

Contracts Tab

The Contracts tab enables you to manage the contract queue, terms and
conditions, payments, and asset allocations. Figure 7-3 shows the Contracts
tab.

(@ ServiceCenter H=
File Edit “iew Fomat Oghors Lt Dptons Window Help

2 g O » [dbdict -

<%, Back

ServiceCenter” & ® =

Assets  Contracts |Admm|siralmn |

Contracts Payments
é} Add or edit your contracts. L}’ Add or edit your contract
payments.
. Contract Queue . Payment Queue
r Use pre-defined inboxes to r Use pre-defined inboxes to
yuickly find your warkload. guickly find your workload
Contract Templates Terms and Conditions
&j Add or edit contract templates g= Add or edit standard contract
terms and conditions.
e Environment  Asset Allocation
’ﬁ';f Define high-level Contract *J Add assets to contracts.
Management behavior. Iaintain asset allocations.
1 | a7

Figure 7-3: Inventory Management menu: Contracts tab
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Administration Tab

The Administration tab enables you to add users to administer profiles,
device types, and software compliance data. Figure 7-4 shows the
Administration tab.

ServiceCenter

ile Edit “iew Format Options Lt Opione wWindow Help

[ O] ]

7

=, Back

82 Q9

» |dbdict vI

ServiceCenter’

Assets |Comract9 Administration ‘

5

Device Types

Define Asset Management
device types

Add New Device Types

Wyalk through wizard to add new
device types

Contract Categories

Wiew Contract Management
categories

[B:)
[B:)

e ® =

Asset Profiles

Add or edit Asset Management

security profiles

Contract Profiles
Add or edit Contract
Management security profiles

Software Counters
View results for software
compliance checks

| 3

Figure 7-4

Organizing Inventory Records

: Inventory Management menu: Administration tab

ServiceCenter uses parent/child relationships to organize inventory records.
These relationships depend on how the devices are related in a network.

Networks are based on a hierarchy. This hierarchal structure contains
parent-child relationships between devices. For example, Figure 7-5 on
page 179 shows a server as the parent of the PC attached to it.
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Parent
server

Child
PC

—

- —]=
-
—

Figure 7-5: Parent device with a child

A parent device can have multiple children. The children do not have to be
of the same device type. For example, Figure 7-6 shows a server with different
types of PCs attached to it, a Pentium and a Macintosh. The same server has
a network printer attached, which is another child with the same parent (the
server) as the PCs.

— hid

PC

|

= Parent = —T
I server
L]

&N  chid

printer
NI

=]

Q
2
a

Figure 7-6: Parent device with multiple children

A child device can also have children. The child becomes both a parent and a
child. For example, Figure 7-7 on page 180 shows a PC with a local printer
directly attached. The PC is a child of the server and the parent of the local
printer.
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—— Child
PC
1 Parent = —Tc"
I server
oy —_— —
Child —
printer ——
T ——————— —
I ———— Child =
S Mac
e —
I -
N — I T child
| - D= local printer
[ 1

Figure 7-7: Child device with a child

ServiceCenter uses parent/child relationships to structure inventory records.
Inventory records contain a field to list the parent device.

The inventory forms have choices in the Options menu to find parents and
children for a selected device. For more information, see Inventory Records on
page 205.

You can also have multiple parents for one device. Figure 7-8 shows how a
PC can connect to multiple servers.

— —

Parent Parent

server . server
Child

PC

- ==
-
=

Figure 7-8: Child with multiple parents

Administering Inventory Management

You can access Inventory Management and Configuration Management for
administrative purposes from the Service Management section of the
ServiceCenter home menu, or from the Central Administration

Utilities (CAU).
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The CAU enables you to access the operator’s record for user and contact
information, application profile privileges, and the Mandanten utility. You
can control and access several users or group access from within each module
or utility.

Inventory Management has sample data to use while learning the product.
Before putting ServiceCenter Inventory Management into your production
system, you must make modifications to match your system. Use this sample
data to test your modifications.

To administer users and security Profiles from the CAU, see the System
Administrator’s Guide.

ICM Environment

Inventory Management has an environment record to defines options that
affect functionality of the overall ICM environment for all users.
ServiceCenter ships with a default ICM environment record that you can
modify for your system.

To access the ICM Environment record:

1 From the ServiceCenter home menu, click Inventory Management to access
the Inventory Management menu.

2 From the Assets tab, click Environment. Figure 7-9 shows the Application
Environment record.

Edit Record [_ O] x|
i 7@ Q Al [ |
g/ Ok x Cancel H Save -

Asset Management Application Environment

||7 Allow Access Without Operator Environment Recod?
V' Skip Inefficient Duery Warning?
¥ Allow Inefficient Queries?

Feady Fesponse 0.60 draw 0.40  insert | environment.icm.gfus.fill display] [UP]

Figure 7-9: Asset Management Application Environment record
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3 Select the fields that you want to apply to your Inventory Management
system. Click Save or OK, or press F2, to save the changes.

Field Description

Allow Access Without Operator Permits users without an individual or Group

Environment Record? Profile for ICM to access the module using the
DEFAULT profile.

Skip Inefficient Query Warning? Disables the message warning users that a
non-keyed query will be slow. If you check this
option, it overrides the setting in the Allow
Inefficient Queries? option.

Allow Inefficient Queries? Enables the user to execute a non-keyed query. if
you check Skip Inefficient Query Warning?, it
overrides this option.

Profiles

Just as with the other ServiceCenter modules, you can set up user profiles for
ICM users. These profiles supplement and further restrict any rights defined
in an operator record. There are no default options selected. For more

information, see User Profiles on page 21 and Adding a New User on page 203.

Adding ICM Capability to the Operator Record

Before you can add an ICM profile, the user must have rights to ICM defined
in the ServiceCenter operator record. Three capability words control access

to ICM.

Capability Word Function

SysAdmin Access to all user and administrative functions in ICM,
as well as the rest of ServiceCenter.

ICMAdmin Access to all user and administrative functions in ICM.

Inventory management  Normal access to ICM user functions, as defined by the
ICM profile.
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The ICM profile adjusts ICM security access only for users with inventory
management capability. SysAdmin and ICMAdmin capabilities both grant
complete access to all ICM functionality. Read the following instructions to
learn how to modify an operator record of an existing user to provide
Inventory Management capability. For a complete list of capability words,
see the ServiceCenter System Administrator’s Guide.

Note: If the user does not have access to the ICM menu from the startup
screen, you must add the necessary controls using Forms Designer and
update the menu record.

To update an operator record:

1 Invoke the CAU using one of the following methods:

m Type cau at the Command Line prompt.

m From the ServiceCenter home menu, click the Utilities tab shown in
Figure 7-10.

Administration button  Command Line prompt

Administration SQL Utilities

l—l Comrnon system administration Maintain mapping to an external
functions. RDBMS.

~=  Maintenance
6 ,"" Commaon maintenance

functionality and logs

: Tools Knowledge Engineeting

b r’ Customization tools, utilities, Esxamine solution candidates,
reports and logs generate core knowledge

Development Auditing ScD

System auditing of developmant i SericeCenter Distributed
customization changes administration menu

1 I_>|j

Ready Response 0.70 draw 0,421 insert | menu.gui.home [UP]

Event Services

Define external events, interface
to external systems.

N =

5

Figure 7-10: ServiceCenter home menu: Utilities tab

2 Click Administration. Figure 7-11 on page 184 shows the Administration
menu.
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@ ServiceCenter [_[O] =]
File Edit “iew Fomat Ogtons Lt ptons Mindow Help
?8a 4
oy Back
. ® -
ServiceCenter » ® m|
=

Infarmatian ¢ Security # Insight | Motifications | Calendar | Purge Data | Knowlix Export Manager |

Infoermation Security

System Wide Company Record User Adrministration ‘

“ersion Inforrnation Operators ‘

System Bulletin Capability Words

Insight

Print Queue

Run Repaort |
Distribution |

Insight Setup Menu ‘

A | 'z

Figure 7-11: Information/Security/Insight tab

3 From the Information/Security/Insight menu tab, click User
Administration in the Security area.

The Central Administration Utilities menu shown in Figure 7-12 appears.
The tabs in the form shown represent the options available to the system
administrator to centrally manage user access and privileges, and conduct
searches on contacts and operators.

Central Administration Utilities

User and Contact Utilities | Incident | Senvice | Root Cause | Inventory | Contract | Change | Request | Mandanten

@) L,/

Wiew User Data. Search for Operators.

Search for Contact information,

+a:) &=
User Guick Add Utility. Search for User Inbox Listing

oy

Search for User Roles

Figure 7-12: Central Administration Utilities home menu
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4 Click View User Data.
5 Do one of the following.
m Select BOB.HELPDESK from the drop-down list.

m Type the ServiceCenter Login Name of the user whose operator record
you want to modify. For this example, type BOB.HELPDESK. Remember that
the user name is case-sensitive. Click OK.

Figure 7-13 shows the operator record for BOB.HELPDESK.

@ ServiceCenter [_[o]x]
File Edit Wiew Fomat Options ListOptiors Window Help
SE| 2829 =
VoK HKeancet [ save T oelte [ views 00 Find 4 Fil
OPERATOR RECORD
General ‘Asslgnmemt‘Message Groups |
Login Marne: BOB.HELPDESK Edit Op Info
Contact Mame: HELPDESK, BOB Edit Contact Email Addr.
\
Application Profiles
User Role: |[HELPDESK TEGH LEVEL 1 =]
Senice Prafile [HELPDESK TECH ~lalel
Incident Profile: [HELPDESK TECH =lEls
Root Cause Prafile: frECH R
Iventory Profile: [MmATOR =lEle|
Contract Profile: [DEFAULT AT =
Change Profiles: [HELPDESK ~Elel4  Add New Profile
[ =Bl
Regquest Profiles: [REQUESTOR ~Elel4  Add New Profile
[ EAIEETE
7| ] 7

Figure 7-13: BOB.HELPDESK operator record
6 Click Edit Op Info.

Important: If the operator record is based on a template, adding the
capability to the template will provide ICM capability to the user
and all others who share the template.
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7 Click the Startup tab. Figure 7-14 shows the Startup tab information and the
list of capabilities.

(@ ServiceCenter - [Dperator: BOB_ HELPDESK] [_ O] %]
@E\Ie Edit “Wiew Format Options  List Options Window  Help = ﬁlil
Y@ 2eq 9| =

w7 oK 3 Carcel e Add I save ﬁ Delete 0 views ~ Find + Fill
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General | Securily | Login/Contact Profiles  Startup ‘Nutmcahun | Seouity Groups | Biling Information |

R&D Name: Eanu manager Activate Command Line on Startup In|
Parameter Names | Parameter Values =
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shring USER

=
partial key FE[e] ] [Basic artial ke -|& - =
prablem managemer | E£] Interm ||:| ey _IJJ
weydoed  SIBIEI— [pdvar| [problemn managemer =B 2]
irvventory manageme ¥ B[ 2]
change request = |B[2] |quEr_|r|. stored LIEE
change task, =l8[#] = -
lirveentary manageme =B 2]
-]
[change request =B
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Ready 1t | operator.gloperator. view) [UP]

Figure 7-14: Operator Record: Startup tab

8 Scroll to a blank cell in the Execute Capabilities list.

9 Type ICMAdmin in the blank cell in the Execute Capabilities list. Remember
that capability words are case-sensitive.

10 Click Save. The status bar displays a message that the record was updated.
Now you can set the parameters of the user’s access.

Adding an ICM Profile

After you modify the operator record to grant ICM rights to a user, you must
add an ICM profile for that user.

ServiceCenter ships with a series of profiles, based on User Roles. The
DEFAULT profile sets the parameters for users who are not defined by any
other profile. Users can access ICM using only this profile if you selected the
Allows Access Without an Operator Environment Record option in the
Inventory Management Environment record. For more information, see
ICM Environment on page 181.
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To add and edit ICM profiles:

1 From the ServiceCenter home menu, click Inventory Management to access
the Inventory Management menu.

2 From the Administration tab, click Asset Profiles. Figure 7-15 shows an
inventory security profile form.

@ ServiceCenter =] B3

File Edt View Fomat Options Lis(pion: Window Help

$HE| 2 8 QB | »da -

< Back ol sdd SPosearch 0 Find 4 Fil

Inventory Security Profile Profile name [

Privileges and Yiews |

T Add
Update Initial Format: |
Delete
Print

Fill

Find

Mass Delete

Device Type Restrictions

Mass Update
Open Incident

\
\
Change Devtype }
\
\
\

Request Change
Query YWindow
Export

Count Records
Wiews Threading:

Require Passwaord ™ Inbox —> Search e
Confirm On End ™ Search > List

Allow Inefficient Queries I List > Edit

Skip Inefficient Query Warning ™ Inhox = Edit

]

Figure 7-15: Inventory Security Profile form

3 Do one of the following:
m Type a Profile Name for an existing user.

m Click Search to display a list records. Double-click the record to be viewed
or modified.

m To create an entirely new profile, type a new name in the Profile Name
field. Click Add or press F1. The status bar displays a message that the
record is added.

m To create a profile based on a currently existing profile:
= Click Search to display a list of records.
m Double-click the record to be copied.
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= Type the new name in the Profile Name field.

m Click Add or press F1. The status bar displays a message that the record
is added.

Example
1 Select the existing profile TECH, as shown in Figure 7-16.

@ ServiceCenter =] B3

File Edt View Fomat Options Lis(pion: Window Help

{@ User Inventory Profile: TECH =
& g 28 O 9 »dbdid j'

oK Cancel Frevious Next Al Save 17 Delete Vigws " Find 4F
T I -

Inventory Security Profile Profile name [TECH

Privileges and Views |

Add
Update Initial Format: |
Delete
Print
Fill
Find

Device Type Restrictions

Mass Delete

\
\
Change Deviype }
\
\
\

i o o o c c o Rc o o o o c Bc ic i I I

Mass Update
Qpen Incident
Reqguest Change
Gluery Window
Export
Count Records
Wiews Threading.
Require Password ™ Inbox —> Search i
Confirm On End ™ Search —> List
Allow Inefficient Gueries [ List > Edit
Skip Ineficient Query YWarning ™ Inboy —= Edit
4| | 4

Figure 7-16: ICM Security Profile

2 Select the Inventory Management environment rights for the operators using
this profile. For a list of options and their definitions, see Inventory Security
Profile options on page 189.

For this example, select the Allow Inefficient Queries option. Leave all other
options as they are.

3 In the Initial Format text box, type the name of the form that appears when
the operators using this profile access Inventory Management. If you leave
this field blank, the operator record defaults to the Startup menu for the user.

To select from a list of existing formats, place your cursor in the Initial
Format text box and click Fill or press F9. For this example, leave the field
blank.
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4 In the Device Type Restrictions area, type the device types that the operators
using this profile cannot add, delete, or update. If this area is blank, all device
types are available to this profile. To select from a list of existing formats,
place your cursor in one of the Device Type Restrictions text boxes and click
Fill or press F9. For this example, leave these fields blank.

5 Select the Threading options that you want to be available for this profile.

Option Function

Inbox > Search  Displays the inbox in a different window after a search runs from
that inbox.

Search > List Keeps the search form open after a QBE list appears.

List > Edit Causes a device selected from the search list, to appear in a new
window. The user is able to view multiple devices from the same
list. If you omit this option, the device appears in the same
window as the list.

Inbox > Edit Displays an inbox after you retrieve a record.

6 Click Save or press F4. The status bar displays a message that the record was
updated.

7 Click OK or press F2 to return to the blank ICM Profile record.
8 Click Back to exit ICM profiles.

A user, such as BOB.HELPDESK, can now log on to ServiceCenter with the
TECH profile settings and access ICM.

Inventory Security Profile options

The options in this table are available to ServiceCenter System
Administrators (SysAdmin capability) and ICM Administrators
(ICMAdmin capability) regardless of the parameters are selected in this
Profile record.

Field Definition

Add Add component records.

Update Update component records.

Delete Delete component records.

Print Enables the print option for the user or group.
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Device Types
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Field Definition

Fill Enables the Fill function for the user or group.

Find Enables the Find function for the user or group.

Mass Delete Select a group of inventory records and delete them.

Change Devtype Change the device type of an asset.

Mass Update Select a group of inventory records and modify fields in those
records.

Open Incident ~ Open an incident ticket from within Incident Management.

Request Change Open a change request in Change Management from within
ICM. For more information, see Change Management on
page 345.

Query Window  Run structured queries in ICM.

Export Export component records to an external file.

Count Records

Count the records in a QBE list.

Views

View alternate forms in ICM.

The options in this table are available only when selected.

Field

Definition

Require Password

Require a password to access ICM.

Confirm on End

Display a confirmation form before exiting the primary ICM
module.

Allow Inefficient ~ Execute an incomplete or partially-keyed query. This option is
Queries overridden if you select Skip Inefficient Query Warning.

Skip Inefficient Disable the message warning the user that a non-keyed query
Query Warning will be slow. If you choose this option, you will override Allow

Inefficient Queries.

The devtype file contains a record for each type of component you are
tracking in ICM. ServiceCenter ships with a series of device type records,
which you can modify or delete. You also can add new device type records.
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To access a device type record:

1 From the ServiceCenter home menu, click Inventory Management to access
the Inventory Management menu.

2 From the Administration tab, click Device Types. Figure 7-17 shows the
Device Type Definition form.

(W Search devtype Records =] E3
LmE roa 9 »| |
= Back \'Qu,’\ Search . Find 4 Fill
Device Type Definition

Device Name: |

Device Type:

[

\

Bitrnap: [
Format Name: [ [EIEZ|

\

[

[

At File: [
Jain Def: a2
Print Format Mame: JEIFE}
Active: O

Sub Types |

Ready Response 0.50 draw 0.70 | inzert | devitype. g(devtype. zearch] [UP]

Figure 7-17: Inventory Device Type Definition form

3 To search for a specific device type record, do one of the following:

m Leave the fields blank and press Enter to perform a true query and retrieve
a list of all current device type records. Select a record from the QBE
record list.

m Type a device type name in the Device Type Name field, which retrieves
the record from the devtype file. Press Enter.
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For this example, type Computer in the Device Type Name field and press
Enter. Figure 7-18 shows the device type record.

8 Database: Computer O] x|
; ? 8O .| =
W Ok K Cancel €4 Previows 3% Nest I save ﬁ Delete ~ Find + Fill -
Device Mame [ Device Type [ Format Hame [t File [ oin Definition =
Application application device.Application
Dizplay Device displaydevice device.dizplapdevice displaydevice joindizplaydevice
Example example device.example
Fumishings furnighings device.fumishings furnighings joinfumishings LI
Device Type Definition
Device Mame: \Computer
Device Type: [computer
Bitmap: Upc
Format Narne: [device. computer a2
At File: [ecormputer B2
Jain Def: ficincomputer [
Printt Format Narne: [device. computer a2
Aitives [
Sub Types =
Desktop
Db Terminal
Laptop
Tower
MAC =l
Selected line is row 2 of 12 records Response 0.60 draw 0.150 | insert | deviype.gbe.g [UP]

Figure 7-18: Inventory Device Type Definition record

The following table describes the fields in the Device Type Definition form.

Field Description

Device Name Descriptive name of the device type.

Device Type Internal name of the device used by ServiceCenter.
Bitmap Device bitmap name.

Format Name Join format displayed for component of this device type.
Attr File Attribute file associated with this device type.

Join Def Join Definition record associated with this device type.

Print Format Name Print format associated with this device type.

Active? Whether or not this device type is active.

Sub Types: Names of different types of this device.
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Creating a New Device Type

You can use the Create a New Device Type wizard to create a device type,
along with the accompanying attribute and join forms. You can create the
attribute and join forms separately before you create the new device type.

To create a new device type:

1 From the ServiceCenter home menu, click Inventory Management to access
the Inventory Management menu.

2 From the Administration tab, click Add New Device Types. Figure 7-17
shows the wizard splash screen. click Next.

@ ServiceCenter M=

Eile Edit Wiew Fomat Ootions  List Opiions Window  Help

@ wizard: Create New Device Type =

2 8 ¢ 9| »[dbdic -

Introduction

This wizard will take you through all the necessary steps to create a new working

Device Type

< Previous Next = ‘ Cancel

4| | H 4

Figure 7-19: Introduction to the Create New Device Type wizard
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3 Figure 7-20 shows where you can specify the device name. For example, type
UPS in the Device Type Name field. ServiceCenter displays this name to the

user.

Fie Edit View Fomal Opions Lo Opicrs Windaw Help
(@ Wizard: Create New Device Type =

% BB 7?0 Q 9 »dbdct id

Enter Device Name and Type

The new device type will be displayed to the user by the Device Type Name and
referenced by the system by the Device Type. The Device Type will also be used to
create the attribute file and will be included in the building of the join definition name

Device Type Mame JuPs

Device Type: ﬂups{

< Previous ‘ Mext = ‘ Cancel
< | _>l7_|,

Figure 7-20: Specify the device name and type

4 Specify the Device Type name. For example, type ups to identify the attribute
form to be used with this device type. ServiceCenter uses the device type to
create the attribute file and to create the joinfile definition. Click Next.

5 Figure 7-21 on page 195 shows the form where you can specify the display
and print format names. Do one of the following:

m To select an existing format, click Fill, and double-click to select the name
from the list.

m To create a new format, type a new format name in the text box. The
format name can adhere to any naming convention; however, Peregrine
Systems uses: device.xxx.g.
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@ ServiceCenter [_[O]

Fle Edt View Fomat Ocions Listlphon: Window Help

@ wizard: Create New Device Type

L@ 7 8 9 »[idu -

Enter the display and print format names

Please enter the formats which will be used to both view and print device records of
this Device Type. If the format does not exist you will be given the option to create one
based off of the device example.g and device example formats.

Wiew Format '\de\n:e ups. g JE]|
Print Format Hdevice upd EJ
< Previous Next » Cancel
4] | ap

Figure 7-21: New format name

A message appears to ask if you want to use the device.template format as a
template for your new format. For each new format name you enter, a
corresponding message asks if you want to use the device.template format.
m To use the format, click Yes.

m To specify a different format name, click Cancel and type the new name in
the New Format text box.

m Ifa warning appears, click OK to proceed.

Note: If you click No, the format name will not be used but not created.

For the example, click Yes.
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The Modify the formats associated with the new Device Type dialog box
shown in Figure 7-22 appears.

@ ServiceCenter [_[o]x]

File Edit View Fomat Cpfons LisiOpions Window Help
(@ Wizard: Create New Device Type =

e 7 eale »bdd -

Modify the formats associated with the new Device Type

You may now go to any of the formats which you created in the previous step. These
are indicated by the magnifying glass to the right. Any formats which you did not
create may either be created later or you may go back and let the wizard create them

for you
Wiew Format (gui) |Hewce ups.g ﬂl
Wiew Format (text): |dewce.ups 2l
Print Format (text) [device ups =

< Previous | Mext = | Cancel

< |

,L\_I;

Figure 7-22: Modify the formats associated with the new device type
7 You can edit the display and print formats to give each format the
appropriate appearance and function. To edit a form:

m Click Find to open the template format with Forms Designer.
ServiceCenter retrieves all fields on the template form from the device file.

If you add a new field to the format, ServiceCenter also adds it to the
attribute file.

m Click Design to display your new format in design mode.
m Modify the format as needed.

m Click OK to save the changes and exit design mode.

m Click OK to return to the Wizard.

8 Repeat step 7 as necessary. When you finish editing the display and print
formats for each form, click Next.
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Click Next. Figure 7-23 shows where you can specify an attribute file name.

|
@ ServiceCenter =1 &3

File Edt View Fomat Upficne LisOpion: Window Help

FEB@ 7?8 G 9 »dbidic =l

Please enter the Attribute filename for this Device Type.

If this Device Type is going to use an attribute file to supplement the standard device
information it must be entered here. If you do not wish to use an attribute file you may
clear out the field and hit 'Next' to continue

Attribute File [deviceups =l|

< |

< Previous Mext = Cancel

,L\_I;

Figure 7-23: Attribute file name

Do one of the following:

m Select an existing file name from the drop-down list. Click Next. Skip to
step 10 on page 198.

m Type a new name, omitting blank spaces and special characters. For
example, deviceups. Click Next. A message informs you that the device
does not exist. If you want to create the device, click Yes. Proceed to
step 10 on page 198.

m To omit using an attribute file, leave the text box blank and click Next.
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10 Figure 7-24 shows where you can specify a join definition source.

[& ServiceCenter M [=] B3

Fle Edt View Fomat Ccions Litlphon: Window Help

@ wizard: Create New Device Type =

bB@E| 2 8a 9| »ldbdic =l

Specify Join Definition source

A Join Definition must be used to join the device and attribute data. You can either
specify to use an existing Join Definition, or create a new one

Example:  joinups
Juoin Def Record H EJ

< Previous Mext = Cancel _'_I

4| | 4

Figure 7-24: Joindef source

Do one of the following:

® Omit a Join Def record name and click Next. ServiceCenter suggests a
name. To accept that name, click Yes.

m Click Fill to view and select a Join Def from a list of available records. Click
Next.

11 Figure 7-25 on page 199 shows where you can specify a list of subtypes to be
associated with the new device type. These subtypes can be anything that
makes sense for your configuration. Click Next.
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@ ServiceCenter M=
File Edit Wiew Fomat Cgfors List Opfone Window Help
% L 2 8 Q)| 9| »|dbdic :I'
Generate list of subtypes for new Device Type
Below vou may specify a list of subtypes you would like associated with the new
Device Type
Subtypes
< Pravious Mext = Cancel
4| | _"_/!

Figure 7-25: List of subtypes

12 Figure 7-26 shows where you can activate the new device type. You can
choose to omit this step. Click Next.

@ Wizard: Create New Device Type =
L 2 8 Q|9 | »|dbdict j'

Activate new Device Type?

The Device Type you created may be activated now or at a later time. If you would
like to activate it now, please check the box below

||_ Activate Device Type

< Previous | Mext = Cancel

< |

,L\_I;

Figure 7-26: Activate the new device type
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13 A message that the device type was added appears. Click OK to return to the
Administration tab.

a 4 Click the information button on the toolbar to read any messages.
ServiceCenter displays information about your new device type. If the icon is
blue, there is a required action; if it is red, there is an error message.

15 You must log out and log back in for your new device type to be displayed in
the drop-down list in the Type field of a device record.

Updating a Device Type Record

Follow these steps to update the device type record.

1 Complete step I on page 191 through step 3 on page 191.
2 Edit the fields you need to change.
3 Click Save or press F4.

Deleting a Device Type Record

If the device type shares join forms with another device type, copy the shared
forms first. Then after deleting the device type, rename the shared forms to
their original names.

To delete device type records:
1 Click Inventory Management in the ServiceCenter home menu.

2 Select the Administration tab.
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3 Click Device Types. A blank inventory device type form appears.

(W Search devtype Records =] E3
LmE roa 9 »| |
=y Back \'Qu,’\ Search . Find 4 Fill
Device Type Definition

Device Name: |

Device Type:

[

\

Bitrnap: [
Format Name: [ [EIEZ|

\

[

[

At File: [
Jain Def: a2
Print Format Mame: JEIFE}
Active: O

Sub Types |

Ready Response 0.30 draw 0.70 | insert | devtype. gldevtype.search) [UP]

Figure 7-27: Device Type Definition form

4 Locate the device type you want to delete. You can do one of the following:

m Leave the fields blank and press Enter to perform a true query and retrieve
a list of all current device type records. Select a record from the QBE
record list that is opened.

m Type adevice name in the Device Type Name field, which pulls the record
from the devtype file, and press Enter.

5 When the record displays, click Delete or press F5. A message appears to
confirm the deletion of the record.

Click Yes to delete the record. Click No to cancel the action and return to the
record.
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6 Figure 7-28 shows the Confirm Delete Action form.

@ Delete Device A= E
ril 28 Q ] =l

\'—-\ Back  Canfim

Confirm Delete Action

Upon confirmation, this Device Type will be removed,
along with any of the checked items below. You must
uncheck any items you don't want deleted.

Deleting Device Type  telecom

Wiew Format: device telecom.g
Frint Format: device. telecom
Format Contral

Link Record

Joindef Record

Erddef Recaord

Trigger Recaord

QA

Ready Responze 0.20 draw 0.90 | inzert | devtype.delete prompt. glam. delete. devtype. dizplay) [UF]

Figure 7-28: Confirm Delete Action form

7 Clear any items you don’t want deleted.

Note: ServiceCenter selects all items by default. Peregrine Systems
recommends that you delete all components related to a particular
device type. Be careful when you delete components because some
components may be used by other device types. Deleting components
used by other device types can prevent you from displaying assets tied
to those device types.

8 Click Confirm or press F1 to delete the record. ServiceCenter returns you to
the Device Type Definition form.

9 Click View Messages in the toolbar to view additional messages and
instructions.
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The system creates the following records for the new user:
= Contact record
m Operator record with Inventory Management capabilities

= Inventory Management Profile record.

To add a new user to the system:

» Type cau on any menu command line or navigate through the ServiceCenter
menu system:

1 From the ServiceCenter home menu, click the Utilities tab.

2 Click Administration. The Administration menu displays the
Information/Security/Insight tab.

3 Click User Administration in the Security area. The Central Administration
Utilities menu appears. The tabs in the form represent the options available
to the system administrator to centrally manage user access and privileges,
and to conduct searches on contacts and operators.

4 Click User Quick Add Utility. Type the name of the user to be added in the
new dialog box. For example, type JOE.USER . Click OK.

5 A dialog box appears to clone another user. Do one of the following:

m Click Yes to clone another user. Select an existing User from the
drop-down list.

m Click No to create a user from scratch.

Fir this example, click Yes. A message asks you to type the name of the user
to be cloned. Copy BOB.HELPDESK.

6 Click OK or press Enter. The new operator record appears with the new
operator name in the Login Name text box.

7 Modify the operator record as needed.
8 Click Add to save the new operator record.
9 A message appears to ask if the user already has a contact record. Click No.

10 Type the contact name of the new user.
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Figure 7-29 shows the User Contact Information form.

(@ New Contact Information

%% "ﬂQ% 'Is[:h

x Cancel

s Add - Find & Fil

Contact Information

Business | Address | Contact Numbers | Misc | Comments | Attachments | Porhait |

Contact Name:

Emplayee ID

Primary &sset:
Company:
Dept Mame:
Title:

Group:

Shift

Email:

Manager,

Service Contract:

Corp Stuct/Div:

POEUsER

I

]

PRGN Bl

|

[ =

—

———
bobEperegrine. com

JE1]

[~

JE1]

=] B3
|
[ ]
Last Mame:; 7
First Mame: 1
Walid Fram: I
T e
Company Code; liﬂ
Cost Center: |
Persannel Area: 123 =l
Subarea: |
User Type: |
Payrall: ’7
ServiceCenter [D 0E.USER =l
Ciritical Lser O
Requires Entitlement -

Ready

Response 0.280 diaw 0.397 | insert | contacts. glcontacts. view] [UP]

Figure 7-29: User Contact Information template

11 Complete the record with all relevant data.
12 Click Add.

13 Complete any other administrative maintenance on the Operator Record.

14 Click Save and return to the Central Administration Utilities menu.

Where to Find More Information

For more information about the following subjects, see the Central
Administration Utilities section in the System Administrator’s Guide.

m creating, using, or updating operator records

® administration tasks
m ICM profiles

For more information about Forms Designer, see System Tailoring, Volume 1.

204 - Chapter 7—Inventory Management



Inventory Records

The device file is a central repository for asset information and is referenced
throughout ServiceCenter. Navigational buttons in the device form or device
attribute join form allow you to access incident tickets, change records, and
Request quotes for a particular asset. Each inventory record in ICM contains
information about a particular device. Tabs and field data vary, depending
on the asset selected.

To access an asset record:
1 From the ServiceCenter home menu, click Inventory Management.
2 Click Assets.
3 Do one of the following to display an asset record:

m Click Search to perform a true query and retrieve a list of all current device
type records. From the generated list, double-click the Name in the record.

m Specify data to narrow your search. For example, type the name of an asset
in the Asset field or select a device type from the Type field. Click Fill to
display a list for the named field.

4 Click Search or press Enter.
Figure 7-30 shows the list and the asset form.

{@ Asset: ACME Phane 0002 M= E
220809 » b

VDK ool €4 Pravious 3% Net [ Save (7 Delets -

[ Losical Name [Tope TMetwork  Location  |Model [stas -]

ACME Phone 0001 | telscom ATET | ACME HO Warehouse
=
ACME Phone 0003 | telecom ATET | ACME HO Installed
% ACME Phone 0004 | telecom AT&T | ACME HO Installed =l

Telecommunications

L3

System Summary | Contact \ Location \Vendm | Relationships | Financial \ Outage History |Atla:hmer\ts |

Assel ID fACME Phone DDz | Status: installed =
Sublype: Desk Phone = Company: |
Asset Tag 7 Department I |
Metwork Name: farer ] Cost Center I |
Domain 7 Service Contract |
Assignment JEE] Incident Categom: iod 18]
Serial Number, 7 Fiiorlty |
Part Mumber: 212 #sset Pending Change? [

Manufacturer: O Critical Asset? r o
Modek r— System Down? o

. -

Selected ling is row 2 of 32 records retrieved Response 0.861 draw 0.561 | insert | device.qbe.g [UF]

Figure 7-30: Asset record
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Some fields in other ServiceCenter modules, such as Incident Management,
are filled in with values specified in inventory records. For example, the
inventory record Device Type field populates the Type field in an incident
ticket. This provides consistency throughout the system.

You can also use the fields to create records for new devices. For more
information, see Creating a New Device Type on page 193. The Options menu
and system tray buttons are consistent throughout the various inventory
device forms.

Where to Find More Information

For more information about options menus and fields, creating and
updating an asset record, see the ServiceCenter User’s Guide.
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CHAPTER \ Information

Service Information provides service level agreement data about devices in
the inventory database. A Service Level Agreement (SLA) tracks device
availability and response time guarantees for devices in the ICM database.
For more information, see Service Level Management on page 259.

Read this chapter for information about:

m Accessing Service Level Agreements on page 208

m Contract Management Environment Records on page 209
m Adding a Contract Management Profile on page 210

m Alerts on page 215

m Contract Status on page 215

m Currency Conversion Utility on page 215

m Software Tracking and Compliance on page 221

m License and Installation Models in the Catalog on page 222
m Software Tracking and Compliance Example on page 238
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Accessing Service Level Agreements

You can access the Service Level Management (SLM) feature directly from
the ICM menu.

To view Service Level Agreements:

1 From the ServiceCenter home menu, click Inventory Management.

2 Click SLA Information. Figure 8-1 shows the SLA Search form.

(@ Display Which SLA Records?

[_ D[]

LBm 708Q 9 | =

G Back  S¥vSeach ol Cear 00 Find 4 Fil -
Basic Search | Advanced Search | IR GQuen | =
Search for SLA Recaords Where

Agreement [D: ’%‘

Title: [

Service Hours: | =l

Affected Hardware: | =]

~|
Ready Response 0.50 draw 0.100 | insert | sla.seach.glsla. search.display] [UF]

Figure 8-1: SLA Search form
3 To view an SLA, do one of the following:

m Ifyou have any information about the SLA, type it into the appropriate
fields and click Search or press Enter. A record list appears with all
matching records. Double-click the record that you want to view.

m Click Search to perform a true query and retrieve a list of all current SLM
records. Double-click the record that you want to view.
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Figure 8-2 shows an SLA record.

(@ Edit SLA Record [_ O] %]
FEIET I o
Ok ¥ Cancel €€ Previous 3P New  [Save  uladd T Delte .00 Find & Fil °
Aareement |0 [ Expiration [ Title H
1273108 00:00:00 ACME Bronze
2{16 |~
Agreement 1D: 156 E xpiration; |T 2/31/08 00:00:00 [l
Title: [ACME Gold
Service Hours =l Target: EE]
Dept Full Mame: =]
Description | Avallabiity | Fiesponse Times | Misc | Attachments |
ACME Gold Service Level Agreement -
Ad|
Ready Responze 0110 draw 0.170 | insert | sla.gbe.g [UF]

Figure 8-2: SLA Record with a record list

Contract Management Environment Records

Contract Management contains an environment record with options that
affect functionality of the overall Contract Management environment for all
users. ServiceCenter ships with a default Contract Management environment
record that you can modify for your system.

To access the Contract Management Environment record:
1 From the ServiceCenter home menu, click Inventory Management.
2 Click the Contracts tab.

3 Click Environment. For more information, see ICM Environment on
page 181.
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Before a user can add a contract profile, the user must have Inventory

Management rights defined in their ServiceCenter operator record. Three
capability words control access to Inventory Management:

Capability Word Function

SysAdmin Access to all user and administrative functions in
Inventory Management, as well as the rest of
ServiceCenter.

ICMAdmin Access to all user and administrative functions in
Inventory Management.

inventory management Normal access to Inventory Management user functions,
as defined by the Inventory Management profile.

Note: The Inventory Management profile adjusts Inventory Management
security access only for users with Inventory Management capability.
SysAdmin and ICMAdmin capabilities both grant complete access to
all ICM functionality.

For a complete list of capability words, see the ServiceCenter System
Administrator’s Guide.

Adding a Contract Management Profile

After you modify the operator record to give a user Contract Management
rights, you must add a Contract Management profile for that user.
ServiceCenter ships with a series of profiles, based on User Roles. The
DEFAULT profile sets the parameters for users who are not defined by any
other profile. Users can access Contract Management using this profile only
if you select the Allows Access Without an Operator Environment Record
option in the Inventory Management Environment record. For more
information, see ICM Environment on page 181.

To add and edit ICM profiles:
1 From the ServiceCenter home menu, click Inventory Management.
2 Click the Administration tab.
3 Click Contract Profiles.
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Figure 8-3 shows a Contracts Security Profile form.

(@ Search ctenv Records [_ O]
rmalzeal e | B
< Back  ofadd S0 Seach =
Contracts Security Profile
Profile Name: [ |
Threading General Privileges
I Inbox -5 Search I List—> Edit Ll Require Password
T Search > List ™ Inbox > Edit = Confim On End
™ Alow Insfficient Queries
Contracts Payments Ll Skip Inefficient Query Warning
[©  Add Contract ™ Scheduls Payment )
™ Piint
r Update Contiact ™ Gen Payment Sched rml
i
[T Cancel Contract [T Update Payment
™ Find
[T Renew Contract ™ Submit Pagment .
Ll Query Window
™ Cancel Payment
™ Export
Contract Templates
- [T Count Records
[ Create Template Asset Allocation
™ Select Template I AddAsset ™ Massadd
r Update Template I Gen Asset Allocation T Mass Update
[ Delete Template r Update &sset T Mass Delete
T Delete Asset
Software Counters
[T Create Counter Terms and Conditions
r Update Counter ™ Add Tem/Condition
[ Delete Counter I Update Term/Candition
- Compliance Check. [T Delete Tem/Condition
| | »
Ready Response 0.150 draw 0141 | insert | ct.profile[db. search] [UP]

Figure 8-3: Contracts Security Profile form

4 Do one of the following:

m In the Profile Name field, type the profile name for the operator for whom
you are building this profile.

m [f you are modifying an existing profile, click Search to perform a true
query and find that profile. Double-click the record that you want to view
and modify.

5 Threading allows the previous window to remain when you request a new
record. For example, when you select a record from a QBE list, the QBE list
remains after the record appears in a new window. Choose the Threading
options that you want available for this profile.

Option Function

Inbox > Search  Displays the inbox in a different window after running a search
from that inbox.

Search > List Deeps the search form open after displaying a QBE list.
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List > Edit Causes a device selected from the search list to appear in a new
window. Therefore, you can access multiple devices from the
same list. If you do not select this check box, the device
information appears in the same window.

Inbox > Edit Displays the inbox after you access the record.

6 Select the Contracts rights for the user.

Field Function

Add Contract Add contracts.

Update Contract Edit an existing contract.

Cancel Contract Cancel a contract (as long as it is in draft mode.)

Renew Contract with renew contract capability, the Renewal Info tab appears on
a contract form.

7 Select the Contract Templates rights for the user.

Field Function

Create Template Create a contract template.

Select Template  Select a template when creating a contract. The Wizard has only
the contract type drop-down list.

Update Template Access and make changes to a contract template.

Delete Template Delete a contract template.

8 Select the Software Counters rights for the user.

Field Function

Create Counter Create a software counter.

Update Counter  Access and make changes to a software counter.

Delete Counter Delete a software counter.

Compliance Check Control the appearance of the Compliance Check and Create
Schedule Record buttons on the Software Counter
Information form.
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9 Select the Payments rights for the user.

Field Function

Schedule Payment Control the appearance of the Schedule a Single Payment
button on the Contract Information form. Also control the
appearance of the Payments button on the Contracts tab.

Gen Payment Control appearance of the button on the contract on the
Sched Payment Information subtab of the Financial tab on the
Contract Information form.

Update Payment  Access and make changes to a payment record.

Submit Payment ~ Control the appearance of the button on the Payment
Information subtab on the Contract form. The contract must
be in pending mode for this button to appear.

Cancel Payment Control appearance of button on the Payment Information
subtab on the Contract form. The contract must also be in
pending mode for this button to appear.

10 Select the Asset Allocation rights for the user.

Field Function

Add Asset Add assets to a contract.

Gen Asset Allocation Generate an allocation percentage spread against any assets
that are attached to a contract.

Update Asset Access and make changes to asset allocations on a contract.

Delete Asset Delete assets from a contract.

11 Select the Terms and Conditions rights for the user.

Field Function

Add Term/Condition  Add contract terms and conditions.

Update Access and make changes to contract terms and
Term/Condition conditions.

Delete Term/Condition Delete terms and conditions.
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12 Select the General Privileges for the user.

!|13

14

Field

Function

Require Password

Require a password to access ICM.

Confirm on End

Display a confirmation form before exiting the primary ICM

module.

Allow Inefficient Execute an incomplete or partially-keyed query. This option

Queries is overridden when you select Skip Inefficient Query
Warning.

Skip Inefficient Disable the message warning the user that a non-keyed

Query Warning query will be slow. Overrides the Allow Inefficient Queries
setting.

Print Enable the print option for the user or group.

Fill Enable the Fill function for the user or group.

Find Enable the Find function for the user or group.

Query Window Run structured queries in ICM.

Export Export component records to an external file.

Count Records

Count the records in a QBE list.

Mass Add Select a group of inventory records and add them to the
database.

Mass Update Select a group of inventory records and modify fields in
those records.

Mass Delete Select a group of inventory records and delete them.

If you added a new profile, click Add or press F1. The status bar displays a

message that the record is added.

Click OK or press F2 to return to a blank ICM Profile record. If you modified
an existing profile, click Save or press F4. The status bar displays a message

that the record was updated.
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Alerts

ServiceCenter comes with the following alerts out of the box:
m Contract expiration 30 days

m Contract renewal pending

Administrators can create additional alerts as needed. For more information,
see the System Tailoring guide.

Contract Status

There is a schedule record named Contract Status and a background
scheduler named contract. ServiceCenter uses the background scheduler and
the information in the schedule record to check for start date, expiration
date, and status to determine if updates are required.

For more information, see these guides:

m ServiceCenter User’s Guide

ServiceCenter Client/Server Installation Guide for Windows

ServiceCenter Request Management Guide

ServiceCenter System Tailoring

ServiceCenter Work Management

Currency Conversion Utility

Contract Management has a currency conversion utility that automatically
converts national currencies, depending on exchange rates at the time the
contract is granted. You can enter daily exchange rates into the system to
ensure accurate rate conversions. Contract Management manages all
currencies in compliance with European Union currency regulations, and
ships with the fixed inter-European exchange rates pre-loaded into the
system.
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To set daily exchange rates:
1 From the ServiceCenter home menu, click the Support tab.

2 Click Conversion Rates. Figure 8-4 shows a blank Conversion Rate
Information form.

a ServiceCenter - [Search Currency Conversion Records] [_[O] <]

@ File Edit “iew Format Optiohs List Option:  Window  Help =] x|
sBE 2ea 9 =l
= Back ol dd S0 Seach 00 Find 4 Fil

Conversion Rate Information

Root Currency Cade: ” Eﬂ‘
Date [ B

Exchange Rate:

Currency Code: 2le]

1 Root Curency will buy rate other cumency e.q.

Root Curency Code:
Exchange Rate:

Currency Code:

4 |

Ready Response 0.230 diaw 0121 | insert | curconvert.gldb.search] [UP]

Figure 8-4: Blank Conversion Rates form

You can also access the Conversion Rate Information form by clicking
Service Level Mgmt. on the ServiceCenter home menu and then clicking
Conversion Rates.
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3 Click Search or press Enter to perform a true query to retrieve a list of all
current conversion records. Figure 8-5 shows a list of conversion rates.

a ServiceCenter - [Currency Conversion] [_ O] %]
@ File Edt Wiew Fomat Options List Options indow Help =] x|
$ = 2 84 | =l
v’ 0K X Cancel € Previous 39 Mext s Add I Save ] Delete ' Find sl "
[ [ Rate [ Rost Currency Code =
[T 0 1 ELR
01/02¢99 00:00:00 13.7603 EUR
071,/03433 00:00:00 13.7603 EUR -
1/32+
Conversion Rate Information
Foot Cumency Code: EUR [E1EE|
Date: January 01, 1939 Bl
Exchange Rate: 13,7603
Currency Code: TS [E1EE|
1 Root Cuency will buy rate other cuiency e.q.
Root Curency Code: EUR
Exchange Rate: 13.7603
Currency Code: ATS
Means that 1 ELUR will buy 13.7603 ATS
4| | Bl
Ready Responze 0.50 draw 0180 | insert  curconvert.gbe.g [UP]

Figure 8-5: Conversion Rates QBE list

4 Choose a currency from the record list to update.

Click Save. The following table describes Currency Conversion record fields

Field Description

Root Cur Code  The family of currencies on which you want to base all your
contracts.

Date Date of the exchange rate shown in the Rate field.

Rate Rate of exchange between the currencies entered in the record as

of the date in the Date field.

Currency Code  System codes for the specific currencies used in contracts.

Currency Definitions

Currency definition records define currency codes for each of the
international currencies entered in the system and establish whether or not
an individual currency has European Union Currency (EUR) as its root.
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To view a currency definition record:
1 From the ServiceCenter home menu, click the Support tab.

2 Click Currencies. Figure 8-6 shows a blank Currency Information form.

(@ ServiceCenter - [Search currency Records] [_ O] ]
@ File Edit “iew Fomat Options ListOption:  MWindow Help = 5[
yma rea s | e
< Back  ofadd S0 Seach =
Currency Information
Hame: ﬂ | Format
150 4217 Code:
1 Symbal:
Active ? I Prefix ar Suffis: =]
EUl Curency ? o
Y Decimal Symbol =]
Motes: Diigits After Decimal: =l
ﬂ Grouping Separatar: =]
| { H
Ready Response 0.210 diaw 0.150 | insert | curency. g(db.search) [UP]

Figure 8-6: Currency Information search form

You can also access the Currency Information form by clicking Service Level

Mgmt. on the ServiceCenter home menu and then clicking Currency
Definitions.

3 Do one of the following:

m Type the name of a currency or other search criteria and click Search or
press Enter.

m Click Search to perform a true query and retrieve a list of all currency
definition records.

218 - Chapter 8—Inventory Management Service Information



Application Administration Guide

4 The requested record or a QBE list of records appears. Double-click the
record that you want to view or modify. Figure 8-7 shows a Currency
Definition record.

(@ ServiceCenter - [currency: Andorran Fianc] =] B3
[C) Fie Edit View Fomat Options ListOptions Window Help — =] x|
W oK Honcel € Previous 3P Next o= Add I save 17 Delete 4
Currency Coc | Mame Symbol =
ADP Andorran Peseta ADP
AED United Arab Ermirates Dirt Dhs
AFA Afghanistan Afghani AFA =
Currency Infoermation
Narme: JAndarran Franc
120 4217 Code ADF
Symbol ADF
Active ? O Prefix or Suffix TEvm oo =
EU Currency ? O
y Decimal Symbol =l
MNotes: Digits After Decimal E =l
:I Grouping Separator: |, =l
|
| | i
Selected ling is row 1 of 32 records retrieved Response 0.110 draw 0.80 |imse|1 |currem:y ghe.g [UP]

Figure 8-7: Currency Definition record

5 Add, edit, or delete currency definitions in this form. The following table
describes Currency Definition record fields.

Field Description

Name Common name of the currency (for example, German Mark).

ISO 4217 Code International Standard Organization for currency codes

Active? If a currency is selected as active in the currency definition
record, the currency appears in the Currency field drop-down list
wherever the Currency field displays.

EU Currency?  The selection of this check box identifies the currency as
belonging to the European Union.

Notes Users may enter any comments they want in this field.
Symbol The international symbol for the currency (for example, $ for US
Dollars).

Prefix or Suffix Display format of a currency shows the position of the symbol in
relation to the number (for example, $1, 1 DM)

Decimal Symbol used in the currency to indicate decimal placement.
Symbol
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Field Description

Digits After The number of placeholders allowed after a decimal.

Decimal

Grouping The group of large number. In USD, there is a comma (,) in a
Separator four-digit number (1,000). Other currencies may not use a

grouping separator.

Calculating Payments

The Assets tab displays a line for each contract asset. Expense line amounts
are based on the weighted allocations that are assigned to the assets. When
you record payments, there is an internal application that adds the weighted
amount allocation, compares the result to the total, and calculates the first
payment. Figure 8-8 shows the Assets tab.

General | Leaselnfo | Lessor/Contact  Assets |Fmancial | Terms | FienewalInfo | Motes | Attachments |

Add Assets ‘ Generate % ‘

Aszet 1] | % Cost &llocation ‘ Statug
device TR&M pc 100 333
device TR&M pc 104 333
device TRAIN pc 105 33.3

Figure 8-8: Assets tab

Example  If you make a payment of $127.50(USD) for the three assets, there is an
expense line created for each asset. Each expense line is allocated
approximately one-third of the payment.

First asset 42.59
Second asset 42.46
Third asset 42.46
Total 127.51

When ServiceCenter adds the allocated amounts, the total is 127.51, which is
one cent over the total payment amount.
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ServiceCenter adjusts the first allocation amount to ensure the total allocated
amount equals the actual payment amount. The final expense line amounts
are as follows:

First asset 42.58
Second asset 42.46
Third asset 42.46
Total 127.50

For more information, see Expense Lines on page 329.

Software Tracking and Compliance

ServiceCenter includes functionality that empowers you to manage the
software used in your organization. You can:

m Set up software inventories.

m Verify that the number of actual software installations is within the
number of installations allowed by your licenses.

m Link each software license to a specified contract.

m Manage software suites.
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Managing software includes managing the application, license, installations,
and contracts. The following tables work together to manage software in an

organization.

Table Function

model Track different software models, including software license and
software installation models.

device Track data about each application and software license.

contractsoftware Document any financial and procurement information for
licensing agreements. You can also attach multiple licenses to a
software contract.

contractitem Track the associations between contracts and assets.

pcsoftware Track software installations.

softwarecounter Verify that the number of software installations you actually
have conforms with the number of installations allowed by your
licenses.

License and Installation Models in the Catalog

Models are the different categories of assets contained in the catalog. To
effectively track software licenses, there must be two types of models in the
catalog:

m Software license model

m Software installation model

The Software Tab

The Software tab displays information for software licensing and installation.
Use this tab only if the data in the LI Category field on the Catalog tab
references a software license or software installation.

Field Description

Application Name Name of the software application you’re licensing or
installing.

Single-User License that allows software to be installed on a single

workstation to be used by a single user.
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Field Description

Multi-User License that allows software to be installed on multiple
workstations to be used by multiple users.

Per named workstation A multi-user licensing type that allows multiple software
installations across multiple workstations. This field
only displays if the Multi-User option is selected.

Total No. of Installs The maximum number of times you can install the
software. This field only display if the multi-user
licensing type, Per named workstation, is selected.

Per named user A multi-user licensing type that allows a specified
number of individuals to have access to the software.
This field only displays if the Multi-User option is
selected.

Total Number of Named The maximum number of people who can be named to
Users have access to the software.

Per concurrent accesses A multi-user licensing type that allows a specific number
of individuals to have access to the software at the same
time. This field only displays if the Multi-User option is

selected.

Concurrent Accesses The number of people who can access the software at the
same time.

Evaluation Rights The maximum number of installations allowed for
demonstration or evaluation purposes.

Number of Points For certain types of licenses, the number of points each
license right consumes.

Version The current version of the software application.

Authorized Whether the software application has been authorized
for use.

To add a software license model to the catalog:
1 From the ServiceCenter home menu, click the Support tab.

2 Click Models. The Model Information form appears.
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3 On the General tab of the Model Information form, supply any necessary
information, which may include:

Option Function

Part No. Unique identifier for each model in the catalog.

Brief Description A short statement describing the incident that is automatically
entered in the incident ticket when you select this cause code.

Manufacturer Name of the manufacturer. Data in this field is read-only since
it displays based on the Part Number you enter.

Model Manufacturer’s model number for the asset. Data in this field
is read-only because it depends on the Part Number.

Cost Purchase amount of the model.

Currency Currency on which the cost is based.

Your organization may require that you complete additional fields.
Figure 8-9 shows the General tab on the Model Information form.

File Edit “iew Format Options List Option: Help
sBE zeq 9 » =l
W Ok 3 Cancel €4 Previows 39 Hext o Add Hsave ﬁ Delete [ Wiews 0 Find 4 Fill =

General |Eunenlﬂuanllt\es |Heuldel |Venduls |Cala|ug ‘Suftwale |F|clure |

General Information

Part Mo.: 530 Cost: [50.00
Brief D escription: lNUrlUn Anlivirug 7.5 Cumency: IUSD
Marufacturer: [Symantec =] GL Mumber: |
todel Harton Artivirus 7.5 Diefault Prioriby [
todel Ext [ Default Quantity: i
Seralized: ] Config. File: |

Detailed Description

Purchase Morton Antivins 7.5 ﬂ

=]

Ready ‘ Response 0.201 draw 0.290 ‘ ingert | madel. g(db. view] [UP] 4

Figure 8-9: Model Information form: General tab

4 Click the Catalog tab.

224 - Chapter 8—Inventory Management Service Information



Application Administration Guide

5 On the Catalog Information subtab, type the line item category name, such
as Software License, in the LI Category field. For more information, see the
ServiceCenter Request Management Guide.

Figure 8-10 shows the Catalog Information subtab.

a ServiceCenter - model: 530 [_ O] ]
File Edit “iew Format Optiohs List Opfions  Help
amm e ale »] =l

WOk ¥ Cancel €4 Previow 3% Next  offsadd [ Save [T Delete @ Views 0 Find &+ Al "
Model Information =
General | Cunent Quantities | Reoider | Yendors  Catalog ‘ Software | Picture |
 Catalog Information ] Part Candtions | Componert Conditions | Approvals/lerts | Receiving Information |

LI Category: [Software License JE1) Aszsigned Dept | =]

Sequence: [

Group | Part Nurber Description | Quantity Category Option T ype

Group Mame Dependent On Dependency Type |
Ready Response 0.201 draw 0.230 | insert | model. g(db. view] [LIP]

Figure 8-10: Model Information form: Catalog Information subtab (Catalog tab)
6 Click the Software tab and type the following data:
m Application Name
m License Information
= Multi-User License Type
m Total Number of Installs
= Evaluation Rights
7 Click Add or press F2.
To add a software installation model to the catalog:

1 Complete step 1 on page 223 through step 5 on page 225.
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2 On the Catalog tab and its associated subtabs, there are two fields that require
entries appropriate for a software installation model.

Field Function

Part No. Must be a unique number.

LI Category  The line item category for a software installation model is software
installation.

3 Click the Software tab and type the following information:
m Application Name
m Installation Information
= No. of points
= Version
= Authorized?
4 Click Add or press F2.

Managing Different Types of Multiple Licenses
ServiceCenter allows you to choose one of three types of multiple licenses:

m Per named workstation enables you to install a software application on a
given number of identified workstations. For example, a license for an
office automation suite that can be installed on 1,000 workstations.

m Per named user enables access to an application or database for a given
number of users. For example, a license enabling access to a database for
500 named users.

m Per concurrent accesses enables a specified number of concurrent accesses
to a database. For example, a license enabling 1,000 concurrent users
access to the database.

For each multiple license, ServiceCenter has a Rights field, which specifies the
number corresponding to the number of:

m Workstations on which the software can be installed.
m Named users.

m Simultaneous accesses.
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Software counters use these values to verify that your company has not
exceeded the number of installations or concurrent users granted by a
license.

Adding Software Licenses as Asset Records

A software license is an asset stored in the device table. It represents the
number of authorized software uses within an organization. For example,
you may purchase a 50-user license for Microsoft Office that supports 50
installations of Microsoft Office.

To create a software license:

1 From the ServiceCenter home menu, click Inventory Management. Click
Assets. Figure 8-11 shows the Asset Information form.

@ ServiceCenter - [Search Assel Recards] M= ||
[C] File Edt View Fomat Options Lt (picos Window Help T
dB@ 28Q 9| r =
<, Back Jhew S0 Search -
Asset Information =
Asset D H | Status:
Asset Tag [
Type [ £ Assat Pending Changs r
Subtype [ =] Critical Asset i
Department [ =] System Down? I
General | Comments |
Serial Mumber. [ Contact Name
Part Number [ JEE| Location
Domain: [ Building
Incident Category [ =E] Floor
Assignment [ JEE| Room
Wendor Name [ JEE|
Service Contract [ =
Cost Center [ JEE|
Protocal [
Protocal Addr [
4| | _’I_I
Ready Response 0.220 draw 0.40 insert  device.glam.search) [UP]

Figure 8-11: Asset Information form

2 Populate the fields with available information about the asset to create an
asset record.

Select Software License in the Type field drop-down list.
4 Choose the appropriate subtype in the Subtype field drop-down list.
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5 Click New. Figure 8-12 shows the Device Software License form.

{@ ServiceCenter - [New Asset] =] B3
[€] Fie Edt View Fomat (phore List(pions window Help -5 %]
A e -

VoK 3¢ cancel s Acld L~ Find & Fil -

Device Software License =
Summary |L\cense ‘Coma:t ‘Fman:lal |Attachment5 ‘

Asset D T Status: ’7
Subtype: \Froje:t Management License ﬂ| o
Description: \ Departrnent: ’7
Assignment: [ =] Cost Center: [
Part Mumber: [ =] Incident Category [
Manufacturer: \ Priority ’7
Model: [ Asset Pending Change? [

Critical Asset? In

| | ;ILI

Ready Respongse 0.761 draw 0.301 | insert | device softwarelicense.glam. new.device) [UP]

Figure 8-12: Asset Information form
6 On the Summary tab, type the part number in the Part Number field. The
Part Number field retrieves license model information from the catalog.

7 Complete the appropriate fields on the Summary, Financial, Contact, and
Attachments tabs. For more information, see the ServiceCenter User’s Guide.

8 Click the License tab and complete the appropriate fields. The License tab
includes the following subtabs and fields.

Field Description

Application Name Name of the software. This information comes from the
model table based on the part number you entered on
the Summary tab.

Where is the software Where the software resides, either the network or the
resident? client.

Can software be used in ~ Can the software be used on more than one operating
multi-OS environment?  system?

Current Version The current version number of the software in the
contract.
Past Versions Previous version number of the software.
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Click the License Type subtab

Fields and Options Description

Single-User option License that allows software to be installed
on a single workstation to be used by a
single user.

Multi-User option License that allows software to be installed
on multiple workstations to be used by
multiple users.

Per named workstation option A multi-user licensing type that allows
multiple software installations across
multiple workstations. This field only
displays if the Multi-User option is
selected.

Total No. of Installs The maximum number of times you can

Note: This the label for the rights 1St the software.

field if the Multi-user licensing Note: This value is used for compliance

type field is Per named checks.
workstation.
Per named user option A multi-user licensing type that allows a

specified number of individuals to have
access to the software. This field only
displays if the Multi-User option is
selected.

Total Number of Named Users ~ The maximum number of people who can

Note: This the label for the rights be named to have access to the software.

field if the Multi-user licensing
type field is Per named user.

Per concurrent accesses option A multi-user licensing type that allows a
specific number of individuals to have
access to the software at the same time.
This field appears only if the Multi-User
option is selected.

Concurrent Accesses The number of people who can access the
software at the same time.

Evaluation Rights Informational field. The maximum

number of installations allowed for
Note: This the label for the rights . .
field if the Multi-user licensing demonstration or evaluation purposes.

type field is Per concurrent
accesses.
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Fields and Options Description

Product Pool Drop-down list with servers, applications,
and systems. It is an informational field
that dynamically controls the appearance
of MIPS / # of Processors fields if servers
or systems is selected.

MIPS / # of Processors Reflects computer performance. Field is
informational and only displays if servers
or systems is selected in the Product Pool
field drop-down list.

With the exception of the Product pool and MIPS / # of Processors fields,
other data comes from the model table that depends on the part number
specified on the Summary tab.

1 Complete the appropriate fields on the Regions/Languages subtab.

Field Description
Regions Fill function is available. Lists regions for which the software is
applicable.

Languages Fill function is available. Lists languages for which the software is
applicable.

2 Click Add to save the new asset record.

Software Installations

In ServiceCenter, a software installation is tracked as an asset. When you
create a software installation, it retrieves data from the model table, which
depends on the specified part number. The Installed Software form enables
you to create a record of the software, where it is installed, and who is using
it. Typically, discovery tools populate Software Installation records.

The Installed Software form has two tabs:
m Application Information

m Installed Computer System

230 > Chapter 8—Inventory Management Service Information



Application Administration Guide

Figure 8-13 shows the Application Information tab.

(@ Search pcsoftware Records [_ O] x]
YBE ?8Q D) |
G Back  ofladd SV Sewch 0 Find 3 Fil -

Installed Software Information =

Application [nformation |\nsla||ed Caomputer System |

Execution Count:

Updated By:

Version:

Application Mame: 1 B2l Status [ =l
Description: |
Part Number: | [EIE| License ID [
Manufacturer: [ Courits For [
Model: [ File: Mame: [
File Size: [
Serial Mo, Installed Directony: |
Last Scanned: & Media Type: \
\
\

Last Execution:

[
[
Last Update: [ =
[
[

Suite Component? r
Fingerprint Authorized? r

-
1| | 3

Ready Response 0.190 draw 0100 | insert | pe.software.files.gldb. search] [UP]

Figure 8-13: Installed Software form: Application Information tab

Figure 8-14 shows the Installed Computer System tab.

Installed Software Information

Application Information  Installed Computer Spstem ‘

Installed System: 1 JETES] Installation Date: | =]

Installed By: | [EIE|
Contact Mame:

Fiemnoval Date: | a]
Network Name:

Fiemnoved By [ [EIE]
Model

Type:
Serial Number:

Figure 8-14: Installed Computer System tab

For more information, see the ServiceCenter User’s Guide.

To create a software installation record:
1 From the ServiceCenter home menu, click Inventory Management.
2 Click the Assets tab.
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3 Click Installed Software.
4 Populate the fields of the different tabs according to your needs.

Note: Application Name on the Application Information tab is a required
field.

5 Click Save or Add, or press F2, to save the record and leave it displayed.

Software Counters

Software counters enable you to verify that the number of software
installations you actually have does not exceed the number authorized by
your license. The number of software installations or access rights authorized
by a license is indicated by a number of rights.

For certain licenses, the software installation corresponds to the
consumption of a certain number of points. For example, a Microsoft Select
license specifies that installing Microsoft Word uses 10 points. Therefore, 100
of these installations uses 1,000 points. When you use software installation
counters, you can specify if the installation count should also count the
number of points allocated to each installation.

To create a software counter:
From the ServiceCenter home menu, click Inventory Management.
Click the Administration tab.

Click Software Counters to display the Software Counter Information form.

H W N =

Do one of the following:

= Type the name of the application in the Name field.
m Click Search to select the appropriate software.

5 The Licenses tab has these fields.

Field Description

All License Models Checks compliance of all licenses.

License Models Checks compliance of the number of selected licenses that
you specify.

6 Click the Installs tab.
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The Installs tab has the following fields:

Field Description

All Installation Models Checks compliance of all installations.
Calculation Method Checks compliance of selected installations.
Count Software Suite Count each application in a suite. (e.g. Microsoft
Components? Office is a suite that includes Word, Excel,

PowerPoint, Access).

Count Removed or Unknown Count any installations that have a status of
Installs? removed or uninstalled.

Count Non-Authorized Install? Count any unauthorized installations.

7 Choose the calculation method in the Calculation Method drop-down list
field.

8 Select any other appropriate options.
9 Click Add.

Choosing a Calculation Method

Choosing the calculation method for the number of installations enables you
to verify that you have not exceeded the number of rights specified in the
software license. For example, an office software license credits you 1,000
rights. Each software installation consumes 10 points. The software
installation counter enables you to verify that the software has not been
installed more than 100 times (100 x 10 = 1,000). ServiceCenter has three
calculation methods:

m Count each installation
m Count each workstation

m Count each user.

Each installation

Count each installation regardless of the number of workstations or users.

Figure 8-15 on page 234 shows that there are three installations counted
(Installation 1, Installation 2, and Installation 3).
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User 1
Workstation 1 Workstation 2
Installation 1 Installation 2 Installation 3
Application 1

Figure 8-15: Installation example

Each Workstation

Figure 8-16 shows an example that counts by workstation, not by the
number of installations.

User 1
Workstation 1 Workstation 2
Installation 1 Installation 2 Installation 3
Application 1

Figure 8-16: Workstation example
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If you install the same application multiple times on a workstation,
ServiceCenter counts only one of those installations. Figure 8-16 on page 234
shows that Workstation 1 has Installation 1 and Installation 2 of
Application 1. Because the count is by each workstation and there is only one
workstation, there is one installation of Application 1 counted. For
Workstation 1 and Workstation 2, each has an installation (Installation 1 and
Installation 3). There are two installations counted.

Each User

ServiceCenter counts one installation for each user on the workstation where
the application resides.

Figure 8-17 shows that User 1 has two installations (Installation 1 and
Installation 2) on his workstation (Workstation 1). Also notice that User 1
has another workstation (Workstation 2) with a third installation on it.
Although there are three installations, the count is by each user. Therefore,
ServiceCenter counts only one installation for User 1. There is also a second
user. Figure 8-17 shows two installations counted.

User 1 User 2
Workstation 1 Workstation 2 Workstation 3
Installation 1 Installation 2 Installation 3 Installation 4
Application 1

Figure 8-17: Count by user
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Compliance

When you click Add to create the software counter, the form adds Results
and Message Log tabs and Compliance Check and Create Schedule Record
buttons. The Results tab has the following fields.

Field Description

No. of Rights Indicates the total number of rights acquired for a particular
software license.

Rights Counted  Locates the number of instances of the software that are in use.

Last Processed Indicates the last time a compliance check was performed.

The Compliance Message Log

The Message log tab displays one of the following error messages about the
data entered for which you are checking compliance:

No license models have been selected for the software counter.

No installation models have been selected for the software counter.

There are no license models in the model table.

A software license does not exist for the license model with Part No.=%S.

Asset ID=%S is not a software license but is linked to license model with Part No.=%S.
The software license with Asset ID=%S does not indicate any rights.

There are not software install models in the model table.

A software install does not exist for the software installation model with Part No.=%S.
Installed system=%S does not exist for the software install with the License ID=%S
and Application Name=%S.

To clear the message log:

» Choose Options > Clear Message Log.

Checking Compliance

236

You can manually check compliance or you can schedule compliance
checking to occur automatically.

» To check compliance manually, click Compliance Check. If the compliance
check is successful, a message appears. Click OK.
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To check compliance automatically:

1 Click Create Schedule Record to launch the Schedule Software Compliance
Check Wizard.

2 When should the initial check be performed? Type the date when you want
the first compliance check to occur.

3 Do one of the following:
m Type the relative date/time (DDD HH:MM:SS) format in the next available

field. For example, type 7 for DDD to indicate every seven days, and
11:55:00 for HH:MM:SS to indicate the hour, minutes, and seconds.)

m Select Monthly, Quarterly, Semi-Annually, or Annually.
Figure 8-18 shows the Schedule Software Compliance Check Wizard.

(@ ServiceCenter - [Wizard: Schedule Software Compliance Check]

@E\Ie Edit “iew Format Options List Options Window  Help = E‘|5|
¥mE zeqa |9 o zl

Schedule Software Compliance Check

Enter the following infarmation to schedule an automatic cormpliance checlk(s):

‘When should the initial check be performed?

Manuany 31, 2002 00:00 B

If pou would like to schedule recurring compliance checks, enter the frequency of the checks belaw
OR select from one of the options at the right

7 11EEDD ™ Marthly
* Use ServiceCenter relative datestime format [DDD HH: M S5] r Guarterly
r Semi-Annually
r ALnnually
< Previous Mext » Finish Cancel |

| B

Response 0.120 diaw D.BD | insert | wizard[wizard. display] [US]

Ready

Figure 8-18: Schedule Software Compliance Check wizard

4 Click Finish. ServiceCenter creates a schedule record with the same name as
the software counter record. For more information, see System Tailoring.

After ServiceCenter completes a compliance check, it displays all results on
the Results tab. Click No. of Rights on the Results tab to display a list of all
the software licenses counted during the compliance check.
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Software Tracking and Compliance Example

Your organization needs Norton AntiVirus software. You submitted a
Change Request ticket that is approved. As part of the Change Request
process, you must add the software license and software installation
information to the catalog. An order ticket exists to obtain the software. The
order ticket includes two line items: one for the purchase of the software
license and another to procure software installation services.

Step 1 Add the software license and software installation information to the catalog.
See Step 1: Add Items to the Catalog on page 240.

Step2 When you receive the software license, you should add an Application type
asset record and a Software License type asset record to the Inventory
Management database. See Step 2: Add Records to the Inventory Management
Database on page 243.

Step 3 The next step is to create a software contract. See Step 3: Create a Software
Contract on page 246.

Step 4 Associate the software license you created to the contract. See Step 4:
Associate the Software License to the Contract on page 248.

Step 5 Create a support contract and associate the application asset to the contract.
See Step 5: Create a Support Contract for the Software License on page 251.

Step 6 Install the software and create install records in the Software Installation
table, one record for each installation. See Step 6: Create a Software
Installation Record on page 253.

Step 7 After time has passed, you should check to verify that the organization is
compliant with the Norton AntiVirus license. Create a software counter to
verify that the number of installations you actually have conforms with the
number of installations you have for the licenses. See Step 7: Check Software
Compliance on page 255.

Figure 8-19 on page 239 shows the interrelated table and record relationships
that enable software tracking and compliance checking.
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device table

Software license Application
record record

softwarelicense
table

Attribute record
for Software

license

model table
License
rights

Software license pcsoftwaretable

record

table

softwarecounter

Install Install
record 1 record 2

Software
installation
record

Software
compliance
counter

Installation

Install Install totals

record 3 record nn

contractitem
table

. . contractssoftware
Relationship Relationship table
record for device record for device

and software and support
contract contract

Attribute record
for software

contract

contract table contractssupport
table

Software contract Support contract Attribute record
record record for support
contract

Figure 8-19: Software tracking and compliance check relationships

Software Tracking and Compliance

Example
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Step 1: Add Items to the Catalog

In this example, you are adding a software license model to the catalog.
To add an asset to the catalog:

1 From the ServiceCenter home menu, click the Support tab.

2 Click Models. Figure 8-20 shows the Model Information form.

(@ ServiceCenter - Search model Records [_ O] x|
File Edit “iew Fomat Opgtions Lt Dptons Help
Yhd 28Q D b |
= Back ol sdd S0 Seach 00 Find 4 Fill -
Model Information =
General ‘ Current Quantities | Reorder | Vendors | Catalog | Software | Ficture |
Part No.: I | Cost: [
Briet Descriptior: 1 Currency: [
Manufacturer: [ JETES| GL Mumber: [
Maodek: 1 Default Priarity [
Model Ext.: [ Default Quantity: [
Serialized o Config. File: [

Ready Response 0.180 draw 0.281 | inzert | model.gldb.search] [UP]

Figure 8-20: Model Information form

For more information, see the Support Files section in the ServiceCenter
System Administrator’s Guide.

3 Type the required information on the General tab on the Model Information
form, as shown in Figure 8-21 on page 241.

Note: If you are actually adding an item to the catalog, complete any
additional fields that are required by your organization’s business
rules and practices.
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Fle Edit View Fomat Options LiotOpions Help
AmE Tea 9 |
/0K 3 Cancel €4 Pravioss $9 New  add [ Save (] Delte [ Views 00 Find g Rl

General | Curent Quantiies | Reorder | Vendors | Catalog | Software | Picture |

General Information

Part No.: Q Cost: ISDDU—
Brief Description: Morton Antivinus 7.5 Curency: )
Manutacturer: m GL Number: l—
Model Toton Artins 76| Default Pricrity —
Model Ext.: - D efault Quantity: l1—
Serialized O Config. File:
Purchase Norton Antivirus 7.5 -
1

=

Ready | Response 0.201 diaw 0.290 ‘ insert ‘ model gldbview] [UP] -

Figure 8-21: Model Information form: General tab

Click the Catalog tab.

On the Catalog Information subtab, type the line item category name,
Software License, in the LI Category field. Figure 8-22 shows the Catalog
Information subtab.

File Edit yiaw Fomat (plions  List (o Help
® | -

W Ok anr\ne\ (( Previous 93 Mewt o add [ Save ] Delete [ Views .7 Find I
Model Information 1=

General ‘Culrentuuanl\t\es | Reorder | Vendars  Catalog | Seftware | Picture |

i | Part Condiions | Component Conditions | ApprovakstBlerts | Receiving Information |
Catalog Information

LI Category: Software License 1) Assigned Dept: Bl
Sequence:

Group Part Mumber Diescription Quiantity Categary Option Type |

—

Giroup Mame Dependent On Dependency Tyne |
Ready Response 0201 diew 0290 | nsert | model ol view] [UF] A

Figure 8-22: Model Information form: Catalog Information subtab (Catalog tab)
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6 Click the Software tab and type the information shown in Figure 8-23.

B ServiceCenter - model: 530 [_ O] ]
File Edit “iew Fomat Options Lt Options  Help
LmE 2eQ 9 | =l

V0K 3 Cancel €€ Previous 3P New o add [ Save (] Delete [ Views 00 Find 4 Fil .
Model Information

-

General | Current Quantiies | Reorder | Vendors | Catslog  Software |F‘icture |

Software Information
Application Mame: INullun Antiinig Corporate Edition

License Information

Single-User (o) Tatal Na. of Installs:
M ulti-U ser ®  [Fernamed warkstation =l Evaluation Rights:

1]

Installation Information

Paints per Install:

Version:
Authorized? I
Ready ‘ Response 0.201 draw 0.230 ‘ ingert | model. g(db. view] [UP] o

Figure 8-23: Model Information form: Software tab
7 Click Add or press F2.

8 Next, you must add a software installation model to the catalog. You can do
so by modifying the record you just created for the software license model.
Click the General tab of the Model Information form. Type the new part
number 531 in the Part Number field.

9 Click the Catalog tab and change the line item category name in the LI
Category field to Software Installation.

10 Click Add or press F2.
11 Click OK.

12 Click Back to return to the ServiceCenter home menu.
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Step 2: Add Records to the Inventory Management Database

In this step, you will add two types of assets to the device table. You will add
an Application asset for the Norton AntiVirus application and a Software
License asset for the Norton AntiVirus license

To add the application asset:

1 From the ServiceCenter home menu, click Inventory Management. Click
Assets. Populate the fields with information about the asset record you are
creating.

2 Because you are creating a software license, select:
m Application in the Type field drop-down list.
m Anti-Virus/Security in Subtype field drop-down list.

3 Click New. The Application form appears. Complete the fields on the System
Summary tab as shown in Figure 8-24.

(@ ServiceCenter - New Asset [_ O] ]
File Edit “iew Fomat Options Lt Dptons Help
Lhm 78Q 9 »| ]

W 0K M Cacel  ofpdd T Find 3 Fil -

Application ol

Spstem Summary |Cunlacl |Vendur |Helallunshlps ‘Flnancla\ |Allachmenls ‘

Version:

Asset D Norton Artivius 7.5 Status: wailable =l
Subtype: [ntivinus/Security =l Company: | Bl&
Asset Tag: | Departmert: | [EIE|
Metwork Narne: [ Cost Center: [ [EIE]
Domain: | Service Contract: | | =
Assignment: | [EIE| Incident Categony: | =g
Serial Number: [ Pricrity: [ =
| Azset Pending Change -
r

Ciitical Asset

-
1| | B

Ready Response 0.221 draw 0.300 | insert | device Application.glam. new.device] [UP]

Figure 8-24: Application form: System Summary tab
4 Click Add.

To add the software license asset:

1 From the ServiceCenter home menu, click Inventory Management. Click
Assets. Populate the fields with information about the asset record you are
creating.

2 Because you are creating a software license, select:
m Software License in the Type field drop-down list.
m Utility Software License in the Subtype field drop-down list.
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3 Click New. The Device Software License form appears. Complete the fields
on the Summary tab, as shown in Figure 8-25.

File Edit Wiew Fomat Cofions ListUpfons  Help
sha 7eal 9| 5l
W0k M Cancel  olaAdd 00 Frd 3 Fil o

Summary | Licerse | Contact | Financial | Atackments |

Asset D) Status walable: =
Subtype: [tility Softyeare License =l Company: I—Eﬂ
Besilien B&
Aszsighment: I—Eﬂ Cost Center. I—Eﬂ
Part Number: 0] [ETF] Incident Catagory I =T
Manufacturer 1 Priority - |
Model [ AssetPerdngChangs? [

Critical Asset? I

-
4| | »

Ready Response 0.200 dravw 01320 | insert | device. softwarelicense. glam. new.device] [UF]

Figure 8-25: Device Software License form: Summary tab

4 Click the License tab. Complete the appropriate fields on the License tab
shown in Figure 8-26.

(@ ServiceCenter - New Asset [_ O] x]
Fie Edt View Fomat 0o LivOciors Help
$mEd ?eqQ 9 | =l

W0k M Cancel  okadd L Find 3 Fil .

Summary  License | Contact | Financial | Attackments |

License Information

General | License Type | Regions/Languages |

Application Name Horotn Antivius Current Version 75
Where is the software resident?  [netwark =] Past Versions |
Can software bs used in mult-05 envionment? = [

4 |

Ready

-

Response 0.200 draw 01320 | insert | device. softwarelicense. giam. new.device] [UF]

Figure 8-26: Device Software License form: General subtab (License tab)
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5 Click the License Type subtab and complete the appropriate fields, as shown
in Figure 8-27.

& ServiceCenter - New Asset [_[O]x]

File Edit “iew Fomat Opfions Lt Options Help

$mE Teq 9 | =
oK ¥ Cancel i Add ) Find & Fil -

Device Software License =

Summary | License | Contact | Financial | Attachments |

License Information

General  License Type |F\agmns!Languagas |

License Type
Single-U s 9] Taotal No. of Installs: 500
Multi-User - [Per named work station x| Evaluation Fights: 5
Product Pool: ‘lappl\callons ﬂ‘

=
4| | »

Ready Response 0.200 diaw 0.320 | insert | device softwarelicense.glam. new.device] [UF]

Figure 8-27: Device Software License form: License Type subtab (License tab)

6 Click the Regions/Languages subtab and complete the appropriate fields.
Figure 8-28 shows the Regions/Languages subtab.

a ServiceCenter - Mew Asset [_ O] ]
File Edit “iew Fomat Opfions Lt Options Help

i 280 9w =l

oK ¥ Cancel = Add . Find 4 Fil -

Device Software License =

Summary | License | Contact | Financial | Attachments |

License Information

General |Licanse Type HRegions/Languages |

Regions | Languages
Marth America English
Asia |Japanesd —

=
4| | »

Ready Response 0.180 diaw 0.321 | insert | device softwarelicense.glam. new.device] [UF]

Figure 8-28: Device Software License form: Regions/Languages subtab (License tab)
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7 Click Add or press F1 to save the new asset record.

Step 3: Create a Software Contract

The next step is to create a contract for the Norton AntiVirus software.

To create a software contract:

From the ServiceCenter home menu, click Inventory Management.
Click the Contracts tab.

Click Contracts. The General Contract Information form appears.
Click New to launch the Add New Contract Wizard.

Click the Create what type of contract? option.

A 1 A W N =

Figure 8-29 shows the drop-down list to choose a contract type. Choose
software. Click Next.

|

{@ ServiceCenter - [Wizard: Add Hew Contract] o=

) Ble Edt Yiew Fomat Ooions LitOpions Window Help EE
.

Add New Contract =

You must choose the type of contract you would like to add, or select an existing
contract template

@ Create what type of contract? [koftware =l|

) Create a contract from which template?

< Previous Next = Cancel
4 »

Ready Responge 0.270 draw 0.91 |insert | wizard(wizard.display) [UP]

Figure 8-29: Add New Contract wizard

7 The General Contract Information form displays.
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8 Complete the fields shown in Figure 8-30.

(& ServiceCenter - [New Contract] [_ O] %]
@ Eile Edit View Fomat Ogtions ListOptions Window Help =18

<%, Back s Acld ~ Find 3 Fill -
Software Contract Information =

Contract ID: I[NA\/ Status: draft

Creation Date: April 14, 2003 11:01 Contract Type: software

Submitted By: )fa\cun 2l Signed Date

Megotiated By: [ alel Start Date

Assignee: [ alel Expiration Date

Brief Description [

General | VandodContact | Financial | Terms | Renewal Info | Notes | Attachments

Company: [sCcvE alel Matification Group:
Department: LAdmlmstrat\on alel Motification Contact
Budget Center: [ alel
- ‘ BE Product Mo
u g
iR Part No
Project 10: \
Manufacturer:
Accounting Code: \
Model o
Lz Gl
A ! el Purchase Order Mo.: 12002
Authorized Callers | Purchase Req Mo.:  [21003
Inwaice Mo,
4 | L’J
Ready Response 0.310 draw 0.281 | insert contract software{contract. open) [UP]

Figure 8-30: Software Contract form: General tab

Note: The data in the Purchase Order No. and the Purchase Req No. fields
are sample data and do not reflect actual request tickets.
9 Type today’s date in the Start Date field.
10 Type a date one year in the future in the Expiration Date field.

11 Click the Financial tab and complete the fields shown in Figure 8-31 on
page 248.
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(@ ServiceCenter - New Contract [_ O] ]
File Edit “iew Format Optone  List Option: Help
YBEB ?70Q 9 b =l
% Back  ofladd 7 Find 3 Fil =
Software Contract Information
Contract ID: MNAY Status: draft
Creation Date: February 26, 2003 17:31 Contract Type: software
Submitted By FALCON 2| Signed Date: JE]|
MNegotiated By: JETES| Start Date: cwour start date> JE1}
Assignee: [E1EE| E xpiration D ate: [<your expiration dates [E1|

Brrief Description; |

General ‘Vsndur/[}untact Financial |Te|ms ‘Henewa\lnlu |Nutss |Allachmenls ‘

Cost |

Cost Center: 2le]

Purchase Cost

Cost: 25000

Curency: s Dollar =82

Cunency EX Date: | ]

One-Time Charge Renewal Cost

Cost: Cost:

Currency: R EE Currency: R EE

Currency Ex Date: JE) Currency Ex Date: JE)
| | I
Ready Response 0.217 draw 0.340 | ingert | contract software[contract. open] [UFP]

Figure 8-31: Software Contract form: Financial tab

12 Click Add. ServiceCenter adds the Licenses tab to the Software Contract
form.

Step 4: Associate the Software License to the Contract

On the contract you just created, you now will add the software license to it.

To add a software license to a contract:
1 Click the Licenses tab on the Software Contract form.
2 Click Add Licenses. The Select Assets to Add to Contract Wizard appears.
3 Click Fill next to the first field. A Search criteria form displays.
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4 Access the software license you created previously. Fill the necessary fields to
filter the list. For example, to locate the software license for this contract, type
NAV in the Asset ID field, as shown in Figure 8-32. Click Search.

@ Please select a search criteria. =1 3
(% Back N9V Search + Fil =

Asset Information

Azset 1D [Maw |

Azzet Tag: |

Type: [ =l
Subtype: | =l
Company: | [El}
Department: | [El}
Locatian: | [El}

‘endar Mame: | [El}

Part Mumber: | [El}

< | _>l_I

Figure 8-32: Asset Information

If there is only one license in the database, it automatically populates the first
asset text box on the Select Assets to Add to Contract Wizard shown in
Figure 8-33. Click Next.

a ServiceCenter - [Wizard: Select Assets] M= 3
@ File Edit “iew Fomat Opfions  List Optons  Window  Help _|ﬁ||1|
|

Select Assets to Add to Contract -

Flease fill in the assets that will be added to this contract:

e | e | | o f e
|

-
[ | »

Ready Response 0.131 draw 0.70 | insert | wizard{wizard. display) [UP]

Figure 8-33: Select Assets wizard
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If you have more than one license in the database, the search returns a list.
Double-click the correct license and it also populates the first field of the
wizard. Click Next. Figure 8-34 shows the license you added at the bottom of

the Asset list.

@ ServiceCenter - [Contract: NAY] [_O[X]

@ File Edt “iew Fomat Options Lot Opfions Window Help =18
P -~ n
% Back Hsave 0 Find & Fil

Software Contract Information =
Contract D Inay Status current
Creation Date: April 14,2003 11:01 Contract Type: software
Submitted By falcon Iz Signed Date =}
Megotiated By [ IEE| Start Date lespril 14, 2003 00:00 =}
Assignee [ IEE| Expiration Date lespril 14, 2004 00:00 =}

Brief Description \

General  Licenses ‘Vendurﬂ‘Cuntact |Fmancwa\ ‘Terms |Renewa| Info |Nmes ‘Ana:hmems

Add Licenses | Generate % |

Azset ‘ ID ‘ % Cost Allocation |Stalu5
device CaralPC 5650 Available b
device DD-000002 36 Retired
device DPCO000S 450 Warehouse
device AN Available
4 | ;IJ
Ready Response 0.581 draw 0.581 |insert | contract. software(contract view) [UP]

Figure 8-34: Select Assets wizard

1 If you want to allocate costs to this license or any other license, double-click
the row where the asset appears. Figure 8-35 shows the form where you can
specify an allocation percentage.

(@ ServiceCenter - [Contract Item] [_ (O]
@ Ele Edit Wiew Fomat Options Lot Optops  Window Help - E‘lﬂ
%, Back o= Add I save 17 Delete - Find & Fil =
Caontract Information
Contract D [riaes G|
Contract Type: software
Asset |device =] Caontract Status: current
D I~ I=| Company: CME
. Assignee:
% Cost Allocation: |
Start Date Epnl 14, 2003 00:00
Aszszet Status: Available Expiration Date ﬁpril 14, 2004 00:00_|
| | ;l_l
Ready Response 0160 draw 0.60 | insert | proration(contractitern. view) [UP]

Figure 8-35: Allocation Information form.
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2 Type the percentage of the cost you are allocating to this license in the
% Cost Allocation field.

Click Save.

4 Click Back to return to the Licenses tab of the Software Contract Information
form. The allocation percentage appears in the % Cost Allocation column.

Step 5: Create a Support Contract for the Software License

The next step is to create a support contract for the Norton AntiVirus
software.

To create a support contract:

1 From the ServiceCenter home menu, click the Services tab. Click Inventory

Management.
2 Click the Contracts tab.
3 Click Contracts. The General Contract Information form appears.
4 Click New. The Add New Contract Wizard appears.
5 Click Create what type of contract? option.
6 Choose the support contract type from the drop-down list, as shown in
Figure 8-36.
Add New Contract =

You must choose the type of contract you would like to add, or select an existing
contract template:

® Create what type of contract? [support =|

) Create a contract from which template?

Ready Response 0.111 draw 0.40 | insert | wizard{wizard.display) [UP]

Figure 8-36: Add New Contract wizard

7 Click Next.
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8 The General Contract Information form appears. Complete the fields using
the information shown in Figure 8-37.

(@ ServiceCenter - New Contract [_ O] =]
File Edit “iew Fomat Options Lt Dptons Help
rme rea 8 > B
G Back  ofadd 0 Find 4 Fil =
Support Contract Information
Contract 1D: Status: draft
Creation Date: February 26, 2003 17:37 Contract Type: support
Submitted By: FALCOM 2 Signed Date: JE)
Megotiated By [ Start Date: <your start date> =]
Assignes: [EIE| Expiration D ate; [epour expiration date] B

Brief Description: |

General | Support Info |Venduw‘CUnlacl |Fmancla| ‘Tsrms |Henewa|\nfu ‘Nules ‘Attachmenls |

Customer ID: CME = Motification Group:
Department; [Edministiation 2le] Notification Contact:
Budget Center: Bl&| E—
roduct Mao.: 7
Budget Code: Bl& - EIE
Project 10
! X Manufacturer. JETES|
Accounting Code: - |
odel
Languags Engich ElA) Purchase Order No.: [E1EE|
Authorized Callers | Purchase Req No.: [T

Irevoice No.:

4| | |

Ready Responze 0.217 draw 0.340 | insert | contract support{contract. open) [UP]

Figure 8-37: Support Contract Information form: General tab

Note: The data in the Purchase Order No. and the Purchase Req No. fields
are sample data and do not reflect actual request tickets

9 Type today’s date in the Start Date field.

10 Type a date one year in the future in the Expiration Date field.
11 Click Add.
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Adding an Application Asset to a Support Contract

The next step is to add the Norton AntiVirus 7.5 application asset to the
support contract you just created.

To add an asset to a support contract:
1 Open the support contract you just created.

2 Follow the steps in Step 4: Associate the Software License to the Contract on
page 248 to add the asset to a support contract. Use the asset ID Norton
AntiVirus 7.5.

Step 6: Create a Software Installation Record

Next, you must create five installation records. Remember, that
auto-discovery typically creates software installation records.

To create a PC software record:
1 From the ServiceCenter home menu, click Inventory Management.
2 From the Assets tab, click Installed Software.

3 The Installed Software Information form appears. Complete the form with
the information shown in Figure 8-38.

@ pcsoftware [_[O]x]
HEBE ? 8 QA 9 [sch |
ok M Cancel &€& Frevious 3P New  oladd  [JSave [ Delete .07 Find Rl

Application Information ‘Instal\ed Caomputer System ‘

Application Mame: TNt Antivines 7.5 [ETFE} Status: Jirstalled =l
Description; \Nurlun Anlivinus 7.5
Part Number [531 [EIE]| License D | ] |
anufacturer: [advanced Systems Counts Far: [
Model [75 File Name: |
File Size: |
Serial No.: [ Installed Directory: |
Last Scanned: [ 1) Media Type: |
EZ::::;::: } gl E recution Count: |
Last Execution | ]
Wersion, [75
Suite Component? r
Fingerprint Authorized? Iv!
< | H
Ready Fesponse 0,111 diaw 0.200 | insert | pe.software.files.gldb. view] [UP]

Figure 8-38: Installed Software Information form: Application Information tab
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4 Click the Installed Computer System tab and type CarolPC in the Installed

System field, as shown in Figure 8-39.

@ pcsoftware [-]O] =]
SBE 28 QA 9| |sh =l
w7 Ok X Cancel €€ Previous 9 Newt uffs Add I Save 7] Delete " Find &Rl "
Installed Software Information
Application Information  Installed Computer Spstem |
Installed Syster: ICarcllPC [EIE] Installation Date: | ]
Installed By | [
Contact Name: MENKINS, CAROL
Removal Date. | JE1}
Metwork Name: . . | |
Modsk: o500 smeveste
Tupe: computer
Serial Mumber
4] | B
Ready Responze 0177 draw 0.200 | insert | pc.software. files. oldb. view) [UP]

Figure 8-39: Installed Software Information form

5 Click Add.

6 Repeat step 1 on page 253 through step 5 on page 254 to add four more

installation records. Ensure that you:

m Update the License ID field on the Application Information tab and the
Installed System field on the Installed Computer System tab for each

additional installation record.

Install License ID field on the
record Application Information tab

Installed System field on the
Installed Computer System tab

#2 NAV002 BobPC
#3 NAV003 DavePC
#4 NAV004 JoePC
#5 NAV005 SarahPC
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Step 7: Check Software Compliance

Assume that time has passed and according to the business practices of the

organization, it is time to check the compliance of the Norton AntiVirus
software.

The purpose of the compliance check is to verify that the organization
adheres to the requirements of the software license. Compliance checks the
number of rights in the license against the number of installs.

To create a software counter:

-

From the ServiceCenter home menu, click Inventory Management.

Click the Administration tab.

Click Software Counters. The Software Counter Information form displays.
Type All Norton Licenses in the Name field.

Type 530 in the first row of the License Models field.

Note: Remember, 530 is the part number for the Norton Antivirus 7.5
software license.

i A W N

a ServiceCenter - [Search Software Counter Records] M= 3
@ File Edit “iew Fomat Options List Options  Window  Help = |ﬁ'|1|
% Back o Add S0 search .0 Find 4 Fil -
Software Counter Information
MNarne: ||AII Morton Licenses |

Licenses |Insta|ls |

Count the licenses linked to the following models:

All License Models? C

License Models |

530
1 | I
Ready Response 0.440 draw 0.100 | insert | software. counter. g(softwarecounter. search) [URP]

Figure 8-40: Software Counter Information form: Licenses tab
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6 Click the Installs tab and complete the fields on it as follows:

1
(@ ServiceCenter - [Search Software Counter Records] =1 &3
[C) Fie Edit View Fomat Options Lis Opiion: Window Help NEIES

<, Back o add  S¥0search 0 Find 4 Fil =
Software Counter Information

Name: ||AH Morton Licenses |

Licenses  Installs |

Count the installations linked to the following models Calculation Method: | =

Al Installation Models? C Count Software Suits Components? In

Installation Models ‘ Count Removed or Unknown Installs? In

53 Count Non-Authorized Installs? I
4| | N
Ready Responge 0.440 draw 0,100 | insert | software counter.g(softwarecounter. search) [UP]

Figure 8-41: Software Counter Information form: Installs tab

7 Click Add. Notice that the form changes with the addition of the Results and

Message Log tabs and the Compliance Check and Create Schedule Record.
buttons.

8 Click Compliance Check. Figure 8-42 shows the result.

(@ ServiceCenter - [Software Counter: All Norton Licenses] [_ O] =]
@Eile Edit View Famat Options List Option:  Window  Help = E‘|5|
YEBE 2eQl 9 =

4 Back €« Frevious 3@ Mext ol Add I 5ave 7 Delete . Find 4 Fil =

Software Counter Information

Name: “AII Morton Licenses |

Resuls | Licenses | Installs | MessageLog |

Ma. of Rights: 500 B lees sk
Rights Counted: 5

Create Schedule Record
Last Processed 12411402 16:01:00

Non-Authorized Users

Figure 8-42: Software Counter Information form
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Your organization is compliant for the Norton AntiVirus 7.5. The No. of
Rights field indicates that the organization has 500 rights with its software
license. The Compliance Check located five installations of the software. The
organization still has 495 rights for this software.

Where to Find More Information

For information about asset management, see the ServiceCenter Request
Management Guide. For information about modifying or deleting a record,
or creating a contract, see the ServiceCenter User’s Guide.

Where to Find More Information <« 257



ServiceCenter

258 p-Chapter 8—Inventory Management Service Information



9 Service Level Management

CHAPTER

Service Level Agreements (SLAs) track performance and provide system
feedback on service agreements between departments within a company.
SLAs are integrated into the ServiceCenter suite of modules, but they may be
implemented separately to monitor the quality of both external and internal
service. This chapter provides a general definition of SLAs and how they are
used in ServiceCenter and a general description of the SLA interface with
other ServiceCenter modules and external sources.

Read this chapter for information about:

What Is a Service Level Agreement? on page 260
SLM Concepts on page 261

The SLM Module on page 262

Status Progression on page 267

Creating a Service Level Agreement on page 269
SLA Maintenance Tasks on page 279

Service Contracts on page 319

Expense Lines on page 329

Cost Assessment on page 332

Entitlement Checking on page 336

Viewing Contract Overruns on page 339

Contract Wizard on page 340
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What Is a Service Level Agreement?

An SLA is an agreement between a service provider and a customer. An SLA
can be internal, between the departments within an organization, or external,
between an organization and a vendor. These agreements cover two
important aspects of service:

m Availability of a specific resource within a specified time frame.

m Performance guarantees for service response times.

The Value of SLAs

Using SLAs

SLAs manage performance tracking information and provide system
feedback on service agreements between departments within a company. Use
this information to quantify the level of service you receive both from within
your organization and from service contracts with outside vendors and to
determine if resources are available when you need them. It is important to
know that when an outage occurs for a resource specified in a service
agreement, the provider responds as promised.

Accumulating accurate service performance data manually and evaluating it
properly over an extended period is not feasible for a large enterprise. Your
organization must accumulate this data automatically to track service
guarantees efficiently. You must detect the failure of a service guarantee to
protect yourself from the economic consequences of lost productivity.

You can use SLAs internally to track the service performance of an IT
department within an organization. Service guarantees exist between IT and
other departments in the organization to track object (e.g., devices or
software) availability and response performance. For example, the IT
department might guarantee that a development department server will be
available 98% of the time and that 99% of the time IT will respond to an
outage involving that device within one hour.

The SLA reflects these guarantees. The SLA also tracks compliance and show
the potential economic impact of outages.
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Most organizations apply SLAs in this manner:

m Focus on discrete measures of object performance, such as hardware
availability.

m Add metrics for help desk performance, technician response time, and
customer satisfaction.

m Assess economic impact on the enterprise resulting from SLA
performance.

m Publish SLAs to the user community in an effort to increase end user
satisfaction.

SLM Concepts

There are several key components in Service Level Management (SLM):
m Using clocks

m Natural progression

m SLA response phase

Read the following sections for more information.

Using Clocks

A clock is a ServiceCenter mechanism to keep track of time. In this context,
clocks are used to keep track of how much time a ticket spent in an SLA
response phase and how much time a ticket was in an intermediate state.

Clocks are stored in the clocks file and keep track of time as follows:

m In an SLA response phase, they have a clock type of sla. They have the
same name as the phase they are tracking.

m In an Intermediate state, they have a clock type of problem. They have the
same name as the intermediate state they are tracking.

Natural Progression

The natural progression is the path that an incident takes from the time you
open it until the time you close it. This natural progression is defined in the
Status Progression table of the slacontrol record. For more information, see
Status Progression on page 267.
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SLA Response Phase

The SLA response phase is the interval in the life of an incident that begins in
one state and ends in another state. SLA response phases are defined on the
Response Times tab of an SLA. An SLA response phase is one of the items that
the SLM module uses to gather metrics. For example, the following table
shows typical SLA response phases.

From To

Open Work in Progress
Open Closed

Work in Resolved
Progress

Resolved Closed

When defining a response phase the following rules apply:

m An SLA response must begin with a progression state, and it must end in
a progression state that is farther in sequence.

m An SLA response phase may not begin or end in and intermediate state.
Although an incident can go from a progression state to an intermediate
state, these phases are not normally defined in the SLA because it does not
make sense to collect metrics on them.

The SLM Module

The SLM module has a centralized repository of SLA information and it is
fully integrated into the ServiceCenter suite of modules. The module runs
automatically and continuously recalculates SLA performance.
ServiceCenter feeds availability and response metrics into the module and
charts them graphically. ServiceCenter gathers outage information from
sources such as incident tickets and change requests and compares the
information with service guarantees to determine the status of the SLAs in
the system.

The SLM module can also help prioritize incident resolution. For example,

as a system administrator you can use the SLM module to escalate an
Incident ticket inside ServiceCenter if the service guarantee is in jeopardy.
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Interfacing with External Sources

SLM uses external event interfaces to external enterprise management
sources to feed information about network status or technician performance
into the SLM module, even if you have no other elements of the
ServiceCenter suite installed at your site.

The SLA Configuration Record

The SLA configuration record displays control options for all the SLAs in
your system. You should set up display preferences and processing options in
this record before you use the Service Level Management module. You may
edit the SLA configuration record at any time.

To access the SLA configuration record:

1 From the ServiceCenter home menu, click Service Level Mgmt. Figure 9-1
shows the Service Level Agreements tab.

@ raL

[_[O] x|

rea e | E

%y Back

ServiceCenter’ ® = m

Service Level Agreements ‘ Service Contracts | Supporting Data ‘

Add New SLA Regen SLA Partials
J Create a new service level 2 Recalculate SLA information for
agieement definition. a specific month.
Search SLA Definitions ____ EditDept. Assignments
Search for existing service level r Edit Service Level Agreements
agieement definitions, for a specific department.

Yiew SLA Metrics
ﬁ Wiew cument SLA metric
- information
e Configure Module
4 iv* Define Service Level
& Agreement behaviors.

Figure 9-1: Service Level Management menu: Service Level Agreements tab
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2 Click Configure Module. Figure 9-2 shows the SLA configuration record.

=] B3
3 w28 G 3 |
V 0k x Cancel Fl Save =
SLA Options o Tl
esponse Thresholds:
Enable Madule: ’Ulipi
Auto Post Outages: v ,097
Spread Oulages: W~ -
pread Outages: . = j
Response E scalations: =
Suppress Old-Style Escalations: u
e Y Luailabilty Threshalds:
Auvailability Escalations: ul ,7
Check Service Hours: ird
Allow Override of Service Hours Violation: [ I
Enable Categary/Priarity mapping: ]
Default SLa: [ >| | Status Progression |
Open
‘work. in progress
Graphi
faRnng Resolved
Color for 100%, Forest x| |[ Closed
Calor for <1003 but above target: M anila =
Calor for below target: Brick =
Ready Response 0.70 draw 0.90 | inzert | slacontral.glus.fill display) [UP]

Figure 9-2: SLA configuration record

3 Select the desired configuration options. See these sections for a definition of
each option.

m SLA Options on page 265

m Graphing on page 266

m Thresholds on page 266

m Status Progression on page 267.

4 Click Save. The status bar displays this message: Record updated in the
slacontrol file.

Note: A single configuration record contains all control options for the SLM
module.

5 Logout and then log in. Changes made to the SLA configuration record do
not take effect until complete this step.
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Select the following check boxes to activate the described option.

Check Box Description

Enable Module Enable the SLA configuration module. This selection
also enables all the options selected in the SLA
configuration record. You must log out and log back in
for changes to this record to take effect.

Auto Post Outages Use the open and close times of the related Incident
ticket for the outage times. If you omit this option, the
system prompts you for start and stop times for the
outage when you open the Incident ticket.

Spread Outages Automatically create outage records for any children of
a device being reported for an outage.

Response Escalations Escalate Incident tickets based on the percentage of
allowable response time that has passed. The system
uses the percentages defined in the Response
Thresholds array to set Alert Stages. If the array is blank,
the system uses default percentages. For more
information, see Thresholds on page 266.

Suppress Old-Style Disable the category-driven model for escalating
Escalations Incident tickets.

Availability Escalations ~ Escalate Incident tickets based on the percentage of
allowable downtime elapsed. The system uses the
percentages defined in the Availability Thresholds array
to set Alert Stages. If the array is blank, the system uses
default percentages. For more information, see
Thresholds on page 266.

Check Service Hours Prevent users from opening Incident tickets outside of
the service hours defined in the SLA. A dialog box
advises the user that service is unavailable.

Allow Override of Service Override the service hours limitations.
Hours Violation

Enable Category/Priority Whenever opening an Incident with a specific

Mapping Department/Category/Priority, it is assigned a specific
SLA.
Default SLA The default SLA to use when opening Incident tickets

when no specific SLA exists for the contact’s department
or the company.
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Graphing

You can specify colors for your graphs from drop-down lists to show object
performance percentages.

Field Description

Color for 100% Possible color choices are: Black, Red, Green, Blue,
Gray, Light Gray, Dark Gray, Yellow, Cyan, Magenta,
Navy, Forest, Purple, Teal, Brick, and Manila

Color for <100% but Possible color choices are: Black, Red, Green, Blue,
above target Gray, Light Gray, Dark Gray, Yellow, Cyan, Magenta,
Navy, Forest, Purple, Teal, Brick, and Manila

Color for below target Possible color choices are: Black, Red, Green, Blue,
Gray, Light Gray, Dark Gray, Yellow, Cyan, Magenta,
Navy, Forest, Purple, Teal, Brick, and Manila

Thresholds

You can specify threshold values for response and availability escalation.

Field Description

Response Thresholds Determines the values for the Response Escalations
option. Enter percentages in the array for setting Alert
stages. For example, values set at 0.55, 0.75 & 0.85
escalate an Incident ticket in the following stages:
m Alert Stage I at 55% of the guaranteed response time
m Alert Stage I at 75% of the guaranteed response time
m Alert Stage IIT at 85% of the guaranteed response time

Availability Thresholds ~ Determines the values for the Availability Escalations
option. Enter percentages in the array for setting Alert
stages. For example, values set at 0.55, 0.75 & 0.90 will
escalate an Incident ticket in the following stages:

m Alert Stage I when 55% of the allowable downtime
has elapsed

m Alert Stage IT when 75% of the allowable downtime
has elapsed

m Alert Stage III when 90% of the allowable downtime
has elapsed

If you leave the threshold fields blank and select the Response Escalations
and Availability Escalations options, the system uses these default:
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m Alert Stage I at 50%
m Alert Stage I at 75%
m Alert Stage I1I at 90%

Status Progression

ServiceCenter includes two status types:
m Natural progression state

m Intermediate state

Natural Progression State

This state defines the natural progression or natural path that an incident
may take from the time it is opened to the time it is closed. The natural
progression goes from a lower progression sequence number to a higher
progression sequence number. ServiceCenter ships with the following
progression states.

Progression
Sequence Number Natural Progression State

1 Open

2 Work in Progress
3 Resolved

4 Closed

Given these progression states, an incident ticket naturally goes from Open,
to Work in Progress, to Resolved, and then to the Closed state.

Intermediate States

This state, also known as a lateral progression state, refers to status that
occurs outside of the natural progression that an incident takes during its
lifetime. ServiceCenter ships with the following intermediate states:

m Pending customer
= Pending other

m Pending vendor
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m Referred

m Reject

m Replaced problem
m Suspended

Rules for Natural Progression and Intermediate States

There are certain rules that govern the use of natural progression and
intermediate states:

m A ticket may go from a natural progression to an intermediate state. When
it returns to the natural progression cycle, it must return to a natural
progression state that has the same or greater progression sequence
number than it was before moving into the lateral progression state. The
following table shows an example.

Action State
Open incident Open (a progression state)
Assign incident Work in progress (a progression state)

Suspend the ticket for Suspended (an intermediate state)
some reason.

When work resumes and you are ready to move the ticket from a
suspended state, the ticket state can be Work in Progress, Resolved, or
Closed. The ticket cannot have an Open state because Open is a natural
progression state that has a lower progression sequence number than
Work in Progress, which is the natural progression state that the ticket was
in before moving into the lateral progression state.

m You can define new states in the pmstatus file. If you define a new state and
put it in the SLA progression table, it becomes a valid progression state. If
you do not put the new state in the SLA progression table, it is an
intermediate state.

m Ifyou define a progression state, it must fall between the Open and Closed
states. You cannot specify that the new state occurs before the Open state
or after the Closed state.

m You can define a state only once in the Status Progression table.

= You may not put a ServiceCenter-defined intermediate state in the Status
Progression table.
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® You can define intermediate states as suspended states only by specifying
that intermediate state in the Suspend Response Processing for these states
field on the Misc. tab of the SLA record.

When an incident moves from a progression state to an intermediate state
that is not a suspended state, the SLA Response Phase clocks continue to
tick. However, when an incident moves from a progression state to an
intermediate state that is a suspended state, the clock stops ticking during
the time the incident is in the suspended state. It starts ticking again when
the incident returns to a progression state or to an intermediate state that
is not a suspended state.

Creating a Service Level Agreement

Each SLA record has three types of data.

Data type Description
Descriptive General description of the agreement
Availability Specific terms of object availability (for example, schedule,

downtime cost, and importance)

Response Guaranteed response times
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To create an SLA record:

1 From the ServiceCenter home menu, click the Services Tab and select Service
Level Mgmt. Figure 9-3 shows the Service Level Agreements menu.

@ FALCON [_ O]
‘ 78 Q | [
% Back -
ServiceCenter’ ® = m
Service Level Agreements ‘ Service Contracts | Supporting Data |
Add New SLA Regen SLA Partials
J Create a new service level . Recalculate SLA information for
agreement definition. - a specific manth.
Search SLA Definitions . EditDept Assignments
w Search for existing service level f Edit Service Level Agreements
agreement definitions, = far & specific department.
View SLA Metrics
'ﬁ “iew cument SLA metric
= information
= Configure Module
a8 ]1}“‘ Define Service Level
h Lgreement behaviars.
Figure 9-3: Service Level Agreements menu
2 Click Add New SLA. Figure 9-4 shows an SLA Record form.
(@ ServiceCenter - [New Service Level Agreement] [_[O]x]
@ File Edit “iew Format Options List Option:  Window Help _|5 LI
YmE 2eq 9 »| =
W0k M Cacel  odRpdd T Find 3 Fil -
Agreement 1D: Expiration: ” |
Title: |
Service Hours = Target:
Dept Full Mame: JE1)
Description | Avallabiity | Fesponse Times | Misc. | Attachments |
Ready Response 0.521 diaw 0.70 | insert | sla.edit.glsla.editrecord) [UF]

Figure 9-4: Blank SLA record form
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3 Type values in the Expiration, Title, Service Hours, Target, and Dept Full
Name fields. For more information, see Each new SLA requires some header
information. on page 271.

4 Type adescription of the SLA on the Description tab. For more information,
see Description Tab on page 272.

5 Click the Availability tab. Specify the availability for the SLA. For more
information, see Availability Tab on page 272.

6 Click the Response times tab. Type the response times for the SLA. For more
information, see Response Times Tab on page 274.

7 Click the Misc. tab. Specify the Miscellaneous Guarantees for the SLA. For
more information, see Misc. Tab on page 276.

8 Add any attachments to the SLA in the Attachments tab. For more
information, see Attachments Tab on page 277.

9 Click Add to add the SLA definition to the database. The system assigns an
Agreement ID number to the record and adds additional system tray buttons.

Each new SLA requires some header information.

Field Description

Agreement ID Unique, system-generated identification number for
your new agreement. This number is used internally by
the system to track relationships between SLAs and their
supporting data. The system assigns an Agreement ID
number when the record is added to the database.

Expiration Expiration date of this agreement.

Title Unique title provided by the user. Be sure you give your
SLA a title that adequately describes the nature of the
agreement. The contents of this field is used in reports
and elsewhere.

Service Hours Calendar options in ServiceCenter. Select a shift from
the drop-down list to define the service hours of the
SLA. The system uses the value in this field to determine
service rights of a caller on this SLA.

Target Performance target of the SLA. The value is expressed as
a percentage and is used by the system to determine if
the SLA is meeting its performance goals.

Dept Full Name Full name of the user’s department, as defined in the
Department form. This information is filled in
automatically if it is included in the user’s profile.
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Description Tab

Use the blank space for a text description of the terms of your SLA
agreement. Because this is the only place in the SLM module where this
information appears, you should make this description as clear and precise
as possible. Figure 9-5 shows the blank area on the Description tab.

(@ ServiceCenter - [New Service Level Agreement] [_ O] =]
@Eile Edit View Famat Options Lt Options  Window  Help = E‘|5|
YBE 2eale »] B
V0K MCacel e T Find 3 Fil -

Agreement [0 Expiration: “ |

Title: |

Service Hours: =l Target:

Dept Full Mame: JE1)

Drescription

Availabiity | Fesponse Times | Misc. | Attachments |

Lr

-

Response 0.521 draw 0.70 | ingert | sla.edit g(sla.edit record) [UP]

Ready

Figure 9-5: Description tab in an SLA record

Availability Tab

The Availability tab shows the guaranteed object availability for your SLA.
This data is used by ServiceCenter to track such things as outage costs and the
service calendar. Figure 9-6 on page 273 shows the Availability tab.
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(# New Service Level Agreement [_ O] ]
T =l
oK ¥ Cancel e Add . Find 4 Fill -

Lgreement 1D: Expiration: \

Title: [

Service Houwrs: =l Taget:

Dept Full Mame: =]

Description  Avalabiity | Response Times | Mise. | Attachments |

Logical Mame | Required % | Cost per Min Dowa ‘ Currency | Schedule Wwieight
Ready Response 0.350 diaw 0.70 | insert | sla.edit.olsla.editrecord) [UF]

Figure 9-6: Availability tab in an SLA record

The following table identifies the columns on the Availability tab.

Field Description

Logical Name Name of the object whose availability is guaranteed by the
SLA. This name must appear in the ServiceCenter inventory
device file.

Required % Target availability percentage of the object.

Cost Per Min Down Cost of a minute of downtime for the object. The system
analyzes this data to calculate costs of outages.

Currency Currency on which this SLA is based. The value in this field
is a three letter code from the currency file (for example, FRF
for French Franc).
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Field

Description

Schedule

Calendar options in ServiceCenter. You can select a
predefined work shift from the drop-down list. If this field is
left blank, the system assumes that 24x7 operation is
required.

Weight

Value used by the system to calculate the relative importance
of the object to the overall status of your SLA. The larger the
number, the greater the impact of the object on the SLA.

This value has no unit of measurement or scale limitations.

Response Times Tab

The Response Times tab shows the guaranteed response times for the objects
in your SLA. ServiceCenter uses this data to track things such as service

response times and

the response calendar. Figure 9-7 shows the Response

Times tab.
a New Service Level Agreement [_ O] %]
rosale | [
W 0K X Cancel e Add . Find 4 Fil -
Agreement [0 Expiration:
Title, [
Service Hours: =l Target:
Dept Full Name: Bl
[Description | Availabiity  Response Times | Misc. | Attachments |
Initial State | Final State | Mame |Acceptab\e ‘ Schedule WwWeight

Ready Response 0.180 draw 0.71 | ingert | sla.edit.glsla. edi.record) [UP]

Figure 9-7: Response Times tab in an SLA record
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The following table describes the column headers on the Response Times tab.

Field Description

Initial State Initial Incident ticket states (for example, Open or Work in Progress,
found in the drop-down menu). The system tracks and analyzes the
SLAs of all tickets within the range of states defined in this field and
in the Final State field.

Note: Enter a value in this field only if the ServiceCenter Incident
Management module is implemented in your system.

Final State  Final Incident ticket states (for example, Open or Work in Progress,
found in the drop-down menu). The system tracks and analyzes the
SLAs of all tickets within the range of states defined in this field and
in the Initial State field.

Note: Enter a value in this field only if the ServiceCenter Incident
Management module is implemented in your system.

Name Response name for the object. The name you give your response
must be UNIQUE within this SLA (for example, Time to Repair), but
the same name may appear in other SLAs. This name is used in
reports and by external feeds to post response data into the system.

Acceptable Target time for response of this object. You should use the format
00:00:00, when entering data in this field.

Schedule Calendar options in ServiceCenter. You can select a predefined work
shift from the drop-down list. If this field is left blank, the system
assumes that 24x7 operation is required.

Weight Value used by the system to calculate the relative importance of this
response to the overall status of your SLA. The larger the number, the
greater the impact of the response on the SLA. This value has no unit
of measurement or scale limitations.
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Misc. Tab

The Misc. tab displays information about additional guarantees that
specifically concern the resolution of Incident tickets associated with this
SLA. Figure 9-8 shows the Misc. tab.

a ServiceCenter - [Edit SLA Record] =10 5[
@ File Edit WView Format ©Options List Options Window Help _ 18 x|
smal?2eale
¥ 0K M cancel [ Save o Add T Delete 7 Find 4 Fil "
Agreement [D 209 Expiration: |1 2431402 00:00:00
Title: [SLAO08
Service Hours: day shift i} Taget: I

Dept Full Mame: PRGM/Research & Developme =]

Description | Awvailability |F\sspunseT|mss Misc. |Allachmenls ‘

Tickets on this SLA must be resolved i Jo0:20-00 H
On this schedule: [ ¥
Suspend Response Processing for these states: |Fend|ng customer ¥ -
I ¥
I ¥
[ afid]
B Fecord added to the shafile. [insest | sla editg [UF]

Figure 9-8: Misc. tab in an SLA record

The following table describes the fields that appear on the Misc. tab.

Field Description

Tickets on this SLA  Guaranteed time to resolution for any ticket affected by this

must be resolved in  SLA. Optional time limit for resolution of Incident tickets
associated with this SLA. This guarantee covers the entire
Incident cycle.You should use the format 00:00:00, when
entering data in this field.
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Field Description

On this schedule Work shift in which any ticket affected by this SLA must be
resolved. Select a work shift from the drop-down list
indicating when the associated Incident ticket must be
resolved.

Suspend Response  Suspends response time limits when the SLA is in this state.

Processing for these When an incident goes from a progression state to an

states intermediate state that is defined as a suspended state, the
clock stops ticking during the time the incident is in the
suspended state. It starts ticking again when the incident goes
back to a progression state or to an intermediate state that is
not defined as a suspended state.

For example, response time spent waiting for a vendor to
provide parts should not be charged to this SLA. In this case
the state would be set at Pending vendor.

Select a state (for example, Pending vendor) from the
drop-down list. You can designate more than one state by
using more than one field. Any delays encountered during
these times will not be figured into the response calculations
for the SLA.

Attachments Tab

The Attachments tab uses an OLE container to store related attachments.
Insert any document associated with this SLA into the Attachments tab. To
view an attached document, double-click the button to open the item with
the program that created it. Figure 9-9 on page 278 shows the Attachments
tab.
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8 New Service Level Agreement o =] S
: EXE |
Ok XCorcsl A T Find 3 Fil '|
Agreement [D: I Expiration: |
Title: [
Service Hours: I =l Target:

Dept Full Mame: I 1)

Description | Availsbillty | Fresponse Times | Mise. | Attachments |

Insert File.
Paste Crl+
Insert Object.

v Auto Arrange

Ready ‘ Responze 0.180 draw 0.71 ‘ ingert | sla.edit.glsla. edit.recard) [UP] 4

Figure 9-9: Attachments tab in an SLA record

Inserting Attachments

Use one of three methods to insert a file in the Attachments tab:

m Drag and drop an existing file into the Attachment tab.
m Insert an existing file

m Create a file to insert

To insert an existing file:
1 Right-click the Attachments tab.
Select Insert File from the shortcut menu.

Browse for the file you want to insert.

H W N

Do one of the following:
m Double-click the file.

m Select the file and click Open to insert the document. It is not necessary to
save the record to save the changes. When you select the option,
ServiceCenter inserts the document into the record permanently.
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To create a file to insert:
1 Right-click the Attachments tab.
Select Insert Object from the shortcut menu.
Select Create New in the Insert Object dialog box.
Select an Object Type from the list.

Click OK. A new document appears in the program you selected.

A U1 A W N

Create a document to attach and save it. Your new document automatically
attaches to the SLA record.

To delete a document from the Attachments tab:

1 Select the document you want to delete. A frame appears around the
document.

2 Right-click the Attachments tab.

3 Select Delete from the shortcut menu.It is not necessary to save the record to
save the changes. ServiceCenter removes the document from the record
when you click Delete.

SLA Maintenance Tasks

There are common tasks associated with SLAs. You can perform any of the
following SLA maintenance tasks:

m Edit an SLA. See Editing an SLA Record on page 280.
m Delete an SLA. See Deleting an SLA Record on page 281.
m Recalculate response time. See Recalculating Outage Data on page 282.

m Assign an SLA. See Assigning an SLA to a Department on page 283.

Map category or Priority. See Category and Priority Mapping on page 285.
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Editing an SLA Record

Follow these steps to edit an existing SLA record:

From the ServiceCenter home menu, click Service Level Mgmt. The Service
Level Agreements menu shown in Figure 9-3 on page 270 appears.

2 Click Search SLA Definitions. Figure 9-10 shows the SLA search form.

(@ serviceCenter - [Display Which SLA Records?]

= 1o x|
@Flle Edit Wiew Format Options List Options  Window  Help ;Iilll
rmalzea 9
G Back B0 Seach  iCear 0 Find 3 Fil 2
Basic Search ‘Advanced Search |\H Query ‘

Search for 5LA Recards ‘Where

Agreement [D: I
Title: [

Service Hours: [

Affected Hardware: [

L2 { L]

Ready

| inzert | sla.search.g [UP]

Figure 9-10: SLA search form

3 Click Search or press Enter to display a list of all SLAs. If you have Records

selected on the View menu, ServiceCenter displays the first record in the SLA
record form, as shown in Figure 9-11 on page 281.
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(@ serviceCenter - [Edit SLA Record] — 1Ol x|
@Fils Edit Wiew Format Options List Options  ‘Window Help = E‘lﬂ

sBalzsa 9
V oK x Cancel ({ Prewvious } Mext E Save sl Add ﬁ Delete: 0 Find + Fil

Agreement [D pirati Ti =
00:00:00 A Bronze
156 12/31/08 00:00:00 ACME Gold
157 12/31/08 00:00:00 ACME Platinum
158 12/31/08 00:00:00 ACME Silver
159 12/31/08 00:00:00 DEFAULT Bronze |
Agreement 1D: 155 E xpiration; IT 2/31/08 00:00:00
Title: [ACME Eronze
Service Hours: ¥ Target: S
Dept Full Mame: |

Description | Availability ‘Respnnse Times ‘Misc ‘Attachmenls |

ACME Bronze Service Level Agreement

H

‘ insert | slagbe g [LP]

Selected line is row 1 of 23 records

Figure 9-11: SLA record displaying a record list

4 Select the SLA you want to edit from the SLA Record list.
5 Edit the SLA record as required.

6 Click Save. The status bar displays a message that the record is updated in the
sla file.

Deleting an SLA Record

Follow these steps to delete an existing SLA record:

1 From the ServiceCenter home menu, click Inventory Management.
2 Click SLA Information. The SLA Search form appears.
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3

Do one of the following.

m Find the SLA you want to delete. Type the SLA Agreement ID or Title and
click Search or press Enter.

m Ifyou do not know the Agreement ID or Title, leave the form blank and
click Search to perform a true query and retrieve a list of all current SLA
records. From the displayed queue screen, select the record you want to
delete.

The appropriate information appears in the SLA record form below the
record list.

Click Delete to delete the SLA.

5 The status bar displays a message that prompts you to confirm your action.

Click Yes to delete the record.

Recalculating Outage Data

3
4

The Regen SLA Partials function recalculates SLA outage records for a
specified month and year.

To regenerate outage records:

From the ServiceCenter home menu, click Service Level Mgmt. The Service
Level Agreements menu displays.

Click Regen SLA Partials. Figure 9-12 shows the Recalculate SLA Totals
form.

& serviceCenter - [Recalculate SLA Totals] : 10l =|
[C] File Edit View Format Optiors  List Options  Window  Help - & x|

sBE|?eQle

%y Back = Pracesd

Fecalculate SLA information for which month & year?

‘ear |2DD2

Figure 9-12: Form for recalculating SLA totals

Type the month and year for the recalculation.

Click Proceed to recalculate outages for the time period specified.
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5 When the Regen Completed prompt appears, click OK. You will return to
the Service Level Agreements menu.

@ 6 Click View SLA Metrics to display the results of the recalculation. For more
information, see Performance Views on page 287.

Assigning an SLA to a Department

The SLA basic mapping feature assigns a default SLA to each department by
using the ServiceCenter Department Data record. When first-level support
personnel enter a caller ID into a report opened with another ServiceCenter
module, the system identifies the caller’s department and automatically
assigns the default department SLA to the report. Basic mapping creates the
default configuration for the SLM module.

Basic Mapping
To assign default department SLAs:
1 From the ServiceCenter home menu, click the Toolkit tab.

2 Click Database Manager. Figure 9-13 shows the blank Database Manager
dialog box.

Database Manager

Farm: Idept.g |

File: | ¥
[ Administration Mode

KR W

Figure 9-13: Database Manager dialog box

3 Typedept.g in the Form field of the Database Manager dialog box.
w 4 Click Search or press Enter.
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5 Figure 9-14 shows a blank Department Data form. Click Search or press

Enter.
(@ Search Department Records [_ O] =]
$mE zasa9 | =l
= Back ol add 0 Seach 00 Find 4 Fil -

Department Data =

General ‘Pnsitinns | Org Chert |

Department Information
Dept Mame: Department:

[
Dept Code: [ Level [
Company: \ 1) Dept Stiucture: \
SLA: [ =] Diept Full Structure: [
Parent Departmet: [ =] Last Update: [
Cost Center. \ Updated By: \

-
1| | »

Ready Responze 0.70 draw 0.80 | inzert | dept.g(db. search] [UP]

Figure 9-14: Blank Department Data record

6 The first department record in the system displays accompanied by a record
list of all the department records at the top if Records are enabled on the View
menu, as shown in Figure 9-15. Otherwise, a record list appears. Select a
record to view.

a Department [_ O]
? e o Bl |
Cancel Previous MNext Add Save Delete " Find 4 Fil
-

[ Company [ Dept Full Name |ﬁl
[ ACHE Ldministation
ACME fsia Sales Asia Sales ACHE Asia Sales
ACME /Customer Supp 500000 ACME Customer Support
ACME /Executive 1002 ACME Executive

132+ |~

Department Data
General ‘ Positions | Org Chart |

| »

D epartment Information

Dept Name: I[.A\t:lmmlstrat\un Department; ‘AEME/AdmII’]ISlIalIUI’]

Diept Code: [1000 Level [o

Compary: [aCME =] Dept Stucture: [&dministration

SLA: [ACME Geld =] Diept Full Structure: [ACME #&drmiristiation

Parent Departmet: [ =] Last Update: [1210/01 15:07:47

Cost Center [ Updated By: [FALCON

I

Ready Response 0.120 draw 0.170 | insert | dept.gbe.g [UP]

Figure 9-15: Department record and record list
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7 Select the name of the department you want to view. Information for this
department appears in the Department Data form.

8 Select the SLA you want to use as the department default from the
drop-down list in the SLA field.

9 Do one of the following:

m Click Save to update the record in the department file. The status bar
displays this message: Department record updated.

m Click Add if you are adding a new department The status bar displays this
message: Department record added.

Category and Priority Mapping
Category/Priority Mapping determines which SLA should be applied to a
report, based on a combination of factors:
m Caller’s department
m Call category
m Priority of the call

Category/Priority mapping features are controlled by the Configuration
module. For more information, see Recalculating Outage Data on page 282.
When the Enable Category/Priority mapping option is selected in the SLA
configuration record, the system selects the appropriate SLA from the
department assignments table.

There are two levels to this type of mapping:
m Priority Assignments

m Category Assignments

Assignments

This level of mapping defines SLAs based on both category and
priority.When first-level support personnel enter a caller’s ID into a record
opened in another ServiceCenter module (for example, Service Management
or Incident Management), the system identifies the caller’s department and
automatically assigns the default SLA defined for that priority level to the
report.
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To define category assignments for a department:

Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Agreements menu appears.

2 Click Edit Dept. Assignments.

Figure 9-16 shows a dialog box with a drop-down list of SLA assignments.

Departments |

Edit SLA assignments for which department?

lﬁEMEa’Customer Support ﬂ_l

ey x|

Figure 9-16: Edit Departments dialog box

To define an SLA, select the name of the department.

4 Click OK. Figure 9-17 shows the SLA Assignments for Department form
that shows the default SLAs for the department by category and priority.

a ServiceCenter - [SLA Assignments for Department ACME/Customer Support] £ Pl [ ] 5[
@ File Edit Yiew Format OCptions  Lst Options  Window  Help == 5[
smalzsa 9

/ 0k x Cancel H Save 5
Category | Priority 1 | Pricrity 2 Pricrity 3 Priarity 4 Pricrity §
business applications  GEM Platinum GEN Bronze GEN Gold GEM Silver GEM Silver
change

client spstem
enguiny
example
getzervice
network,

ather DEFAULT Platinur .
printing

secunty
shared infrastiucture
tbd

telecoms

Ready ‘ ingert | [UP]

Figure 9-17: SLA assignments
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5 Select the SLAs you want the system to use for particular combinations of
categories and priorities from the drop-down lists in each cell.

If no SLA has been assigned to a category/priority, the system uses the default
SLA for that priority. In the example above, call reports in the client systems
category with a priority of 1 use the ACME Bronze SLA.

6 Click Save.

Performance Views

Service Level Management provides the user with a comprehensive view of
SLA performance from an overall perspective to a focus on individual devices
and response types. The performance analysis workflow chart shows the
drill-down levels available in the SLA performance view. These measurement
classifications are referred to as metrics. There are two types of metrics in
Service Level Management:

m Availability Agreements guarantee the availability of a resource for a
specified time. For more information, see Availability Data on page 288.

m Response Agreements guarantee response times for certain types of help
desk requests. For more information, see Response Time Data on page 301.

Figure 9-18 on page 288 shows the performance workflow chart.
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Overall Performance

of all SLA's
(month/year)
2 v
Response time Availability health of
health for all SLA's all SLA's
(month/year) (month/year)
Response time Response metrics Availability of objects —
—» health of one SLA > for one SLA on one SLA < Avg::bélgrze::g of <«
(year) (month/year) (month/year) ¥
v l
A specific SL;“_'S Availability of a single
response metric device (year)
(year)
v 4
Details of a single Outage history of a
response type single device
(month/year) (month/year)

Figure 9-18: Performance analysis workflow

Availability Data

SLA availability data is used to track object availability (for example, a server
or an application). The SLM module gathers the following information
about objects in the system from agreement records:

m Target availability percentage

Availability schedule

Dollar cost for outages

= Importance of the object to the overall performance of the SLA
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Figure 9-19.

@ Logout
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Click Service Level Mgmt. in the ServiceCenter home menu, a shown in
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Response 0.70 draw 0.140 | insert | menu.gui.home [UF]

Figure 9-19: ServiceCenter home menu

Figure 9-20 shows the Service Level Agreements menu.

@ FALCON [_[O]

$=y Back u

ServiceCenter’ ® (1]

Service Level Agreements | Service Contracts | Supporting Data |

Regen SLA Partials

Recalculate SLA information for
a specific month.

Create a new service level
agreement definition.

J Add New SLA

Search SLA Definitions o

w Search for evisting service level f
agreement definitions. -

= information

., Configure Module
A P Define Service Level

Agreement behaviors.

Edit Dept. Assignments

Edit Service Lavel Agiesments
for a spevilic department

Yiew SLA Metrics

Figure 9-20: Service Level Agreements menu
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2 Click View SLA Metrics.

Figure 9-21 shows the SLA Overall Performance form that displays the
overall performance for SLAs in your system for the month selected.

& serviceCenter - [SLA Overall Performance] 10l =l
@ File Edit Yiew Format Options List Options  Window Help i |ﬁ'|1|
sBml?eqle
<§; Back %
SLA Overall Performance for February 2002
“» W
T col |ID |[Titie B e
1 187 |ACME Platinum 50 99
an 2 1588 |ACME Silver 50 99
3 189 |DEFAULT Bronge 50 99
4 160 |DEFAULT Gold 50 99
B0 5 161 |DEFAULT Platinlm 50 99
E 162 |DEFAULT Silver 50 99
7 201 |SLAa00t 100 99
40 8 202 |sLaooz g4 9
9 203 |5La003 100 99
o0 10 204 |SLa004 86.28 93
205 |5La00s 86.28 93
206 |SLa00z< 7497 93
i] -
l2ls]afelel 7] el ol
Buttons Select
«l ® Yearly Availabilty »l Awailability Statistics | Fiesponze Statistics |
(8 “r'early rezponse

Feady | inzert | zla.graph. overall [UF]

step 8 on page 291 step 4 step 3

Figure 9-21: SLA overall performance

Use the directional buttons above the table to change the month or year.

4 Use the directional buttons beneath the chart to display additional entries
within the table when more than 10 SLAs are listed. Each click of a directional
button shifts button assignments 10 places up or down and displays the
appropriate entries in the table.

5 Select the view by selecting the Yearly Availability or Yearly Response radio
buttons beneath the color chart. For more information, see Response Metric
Performance for One Year on page 309.

6 Click Availability Statistics to display the availability status of all your SLAs.
Return by clicking Back.
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7 Click Response Statistics to view the Response statistics. Return by clicking
Back.

8 Click a numbered column button to display the availability status of a single
SLA for one year.

Column Description

Col Column numbers correspond to the numbers on the x-axis of the graph
on the left-hand side of the screen.

ID Unique identifier for an SLA.

Title Description of the SLA

% Overall performance of the SLA for the month. This is a pure average of
the Availability performance percentage and the Response performance
metric.

Target  This is the target percentage specified on the SLA.

Availability status of all SLAs

The availability performance characteristics described in this section are for
all the SLAs in your system. The table compares actual performance levels
with the target performance guaranteed by the SLA. The color chart displays
the same performance data as that given in the table, but in a visual format.
The chart also provides access buttons for moving to the next level. For more
information, see Recalculating Outage Data on page 282.

To access SLA availability performance information:

1 Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Agreements menu appears.

| 2 Click View SLA Metrics. The SLA Overall Performance form appears.
3 Click Availability Statistics.
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Figure 9-22 shows the SLA Availability Performance form, which displays the

availability performance of all SLAs in your system.

a ServiceCenter - [SLA Performance]
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Figure 9-22: SLA availability performance form

The following table describes the buttons on the SLA Performance form.

Button

Action

Devices for this SLA

Select this option to display the devices for a single SLA.
Click a numbered column button beneath the column
corresponding to the SLA you want to view. An SLA

Availability Performance form appears. This form

provides the object (device) availability for the

corresponding SLA listed in the table in the SLA Overall
Performance form.

SLA Yearly Performance

Select this option to display the yearly performance for
a single SLA. Click a numbered column button beneath
the column corresponding to the SLA you want to view.
A form displaying the yearly performance information
for a single SLA appears.
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Availability status of a single SLA

The availability performance characteristics described in this section are for
individual SLAs in your system. The table lists actual performance levels
achieved for a single SLA in each month of a given year. The color chart
displays the same performance data as that given in the table, but in a visual
format. The chart also provides access buttons for displaying performance
data for a single object (device or application) in an SLA. For more
information, see Recalculating Outage Data on page 282.

To access the yearly performance information for a single SLA:

1 Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Agreements menu appears.

2 Click View SLA Metrics. The SLA Overall Performance form appears.
3 Select the Yearly Availability option beneath the chart.
4 Do one of the following:

m Click a numbered column button. Yearly performance information for
the SLA selected from the table in the SLA Overall Performance form
appears.

m Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Agreements menu appears.

5 Click View SLA Metrics in the Service Level Agreements menu. The SLA
Overall Performance form appears.

6 Click the Availability Statistics button. The SLA Availability Performance
form appears.

7 Select the SLA Yearly Performance option beneath the chart.

8 Click a numbered column button.
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Figure 9-23 shows the yearly performance information for the SLA selected
from the table in the SLA Overall Performance form.

(@ serviceCenter - [SLA Availability for one year] o ] 3}
@ File Edit “iew Format Options List Options  Window  Help = 5[
Bl ?eale
&=, Back "
Yearly Information for SLA # 201 2002
I
Title SLADD
Expiration 12/31/02 00:00:00
99% zvailability required
100 — Cal Manth % =5
1 January 93.43
an 2 Februam 100
3 Maich 100
4 April 100
5 Map 100
6 June 100
7 July 100
g August 100
9 September 100
10 Oitober 100
1 Novvember 100
12 December 100 B
=
Ready ‘ ingert | sla.graph.manth [UP]

Figure 9-23: Yearly performance information for a single SLA

The following table describes the fields on the Yearly Information form.

Field Description

<%> Availability The label on the structure around the color chart indicates the
Required general availability of the SLA as guaranteed in the agreement.
Col The numbers, representing months, on the x-axis of the graph

on the left-hand side of the screen
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Field Description
Month Months of the year indicated on the right side of the form.
% The weighted average of the uptime percentage for the month

for all devices covered in the SLA. The derivation of this figure
is as follows:

((Dn*DnW) + ... (Dn*DnW)) / (DnW + ...DnW)
where
Dn is the uptime percentage of Device n for the month
DnW is the weight assigned to Device n (specified on the
Availability tab of the SLA)

This formula can also be stated as follows:

(the sum of (the uptime percentage*its corresponding
weight) for all devices in the SLA) / (the sum of all the
weights)

Note: The total available time for a month for a device
depends upon the Calendar schedule that the device is on.
(This is specified in the Availability tab of the SLA.) This is
taken into consideration when calculating the availability
percentage The uptime for a device would be:

((total available time for the month) - (total time device was
down for the month)) / (total available time for the month)

Button selection
To view the availability of objects in a single SLA, click the numbered column
button in the chart that corresponds to the desired month in the table.

Availability of Objects in a Single SLA

The availability performance characteristics described in this section are for
all objects (devices) in a single SLA. The table in the Device Availability for a
SLA compares actual performance with the target performance guaranteed
by the agreement. The color chart displays the same performance data in a
visual format as that shown in the table. The chart also provides access
buttons for displaying outage histories for each device listed. For more
information, see Recalculating Outage Data on page 282.

Method 1: Access performance information for all devices in a single SLA

1 Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Agreements menu appears.
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2 Click View SLA Metrics.

The SLA Overall Performance form displays. Select the Yearly Availability
option beneath the chart.

3 Click a numbered column button. The yearly performance of the selected
SLA appears, corresponding to the SLA listed in the table in the SLA Overall
Performance form.

4 Click a numbered column button. Performance information for all devices
in a single SLA appears.

Method 2: Access performance information for all devices in a single SLA

1 Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Agreements menu appears.

2 Click View SLA Metrics in the Service Level Agreements menu. The SLA
Overall Performance form appears.

3 Click Availability Statistics. The SLA Availability Performance form appears.
4 Select the Yearly Performance option beneath the chart.

5 Click a numbered column button. The yearly performance of the selected
SLA appears, corresponding to the SLA listed in the table in the SLA Overall
Performance form.

6 Click a numbered column button.
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Figure 9-24 shows performance information for all devices in a single SLA.

(@ serviceCenter - [Device Availability for a SLA] =181
@FME Edit View Format Options List Options  window  Help =13 x]
smmlreale
% Back .
Device Performance for SLA ¥ 201 January 2002
Title:  SLADDT [ ey

0 Col | Device Name [z Jreme |
1 ACMEpcI2 ;B9 97
a0 2 ACME Phone 0003 00 %

2]

40

0

Ready

[linsert | sha graph.all devices [UP]

Figure 9-24: Performance information for devices in a single SLA

The following table describes the fields on the Device Performance form.

Field Description

Col Column numbers correspond to the numbers on the x-axis of the
graph on the left-hand side of the screen.

Device Name Logical names of the device.

% The uptime percentage of the device for the month. The derivation
of this figure is:

((total available time for the month) - (total time device was
down for the month)) / (total available time for the month)

Note: The total available time of a device for a month depends
upon the Calendar schedule that the device is on. (See the
Availability tab of the SLA record.)

Target The targeted uptime percentage for the device. This is specified on
the Required % field on the Availability tab of the SLA record.
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Button selection

To view the yearly performance of a single object (device or application),
click the numbered column button that corresponds to the object listed in
the table.

Availability of a Single Device

The availability performance characteristics described in this section are for
a single device in an SLA. The table shown in the form lists actual
performance levels achieved for each month of a given year. The color chart
displays the same performance data in a visual format and provides access
buttons for displaying performance data for a single device (device or
application). For more information, see User Profiles on page 21.

Access the availability performance information for a single device in an SLA
from the Device Availability for a SLA form shown in Figure 9-24 on

page 297. For more information, see Availability of Objects in a Single SLA on
page 295.

» Click a numbered column button in the chart on the left side. Figure 9-25
shows a form with the availability information for the selected device for one
year.

(@ serviceCenter - [Device Availability for one year] i ] 3|
[ Fle Edt view Format Options List Options  Window Help =

rmelzeale

% Back

SLA Information for ACMEpc012 2002
[
Tile SLAOO1
Ageement D 201 Expiration  12/31/02 00:00:00
7% availahility required
1 ol | Month Downtime =

1 January 02:20.10
an 2 Februany 00:00:00
3 March 00:00.00
4 Apil 00:00:00
5 May 00:00.00
B June 00:00:00
7 July 00:00.00
a August 00:00:00
9 September 00:00.00
10 October 00:00:00
n Movember 00:00.00
12 December 00:00:00

Peady gt | ste csvice, avaph [LIP)

Figure 9-25: Performance information for a single device
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The following table describes the fields on the SLA Information form.

Field Description

<%> Availability Thelabel on the structure around the chart indicates the

Required general availability of the SLA as guaranteed in the
agreement.

Col Column numbers correspond to the numbers on the

x-axis of the graph on the left-hand side of the screen.

Month Months of the year that is indicated on the right-hand
side of the form.

Downtime Total amount of time the device was down for the
month.

Button selection

To view the outage history of the current object for a month, click the
numbered column button that corresponds with the month desired.

Outage History of a Single Object

The availability data in this section provides the outage history for a single
object (device) in an SLA.

Access the outage history of an object from the Device Availability for One
Year form shown in Figure 9-25 on page 298. For more information, see
Availability of a Single Device on page 298.

» Click a numbered column button in the chart. ServiceCenter displays a form
showing the outage history of the device, if a history exists. If the device has
no outage history, the status bar displays this message: No records found for
query:.... Figure 9-26 on page 300 shows the outage history of a device.
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(@ serviceCenter - [ServiceCenter] 1ol x|
@F\Ie Edit Wiew Format Opbions  List Options  WWindow  Help = ﬁlil
rmal?eals

% Back n

Logical Hame | Agreement 1D | Year | Month
CWEpcOT2 201 [ 2002 1 |

Downtime | Dutage |0
ACMEpe012 [T 1| 101171

Selected line is row 1 of 1 records | insert | outagedetail.gbe.g [UP]

Figure 9-26: Outage history of a single device

The following table describes the fields on the outage history form.

Field Description

Logical Name Name of the device as it appears in the device file.
Agreement ID Unique number identifying the record for this SLA.
Year Year of the outage (see Figure 9-25 on page 298).
Month Month of the outage (see Figure 9-25 on page 298).
Downtime Total downtime that the outage record covers.

Outage ID Unique ID of the outage record. (It is possible that the

device could be down multiple times during the month,
in which case, multiple outage records display.)
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Accessing an incident ticket

To display the incident ticket that describes a selected outage, double-click an
entry in the table, or select an entry and press Enter. Figure 9-27 shows an
incident ticket with a reported outage.

GSErviceEenter - [Update Incident Number IM10001] : =10 5[
@ File Edit View Format Options List Options ‘indow Help 18 x|

el ?2eale
¥ Ok M Cancel b Reapen [ Gave 4= Undo ~ Fird & Fill () Clocks "

IM10001 Ticket Status: Closed

Incident Title: [Test SLADO

Incidert Details ‘Actmns.ﬂ‘ﬂesolutmn Contact |Asset ‘Attachmenls | SL& | History ‘A\ells | FRelated F\ecordg 0=

Alert Status: closed Owiner: esoliang

Category: '-chenls_l,lslmn— Primary A3gn Group: IW

Subcategor: '-hardwars— Assignee Mame: IW

Product Type:; Idesktop— Second Azgn Group: W

Problem Type: Thadaek ] Hat Ticket: {7 Total Logs of Service: &

Manutacturer: [Orknown Severity: ﬁ-l_uw—

Clazs; I@ Uzer Priority: l—

Contact Time: Y Site Cateqgary: E—Ma\msne—

Elapsed Time: l— Cause Code: IW

Contract: W Site: l—

Company: IACME—

Contact: IW Fhaone ¢ extension: WW

Incident Description:

TTest SLADOT P

E|

| | o
Ready ‘ ingert | problem template.close.g [UF]

Figure 9-27: Incident ticket describing an outage

%| Note: This is the end of the availability data flow. Click Back to return to the
previous screen in the flow, or use the Return button to return to the
Service Level Agreements menu.

Response Time Data

SLA response time data is used to track guarantees of response time in the
case of an outage. The SLM module gathers the following information about
response times in the system from agreement records:

m Tracking from specific Incident ticket states
m Target response time
m Calendar (work shift) affected by the guarantee

m Importance of the response time to the SLAs overall performance
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Response time status of Service Level Agreements

The response time performance characteristics described in this section are
for all the SLAs in your system. The table in the SLA Response Time
Performance form compares actual performance with the target
performance guaranteed by the agreement. The color chart displays the same
performance data as that given in the table, but in a visual format. The chart
also provides access buttons for moving to the next level. for more
information, see Recalculating Outage Data on page 282.

To access the response time performance information for all SLAs:

-

Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Agreements menu appears.

Click View SLA Metrics.

The SLA Overall Performance form shows the overall performance for SLAs
in your system for the month selected, as shown in Figure 9-21 on page 290.

w N

B

Select the Yearly Response option beneath the chart.

(%, }

Click the Response Statistics button to display the response time status of all
your SLAs, as shown in Figure 9-28.

(@ serviceCenter - [SLA Response Time Performance] 13l =i
@ File Edit View Format Options List Options  Window  Help _|5 LI
rmalzeq 9
Gy Back 5
SLA Performance for February 2002
|«
T Col 1D | Tile [ [tegetl
2 158 ACME Silver o0 99
a0 3 159 DEFAULT Bronze 100 99
4 160 DEFAULT Gold 100 99
5 161 DEFAULT Platinum o0 99
&0 B 162 DEFAULT Sikver 100 99
7 201 SLaom 100 99
g 202 504002 o0 99
40 3 203 SLADD3 100 93
10 204 SLA004 100 99
0 205 5LA005 o0 99
206 SLADDZX 0 99
o 4 | »
lelalalslelz] el sl
Buttons Select
«l - Response Metrics for this SLA »
(o) SLA Yearly Performance
Ready ‘ ingert | sla.graph.response [UP]

Figure 9-28: Response time status for all SLAs
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The following table describes the fields on the SLA Performance form.

Field Description

Col Column numbers correspond to the numbers on the
x-axis of the graph on the left-hand side of the screen.

ID Unique identification numbers assigned by the system
to the SLA records when they were created.

Title Title given to the SLAs when they were created, for
example, Development & IT.

% Actual performance percentages of the response times.

Target Performance percentages of response times, guaranteed

in the agreement.

The following table describes the buttons on the Device Performance form.

Button Action

Response Metrics for this  'When this view is selected, the numbered column
SLA buttons display the response metrics of a single SLA.

SLA Yearly Performance When this view is selected, the numbered column
buttons display the yearly response time performance of
a single SLA.

Response time status for a single SLA

The response time performance characteristics described in this section are
for each month in one year for a single SLA. The table in the SLA Response
Time Performance for One Year form displays actual performance
percentages for each month. The color chart displays the same performance
data in a visual format and provides access buttons for displaying the
response metrics for a single SLA.

The access point is the SLA Overall Performance form shown in Figure 9-21
on page 290. For more information, see Accessing SLA Metrics on page 289.
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Method 1: Access yearly response time performance for a single SLA

Select the Yearly Response option beneath the chart in the SLA Overall
Performance form.

Click a numbered column button. Yearly performance information for the
SLA selected from the table in the SLA Overall Performance form displays.

Method 2: Access yearly response time performance for a single SLA from
the SLA Overall Performance form

Access the SLA Overall Performance form.
Click Response Statistics to display the response time status of all your SLAs.
Select the SLA Yearly Performance option.

Click a numbered column button to display the response time status of a
single SLA, as shown in Figure 9-29.

(@ serviceCenter - [SLA Response Time Performance for one year] o ] 3}
@ File Edit View Format Options List Options  Window Help = 5[
rmalzea 9
&, Back "
Yearly Information for SLA # 201 2002
[«
Title  SLA001
Expiration 1243102 O0:00:00
100% of target response required
100 Cal Manth % =5
1 January 1}
a0 2 Februam 100
3 Maich 100
4 April 100
5 Map 100
6 June 100
7 July 100
g August 100
9 September 100
10 Oitober 100
1 Novvember 100
12 December 100 B
=
Ready ‘ ingert | sla.graph. manth [UP]

Figure 9-29: Yearly response time performance for a single SLA
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The following table describes the fields on the SLA Performance form.

Field Description

<%> of The label on the structure around the color chart indicates the target
target response required of the SLA as guaranteed in the agreement. In this
response example, the availability percentage is 100%.

required

Col Column numbers correspond to the numbers on the x-axis of the

graph on the left-hand side of the screen.

Month Months of the year that is indicated on the upper right-hand side of
the form.
% The percentages of responses that were met. On the Response Times

tab of an SLA, the user can define a named response phase of the life
cycle of an incident ticket. For example, an SLA could have the
following two named phases defined:

Open-to-WIP — Acceptable response time is 01:00:00 (one hour)
which is the time elapsed between when the incident is opened until
to it is assigned to someone.

WIP-to-Resolved — Acceptable response time: 02:00:00 (two
hours)

Assume that an incident ticket is opened using this SLA and the first
named response phase (Open-to-WIP) takes MORE than the
acceptable one hour to complete.

Once the ticket is assigned, the second named response phase
(WIP-to-Resolved) takes LESS THAN or equal to the acceptable two
hours to complete.

The response percent for this SLA would be 50% since one named
response phase failed to complete in the acceptable timeframe and
the other was completed within the acceptable timeframe.

This percentage can be expressed as:

(number of times in the month a named response phase of the SLA
was responded to within the allotted time.) / ((number of named
response phased defined in the SLA) * (number of incident tickets
against the SLA in a month))

This formula reflects what percentage of ALL the named response

phases defined for the SLA were responded to within the allotted
time.

Button selection
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To view response metrics for a single SLA for 1 year, follow steps 1 - 6 in the
previous section. Clicking on a numbered button beneath a column in the
chart in the Response Metrics for a SLA form will display the metrics for the
corresponding month.

Response Metrics for a Single SLA

The response time performance characteristics described in this section are
for all named responses in a single SLA. The table displays actual
performance percentages. The color chart displays the same performance
data in a visual format and provides access buttons for displaying response
metrics for an entire year.

To access the response metrics for a single SLA:
Method 1

Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Agreements menu displays.

Click View SLA Metrics.

The SLA Overall Performance form appears, displaying the overall
performance for SLAs in your system for the month selected.

Click Response Statistics. The response time status of all your SLAs appears.
Select the Response Metrics for this SLA option.

Click a column number button.

The response metrics for a single SLA appear.

To access the response metrics for a single SLA
Method 2:

Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Agreements menu displays.

Click View SLA Metrics.

The SLA Overall Performance form appears, displaying the overall
performance for SLAs in your system for the month selected.

Select the Yearly response option.

5 Click the column number button for the SLA whose response you want to

display. The yearly response time performance of a single SLA appears.

Click a column number button to display the response metrics for a single
month. Figure 9-30 shows the response performance for an SLA.
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(@ serviceCenter - [Response Metrics for a SLA] o ] 3}
@ File Edit “iew Format Options List Options  \Window  Help = 5[
ymal?eaqls
&=, Back "
Response Performance for SLA # 201 February 2002
Title: SLA0OT [0
100 Cal | Response Mame | %
1 Open-toWIP 100
2 WwIP-to-Resoked 100

an

[=i1)

40

20

Ready | inzert | zla.graph.metrics [UP]

Figure 9-30: Response metrics for a single SLA

The following table describes the fields on the Response Performance form.

Field Description

Col Column numbers correspond to the numbers on the x-axis of
the graph on the left-hand side of the screen.

Response Name  Name of the named response phase.

% The percentage that the named response phase was responded
to during the month within the allotted time.
(number of times during the month the named response
phase of the SLA was responded to within the allotted time) /
(number of Incident tickets against the SLA during the
month)

Button selection

To view response metrics for a single SLA for 1 year, click a numbered button
beneath a column in the chart in the Response Metric Performance for a SLA
form.
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Single SLA Response Metrics for One Year

The response time data described in this section are actual response times for
individual response metrics. The table in Figure 9-31 displays actual
performance percentages. The color chart provides access buttons for
displaying the details of a single response type. For more information, see
Details of a Single Response Type on page 309.

Click a numbered button beneath a column in the chart in the Response
Metrics for a SLA form, corresponding to a particular response. For example,
click WIP-to-Resolved and Figure 9-31 shows the result. For more
information, see Response Metrics for a Single SLA on page 306.

a ServiceCenter - [Response Metric Performance for one year] =10 5[
@ File Edit Wew Format Options List Options Window Help 1= x|
YEmm zeQle
% Back I‘
SLA Information for WIP-to-Resolved g 2002 PP
Title  SLADO
Agreement ID 201 Expiration  12¢31/02 00:00:00
100% response time required
Calumn Month Mean Response li
100 1 January 00:32:07
2 February 00:00:00
a0 3 March 00:00:00
4 Apil 00:00:00
1] M ay 00:00:00
0 5 June 00:00:00
7 July 00:00:00
40 8 August 000000
9 September 00:00:00
0 10 October 00:00.00
1 Miovember 000000
12 December 00000 e
i} -
lelzalalslelzlalsl0ln]el « | .rl
Ready | inzert ‘ sla.metric.graph [UP]

Figure 9-31: Response metric performance for one year

The following table describes the fields on the SLA Information form.

Field Description

Col Column numbers correspond to the numbers on the x-axis of
the graph on the left-hand side of the screen.
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Field Description

Month Name of the month.

Mean Response  The average time it took to respond to the named
response phase.

(sum of the the response times for this named response) /
(number of Incident tickets against this SLA)

Details of a Single Response Type

The response time data displays details of a single response type for the
month selected. The table lists pertinent performance data for each instance
of a single response type in all the SLAs in the system.

Response Metric Performance for One Year

Click a numbered button beneath a column in the chart corresponding to a
particular month. Figure 9-32 shows the details of a single response type. For
more information, see Single SLA Response Metrics for One Year on page 308.

& serviceCenter - [ServiceCenter] 10l =|
@ File Edit Yiew Format Optiops  List Options  Window  Help i |ﬁ'|1|
sBm ?eQle

<Q; Back =
Responze Mame Agreement 1D | Year Month | Percentage Hit | Mean Median Deviation
Open-towiP leor Jooo2 |1 |0 | 0l4764 [O0n4rE4 0 |
Open-to-wIP 202 2002 1 a 08:28:53 02853 0
Open-to-wIP 203 2002 1 05 00:05:36 00:00:50  00:06:44
Open-to-wIP 204 2002 1 1 00:00:00 00:00:00 0
Open-to-wIP 205 2002 1 1 00:00:00 00:00:00 0
Selected line iz row 1 of 5 records | ingert | zlarezponze.gbe.g [UF]

Figure 9-32: Response metrics for a single SLA
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The following table describes the fields on the Response Metrics form.

Field Description

Response Name Unique names identifying the response types. Response types
must be unique within a particular SLA, but can be used for

other SLAs.

Agreement ID  Unique identification numbers of the SLA in which the response
type appears.

Year Year in which the response type occurs.

Month Month in which the response type occurs.

Percentage Hit ~ The percentage that the named response phase was responded to
during the month within the allotted time.
(number of times during the month the named response
phase of the SLA was responded to within the allotted time) /
(number of Incident tickets against the SLA during the month)

Mean Average response time for this response type. The system derives
this value by adding all the response times together and dividing
the sum by the total number of responses.

Median Median response time for this response type. The system derives
this value by dividing the sum of the highest and lowest response
times by 2.

Deviation Standard deviation from the response time for that response
type. This value helps you isolate chronically slow response

types.

gl Note: This is the end of the response time flow. Click Back to return to the
previous form in the flow, or click the Return button to return to the
Service Level Agreements menu.
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The Contract Management module integrates information and tracking into
the enterprise Service Desk. Unlike Service Level Agreements (SLAs), which
describe how services in a contract are to be rendered, service contracts are
financial agreements that define the services to be provided and the financial
implications of using those services.

Features of Contract Management

On-Line Contract Storage

Contracts can be stored on-line in the ServiceCenter repository in a
structured format for automated analysis, or as the original contract
document.

Contract Determination Wizard

Contract Management includes links to Incident Management and Service
Management that allow a first level technician single-button access to a
contract determination wizard. The wizard then guides the technician to the
appropriate service contract and service level for that specific service event.
Contract Management can then determine when budgeted thresholds are
exceeded for a specific contract. These thresholds can be either limits on
numbers of calls or incidents, or thresholds on the cost of services offered
under a contract.

Charge back

Contract Management allows charge back of costs, meaning the customer
can be charged back the costs incurred while working with incidents,
handling calls, or implementing changes to a specific service contract.

Contract Tracking

Contract Management ties discrete incidents and calls to service contracts. It
provides up-to-date information about the state of each contract, including
its budgeted allocations and the actual number of calls and Incidents applied
against each contract.
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Setup

Time and Materials

The existing Service, Incident, and Change Management modules now
associate service contracts with time and materials expended. This feature
makes it possible to compute the real cost of handling each incident and call,
as well as to calculate the cost of managing each service contract.

Before you begin to use Contract Management, you must complete the
following steps:

m Configuration.

m Currency Conversion on page 314.
m Currency Definitions on page 314.
m Part Usage Detail on page 315

Labor Performed Detail on page 317

Configuration

Specify those contract elements you want the system to calculate, select a base
currency for all your contracts, or switch off the automatic processing of
contract specifics in the configuration record.

To configure the Contract Management module:

Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Management menu appears.
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2 Click the Service Contracts tab shown in Figure 9-33.

[ (O]

?8Q || =

% Back -

ServiceCenter’ @® = m

Service Level Agreements  Service Contracts |5upporting Diata |

., Service Conftracts Expired Contracts
é} Detailed infarmation an your b Display all contracts that have
current service contracts. already expired.
. Expense Lines Overspent Contracts
L Incurred costs and chargeback b Display all contracts that have
information. exceeded their budget,
pe Entilement Mapping Exceeded Incidents
rS - Service levels for companies, b Contracts that have excesded
- locations, and devices. their incident allocation.
Edit Control Record Exceeded Calls
@ Madify the high level behavior b Contracts that have exceeded

of cost management. their call allocation.

Figure 9-33: Service Level Management menu: Service Contracts tab
3 Click Edit Control Record.

Figure 9-34 shows the Contract Management configuration record.

ServiceCenter - [Contract Management Configurati

] H= E

-Elle Edit View Fomat Options Lt (pfions Window  Help _|5||1|
smi|zeale
u

/ oK x Cancel E Save ‘

Contract Management Option:

Enable Module: v
Default Fiate: 1
Currency Code: |US Drallar ¥
Problem Parts: v
Calculate Incident Labor: v
Calculate Service Labor: v
Calculate Change Management Parts: ™
Calculate Change Management Labor: v
Calculate Request Management Labor: v
Calculate Request Management Parts: v

Ready

| inzert | cmcontrol. glus. fil. display] [F]

Figure 9-34: Contract Management options
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Click Save to save any changes to the configuration record. The following
table describes the fields in the Contract Management configuration record.

Field Description

Enable Module Select this check box to enable the Contract Management
data collection processes.

Default Rate Enter the default labor rate for the module.

Currency Code The value in this field sets the currency code for Contract

Management. Currency conversions for all contracts in the
database are based on this code.

Problem Parts Select this check box to calculate the cost of parts from the
Parts & Labor tab in an incident ticket.

Calculate Incident  Select this check box to calculate the cost of labor from the

Labor Parts & Labor tab in an incident ticket.
Calculate Service Select this check box to calculate the cost of labor from the
Labor Time Spent Working on Call field in a call report.

Calculate Change  Select this check box to calculate the cost of parts from the
Management Parts Parts & Labor tab in a change request.

Calculate Change  Select this check box to calculate the cost of labor from the
Management Labor Parts & Labor tab in a change request.

Calculate Request  Select this check box to calculate the cost of labor from the
Management Labor Parts & Labor tab in a change request.

Calculate Request  Select this check box to calculate the cost of parts from the
Management Parts  Parts & Labor tab in a change request.

Currency Conversion

Contract Management provides a currency conversion utility that
automatically converts 166 national currencies, depending upon exchange
rates at the time the contract is granted. Daily exchange rates can be entered
into the system, ensuring accurate rate conversions. For more information,
see Currency Conversion Utility on page 215.

Currency Definitions

Currency definition records define currency codes for each of the
international currencies entered in the system and establish whether or not
an individual currency has European Union Currency (EUR) as its root. For
more information, see Currency Definitions on page 217.
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Part Usage Detail

Part Usage Detail records define the details of used parts, including device

type, part number, model number, location where asset is being used, and so
forth.

To view a used parts record:

1 Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Management menu appears.

2 Click the Supporting Data tab.
3 Click Part Usage Detail.
Figure 9-35 shows a blank Part Used form.

-Eile Edit “iew Format Optons  List Option: Window  Help ;Iilil
$BmEl7eQ 9
= Back sl fd ¥ Search

Parts Used -- Detail

”I

1D:

Reference File:

Feference Key:
Part Number:
Quantity Used:

Contact:

Compary:

Lozation:

Aszet:

Model:
Device Type:

|
|
|
|
|
|
Department: |
|
|
|
|
|
|

Yendor

Ready | ingert | cmpartz.g(db. zearch) [F]

Figure 9-35: Used Parts — Detail Record Search Form

4 Do one of the following:

= Enter the name used part or other search criteria and click Search or press
Enter.

m Leave all fields blank and click Search to perform a true query and retrieve
a list of all used parts records.
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Figure 9-36 shows the requested record, or a QBE list of records appears
where you can select a record to view or modify.

(@ ServiceCenter - Contract Management Parts: 123 [_ O] x]
Ele Edit Wiew Fomat Options List Options Help

% 289 | []

W Ok 3 Cancel €& Previous 3% Newt s Add = save 1 Delete .
id [reference e | asset lﬁl
L2z _lpoblem _______________________________________________|
124 prablem
125 problem
126 problem
1§32+ |~
Parts Used -- Detail
D: fez
Reference File; [problem ]
Reterence Key: W
Part Mumber: [43a—
Quantity Used: [1—
GL Mumber: ]
Contact: ]
Department: [—
Cormpary: f—
Location: ]
Assel: [
Model: I
Device Type: f—
Vendor: [ ]
Ready Response 0.100 draw 0.190 | insert | cmparts.gbe.g [UP]

Figure 9-36: Used Parts Detail Definition record

5 You can add, edit, or delete part usage details in this form. The following
table shows the fields on the Parts Used form.

Field Description

ID Unique serial number for this device type.

Reference File The file accessed to reference this information, such as the
problem file.

Reference Key Event triggering a response. For example, an incident ticket
number within the problem file.

Part Number A unique part number used to define this model.

Quantity Used The number of assets being used.

Contact Individual in the contacts file associated with this device or
primary asset.

Department  The department associated with this device or primary asset.

Company The company associated with this device or primary asset.
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Field Description

Location The location within a company associated with this device or
primary asset.

Asset Asset that this used parts record is defining.

Model Model of this device or primary asset.

Device Type  Type of device this asset represents.

Vendor Provides services for this component.

Labor Performed Detail

The Labor Performed Detail definition records define the details of where
and how labor was performed on components for service records and billing
purposes.

1 Click Service Level Mgmt in the ServiceCenter home menu. The Service
Level Management menu appears.

2 Select the Supporting Data tab.
3 Click Labor Performed Detail.Figure 9-37 shows a blank Labor Performed

form.

ServiceCenter - [emlabor] M=l E3
. File Edt Wiew Fomat DOptions Lzt Ophions  Window Help fi ﬁ'lll
rmal?eq 9

Gy Back  offadd  S$ Sesch '|

Labor Performed - Detail

Reference File: I

Reference Key: I

Technician: I

Hours Worked: I

Date WwWorked: I

Contact: I

Department: I

Compang: I

Location: I

Asset I

Model I

Device Type: I

Wendor: I
Ready | ingert ‘ cmlabor. g(db.search] [P]

Figure 9-37: Labor Performed Detail Record Search form
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4 Do one of the following:
m Enter the applicable search criteria and click Search or press Enter.

m Leave all fields blank and click Search to perform a true query and retrieve
a list of all labor performed (detail definition records).

Figure 9-38 shows the requested record, or a QBE list of records where you
can select a record, to view or modify.

ServiceCenter - [cmlabor 34] [_ (O] %]
-Eile Edit Wiew Format Options  List Options  Window  Help _|ﬁ||1|

sBEl20Q|9
V ()8 x Cancel ({ Previous }) Mext s Add E Save fi‘ Delete I:||
id reference.file H‘

34 incidents
35 incidents
76 incidents
I incidents
103 praoblem hd

Labor Performed -- Detail

ID: |34
Reference File: Iincidents
Fieference Key: IEALL‘I 020
Technician: Ibob.helpdesk
Hours Worked: |D.D24444
D ate wrked: |D2.-"DS.-"99 12:60:24
Cortact: |
Department: |
Company: |
Location: |
Azzet: |
Model: |
Device Type: |
Wendaor: |
Selected line iz row 1 of 32 records retrieved | inzert | cmlabor. g(db. view] [F]

Figure 9-38: Labor Performed Detail Definition record

5 You can add, edit, or delete definitions in this form. The following table
shows the fields on the Labor Performed form.

Field Description

ID Unique serial number for this device type.

Reference File The file accessed to reference this information, such as the
problem file.

Reference Key Event triggering a response. For example, an incident ticket
number within the problem file.
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Field Description

Technician Technician assigned to service this device or primary asset.

Hours Worked Number of hours spent servicing this device or primary asset.

Date Worked  Date services rendered on this device or primary asset.

Contact Individual in the contacts file associated with this device or
primary asset.

Department  The department associated with this device or primary asset.

Company The company associated with this device or primary asset.

Location The location within a company associated with this device or
primary asset.

Asset Asset that required repairs.

Model Model of this device or primary asset.

Device Type  Type of device this asset represents.

Vendor Provides services for this component.

GL Number

Service Contracts

ServiceCenter stores contract information inside its repository in two forms:
m Detailed format designed for automated analysis.

m Entire contract in its original form.

Service contracts are the principal records for Contract Management.
Contract information displays here to determine what services have been
used and what services remain. You can create, edit, or delete contracts in this
form.

Accessing a Contract
To access an existing contract:

1 Click Service Level Mgmt in the ServiceCenter home menu. The Service
Level Management menu appears.

2 Click the Service Contracts tab.

3 Click Service Contracts.
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Figure 9-39 shows a blank contract search form.

ServiceCenter - [servicecontract] [_ O] <]
-Eila Edit View Fomat Options  List Opfions  Window Help eS|
YEmEl?2oale

GuBack  odlAdd  SvSeach 00 Find 3 Fil "
Contract ID |
Rieference Name: 1 |

General Information |Datawls | Rules | Named Users | Comments | Attachments | Addiional Services |

Start Date: | |
End Date: |
Provider Company: [ =]
Cost Center: l—
Technizal Azcount Manager: [ =
TéM Phone number:: l—
Escalation Contact: | =]
Escalation Phone number:: l—
Client Company: [ =]
Client Contact: | =]
Ling ltems |
Duty Calendar. =
Alert when not updated for: l—
Call times limi: 1
W arning time alert: l—
Ready

| ingert | servicecontract.gldb.search) [F]

Figure 9-39: Blank Service Contract Search form

4 Click Search or press Enter to perform a true query and retrieve a list of all

current contract records. A contract record list appears, listing all contracts
in your system.

5 Select a record to view and modify by double-clicking on the Name in the
Contract ID.
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Figure 9-40 shows the appropriate information in the contract form.

ServiceCenter - [servicecontract General Support] [_ O] %]
-Ei\e Edit Wiew Fomat Options List Options ‘Window Help ] ﬁlil

ymal?eal s
7 OK K Cancel €< Previous 29 MNest il Add I Save ff} Delete - Find 4 Fill =

Contract 1D R M ame: 5 End =2}
G ot ] 000 01/0 000
17 GEM Intemational 0140193 0C:00:00 01431703 0C:00:00 (==
18 GEMERICOM GEM 0140199 0C:00:00 01401702 0C:00:00
18 ACME INTERMWATIONAL 0140159 00:00:00 0140102 00:00:00 hd|
Contract [D: [15
Reference Name: lGeneraI Support

General Information |Delails | Rules | MamedUsers | Comments | Attachments | Addiional Services |

Start Date: W

End Date: [01/01/0200:00:00 | =]

Prawider Company: |F‘HGN |

Cost Center l—

Technical &ccount Manager: IFALEEIN ]

TAM Phane number::

Escalation Contact: | =l

E scalation Phone number. l—

Client Company: [FRGN =

Client Contact: [TRASK =l
Line Items |

Duty Calendar =]

Alert when not updated for: l—

Call time limit: l—

Warning time alert; l—

Selected line is row 1 of 7 records

| insert ‘ servicecontract.gbe.g [F]

Figure 9-40: Service Contract search results

Header Fields
Contract ID is the number provided by the system as the unique identifier

for this contract.

Reference Name (required) is an alternate unique identifier. Generally, this is
the client company’s contract number.

General Information tab
The following table shows the fields on the General Information tab.

Field Description
Start Date Date when the contracted services begin.
End Date Date when the contract expires.
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Field Description

Provider Company  Name of the client company. The name in this field
references a System Wide Company Record in the
ServiceCenter company file.

Cost Center Cost center for the contract.

Technical Account  Technical account manager for the contract.
Manager

TAM Phone number Technical account manager’s phone number

Escalation Contact ~ Who to contact in case of an escalation on the contract.

Escalation Phone Who to contact in case of an escalation on the contract.
number
Client Company Name of the company contracting for the services. The

name in this field references a System Wide Company
Record in the ServiceCenter company file.

Client Contact Name of the contact inside the client company who can
answer questions about the contract.

Duty Calendar What calendar the contract uses (see ServiceCenter
calendars).

Alert when not Reserved for a future release.

updated for

Call time limit Reserved for a future release.

Warning time alert ~ Reserved for a future release.
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Details tab
Figure 9-41 shows the Details tab.

General Information  Details |F|u|es |Named Users |E0mments |Attachments Additional Services |

Budgeted Amount: Im—|

Budgeted Cumrency: IUS Drollar ¥
Fioot Budget Amount: lsnunn—

Fioot Currency: IUS Drollar

Spent To Date: IW

Budaet Grant Date: 01,/01/99 00:00:00 |

Contracted |ncidents: I‘IDDD—

Used Incidents: 183 |

Contracted Calls: |2DDD—

Uszed Calls: lﬁ

Figure 9-41: Details tab

The following table shows the fields on the Details tab.

Field Description

Budgeted Amount Maximum amount of money that is budgeted for the
services defined in the contract.

Budgeted Currency International currency in which the Budgeted Amount is
expressed (for example, French Franc).

Root Budget Amount Budgeted amount translated into the system’s root
currency. This quantity is automatically calculated.

Root Currency System’s root currency.
Spent to Date Total amount of money spent to date servicing this
contract.

Budget Grant Date Date on which the budget was granted. The system bases
all currency conversions regarding this contract on this
date.

Contracted Incidents  Total number of incidents budgeted for this contract.

Used Incidents Total number of Incidents opened to date against this
contract.

Contracted Calls Total number of calls budgeted for this contract.

Used Calls Total number of calls opened to date against this contract.
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Rules tab

The choices on the Rules tab, shown in Figure 9-42, define the course of
action a customer service technician should take when the terms of a service
contract are exceeded.

General Information |Details Fules |Named Users | Comments |Attachments Additional Services

‘when a caller exceeds hiz purchazed calls we should

(@ lgnore [t W wiam the User ) Refuse Service
‘When a caller exceeds hiz purchazed incidents we should
(@ lgnore [t W wiam the User ) Refuse Service

‘when a caller exceeds hiz purchazed service reviews we should
(@ lgnore [t 0 wiam the User ) Refuse Service

‘when a caller exceeds hiz purchazed site visits we should
(@ lgnore [t 0 wiam the User ) Refuse Service

Figure 9-42: Rules tab

When a caller exceeds the purchased calls, incidents, service reviews, or site
visits, click:

m Ignoreitif you want the technician to service calls or incidents that exceed
the limit for this contract.

m Warn the User if you want the technician to warn the user when calls or
incidents exceeds the limit for this contract.

m Refuse Service if you want the technician to refuse service for calls or
incidents that exceed the limit for this contract.

Named Users tab

In the Named Users dialog box, enter the customer contact names for the
contract who are entitled to update or request service against the contract.
Contacts entered on this tab must exist in the Contacts record. Figure 9-43
on page 325 shows the Named Users tab.
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Figure 9-43: Named Users tab

Comments tab

Enter notes, cautions or special conditions regarding this contract on the
Comments tab shown in Figure 9-44. This text does not display anywhere
else in the system.

Figure 9-44: Comments tab
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Attachments tab

Attach any documents pertaining to this contract in this tab, including the
actual contract itself. Contract Management recognizes a wide range of
document formats. There are two options for attaching documents to a
service contract:

m Pop-up menu: Right-click in the Attachments tab and select Insert from
the shortcut menu.

m Drag and drop: Drag documents from a file folder directly into the
Attachments tab.

Figure 9-45 shows the Attachments tab.

General Information |Deta\|s |Hules |Named Users |Eomments Attachmerits |Add|t|onaISe|wces |

Figure 9-45: Attachments tab

For more information, see the ServiceCenter System Administrator’s Guide.
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Additional Services tab
Figure 9-46 shows the Additional Services tab.

General Infarmatian |Details |F|u|es |Named Users |E0mments |Attachments Additional Services

Contracted Service Reviews: |

Uszed Service Reviews: =
Contracted Site Visits: l—
Used Site Visits: 1

Figure 9-46: Additional Services tab

The following table shows the fields on the Additional Services tab.

Field Description
Contracted Service Enter the number of Service Reviews to which the
Reviews customer is entitled.

Used Service Reviews ~ Number of remaining Service Reviews the customer is
entitled to. This number is updated automatically from the
Incident Record.

Contracted Site Visits  Enter the number of Site visits to which the customer is
entitled.

Used Site Visits Number of remaining Site Visits the customer is entitled
to. This number is updated automatically from the
Incident Record.

Creating a Contract
To create a new contract in Contract Management:

1 Click Service Level Mgmt in the ServiceCenter home menu. The Service
Level Management menu appears.

Click the Service Contracts tab.

Click Service Contracts. A blank contract form appears.
Fill in the tabs with the appropriate data.

Click Add to add the record to the file.

The status bar displays this message: Record added to the servicecontract
file.

u b W N
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Editing a Service Contract
To edit a service contract:

1 Click Service Level Mgmt in the ServiceCenter home menu. The Service
Level Management menu appears.

2 Click the Service Contracts tab.
3 Click Service Contracts. A blank service contract search form appears.
4 Do one of the following:

m Type search criteria. Click Search or press Enter.

m Leave the fields blank and click Search to perform a true query and retrieve
a list of all current service contract records. Select a record to view and

modify.
5 Edit the record as needed.

6 Click Save to save the changes. The status bar displays this message: Record
updated in the servicecontract file.

7 Click OK to exit the servicecontract file.

Deleting a Service Contract
To delete a service contract:

1 Click Service Level Mgmt in the ServiceCenter home menu. The Service
Level Management menu appears.

2 Click the Service Contracts tab.
3 Click Service Contracts. A blank service contract search form appears.
4 Do one of the following:

m Type a name in the Reference Name field or click Browse to select search
criteria.

m Leave the fields blank and click Search to perform a true query and retrieve
a list of all current service contract records. Select a record to delete.

The requested record appears.
5 Click Delete. A message prompts you to confirm the action.

6 Click Yes to delete the contract record. The status bar displays this message:
Record deleted from the servicecontract file.

7 Click OK to exit the servicecontract file.
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Expense Lines

An expense line record is an itemized accounting of expenses incurred by the
provider while servicing a contract. Expense lines are generated by the system
as services are rendered and automatically calculate the money spent for each
part or service in the currency of the contract. Figure 9-47 shows an expense
line record.

(@ ServiceCenter - [expline: 799] -

@E\Ie Edit “iew Format Options  List Options  Window Help

sBmElreal e El
w7 Ok K Carcel €4 Previous 29 MNest wl= Add I save ﬁ Delete ~ Find + Fill

{Io] [Date Cut [state [ Curency Code [ amau
500 08/26/0216:3214 closed uso 0

301 08/27/02 08:42:12 closed usD 0
802 08/27/02 OF: 4503 clozed UsD 0
503 08/29/0270:24:10 closed uso 0.30¢
304 08/29/02 10:27.28 closed usD 0.51:

4 |
Expense Line Information

1D: [fs— Bill Ta: —
Date Cut: [pa/zEmziezndz @ Bill Type: (I
Date Processed [08/26/02 16:27:52 I=| GL Humber. —
State: ,-:Inml— Payment Type: l—
Currency Code: T | Contact: [BROWN. MICHOLAS |
Amount: o Department; [edministation
Sewvice Contract D [ H| Company: feeme
Asset Contract 1D: I | Location: [sCMERT
Source File: W Azzel ,ACMEpcmE—
Source Rey Mooz Model: [frocor
Root Cuency: ’LISD— Device Type: l—
Root &maunt: [foo0 Vendor: [ETaT Systems
Type: flabor Associated Datar [213 |ﬂ
Micro-State: — |
Cost Center. — — =l
Budget Center: —

Ready Responge 0.130 diaw 0197 | insert | expline.aldb.wie

Figure 9-47: Expense Line record

The following table describes the fields in the Expense Line Information

form.

Field Description

ID The unique identifier assigned by the system to the expense line
record.

Date Cut Date the expense line record was created.

Date Processed  Date the expense line record was updated.
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Field

Description

State

Exchange rate processing status of the record.

m closed — indicates that the exchange rate has been locked in
and the value computed exactly.

m ready — indicates that the record is waiting to be processed.

m pending — indicates that the record is waiting for the
exchange rate to be entered in the system.

Currency Code

The value in this field sets the currency code for Contract
Management. Currency conversions for all contracts in the
database are based on this code.

Amount

Amount spent by the provider in the contract currency.

Service Contract
ID

Number provided by the system as the unique identifier for this
contract.

Asset Contract
ID

Number provided by the system as the unique identifier for this
contract.

Source File

Name of the file from which the type of expenditure is calculated
(for example, outage, operator, model).

Source Key

Unique identifier of the record in the file generating the expense
line. For example, CALL1021 (Service Management) and
IM10011 (Incident Management).

Root Currency

Root currency for the ServiceCenter system.

Root Amount

Equivalent sum, in root currency, of the amount entered in the
Amount field.

Type

Type of expenditure involved.

m Parts — used to compute the cost of parts used in servicing a
contract, the system searches in the model file.

m Labor — used to compute the cost of labor involved in
servicing a contract, the system searches in the operator file
for the technician’s hourly rate.

m Qutage — used to compute the cost resulting from outages,
the system searches at the service level agreement (SLA) for the
device in question.

® Handling — used to compute the cost resulting from
handling a customer call, the system searches at the Service
Management call report.

m Other — area is available for user tailoring. Creating your own
expenditure type is an advanced procedure.

Micro-State

Used for system processing.
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Field Description

Cost Center Cost center for the expense line.

Budget Center  The budget center (profit center) the expense line is associated
with.

Bill To A person or department.

Bill Type Whether the bill to value contains a person or department.

GL Number Global Ledger number.

Payment Type  Depend on the nature of the expense. For example, contract
payments include the following payment types: buyout, renewal,

purchase.
Contact Individual in the contacts file associated with this expense line.
Department The department associated with this expense line.
Company The company associated with this expense line.
Location The location within a company associated with this expense line.
Asset Asset to which this expense line refers.
Model Model of this device or primary asset.
Device Type Type of device this asset represents.
Vendor Provides services for this component.

Associated Data User comments field for such things as the device involved.

Accessing Expense Line Records
To open an expense line record:

1 Click Service Level Mgmt in the ServiceCenter home menu. The Service
Level Management menu appears.

2 Click the Service Contracts tab.
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3 Click Expense Lines in the Service Contracts menu. Figure 9-48 shows a
blank expense line record.

(@ Search expline Records [_ O] ]

Lm 28Q 9 0| =
= Back ol sdd 0 Seach 00 Find 4 Fil -
D: I | Bill T [ ]
Date Cut: [ =} Bill Type: ]
Date Processed, | GL Number: ]
State; l— Papment Tupe: ’—
Currency Code: | Cantact: ]
Amount: — Department: ]
Service Contract/D: [ H| Compary: ]
Asset Contract [D: | Lacation: ]
Source File: — Asset, ]
Source Key — odel ]
Root Currency: l— Device Type: ’—
Root Amaount; — Yendor: ]
Type: l— Aszocisted Data: ’—
Micro-State: " ]
Cost Center. 7 [ ]
Budget Center: l—

o { o

Ready Response 0.230 draw 0.90  insert | expline.gldb.search] [UF]

Figure 9-48: Expense Line Search form

4 Do one of the following:
m Type search criteria in a field and click Search or press Enter.

m Leave the fields blank and click Search to perform a true query and retrieve
a list of all current service contract records. Select a record to view.

The QBE record list displays all the expense line records in the system.

Cost Assessment

Each time a client company provides a service to a customer, real cost is
incurred from three sources:

m The cost of interacting with the customer. This can be evaluated as the
time spent by first level technicians handling the customer’s call,
multiplied by the hourly wage of the technician.

The cost of labor associated with actually fixing an incident. As one or
more technicians actually work on an incident, their time is multiplied by
their hourly rate to determine the cost.

m The cost of any parts used in the repair process.
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Handle Time

The time spent receiving and handling a request for service costs a provider
money. A ten-minute phone conversation with the customer, however
insignificant it may seem, represents an expense that should be charged back
to the customer. A large number of these brief calls consumes a significant
amount of a provider’s resources.

Contract Management is integrated with ServiceCenter’s Service
Management module. As calls are received, the Service Management module
automatically determines the time that was spent handling the calls. In
Service Management, accounting for handle time begins when a call report
starts and terminates when the help desk technician ends the call. These
handle times are multiplied by the handling technician’s bill rate and
recorded as expense lines against the relevant service contract.

Labor

As an incident ticket or change request is managed, more than one person
may work on the issue. A given technician may work on the issue more than
once over a period of days or weeks. Contract Management integrates with
the ServiceCenter Incident, Change, and Request Management modules to
allow technicians to record the hours they spent working on a change
request, incident ticket, or request management quote.

As the technicians record their labor in the incident ticket, line item, or

change request, the system automatically translates this information into
expense lines that tie back to Incident, Request, and Change.
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Figure 9-49 shows the Parts & Labor tab for an expense line record.

ident Number IM1078 [_ O] x|
784 ] [
W 0K X Cancel € Previous 39 Mext I save & Undo 4 'Clos= . Find 4 il () Clocks -
[s] [Onen Time [ Update Time [ et Status [ Catencry [Tite Iil
IM1075 12/25/0016:2 03/08/01 16:12:19 | alert stage 3 client spstem Bootup of host workstation doesn't show tape dive as a scx
11076 12/23/0016:2 03/08/00 161225 | alert stage 3 client spstem “Workstation iz down and won't boot at all. Monitor is dead ar
IM1077 12/29/0016:7 03/08/01 16:12:45 | alert stage 3 Enquiny W ants b know how ta set up a daisy chain of tape drives, C
=
11079 12/23/0016:3 03/08/00 161231 | alert stage 3 client spstem Can't get the controller bo recognize a J3id party external disk LI
IM1078 Ticket Status: Open |nCident
Incident Title: [ aritor is getting more and mare: dim, and sometimes loses color entirel. T|Cket
lomiodms Pl | e | Pmtans | dicns | Abbenbomnes | 21 Bara t ] sher | Ui | fleie | Balased B —
a Change C2 - Prompt [_[O] =]
BB ? 84 Ol =
M ()8 x Cancel (( Prev )) Mext H Save ¢ Close . Find + Fil O Clocks
MHumber | Cateqgarny | Friorite | Phase |Asset | Start | End | Title l;l
c14 RFC - &dv 3 2.plan 05/09/0 05410 02/21/02 23:24:19 [FALCON]:
C15 RFC 3 Aszzessme AdamPC 06/17/0 0617 Replace sound card on demo machine. J
C16 MAC 4 Approval 05/13/0 05/15 Add a new printer to the network.
C3 Hardware 4 Hw! Spec 04/412/0 04412 Install new pc LI
Change Mo.: c2 Flanned Start: |05.-"D1 /02 08:00:00 &
Category: [&sppic ation #| Planned End: [05/02/02 170000 &
Phase: [Design #| Statusz: [iritial
Alert Stage: | Approval Status: |pending
General | Product | Drescription | Fiesolution | work Around | Appravals  Parts & Labor | Attachments | Relatec ==
Service Contract: [ =l -
Date | Part Mumber | Guantity Uzed | WPl
Change
Request
Date Technician Hours ‘Worked | Service Contract
Selected line iz row 9 of 16 records Fesponge 0,220 draw 0.320 | ingert | cm3r. application. glom. view. display] [UP]

Figure 9-49: Parts & Labor tab
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Parts

Contract Management is integrated with ServiceCenter’s Incident, Request,
and Change Management modules to allow technicians to record any parts
they use to resolve the issue. As these parts are recorded, ServiceCenter takes
the following action:

m Expense lines are created against the relevant contract.

= Quantities of these parts in stock are adjusted accordingly.

The system automatically tracks the number of parts in stock and, through
Request Management, places replacement parts orders when quantities in
stock dip below a user definable threshold.

Itemizing Costs

Contract Management allows you to itemize the cost of fixing a particular
incident. Detailed cost data helps the user make informed decisions by
answering such questions as:

m What type of incidents are the most expensive to fix?
m What percentage of your costs are parts?
m What percentage of your costs are labor?
To display a cost table and an expense line record:
1 Open an existing incident ticket.

2 Choose Options > Show Costs. Figure 9-50 shows a cost table for the
incident ticket.

(& Costs associated with incident IM1005 Hi=] E
smalzo Al [
<=y Back -
Type: | Cost: l:
Parts 30 Parts
Labor 30 Labar
Outage 30 Outage
Other +0 L. Other
Call Handling $ 21722222 Handlin
Ready Reszponze 0.371 draw 0,541 | ingert | apm.cost,g [UP]

Figure 9-50: Costs associated with an incident
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3 Click abutton (Parts, Labor, and so on) to the right of the table to display the
expense line records related to that incident. For example, click Handling
and the window shown in Figure 9-51 appears.

ServiceCenter - [Database] [_[O] %]
- File Edit “iew Format Options List Options Window Help i | 5'1'
sBE ?208qls

o Ok M Cancel [ Save e Add [ Dekte . Find 4 Fil I:'|
[0} Drate C S Currency Cod | & Contract 0 Type
01/02/01 1 I =
Expenge Line |

I0: |345 EBil To:

Date Cut: II]'I A02/01 141323 = Bill Type:

Date Processed: IU‘I A02/00 14:13:23 =] GLMumber:

State |closed Contact:

Curiency Code: IUSD = Department:

Amount; |21.T22222 Company:

Contract I0: I |  Locatior:

Source File: |incidents Asset:

Source Key: ICALL‘I 13 adel:

Fioot Curency: ush Device Tupe:

Fioot &maunt: |21 22222 ‘Wendor:

Type: |Iab0r Agsociated Data; 137 ﬂ

Micro-State: I

d|

Selected line is raw 1 of 1 recards ‘ insert | expline.g[QBE. display.qui] [F]

Figure 9-51: Expense Line record for Handling

Entitlement Checking

When a customer contacts a client company and requests service, it is
important to determine whether or not that user is entitled to additional
service; if the contract provides for five service calls, and the user has already
reached that limit, service may be denied.

Because the precise nature of language and rules varies from contract to
contract, the process of determining what contract applies at a given time is
complex and difficult to generalize. Contract Management solves this
difficulty with a sophisticated rule-processing engine that allows customers
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to write their own wizard scripts. Technicians are guided by the script
through a custom set of questions and answers before eventually determining
a particular caller’s contract information. This rule engine is linked to
ServiceCenter’s Incident and Service Management modules.

The object of any entitlement determination sequence is to identify both a
contract and a service level agreement (SLA) that apply to the current
situation. Once that information is located, the system automatically checks
to see whether the referenced contract permits service at this time. Has the
user exceeded the call budget? Has the contracted number of incidents been
used? All this can be checked automatically.

That information is then linked to the incident ticket, call report, or change
request document. The Contract Management module can then use the
service information for other purposes.

Entitlement Record

The entitlement record connects a device to a service level agreement (SLA)
and a contract. ServiceCenter automatically checks the entitlement record
when a call is opened to determine if the device entered is entitled to service.

To access an entitlement record:

1 Click Service Level Mgmt. in the ServiceCenter home menu. The Service
Level Management menu appears.

2 Click the Service Contracts tab.

3 Click Entitlement Mapping in the Service Contracts menu. A blank
entitlement record appears.

4 Do one of the following:
m Type search criteria in a field or select values from the drop-down lists.

m Leave the fields blank and click Search or press Enter to perform a true
query and retrieve a list of all current entitlement mapping records.
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Figure 9-52 shows an entitlement record selected from a list of QBE records.

serviceent: 1

; 20 9| |
ok M Cancel €4 Previoss 33 New  ofladd [JSave (T Delte .0 Fid Fil

[_[D]x]

o [ Compary [Location [Service Tupe [Device Type | LogicalName [ 5L ID [ Contract D ﬂ
2 PRGM Houstan 162 15
3 FRGM Houston 154 21
4 GEMERICOM 103 18
112 |~
Company: [PRGN =]
Location: | ]
Service Type: [ =
Device Type: | =]
Logical Name: | ]
5L4 D [FRGN Flatinum =
Contract ID: [FRGN YIP SERVICE =

Ready

Responze 0.60 draw 0.231 | insert | serviceent.gbe.g [UP]

Figure 9-52: Entitlement Record

The following table describes the fields in the Entitlement record.

Field

Description

ID

The system assigns an ID number to each entitlement record
automatically when the record is created.

Company

Select the name of the company receiving the service from the
drop-down list.

Location

Click Browse to enter the location (from the location file) for the
company you selected in the previous field.

Service Type

Select the type of service (Service and Incident Management
category) specified in the contract.

Device Type

Contains the generic name of the type of device covered by the
service contract (for example, pc).

Logical Name

Contains the unique name of the particular device covered by the
service contract. (for example, pc002).
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Field Description

SLAID Select the service level agreement (SLA) involved in the servicing
of this contract.

Contract ID  Select the unique ID of this contract from the drop-down list. This
value matches the Contract ID in the contract record.

Viewing Contract Overruns

Options on the Service Contracts menu allow you to view contracts that have
reached certain limits. The system lists the contracts meeting each of the
search parameters defined below in a standard contract record. You may add,
edit, or delete contracts in this mode. The following table describes the types
of contract overruns.

Option Description

Expired Contracts Displays all contracts in the system whose time limit for
service has expired.

Overspent Contracts Displays all contracts in the system whose budget has been
exceeded, regardless of where the money has been spent
(that is, calls or Incidents).

Exceeded Incidents  Displays all contracts in the system that have exceeded their
Incident allocation limit.

Exceeded Calls Displays all contracts in the system that have exceeded their
call allocation limit.
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Figure 9-53 on page 340 shows a record for a contract overrun.

ServiceCenter - [servicecontract GEMERICOM GEM] [_ O] %]
-E\Ie Edit “iew Format Options  List Options  Window Help ] ﬁlil

rmalzea 9
7 Ok 3 Cancel €4 Previows 23 Newt = Add I Save ﬁ Delete . Find 4 Fill E‘

Contract 1D Reference Name Start Date: End
GENERICOM GEN 0170193 000000 01/ 00:00:00
20 ACME US 01/01,/39 00:00:00 01./01/02 00:00:00

Contract ID: [1&
Reference Mame: |GENERICOM GEN

General Information ‘Detai\s | Rules | Mamed Users | Comments | Attachments | Additional Services |

Start Date: IW

End Date: [0/07/02000000 |

Provider Company: [PRGN =]

Cost Center: I—

Technical Account Manager: [FaLCON =

TAM Phone number. I—

E scalation Contact: [ =

Escalation Phone number:: I—

Clisnt Company: [SEMERICOM |

Client Contact: [GALLAWAY, SUSAN =]
Ling ltems |

Duty Calendar: I—_l

Alert wihen not updated far I

Call time it I—

“Warning ime alert: I—

Selected ine iz row 1 of 2 records | ingert ‘ servicecontract.gbe.g [F]

Figure 9-53: Record for an Overspent Contract

Contract Wizard

Different devices, or objects, may have different contracts associated with
them, even from the same provider. The Contract Management module
contains a contract wizard designed to associate a new call with the proper
contract and SLA (service level agreement). The contract wizard fills the SLA
and Contract fields of the call report and establishes the link to a specific
contract. Any service provided to the customer as a result of this call is
automatically calculated and charged back against the correct contract. This
tool greatly increases the accuracy of the accounting process.

To use the contract wizard:

1 Click Service Management in the ServiceCenter home menu. The Service
Management menu appears.
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2 Click Take New Calls. A new call report form appears.
3 Choose Options > Get Contract, as shown in Figure 9-54.

(@ ServiceCenter - New Call [_[O]x]
File Edit “iew Format il Lt Ontons Help
36 % 2 Find Solution ﬁ
SM Call List
3¢ Cancel &2 Un  Natiy R 3 Fil .
000246  CallDetsil || Add/EdtContact
Get Contract
Call 1D CATTTUUT? Status: Open - Idle
Contact Mame: @‘ Ouwner: FALCON
Create Full Name: [ Categon: &
Incident Email [ Subcategany: T—E
; Payroll No.: [ Product Type: - |
% Corp Stuct/Div: | @ Problem Type: T—E
Request Phone: | Ext | Assignment: |
Change Fax: 7 Severity T—ﬂ
= I Total Loss of Service
r Site Categany: T—ﬂ
Show Feported By different from Contact Name (I Projected SLA: l—
Related Entitlement: I
r
g Natity By: E rnail =
Find Location: | B  GLMNumber 7
Solution Foom/Floor Ref: [ [ Bil To: [ H
—o. Cost Center: ,7 r - Dept ) Contact
IE 1 Asset |0: |
Add/Edi User Type: | x| Tupe I
Contact Compary: 1 =B  Model I
o]
Description: Cauze Code: |
E
hd
“ou have chosen to have multiple companies available.
Ready Response 0.251 diaw 0.90 | insert | co.incguick.glcc.first] [UP]

Figure 9-54: New Call report

4 Figure 9-55 shows the first prompt of the contract wizard.

Conbract Wizard E

Contract Wwizard

What company is the contact calling for?

Company: | ¥

24| 2]

Figure 9-55: Selecting a company
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«| »

5

Do one of the following:
m Select a client company from the drop-down list in the Company field.
m Click Back or Next to exit the contract wizard.

For this example, select a company name from the drop-down list in the
Company field.

Click Next to go to the location prompt, or click Back to return to the
previous prompt.

Note: You can click Back any time to return to the previous prompt.

7 Select the client location from the drop-down list in the Location field.

10

11

12

13

14

Click Next to go to the service type prompt, or click Back to return to the
previous prompt.

Select the type of service required from the drop-down list in the Service
Type field.

Click Next to go to the type of device prompt, or click Back to return to the
previous prompt.

Select the type of device involved from the drop-down list in the Device Type
field.

Click Next to go to the specific device prompt, or click Back to return to the
previous prompt.

Select the specific device involved from the drop-down list in the Logical
Name field.

Click Next to return to the call report or click Back to return to the previous
prompt.
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Figure 9-56 shows the call report with the appropriate contract and SLA data
because the Projected SLA field now has the appropriate contract and SLA

data.

ServiceCenter - [New Call] [_ (O] x]
- Ele Edit Miew Fomat Options Lot Dptons  Window Help = E‘lﬂ
$Bml ?eals

M Cocel  §DUndo 7 Find 3 Fil l:'|
o039 Call Detail | Resolution Detal |
Call ID:  CALL10022 Status Open - s
Cantact Mame: | =] Owrer: FALCON
o Full Hame: | [ Categany =]
Incident Email: | Subcategory. o
Fo Paproll Ma.: | Praduct Tupe: o

% Corp Struct/Div: | lj Problem Type: |
s Phane: | Ext: | Assighment
Change Fa Sewerity:

e ™ Total Loss of Semice
( Site Categary:
S Feported By different from Cantact Mame |=| Projected SLA: M aster Origin Origin 1 Severity 3
Felated Entitlement:
™ Failed Entitlement
Matify By Email
Find Location [ =] GL Mumber
Solution Foom/Flacr Rek: | | Bill Ta:
lﬂf“ Cast Center: ™ Critieal User ® Dept O Contact
i ‘! Asset 1D: o
Add/Edit User Type: | Type:
Contact Compaty: | =] Model
T Critioal dsset
Description; Cauze Code: o
‘T'ou have chosen ko have multiple companies available.
Ready | ingert ‘ ce.incguick. glce. first) [P]

Figure 9-56: New Call Report
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CHAPTER

o Change Management

ServiceCenter’s Change Management module is the process for requesting
and approving changes in your infrastructure. Changes, as opposed to
Service requests, generally affect shared equipment or multiple users. Change
Management automates the approval process, eliminating the need for
continuous memos, e-mails, and phone calls. However, within this process,
approvers must still manually approve each change. This chapter describes
the administration of ServiceCenter’s Change Management module. For
more information, see the ServiceCenter User’s Guide.

Read this chapter for information about:

Relationship to Service Management on page 346
Components of Change on page 348
Workflow on page 348

Security and Access Control on page 352
Using Change Management on page 354
Managing Categories and Phases on page 370
Change and Task Phases on page 384
Change Records on page 409

Tasks on page 425

Approvals on page 435

Risk Calculation on page 446

Events, Alerts, and Messages on page 450
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Relationship to Service Management

Service Management has relationship models that define different methods
that can be used to control the relationships between records inside
ServiceCenter. For more information, see Service Management Record
Relationship Models on page 46.

Glossary

The following table lists terms used in Change Management.

Term Definition

Alerts A series of checkpoints taken against a change or task to
ensure that required work activities occur within specified
time frames.

Approvals Alist of groups or operators who must acknowledge or accept

the risk, cost, and so on associated with the implementation
of a change or task. Once the approval requirements are set
up, approvals give controlling authorities the ability to stop
work and to control when certain work activities can proceed.
Approvers manually approve changes before tasks are
assigned.

Approval sequence Order in which approval requirements are made active. The
process first makes the lowest sequence numbers available for
approval activity. Once these are approved, the next highest
number is made available. Groups with the same sequence
number can approve in any order.

Category Major logical classification of change requests and tasks. The
category determines the data to be collected for a particular
change or task. ServiceCenter includes a series of default
categories, or administrators can create new categories.

Changes Changes are the records submitted seeking the change. The
change has a life cycle containing approvals, alerts, tasks,
phases, and closure. Changes are based on categories.

Change number ~ Unique ID assigned to a change when it is submitted.

Change owners Required to give a technical approval for the phase to proceed.
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Term Definition

Change sponsors ~ Required to authorize the change from the customer business
perspective. If a Change Sponsor does not have access to
ServiceCenter, Change Administrators (CAs) are responsible
for ensuring that authorization is obtained from the Change
Sponsor. CAs must approve the RFC on behalf of the Change
Sponsor on the ServiceCenter system.

Event The occurrence of a specific detectable action or condition;
such as the opening of a change or task, an approval, an
update, and so on.

Group One or more operators assigned to a common area of
responsibility. Typically, each group reflects a business or
technical area (or department).

Initiator Person who starts the process of a Request for Change.

Phase An administrative step within the change or task that is
needed to complete the work. A phase determines how forms
are viewed by the users, approval requirements, and the
intervals at which alerts are sent. Phases are sequential,
repeatable steps characteristic of a Change category. You can
approve or close a phase. When you take an action on a phase,
you can move to the next phase. When a task or Change has
no more phases, that task or Change can be closed.

Profile The security record that defines which options and
authorities are available to the operator or group using the
profile.

Projected data Data copied from fields in a model record to identically

named fields in the newly opened Request record (source).

Task Work processes necessary to complete the change and related
to the Change. For example, the tasks involved in replacing a
hard drive with a larger model might include: ordering the
new drive, backing up the old drive, and installing the new
drive.

Tasks must belong to a Change. Task start and end dates, if
specified, must fall within the start and end dates of the parent
change. Tasks, themselves, can be broken into phases, if that
level of discrimination is necessary.

Tasks are classified by categories.

Task number A unique ID assigned to a task.
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Components of Change

The Change process allows needed work to be accomplished. Improvements
and maintenance are initiated by requests made by users and managers
across the system. Requests are implemented in the following manner:

m A technician creates a change record and assigns a change category to the
record. The category is a classification of the change requested (for
example, hardware).

m ServiceCenter assigns a predefined change phase to the change, based on
the category the technician selected. The phase selected determines such
things as which forms are displayed, how the request is reviewed, and
which general system options are available during that phase.

m [f the initial change phase requires it, approvals must be given before that
phase can be closed.

m Closed change phases automatically advance to the next phase in a
predetermined sequence, unless the change has only one phase.

m Ifa change phase requires several steps to accomplish, it may be necessary
to create one or more fasks.

m When you create a task, the system displays a prompt for a task category.
m A predetermined task phase for the selected category is assigned to the task.

m Closed task phases automatically advance to the next phase in a
predetermined sequence. All task phases must be closed before the change
request can be advanced to the next change phase.

Note: Although the functionality exists to create long sequences of task
phases, such detail is seldom needed to resolve a change project. It is
usually sufficient to resolve a change phase with a single task phase per
task.

Workflow

Change Management allows the user to request a change to software,
hardware, network connections, and facilities quickly and easily.
ServiceCenter leads you through the process by prompting you for required
information, and adding information through the Fill process. Figure 10-1
on page 350 shows a flowchart of the change process, using the example of
requesting a new hard drive for a server.
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Note: The workflow can be changed by modifying ServiceCenter scripts to
meet your business process flow.

To begin the change process, you submit a request for change. This is similar
to opening an incident ticket.

For example: You are responsible for supporting an application that runs on
a server. You discover the hard drive in your Application server is not large
enough to support expected growth.

To submit a change:

1 You open a change from Change Management. In submitting (opening) a
change, you are the requestor. In this example, you would request the larger
hard drive.

2 After you submit your change, approval groups are notified. In this example,
the change is sent to your manager.

3 Your manager reviews the change.
4 A decision is made on the change. Your manager either:
a Approves the change. The change process then moves to step 5.

b Denies the change. The change process then moves to step 9 to notify the
user who opened the change.

5 The process moves to the next change phase, which is notifying the personnel
who can implement the change. In this example, the IT department is notified
of the change.

6 In this phase, a task is created. In this example, the IT manager notifies the
appropriate technician of the change.

7 The actual work to complete the change becomes a task phase. The
technician installs the hard drive.

8 The technician closes the task phase.
9 You, as the requestor, are notified.

10 The change phase is closed.
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Note: Instructions for opening and approving changes are provided later in
this chapter.

Requestor
opens a @
change

4

Approval
Groups @
notified
MIS

Is the change Yes——» | Department
approved? ifi
notified

4

Technician
notified

4

Hard drive
installed

G O o O

Task closed
No

4
N Requester @
notified
4
Change @
closed
y
End

Figure 10-1: Change Management Flow
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A denial does not necessarily mean the end of a change. Figure 10-2 shows
alternate flowchart of the change process.

To submit a change (alternate example):
1 You, as the requestor, submit a change.

2 After you submit a change, notifications are sent to the appropriate
personnel (approval groups) via e-mail, internal mail, or paging.
Notifications can be sent at any time during the approval process.

Change Management also sets an alert schedule. The ServiceCenter
administrator determines who receives change requests and when alerts are
issued.

3 Approval groups review the change request. A change request can be
reviewed after an approval is issued. Change Management contains a list of
authorized approvers.

Requester
opens a @
change

A

N Approval
Groups notified

No Is the change Yes Notifications
approved? sent (optional)
@ ,
Disapproval Change
: E—
No overridden Yes performed
© ,
Change closed Change closed
Sh:;gz Notifications Notifications
P sent sent
A A
End End

Figure 10-2: Alternate Change Management Flow
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If the change is Approved:

1 A notification can be sent to the personnel involved, for example, the
requestor and those implementing the change.

2 The change is performed and notifications are sent. This actual work to
complete the change can be broken down into tasks and phases. For more
information, see Change and Task Phases on page 384.

3 The change request is closed.

If the change is Denied:
1 The denial can be overridden, which takes the change back to step 5.
2 A decision is made whether or not to postpone (defer) the change.

3 Ifthe change is not deferred, the change is closed and the requestor and other
appropriate personnel are notified.

4 If the change is deferred, the change request is updated and is automatically
resubmitted to the approval process at step 2.

Security and Access Control

Access procedures to Change Management functions are controlled in the
following order:

1 The user’s operator record is selected for capability words to determine
which, if any, of the functional areas within Change Management the user
can access.

2 Ifthe user has the right capability word(s) to get into the Change
Management functional areas, the system searches for:

a The user’s Change Management Profile record, based on the User Role
selected in the user’s operator record.

b If the application profile record for the operator is blank, the system
checks the environment record to determine if the operator can use the
DEFAULT profile record for the specific Area. If no DEFAULT profile exists
for the specific Area, the system searches for the DEFAULT profile for All
Areas.

3 Once the user enters Change Management, capabilities are established using
either the User Role profile record or the DEFAULT profile record.
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4 Depending upon the conditions set up in the phase definition record, a user
might not be allowed to update a change or task, even if granted the general
capability to do so in the User Role profile record. Figure 10-3 shows the
order of execution.

System checks operator record for
capability words.

A

System determines the appropriate user
profile record for selection.

A

Capabilities are set up using the
profile record.

A

Phase definition conditions override
capabilities defined in the profile record.

Figure 10-3: Execution Order of Change Management Access Control

Capability Words

Before you can add a profile to a Change Management user, that user must
have an operator record. A user’s Change Management abilities are set in the
Execute Capabilities array of the operator record.

These capability words are used to set a user’s access:

m SysAdmin — access to all user and administrative functions, as well as the
rest of ServiceCenter. Access to all CM (Change Management) modules
for administration and user functions is available regardless of the Change
or Task profile that is set in the user’s operator record.

m CM3Admin — allows access to all CM (Change Management) modules
for administration and user functions regardless of the Change or Task
profile that is set in the user’s operator record. CM3Admin is not required
for SysAdmin.
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m change request — allows access to Change Management changes.
m change task — allows access to Change Management tasks.

Note: The CM profile only adjusts CM security access for users with
CM3Admin capability. SysAdmin and CM3Admin capabilities both
grant complete access to all ICM functionality.

The capability words control which options are available in the profile
record. The operator record overrides the profile record. If the user does not
have a capability word in the operator record, that option cannot be used,
even if the option is selected in the profile. For a complete list of capability
words, see the ServiceCenter System Administrator’s Guide.

Using Change Management

You can access Change Management for administrative purposes from the
Change Management section of the ServiceCenter home menu, or from the
Central Administration Ultilities.

The Central Administration Utilities allow a system administrator to access
the operator’s record for user and contact information, application profile
privileges, and the Mandanten utility. This allows the administrator to
control and access several users or a group’s access from one central location,
rather than having to control access from within each module or utility.

To administer User Role Profiles from the Central Administration Utility, see
the System Administrator’s Guide.
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To modity the operator record of an existing user to provide Change
Management capability:

1 Select the Utilities tab in the ServiceCenter home menu shown in
Figure 10-4.

@ falcon =] B3
hie tec 9 vl 2
@ Logout -
. ® =
- _ =
ServiceCenter - (1]
Senices | Suppont Utilties | Toalkit |
. Administration SQL Utilities
[E] Comron system administration Maintain mapping to an external

functions. RDBEME.

~  Maintenance
‘ .'5 Comran maintenance

functionality and logs.

Event Services

Define external events, interface
to external systems

N =

) Tools Knowledge Engineering
N Customization toals, utilities, Examine solution candidates,
reports and logs fenerate core knowledge.
Development Auditing : SCD [
System auditing of development ‘.‘i SemiceCenter Distributed
customization changes. administration menu.
| | |
Ready Response 0.70 draw 0.421 | insert | menu.gui.home [UP]

Figure 10-4: ServiceCenter home menu: Utilities tab

2 Click Administration. Figure 10-5 shows the The Administration menu.

@ ServiceCenter A=
Eile Edit View Fomat Ogfions Lt Options Window Help
tha 1eq 9 2
<, Back
o ® = ‘
ServiceCenter b ® L

Information / Security / Insight ‘ Maotifications ‘ Calendar ‘ Purge Data ‘ Knowliz Export Manager ‘

Information Security
System Wide Company Record User Administration
wersion Infarmation Operators
System Bulletin Capability YWaords | =

Run Repaort
Print Qusus Insight
Distribution Insight Setup Menu |

< | o

Figure 10-5: Administration menu: Information/Security/Insight tab

3 Click Operators in the Security structure. A blank operator record appears.
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4 Type the ServiceCenter Login name for the user operator record to be
modified.

5 Click Search to access the user’s operator record. Figure 10-6 shows the
Operator record.

& Search Operator Records _|al x|
YmE 7eQ 9 »| =l
G Back ol Add S0 Seach 0 Find 3 Fill -
Operator Record
General ‘ Security | Login/Contact Profiles ‘ Startup ‘ Motification | Securnty Groups ‘ Biling Information ‘
Language: =l Default Company: =8
Date Infarmation oh Py
Time Zone: 51} User Role: [ETES|
Format: =l Service Prafile: [E1IEE|
& s Incident Prafile: [ETES]
Database: Root Cause Profile: [ETES|
Asset Mamt; Irventons Profile: [E1IEE|
Change Mamt: Contract Profile: [ETFE}
Change Profiles: [ETES|
[ETE]]
Request Profiles: [ETFE}
ale|
Ready | Response 0.230 diaw 0.311 | insert | operator. gloperator. search] [UP] 7

Figure 10-6: Operator Record: General tab

For more information, see the System Administrator’s Guide.

6 Select the Startup tab. Add the desired Change Management capabilities to
the Execute Capabilities array.

7 Click Save or press F2. The status bar displays this message: User profile
record updated.
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Environment

Change Management contains an environment record that defines options
that affect functionality of the Change Management module for all Change
Management users. This configuration is accomplished in fwo Change
Management environment records, for Changes and Tasks. Each record has
the same options. Two records are needed, because user profiles are defined
as either change profiles or task profiles in the Area field. For more
information, see Security Profiles on page 358.

To set up the Change Management environment using the Central
Administration Utilities, see the System Administrator’s Guide.

To set up the Change Management environment:

1 Click Change Management in the ServiceCenter home menu.
The Change Management menu appears.

2 Select the Changes or Tasks tab.

3 Click Change Environment or Task Environment. Figure 10-7 shows the
Change Management application environment record.

ServiceCenter - [environment cm3r] [_ (O] ]
-Eile Edit Miew Format Options  List Options  Window  Help _|ﬁ||1|
SBE|/?eQlo

V ()8 x Cancel ﬂ Save D‘

Environmet Marme [

| v

cmar

CHAMNGE MAMNAGEMENT APPLICATION EMNVIRONMEMT - CHAMGES

W Allaw Operator Access without Operator Profile Record?
i Skip Inefficient Query Warning?
¥ Allow Inefficient Queries?

-
4| | »

Selected line iz row 1 of 1 records | ingert | environment. cr3r.gldb. view] [P]

Figure 10-7: Change Management Application Environment record

4 Select the fields representing the parameters you want to apply to your
Change Management system.
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m Allow Operator Access without Operator Profile Record? — permits
users without an Operator Profile for Change Management to access the
module using the DEFAULT profile.

m Skip Inefficient Query Warning? — disables message, warning users that
a non-keyed query will be slow. Setting to true (selected) overrides the
setting in the Allow Inefficient Queries? option.

m Allow Inefficient Queries? — allows the user to execute an incomplete or
partially-keyed query. This option is overridden when Skip Inefficient
Query Warning? set to true.

5 Click Save or press F2 to save any changes to the record.

The status bar displays this message: Environment record updated.

Security Profiles

Change Management security profiles define the abilities of Change
Management users. Multiple users can share one profile. A user can have
multiple profiles, for Tasks and Changes.

When a user accesses Change Management, ServiceCenter checks for the
profile found in the operator record for Change Management. First the
operator profile records are selected for that user and area, then the records
are selected.

Profile records can work in conjunction with Message Group Definition
records. For more information, see Message Group Definition Record on
page 366.

Note: When configuring a large system with many operators, you can add
multiple members to a group security type of profile based on the User
Role. This reduces the number of duplicate operator security profiles
necessary to fulfill the same function.

As a system administrator, you can add, modify, or delete profiles. For more
information, see the ServiceCenter System Administrator’s Guide.

358 - Chapter 10—Change Management



Application Administration Guide

To access profile records:

1 Click Change Management in the ServiceCenter home menu. The Change
Management menu appears.

2 Select the Maintenance tab in the Change Management menu.

3 Click Profiles. Figure 10-8 shows a blank Security Profile form.

ServiceCenter - [User Change Profile] [_ O] %]
- File Edit “iew Format Options List Opfion:  ‘window  Help 1 |ﬁ'|1|
sBal?eals

< Back e Add SS9 Search .0 Find 4 Fil |
‘CM Security Profile Profile Name : 1 | ‘
Basic | Appraval/Print | Quem ‘ Categary |
Baszic Option:

[ dlerts Prafile Area: | ¥
[ Calculate Risk [ Expand Array
™ Close I~ Fil
[ Change Categary [ Find [ Review
[ Change Phase B s Gluery [T Search Duplicates
[ Copy and Open [ List Pages [ Show Parent
[T Count Recards [ I otify [T Tasks
[ Open [ Save [ Walidity Lookup
[ Feopen = [clozed] Save ™ Views
Approval Gioups: I
Change Manage Farmat: I I
T ask Manage Fomat: I Fieview Groups: I
Initial Change Inbox: I ¥ I
Initial Task Inbox: I ¥|  Manager Gioup: I |

Ready

inzert | cm3profile. glprofile. search] [P]

Figure 10-8: CM Security Profile form

4 Click Search to perform a true query and retrieve a list of all current profile
records. Figure 10-9 shows a QBE list of profile records.
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ServiceCenter - [User Change Profile] [_ O] x|

-Eile Edit “iew Format Options List Options  ‘Window Help =1
SBE ?e QA B9
V ok x Cancel (*( Previou )) Mext + Add E Save rﬁ' Delete . Yiews ,’.’ Find + Fil o

-

Name Area
ADMIN ~
APPROYER a
ASSET MANAGEMENT a
COORDINATOR a LI
CM Security Profile Profile Name : J5OMIN |
EBasic | Approval/Print | Guery ‘ Category |
Basic Option:
| Profile Area: ] ¥
V| Calculate Risk v Expand &rray
W Close ! Fill
=l Change Category ¥ Find ¥ Review
¥ Change Phase VIR Query V| Search Duplicates
=l Copy and Open v/ List Pages ¥ Show Parent
¥ Count Recards ¥ Matify ¥ Tasks
=l Open ¥ Save v Walidity Lookup
¥ Reopen V¥ [clased] Save V¥ \iews
Approval Groups: I—j
Change Manage Farmat; W I—j
Task kanage Foimat: W Review Groups: I—j
Initial Change Inbo:x: [FIFCs by urgency ¥ I—j
Iritial Task Inbox: Il Dpen Tasks ¥ tdanager Group: I—_l
Selected line iz row 1 of 24 records | insert | cm3profile. glprofile. view] [P]

Figure 10-9: CM Security Profile with a record list
5 Select a profile from the record list. The appropriate profile information

displays.

Header field

Change Management Profile fields are grouped in tabs to define the Change
Management user. Required fields are noted.

Field Description

Oper/Group Name  Name of the user or group that is defined by this profile.

(required) The Fill function can be used on this field, or you can enter
a new name.

360 > Chapter 10—Change Management



Basic tab

Application Administration Guide

The following table describes fields on the Basic tab.

Field Description

Profile Area Area of Change Management that applies to the user:

(required) Changes, Tasks or All.

Alerts Allows the users to check the alert status for a change or task
record.

Calculate Risk Enables the manual execution of risk calculation. If selected,
the Calculate Risk option displays in the Options menu of a
change request.

Close Allows the user to close the currently opened task or change.
All tasks must be completed to close a change.

Change Category Allows the user to change task or change categories while in
the update mode.

Change Phase Allows the user to change the task’s or change’s phase while
in the update mode.

Copy and Open Allows the user to copy information in the current change or

task record and open a new record containing the same
information. If the record has associated tasks, ServiceCenter
prompts you to copy the tasks with the change or task
record. If you choose to copy the tasks, ServiceCenter creates
anew task for each original task. The new record can then be
modified and added. For more information, see the
ServiceCenter User’s Guide.

Count Records

Allows the user to count the number of records in a QBE list.

Open Allows a user to open a new change or change task.

Reopen Allows a user to reopen a closed change or change task.

Expand Array Allows the user to add a field to, or easily edit, an array. The
array appears in a separate window, allowing you to avoid
the need to scroll through the array to do your editing.

Fill Allows the user to use ServiceCenter’s Fill function.

Find Allows the user to use ServiceCenter’s Find function.

I/R Query Allows the user to access ServiceCenter’s IR Expert
application and run a query against a specified file.

List Pages Allows the user to access all the pages in a task or change

record.
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Description

Notify

Allows the user to access the mail.notify form, containing a
message window and the record. A user can attach a message
to the record and send the record to someone else via
standard e-mail, SCmail, or fax. Using ServiceCenter for
e-mail, faxing, and paging is discussed in the Event Services
documentation.

Save

Allows the user to save updates to a task or change record.

(closed) Save

Allows the user to save updates in a closed record.

Review

Allows a user to review change tasks or changes.

Search Duplicates

Allows the user to query the Change Management database
for duplicate changes. If you place your cursor in the field of
arecord and select Search Duplicates, a QBE list of records
displays that contains the same values as the field in which
the cursor was placed. When a you access this option, a
message asks which change status should be searched:

m Active — currently open changes.

® Inactive — closed changes.

m Deferred — changes that have been deferred.

m All — search all changes in the database.

Show Parent

Allows the user to locate the parent change for a task.

Tasks Allows the user to access the Task functionality of Change
Management.

Validity Lookup Allows the user to check a selected field against the
ServiceCenter validity tables.

Views Allows the user to access the Views function in the task and
change records.

Change Manage Name of the form you want to open as the default change

Format queue form.

Task Manage Name of the form you want displayed as the default task

Format queue form.

Initial Change Inbox Inbox (records) that display initially in the change queue.

Initial Task Inbox  Inbox (records) that will display initially in the task queue.

Approval Groups Members of the approval groups have approval authority.

Members in this group should be added to each Message
group's Approvers array, so they can receive notification
when requests are awaiting their approval.
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Field Description

Review Groups Members of the review groups are the personnel who can
examine the tasks and phases of a change, but do not have
approval authority. Members in this group should be added
to each Message group's Reviewers array, so they can receive
notification when requests are awaiting their review as part
of the approval process.

Manager Group Members of the manager group are a necessary part of the
process to manage the requests for change for a user or a
group of users.

Approval/Print tab
Figure 10-10 shows the Approval/Print tab.

Basic  Approval/Print |Query |Eategory |

Approval Option:
7 Approvals ™ Mass Approve
¥ Overide

Frint Option:
! Print [ Print List

Figure 10-10: Security Profile record: Approval/Print tab

Approval Options
The following table describes options on the Approval/Print tab.

Option Description

Approvals Allows the user to approve tasks or changes.

Mass Approve  Allows the user to approve all current tasks or changes in that
user’s approval queue. If this check box is selected, the Mass
Approve option displays in the List Options menu of tasks and
changes.

Override Allows you the approval authority to override a prior approval
action, whether approved, denied, or retracted.
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Print Options
The following table describes options on the Approval/Print tab.

Option Description

Print Allows this profile to print individual change requests. If this
check box is selected, Print displays in the Options menu of a
change request.

Print List Allows this profile to print a Change Management QBE list. If this
check box is selected, Print List displays in the List Options menu
of a change request record list.

Query tab
Figure 10-11 shows the Query tab.

Basic |Appr0val.-"F'rint Query |Eategory |

Query Option

||7 Active | ¥ Deferred ¥ Restore

7 Expert Search M Inactive 7 Skip "W arning

¥ &l V' Inefficient Query

I Clear [ Mod Time Limit
Append Query: | Initial Format: |cm3r.search |
Time Limit: |00:00:10 QBE Farmat: | |

Figure 10-11: Security Profile Record: Query tab

Query Options

Note: The Active, All, Deferred, and Inactive options define what type of
changes and/or tasks a user can look up. At least one of these options
must be checked, or the profile record cannot be saved.

Option Description
Active Allows users of this profile to query for active task and change
records.

Expert Search Allows users of this profile to run an advanced search, where the
query parameters can be modified. If this is selected, Expert
Search displays in the Options menu of the Change
Management search forms.
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Option Description

All Allows users of this profile to query all task and change records.

Clear Allows users of this profile to remove data from all fields in a
form.

Deferred Allows users of this profile to query for deferred tasks and
changes.

Inactive Allows users of this profile to query for inactive tasks and
changes.

Inefficient Query Allows users of this profile to run an incomplete (inefficient)
query. This setting is overridden when Skip Warning set to true.

Mod Time Limit Allows users of this profile to modify a query’s time limit.

Restore Allows you to return the fields in the form to the previous
values. Only available in the initial form where you enter data.

Skip Warning Sets ServiceCenter to avoid inefficient query warnings in
Change Management for users of this profile. Setting to true
(selected) overrides the setting in Inefficient Query.

Append Query  Expression that the system will append to all queries executed by
users of this profile.

Time Limit Sets the amount of time a query runs for this profile before a
message that no matching records were found appears.

Initial Format Sets the form used for the query (search) form used when this
profile is in effect.

QBE Format Sets the form (format) used for this profile to display a QBE list.

Category tab
Figure 10-12 shows the Category tab.

Basic ‘ADDIOVGVPHH[ ‘GUEI_\J Category |

Category Restrictions

Default Change Category.

Detault Task Categony:

|
I
Allowed Categories: [
|
I

Figure 10-12: Security Profile Record: Category tab
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The following table describes restrictions that you can set on the Category

tab.

Restriction Description

Default Change This field only displays if the profile area is “c” or “a.” Sets
Category the default Change Management Request category for the

user(s) defined in this profile.

«_ »

Default Task Category This field only displays if the profile area is “t” or “a.” Sets
the default Change Management Task category for the
user(s) defined in this profile.

Allowed Categories Names the categories that can be used in a change request.
The records of categories are displayed in this list and are
the only category records that can be opened to users of
this profile.

Note: You can still view other categories.

Statements Allows you to enter statements to further restrict this
profile’s capabilities.

Message Group Definition Record

ServiceCenter Change Management uses Message groups to identify the
members of a work group, also known as a Message group. Message groups
include two kinds of members:

m Members who receive work messages sent to the group. Typically these
include event and alert messages. For example, notifying members of the
progress of requests and tasks that their group is responsible for managing
or working. Members automatically act as reviewers.

m Approvers are group members authorized to approve requests for this
group. They typically receive notifications when a request is awaiting their
approval.

Approvers are not automatically reviewers. If any approvers need to
receive ALL of the group's notifications, whether related to work activities
or to approvals, you should add them to both this group's Members and
Approvers lists.

The Message group definition record stores the individual login IDs of the
group’s members and approvers who will receive notification and messages
during a change project.
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To create a Message group definition record:
1 Select the Maintenance tab in the Change Management menu.
2 Click Groups. A blank Groups Definition form appears.
3 Do one of the following:

® You can create a new message group.

m Click Search to perform a true query and retrieve a list of all the message
group records. Select a record to copy. If you copy an existing record, be
sure to Add the new record to create it, rather than edit the existing
selected record. Figure 10-13 shows a QBE list of records.

ﬂ ServiceCenter - [Change Groupz] |_ (O] x]
@Eile Edt “iew Fomat Options List Options “indow Help _Iﬁ'lﬂ

sBEl ?eQ 9
0k M Cancel €€ Previow: 3P New radd  [JSave  T1Dekte .00 Find 4 Fil D‘

Mame Area Description
[#DMIMN Ja | ChangeAdministratars

ASSET MAMAGEMENT a Azzet Managers

COCORDIMATOR a Change Managers

EMERGENCY GROUP a EMERGEMCY GROUP d

CHAMNGE MANAGEMENT GROUPS DEFINITION =

Group Name: |ADMIN Company: FRGM ¥E
Arear ] ¥ GENERICOM ¥ j
Description: |Change Administrators DEFALULT ¥
Manager: FALCON ¥ I—ﬂ
Calendar: | =] T’
Members | Approvers |
Cal CAl
Caz2 Caz
CA3 CA3

-
4 |

Selected line is row 1 of 19 records | inzert | cm3groups. glgroup. view] [US]

Figure 10-13: Messaging Rights for Members (Reviewers) and Approvers
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4 Populate the fields with the following values.

Field Description

Group Name Name of the group, usually indicative of the department to which
(required) it refers. This name must be unique with each Area.

Area Change Management functions available to this group. Valid values

are: Changes, Tasks, and All

Description  Description of the group.

Manager The name of the person who will be managing the group.

Calendar Shift calendar defining the working hours of this group. This value
is used in alerts processing.

Company Company the group belongs to.

Members Login IDs of the group members who will receive alert and event
messages for this group and messages sent to this group’s reviewers.
Members are added to this list through the profile record. Select
Options > Rebuild Group to update this Members list to include
any profile record group additions or changes made in the profile
record.

Approvers  Login IDs of this group’s authorized approvers who will receive
messages sent to this group’s approvers. Approvers are added to
this list through the profile record. Select Options > Rebuild Group
to update this Approvers list to include any profile record group
additions or changes made in the profile record.

+ 5 Click Add to add the new record to the file. The status bar displays this
~~  message: cm3groups record added.
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Options Menu — Blank Record

The options menus for all blank Message group definition records located in
the Maintenance tab of the Change Management menu contain the same

options.

Option Description

Clear Clears the data entered in the form.

Restore Returns the fields in the form to the previous values. Only

available in the initial form where you enter data.

Advanced Search Displays a list of possible search parameters. If a partial or
non-keyed query is entered, a time limit window appears to
allow you to set a time limit for a query. This time is entered in
the hh:mm:ss format.

IR Query Accesses ServiceCenter’s IR Expert application.

Export/Unload  Allows you to export this record into a file for importing into a
spreadsheet, or unload this data set for loading into another
ServiceCenter system.

Validity Lookup Checks the data in the current field against the ServiceCenter
validity table for that field.

Reset Deletes all records in the current file.

Warning: Do not use the Reset option unless you want to
rebuild all the records in the current file.

Regen Regenerates the indices for the current file.
Open Inbox Allows the user to select a predefined query (inbox) to search
the file.

Expand Array Allows you to add a field to an array. A separate window appears
to allow you to enter data.
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Options Menu — Active Record

The options menus for active Message group definition records located in the
Maintenance tab of the Change Management menu contains the following
option.

Option Description

Rebuild Group Updates the Message Group definitions to match the Members
(reviewers) and Approver Groups data from all Change
Management profile definitions (cm3profiles). This option
displays for Message groups only.

m For any profile that includes this Message Group in the
Member (reviewer) Groups array, it adds the operator or group
name to the Message Group's Members (reviewers) array.

m For any profile that includes this Message Group in the
Approval Groups array, it adds the operator or group name to
the Message Group's Approvers array.

Managing Categories and Phases

Categories are used to classify changes and tasks. Categories are also used to
define the phases of a change. These phases are defined within the category.
The phase determines which form is used with a record, along with behaviors
such as approvals, edits, and so on. As a ServiceCenter administrator, you can
utilize the default categories shipped with the product, or create new
categories to match your enterprise.

Changes and tasks each have their own categories. A category must have at
least one phase. A phase is a step in the life-cycle of a task or change. A task is
the work necessary to complete a change phase.

See Figure 10-17 on page 375 for a description of how categories and phases
operate in Change Management. Notice that you cannot create
Change Phase 2 until you close all tasks in Change Phase 1.

When you open a new change for the first time in a session, ServiceCenter

asks you for the Change profile you want to use for this change session. You
are then prompted to select a change category.
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Within each change category, a change phase or group of phases is defined.
The change phases can be broken down into tasks. A change phase can have
one task, multiple tasks or no tasks. These tasks are defined by their
respective categories. Each task category can have a phase or a group of
phases.

Each change and task category and phase has a definition record. The rest of
this section describes how to access, create, change, delete, and use category
and phase definitions. Changes and tasks have nearly identical category and
phase definition records. A few differences do exist, however, so this guide
discusses each one separately.

Change Categories

Whenever you attempt to open a new change, Change Management asks you
for a category. The form displayed is dependent upon which category you
select. For more information, see the ServiceCenter User’s Guide.

Category Description

Application Manages production application changes.
HW Server Manages HW Server changes.

Hardware Manages Hardware changes.

MAC Manages general Moves, Adds and Changes.
RFC Request for Change.

RFC - Advanced Manages the operational risks and costs of system wide changes,
such as moving personnel, assets, and systems of a single
business unit or multiple business units.

Security Manages changes in Security profiles and user accounts.
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Figure 10-14 shows Change Category records.

Document
Design Task Phase1
Task Category
Prototype
Task Phase 2
Analysis Software
Software
Change
Phase 1 Task Category Task Phase
MAC Connectivity
Connectivity
Task Catego Task Phase
Change Category gory
Software
Software
Task Category Task Phase
Approval
Change
Phase 2
Security
Security
Testing Task Category Task Phase
Change
Phase 3
Implementation Connectivity
Connectivity
Change
Phase 4 Task Category Task Phase

Figure 10-14: Change Category records

To access the change category records:
1 Click Change Management in the ServiceCenter home menu.
The Change Management menu appears.

2 Click Change Categories. A blank change category record appears.
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3 Click Search or press Enter to perform a true query and retrieve a list of all
current change category records. Figure 10-15 shows a QBE list of all change
categories in the system.

ServiceCenter - [Select Category Record] |_ (O] x|

- File Edit Miew Fomat Options  List Opbon: Window  Help i IE’ Iil
sBREl?eq 9
\f:-g' Back I:||

Cateqom Description

Application Produchion Application Changes

Huw server Hardware Server

Hardware Hardware Moveladd/Change

MaC General Purpoze Move/4dd/Change

RFC Request For Change

RFC - &dvanced Advanced Request for Change

Security Fequest ChadAdd/Del of User Accts

Selected line is row 1 of ¥ records | ingert | cmarcategory. gbe. glcm3. category. maint. gbe] [F]

Figure 10-15: QBE List of Change Categories

4 Double-click a category in the list. Figure 10-16 shows the selected record.

ServiceCenter - [Edit Category Record] [_ (O] =]

-Eile Edit Miew Format Options  List Opfion: Window  Help _|ﬁ||1|
sdBE ?eQle
V ()8 x Cancel ({ Previous }) Mext s Add f'j' Delete L:l Save

Category Mame: IFEFEI

Category Description: IHequest For Change

Company: |PRGN ¥
Aailability: Itrue

Aszzign Mumber?: i

Change Phases
Azzezsment

Building
RFC Testing
RFC Implementation

-
4| | »

Fieady | inzert | cmarcategorny. g [P]

Figure 10-16: Change Category record
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Change Category Record Fields

The following table describes fields in the Change Category record.

Field

Description

Category Name

Unique name assigned to the category record.

Category Description

Brief description of this category.

Company

Indicates that a category can be used by the company
entered. One help desk may be used for multiple
companies. Indicate which company uses a category with
this option. (This option can be set up to be used with
Format Control or validity to enforce the use of a category
by only certain companies.)

Availability

Conditional field specifying if a user is allowed access to
this category. This field can be set to true or false or a
condition the user must meet to have access. Users with
SysAdmin or CM3Admin capabilities will have access to
the category regardless of the condition specified in this
field.

Assign Number?

Indicates when Change Management assigns a unique ID
to a change. Selecting the box for this field (a true setting)
indicates the unique ID is assigned before the change is
opened. Default is false, if NULL.

Note: When modifying the RFC - Advanced category,
this field must be checked (true), so that a number is
immediately assigned to a change. If this field is left
unchecked (false), the change will not open.

Change Phases

Lists the phases through which this change must go. For
more information, see Change and Task Phases on
page 384.

Task Categories

Whenever you attempt to open a new change task, a message asks you to
select a category. The change task form displayed is dependent on which

category you select.
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Analysis

Change
Phase 1

Approval

Change
Phase 2

Testing

Change
Phase 3

Implementation

Change
Phase 4

Figure 10-17: Change Category tasks
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L
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Task Category

Connectivity
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To access the task category records:

1 Click Change Management in the ServiceCenter home menu.

The Change Management menu appears.

2 Select the Tasks tab.
3 Click Task Categories. A blank task category record appears.

4 Click Search or press Enter to perform a true query and retrieve a list of all
current task category records. Figure 10-18 shows a QBE list of task

categories.

ServiceCenter - [Select Category Record] =] E3

-Eile Edit “iew Format Options Lzt Opfion: Window  Help

sBrl?eqlel

{:Q Back

=18lx]

j

| Categqony

ity
Hw' deplo
Hiw mainkain
Hw remove
Hardware
|nstallation
Secunity
Software
backup drive
client.mgt
configAinit drive
implement task
install drive
plat.1/2 tazk
procurement
resource.mgt
third. party. gt

| Description

Hardware Maintenance

Hardware Remaval

General Hardware Changes
Inztallation Procedures
Security Maintenance
General Software Changes
Backup Drive

General CM build task
Configure/Initiahize Drive
General Ch implement task
Install Drive

General CH plan level 172 task
General CM build task
General Ch build task
General Ch build task

Selected line is row 1 of 17 records

Figure 10-18: Task Categories in the Base ServiceCenter System
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5 Double-click a category from the list to select it. Figure 10-19 shows a task
category record.

ServiceCenter - [Edit Category Record] [_ (O] =]

- File Edit “iew Fomat Options Lzt Optons  Window  Help _|ﬁ||1|
sdBE ?eQle
V ()8 x Cancel ({ Previous )-) Mext s Add ﬁ Delete m Save

Company FRGM ![j ~
Category Mame: Hardware
Category Description: IGeneraI Hardware Changes
Aailability: Itrue
Aszsign Mumber?: v
Task Phazes | Available Change Phazes
Hardware Analyzis
Approval |
Testing

Implementation

-
4| | »

Fieady | inzert | cmatcategony.g [P]

Figure 10-19: Task Category Record

The following table describes the fields on the Task Category record.

Field Description

Company Indicates which company uses a category with this option.
(This option can be set up to be used with Format Control
or validity to enforce the use of a category by only certain
companies.)

Category Name Unique name assigned to the category record.

Category Description  Brief description of this category.

Availability Conditional field specifying if a user is allowed access to
this category. This field can be set to true or false or a
condition evaluating to true.
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Field Description

Assign Number? Indicates when Change Management assigns a unique ID
to a task. Checking the box for this field (a true setting)
indicates the unique ID is assigned before the task is
opened.

Note: When modifying the RFC - Advanced category, this
field must be checked (true), so that a number is
immediately assigned to a task. If this field is left
unchecked (false), the task will not open.

Task Phases Lists the phases through which this task must go. Phases
are discussed later in this section.
Available Change Lists the change phases that can access this task.
Phases Remember: change phases contain tasks.
Creating a Category

As a ServiceCenter administrator, you may need to create new change or task
categories to customize the system for your enterprise. These records can be
created by either copying and modifying an existing record, or by creating a
new record from scratch. ServiceCenter is shipped with a series of task
category records you can use or modify. The simplest way to create a new
change or task category is to copy an existing record.

To create a new category from an existing record:

1 Click Change Categories or Task Categories in the respective Changes or
Tasks tab in the Change Management menu.

A blank category record appears.

2 Click Search to perform a true query and retrieve a list of all current category
records. A QBE list of existing categories appears. See the sample change and
task category lists shown in Figure 10-15 on page 373 and Figure 10-18 on
page 376.

3 Double-click a category record you want to copy in the QBE list.

4 Replace the name in the Category Name field with the name of your new
category.

5 Modify any fields that need to be changed for the new category and list the
appropriate phases. You may select existing phases from the drop-down lists,

or enter new phases you want to create for the new category. At least one
phase must be entered in the Phases array to create a category.
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‘ 6 Click Add or press F1 to create the new category record.

m Ifall the phases listed have a record, the status bar displays this message:
Creation of Change Catedory new name is complete.

m If the phase you have listed does not exist, the system prompts you to
create a new phase record.

7 Click Yes to open a new phase record for the phase you have listed. For more
information, see Creating a Phase on page 400.

8 Click OK when you have finished editing the fields of the phase record. The
status bar displays this message: Phase name Phase Definition added.

I 9 Click Continue to return to the category record. The status bar displays this
message: Creation of Change/Task Category category name is complete.

Creating Related Records

The creation of a new change or task category also involves the creation of a
number of other ServiceCenter elements. Some or all of the following
additions may be necessary for your category to function fully:

Build a New Form

If you create a new category, you can build forms to reflect the different data
requirements of the new category. These forms are related to the phases of
the category. For detailed instructions on building forms refer to System
Tailoring Guide, Volume 1.

Important: The primary form used to view and modify any change or task is
in the phase definition record, found in Scripts/Views tab, View
window, Default field.

Add New Fields to the Database Dictionary

Any new fields you have created in any subform or new tabbed category
forms must be added to the database dictionary. Since data files for Change
Management are made up of structures, new fields must be added to the
correct structure. For detailed instructions on editing the Database
Dictionary, refer to the System Tailoring Guide, Volume 1.

Important: Add new category-specific data fields to the middle structure of
the dbdict.
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Create Necessary Link Records

Link records bring related data from a supporting file into your change or
task record. The name of the link record should match the name of the
category-specific or phase-specific form you built. Add any field from your
new form to the link record if you want that field to display linked data. For
detailed instructions on creating link records, see System Tailoring Guide,
Volume 2.

Create Necessary Format Control

Format Control is used to control either the presentation of the data on the
form or how the data is stored in the file. For detailed instructions on creating
Format Control records, refer to System Tailoring Guide, Volume 1.

Format Control in Change Management is applied differently than in other
modules in ServiceCenter. Change Management allows you to define the
following types of Format Control records:

m Master: The master Format Control record allows you to define the
Format Control statements that apply to all change request phases. The
name of the master Format Control record for changes is crn3r (cm3t for
tasks). The options on this record are executed during all change and task
processing except for approval and background processing. The master
Format Control record is processed before the detail Format Control
record.

m Detail: To enforce processing rules that are unique to a phase, define a
Format Control record that has the same name as the default view of that
phase.

Change Management processes master and detail Format Control as follows:
m The add options are processed at open time by clicking Open.

m The update options are processed at update time by clicking Update or
Reopen.

The delete options are processed at close time by clicking Close.

The display options are processed before a record appears.

The Format Control functions for a particular option (add, update, delete or
display) are executed after the process is invoked but before the record is
permanently updated. For example, the add options are executed after the
user clicks Open New Change in the Change Management menu but before
the user clicks Save to add the change to the database. The display options are
executed after a record has been selected from the QBE list but before the
record is actually displayed.
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You can execute both a master Format Control and a defail Format Control
for each change or task process. If any of the Format Control functions fail
for any reason, the user is always returned to the previously displayed screen
with the appropriate error messages.

Set up Approval/Member (Reviewer) Groups

Certain change and task phases require approvals before the process can
move ahead to the next phase. If they don’t already exist, you must create the
necessary approval and member groups for each phase named in your new
category. For detailed instructions on creating approval groups, refer to the
sections on Group profiles and Group definition records.

Define the Alerts

Associate any alert conditions with the phase definitions for the category you
have created. Event records determine who receives notification messages
about an alert condition.

Create Necessary Scripts

Create any scripts you want to execute during the change process. Scripts
defined for the Open, Close, Reopen, or Update process are executed prior to
starting the process. Script definitions are optional.

Note: Creating new categories in Change Management is considered an
advanced tailoring option.

Updating a Category Record

Follow these steps to update an existing category.

1 Click Categories in the Changes or Tasks tab in the Change Management
menu. A blank category record appears.

2 Access the existing category record you want to modify. Do one of the
following:

m Enter the name of the category in the Category Name field and click
Search.

m Leave all the fields blank and click Search to perform a true query and
retrieve a list of all current category records. Select the desired category
from the QBE list displayed.

3 Modify any fields that need to be changed for the category. If you modify or
add any phase names that are not already defined, a message prompts you to
create a new phase record.
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4 Click Save or press F2 to update the category record. The status bar displays
this message: category name Category Definition updated.

Deleting a Category Record

To delete obsolete or unwanted category records:

1 Click Categories in the Changes or Tasks tab in the Change Management
menu.

A blank category record appears.

2 Access the existing category record you want to modify. Do one of the
following:

m Enter the name of the category in the Category Name field and click
Search.

m Leave all the fields blank and click Search to perform a true query and
retrieve a list of all current category records. Select the desired category
from the QBE list displayed.

3 Click Delete or press F4. Figure 10-20 shows new Delete buttons.

ServiceCenter - [Select Delete Option] [_ (O] ]
- File Edit “iew Fomat Opfions  List Optons  Window  Help i |ﬁ'|1|
sdBE ?eQle
-]
x Cancel  Delete Al Del Phases [rel Scripts Del Farmats Del Cateqgry
Compary FGM ![j |l
Category Mame: resource. mat
Category Description: IGeneraI Ch build task
Aailability: Itrue
Aszsign Mumber?: 7
Task Phazes | Available Change Phazes
resource. mat 3. build
4 implement
B accept
| | 3|
Fieady | ingert | cmtcategony.g [P]

Figure 10-20: Delete Option Buttons
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4 Click Del Category or press F7 to delete the record. A delete form appears.
The name of the category to be deleted displays in the Category field at the
top of the form, as shown in Figure 10-21.

ServiceCenter - [Confirm Delete] M= E3
- File Edit “iew Fomat Opfione Lt Options  Window  Help =& x|
$BB ?0Q B
3 Cancel 71 Delete - Find "
Jidl
Categary: I}esnurce.mgt
Phases Scripts
| |
| [
| |
| |
I |
Formats |
[ [ 7
| |
| |
| |
| | =
Fieady | ingert | cmidtcategory. delete [P

Figure 10-21: Category Delete form

Important: Ensure you know which elements of this category you want to
delete before proceeding. Clicking on the other delete options
deletes the associated records for the phases, forms, scripts, and
so on, for that category.

5 Click Delete or press F1. The system exits to the Category QBE form. The
status bar displays this message: All specified items have been deleted.

6 Click Back or press F3 to display a blank category record.
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Printing a Category Record
To print a category record:

1 Click Categories in the Changes or Tasks tab in the Change Management
menu. A blank category record appears.

2 Access the existing category record you want to modify. Do one of the
following:

m Enter the name of the category in the Category Name field and click
Search.

m Leave all the fields blank and click Search to perform a true query and
retrieve a list of all current category records. Select the desired category
from the QBE list displayed.

3 Select Print from the Options menu. The status bar displays a message that
the category is scheduled to be printed and specifies the date and time of day
this will occur.

Change and Task Phases

If you are creating a new change or task category, you are required to enter at
least one phase. ServiceCenter is shipped with a series of predefined phases,
but you can also add new phases. If you enter a phase that does not exist,
ServiceCenter displays a message that asks you to create this phase. As
mentioned earlier in this chapter, a phase is an administrative step within the
change.
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Accessing Phase Records

Existing change and task phase records are accessed with the same
procedures. You may access phase records from two points:

m Phase in the Change Management menu

m Category record. Use the Find Phase or Search Phase option.

Change Menu

The following example uses the procedure for accessing a change phase
record.

To open a phase record:

1 Click Change Management in the ServiceCenter home menu.
2 Select the Changes tab.

3 Click Change Phases. Figure 10-23 shows the blank change phase record.

ServiceCenter - [Enter QBE Search Criteria] [_ O] %]
- File Edit “iew Fommat COptione  List Oofon: Window  Help i |ﬁ'|1|
sBal?ealel

oy, Back | Mew S Search .|

Change Phase I
Dieseription: |
OpeilD [true] or I ™ Require a Stat/End Date?
Full Name [falze]
Definition | Alerts/Open & Cloze Behavior | Approval/Review | Maodel/Tasks | Auto Dpen Tasks | Scripts Aliews | ; ==
Risk. Histary
I aimnum: I Pages: I
Calculation: | Audit Records: I
Cortrol

Update: |

Approval: |

Cloze: |

Message: |

Feady

| insert | cm3rcatphase. main.g [F]

Figure 10-23: Change Phase Record — Searching for an Existing Phase
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4 Do one of the following:

m Enter a phase name in the Change Phase field and click Search or press
Enter.

m Leave the fields blank and click Search to perform a true query and retrieve
a list of all current change phase records. Select a record to view and
modify by double-clicking on the selected record.

Category Record — Find Phase Option

To open a phase record from a category record with the Find Phase option:
1 Click Change Management in the ServiceCenter home menu.
Select the Changes tab.
Click Change Categories. A blank category record appears.

H W N

Do one of the following:

m Enter a category name in the Category Name field and click Search or
press Enter.

m Leave the fields blank and click Search to perform a true query and retrieve
a list of all current change category records.

Figure 10-24 shows a QBE list of existing change category records.

ServiceCenter - [Select Category Record] [_ (O] %]
- File Edit “iew Fomat Options List Optons  Window Help = |ﬁ'|1|
sm@l ?2eQle
\’:-'{ Back D‘
Cateqgory Description
| Application | Production Application Changes
Hw zerver Hardware Server
Hardware Hardware Movestdd/Change
MAC General Purpose Move/8dd/Change
RFC Fequest For Change
RFLC - Advanced Advanced Request for Change
Security Fequest ChalAdd/Del of User Accts
Selected line is row 1 of 7 records | inzert | cmarcategory. gbe. glcm3. category. maint. gbe] [P]

Figure 10-24: Selecting a Change category

5 Select a change category from the QBE list of records. Figure 10-25 on
page 388 shows the selected change category record.
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ServiceCenter - [Edit Category Record] [_ O] ]
-Eile Edit View Format Options  List Opfions Window Help =1
sBbEl 28 ale

ok Cancel Previous Next Add ] Delete Save
1] "

|»

Category Name: |F FC - Advanced

Categaory Diescription |Advanced Request for Changs

Compary: |F‘HBN jud|
Auwailability: |lrue

Azzign Mumber?: 7

Change Phases
1.assess

2.plan

3 build

4.implement

5. accept S

=
4] | L'J

Feady

| insert ‘ cm3rcategoy.g [F]

Figure 10-25: Accessing Phases from the Category Record

6 Select a phase name in the Change Phases array of the category record.

7 Select Find Phase from the Options menu. Figure 10-26 shows the selected
phase record.

ServiceCenter - [Edit Phase Record] [_ O] %]
.Eile Edit “iew Fomat Options List Opfion:  Window Help =1 |

s2alreq 9
70K ¥ Cancel € Frevious 99 Mewt ofnadd [ Dekte  [JSave 00 Find 4 Fil ‘

Change Phase: |1 .355e3%
Description: |General CM aszess phase
OperdD [tue] or false [ Require a Start/End Date?

Full Mame [false):

Diefinition | Aflerts/Open & Close Behavior | fipproval/Review | todel/T asks | Auto Open Tasks | Sciipte/fiews ‘ EEE

Risk Histar
b amirnum: Pages: Itlua
Calculation [talse Audit Records: Itlua

Control
Update: |t|ue
Approval: |Dpen in $L.file=true or inde=["CM 3admin", $lo.ucapex):0 o index"'S peddmin', $ic
Clase: [true
Message: |t|ue

Ready

| insert ‘ em3rcatphase main g [F]

Figure 10-26: Existing Phase Record
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Category Record — Search Phase Option

Follow these steps to open a phase record from a category record with the
Search Phase option.

1 Click Change Management in the ServiceCenter home menu.
2 Select the Changes tab.
3 Click Change Categories.
A blank category record appears.
4 Do one of the following:

m Enter a category name in the Category Name field and click Search or
press Enter.

m Leave the fields blank and click Search to perform a true query and retrieve
a list of all current change category records.

A QBE list of existing change category records appears, as shown in
Figure 10-24 on page 387.

5 Select a change category record from the QBE list. The selected change
category record appears, as shown in Figure 10-25 on page 388.

6 Select Search Phase from the Options menu. Figure 10-27 shows a blank
change or task phase record.

ServiceCenter - [Enter BBE Search Criteria] [_ o] ]
-Eile Edit View Format Cptione Lt Opfione Window  Help -8 x|

s’ ?eal 9

%, Back | New 0 Search

5

Change Phase: ||
Description: [
OperD [tue] o I [ Redquire a Start/End Date?
Full Name [false]:
Definitian | Alerts/Open & Close Behavior | Approval/Review | Model/T asks | Auto Open Tasks | SeriptsAiews | ; ==
Risk: Histor
I asimurn: I Pages:
Calculation: [ Audit Records:
Controk
Update: |
Approval |
Close: [
Message: |
Ready | inzert | cmdrcatphase main.g [P]

Figure 10-27: Change category - searching for a Change phase
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7 Do one of the following:

m Enter a phase name in the Change Phase field and click Search or press
Enter.

m Click Search or press Enter in the blank phase record form and select the
desired record from the QBE list displayed.

Phase Record Fields

Change and task phase records contain field names that are appropriate to
the function of the record (change or task). Like categories, there are some
differences between the change and task. Not all fields are required. The

required fields are noted in the following definitions. Figure 10-28 shows the
Definition tab.

ServiceCenter - [Edit Phase Record] [_ O] x|
- File Edit “iew Format Options List Optons  Window Help =1

SBE ?e QA B9
v’ 0K X Cancel ({ Previous }) Next + Add ﬁ Delete H Save ,ﬂ * Find + Fil .|

Change Phaze: I'I ATTEIT |
Description: |Gene|a\ CM assess phase
OperD [true] ar Ifalse " Require a Start/End Date?
Full Hame [falze]:
Drefinitior | Alerts/Open & Close Behaviar | Approval/Review | Model/Tasks | Auto Open Tasks | Scripts/isws ‘ i ==
Rizk. History
b Ewirnuim: | FPages: |true
Calculation: |false Audit Records: Itrue—
Contral
Update: |lrue
Approval: |npen in 3L file=true or index{"CM34dmin”', $lo.ucapex]>0 or index(""Syzddmin", $ic
Cloze: |true
Message: |true
Ready | insert | cm3rcatphaze. main.g [F]

Figure 10-28: Phase Record — Definition tab
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The following table describes the fields on the Definition tab.

Field Description

Change/Task Phase A unique name identifying the phase.

(required)

Description Provides general information or comments about the

phase.

OperID (true) or Full Logical field that indicates whether the operator’s user ID
Name (false) (true) or the operator’s full name (false) is used to track
activity in this change phase.

Require a Start/End Logical field that controls whether or not a change request

Date? requires a start and end date. When selected (true),
requires a valid value in the Planned Start and Planned End
fields.

Definition tab

The Definition tab shown in Figure 10-28 on page 390 displays three areas
containing the following fields. The following table describes the fields in the

Risk area.

Field Description

Maximum Highest risk value allowed in this phase. The risk scale ranges
from 0 (no risk) to a user specified maximum (high risk).

Calculation Logical field that indicates if the risk assessment is automatically

calculated when there is a change or update in this phase.

The following table describes the fields in the History area.

Field Description

Pages If selected (true), stores a copy of the entire record each time it
is updated.

Audit Records If selected (true), calls the ServiceCenter auditing system.
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The following table describes the fields in the Controls area.

Field Description

Update Logical field that defines the conditions under which a phase can be
updated.

Approval Logical field that defines the conditions under which a phase can be
approved.

Close Logical field that defines the conditions under which a phase can be

closed. For example, you can change this field to set up the close
control criteria. You can replace true with:

approval.status in $L.file="approved"
This statement requires this phase to be approved before it can be

closed, in order to move to the next phase or to close the change or
task if there are no more phases.

Note: The current file variable for a change is $L.file. The current
file variable for tasks is not $L.file (for this reason). However, in
the task definition records, the task variable is $L.file and its
parent change is $L.parent. $L.file is the variable commonly
used to reference records in the document engine.

Message Logical field that indicates if messages are sent during the processes
of this phase, including open, update, close, approve, deny, retract,
and reopen.

Alerts/Open & Close Behavior tab
Figure 10-29 shows the Alerts tab.

Definition  Alerts/0pen & Close Behavior | Approval/Review | Model/Tasks | Auto Open Tasks | Scripte/iews | § ==
Alert Contral
ety l; Reset: Ifalse
SLA alet Recalc:  [typelevel2 in L fle~=NULL
SLA target
SLA. max Open Behavior [when not first phaze]
(@ Frampt for Open [allow deferral]
(@ Open - prompt for update [no deferral]
(] Open phaze and exit [no deferral]
Close Behaviar
B (@ Frampt for Cloze [allow cancel]
LI ) Close - open next phase or exit on last phaze [no cancel]

Figure 10-29: Phase Definition Record — Alerts/Open & Close Behavior tab
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The following table describes the Alerts/Open & Close Behavior tab.

Field Description

Alerts Alerts and messages available for this phase. You can enter as many
alerts or messages as you need. For more information, see Events,
Alerts, and Messages on page 450.

The following table describes the fields in the Alert Controls area.

Field Description

Reset Logical field defining conditions under which alert processing is
reset (restarted) during an update.

Recalc During an update, causes alert names defined in this phase to be
rechecked for appropriateness if this field evaluates to true.

Note: These options determine how to open this phase, if it follows other
phases in sequence.

The following table decribes the fields in the Open Behavior (When Not First
Phase) Area.

Field Description

Prompt for Open  prompts user to open this next phase in a sequence of phases.
(allow deferral) If the user does not open the subsequent phase, the phase is
put into a deferred status.

Open - prompt for automatically starts the next phase in a sequence of phases
update and displays it in update mode.
(no deferral)

Open phase and automatically starts the next phase in a sequence and returns
exit (no deferral) the user to the previous window (for example, search window,
menu, and so on).
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The following table describes the fields in the Close Behavior area.

Field Description

Prompt for Close When the user chooses to close a change or task, a record

(allow cancel) with the close view format displays and allows the user to
cancel out of the close process.

Close - open next When the user chooses to close a change or task, there is no

phase or exit on last  close confirmation screen and the next phase is

phase (no cancel) automatically opened (if there is another phase). The user is

allowed to exit without canceling.

Approval/Review tab

The Approval/Review tab contains the approval fields for the phase record,
in which you can reset and recalculate approval definitions. Reviewer
requirements can also be configured for a phase, allowing you to define the
Reviewer list. Figure 10-30 shows the Approval/Review tab.

Definition | Alerts/Open & Close Behavior  Approval/Beview | Model/T asks | Auto Open Tasks | Scripts igws | § ==

Approval Requirement:

Approvals | Feset Approvals:
Ifalse

Fecalc. Approvals:

Itrue

Fievi Fequirement:
Group/Operator Condition ﬁ

L

Figure 10-30: Phase Definition Record — Approval/Review tab

The following table describes the fields in the Approval Requirements area.

Field Description

Approvals A list of groups or operators who must acknowledge or
accept the risk, cost, and so on associated with the
implementation of a change request or task. Approvals give
controlling authorities the ability to stop work and to control
when certain work activities can proceed.
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Field Description

Reset Approvals Resets all approvals for this phase and reevaluates the
conditions on all possible Approval Definitions.

Recalc Approvals Recalculates the Approval Definitions for all current
approvals.

For more information, see the ServiceCenter User’s Guide.

The following table describes the fields in the Reviewer Requirements area.

Field Description

Group/Operator  Lists the individual or group profiles of those who will be
notified to review this phase. Both individual and group
names must match an existing Change Management profile
record (cm3profiles) with Review privileges. Reviewers receive
an optional, courtesy notification after a phase is approved.
Their review is for their own benefit only; they cannot deny an
approved request or task.

Condition Sets the conditions under which a group or user will receive
review notification for a change or task phase. The condition
field is boolean. The reviewing requirement is added to the
phase when the expression in the field evaluates to true. The
condition is false by default.

Model/Tasks tab

The Model/Tasks tab in a change phase allows you to copy task, change, and
phase information from an existing change (model) into a new change.
Figure 10-31 shows the Model/Tasks tab.

Definition | Alerts/Open & Close Behavior | Approval/Review  Model/T asks | Auto Open Tasks | Scripts igws | § ==

Model Change when last tazk iz closed
Mumber: | r Change status to: I
Link: ™ Cloze this phasze.

Link ta uze for Copy/Opern
Link: |

Figure 10-31: Phase Definition Record — Model/Tasks tab

There are three structures in this tab containing the following fields:
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You can designate an existing change record as a template used to pre-fill
specified fields whenever you open a new change request of this type. The
fields in this area identify the model change and fields to copy.

Field Description
Number Unique ID of the existing change record to use as a template.
Link Link record to use when this change is copied. This record identifies

which fields to copy. When data is linked, you can move data from
one model field to a different change request field.

The following table describes the fields in the Link to User for Copy/Open

area.
Field Description
Link Link record to use to copy information into the current record. The

Copy/Open link is used to specify which fields are copied into the
current record when creating a new change with the copy/open
approach.

The following table describes the fields in the When Last Task is Closed area.

Field Description

Change status to Allows the status to be changed to the status entry indicated
when the last task has been closed. If this check box is selected,
indicate the new status. The Change status to option displays
in the Options menu of tasks and changes.

Close this phase Allows the phase to be closed when the last task has been
closed. If this check box is selected, the Close this phase option
displays in the Options menu of tasks and changes.
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Auto Open Tasks tab
Figure 10-32 shows the Auto Open Tasks tab.

Definition | Alerts/0pen & Close Behavior | Approval/Feview | Model/Tasks  Auto Open Tasks | Scripts/Miews | §EE

Automatically Open T asks [standard)

Categon ‘ Condition | Backaground Open? |

Automnatically Open Tasks [aray bazed)

Amay Field in Source Change: Task Category: ¥
Scalar Field in Target Tasks: Open in Background?

Figure 10-32: Phase Definition Record — Auto Open Tasks tab

The following table describes the fields in the Automatically Open Tasks
(Standard) area.

Field Description
Category The task category to be used.
Condition Logical expression determining whether or not a task starts

automatically. When the phase is opened, the user is
presented with each task that evaluates to true. The
condition is false by default.

Background Open?  Logical field that determines whether or not the user is
prompted when opening a task. A value of false (blank)
enables you to open or cancel the task. A value of true starts
the task automatically. In both cases, a message appears.

Define those entries in an array field for which individual tasks should be
created. For example, your change form may contain an array called
Locations Affected in which several locations are entered. Use the controls in
the Auto Open Tasks tab to create a separate task for each of the locations
listed in the array.

Field Description

Array Field in Source The array field in the change record. For every entry in this
Change array, the system creates one task.

Task Category Task category to be assigned to all tasks opened.
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Field Description

Scalar Field in Target Scalar field in the task record that is populated with the

Task value from the Array Field in Source Change field for this
task. Continuing our example, you can populate the
location field with each new change task.

Open in Background? Logical field that determines if the tasks are automatically
opened in the background. If this field evaluates to false, the
user is presented with and has to save each task. The
background value is false by default.

Scripts/Views tab

Change Management allows you to select the ServiceCenter scripts that are
run at various phase milestones of a change or task. Scripting allows you to
alter the flow of a ServiceCenter process without changing the code in which
it was written. For more information, see the ServiceCenter System Tailoring
Guide. You must also name the forms used by the phase in the Views
structure.

Figure 10-33 shows the Scripts/View tab.

Definition | Alerts/Open & Close Behavior | Approval/Review | Model/T asks | Auto Dpen Tasks  Scripts/Views ‘ i ==
Saii
o Condition:
Open: Icer.cUmpany !|:| |cumpany in $L.file=MULL or subcategory in $L fle=MULL
Update: | ¥ |
Close: | ¥ |
Reoper: | ¥ |
Wigw:
Default: |cm3r.assess.defaull Cloze: |cm3r.assass cloze

Figure 10-33: Phase Definition Record — Scripts/Views tab

The following table describes the fields in the Scripts area.

Field Description

Open A script you want executed when this phase change or task is
opened.

Update A script you want executed when this phase change or task is
updated.
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Field Description

Close A script you want executed when this phase change or task is
closed.

Reopen A script you want executed when this phase change or task is
reopened.

Condition Logical statements that trigger the script when the statement

evaluates to true. You also can simply enter true in the field. The
condition is false by default.

For more information, see Tasks on page 425, Change Records on page 409,
and see the ServiceCenter User’s Guide.

The following table describes the fields in the Views area.

Field Description

Default Name of the form you want Change Management to display for
this phase as a default.

Close Name of the form you want Change Management to display when
this phase is closed.

Print Name of the form you want Change Management to use when
printing this phase record.

The Default and Approvals form names also identify the detail and approvals
Format Control records, respectively, used for this phase. For more
information, see Create Necessary Format Control on page 380.
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Reports tab

The Reports tab defines the reports used when a change or task report is run
in this phase. Figure 10-34 shows the Reports tab.

Alents/0pen & Close Behavior | Approval/Review | Model/Tasks | Auta Open Tasks | ScriptsAfiews  Peports | ==

Change Report Formats l;

cmidi. assess. default

|cm3u.print request X
cm3u. print.request. 1

cm3u.print request. 2

crm3u.print.request. 3

Figure 10-34: Phase Definition Record — Reports tab

The following table describes the fields on the Reports tab.

Field Description

Change Report Select the report to be run during this phase definition.

Formats Select the formats to be used when this report is run.

Creating a Phase

Phases are defined in a phase definition record. The COMPANY MASTER
record is the default phase record. This record allows you to define the
defaults that are used when a new phase is created.

To create a new phase using the COMPANY MASTER phase definition
record as a template:

1 Click Change Categories in the Change Management menu. A blank
Category record appears. This process works the same for change or task
categories.

2 Click Search to perform a true query and retrieve a list of all current change
category records. A QBE list of existing category records appears, as shown in
Figure 10-24 on page 387.

3 Select a category from the QBE list. Figure 10-35 on page 401 shows the
example using the RFC - Advanced change category.
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ServiceCenter - [Edit Category Record] Hi=lE3
- File Edit “iew Fomat Opgtions List Option:  Window Help fi ﬁ'lll
sBhal?eal 9
U/ oK x Cancel ({ Previous )-) Next s Add #J Delete H Save
Category Mame: |F| FC - Advanced
Category Description: |Advanced Fequest for Change
Compary: |F'F|GN ¥
Availability: |t|ue
Agzign Mumber?: il
Change Phazes
1.assess
2 plan
2 build
4 implerment
5 accept S
4| | Ll_l
Ready ‘ inzert | cm3rcategony.g [F]

Figure 10-35: New Phase Added to a Category Record

4 Type the name of the new phase in the Change Phases array. If you are
adding an existing phase to the category, insert your cursor in the next blank
line and click the drop-down arrow. For this exercise, select the COMPANY
MASTER default record, as shown in Figure 10-36.

ServiceCenter - [Edit Category Record] [_ o] ]
- File Edit “iew Fomat Options List Ocfions  'window Help -18] x|
smrl?ealel

U/ Ok x Cancel «({ Previous }) T ext e Add rj' Delete H Save l:||

Category Mame: |HFE - Advanced
Category D escription: |Advanced Request for Change
Company PRGN ¥
A ailability: |true
Assign Number?; izl
Change Phases
1.assess
2.plan
3.build
4.implement
5.accept
| [
Analpsiz -
App approval
Approval
Agsassment J

Ready | inzert ‘ cm3rcategory.g [F]

Figure 10-36: Selecting the COMPANY MASTER Change Phase
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5 Position your cursor on the new phase, and select Find Phase from the
Options menu, as shown in Figure 10-37.

-E\Ie Edit “iew Fomat [ Ligt Dphor: Window  Help -|5 ﬂ

Sl 7 QM

Walidate Category
/ oK x Cancel Search Phase MNext + Add ﬁ Delete H Save ‘
e e e  Find P
Category Mame: |F!FC - Advanced
Category Description: |Advanced Request for Change
Company: [PRGN ¥
Auvailability: [true
Aszign Mumber?: v
Change Phases
1.assess
2.plan
3.build
4.implement
5.accept
[COMPANY MASTER =1
Ready ‘ ingert | crdrcategory.g [F]

Figure 10-37: Finding a phase within the COMPANY MASTER category record

6 Click Find Phase to create a new phase definition record based on the
COMPANY MASTER default record, as shown in Figure 10-38.

ServiceCenter - [Edit Phase Record] [_ O] %]
-E\Ie Edit “iew Format Options  List Options Window  Help ] ﬁlil

rmalzea 9
o OK K Cancel €4 Previows 33 Nest e Add fj Delete HsSave 0 Find 4 Fill E‘

Change Phaze: IEDMPANY MASTER
Descriptior: [PHASE DEFINITIONS DEFAULT RECORD
OperlD (true] or Ilalse r Require a Start/End Date?
Full Name (false)
Definition | Alerts/Open & Close Behavior ‘ Approval/Review | Model/Tasks | Auto Open Tasks | ScriptsMiews | §@5
Risk: Histar
M airunn: Pages: false
Caloulation false Audit Records rue:
Contral
Update: Iappruval status in 3L file="pending" or index("CM3Admin", $lo.ucapex)>0 or index
Lpproval: |open in $L. file=true ar index|"CM3Admin", $lo.ucapex]>0 ar index"Susbdmin”, $lc
Close: [true
Message: Ilrue
Ready ‘ ingert | em3rcatphase. main.g [P]

Figure 10-38: New Phase Record Based on Default
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7 Enter a name for the new change phase in the Change Phase field.
8 Enter a description for the new phase in the Description field.

9 Click Add, to add the new phase definition record and to not change the
existing COMPANY MASTER definition record in error.

The status bar displays this message: phase name Phase Definition added.
Alternately, you can click Cancel to return to the category record.

For this exercise, create TESTING PHASE with a description of TESTING
NEW CHANGE PHASE RECORD.

10 Modify the fields in the other tabs to match the values you want for the new
phase. For more information, see Phase Record Fields on page 390.

11 Click OK to return to the category record shown in Figure 10-39.

ServiceCenter - [Edit Category Record] [_ o] x]
- File Edit “iew Fomat Options List Optons Window Help 1= x|
smEl?ea s
¥ OK 3 Cancel €€ Previous 39 Newt s Add Tl Delete I Save I:‘|
Category Mame: IF\ FC - Advanced
Categary Description: |Advanced Fequest for Change
Compary: [FRGM ¥
Auvailability: Ilrue
Agsign Mumber?: Iz
Change Phases
1 assess
2.plan
3.build
4 implement
5.accept
COMPAMYT MASTER
B COMP&MY MASTER Phase Definition updated. ‘ ingert | crdrcategory.g [F]

Figure 10-39: Updating the category record with a new change phase definition

12 Insert your cursor in the COMPANY MASTER line in the Change Phases
array. Press Backspace to blank out this line, taking the COMPANY
MASTER change phase line out of the array.

13 Click OK to save the change to the RFC - Advanced category to include the
new change phase record you just created. The QBE list of change category
records list appears.
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14 To make this change phase record available in the RFC - Advanced category
Change Phases array, log off ServiceCenter and then log back on to update
your global variables. Otherwise, the new change phase record is not
available to the RFC - Advanced category record until you do this.

15 Select Change Management from the ServiceCenter home menu.

16 Click Change Categories in the Change Management menu. A blank
category record appears.

17 Click Search to perform a true query and retrieve a list of all current change
category records. A QBE list of existing category records appears, as shown in
Figure 10-24 on page 387.

18 Double-click RFC - Advanced in the QBE list of category records.

19 Insert your cursor in the next blank line of the Change Phases array. Do one
of the following:

m Enter the name of the new change phase record you just created
(TESTING PHASE) in the Change Phases array.

m Click the drop-down list of the change phase records available to the RFC
- Advanced change category, as shown in Figure 10-40.

ServiceCenter - [Edit Category Record] [_ O] %]
.Eile Edit View Faomat Options List Option:  Window  Help ] ﬁlil

smalzeql 9
W Ok P Cancel €4 Previows 39 Mext = Add r)rj Delete I Save ‘

Category Mame: |RFE - Advanced

Category Description: |A\:Ivancsd Request for Change

Company: [PRGN ¥
Awailahiling [true

Azsign Number?: v

Change Phases

T.assess
2.plan

3 build
4.implement
B.accept

[FE) -
RFC Implementation

RFC Testing

Sechppraval

Seclmplement

Testing 52

Ready | insert ‘ cm3rcategoy.g [F]

Figure 10-40: Selecting the new change phase record from the QBE list

20 Select the new TESTING PHASE change phase record to add it to your
Change Phases array.
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21 Click OK to update the RFC - Advanced category record. The TESTING
PHASE change phase record is now part of the RFC - Advanced category
record.

Validate the Phase

After you have created a new phase, you need to validate the phase to ensure
that all forms, or views, created for use with the new phase are properly
referenced.

To validate the new phase record, do one of the following:

m Open the new change or task phase record you created and click Validate
Phase in the Options menu.

m Open the category record for which the new change or task phase was
created and validate the category. When you choose to validate the
category, all the phases within the category are also validated.

For this example, we will validate the new TESTING PHASE change phase
record created in Creating a Phase on page 400.

To validate a new change phase record:

1 Click Change Phases in the Change Management menu. A blank change
phase record appears.
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2 Click Search to perform a true query and retrieve a list of all current change
phase records. A QBE list of existing change phase records appears, as shown
in Figure 10-41.

- File Edit View Fomat Options Lt Opion: Window Help =& x|
ymal?eaql s
4y Back

Phase Name [ Desciption J=
1.assess General CM assess phase

2.plan General CM plan phase

3. build General CM build phase

4 implement General Ch implement phase

5 accept General CM accept phase

Analysis Analysis OF Wwork

App approval Appioving application changes

Approval Supervizor Approval

Assessment Assessment

Building RFC Building

COMPaMY MASTER PHASE DEFINITIONS DEFAULT RECORD

Diesign Steps for the application upgrade

Hw Spec Hardware Specification Flanning

Hw/ server Hardware Server

Implementation Place Changes Into Service

Production Implementation into Production

vy Quality Azsurance T esting

RFC Implementation Place Changes Into Service

RFC Testing RFC Testing

Sechppraval Appraove Cha/Remdtdd of user accts

Seclmplems _

: |

Selected line is row 22 of 23 records | insert | cmarcatphase.gbe.glom3. phase. maint. gbe] [F]

Figure 10-41: Selecting a Change Phase record

3 Double-click TESTING PHASE in the QBE list of change phase records.

4 Select Validate Phase from the Options menu of the phase record. The status
bar displays this message: Validation of Phase phase name is complete. If you
have not created a new form for your phase, a message that the form does not
exist appears.

5 Click OK. A message asks if you want to create the missing form.

6 Click Yes to open a blank canvas in Forms Designer. For more information,
see the System Tailoring Guide, Volume 1.

Note: You can copy an existing form or copy and paste portions of existing
forms.

7 Click OKin Forms Designer when you have completed the form. The system
exits to the phase record you have created. The status bar displays this
message: Validation of Phase phase name is complete.
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Change and Task Phase Functionality

This section describes the common functionality between change and task
phases records. This functionality includes adding, updating, printing, and
deleting phase records. For more information, see Creating a Phase on
page 400, and Approvals on page 435.

To update a phase record:

1 Access an existing change or task phase record using one of the procedures
described in Accessing Phase Records on page 386.

2 Modify any fields you want to update.

3 Click Save or press F2 to update the phase record. The status bar displays this
message: phase name Phase Definition updated.

To print an existing phase record:

1 Access an existing change or task phase record using one of the procedures
described in Accessing Phase Records on page 386.

2 Select Print from the Options menu. The status bar displays this message:
Report CM3 Task Category Print scheduled to run at mm/dd/yy hh:mm:ss.
The default ServiceCenter server printer prints the record.

To delete an existing phase record:

1 Access an existing change or task phase record, using one of the procedures
described in Accessing Phase Records on page 386.

2 Click Delete or press F4. The system tray buttons are changed, and the record
switches to the browse (read only) mode.

Important: Inorder to delete a phase record, you must first remove its name
from each category phase list in which it displays.
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Figure 10-42 shows the delete confirmation.

Edit ServiceCenter - [Edit Phaze Record] | _ (O] x|
Mode - File Edt “iew Fomat Options Uit Options  Window Help 18] %]
BB ?7OQ D
ok 3 Cancel €& Frevious 39 Mew ol add ] Delete ] Save .0 Find & Fil |
Change Phase: |TESTING PHASE
Description: [TESTING NEWw CHANGE FHASE RECORD
OperlD [true] or Ifalse ™ Require a Start/End Date?
Full Mame (falze]:
Misfiritinn | dlarts Mnan & Placs Rekavine | dnnrmeal/Pavien | Madal/Tadke | &t Mnen Tasks | Serinks Aisms | ;
ServiceCenter - [Confirm Delete] | _ (O] x|
- File Edt “iew Format Cptions st Options  Windaw  Help _|E||5| Eeizs
the ?eqle —
= |
¥ Cancel 71 Delete |
|
=
Change Phaze: |TESTING PHASE 30
Desciiption: [TESTING NEW CHANGE FHASE RECORD .l
OperlD [frue| or Ifalse " Require a Start/End Date? Bl
Full Mame [false]:
Defirition ~ Alerts/0pen & Close Behavior | Approval/Review | Model/Tasks | Auto Open Tasks | Scripts/Views | §EE
Alert Contral
Alerts l; 2 7
= Reset | e.main.g [P]
In_ot assighed
B Recalc: |true
notice
pending2 Open Behavior [when not first phaze]
pending3 O Prampt for Dpen [allaw deferal)
O Open - prompt for update [no deferral]
O Open phase and extt (no deferal)
Close Behavior
B C Frompt for Close [allow cancel] Browse
j ) Clase - open next phase or exit on last phass [no cancel] Mode
Feady | insert ‘ cm3rcatphase.main.g [F]

Figure 10-42: Deleting a Phase Record
3 Click Delete or press F4.

a Ifyou have accessed the phase from a category record, the system exits to

that record. The status bar displays this message: phase name Phase
Definition deleted.

b If you have accessed the phase from clicking Phases in the Changes or
Tasks tab, the system exits to the QBE list of phases. The status bar displays
this message: phase name Phase Definition deleted.
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A change category confirmation form appears, listing the phase and the
phase’s associated category, formats, and scripts.

Warning: When deleting a category, any item listed in the deleted form is
deleted (that is, any formats or scripts).

Change Records

Refer to the User’s Guide to learn how to open a new change request.

Searching for an Existing Change

ServiceCenter is shipped with sample changes for you to use while you are
learning the system. You can access an existing change record from the
Change Management menu using the Search form or Change queue

Search Form
To search for a change record:

1 Click Change Management in the ServiceCenter home menu.
The Change Management menu appears.

2 Click Search Changes in the Change Management menu.

Change Records < 409



ServiceCenter

Figure 10-43 shows the Change Management search form.

- File Edit “iew Format Options List Optons  ‘Window Help ;Iilil
rmalzeqle
%, Back | Mew \’% Search “1“\ Clear -~ Find 4 Fil >
Basic Search | Advanced Search | IR Query | 1=
Search for Changes Where:
Mumber: || ¥ Smait Search
Status: | ¥
Approval Status: | ¥ Changes that are:
Categary: | | 1 Active
' Inactive
) Defered
Cost Center: | = (O]

Assighed To: | |
Azsighed Dept: | =
Change Initiator: | |
Coordinatar | =
Extemnal Ref: | ¥
Phase: | ¥
Impact: | ¥
Pricrity: | ¥
Affected Asset: | o]

Closure Code: | ¥ |
Compary | ¥
Corp Struct/Div: | =

-

o | ;I_I

Feady | ingert | cm3r. search. glocm.search. display] [P]

Figure 10-43: Change Management Search Form

3 To search for a change record, do one of the following:

m Perform a true query. Leave all the fields blank and click Search or press
Enter. A QBE list of all current change records appears.

m Type search criteria in one or more of the fields in the Basic Search tab
shown in Figure 10-43. Click Search or press Enter. A QBE list of all
current change records that meet the selected criteria appears.
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m Click the Advanced Search tab shown in Figure 10-44.The date and time
information is optional. Enter the After And Before dates and times the
change was opened or updated. The default format is mm/dd/yyyy
hh:mm:ss. If a time is not entered, the default is 00:00:00.

ServiceCenter - [Dizplay Which Changes?] | _ (O] x|
- File Edit “iew Fomrmat Options List Opfion:  Window Help _Iﬁllﬂ
tmal?eale
7y, Back | Mew \‘u,‘:'" Search ‘\\ Clear . Find 4 Fill .
Basic Search  Advanced Search | IR Query ‘ i
Starling &fter. E Ending After: I
And Before | And Before: |
Clozed After: I
And Before: I
Created After: I
And Before: I
-
1| | 3
Feady | insert ‘ cm3r.search.glcm. search. display] [P]

Figure 10-44: Advanced Search form

Note: The date and time format can be set in the System Wide Company
Record or in individual operator records. Therefore, the date and time
format you use may vary from the default described here.
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IR Query
Figure 10-45 shows the IR Query form.

B Fle Edt View Fomat Options List Opfions Window Help =8| x|
$halzea 9
= Back JMew 0 Seach %ol Cesr 0 Fird 4 Fil .
Basic Search ‘ Advanced Search IR Query ‘ =
IR Search Text
il
D N e o
(@] Complete Match
@ Shallow
(8] Deep
k2]
Ready | insert ‘ cm3r.search.glcm. search. display] [F]
Figure 10-45: The IR Query tab
The following table describes the fields on the IR Query tab.
Field Description
IR Search Text Access ServiceCenter’s IR Expert application, an intelligent,

concept-based information retrieval engine that searches
the ServiceCenter database for similar or related
information, based on a simple, natural language query.
Enter a plain text query in the blank text box. ServiceCenter
adds the plain text to the search parameters.

Discovery Options m Complete Match — system searches for an absolute
match to the text you have typed.
m Shallow — system uses narrow parameters and returns
fewer records than with a deep search.

® Deep — systems performs a broad search. This is a good

option if a shallow search does not return the desired
records.
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Figure 10-46 shows a change record list that displays the first record.

ServiceCenter - [Change C1 - Prompt] M= E3
@l Fle Edi View Fomat Options ListOptions Window Help M|
»BE|?20al9
o Ok ¥ Cancel [JSave 4 Clse O Find $ Fil () Clacks '|
MNumber Cate Pricrity | Phase Asset Start End | Title
RFC nced 3] ! ' ' ___________________________________|

Change Number: €1 Ext. Froject Fie.:
Categary RFC - Advanced = Flanned Start
Fhase Tassess = Planned End:
General | Desciption | Cartact | Assets | Attachments | Related Records |
Coordinator Asslaned To
Hame: Joe User Hame: [BOBHELFDESE. =l
Departrent customer service Department E L |
Phane Phane GE G
RFC Cast Center I |
5L8
General RFC Type 1 Mework Changes
Impact: [z -BusinessChange ¥ RFC Type 2 fon %
Priority 3 -WomalChange ¥ SLA Alert]: 12/27/01 135838
Stalus: il 5LA Target /0202 03,5838
Approval Status appioved 5L4 Deadine 1/05/02 13,5838 Li
Alert Stage:

4]

o

Selected line is row 1 of 1 records

[insert | omar.abe.a P]

Figure 10-46: Change Record in Edit Mode

Select a change record from the record list. The appropriate information

displays.
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Change Queue

Searching for records with the change queue presents a list of changes by

inbox. For information about creating and using inboxes, refer to the User’s
Guide.

To search in the Change queue:

1 Click Change Queue in the Change Management menu. Figure 10-47 shows
a typical change inbox that lists all changes in the user's initial inbox. (By
default, this is: Changes assigned to the current user.)

(@ ServiceCenter - [Change Queue: RFCs by urgency] [_ O] =]
@ File Edit Wiew Format Options List Options  ‘Window Help 2 E‘|5|
smalzealsl
{5 Back . Refiesh 2
| == n 8l
Change Queue 3 H t | e Kl
Current Inbaz: RFCs by urgency ¥
CM Request I 2 u0ency k]
Change Number | Cateqory | Phase [impact | Start |End [ Tite
| MNew
So C24 RFC - Advar 1 assess 2
o D 6 RFC-Advar lassess 2
a7 RFC - Advar 1.assess 2
Switch Inbox
Starting Lists
For Approeeal
For Review
—= Refresh List
Count Fiecords
<= Back
< |
« |
Selected line is row 1 of 4 recards | insert | sc.manage.crr. glsem. advanced) [5]

Figure 10-47: Change Management Inbox

2 Click Switch Inbox if you want to search for changes using a different inbox.

3 You may select a change from this list by double-clicking on it or by clicking
Search to display a Change Management search form, as shown in
Figure 10-43 on page 410.

Figure 10-48 on page 415 shows the selected change record in edit mode.
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ServiceCenter - [Change C1 - Prompt] M= B3
@ Fi= Edt View Fomat Options ListOptions Window Help -15] x|
rmElreq 9

o Ok M cCancel  [JSave 4 Cose 00 Find & Fill (O Clacks '|

Number | Cateqory Priorty_| Phase Asset Stant [Erd [ Tite
(1R ca 3|1 I

Change Number: €1 Ex. Fioject Ref.
Categary [RFC-Advarced 2l Planned Start
Phase: [assess 2l Planned End
General | Desciption | Cartact | Assels | Attachments | Related Records |
Coordinator Assigned To
Name: foelser = Hame: B0 HELFDESK |
Department [customer serwice | Department: L&N SUFFORT |
Phane 1 Phene: 15421 5000
RFC Cast Center I |
5L4
General RFC Type 1: ook Changes
Impact: fo-Business Change ¥ RFC Type 2 fon ¥
Priariy 2 -Nomal Change b 5L4 Alert] 12027401 135838
Status: ] 5LA Target 01/02/02 095838
Approval Status T 5L4 Deadine: 01/06/02 13:58:38 L
Alert Stage: e
4] | 3
Selected line is row 1 of 1 records [ingsnt | oo abe a (P1

Figure 10-48: Change Record Selected from an Inbox

4 Click Save or OK to save any changes to the record and to return to the inbox.

Click Close to close this phase of the change if all processing and tasks for this
phase are complete. or click Cancel to return to the inbox without making
any changes.

Options Menu

The following is a list of items that are displayed in a change record options
menu. Menu items visible may change depending on the selection.
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Menu ltem

Description

Set Reminder

Displays a form that allows you to schedule a reminder
to yourself about some aspect of Change Management.
Schedule a reminder by the clock or when certain task
conditions exist using the following delivery methods:
® Pop-up

m Page

® Email

m SCMail

Print

Offers three print options:

m Print Change record

m Print all pages of this Change

m Print Change and associated Tasks

Audit History

Displays the Audit Log showing the audit history of the
current record, if audit history is in use.

Search Duplicates

Allows the user to query the Change Management
database for duplicate changes. If you place your cursor
in the field of a record and select Search Duplicates, a
QBE list of records displays that contains the same
values as the field in which the cursor was placed.

Validity Lookup

Validates the field in which the cursor is located.

Next Phase

Advances the phase of the current change record to the
next level.

Change Category

Presents a QBE list of available categories, and allows
the user to change the category of the current change
record.

Change Phase

Presents a QBE list of available phases, and allows the
user to select a different phase for the current change.

Alerts

Displays a list of alerts, if any exist for that change.

Approval >
Approve | Deny | Retract

Allows you to approve, deny, or retract a change.
m Click Approve to approve a change.
m Click Deny to deny a change.

m Click Retract to remove a previously approved or
denied change.

List Pages

Lists all the pages associated with this change.
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Description

Calculate Risk

Performs risk calculations in validity records
previously set up for automatic calculation based on
values in the change or task. If selected, Calculate Risk
displays as either a change or task option, depending on
what area the profile covers.

Copy Record

Copies an existing change request for use as a template
and assigns a new change number. Use this option for
adding a closely related change.

Note: All copied changes are opened with the first
phase.

Affected SLAs

Displays a table listing the affected SLA, downtime for
that object (device), and the cost of the outage.

Related > Incidents >
View | Open | Associate

View incident tickets related to this change, open
incident tickets related to this change, or associate the
change to an existing incident ticket.

Related > Calls >
View | Associate

View call reports related to this change or associate the
change to an existing call report.

Related > Quotes >
View | Open | Associate

View request management quotes related to this
change, open request management quotes related to
this change, or associate this change to an existing
request management quote.

Related > Root Causes >
View | Open | Associate

View root cause tickets related to this change, open root
cause tickets related to this change, or associate this
change to an existing root cause ticket.

Find Solution

Accesses the ServiceCenter Knowledge Base and brings
up Hot News entries.

Notify Allows the user to send a message (e-mail, fax,
ServiceCenter mail) to other users about the status of
the current change report.

Expand Array Displays an array editing window for adding or deleting

items to an array.

Generate Maintenance

Option available for changes only. Allows you to
schedule the creation of changes, using the current
record as a template.

Refresh

Returns the record to its last saved state.

View IND Device

Allows you to view the IND device data, including the
device state, status, port information, and the device
address.
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Updating an Existing Change

To update a change record:

1 Access the change record you want to update, using one of the methods
described in Searching for an Existing Change on page 409.

2 Modify the record as appropriate.
3 Save the updated record. Do one of the following:
m Click Save or press F4 to save the record and leave it displayed.
m Click OK or press F2 to save the record and return to the search form.

The status bar displays this message: Change unique ID Phase phase name
Updated by operator.

Closing a Change Phase

Before closing a change phase, all tasks must be closed. Depending on your
setup, approvals may also be necessary before closing a phase. The phase
record controls the close control criteria required for closure. This criteria
can vary between phases. For more information, see Creating a Phase on
page 400.

To close a change phase:

1 Access the change record, using one of the methods described in Searching for
an Existing Change on page 409.

2 Select View Opened Tasks from the Options menu.

Figure 10-29 on page 392 shows a task record form with a record list
containing all the tasks related to the change.
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a ServiceCenter - [Task T3 - Prompt] [_ O] %]
@ File Edit “iew Fomat Options List Options ‘Window Help =1 |
sBal?eal 9l

/ ak. x Cancel ﬂ Save 4 Close ,ﬁ Find + Fil O Clocks =
Mumber | Categony Phase Start End Status | Description
H Hardware || inlial |

Task No: T3 Planned Start I =l
Categon: Hardware #| Planned End: I |
Phase: Hardware |

General | Description | Irwentory ‘ Work Notes | Backout Method ‘ Approvals ‘ Parts & Lahar |Attachmanls |

Assigned To
Risk Level: 1 - Taw rigk ¥ Mame: SUSIE.SUPERTECH =
Pricrity: 2 [mormal) ¥ Drepartment: IW
Status e | G | GEEE
Approval Status: lapprnved— Agzigned Or: I—_l
Alert Stage, l— ‘wiork Manager
Name: I—_l
Schedulzd Downtime Coordinator
Start I—_| Mame: Ch 1 ]
End: I—J Phane No.: I—
Selected line is row 1 of 1 recards | inzert | em3t hardware. glem views display] [S]

Figure 10-49: QBE List of Open Tasks

3 Select a task from the record list. Click Close or press F5.
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4 Figure 10-50 shows the task record with a closing prompt.

ﬂ ServiceCenter - [Task T3 - Cloze Prompt] |_ (O] x]
@ File Edt “iew Fomat Options List Options  Window Help = | E'Iil
ABE ?78Q D

V0K Mo 0 Find 3 Fil .
Murmbe | Cateqary | Phaze | Start | End | Status | Deezcription |
Task

Task Mo.: T3 Risk Level: 1 - lows risk ¥

Categary: Hardware #| Fricrity: 2 [narmal) ¥

Phase: Hardware | Status: Iclosed

Flanned Start; | Approval Status: |appr0ved

Planned End: I Alert Stage: I
Cloze Info

Completion Code: 1 - successful ¥ Hours ‘worked: |

Clazing Comments

j

-

Selected line is raw 1 of 1 records | inzert | cm3t.close glom. close.display] [S]

Figure 10-50: Closed Task Record

5 Complete all required inputs. If an Hours Worked field is required, enter the
time used to complete this task, in this format: ddd hh:mm:ss and so on.

Important: You must include the time format even if the task was completed
in whole days. For example, if a task was completed in exactly
three days, enter 3 00:00:00.

6 Enter any comments you might have in the Closing Comments field.
7 Click OK.
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The task is complete. The status bar displays this message: Task T## Phase
phase name Closed by login name, as shown in Figure 10-51.

3 ServiceCenter - [Change C18 - Prompt] [_[O] ]
@ File Edit “iew Format Options List Options  Window Help _|E'|1|

tBE ?208Ql9
/ ok x Cancel (( Prew )) Mext FI Save 4  Close ,-'7 Find 4 Fil O ClocksD

Number | Categarny | Pricril | Phaze | Asset | Start | End ‘ Tithe: I;l
[ RFC 3 Building = Printer 007 = 02/04/0 02/05 Mowve printer from marketing to —
[ME] RFC 2 RFCImple Printer 001 | 02/19/0 02/26 Move printer 001 from marketing to -
-
Change Mo.: C18 Flanned Start; | |
Categary: MAC #| Flanned End: I |
FPhase: (nalyziz #| Status: |initial

Alert Stage: I Appraval Status: Iapproved

General | Description | Inventory | Justification | Outage | EBackout Method | Approvals | Tasks | Parls&LabUrg ==

Change Type ; -
Risk Level: |1 - low risk
[ Move I Add [ Change i
T Priority: 2 [rormal] ¥
Coordinator
Mame: Jom 1 =
Fhaone No.: |
‘work Manager Initiated By
MName: | = Mame: [BUTLER. RICHARD =
Scheduled Downtime Departrent: |ACME3’Customer Suppart
Start: | = Fhone: [i500) 422-5505 o
End: | =] Initiated O [02/04/02 14:03:10 =

=
4| | B

B Task T3 Phase Hardware Closed by FALCOM, JENMIFER: | ingert | cm3r.mac.glem. view. display] [S]

Figure 10-51: Closed Task in Browse Mode

Note: If you are closing a single task, the system exits to the change record
shown in Figure 10-51. If you are closing a task in a task record list, the
system exits to the task record in browse mode.

8 Select the next task in the record list.
9 Repeat steps 3 to step 9 until all open tasks have been closed.
10 Click Close. The close form of the change record appears.

11 Complete all required inputs. If an Hours Worked field is required, enter the
time used to complete this task, in this format: ddd hh:mm:ss and so on.

Important: You must include the time format even if the task was completed
in whole days. For example, if a task was completed in exactly
three days, enter 3 00:00:00.
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12 Enter any comments you might have in the Closing Comments field.

13 Click OK. The change phase closes and the system exits to the closed change
record in browse mode shown in Figure 10-52. The status bar displays this
message: Change C## Phase phase name closed by login name.

a ServiceCenter - [Change Dpen Prompt] [_ O] %]
@ File Edit ¥iew Format Options Lzt Option:  Window  Help _|E'|L|
yBEl z2ea B
V0K Woacel  []Sae 0 Find 4 Fil D‘
Change Mo c18 Planned Start =
Category: MALC #| Planned End: =]
Phagze: Approval #| Status: initial
Alert Stage:

Approval Status: pending

General | Description | Irwentony | Justification ‘ Outage | Backout Method | Approvals | Tasks | Parts&Labo@ ==
Change Type

™ Move I add " Change Hi.Sk.LEVEI' EECee= e
5 Priciity: 2 [nomnal] ¥
Coordinator
1 ame: Jct 1 =]
Phone Mo.: |
“wiork b anager Initiated By
Mame: | ] Mame: [EUTLER, RICHARD |
Scheduled Downtime Depattment; |ACME!CustDmer Support
Start: | ] Phane: |[BDD] 4225505
End: | =] Initiated On: |02/04402 14:05:10 =]

B Changs C18 Phase Analysis Closed by FALCON, JENNIFER. | inzert | cm3r.mac.glem. open.display] [S]

Figure 10-52: Closed Change in Browse Mode

Note: You need to take into consideration how the open behavior is set for
this phase and whether or not your change request involves more than
one phase. It is possible this operation will not close the entire change,

but only the current phase. If that is the case, the next phase is then
opened for your action.
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Reopening a Change Request
To reopen a change request:

1 Click Search Changes in the Changes tab of the Change Management menu.
A blank change search screen appears, as shown in Figure 10-43 on page 410.

2 Enter closed in the Status field of the Search form shown in Figure 10-53.

- File Edit “iew Fomat Options Lt (Option:  Window  Help ;Iilﬂ
$Bm ?oQls

5 Back JNew S0 Seach  ®tiCear 0 Find 4 Fil "
Basic Search | Advanced Search | IR Query | I

Search for Changes ‘Where:

Hurnber: 1l ] ¥ Smartt Search

Shatus: | ¥

Approval Status: | ¥ Changes that are;

Category: | ¥ ) Active

) Inactive
) Defered

Cost Center: | =l ® 4

Assigned To: | =

Assigned Dept: | =

Change Initiator | =

Coardinatar | =

External Ref: | ¥

Phase: | ¥

Impact: | ¥

Pririty: | ¥

Affected Asset: | =

Closure Code: | ¥ I

Company | ¥

Corp Struct/Div: | =
4 | ;lJ
Ready | inzert | cm3r. zearch.glcm.zearch. display] [P]

Figure 10-53: Search Form — Searching for Closed Changes
3 Click Search or press F6.
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Figure 10-54 shows a QBE record list that shows all closed change reports in

the system.
- File Edit “iew Fomat Options Lt (Option:  Window  Help ;Iilﬂ
$BE ?sQl9
5 Back JNew S0 Seach  ®tiCear 0 Find 4 Fil "
Basic Search | Advanced Search | IR Query | I
Search for Changes ‘Where:
Humber: I V' Smart Search
Shatus: | ¥
Approval Status: | ¥ Changes that are;
Category: | ¥ ) Active
) Inactive
) Defered
Cost Center: | =l ® 4
Assigned To: | =
Assigned Dept: | =
Change Initiator | =
Coardinatar | =
External Ref: | ¥
Phase: | ¥
Impact: | ¥
Pririty: | ¥
Affected Asset: | =
Closure Code: | ¥ I
Company | ¥
Corp Struct/Div: | =
4 | ;lJ
Ready | inzert | cm3r. zearch.glcm.zearch. display] [P]

Figure 10-54: Record List of Closed Change Requests
4 Select the record you want to display from the record list.
5 Click Reopen or press F5.

The record appears in a form with editable fields. Make the appropriate
changes to the record.

6 Click Save or press F4 to save changes to the reopened record.

The status bar displays this message: Change C## Phase phase name Updated
by login name.

Note: You can reopen a closed change immediately after closing the record
by clicking Reopen or pressing F5.
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Tasks

The appearance and function of the Tasks tab in the Change Management
menu is identical to that of the Changes tab with the exception that you are
viewing tasks instead of changes. The procedures for updating tasks are
similar to those described in Updating an Existing Change on page 418. For
more information, see the ServiceCenter User’s Guide.

Searching for an Existing Task

ServiceCenter is shipped with sample tasks for you to use while you are
learning the system. You can access an existing task record from the Change
Management menu in one of two way, the Search form or the Task queue.

Search Form

To search for an existing task:
1 Click Change Management in the ServiceCenter home menu.
2 Select the Tasks tab in the Change Management menu.

3 Click Search Tasks in the Change Management menu. The task search form
appears, as shown in Figure 10-55.

ServiceCenter - [Display Which Tasks?] [_ O] <]
-Ei\e Edit Wiew Fomat Options ListOotion:  window  Help RS
el 2sale

<y Back JMew  SFnSeach Moo 0 Find & Fill .

Basic Search | Advanced Search | IR Query |

-

Search for Changes Where:

Number: [ ¥ Smart Search
Status: [ ¥
Appioval Status: | ¥ Changes that are;
e I ¥ ) Active
) Inactive
) Deferred
Cost Center: | =] @
Assigned Tor [ =]
#ssigned Dept: [ =]
Change Initiator. | =]
Coardinator [ =]
External Ref: [ ¥
Phase: | ¥
Impact [ ¥
Friority: | ¥
Affected Asset: [ =]
Closure Code: [ ¥ [
Company [ ¥
Carp Struct/Div: | =]

! g

Figure 10-55: Task Search form
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4 To search for a task record, do one of the following:
m Perform a true query

m Leave all the fields blank and click Search or press Enter. A QBE list of all
current change records appears.

m Enter search criteria in one or more of the fields in the Basic Search tab
shown in Figure 10-55. Click Search or press Enter. A QBE list of all
current task records that meet the selected criteria appears.

Advanced Search
Figure 10-56 shows the Advanced Search form.

ServiceCenter - [Display Which Tasks?] [_ (O] %]
- File Edit “iew Fomat Options Lzt Options  Window Help i |ﬁ'|1|
sdBE ?eQle

<= Back JMew S Seach  %oiClear 0 Find 4 Fil

Basic Search  Advanced Search | IR Query | =

Starting After: | Ending After: |

And Before: | And Before: |

Closed After: |

And Before: |

Created After: |

And Before: |
«| | 3|
Fieady | inzert | cmar. zearch. glcm. search. dizplay] [P]

Figure 10-56: The Advanced Search form

Enter time frame criteria for your search in the fields provided and click
Search or press Enter.

The date and time information is optional. Enter the After And Before dates
and times the task was opened or updated. The default format is
mm/dd/yyyy hh:mm:ss. If a time is not entered, the default is 00:00:00.

Starting After And Before
Ending After And Before
Closed After And Before
Created After And Before
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Note: The date and time format can be set in the System Wide Company
Record or in individual operator records. Therefore, the date and time
format you use may vary from the default described here.

IR Query
Figure 10-57 shows the IR Query form.

-Ei\e Edit Wiew Fomat Options Lt Option:  Window  Help ;Iilil
ymal?eal s
4 Back | New S0 Seach " Clear -~ Find 4 Fill .
Basic Search |Advanced5ea|ch IR Cluen |
IR Search Text

Discovery Options
(o) Complete Match
W Shallaw
(ol Deep

I

| insert ‘ cm3r.search.glcm. search. display] [F]

Ready

Figure 10-57: The IR Query tab

The following table describes the fields on the IR Query tab.

Field Description
IR Search Text

Access ServiceCenter’s IR Expert application, an intelligent,
concept-based information retrieval engine that searches the
ServiceCenter database for similar or related information,

based on a simple, natural language query. Enter a plain text

query in the blank text box. ServiceCenter adds the plain text
to the search parameters.

Discovery Options ~ m Complete Match — system searches for an absolute match
to the text you have typed.
m Shallow — system uses narrow parameters and returns
fewer records than with a deep search.
® Deep — systems performs a broad search. This is a good

option if a shallow search does not return the desired
records.
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Figure 10-58 shows a task record list that displays the first record.

ﬂ ServiceCenter - [Task T2 - Prompt] |_ (O] ]
@ File Edit “iew Fomat Options List Options “Window Help _Iﬁ'lﬂ

sBB 2eql 9
Ok McCancel €€Pev PP New [JSave @ Cose .00 Find SRl O Clocks

Nurnbe: Description
T3 Hardware clozed | move printer 007 ta accounting
T4 plan.1/2tas plan1/2 initial tMaove development PCs to new cubicles within Building 3 LI
Task Mo.: T2 Flanned Start: I—_l
Cateqgory: Hw! maintain #] Planned End: I—_l
Phass: Hi maintain #|
General | Description | Irwentony | Wwiork Notes | Backout Method | Approvals | Parts & Labor | Attachments |
Assigned To
Riigk Level | 1 ame: | =
Priarity: [2 [normal] ¥ Department: |
Shatus: e Phane: |
Appraval Status: Iapproved— Assigned On: |
Alert Stage: I— Wiork Manager
MName: |
Scheduled D owntime: Coordinator
Stark: | | Mame: [E0E HELFDESK. |
End: | =] Phane Ma.: [E13-451-5000
Selected line is 1ow 1 of 3 records | inzert | cm3t.gbe.g [5]

Figure 10-58: Task Record in Edit Mode
1 Select a task record from the record list. The appropriate information

appears in the form.

Task Queue

Searching for records with the task queue presents a list of tasks by inbox. For
information about inboxes, refer to the User’s Guide.

To search with the task queue:

1 Click Task Queue in the Change Management menu. Figure 10-59 on
page 429 shows a task inbox that lists all the user’s assigned tasks.
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(@ ServiceCenter - [Task Queue: All Dpen Tasks] |_ O] ]
@ File Edt “iew Fomat Ogtions List Options “Window Help == 5[

smal?eal s

= Back  — Refresh "

-

Current Inbaz: Il Dpen Tasks ¥
Ch Reguest 'A 2 L1}

Change Mumber | Cateqory | Phase Impact | Start End Title
i Hew Hi Hu/ ]

N ' maintai
\",% Search

W maintai
T4 plan.1/2.tas plan.1/2 2

Switch Inbox |
Starting Lists |

For &pproval |

For Review |
~— Refresh List |
Count Records |

%, Back | 4| |

< | B

Selected line is row 1 of 2 records | insert ‘ sc.manage. cr. glscm. advanced) [5]

Figure 10-59: Task Inbox

2 Click Switch Inbox if you want to search for tasks assigned to a different
inbox.

3 You may select a task to open from this list or click Search to display the task
search form, as shown in Figure 10-55 on page 425.
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Figure 10-60 shows the desired task record in edit mode.

(@ ServiceCenter - [Task T2 - Prompt] [_ (O] x]
@ Elle Edit “iew Fomat Options List Options Window Help -|5 ﬂ

smalzea 9
Ok McCacel €€Pev 3P New [JSave 4 Close T Find Al (D) Clocks”|

Number | Categom Phase Start End Status | Description
Hw maintain| B maintain __L_______|____lintal _|___________________________|
T4 plan.1/2task plan.1/2 initial Move development PCs to new cubicles within Building 3, F

Task Mo, T2 Planned Start |
Categon: Hw maintain | Planned End: e
Phase: Hw maintain 2|

General | Description |\nvsntury |Wurk Motes ‘EaDkDutMEthDd Approvals |Parls&LabDr ‘Attachmenls |

Azsigned To
Risk Levek: ¥ Mame: l—_l
Priority 2 [nommal] ¥ Department: l—
Status: lmllla\— Phone: l—
ALpproval Status: lwproved— Aszigned On: l—_l
Alert Stage: l— “whork Manager
Name: l—_l
Scheduled Downtime: Coordinatar
Stait [ = || Name: [BOEHELFDESE =]
End: [ = | | PhoneNo: [E1s4ms000

Selected line iz row 1 of 2 records | inzert | em3tHw. maintain. glcm. view display] [S]

Figure 10-60: Task Record Selected from an Inbox

4 Click Save to save any changes to the record.
5 Click Close to close the task.
6 Click OK to return to the inbox.
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Options Menu

The following is a list of items that can display in a task record Options menu.
The items visible may change.

Field Description

Set Reminder  Displays a form that allows you to schedule a reminder to
yourself about some aspect of Change Management. You may
schedule a reminder by the clock or when certain task conditions
exist using the following delivery methods:
® Pop-up
m Page
® Email
m SCMail

Print Offers two print options:
m Print task record
m Print all pages of this task

Audit History  Displays the Audit Log showing the audit history of the current

record.
Search Allows the user to query the Change Management database for
Duplicates duplicate changes. If you place your cursor in the field of a record

and select Search Duplicates, a QBE list of records displays that
contains the same values as the field in which the cursor was

placed.
Validity Lookup Validates the field in which the cursor is located.
Show Parent Displays the change record to which the current task is attached.
Change
Change Presents a QBE list of available categories, and allows the user to
Category change the category of the current change report.

Change Phase Presents a QBE list of available phases, and allows the user to
select a different phase for the current change.

Alerts Displays alert control button in the system tray, allowing the user
to schedule alerts and switch the function off or on.

Next Phase Advances to the next task phase without closing the current
phase.

List Pages Allows the user to access all the pages in a task record.

Tasks € 431



ServiceCenter

Field Description

Calculate Risk  If you have previously set up validity records so that risk is
automatically calculated based on values in the task, this option
performs the calculation at that time. If selected, Calculate Risk
displays as either a change or task option, depending on what
area the profile covers.

Copy Record Copies an existing task record for use as a template and assigns a
new task unique ID. Use this option for adding a closely related
task.

Affected SLA Displays a table listing the affected SLA, downtime for that object
(device), and the cost of the outage.

I/R Query Provides access to the I/R Query feature.

Expand Array  Displays an array editing window for adding, or deleting items to
an array.

Notify Allows the user to send a message (e-mail, fax, ServiceCenter

mail) to other users about the status of the current task report.

Refresh Returns the record to its last saved state.

Figure 10-61 shows the form where you can set a reminder.

@ ServiceCenter - [Send Reminder] HI=1 E3

@ File Edit ¥iew Fomat Opfions Lisf Opfon: Window  Help —|= 5'
shrl 7eq 9
g/ oK x Cancel .

-

Set Reminder =

® Femind At [0zrzzrz 131 B

) Remind I
Remind i Jahways ¥

Fop-up Meszage:
(] Pop-up
) Page
O Email
) 5C Mail

-
«| | >

Feady ‘ ingert | ug.reminder.g [5]

Figure 10-61: Set Reminder Form in a Task Record
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To update a task:

1 Access the task record you want to update using one of the methods
described in Searching for an Existing Task on page 425.

2 Modify the record as appropriate.
3 To save the updated record, do one of the following:
m Click Save or press F4 to save the record and leave it displayed.

m Click OK or press F2 to save the record and return to the QBE list or the
search form.

The status bar displays this message: Task unique ID Phase phase name
Updated by operator.

Closing a Task Phase

To close a task:

1 Access the task record you want to close, using one of the methods described
in Searching for an Existing Task on page 425.

2 Click Close or press F5.
The record displays in a form with a Close Info structure.

3 Complete all required inputs. If an Hours Worked field is required, enter the
time used to complete this task, in this format: ddd hh:mm:ss and so on.

Important: You must include the time format even if the task was completed
in whole days. For example, if a task was completed in exactly
three days, enter 3 00:00:00.

4 Enter any comments you might have in the Closing Comments field.
5 Click OK or press F2 to close the task.

The task record appears in browse mode. The status bar displays this
message: Task task unique ID Phase phase name Closed by operator name.
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To reopen a task:

ServiceCenter

1 Click Search Tasks in the Tasks tab of the Change Management menu.

A blank task search screen appears.

2 Enter closed in the Status field.

3 Click Search or press F6. Figure 10-62 shows a task record that displays a

record list of all closed tasks.

@ ServiceCenter - [Task T3 - Prompt] [ _ (O] <]

@Eile Edit “iew Fommat Options List Options “indow Help

YBelzeals

5y Back L3

" Reopen | Find

O Clocks

=& x|

g

Numbe Eategorg Phase tart nd tatus Description I_l
| 13| Hardware | Hardware | close:

move printer 007 ta accounting

Tazk Mo.: T3 Planned Start;
Categony: Hardware #| Planned End:
Phase: Hardware #|

General | Description |Invenlnr_u |W’nrk Notes |BacknulMethnd Approvals |Parts&Lahnr Aftachments |

Azzigned To
Flisk Level e Name: [SUSIE SUPERTECH =
Pricrity: W Department: |DF'EHATIEINS
Status: B Phone: [675-451 5000
Approval Status: Iappmved— Agzigned On: |
Alert Stage: I— “Work Manager
Narne: |

Scheduled D owntime Coordinator

Start: | | Name: [eM

End [ | Phone No. [

<

| 2

Selected ling is row 1 of 1 recards

| ingert | cm3t.gbe.g[5]

Figure 10-62: Closed Task in Browse Mode

4 Select the record you want to display from the record list. The appropriate

task information displays in the form.

5 Click Reopen or press F5. The record appears in a form with editable fields.

6 Click Save or press F4 to save changes to the reopened record. The status bar
displays this message: Task T## Phase phase name Updated by login name.

Note: You can reopen a closed task immediately after closing the record by

clicking Reopen or pressing F5.
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If you are making a change and the change needs an approval, the change
may be submitted to one or more approval groups, which can consist of one
or multiple ServiceCenter users.

Approvals are defined as a list of groups or operators who must acknowledge
or accept the risk, cost, and so on associated with the implementation of a
change request or task. Once the approval requirements are set up, approvals
give controlling authorities the ability to stop work and to control when
certain work activities can proceed. Approvers manually approve changes
before tasks are assigned.

An approval sequence is an order in which approval requirements are made
active. The process first makes the lowest sequence numbers available for

approval activity. Once these are approved, the next highest number is made
available. Groups with the same sequence number can approve in any order.

Approval groups are defined in the operator record, based on the User Role.
For more information, see Security Profiles on page 358.

As an approver, you can also be part of a change message group. A change
message group member list consists of reviewers and approvers. If you are an
approver for a change message group, your task is to accept or deny the
changes your group must approve. For more information, see Approving
Changes and Tasks on page 439.

Approval Sequence

Phases have an approval status of approved, denied, or pending. Individual
approval requirements within a phase have a status of approved, denied,
pending, or future. Pending approvals are awaiting action. Future approvals
will be acted on following action on the pending approvals. Approval groups
are placed in sequences in the order that their approval is required. If groups
have the same sequence number, their approvals can be made independent
of each other.

When a pending phase is approved, its status becomes approved. The next set

of future approvals become pending, and subsequent approvals remain in
the future status.
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Figure 10-63 shows four approval groups are in three sequences. Box 1 shows
Group A in a pending status; groups B, C and D are in future status. Group A
approves the phase and moves to the approved status. In Box 2, the sequence
2 groups, B and C, move to a pending status. The sequence 3 group, D,
remains in the future approval status.

r— - - — — — — — — — — 7 r— = = — = L 7
| Approved Pending Future | | Approved Pending Future |
—
| Group A Group B | When Group | |Group A Group B Group D \
‘ 1 Sequence 2 Sequence | A | 1 Sequence 2 Sequence 3 Sequence |
‘ | Approves a ‘ ‘
| Group C | Phase. | Group C |
‘ 2 Sequence | | 2 Sequence |
4>
| Group D | ‘ \
| 3 Sequence | | | |
\_B x 1_ _________ J Box2 J

Figure 10-63: Approval Sequence

Approvals tab

To view the Approvals tab in an existing change or task:

1 Open an existing change or task record. For more information, see Updating
an Existing Change on page 418 and Updating an Existing Task on page 433.

Note: Some changes and tasks in the standard system do not have Approval
tabs.
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2 Select the Approvals tab in the record to check the approvals history for the
change, as shown in Figure 10-64.

General | Description | Irwentony | Azzet Info | Implementation | Backout Method  Approvals | Parts & Labor | ﬁ; ==

Approval Type | Approval Statuz | # Approved | # Denied | # Pending | -

Aszzessment pending o o 1

Figure 10-64: Approvals tab

The Approvals tab has three sub-tabs, which include approval and review
history for the approvals listed for the change or task being viewed:

m Current Approvals
= Approval Log

m Pending Reviews

Current Approvals subtab

Current approvals for this change or task phase appear on this tab, shown in
Figure 10-64.

Field Description

Approval Type The authorization type needed for this change or task. Click
on Approval Type for each approval and see:

® Who requested the change

m What the currently pending approvals and future approvals
are

m Completed approval actions
m Added comments

Approval Status Approval status for each approval type:
m Pending
m Approved
m Denied
m Retracted

Approved Number of approved changes or tasks.
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Field Description
Denied Number of denied approvals.
Pending Number of pending approvals.

Approval Log subtab
Listed in this tab is the approval history for this change or task phase.
Figure 10-65 shows the Approval Log tab.

General | Description | Irwentony | WwWork Motes | Backout Method  Approvals | Parts & Labor | Attachments |

Current Approvals  Approval Log |Pending Fieviews |

Action |Approver.-"Dperator | By [rate/Time | Fhase |‘

Figure 10-65: Approval Log tab
The following table describes the fields on the Approval log subtab.

Field Description

Action Action taken for this change or task phase.

Approver/Operator  Approval group or individual approver who took approval
action on this change or task phase.

By Member of approval group that took approval action on
this change or task phase.

Date/Time Date and time of the approval action.

Phase Current phase of this change or task.
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Pending Reviews subtab

Reviewers member list that reviewed the pending approval for this change or
task. Figure 10-66 shows the Pending Reviews Subtab.

General | Description | Irwentony | Work Motes | Backout Method  Approvals | Parts & Labor | Attachments |

Current Approvals |Appr0val Log  Pending Reviews |

Feviewers |

Figure 10-66: Approving Changes and Tasks

If you are an authorized approver for any approval groups, the group names
(for example, CHGCOMM, CUS) are displayed in your Security Profile. For
more information, see Security Profiles on page 358. You may approve all
changes and tasks assigned to your approval groups.

The process for approving a change is the same as for approving a task. You
may access the Approval options in any of three locations:

m Change/Task Queue
m Change/Task Search Form
= Options menu in an existing change or task

For a full description of approvals, approvers, approval groups, and
approving changes and tasks, see the ServiceCenter User’s Guide.

Change/Task Queue

The Change Queue is used for purposes of this example. The process is the
same for the Task Queue.
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To access Approval options from a queue:

1 Click Change Queue in the Changes tab of the Change Management menu.
Figure 10-67 shows the change inbox.

(@ ServiceCenter - [Change Queue: RFCs by urgency]
@ File Edit “iew Format Options List Options  Window Help

rtmalzea 9

<y Back . Refiesh ‘

Change Queue & “ 'B_‘

Current Inbiox: [FFCs by Lrgenc ¥
CM Request————— I el b

| New
@ Search

Change Nurber | Cateqor | Phase [impact | Start [End [ Title:

c24 RFC - Advar 1 assess 2
Cz6 RFC - Advar 1.assess 2
cz7 FFC - Advar 1.assess 2

Switch Inbox
Starting Lists
Far &pproval
For Review
—— Refresh List
Count Records
<% Back

2l |

| B

| insert ‘ sc.manage. cr. glscm. advanced) [5]

|

Selected line is row 1 of 4 records

Figure 10-67: Change Inbox

2 Click For Approval. Figure 10-68 shows a dialog box that lists your approval
groups.

ﬂ Select Groups E3

Y'ou have approval authority for these
groups. The default iz to select for all
qroups. Y'ou may remoyve a graup from the
list by unchecking itz name.

v i y
v ADMIN —
X

Figure 10-68: Approval Group Membership

3 Select a group for which you want change records displayed, or leave the list
blank to approve for all your groups.
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4 Click OK. A list of all Changes requiring the approval of the groups you have
selected displays in the inbox. Figure 10-69 shows a typical change queue.

a ServiceCenter - [Change Queue: Unassigned Changes] [_[O] <]
@ File Edit “iew Format Options List Options Window Help =] x|
YEm 7eQ 9

(s Back . Rehesh l:'|

g y ."“.

Change Queue & “ e ’\% b‘}‘} H L/

T ; Current Inbax: |U nassigned Changes
e
Ehangs Number Category F'hass mgacl larl nd |l|s
| New RFC - Adva

\,“? Search

Switch Inbox
Starting Lists
For &pproval
For Review
— Refresh List
Count Records
<=, Back

2l | i

Selected line is row 1 of 1 records

| inzert | sc.manage.cmr.glzcm. advanced) [5]

Figure 10-69: Inbox List of Change Phases Requiring Approval

Double-click a record to open it for approval. The record appears.
6 Do one of the following:
m Select Approval from the Options menu of the change record.

m Click For Approval on the Inbox screen.

ServiceCenter displays the Change Approval Group Selection dialog box
shown in Figure 10-70.

a Select Groups

ou have approval authonty for these
groups. The default iz to select for all
groups. T'ou may remove a group from the
izt by unchecking its name.

[ FALCOM /l
[ SYSTEMS ADMIN
[ SYSTEMS SUPPORT X |

Figure 10-70: Approval dialog box

7 Click the appropriate box, or leave all checked to default to all groups.
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V? | If you click OK, you are returned to the Unassigned Changes inbox of the
Change Sponsor’s queue.

A new set of buttons displays in the system tray.

8 Select an approval option from those in the following table.

Approval Description
Option

Approve  Approver accepts the need for the change and approves commitment
of the resources required to fulfill the request. Once all approvals are
complete, work can begin on the phase.

When this option is selected, the record shifts to the browse mode, and
the Retract option displays in the system tray. The status bar displays
this message: change unique ID Phase phase name Approved by
operator name.

If you are not a member of a group with approval rights to this change
request, the status bar displays this message: You may not approve for
any of the Pending Approval Groups.

Deny Approver does not accept the need for the change and/or is unwilling
to commit the required resources. No further approvals are allowed
until the denial is removed. An administrative procedure should be set
up to handle a denial.

When this option is selected, a dialog box appears with a prompt to
specify the reason for your action. Type an explanation for your action
and click OK. The status bar displays this message: change C## Phase
phase name Denied by login name.

Retract Approver accepts the need for the change, but is unwilling to commit
the resources or perhaps there are technical Incidents at the present
time. This removes a previous approval or denial and resets the change
request to pending approved status, requiring a new approval cycle.

When this option is selected, a message displays that asks you to state
the reason for your action. Enter an explanation for your action and
click OK. The status bar displays this message: change unique ID Phase
phase name Retracted by operator name.
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Change Task Search Form

The change search form is used for purposes of this example. The process is
the same for the task search form.

To access Approval options from a search form:

1 Click Search Changes in the Changes tab of the Change Management menu.
Figure 10-71 shows a blank change search form.

a ServiceCenter - [Display Which Changes?] M=l E
@Eile Edit “iew Format ENaie-l [t Opfon:  Window Help _|E|1|

ABd| 2 g Q| e

<7-'\“ Back | New Expert safch \ Clear -~ Find 4 Fill
Basic Search | Advarced 5o Openinbox =
Search Tasks

Search for Changes Whers:

Murmber: [ V' Smart Search

Shatus: | ¥

Approval Status: | ¥ Changes thatares—————
Categary: | ¥ O Active

1 Inactive
) Defened

Cost Center: | = ® Al

fssigned Ta: | =]

Assigned Dept: | |

Change Irititor: | =

Coordinator: | |

External Ref: | ¥

Phase: | ¥

Impact | ¥

Priarity: | ¥

Affected Asset: | =

Closure Code: | ¥

Compary: | ¥ B
Corp Struct/Div: | |

4 | ;l_l
Ready ‘ inzert | cmar search.glcm. search dizplay) [S]

Figure 10-71: Accessing Approvals in a Change Search Form

2 Select Approvals from the Options menu. A dialog box, listing approval
groups that you belong to, appears, as shown in Figure 10-70 on page 441.
Select a group for which you want change records displayed.

4 Click OK.
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Figure 10-72 shows a change record with a record list of changes requiring
group approval.

ﬂ ServiceCenter - [Change C18 - Prompt] | _ (O] x|
@Eile Edt “iew Fomat Options List Options “indow Help —|& 5'
ABE ?78Q D
W 0K M Cancel  [Save @ Close .0 Find 4 Fil () Clocks Ij|
Number | Cateqon | Prior | Phase | Asset Start End | Title ﬂ
(C1g  [Mac |2 [aépprowall | | | move printer 001 to accounting. =]
Change No.: C18 Planned Start; | |
Categary: MAC | Flanned End: I |
FPhase: |Appr0val #| Status: |initial

Alert Stage: I Appraval Status: Ipending

General | Description ‘ Irventory | Justification | Outage | EBackout Method | Approvals | Tasks | Parls&LabUrg ==

Change Type : .
Fiisk Lewvel: |1 - low risk.
I Maove I Add [ Change S
: Priority: 2 [rormal] ¥
Coordinator
Mame: JCr 1 =
Fhone Mo.: |
‘wiork Manager Initiated By
Mame: | = Mame: [BUTLER. RICHARD =
Scheduled Downtime Department: |ACME3’Customer Suppart
Start | = Fhone: [i500] 422-5505
End: | = Initiated O [04/02/2002 22:0310 =
Selected line is raw 1 of 1 records | ingert | cm3r.gbe.g [S]

Figure 10-72: Record List of Changes Requiring Group Approval

5 Select Options > Approval > Approve | Deny | Retract. For more
information, see Approvals on page 435, Approving Changes and Tasks on
page 439, and the ServiceCenter User’s Guide.

6 Select MassApprove from the List Options menu to approve all the changes
in the record list. You are prompted to confirm the action.

7 Click Yes only if you want to approve all the records in the list.

Known Change Request

An approver may learn of a change request that requires attention from a
message event generated by the system. When this occurs, the approver can
search for the change report by unique ID, using the following procedures:
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1 Click Search Changes in the Changes tab of the Change Management menu.
Figure 10-73 shows a blank change search form.

- File Edt “iew Format Options  List Opfions  Window Help ;Iilil
$BE ?28Q 9

5 Back JNew  SPvSeach  tiCear . Find 4 Fil .
Basic Search | Advanced Search | IR Query | 1=

Search for Changes ‘Where:

MHumber: || J ¥ Smar Search

Status: | ¥

Approval Status: | ¥ Changes that are:

Categon: | ¥ ) Active

) Inactive
) Defered

Cost Center: | = (PN

Assigned To: | |

Azzigned Dept: | =

Change Initiator: | |

Coordinatar | =

Esternal Ref: | ¥

Phasze: | ¥

Impact: | ¥

Priarity: | ¥

Affected Asset: | =

Closure Code: | ¥ |

Company | ¥

Corp Struct/Div: | =
4] | ;IJ
Ready | insert | cmar. search. glcm.search. display] [P]

Figure 10-73: Change Search Form

2 Type the unique ID of the change request in the Number field.
3 Click Search. The requested change report appears.
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4 Select Options > Approval > Approve | Deny | Retract, as shown in
Figure 10-74.

@ File Edit “iew Format Qi) List Options  Window Help =&
36 % | 78 Q | Set Reminder
e Pt
o’ Ok 3 Carcel  Audit History e . Find & Fil (5 Clocks D|
2 Search Duplicates %1 Tile LI
Validity Lookup move printer 001 to accounting. LI
Open Mew Task
View Opened Tasks
Change Mo.: C1{ MHextPhaze Flanned Start: I =
Categany: M Change Category Plarned End. I—_|
Fhase IA_pp Elhatnge e Status: Ilnlllal—
Alert Stage: I_ .-‘E-.rn'-.-'al .I"-'l.|:||:\[|2|'-.-'Ee " ltus: Ipending—
List Pages Deny
General | Description | Inver E::::Iﬂa::;k shies od | Approvals | Tasks | Parts & Labor§ ==
Change Type Affected SLAs Risk Level W
™ Move [ ar  Felated S
i Find Solution Priarity: 2 [normal] ¥
e lm E:;?nd Array
Phone Ma.: l_ Pefiesh
Whork Manager View IND Device Initigted By
Hame: l_ Generate Maintenance Mame: |EUTLEH, RICHARD =
Scheduled D owntime Department: |AEME.-"Customer Support
Start: | = | Phone: |[BDD] 4225505
End: | =] Iritiated Or: [04/02/2002 220310 =]

Selected line is row 1 of 1 records

Figure 10-74: Approval in the Options menu

‘ ingert | cmar.gbe.g[5]

The change search form is used for purposes of this example. The process is
the same for the task search form.

Risk Calculation

Risk is a rating that summarizes the probability and/or consequences of
implementation failure. With many Change Management systems, risk is a
subjective rating. The user making the change, or perhaps the change
administrator, will determine and assign a risk rating. This type of process
can result in inaccurate risk ratings. For example, a one-line code change to
a software module may pose little threat in itself; however, the fact that the
module being changed will affect all online users raises the issue to another
level. Change Management allows you to replace subjective risk evaluation
with objective risk evaluation. This is done by basing the risk calculation on
the actual data contained in the record.
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Change Management risk assessment determines the risk assessment of a
change or task based on the values of certain fields within the record. Each
field used in the risk assessment process carries a field weight and each
possible value for that field (assuming there are a finite number of values)
carries a value weight. Each field’s total weight is calculated by multiplying
the field weight by the value weight. The change or task risk assessment is
then calculated by totalling the total weights and rounding the average.
Change Management uses the ServiceCenter validity tables to define the field
weights, value weights and to determine the risk assessment of a record.

Note: You can use the calculated risk to control the standard features that
support the evaluation of complex conditions such as approval
requirements, alert conditions, event processing, and scripting.

Example

In the following examples, the fields planned.start, ipl.required, duration,
and recovery.time are used to calculate risk. The valid values and the value
weights are shown below. The risk range is defined as 0 (low) and 3 (high).
The following table describes the input fields.

Input Field Values Value Weight

>=21 days from today 1
ipl.required yes 3

no 0
duration > 1 hour 3

<=1 hour and 15 minutes 2

<= 15 minutes and > 1 minute 1

<=1 minute

recovery.time > 30 minutes

<= 30 minutes and > 1 minute

[ SEEN'E =)

<=1 minute

Based on these definitions, the following sample changes would have the
indicated risk value. Only the data for the risk input fields is shown.

Note: Assume the current date is 11/01/02.
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Example 1: Change Data
The following table describes the change data.

Input Field Value Value Weight  Field Weight Total Weight
planned.start 11/30/02 1 1 1
ipl.required no 0 1 0
duration 0 mins. 0 1 0
recovery.time 0 mins. 0 1 0

Total 1
Average 0.2

Risk Value 0
Example 2: Change Data

The following table describes the change data.

Input Field Value Value Weight Field Weight Total Weight
planned.start 11/30/02 1 1 1
ipl.required yes 3 1 3
duration 40 mins. 2 1 2
recovery.time 40 mins. 3 1 3

Total 9
Average 2.2

Risk Value 2

The following examples demonstrate how you can use the field weight to
influence the outcome of the risk assessment process. In Example 3: Change
Data on page 449, the field weight for planned.start has been updated to be 5.
This allows us to assign a high risk to any request that does not meet
established lead time requirements, regardless of the values for the other risk
fields. In Example 4: Change Data on page 449, the field weight of
planned.start is changed back to 1. Therefore, the risk value drops to 1.
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Example 3: Change Data
The following table describes the change data.

Input Field Value Value Weight  Field Weight Total Weight
planned.start 11/02/02 3 5 15
ipl.required no 0 1 0
duration 0 mins. 0 1 0
recovery.time 0 mins. 0 1 0
Total 15
Average 3.8
Risk Value Based on 3

Risk Max=3
Example 4: Change Data

The following table describes the change data.

Input Field Value Value Weight Field Weight Total Weight
planned.start 11/02/02 3 1 3
ipl.required no 0 1 0
duration 0 mins. 0 1 0
recovery.time 0 mins. 0 1 0
Total 3
Average 8
Risk Value 1

Itisimportant that the range of the field weights be the same as the risk range.
For instance, if the risk range is 1, 2, 3, 4 and 5, the field weights should also

be within this range. If the field weights are outside of this range, it is possible
that the value calculated for risk value will also be outside of the range. If you
do assign a high number to a field weight as is shown in Example 3: Change

Data on page 449, you may also want to consider setting on upper limit in the
Maximum field in the Phase definition. As is shown in Example 3: Change
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Data on page 449, it is possible that the risk calculation process would return
a value outside of the valid risk range. If we don’t establish a limit, the risk
calculation process would, by default, return a value of 4. In our example, this
would be an invalid value, because the valid risk range is 0 to 3.

Events, Alerts, and Messages

During the life cycle of change requests and tasks, certain critical events
occur, which warrant notification of the appropriate individuals. Examples
of such events include open, update, close, and approval of the changes or
tasks. There may also be other events unique to an organization that warrant
notification.

Events in Change Management can spawn messages to designated parties
(operators or groups) within the system. For example, messages can indicate
ifarequest has been opened, and set into action the need for a user to provide
additional interaction, namely providing an approval for the request.

In the event a certain time limit set for accomplishing an approval is not met,
an alert is triggered. An alert is an optional timed-delayed event, which
triggers another event to send out a message.

As soon as a request is approved, that action constitutes an event. A message
is sent by that event, indicating the state of the request.

In this way, events, alerts, and messages build the communication chain,
notifying users of pending requests and the status of requests for change
throughout their life cycles.

This section discusses the following issues with regards to setting up and
managing the use of standard and special events (such as messages and alerts)
in Change Management:

m Alert Processing on page 453

m Events on page 460

m Messages on page 465

m Background Processing on page 467

450 p-Chapter 10—Change Management



Application Administration Guide
Alerts

Alerts are timed, or delayed, events. Change Management treats alerts as
events when the alert condition evaluates to true. This allows sending
notifications when a change or task reaches an alert condition. When the
scheduled alert occurs, an associated event is triggered.

Messages can be sent (but are not required) as a result of events and alerts.
Requests for change progress in phases, according to a predefined schedule.
Alerts monitor the progress of these phases and take action when
circumstances warrant an automated response, such as when the progression
is delayed. For example, the late notice alert notifies a designated
management group that a request for change is overdue for approval, and
updates the alert status to include late notice.

The user can define any number of standard or customized alerts for any
phase, control who is notified for each alert, and control the naming
convention used for the alert itself.

Alerts support several functions within the system:

m Alert Messaging — alerts trigger events. The event manager generates
messages to certain designated recipients as a result of an alert, which
update the original request.

m Batch Scheduling — all alerts associated with a phase are scheduled at
once when the phase appears.

To access Phase Definition Alert controls:
1 Click Change Management on the ServiceCenter Home menu.
2 From either the Changes or Tasks tab, select Change Phases or Task Phases.

3 Click Search to perform a true query without entering any values in the blank
cm3rcatphase.main form. A record list of alert records displays. Make your
selection by clicking on a phase name.

4 Click the Alerts/Open & Close Behavior tab. Figure 10-75 on page 452 shows
the Phase Definition Alert controls.
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@ ServiceCenter - [Edit Phase Record] [_ O] %]
@ File Edt “iew Fomat Options Lt Opton:  Mindow  Help = 5[

ymal?eaql s
v oK X Carcel &4 Previows 3% MNext o Add & Delete = B [l Find Fill D‘

Change Phaze: |1 assess
Descrption: IGenelaI CM assess phase
OperlD [true] or false r Require a Stait/End Date?

Full Mame [falze):

Definition  Alerts/Open & Close Behavior | Approval/Review | Model/Tasks | Auto Open Tasks | Scriptsdiews ‘ g ==

Alert Control
AlEs S Feset [false
SLA.glert Recalc. Ilyps lewel2 in 3L fle™=MULL
SLA. target
SLA. max Open Behavior [when not first phase|

(8] Prompt for Dpen [allove deferral]
(8 Open - prompt for update [no deferal]
(] Open phaze and exit [ho deferral]

Close Behavior

(. Prompt for Close [allov cancel]

LI ) Close - open next phase or exit on last phase [no cancel)

Ready | Responze 0.181 draw 0,150 | insert ‘ cm3rcatphase.main.g [US]

Figure 10-75: Phase Definition Alert Controls

Certain alert controls are specified on the Phase (cm3r options) record. The
following table describes the Alert Control fields.

Alert Control Description

Reset Sets the status of all current Alert records associated with the
current request for change to inactive and marks the last action
field as reset. Then, it schedules a calculate alert record to
recalculate the item’s alerts and restart the alerts process.

Recalc Retrieves each Alert associated with the request for change and
performs the following processing:

m If current alert status is active, the alert condition is
reevaluated and the alert is updated to reflect the correct
status; processing ends.

m If current status is not active, the Schedule Condition field is
reevaluated. If this evaluates to true, the following fields are
updated:

W Status is set to scheduled.

m Last Action is set to recalc.

m Action Time is set to current date/time.

B Schedule Condition is reevaluated. If true, Alert Time is

recalculated and Status updated to scheduled. If false, Status is
set to not required.
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Alert Processing

There are two primary files used in alert processing:

m Alert Definition (AlertDef) defines the alerts used by all phases (static file).

m Current Alerts (Alert) tracks the alerts created for each phase (active alert
file).

Alert Definitions

The Alert Definition is a static file, which defines the basic alert information
for each named alert and all general alert definitions.

To access the Alert Definition File:
1 Click Change Management on the ServiceCenter Home menu.

2 Select Alerts in the Maintenance tab. An empty Alert Definition form
(AlertDef) appears.

3 Click Search to pass a true query and display a list of all current Alert
Definition records.
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4 Select a record to view from the list by clicking on the alert name.
Figure 10-76 shows the selected record.

(@ ServiceCenter - [AlentDef Pending.1] Hi=lE3
@Elle Edit “iew Format Options List Options  Window Help fi ﬁ'lll

LtBalzeqle
V’ ok x Cancel ({ Previous )} Next e Add H Save ffr Delele . Find 4 Fil C‘|

Alert Name Description Alert Status Sched Cond Alert Cond :I‘
Pe open in $L.file=tue and {3 atuz in 3L file="pending”'
Pending.2 Pending Appro. Pending. 2 open in $L file=true and 1 approval status in $L file="pending"'
Request Late Notice Request Late Motic open in $L file=true open in $L file=true ;l
Alert Definition 1=
Alert Name, |Pending.1
Description: Pending Approwal EI

Scheduling ‘Updatelnlo ‘Parents |Dul_l,l Table |

Alert Status: |F‘end\ng 1

Scheduls Condition: |Dpen in $L.file=tiue and nullsublalert stage in $L.file, " 1T="off" and approval.status in $L. file="pending'
Schedule Class [changs

Ailert Condition: |approval status in 3L fie="pending”"

Calculation Type: @ Lse field in recard + interval

O Use expression to set 3L alert.time

Calc Field: |assign date

Calc: Intersal: [1 00:00:00
1| |
Selected line is row 1 of 16 records ‘ insert | AlertDef gldb. view] [P]

Figure 10-76: Alert Definition Record List with first record displayed

The following table describes the fields on the Alert Definition form.

Field Description

Alert Name Unique name of the Alert.

(required)

Description A text description of the Alert Condition.
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Scheduling tab

See the Scheduling tab shown in Figure 10-76 on page 454. The following
table describes the fields on the Scheduling tab.

Field Description

Alert Status Status of the alert. Current file referenced by $L.file.

Schedule Condition  Condition that determines if the Alert is scheduled. The
default is false.

Schedule Class Classification of the scheduled Alert.

Alert Condition Condition that must evaluate to true before the alert is set.

(required) If evaluations are false, the alert goes away. The default is
false.

Calculation Type Calculation method used for setting alert conditions. Use

one of the following:

m Use field in record + interval
Calc Field — name of the date/time field in the request
for change that the interval field value is added to in order
to determine the alert time. (Change Management uses
the current date/time to apply the alert interval if this
field is null in the request for change data record.)

Calc Interval — (required) relative interval of time that is
added to the Calc Field time to determine the alert time.
Can be positive or negative time intervals.

m Use expression to set $L.alert.time

Calc Expression — text expressions parsed into a
message and presented at alert time.
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Update Info tab

Figure 10-77 shows the Update Info tab.

Scheduling  Update Infa |Parents |Duty Table |

Format Control: I

Triggers OFf: r

Statements:

Update Process:

I
|
I

Motifications: ICM Pending.1 E=
' ]
|
I

Add Motification I =
=

Figure 10-77: Update Info tab

The following table describes the fields on the Update Info tab.

Field

Description

Format Control

Name of the Format Control record to be processed in
addition to the regular alert processing, when the Alert
Condition field evaluates to true.

Triggers Oft

Always set to false (unchecked). DO NOT change this setting.

Statements

Processing statements executed in addition to the regular
alert processing, when the Alert Condition field evaluates to
true.

Update Process

Update process to be used when setting up alerts.

Notifications

Notification process to be used when alerts are processed. For
more information, see Notifications on page 470 and see the
System Tailoring Guide.

456 p-Chapter 10—Change Management



Application Administration Guide

Parents tab

Figure 10-78 shows the Parents tab. Do not make any changes to the
definitions in this tab.

Scheduling |Update|nf0 Farents |Dut_l,l Table

Farent Type:
|° Mo parent definitions

O User Defined
O Use expressions ta set $L. parent file and $L parent.id

Figure 10-78: Parents tab

The parent type that is defined and reflected in the alert status phase.

Field Description

No parent definitions No parent definitions to be defined.

User Defined m Parent File — unique name of the Parent file.
m Parent Id — unique identification number of the parent
part.

Use expressions to set $L.parent.file and $L.parent.id

Expressions Enter the expressions to set the $L.parent.file and
$L.parent.id.

Duty Table tab

The Duty Table is the work table that is used to calculate alert times. When
scheduling alerts, the Alert processor determines which shifts are valid for
sending alerts. Figure 10-79 shows the Duty Table tab.

Scheduling |Update|nf0 |Parents Duty Table |

Diuty T able Type:
@ Na Duty Table [2447]

) Define a Dty T able
(@ Lookup a specific Duty Table

Figure 10-79: Duty Table tab
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Duty Table tab
The following table describes the fields on the Duty Table tab.

Field Description

No Duty Table (24x7) Duty Table not defined. Use standard 24x7 clock and
calendar.

Define a Duty Table

Duty Table User defined Duty Table. Customized to set your office

group’s working hours.

Lookup a Specific Allows standard validity Table Look-Up processing so that
Duty Table the Alert processor can determine valid shifts, based on an
existing Duty Table.

Group Lookup Name  Allows standard validity Table Look-Up by name, so that
you can use another Duty Table in the Table Lookup file.

Group Lookup File Allows standard validity Table Look-Up by file, so that you
can use another Duty Table in the Table Lookup file.

Group Lookup Field  Allows standard validity Table Look-Up by field.

Duty Table Field Uses the definition in the Duty Table field.

Alert Log

The Alert log is a file that lists currently scheduled and active alerts.

To access the Alert Log file:
1 Click Database Manager in the ServiceCenter Toolkit tab of the Home menu.

2 Enter Alertlog in the File field, and then click Search An empty Alert Log form
(Alertlog) appears.

3 Click Search to retrieve a list of all current Alert Log records. Then click on a
record in the list.
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Figure 10-80 shows the selected Alert Log record.

@ ServiceCenter - [Alert Log: 8] Hi=] E3
@ File Edt “iew Format Options List Options ‘Window Help ;Iilﬂ
@ 2eqle
“ Back “ Previous ’) Mext @ Delete =
alert.id file. name en. by file b
e Jemy [ |
9 cm3r
10 cm3r
11 cm3t
12 cm3t ﬂ
Alert 1D |8
File: Mame: Jemir
Unique Key: |C3
Category: [Hardvare
Current Phase: |HW' Spec
Alert Status: |n0t azzighed
Alert Time: |DB./‘2?."U2 17:62:45
Gen by File: |
Gen by ID: |
Selected line is row 1 of 32 records retrieved | Responge 0.130 draw 0.100 | inzert |A|ert|og.qbe.g [Us]
Figure 10-80: Selected record in the Alert Log
The following table describes the fields in the Alert Log.
Field Description
Alert ID Unique identification number of this alert.
File Name Name of the alert file.
Unique Key Unique key to this record.
Category The category associated with this alert.
Current Phase Current phase of this alert.
Alert Status Status of the alert. Current file referenced by $L.file.
Alert Time The date/time the alert condition evaluated to true.
Gen by File Gen by file items are those items which cause an alert to be
required.
Gen by ID Gen by ID items are those items which cause an alert to be
required.
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Events

Events are system occurrences triggered by the creation or update of requests
for change, such as opening or approving a change. Events can be used to
trigger special processing, such as alerts and messages. When these specific
activities occur, Change Management sends mail messages to users, as part of
the default processing. Other customized routines can be executed for
particular events.

Several default events are included with Change Management. Others may be
added, according to your business needs (for example, activities or
conditions that need to be checked or unique events warranting
notification).

When an Alert Condition evaluates to true, Change Management treats it as
an event, and notifications can then be sent for this alert condition.

Event Controls

m The option for processing messages and events is located on the change or
task Phase definition record. For more information, see Accessing Phase
Records on page 386.

The Messages/Events field in the Controls tab sets the controls that define
when events are processed for the particular phases named.

m All event names must be defined in the cm3rmessages file, or no event
processing can occur. For more information, see Change Management
Events File on page 461.

m Events are processed when the phase of the change or task is defined in the
Phases field of the cm3rmessages file. If the Phase field is NULL on the
ocmevents record, the event is processed for all phases.
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Change Management Events File

This file contains the names and definitions of all valid Change Management
events.
To access the event definition form:

1 Click Change Management on the Services tab of the ServiceCenter Home
menu.

2 Click Messages on the Maintenance tab. A blank Change Management Event
Definition form appears.

3 Click Search to perform a true query and display the record list of all
currently defined events.

4 Select a record to view by clicking on the name of the event. Figure 10-81
shows the selected event record.

& ServiceCenter - [Change Momt Message] [-[O] ]
@ File Edit “iew Fomat Options List Options  window  Help =18 x|
YEE 70 9

v Ok X Cancel & Previous By Newt o dd B save & Delete .
Events [ Phasss |il
crdr approval mods Ll
cm3r approved

|*

CHANGE MANAGEMENT EWENT DEFINITION

Event; crndr approval

Description: [

Farmat Name: e mail frat

Ewvent Services Req.: i
Operators ‘

Message Moatification Contral

Input Field Name Group Member? | Approver? | Append Text b
requested by true Phase has a new Approval
azzigned.to true

Phaze has a new Approval - is assigned o you =

=
4] | 12 1

=l

| Response 0.200 draw 0.120 | inzert | cm3messages.g [US]

Selected line is row 1 of 32 records retrieved

Figure 10-81: Accessing the ocmevents File
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The following table describes the fields on the Change Management Event
Definition tab.

Field Description

Event Name of the event. Must be unique within each area; quote,
(required) order, or line item.

Description Brief description of the event.

Format Name Name of the form used to build the message sent to the

users. Allows basic information about the record associated
with the event to be included in the message; otherwise, the
standard message is sent.

Event Services Reg Defines how the message is sent out through Event
Services.
Operators Login IDs (names) of those operators who should receive a

copy of the messages sent via this event.

Phases (change/task)  Control over which events are valid for which phases
within each area. If this field is NULL, the event is valid for
all phases of the area.

Message Notification Controls

The Message Notification control fields trigger a mail notification and the
member lists to be included to receive mail notification.

Field Description

Input Field Name  The field that triggers a mail notification and defines the
recipient of the message. If the recipient is a message group,
then the approver or reviewer is used to define designated
approvers or members who are to receive the message.

Group Member?  Each operator in the Members array will receive mail
notification.

Note: Although you can change this field from true to false in
the Message Notification Controls area shown in
Figure 10-81 on page 461, the cm3r.alert.trigger
application that creates alert messages does not evaluate
the conditions for the cm3r update record recipients.
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Field Description

Approver? Each operator in the Approvers array will receive mail
notification.

Append Text The character string added to the generic message that is sent

as the first line of the message. The message syntax is:

event type Notice: cm3r/cm3t number append/text (date) by
operator

For example: cm3r open Notice: cm3r C19 You are the
Coordinator for this Change(08/09/2002 14:56) by
FALCON, JENNIFER

Event Names and Definitions

Change Management includes several predefined system events, such as
cm3r approved and cm3r closed. You can define additional events, as
needed. See the System Tailoring Guide to learn more about the predefined
system events.

Defining Additional Events

A new event can be defined and called by Format Control calculations, in the
case that a specific condition must be checked for the event to occur at
specialized times.

The following must occur in order for a message to be processed.
m The record must exit.

m The message flag in the phase definition record
(cm3rcatphase/cm3tcatphase) must evaluate to true.

m The operators and field names must be valid message groups, contacts, or
operators.

The event must either be an alert definition (AlertDef) or a message
(cm3messages). The event syntax generally used to check for an event is as
follows:

if (condition=true) then ($cm3messages file.$events.pntr in $cm3messages =“event
name”;$cm3messages file.$events.pntr+=1)
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m The variable $cm3messages is an array of character strings used to track
the events that occur during a particular phase of processing.

m The variable $cm3messages.events.pntr is a pointer to the next array
element that can be used to record an event name.

Important: Once an event has been added to the array, it is important to
increment the pointer by I (one). If this does not happen, the
event previously recorded will be overwritten.

The event that is scheduled if the condition is true must be defined in the
cm3rmessages file.

Adding New Events

The following steps are required for adding new events to the system:

Activate the Change Management background processor (cm3r). For more
information, see Background Processing on page 467.

Activate the Change Management (cm3r) alerts schedule record. For more
information, see Background Processing on page 467.

Set the environment record. For more information, see Environment on
page 357.

Define the Messages/Events option for the phase. For more information, see
Accessing Phase Records on page 386.

Set any RAD or Format Control definition to track a custom event. For more
information, see Event Controls on page 460 and the ServiceCenter System
Tailoring Guides.

Define the operator groups in the cm3rmessages record in the cm3rgroups
file.

Define the appropriate operator records.
Define the event in the cm3rmessages file.
Define the Format Name in the format file.

Validate the Message Notification Controls.
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Messages

Messages are sent in response to an event. They can be directed to specific
operators listed in the event record and contain values from certain fields in
quote, order, and line item records, which cause the initial event.

Change Management message processing involves:

m The background processor looking at the cm3roptions record for the
phase or category that generated the event. If the record does not exist,
processing ends.

m Evaluation of the Messages/Events option in the cm3roptions record. If
false, processing ends.

m Checking for Field Name and Operators in the cm3rmessages record. If
none, processing ends.

m Recording in the msglog the generic message (from the cm3rmessages
record Append Text field).

m Sending the standard message and the mail message to the operators
defined in the Operators field of the cm3rmessages record.

m Sending a message to the operators defined in those fields referenced by
the Field Name field of the cm3rmessages record.

The content of these fields is first assumed to be a group. If this group name
is found in the cm3rgroups file, then either the Members or Approvers
(depending on the Member List field) of that group are added to a working
list.

If this group name does not exist, the system searches the operator file; and
if an operator record is found, it is added to the working list.

m Checking the working list for operators, and sending the message.

Message Classes

ServiceCenter has several default message classes where a user can define
additional messages to display in Change Management.

To display the list of available classes:
1 Click Administration on the Utilities tab of the ServiceCenter home menu.

2 Select the Notifications tab in the Administration menu.
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The Message Classes structure contains the buttons for the various message
classes. The buttons displayed are: On-Screen (msg), Print (print), Log (log),
TSO (TSO), External E-Mail (email) and Internal E-Mail (email). These
represent the possible action types for message classes.

Message Button  Description

On Screen Send a message to the user’s screen.

Print Send a copy of the message to the receiver’s default printer.
Log Send a copy of the message to the msglog file.

TSO Send a copy of the message to the receiver’s TSO ID.
External E-Mail Send a copy of the message to the receiver’s e-mail address as

specified in the operator or contacts record.

Internal E-Mail Send a copy of the message to the receiver’s internal
ServiceCenter mailbox.

A message class record may be entered into multiple message class types.

To view a Message Class record:
Click Administration on the Utilities tab in the ServiceCenter Home menu.
Select the Notifications tab of the Administration menu.

Click Log in the Message Classes structure.

H W N =

Enter a Class Name, or click Search to pass a true query and display a current
class list.

wn

Select a record to view from the list, which displays by clicking on the name.

6 View the desired record. Each class message presents a different form
associated with the msgclass.log file.

Adding msgclass Records

1 Click Administration on the Utilities tab. of the ServiceCenter Home menu.
2 Select the Notifications tab of the Administration menu.

3 Select an action type from the Message Classes area. For more information,
see Message Classes on page 465. A blank Message Class File record appears.

4 Do one of the following:

m Begin entering the message name and data.
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m Call up the message record, select an existing class record on which to base
your new record. Make appropriate modifications, including a name
change.

5 Click Add to confirm the new record, as shown in Figure 10-82.

@ ServiceCenter - [msgclass] _ (O] x|
@ File Edit “iew Format Options List Options ‘“Window Help il Iﬁllﬂ
tmal?eals

Q/ Ok x Cancel + Add E Save ﬁ Delete I:‘|
Class Mame [ Tupe [
zample message quote 01 msg
4] I

|»

MESSAGE CLASS FILE

Clazs Name: |samp|e message quote 01

Description: Thiz is a sample message to be sent when a quote is issusd.
Type: T

Default Message Level: IT

ALWAYS send to THESE users [rue/falze]: I

Uzer Mames:

=
4 | »

B megclass record added. | ingert | mzgelase.meg.gldb. view] [P]

Figure 10-82: Sample message in Message Class file

Background Processing

A great deal of the processing which enables the alerts and updating in
Change Management occurs in the background. The following figure
demonstrates the general event processing flow of the module.

Events, Alerts, and Messages < 467



ServiceCenter

Figure 10-83 shows a typical event processing task.

Request Management Event Processing

1) User/System does something/something happens.
2) Events list is appended with an action (something the system
runtime must now do) on open or reset.

3) End of user/system process.
4) Schedule the event process -- schedule the daemon.

A

5) For each event in the list:

A 4
Look for Message definition/Event
(Event Pool)
background Next
No Event

Yes

Process Format Control or Application

’Send Messagel”Event”}

‘ 6) When the Alert scheduler wakes up: ‘

Check the condition
on the Alert

A

Applies? >———0
PP No

‘Yes

ﬂ Process Format Control or Application

ﬂ Process Statements ‘

ﬁ Schedule “Event”
y

Figure 10-83: Request Management Event Processing
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The background processor for Change Management event processing is
named change. This processor only handles schedule records with a class of
change. By default, the processor checks for new records every 60 seconds.

Viewing the Processor
1 Click Maintenance on the Utilities tab in the ServiceCenter Home menu.
2 Click Startup Information in the System tab.

The blank info.startup record form displays.

3 Type change.startup in the Type field, and then press Enter or click Search
to do a narrow search for the change.startup record type.

Figure 10-84 shows the change.startup record displays in the info.startup

form. This is the default start-up record for the Change Management
background processor.

@ ServiceCenter - [Information] |_ O] %]
@EHE Edt Wiew Fomat Options  List Options  Window  Help _|5||1|
sdBml ?eq 9

]/ ok x Cancel * Add El Save @ Delete I:||

Agent Initialization Registry

Type: |change.startup
Drescription: |EIM alert/notification processor

Agent Information

Narne: Ichange RAD &pplication: |scheduler ﬂ
Class: |change
[ 5 Riestart?
it Bl ‘Wakeup Interval [zecs.): |BU
Pricity: o

Mame: | RaD Application:

Clazs:

[z Suppress Restart?

Wakeup Interval [secz.]:

Pricrity:

k|

Selected line is row 1 of 1 records | Fiesponse 0.431 draw 0.220 | insert | info.gbe.g [US]

Figure 10-84: Change Management Startup Agent Record

4 The Change Management background processor should be defined as an
agent on the default system start-up record (startup).
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Notifications

The system startup default record lists the background agents, or processors,
that start up each time ServiceCenter is started. Most are set for 60-second
wake-up intervals. This list includes despooler, report, alert (for Incident
Management), change, availability, agent, marquee, lister, linker, event, and
scautod.

To add any of the remaining start-up records to the system startup record,
enter the start-up record’s information at the bottom of the system start-up
record’s agent array.

This system startup default record processes records that are in the schedule
file. The appropriate background agent picks up the schedule record and
processes it.

Note: Enter sch on a command line at any time to display the schedule file.

The Notification Engine is primarily responsible for sending messages that

are generated by ServiceCenter events, such as opening or closing a change or
task. Administrators can edit these messages, add new messages, change the
conditions that trigger the messages, and select who will receive the messages.

The notification file works with the message file to define notifications for
common system events. Administrators can modify the notification
arguments that trigger the notification, as well as define who receives the
notification.

To open the notifications file:

Click Administration in the Utilities tab in the ServiceCenter main window.
Click Notifications in the Notifications tab.

The notification form displays.
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3 Enter the Notification Definition name in the Name field and press Enter or
perform a true query by clicking Search to see a list of all notification records
on your system.

@ ServiceCenter - [notification] | _ (O] x|
@ File Edit “iew Fommat Options List Options ‘window Help & 5'
YBE ?2ea S
[/ 0k x Cancel “ Previous )’ Nest * Add B Save @ Delete I:I|

Name Condition H‘
LM Change Approval |
CM Change Cloze

CM Change Denial

CM Change Open

CM Change Retract =]

Notification Definition bt

Mame: |CM Change Approval
Condition: |

Message |Emai|.-’MaiISubiect Line |

Mg Class | tzg Mo, |Arguments | Condm Farmat Motify Metl | Recipient(: |
cm3 12 dhumber in 3L file cument. phage: in $L.file,$lo.ufnam not frull$lo msg operator(]
cmd 12 {humber in $Lfile current. phase in $L.file $lo.ufnams not (null($lo email requested £
cm3 12 trumber in $L file current. phase in $L.file $lo.ufnam: not [null[$la email coordinator |
cm3 12 {number in 3L file cument. phase in $L.file, $lo.ufnam not frull$lo email assigned.to
cm3 12 {humber in $L file current. phage in $L.file.operator()} nulli$lo.uing msa operator()
cm3 12 dhumber in 3L file cument. phase in $L.file,operator(l) nulli$lo.ufnz email requested b
cm3 12 {number in $L file curent. phase in $L.fileoperator(l} nulli$lo.uing email coordinator
cm3 12 {humber in $L file current. phase in 3L file.operator(]} nulll$la une emnai azzsighed to
< | »
Selected line is raw 1 of 32 records retrieved | Responze 0.201 draw 0.270 | inzert | notification.gbe.g [US]

Figure 10-85: Notification definitions

Tolearn more about notification records and their definitions, see the System
Tailoring Guide, Notification Records. The following table describes the fields
on the Message tab.

Field Description
Msg Class Message class relates to the module area. For example: ocm.
Msg No Message number corresponds to the scmessage.qbe.g file. The

Message Class, Message Number, and language fields make up the
unique key for this notification. If you add your own message to

the message file, the combination of the Msg Class, Msg No and

Language fields must not exist in the system already.
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Field

Description

Arguments

Message arguments can range from none to many. The arguments
correspond to the %S in the message text. If there is only one
argument, enter the value directly. List multiple arguments in an
array. For example ({<argl>,<arg2>, <and so on>}). Elements of
the array can be string literals or expressions. To reference a value
in arecord, enter: fieldname in $L.file. Strings must be enclosed in
double quotes.

Condition

Enter the condition under which the message should be sent.
Values can be True, False, or an expression that evaluates to either
True or False. The default value is True.

Notify Method

Specifies the how the message is sent (for example fax, email, etc.).
This field can also specify the name of a message class.

Recipients

Specifies to whom the message should be sent. Enter an
expression or string literal that references an individual user or
group name.

Thefollowing fields are necessary only if the Recipients field contains a group

name.

Group File

Enter the file that the group name is referencing. Use this field
with the files ocmgroups, which allow multiple records to be
created with the same group name.

Group Area

Acceptable values for use with the ocmgroups file are:

All, Quotes, Line ltems, and Orders.

Subgroup

The Subgroup field further specifies the user list. Values are:
Members/Reviewers, Approvers and All.
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APPENDIX

This chapter shows the process flow of some user-initiated Change, Incident,
Service, and Inventory Management Functions:

Change Management Open on page 474
Change Management Update on page 475
Change Management Approval on page 476
Change Management Denial on page 477
Change Management Close on page 478
Change Management Reopen on page 479
Change Management Retract on page 480
Incident Management Open on page 481
Incident Management Update on page 482
Incident Management Close on page 483
Service Management Quick-Open on page 484
Service Management Create Incident on page 485
Service Management Update on page 486
Service Management Close on page 487
Inventory Management Open on page 488
Inventory Management Update on page 489

Inventory Management Delete on page 490

For more information, see the chapters in this guide and the ServiceCenter
System Administrator’s Guide.
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Change Management Update
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Change Management Approval

Record for
approval

Alerts are evaluated
andscheduled,

Evaluate and

getnumb macros

Record is
physically written

to database Ii

Record is Locked

Record enters
database trigger

All other Macros
run

Record is
unlocked

476 b Appendix A—Process Flow Diagrams

R

Format Control
(display) for
category specific

Pre Add Format
Control (add) for
Category specific

Record returns
from database

User
Presses
Back

trigger Ii

Change Management Approval Data Flow

Selected Record is
displayed

Format Control
(display) for
category specific

Selected Record is
displayed




Record enters
database trigger

Alerts are evaluated
andscheduled,
Evaluateand
getnumb macros

Record is
unlocked

Change Management Denial

Record is Locked

Pre Update Format
Control (update) for

Category specific
approval format ru

Record is
physically written

Application Administration

Change Management Denial Data Flow

A

Format Control
(display) for

category specific

approval format

to database Ii

All other Macros
n

Selected Record is
displayed

Selected Record is
displayed

User
Presses
Deny

Record returns
from database
trigger

Format Control
(display) for
category specific
approval format

Change Management Denial

477

ide




Change Management Close

Change Management Close Data Flow

User
Selects
Change
Record

Master Format
Control (display)
for cm3r runs

Format Control
(display) for
category specific
format runs

Post Close Master
Format Control
(delete) for cm3r

runs :

Post Close Format
Control (delete) for
Category specific
format runs

— to database I

Master Format
Control (display)
for cm3r runs

Close Script for
selected category
runs

Change record is
displayed using

Close format I

Record is
physically written

Record is
unlocked

478 - Appendix A—Process Flow Diagrams

Format Control
(display) for

category specific

format runs

Record is Locked

User
Presses
OK

Data Validation
occurs

Selected Record is
displayed

Pre Close Master
Format Control
(delete) for cm3r
runs

Pre Close Format
Control (delete) for
Category specific
format runs




User
Selects
Change
Record

Master Format
Control (display)
for cm3r runs

Format Control
(display) for
category specific
format runs

[ ANertsare |
evaluated and
scheduled,
Evaluate and
getnumb macro;

Record is
physically written

Format Control
(display) for
category specific
format runs

Change record is
displayed

to database Ii

Change Management Reopen

Master Format
Control (display)

for em3r runs Ii

Reopen Script for
selected category
runs

Selected Record is
displayed

Record enters
database trigger

All other Macros
run

Master Format
Control (display)
for cm3r runs

Application Administration

Change Management Reopen Data Flow

Format Control
(display) for Selected Record is
category specific displayed
format runs

User
Presses
Reopen

Record is Locked

Pre Update Master
Format Control
(update) for cm3r
runs

User
Presses
Save

Pre Update
Data Validation Format Control
(update) for
oceurs
Category specific

format runs

Post Update
Master Format
Control (update)
for cm3r runs

Record returns
from database

trigger Ii

Post Update
Format Control
(update) for
Category specific
format runs

Record is
unlocked

Change Management Reopen < 479




ServiceCenter

Change Management Retract

User
Selects
Change

Record for

approval

Record enters
database trigger

Alerts are evaluated
and scheduled,
Evaluate and
getnumb macros

Record is unlocked

4

Record is Locked

Pre Delete Format
Control (delete) for
Category specific
approval format

A

Record is physically
written to database

480 - Appendix A—Process Flow Diagrams

Change Management Retract Data Flow

Format Control
(display) for category
specific approval
format runs

User
enters

Retract
reason

All other Macros run

Selected Record is
displayed

Selected Record is
displayed

User
Presses
Retract

Record returns from
database trigger

Format Control
(display) for category:
specific approval
format runs




Application Administration Guide

Incident Management Open

Connector B is from data in Service Management Create Incident on page 485.
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Incident Management Close
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Connector B goes to Incident Management Open Data. For more
information, see Incident Management Open on page 481.
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APPENDIX

Overview

B Field-Level Details

The information in this appendix described the out-of-box fields for Service
and Incident Management. The following table describes the column
headings on the subsequent tables and what they mean.

Column header Purpose

Field Label Physical label of the field.

Input Field Input field as it is defined in the database dictionary
(dbdict).

Description Defines the purpose of the field and any other useful
information.

Source Defines where the field information is derived from. The

source can be system-generated, system files, or user input.

Type Defines the type of field information. The type can be
Character, Array, Date/Time, Number, or logical.

Field Characteristics Describes whether the field is required or optional,
protected, combo-box, fill, find, or a check box.
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Table 1: New call — Call Detail tab (cc.incquick.qg)

The following table describes fields on the Call Detail tab.

Field
Field Label Description Input Field Source Type Characteristics
Call ID A unique incident.id system Character Protected
identifier for each generated
incident record per numbers
file
Contact Name Contact name contact.name User Input ~ Character Required; find;
related to the or contacts fill
company from file
which the call was
received
Full Name Contact’s full contact.name contacts file Character Protected
name
Email Email address of  contact.name contacts file Character Protected
the contact.
Payroll No. Contact’s unique  contact.name contacts file Character Protected
payroll id number
Corp A single field that  corp.structure company/ Character Optional; find;
Struct/Div unites both the dept fill
company and
department for
this contact.
Phone Contact’s phone  phone Contacts file Character Optional
number;
automatically
filled from the
contacts record
for the caller.
Ext. Contact’s phone  extension Contacts file Character Optional

extension;
automatically
filled from the
contacts record
for the caller
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Field
Field Label Description Input Field Source Type Characteristics
Fax Contact’s fax fax Contacts file Character Optional
number
automatically
filled from the

contacts record
for the caller;

Reported by ~ Check this box if ~ different.from.contact User input  Character Optional
Different from the name of the
Contact Name caller is different

from the contact

name in Contacts

file.

Reported By ~ Reported by, alternate.contact contacts file; Character Optional; fill
phone, fax and User input
ext. are fields that
display when the
Reported by
different from
Contact Name?
box is checked.

Enter the caller’s
contact
information.

Phone/Extensi Phone and/or contact.phone contacts file Character protected
on extension of the  extension
contact.

Location Office location location.full.name company; Character Optional; fill
from where the location files
call originated

Room/Floor ~ Room/floor room User input  Character Optional
Ref references where
the asset is located

Cost Center ~ Cost/Financial cost.centre User Input ~ Character Optional
Center of the
contract

User Type The type of user  user.type User Input ~ Character Optional; combo
calling; options box
are Site, Home, or
Mobile.
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Field
Field Label Description Input Field Source Type Characteristics
Company Nameofcompany company company file Character Optional; Fill
calling to report
the incident
Description A detailed description User Input  Array Required
description of the Character
incident
Status State of the call open System Character Protected;
report: Closed, Generated System
Open-Idle, or Generated
Open-Callback
Owner Name of SM owner.name System Character Protected;
operator who Generated System
opened the call from Login Generated from
report login
Category Classification of  category category file Character Required; fill
the asset’s
category within
the business, such
as network.
Subcategory  Classification of  subcategory cm3.rsubcat/ Character Required; fill
the asset’s subcategory
subcategory files
within the
primary category,
such as lan.
Product Type Device product  product.type cms.sla/ Character Required; fill
type product.type
Problem Type Type of problem  problem.type problem.typ Character Required; fill
being reported. e
Assignment Assignmentgroup assignment,l assignment  Character Required;
to review the call. Combo-box
Severity Indicates how severity User Input ~ Character Required;

pressing an
incident is for the
caller. Can be
Critical, Major,
Medium, Low,
Very Low.

Combo-box
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Field
Field Label Description Input Field Source Type Characteristics

Total Loss of  Indicates severity total.loss User Input ~ Logical Check-box
Service and priority.

Site Category  Indicates the level site.category User Input ~ Character Required;
of support to be Combo-box
dispersed.

Projected SLA  Service Level agreement.id User Input  Number  Protected
Agreement
covering the
affected
equipment.

Entitlement =~ Non-editable entitlement.ref System Character Protected
field. System Generated
automatically
checks to
determine if the
caller, based upon
the SLA, has the
right to help desk
service at the
current date/time.

Notify By How the calleris  callback.type User Input ~ Character Combo-box
to be notified
when the call
report is closed;
can be None,
Email, or
Telephone

GL Number  Global Ledger gl.number User Input ~ Character Optional
Number

Bill To To where the bill  billto dept/contact Character Radio button;
should be mailed s files Optional; Fill

Asset ID The identification affected.item device file Character Optional; find;
number of the fill
asset affected by
the incident

Type Field affected.item device file  Character Protected
automatically
filled in from
device record of
the asset
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Field
Field Label Description Input Field Source Type Characteristics

Critical Asset  Check box to affected.item device file  Logical Check box
indicate that the
asset is critical to
normal business
operations

Cause Code Optional field that cause.code probable.cau Character Optional; fill
links this ticket to se file
a Probable Cause
record.

496 - Appendix B—Field-Level Details



Table 2: New Call - Resolution Detail Tab (cc.incquick.g)

The following table describes fields on the Resolution Detail tab.

Field
Field Label Description Input Field Source Type Characteristics
Call Details of the call’s resolution User Input Array; Optional

Resolution resolution Character

Resolution  Code given to the call resolution.code probcause.gbe.g Character Optional; Fill
Code resolution.
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Table 3: Existing call — Update tab (cc.incident.qg)

The following table describes fields on the Update tab.

Field
Field Label Description InputField  Source Type Characteristics
Call Update: Description of the update temp.update  User Input Array; Optional
to the call/actions taken. Character
Opened By:  Name of person opened.by System-genera Character Protected;
responsible for opening ted system-generate
the ticket
At: Time at which the ticket ~ open.time System-genera Date/Time Protected;
was opened. ted system-
generated
Updated By: Name of person updated.by System-genera Character Protected;
responsible for updating ted system-
the ticket. generated
At: Time at which the ticket ~ update.time  System-genera Date/Time Protected;
was last updated. ted system-
generated
Closed By: ~ Name of person closed.by System-genera Character Protected;
responsible for closing the ted system-
ticket. generated
At: Time at which the ticket  close.time System-genera Date/Time Protected;
was closed. ted system-
generated

GL Number: Global Ledger Number  gl.number User input Character Optional

Bill to: Enter Name or billto User input Character Optional; Fill
Department that is to be
billed for the provided
service.
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Field

Field Label Description Input Field Source Type Characteristics
Bill Type: One of two bill type billtype dept file Character Radio button
Department options to indicate who is option

to be billed for the service;

may select either

department or contact.
Bill Type: One of two bill type billtype contacts file  Character Radio button
Contact options to indicate who is option

to be billed for the service;
may select either
department or contact.
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Table 4: Existing call — Resolution Detail tab
(cc.incident.qg)

The following table describes fields on the Resolution Detail tab.

Field
Field Label Description Input Field Source Type Characteristics

Resolution Code Fill function provides resolution. probable.resolution Character Optional: Fill
a list of similar code
incidents from which
you can choose a
resolution. The
resolution code and a
description of the
steps taken to resolve
the incident are
entered in the
incident ticket.

Call Resolution  Text box where you  resolution User Input Array; Optional
can enter details Character
about the resolution
of the incident.
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Table 5: New incident — Incident Details tab
(apm.quick.qg)

The following table describes fields on the Incident Detail tab.

Field
Field Label  Description Input Field Source Type Characteristics
Ticket Status: Field changes as the status system-gener Character Protected;
incident progresses ated system-generat
through the stages ed
Category: Classifies the category Category File Character Required; fill
Incident ticket. If a or User input
default category is
already specified,
this field will be
filled automatically.
Subcategory: More specific subcategory Subcategory Character Required; fill
breakdown of the File or User
category. input
Product Type: Device product product.type product.type Character Required; fill
type. or User input
Problem Type of problem problem.type problem.type Character Required; fill
Type: being reported. or User input
Company: Name of the company companyFile Character Optional; fill
company from the or User input
Company file.
Description: ~ Description of the  action Userinput  Character Required
incident
Owner: ServiceCenter ticket.owner System Character Protected;
operator opening Generated system-
the ticket. By from login generated

default, Incident
Management
automatically
enters the name of
the user who is

currentlylogged on.

Drop-down list
allows you to
change the ticket
owner.

Table 5: New incident — Incident Details tab (apm.quick.g)
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Field
Field Label  Description Input Field Source Type Characteristics
Primary Asgn Group who will be  assignment Userinput  Character Optional;
Group: responsible for combo box
resolving the
incident ticket.
Assignee Person responsible assignee.name assignment  Character Optional; Fill
Name: for solving the File or User
problem. Input
Second Asgn  backup assignment secondary.assignment User Input  Array Optional;
Group: group responsible Character Combo-box
for resolving the
incident ticket
Total Loss of Device hastotalloss total.loss User Input  Logical ~ Optional;
Service: of service. Check-box
Severity: Indicates how severity.code User Input ~ Character Required;
pressing an incident Combo-box
is for the caller. Can
be Critical, Major,
Medium, Low, or
Very Low.
Site Category: Enter the site site.category User Input ~ Character Required;
category Combo-box
Cause Code:  Defines the cause.code probable.cau Character Optional; Fill
probable cause of se or User
the incident Input
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Table 6: New incident — Actions/Resolutions tab
(apm.quick.qg)

The following table describes fields on the Actions/Resolution tab.

Field
Field Label Description Input Field Source Type Characteristics
Ticket Status:  State of the incident. problem.status System Character Protected;
Generated system-generat
ed
Corrective Text box where corrective update.action User Character Protected
Actions: actions can be entered to Input
show how the incident
was resolved.
Candidate for ~Check this box if the solution.candidate User Logical  Protected
Knowledge solution would be useful Input
Database?
Resolution Provides a list of similar ~ resolution.code probable. Character Protected
Code: incidents from which you cause;
can choose a resolution. resolution
Resolution Code.
Solution: A description of the steps  resolution User Array; Protected

taken to resolve the Input character
incident are entered in the
incident ticket.
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Table 7: New incident — Contact tab (apm.quick.g)

The following table describes fields on the Contact tab.

Field
Field Label Description Input Field Source Type Characteristics
Reported By: The Contact Name related contact.name contacts or Character Required; fill
to the company from user input
which the call was
received. Click the Browse
button to select a Contact
Name from the QBE list of
contact names.
Full Name:  Field that is automatically first.name/last.na contacts or Character Optional
filled in from the contacts me user input
record for this caller.
Phone: Field that is automatically contact.phone contacts or Character Optional
filled in from the contacts user input
record for this caller.
Ext: Field that is automatically ~extension contacts or Character Optional
filled in from the contacts user input
record for this caller.
Site Name:  Field that is automatically location location or Character Optional
filled in from the contacts user input
record for this caller.
Email: Field that is automatically ~contact.email contacts or Character Optional
filled in from the contacts user input
record for this caller.
Room/Floor Field that is automatically room/floor contacts or Character Optional
Ref: filled in from the contacts user input
record for this caller.
Payroll No.:  Field that is automatically payroll.no user input  Character Optional
filled in from the contacts
record for this caller.
Cost Center:  Field that is automatically cost.centre user input  Character Optional
filled in from the contacts
record for this caller.
Critical User: Field that is automatically critical.user user input  Character Optional

filled in from the contacts
record for this caller.
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Table 8: New incident — Asset tab (apm.quick.g)

The following table describes fields on the Asset tab.

Field
Field Label  Description Input Field  Source Type Characteristics

Affecting This field identifies the logical.name device Character Optional; fill
Asset: failing component. It (apm.device.vj)

uniquely defines

devices in the network,

and is linked to the

device file in the

Inventory/Configurati

on component of

PNMS. If a Logical

Name is identified

when a problem is

opened the device

information will be

copied to the problem

document

automatically

upon open.

Type: When you select a type User Input Character Optional; fill
Contact Name,
information related to
the associated
Affecting Asset will
automaticallypopulate
this field.

Cost Center:  When you select a cost.centre apm.device.vj Character Protected
Contact Name,
information related to
the associated
Affecting Asset will
automaticallypopulate
this field.

Serial No.: When you select a cost.centre apm.device.vj Number  Protected
Contact Name,
information related to
the associated
Affecting Asset will
automaticallypopulate
this field.
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Field
Field Label Description Input Field  Source Type Characteristics

Description: ~ When you select a cost.centre apm.device.vj Character Protected
Contact Name,
information related to
the associated
Affecting Asset will
automaticallypopulate
this field.

Critical Asset: When you select a cost.centre apm.device.vj Number  Protected
Contact Name,
information related to
the associated
Affecting Asset will
automaticallypopulate
this field.

Make: When you select a cost.centre apm.device.vj Character Protected
Contact Name,
information related to
the associated
Affecting Asset will
automaticallypopulate
this field.

Model: When you select a cost.centre apm.device.vj Character Protected
Contact Name,
information related to
the associated
Affecting Asset will
automaticallypopulate
this field.

Asset When you select a logical.name problem.device.vj Character Protected
Information: Contact Name,

information related to

the associated

Affecting Asset will

automaticallypopulate

this field.

User: When you select a logical.name problem.device.vj Character Protected
Contact Name,
information related to
the associated
Affecting Asset will
automaticallypopulate
this field.
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Field
Field Label Description Input Field  Source Type Characteristics

Install Date: ~ When you select a logical.name problem.device.vj Date/Tim Protected
Contact Name, e
information related to
the associated
Affecting Asset will
automaticallypopulate
this field.

Maint. When you select a logical.name  problem.device.vj Protected
Contract: Contact Name,

information related to

the associated

Affecting Asset will

automaticallypopulate

this field.
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Table 9: Update incident — Incident Details tab
(problem.template.update.qg)

The following table describes fields on the Incident Details tab.

Field

Field Label Description Input Field Source Type Characteristics

Ticket Status:  Current status of the  problem.status ~ System Character Protected;
ticket. Generated System

Generated

Incident Title: Title of incident, brief.description  User Input Character Optional
based on reported
incident.

Alert Status: ~ Changes as the status System Character Protected;
incident ticket Generated System
progresses through Generated
the stages

Category: Classifies the incident category category Character Protected
ticket. record; User

Input

Subcategory:  More specific subcategory subcategory Character Required; Fill
breakdown of the record
category

Product Type: Device product type  product.type product.type  Character Required; Fill

record

Problem Type: Type of problem problem.type problem.type  Character Required; Fill
being reported. record

Manufacturer: The device vendor vendor record Character Optional;
manufacturer Combo-box

Class: Related to the class class record Character Required; Fill

Manufacturer; allows
the problem to be
classified with the type
of asset. For example,
Manufacturer = Dell,
Class = Laptop.
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Field

Field Label Description Input Field Source Type Characteristics

Contact Time: Time at which the contact.time System Date/Tim Optional; Fill
technician starts to Generated e
work on a solution for
the incident.

Elapsed Time: Amount of time that ~ $elapsedtime System Number  Protected;
has passed since the Generated System
incident ticket was Generated
opened.

Contract: Contract covering the contract.id servicecontract Number  Protected
affected equipment record

Company: Name of the company company company Character Protected
from the company record; User
file. Input

Contact: Person to contact contact.name contacts record Character Protected
about the incident

Owner: Incident Management ticket.owner System Character Protected;
operator who is Generated System
responsible for Generated from
resolving the ticket. Login

Primary Asgn  The primary assignment User Input Character Optional;

Group: assignment group Combo-box
responsible for
resolving the ticket.

Assignee Personresponsible for assignee.name assignment Character Optional; Fill

Name: resolving the problem record;

operator
record

Second Asgn  Backup assignment  secondary.assign User Input Array; Optional;

Group: group responsible for ment, 1 Character Combo-box
the ticket.

Hot ticket: Flags a ticket hot.tic User Input Logical Optional;

Check-box

Total Loss of  Device hastotallossof total.loss User Input Logical Optional;

Service: service Check-box

Severity: Indicates how severity.code User Input Character Required;
pressing an incident is Combo-box

for the caller

Table 9: Update incident — Incident Details tab (problem.template.update.g) < 509
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Field

Field Label Description Input Field Source Type Characteristics

User Priority:  Indicates the priority —user.priority User Input Character Optional;
of the ticket; can be Combo-box
Critical, Major,

Medium, Low, Very
Low.

Site Category: Defines the type of site  site.category User Input Character Required;
the suer is calling Combo-box
from, and indicates
the level of support to
be dispersed

Cause Code:  Defines the probable cause.code probable cause Character Protected
cause of the incident record

Site: Name/ID of the site  site User Input Character Optional

Phone/Extensi Phone and/or contact.phone contacts file Character protected

on: extension of the extension
contact.

Incident Description of the action User Input Character Required

Description:  incident details
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Table 10: Update incident — Activities tab/Site Visit tab
(problem.template.update.qg)

Field Label

The following table describes fields on the Activities and Site Visit tabs.

Description

Input Field

Source

Type

Field

Characteristics

Date of
visit:

Date the
technician
visited the
site.

site.visit.date

User Input

Date/Tim
e

Optional; Fill

Technician:

Name of the
technician
sent to the site
to resolve the
incident.

site.visit.technician

User Input

Character

Optional; Fill

(Contract
Details)

N/A

N/A

N/A

N/A

N/A

Contracted
Incidents:

How many
incidents are
allowed for
this contract.

contract.id

servicecontract.display.g

number

Protected

Used
Incidents:

The number
of times an
incident has
occurred at
this site.

contract.id

servicecontract.display.g

number

Protected

TAM:

Technical
Account
Manager

contract.id

servicecontract.display.g

Character

Protected

Phone:

TAM’s
contact
number

contract.id

servicecontract.display.g

Number

Protected

Escalation:

Contact
person for the
escalation of
the incident.

contract.id

servicecontract.display.g

Character

Protected

Phone:

Escalation
contact’s
number

contract.id

servicecontract.display.g

Number

Protected

Table 10: Update incident — Activities tab/Site Visit tab (problem.template.update.g)
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Field
Field Label Description Input Field Source Type Characteristics
Start Date: Date Contract contract.id servicecontract.display.g Date/Tim Protected
goes into e
effect.
End Date:  Date contract contract.id servicecontract.display.g Date/Tim Protected
ends. e
Contracted How many contract.id servicecontract.display.g number  Protected
Site Visits:  site visits
allowed for
this contract.
Used Site The number  contract.id servicecontract.display.g number  Protected

Visits: of times a
technician has
visited this
site.
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Table 11: Update incident — Activities tab/Historic
Activities tab (problem.template.update.qg)

The following table describes fields on the Activities and Historic Activities

tabs.
Field
Field Label Description Input Field Source Type Characteristics
Type: Indicates type of activity number.vj activity.list Character Protected
performed.
Date/Time: The date and time that the number.vj activitylist Date/Time Protected
activity was performed.
Operator: Name of the person number.vj activity.list Character Protected
performing the activity.
Description: Details of the actions taken. number.vj activity.list Character Protected
Filter by Select this button to filter by number.vj activitylist N/A Button

Activity Type:  type of activity.
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Table 12: Update incident — Activities tab/Action
Resolution tab (problem.template.update.qg)

The following table describes fields on the Activities and Action Resolution

tabs.
Field

Field Label Description Input Field Source  Type Characteristics
Corrective  Details of actions that have $pmc.actions User Character Required
Actions: been taken towards Input

resolving the incident.
Type: Indicates the type of action $apm.activity User Character Required;

taken. Input Combo-box
SDU unable Check-box to indicate the no.SDU.fix User Logical ~ Optional
to fix: incident was unresolved. Input
Solution: Details of the solution, can resolution User Character Protected

include the steps taken for Input

the incident’s resolution.
Candidate Check-box to flag the solution.candidate User Logical  Protected
for solution as a good entry for Input
Knowledge  the Knowledge database.
DB?
Resolution  Code for accessing the resolution.code System Character Protected
Code: resolution. Generated
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Table 13: Update incident — Contact tab
(problem.template.update.qg)

The following table describes the Contact tab.

Field Label Description Source

(Contact Tab) This tab contains the contact’s contact.detail.subform
user information.

Table 14: Update incident — Asset tab
(problem.template.update.qg)

The following table describes the Asset tab.

Field Label Description Source

(Asset Tab) This tab populates with asset.subform
information relevant to the
affected asset.

Table 15: Update incident — Attachment tab
(problem.template.update.qg)

The following table describes the Attachment tab.

Field Label Description Input Field Source
(Attachment Tab)  Use this tab to attach relevant vj.number.1 asset.subform
documents to the incident
ticket.
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Table 16: Update incident — SLA tab
(problem.template.update.qg)

The following table describes fields on the SLA tab.

Field
Field Label Description Input Field Source Type Characteristics
SLA A unique, system agreement.id  System-genera Number  Protected;System
Contract #: generated id number for ted Generated

the agreement. This
number is used internally
by the system to track
relationships between
SLAsand their supporting

data.
Expiration: The expiration date of the agreement.id  System-genera Date/Time Protected; System
agreement. ted Generated
Service A shiftisselected to define agreement.id  problem.sla.vj Number  Optional;
Hours: the service hours of the Protected

SLA. The system uses the
value in this field to
determine service rights of

a caller on this SLA.
Target: Performance target of the agreement.id problem.sla.vj Number  Optional;
SLA. The value is Protected

expressed as a percentage
and is used by the system
to determine if the SLA is
meeting its performance

goals.

Initial State: Incident ticket states. The agreement.id  problem.sla.vj Character Optional;
system tracks and analyzes Protected
the SLAs of all tickets

within the range of states
defined in each of these

fields.
Final State: The range of time the agreement.id  problem.sla.vj Character Optional;
ticket was open. Protected
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Field

Field Label Description Input Field Source Type Characteristics
Name: Response name for the agreement.id  System Character Protected

object. The name must be Generated

unique within the SLA,

but the same name may

appear in other SLAs. This

name is used in reports

and by external feeds to

post response data into

the system.
Acceptable: Target time for response  agreement.id  System Date/Time Protected

of this object. Use the Generated

format 00:00:00.
Schedule:  Aworkshiftis predefined. agreement.id  System Date/Time Protected

If this field is left blank, Generated

the system assumes that
24 x 7 operation is
required.

Table 16: Update incident — SLA tab (problem.template.update.g) < 517
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Table 17: Update incident — Parts & Labor tab
(problem.template.update.qg)

The following table describes fields on the Parts & Labor tab.

Field
Field Label Description Input Field Source Type Characteristics
Date: Date on which the parts  parts User Input  Array/Struc  Optional;
were received ture
Part Number:  Identification number of part.no User Input Character ~ Optional;
the parts that were
received
Quantity Used: Indicates how many of  quantity User Input  Number Optional;
each part were used.
Date: Date on which the date User Input Date/Time Optional;
technician performed the
labor.
Technician: Name of the technician ~ operator User Input Character ~ Optional;
performing the labor. Protected
Hours worked: Number of hours the hours.worked  User Input Number Optional;
technician worked on this
incident.
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Table 18: Update Incident — History tab
(problem.template.update.qg)

The following table describes fields on the History tab.

Field
Field Label Description Input Field Source Type Characteristics
(Opened) By: Name of operator who opened.by  System Character ~ Protected
opened the incident ticket. Generated
(Opened) At: Date and Time at which ~ open.time  System Date/Time Protected
the incident ticket was first Generated
opened.
(Updated) By: ~ Name of operator who last updated.by System Character  Protected
updated the incident Generated
ticket.
(Updated) At: Date and Time at which  update.tim  System Date/Time Protected
the incident ticket was last e Generated
updated.
(Closed) By: Name of operator who closed.by  System Character  Protected
closed the incident ticket. Generated
(Closed) At: Date and Time at which  close.time  System Date/Time Protected
the incident ticket was Generated
closed.
(Reopened) By:  Name of operator who reopened.b System Character ~ Protected
reopened the incident y Generated
ticket.
(Reopened) At:  Date and Time at which ~ reopen.tim System Date/Time Protected
the incident ticket was e Generated
reopened.
This incident has System generated field that asgnchg System Number Protected
been reassigned  indicates the number of Generated
X times. times that the incident has

been passed from
assignment to assignment.
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Table 19: Update Incident — Alerts tab
(problem.incident.update.g)

The following table describes fields on the Alerts tab.

Input Field
Field Label Description Field Source Type Characteristics
Event: Description of the Alert. number  bp.alert.status Character  Protected

Alert Time: Date and time that the alert number  bp.alert.status Date/Time Protected
was recorded.

Alert Stage: Current stage of the alert, can number  bp.alert.status Character  Protected
be: DEADLINE ALERT, alert
stage3, alert stage 2, alert stage
1, closed, open, reopened,
resolved, or updated.
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Update incident — Related Records tab
(problem.template.update.qg)

Table 20: Calls tab
The following table describes the Calls tab.
Field
Field Label Description Input Field Source Type Characteristics
(Related Tab that provides information vj.number.1 screlate.call.vj Character Protected
Calls Tab)  about any calls related to this
incident ticket. Information
provided is: Call ID, Open
Time, Owner, and Status.
Table 21: Related Incidents tab
The following table describes the Related Incidents tab.
Field
Field Label Description Input Field Source Type Characteristics
(Related Tab that provides vj.number.2 screlate.incident.vj Character Protected
Incidents information about any
Tab) changes related to this

incident ticket.
Information provided is:
Incident Id, Open Time,
Status, Category, and
Description

Update incident — Related Records tab (problem.template.update.g) < 521
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Table 22: Related Changes tab
The following table describes the Related Changes tab.

Field
Field Label Description Input Field Source Type Characteristics
(Related Tab that provides vj.number.3 screlate.change.vj ~Character Protected
Changes information about any
Tab) changes related to this

incident ticket.
Information provided is:
Change Number,
Category, Phase, Asset,
and Description.

Table 23: Related Quotes tab
The following table describes fields on the Related Quotes tab.

Field
Field Label Description Input Field Source Type Characteristics
(Related Tab that provides vj.number.4 screlate.quote.vj  Character Protected

Quotes Tab) information about any
quotes related to this
incident ticket.
Information provided is:
Request No., Category,
Current Phase, Status,
Approval Status, and
Description.
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Table 24: Related Root Cause tab
The following table describes fields on the Related Root Cause tab.

Field
Field Label Description Input Field Source Type Characteristics
(Related Tab that provides vj.number.5 screlate.rootcaus.vj Character Protected
Root Causes information about any
Tab) root causes related to

this incident ticket.
Information provided
includes: Root Cause ID,
Category, Status, and
Priority.

Table 25: Billing Information tab

The following table describes fields on the Billing Information tab.

Field

Field Label Description Input Field Source Type Characteristics
GL Number: Global Ledger Number gl.number  User Input Character Optional
Bill To: Name or Department  billto User Input Character Optional; Fill

thatis to be billed for the

provided service
Bill Type; Radio button option to  billtype dept file Character Radio Button
Department: indicate who is to be

billed for the service;

select either Department

or Contact
Bill Type; Radio button option to  billtype Contacts file Character Radio Button
Contact: indicate who is to be

billed for the service;
select either Department
or Contact

Update incident — Related Records tab (problem.template.update.g) < 523
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APPENDIX

SLM-Related Reports

This appendix contains a list and description of the SLM-related reports
packaged with ServiceCenter.

Read this appendix for information about:

m SLA Reports on page 526

Device Availability on page 527

Device Outages (Top Ten) on page 528

SLA Device Availability Performance on page 530

SLA Response Time Performance on page 531

SLM-Related Reports < 525



SLA Reports

The ServiceCenter service level agreement (SLA) module is shipped with
several prebuilt reports that can be printed with the ReportCenter utility.
These reports can be used internally, or they can be distributed to
organizations covered by a particular SLA, to describe the status of that
agreement. The following table lists the SLM module prebuilt reports. For
more information, see the ServiceCenter ReportCenter Guide.

Report Name and Description File Name

Device Availability During the Year X, as shown in Figure C-1 Davailyr.rpt
on page 527. This report shows a monthly statistical history of
each device’s availability over a given year.

Device Outages (Top Ten) shown in Figure C-2 on page 528. T10dev.rpt
This report shows a count of system failures for each device.

Change History for X between Yand Zshown in Figure C-3on Devchang.rpt
page 529. This report lists all planned changes for a given
device scheduled to start during a known date range.

SLA Device Availability Performance shown in Figure C-4 on Sladev.rpt
page 530. This report lists the target-to-actual device
availability ratios for each SLA.

SLA Response Time Performance shown in Figure C-5 on Slaresp.rpt
page 531. This report lists the target-to-actual response time
ratios for each SLA.
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Device Availability

The Device Availability report provides the device (object) availability for
each SLA for each month in the year specified. Availability percentages
appear in a graphical format with user—defined colors.

The year for which you want data displayed must be set as a parameter before
the report can be printed.

i@ ServiceCenter Reports Package

X |<|< 1of7 » >||- %%@W @l?:

75% =] [ |#h| Towmk3s o0k 35 of 35

Freview

MASTER BILLING (5L
- PCO0T (SLA #3)

PCO0T (SLA#8)

1 PCO0S (SLA #8 — .
pmm(mm ()SLA e » — ServiceCenter Report Package
PRINTERODZ (SLA #9 L Device Availability During 1,999: By Month
SERVERN0Z (SLA #2) S ¥ § T E M 5%
SERVERDDZ (SLA#3 Tha Infr axtructurs Mhanogement Campany™ Printed o 34500 at 47201 P

[

[ )
SERVERDIZ (SLA #5)
SERVERT0T (SLA #2)
w1 SERVER10T (LA #3)
SERVERT0T (SLA #5)
- WWALLY (SLA #12)

MASTER BILLING (SLA #1)

Monih
Tamary
February 100 % 100
Decenber

PCO01 (SLA #3)

Fehruary 100 % 100 s

Decenber

Figure C-1: ReportCenter report on device availability
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Device Outages (Top Ten)

The Device Outages report displays a count of failures for each object
covered by an SLA.

There are no parameters to define for this report.

<@ ServiceCenter Reporis Package

X |4|< 1ofl » >||- %%W ®|'s=

75% j|:|ﬁ| Total:506 100% 506 of 506

Frewview
- pcl2d
master billing
servetll2
- serverl il
- pci03 -
-pelnt me ServiceCenter Report Package
- pc : .
-~ CPUN S Y S TE M 8° Devices Outages (Top Ten)
CPU13 Tha Infractructuea il anogamant Company™ Prirded cn IR0 at 10:57.25 AM
CPU43
- Others
160 750 196
140
120
100 101
en
G0 54
40
s 25 12 15

Device Name
PC023

MASTER BILLING
SERVERDOZ
SERVER101
PCO03
PCO01
PCO1?
CPU11
CPU13
CPU43
PRINTER003

22040

Figure C-2: ReportCenter report on device outages
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Change History

The Change History report displays a list of all changes for a given device that
have been scheduled for a future time interval.

To display data, specify the year as parameter before you print the report.

& ServiceCenter Reports Package

IS[=] 3
ALK 1of1 y || Sl&|Z &)= 5 = [ |#]  Tows 100% 30f26
Preview

serverllz

ServiceCenter Report Package
Change History For SERVER002 Between 1/1/98 And 1/1/00

S ¥ § T E M 8%

Thelnfrastructure Hansgemert Company™

Printed cm 368000 at 4:35.01 FM

Description Status Current Phase Planned Dates
43 rew RAID ¥ hard drive system 1o the development server. 4715098 1o 5IL/58
TUpgrade the mencry and haxd drive in the developriest server, 529198 to 512998
Charge fanlty floppy drive o the server 1113810
1111/98

Total Changes: 3]

20070

Figure C-3: ReportCenter report on the change history of a device
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SLA Device Availability Performance

The SLA Device Availability Performance report displays a listing of the
target-to-actual device availability ratios for each SLA. Actual performance is
compared to performance percentages guaranteed by the SLA.

The year for which you want the data displayed must be set as a parameter
before printing the report.

<& ServiceCenter Reports Package

x|« Bof11 P oi|=] & Fl&lz e [ |94 Towie 100% Bofd
Freview |

Bronze
Development
Development & MIS
Finance & T

GOLD (Target Availahility: 99%)

PCO01 Availahility

Gaold Expected Aciual Success Ratio QOuiage Cost Down Time
Marketing & IT February 28 Days 27Days 965 ke 1 Days
Platinurm December 30 Days 30D ays L00% $0.00 0 Days

o Sibver

i

2

B

16
12

a

SERVFRO02 Availahility

Expected Actual Succars Ratio Outage Cost Down Time
January 30 Days 30D ays 100% om 0 Days
February 28 Days 28 Days 100%% 0.m 0 Days
December 30 Days 2 Days T 122 W62.65 28 Days
)
b Il Expected
E.]
s B sctual
12
F]
‘
’ r
o
@ ofé
Overall Performance for SLA 6:
Total Expected dvailability: 117 Days Crezall Suecess Fatio: Bl
Total etual dvailsbility: 146 Days Total Cutage Cests § 1227
Total Diowrn Tine 28 Diays

Figure C-4: ReportCenter report of device availability ratios
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SLA Response Time Performance
The SLA Response Time Performance report is a listing of the
target-to-actual response time ratios for each SLA. Actual performance is
compared to performance percentages guaranteed by the SLA.

The year for which you want the data displayed must be set as a parameter
before printing the report.
<@ ServiceCenter Reports Package =]

x|« 5of9 v M| e & #F &= | S |8 Tomn 100% 11 af11
Frewigw

Bronze
-- Development
Development &
Finance & IT
- Gaold FINANCE & IT (Target: 2.0 Hrs)
- Marketing & [T
- Platinum 70 CLOSE
- Silver
Mean Eesponge Time Median Response Time % of Target Hit
0.0 Hrs 0.0 Hrs 100%%
&
&
TO WORK
Mean Eesponge Time Median Response Time % of Target Hit
0.0 Hrs 0.0 Hrs 100%%
0.0 Hrs 0.0 Hrs 100%%
Overall Performance for SLA 1:
Overall Mean Resporse Time:
(verall Percertage Target Hit:
4 I _;I Qverall Deviation From Target:

Figure C-5: ReportCenter report on response time performance
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APPENDIX
This appendix explains the integration of the SLM module with Event
Services.
Introduction

An interface has been created between the SLM module and Event Services
to post appropriate data regarding object availability and response time
performance. For more information concerning events and how to display
event records, refer to the Event Services Guide.

Three new event classes allow a system administrator to create an interface
(using SC Automate) with external sources that feeds information into the
SLM module. For further information on interfacing with external data
sources, refer to the SC Automate document for your operating system.

Availability events
Two classes of outage events have been created to track object availability:
® outstart

m outageend

Events € 533
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outagestart

This event class is invoked whenever an object begins to experience
downtime. It has two parameters:

m Object name

m Start time of the outage

outageend

This event class is invoked when an object experiencing an outage comes
back online. It has two parameters:

m Object name

m Time the outage ended

Response event

One event class has been created to track response time data from outside
sources.

slaresponse

This event provides data to the SLM module about response time metrics. It
has five parameters:

m Response name

m Name of applicable SLA
m Start time of the response
m End time of the response

m Reference key (for example, an Incident ticket number) of the event
triggering the response
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duty table 457
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editing 90
overview 81
predefined 81
task
auto open 397
creating 378-381
creating related records 379
deleting 382-383
description 374
printing 384
updating 381
category/priority mapping 265
cause codes 99
CenterPoint Web site 14
Change Management
alerts 361, 381, 393
approvals
accessing options 439
approvals tab fields 436-439
sequence 435
capability word access flow 353
categories
Application 371
controlling access 374
creating by copying 378-381
deleting 382-383
description 371
overview 370
printing 384
Security 371
updating 381
change and task phases
accessing records 386—390
creating 400-406
deleting 407-409
description 384
printing 407
record fields 390-400
updating 407
validating 405
changes
accessing 409-417
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closing phases 418-422
components 348
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queue 414, 428
reopening 423-424
sample data 19
updating 418
closing a task phase 433
Format Control 380-381
glossary 346-347
menu 409
phases, overview 370
Request for Change (RFC)
category 371
reviewer requirements 395
RFC - Advanced category 371
risk
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example 447
setting max. 391
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Contract Management
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cost

contracts
attachments 326
general information 321
rules 324
cost assessment
handle time 333
itemizing costs 335
labor 333
parts 335
creating contracts 327
currency
budgeted currency 323
conversion 215-217, 314
definition 217-219, 314
deleting service contracts 328
editing service contracts 328
entitlement checking
accessing 337
description 336
expense line 329, 331
features 311

labor performed detail 317-319
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parts usage detail 315
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itemizing costs 335

labor 333

parts 335
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F personal profiles
fields, using expressions to fill 164 adding 77
Format Control editing 72
Change Management 380-381 privileges 73
Scheduled Maintenance 166 probable cause
creating records 102
G editing records 100
glossary 346-347 problem summary records 123
group definition records 366-370 process 62
group profiles, editing 32, 72 profiles
editing 71
| Incident Management Profile 67
inboxes resetting downtime 122
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Change Management 414, 429 summary link 106
maintaining 56 two-step close
Root Cause Analysis 151 inactivating a ticket 119-120
saving 99 resolving a ticket 116-119
Incident Management users, adding 69
accessing 64 incident tickets
assignment groups, adding 78-81 inactivating 119-120
capability words 67 resolving 116
categories sample data 19
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Scheduled Maintenance 159
service information (SLA)
accessing 208
deleting records 281
software installation records 253
updating device type records 200
IR Query 412, 427

J
join file 173

K
Knowledge Base 60, 152

L

labor performed 317-319
load balancing 165-166
log files 458

M
macros
editor 104, 151
list form 57
messages, notifications 470
metrics, accessing 289

N

notifications
events 470
messages 470

(o)

OLE containers
contracts 326
SLA record 277
operator record
capability words
Change Management 353
Incident Management 67
Inventory Management 182-186
description 44
Incident Management 66
Options menu, tasks 431
outage data, recalculating 282
outage history 299-301
outageend 534
outages
auto post 265
reports 528
tracking 260
outagestart 534

P
parent/child relationships 178-180
parts usage 315
Peregrine Systems
Corporate headquarters 15
Worldwide Contact Information 15
performance views 287
personal profiles, editing 32, 72
phases
change and task
accessing records 386—390
creating 400-406
deleting 407—409
printing 407
record fields 390-400
updating 407
validating 405
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