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About this Guide

Welcome to HP SOA Systinet, the foundation of Service Oriented Architecture, providing an enterprise
with a single place to organize, understand, and manage information in its SOA. The standards-based
architecture of SOA Systinet maximizes interoperability with other SOA products.

) 2 HP Software controls accessto components of SOA Systinet with alicense. Thisdocument describes
the full functionality of SOA Systinet including licensed components. If your license does not
include these licensed components, their features are not available.

In this Guide

SOA Systinet User Guide describes the features and functionality of the product for normal users. Itis
organized according to the user interface— apart for the common Ul features and then apart for the features
and functionality of each tab.

) 2 This guide describes the default installation of SOA Systinet. The format and content of each tab
can be modified using HP SOA Systinet Customization Editor. All screenshotsin this guide are
from the Service Publisher perspective.

The Administrator perspective displays additiona functionality.

For details, see the HP SOA Systinet Administrator Guide.

The General perspective may not display all the functionality described in this guide.
This guide contains the following parts:
e Partl, “Getting Started”

An introduction to the features of the user interface and the common tasks that can be accessed from
al pages.



Part I1, “Dashboard”

The features of the Dashboard and the tasks performed there.

Part I11, “ Services’

A guide to the Services tab and the creation and management of services, lifecycles, and contracts.
Part IV, “Policies’

Describes the Palicies tab and the use and management of policies.

Part V, “Tools”

A guideto the Toolstab and the governance and repository content management features accessed from
it.



Document Conventions

This document uses the following typographical conventions:

run.bat make

Script name or other executable command plus mandatory arguments.

[--help]

Command-line option.

either | or

Choice of arguments.

repl ace_val ue

Command-line argument that should be replaced with an actual value.

{argl | arg2}

Choice between two command-line arguments where one or the other is
mandatory.

java -jar hpsystinet.jar

User input.

C:\ Systemi ni

File names, directory names, paths, and package names.

a. append(b);

Program source code.

server. \Version

Inline Java class name.

get Versi on() Inline Java method name.

Shift+N Combination of keystrokes.

Service View Label, word, or phrasein a GUI window, often clickable.
OK Button in auser interface.

New - Service

Menu option.




Documentation Updates

This guide's title page contains the following identifying information:

» Software version number, which indicates the software version

e Document release date, which changes each time the document is updated

» Software release date, which indicates the release date of this version of the software

To check for recent updates, or to verify that you are using the most recent edition of a document, go to:
http://h20230.www2.hp.com/selfsolve/manuals

This site requiresthat you register for an HP Passport and sign-in. To register for an HP Passport ID, go to:
http://h20229.www?2.hp.com/passport-r egistr ation.html

Or click the New users - pleaseregister link on the HP Passport logon page.

You will also receive updated or new editions if you subscribe to the appropriate product support service.
For details, contact your HP sales representative.
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http://h20230.www2.hp.com/selfsolve/manuals
http://h20229.www2.hp.com/passport-registration.html

Support

You can visit the HP Software Support Web site at:

http://ww.hp.com/go/hpsoftwar esupport

HP Software Support Online provides customer self-solve capabilities. It provides afast and efficient way
to accessinteractive technical support tools needed to manage your business. Asavalued support customer,
you can benefit by using the HP Software Support web site to:

Search for knowledge documents of interest

Submit and track support cases and enhancement requests
Download software patches

Manage support contracts

Look up HP support contacts

Review information about available services

Enter into discussions with other software customers

Research and register for software training

Most of the support areas require that you register as an HP Passport user and sign in. Many also require a
support contract.

To find more information about access levels, go to:

http://h20230.www2.hp.com/new_access levels.jsp

To register for an HP Passport ID, go to:

http://h20229.www2.hp.com/passpor t-registr ation.html
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Part |. Getting Started

Thispart explains how to access SOA Systinet, the features of the user interface, and the common functions
accessible from every page.

This part contains the following chapters:

e Chapter 1, Accessing the User Interface
e Chapter 2, Features of the User Interface
e Chapter 3, Managing Y our Profile

e Chapter 4, Exploring the Repository






1 Accessing the User Interface

Before attempting to use SOA Systinet, make sure that it is running on the server you want to access.

To access the web Ul, use one of the web browsers listed in " Supported Platforms" section in the HP SOA
Systinet Installation and Deployment Guide.

Enter the URL into your browser in the form:

protocol ://server: port/context/web

where:

e protocol iseither http, or https if you want to create a secure connection using SSL.
* server, port, and context are determined during installation.

The default port is 8080 for HTTP and 8843 to use HTTPS.

For example:

e http://nypc: 8080/ soa/ web

e https://ourserver: 8843/ soal web
This should display the sign-in screen.
Use the credentials provided by your administrator to sign in.

Thefirst timeyou sign in, SOA Systinet displays awelcome panel.

Review the information on the panel, and click OK to display the Dashboard.
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]
?2 Features of the User Interface

The SOA Systinet user interface has the same look and feel throughout, as shown in Figure 1.

Figure 1. Typical SOA Systinet Page

7 < I
Tubs Jearch
| | | Tools | @ search for .. KWL Service v m Advanced Search
[TRr R
Navigationienu) Is:{ ontent _ -
igatio W Services
Business Services Latest Tools > XML Services
Tasks This page lists all artifacts of this type. Click the artifact name in the left column to view its details.
Reqistries
Generate WSIL Document
Categories
: W Aeions: view NS
Now = Some L oeserpuon
Upload Data Content |:| Support Telephone support 1.0
|:| Holiday reguest service WSDL service for submitting a holiday reguest 1.0
Business Service ot el T
XML Service — —
Web Application
Task

Registry Content =]
Import Registry Content

| Recent Documents =2}

Every page contains the following common elements:
 Tabs
Access the main components of SOA Systinet, as described in Tabs on page 18.

e Search
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Search the repository content, as described in Full Text Search on page 24.

Menu

Select component-specific links from each tab, as described in Menus on page 19.
Account Status

Edit your user profile or view, or log out, as described in Profile Status on page 20.
Product Information

Access product information and user documentation.

Tabs

The Ul isdivided into functional components. At the top of every page, the tabs access these components.

Figure 2. SOA Systinet Tabs

Dashboard | Services | Policies |

Clicking atab opens the main page of that component.

Dashboard

Thefirst page you see when you start SOA Systinet. It contains portlets showing a customizable real-
time view of your SOA. The Dashboard is described in Chapter 5, Dashboard Ul.

Services Tab

The central location that shows all information about services, contracts, and lifecyclesin one place to
provide easy access and simple management. The Servicestab is described in Chapter 8, Services Ul.

Policies Tab

Enables you to validate your business services against company policy, and to manage those policies.
The Policiestab is described in Chapter 13, Policies Ul.
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e ToolsTab

Gives access to Information Management, offering a generic low level view of the content of SOA
Systinet and access to administration and governance tools. The Tools tab is described in Chapter 17,
Tools Ul.

Menus
On the left side of each pageis a section containing a menu of links specific to each SOA Systinet tab.

Figure 3. Menu

View

Categories

My Services
All Services

Compliance Reports

New

Sermvice
Application
Business Policy

Add Portlet

Content Feed
Content Report

Policies

Validate Compliance

The context-specific menus for each SOA Systinet tab are described in the following sections:
e Dashboard Menu on page 35

» Services Menu on page 50

19



» Policies Menu on page 160
e ToolsMenu on page 216
Profile Status

At the upper-right of each pageisa section alowing you to sign out, manage your profile, and change your
perspective in SOA Systinet.

Figure 4. Profile Status

admin { My Profile | Help | Sign Cut )

as Service Publigher ( change - )

My Profile
Manage your profile, as described in Chapter 3, Managing Y our Profile.
* Hep
Access the product documentation.
e Sign Out
Log off SOA Systinet.
e Change

Move the cursor over change and select the perspective to alter your view of SOA Systinet.

20



3 Managing Your Profile

When you first signin, SOA Systinet creates a user profile for you based on your account in the external
user store.

Y our can amend your profile details.

To change profile details:

1 Click My Profileto display your profile information.
2 Click Edit.

3 The parameters are split into the following sections:

e Basic Information

Parameter Definition

Name Y our profile name.

Description Y our profile description.

Email The email used for natifications. Use Add and Remove for multiple
entries.

) 2 Email can only be amended if SOA Systinet is not integrated
with an LDAP/AD user store.

e Personal Information

21



Par ameter Definition

Contact Role Select arole from thelist.

Instant Messenger Your IM details. Use Add and Remove for multiple entries.
Phone Y our phone details. Use Add and Remove for multiple entries.
Language Code Select aprimary language from the list.

Categories Set taxonomic categories for the search purposes.

e Group Membership

Set a Primary Group from the list if you want artifacts you create to be owned by the group you
are amember of, instead of you.

e Address Details

Y our postal contact details, including Geographical Location category setting.
* Related Repository Artifacts

Add any required relationships to existing repository artifacts.

For details, see Adding a Relationship on page 248.

4 Click Save to confirm the changes.
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4 Exploring the Repository

SOA Systinet provides numerous ways to locate the service or artifact you need:

e Full text search is available on every page.
For details, see Full Text Search on page 24.

» Advanced search is available on every page.
For details, see Chapter 20, Advanced Searches.

» Browsing by taxonomic category is accessible from the view menu on every page.
For details, see Category Browsing on page 27.

e The Servicestab provides|list views that enable you to browse and filter service artifacts by column
heading.

For details, see List Views on page 56.

* The Toolstab provides browse artifact pages with more sophisticated filtering. Artifactsin abrowse
view can be filtered by column heading or by taxonomic categories assigned to them.

For details, see Browse Artifact Pages on page 225.

e Custom RSS views can be added to the Dashboard to provide periodically updated views of specific
artifact types.

For details, see RSS Content Feed Portlets on page 38 and Chapter 6, Adding a Content Feed.
e The REST interface enables you to browse the repository.

For details, see "REST Interface” in the HP SOA Systinet Developer Guide.
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e SOA Systinet integrates with IDEs, giving developers direct access to the SOA Systinet repository.
For details, see "IDE Integration” in the HP SOA Systinet Devel oper Guide.
» Additional service discovery options are available to import service infrastructure into SOA Systinet.

For details, see Chapter 10, Service Discovery.

Full Text Search

Full text search is the simplest way to find an item in the repository.

) 2 To usethis functionality you must enable full text search on the database and in the configuration.

For details, see" Configuring the Databasefor Full Text Search” inthe HP SOA Systinet Installation
and Deployment Guide and "SOA Systinet Configuration Options" in the HP SOA Systinet
Administrator Guide.

The search input is located at the top of every pagein SOA Systinet:

Search for ... All Artifacts R4 Advanced Search I

Advanced Search isnot part of full text search. It enablesyou to create a custom search within a particular
artifact type set.

For details, see Creating an Advanced Search on page 291.
To perform afull text search in the SOA Systinet repository:
1 Typeyour full text search query in theinput field.

The full text query string should conform to the following rules:

e A queryisalist of words, phrases, and subqueries (collectively called terms) separated by spaces
or logical operators AND, OR, and NOT.

* A wordisastring of characters, numbers, and some special characters.

24



e A phraseisalist of words enclosed by quotation marks.
e Enclose search termsincluding specia charactersin quotes.
For example, "Adani s".

e Wildcards %and * can be used to represent zero or more arbitrary characters.

» MSSQL only treats wand * as wildcards at the end of words.

e Wildcard _ represents one arbitrary character.

»»  MSSQL does not support _ as awildcard.

e 9 *,and_ arenot treated as wildcards in phrases.

« Logical operators AND and OR, which must be in uppercase, can be placed between terms. A
space between terms is adefault AND.

e Logical operator NOT, which must be in uppercase, can only be placed before atermif thereisat
least one preceding term connected by AND.

For example, a AND NOT b and a NOT b work, but NOT b and a CR NOT ¢ do not work.
e A subquery isaquery enclosed in brackets.
For examplea AND (b CR ¢).
* For MSSQL, avoid searches using = (backward apostrophe).
e For MSSQL, to search for words containing < or > in XML/HTML documents, usesl t; or &gt;

instead.

Optionally, select an artifact type from the drop down list to restrict your search.

25



3 Click Search.

The results of your search appear as alisting that can be further reduced using filters, as described in
Full Text Search Results on page 26.

For example, the search string: C st % servi ce finds both Customer Service and Cost Pricing Serviceif they
exist in the repository.

) 2 The default functionality of full text search adds a %to the end of any input search string that does
not contain wildcards. For example, searching for acc finds all servicesthat begin with acc. The
addition of the % can be disabled in the configuration file.

A An exception can occur in the event of awildcard resulting in excessive search terms. If thisoccurs,
resolve the problem with one of the following methods:

» Remove unnecessary wildcards (%,*,).
*  Prevent theimplicit appending of a % by enclosing your search terms with quotes.

e Remove unnecessary words from the expression.

Full Text Search Results

Y ou can reduce the scope of the search, as shown in Figure 5.
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Figure 5. Search Results Page

Search results for 'account’

Fultext search results Tools = Search Results

Search Criteria ]
Findt: [account in[AlAnifacts v
Last Modified:
E=
Search Results E]
Results in Scope: SOAP Senvice, Operation , User Profile , XML Schema , Business Service , WSDL , Endpoint
Actions: 14 tems
L S S S R e
0O 740 account_porfType.wsdl 10 WSDL textixml; charset=utf-3  Dec 3, 2008 $:57:46 AN
O 740 account_binding.wsdl 10 WSDL textheml; charset=ulfi8  Dec 3, 2008 9:57:46 AN
] 705 account xsd 10 XML Schema Dec 3, 2008 9:57:45 AN
0 67.0 Account 10 WSDL textixml; charset=utt 8  Dec 3, 2008 $:57:46 AN
E 17.0 Accountapi_Endpoint 10 Endpoint Dec 3, 2008 9:57:47 AN
O 170 Account_SoapService 10 Implementation Dec 3, 2008 9:57:47 AN
0O 135 get_userAccount Operation Dec 3, 2008 9:57:47 AN
l 135 delete_userAccount Qperation Dec 3, 2008 9:57:46 AN
m} 135 find_userAccount Operation Dec 3, 2008 9:57:47 AN
O 135 save_userAccount Operation Dec 3, 2008 :57:47 AN
O 10.0 enable_userAccount Qperation Dec 3, 2008 9:57:47 AN
O 70 uddiclient-core xsd 10 XML Schema Dec 3, 2008 9:57:45 AN 100%
] 70 HP SOA Administrator Contact Dec 3, 2008 9:26:58 AN
] s Account_SoapService 10 Busness Service Dec 3, 2008 9:57:48 AN

Use Last Modified in or select a specific artifact type in Search Criteria to reduce the scope, and click
Search.

Alternatively, click one of the artifact types next to Resultsin Scope in the Sear ch Results section.
Category Browsing

SOA Systinet enables you to search the repository based on taxonomic categories.

To browse by categories:

1 IntheView section of the menu on any pagein the Dashboard, Services, or Toolstabs, click Categories.
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The SDM page appears, displaying alist of taxonomies and categoriesfrom the SOA Definition Model,
and the number of artifactsin each taxonomy and category.

SDM
Latest Tools = Search by Taxenemy
Views »  Toolz ~
[E5 Assertion Classification Taxon (152) E= Impact level taxonomy E= Report result codes taxonomy (32)
[B Service Test Management (6) [E5 Interface types B Ok (32)
[E Service Catalog (9) [Es Language codes taxonomy [E5 Report status taxonomy (32)
@ S04P Meszage (4) [E5 Lifecycle stages taxonamy. (94) @ Complete (32)
[@ Interface and Schema (21) [@ Production (90) Es Report types taxonomy (32)
[ UDDI(12) B Initial (4) [B Report (32)
[B Wa- Bazic Profile (100) [E5 Policy types taxonomy (2) [E5 Transport taxonomy
[E5 Associated application taxonor (220) [@ Runtime (2) [E= UDDI entity type taxonamy
[E Policy Manager (188) [E= Protocols taxonomy B3 XQuery Input'Cutput types taxo
[E Platform {32) [E5 Report categories taxonomy (6) 5 ¥5L output methods taxonomy
B3 Computer types taxonomy [@ Putlizhing (1) E5 Zone types taxonomy
[E5 Contact roles taxonomy [@ Impact management (5)

[E5 Contact types taxonomy

[E= Contract Agreement States (1)
B Acceptsd (1)

E= Document Types (1)
[B Functional Specification (1)

» The number of items displayed next to each category in the list is approximate, and for
performance reasons, is evaluated ignoring the ACL s. The number represents the cumulative
number of itemsin all subcategories of the current category. The table displayed under the
list of subcategories contains only items categorized by the current category. It does not
contain items categorized by its subcategories.

2 Select ataxonomic category to view alist of artifacts classified by that category, or ataxonomy to
view alist of all artifacts classified by those taxonomic categories and the avail able categories in that
taxonomy.
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Report categories taxonomy

Taxonemy Toolz = Search by Taxenomy = Report categeries taxonomy
Views -  Toolz -

[E Impact management (5) [E Publishing (1)

Documents using any category from "Report categories taxonomy" =]

m LLGEE  Select Action - 6 ltems
Description

|:| Account_SoapService [Dependencies]  Processing rezource: /businessServiceArifactz/05cas228- Report
|:| Phone Service [Dependenciez] Processing resource: /businezsServiceArtifactz1 xml Report
|:| Account_SoapService [Dependencies]  Processing rezource: /businessServiceArifactz/05cas228- Report
|:| Account_SoapService [Impact] [Depende Processing rezource: /reportirtifactz/206 Report
|:| Account_SoapService [Impact] Processing resource: /businessServiceArtifactz/05cas228- Report
|:| Publizhing of "account.zip" 13 artifacts created, 0 artifactz updated, 0 items failed. Report

LLGEE  Select Action -

These pages also contain context menu options, enabling you to change the page display.

View Menu Options:

"All Taxonomies' displays all taxonomies in the repository.

A set of options enabling you to select asubset of taxonomies. For example, "UDDI" displaysthe subset
of taxonomies for UDDI registry categorization.

"Manage Views" enablesthe administrator to select or edit the taxonomy views displayed in the Views
menu, and to create a new taxonomy view.

To create a new taxonomy view:

1

2

In the Manage Views page, click New to open the Create View page.
Enter a name and description for the taxonomy view.
Use add and Remove Selected to select the taxonomies to display in the view.

Set the Display Propertiesto control the format of the view.

29



5  Click Saveto create the new taxonomy view and add it to the Views menu.

The Tools- Display Properties option enables you to change the order of the taxonomies and the number
listed in each page.

The Filter and Actions functionality in the list of artifactsis the same as for Tools browse pages.

For details, see Browse Artifact Pages on page 225.
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Part Il. Dashboard

This part explains the features and use of the Dashboard, which isthe initial page that opens when you
start SOA Systinet.

This part contains the following chapters:
e Chapter 5, Dashboard Ul

Describes the user interface elements on the Dashboard.
e Chapter 6, Adding a Content Feed

Explains how to add a new RSS feed to the Dashboard.
e Chapter 7, Adding a Content Report

Explains how to add new report content to the Dashboard.






5 Dashboard Ul

The Dashboard contains a customizable real-time view of your SOA data, as shown in Figure 6.

Figure 6. The Dashboard Tab

1
w L 4 admin { My Profile | Help | Sign Out )
. as Service Publisher ( change = )

9. oL
I All Artifacts b E. Advanced Search I

services | Policies | Tools |

View
Categaries Reuse Statistics ®  Governance Policies ® My Task Results )
» Refresh » Visit feed home page
Wy Serices » Refresh Publishing of ‘accountzip Complete,
All Bervices ok
m 0 0% B Testing Business Zervices
Compliance Reports m 1 e 100% ] L-:hnimum Requirements Production Business » More
Services Policy
New 0 b 8 Froduction Bus ervices Policy
Senice Shown 3 of S So Service Level Objectives
Applicat # Consumption Requests
Application W My Contracts  Visit feed home page
Business Policy » Refresh
Implementations B [
Add Portlet Contracts &l Thers ars no entries in this fesd.
» Visit feed home page
Content Feed » Visit feed home page » Refresh
Content Report # Refresh
Compliance Failures o teast Registered Organizations
W . B Account_SoapService / Phone Service =Y SecapService
Reports Waiting for Review [ coount_SoapServic » Visit feed home page
Senices . Sheown 2 of 2 entries in faed w Refresh
Documentation
There are no entries in this feed.
Policies
Validate Compliance
About | Help Server Time: Dec 5, 2008 4:07:32 PM, Central European Time

The Dashboard is divided into the menu on the |eft side of the page and a number of Portletsin the main
section of the page.
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) 2 Portlets can be dragged and dropped to customize the look of your dashboard using the mouse.
Y ou can a'so use the keyboard to move portlets.

To move portletson the Dashboard with the keyboar d:

1 PressF9 to display the movement keypad.

2  Usethearrow keysto navigate to the portlet you want to move.
3 PressEnter or 5 to select the portlet.

4 Usethearrow keysto move the portlet into position.

5 PressEnter or 5to fix the portlet in place.

6 PressF9to exit portlet navigation mode.

This chapter describes:
e Dashboard Menu on page 35
The itemsin the dashboard menu.
e RSS Content Feed Portlets on page 38
The RSS content feed portlets on the dashboard.
* Reuse Statistics Portlet on page 38
Displays statistics of service use.
* My Task Results Portlet on page 39

Displays the results and progress of asynchronous tasks.
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Dashboard Menu

The Dashboard menu is split into collapsible segments.
Each segment is described in the following sections:
* Dashboard View Menu on page 35
A set of links to various aspects of service and contract management.
e Dashboard New Menu on page 36
Create new artifacts.
e Add Portlet Menu on page 37
Create new content feeds or add reports to the Dashboard.
» Validation Menu on page 162
Validate the policy compliance of an artifact.
* Recent Documents
Quick links to the last few artifacts viewed.
Dashboard View Menu
The View menu in the Dashboard provides links to list views for service, and policy management.

Figure 7. Dashboard View Menu

View

Categories

My Services
All Services

Compliance Reporis
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The View menu contains the following links:
e Categories
Browse the repository by taxonomic category.
For details, see Category Browsing on page 27.
* Servicelist Views
Views of various aspects of service management.
For details, see List Views on page 56.
e Compliance Reports
A link to the list view of policy compliance reports.

For details, see Policy and Report List Views on page 166.
Dashboard New Menu
The New menu in the Dashboard provides quick links to create new artifacts.

Figure 8. Dashboard New Menu

New

Service
Application
Business Falicy

The New menu links to the following artifact creation pages:
e Service
Create a new business service.

For details. see Creating Business Services on page 77.
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e Application
Create anew application.
For details, see Using Applications on page 102.
e Business Palicy
Create anew policy.
For details, see Creating Business Policies on page 185.
Add Portlet Menu
The Add Portlet menu in the Dashboard enables you to add and restore content to the Dashboard.
Figure9. Add Portlet Menu

Add Portlet

Content Feed
Content Report
Registered Organizations

The Add menu contains the following functionality:
+ Content Feed
Add anew RSS feed to the Dashboard.
For details, see Chapter 6, Adding a Content Feed.
» Content Report
Add anew Content Feed to the Dashboard.
For details, see Chapter 7, Adding a Content Report.

e Portlet Names
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Any Dashboard portlets that you close appear in this menu.

Click the name to restore the portlet to the Dashboard.

RSS Content Feed Portlets

The Dashboard contains a number of content feeds that use RSS subscription to display up-to-date
information from avariety of sources, including the repository, as shown in Figure 10.

Figure 10. Services RSS Feed Portlet

Services ]

¥ Visit feed home page
# Refresh

Account_SoapService

Phene Service

Shown 2 of 2 entrizs in feed.

Visit feed home page takes you to the source of the content in the portlet.
Refresh reloads the content list.
Clicking one of the linksin the list takes you to the page showing that item.

The tool icon accesses the feed portlet configuration, where you can change the number of list items and
the update frequency.

To remove the portlet from the Dashboard, click the window closeicon [X].

To find out how to add new portlets to the Dashbaord, see Chapter 6, Adding a Content Feed.
Closing a portlet in the Dashboard makes it available in the "Add" section of the Dashboard menu.
Reuse Statistics Portlet

Contract Manager providesbasic statistics of service usein the Reuse Statistics portlet on the Dashboard.
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Figure 11. Reuse Statistics Graph

Reuse Statistics

# Refresh

0%
100%
0%

(= ]

¥ Consumption Requests
¥ My Contracts

The statistics show the percentage of services used by a given number of consumers. Basic intervals are
less than one, one or two, and more than two.

Click Refresh to reload the service statistics.

Click Consumption Requests or My Contractsto open therelevant List View for that item.
For details, see List Views on page 56.

Closing the portlet makes it available in the Add section of the Dashboard menu.

Click one of the graph barsto view the services that fit the selected criteria. For each service, thetable lists
all consumers.

My Task Results Portlet

The My Task Results portlet on the Dashboard tabsis the quickest access point to asynchronous tasks such
as bulk operations, publishing, and BAC/UCMDB discovery and the results of their execution.
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Figure 12. My Task Results Portlet

My Task Results ]
Edit Category Bag, 132 artifacts | ARG
Complete,
Edit Access Rights, 132 aifacts
Ok
Complete,
Edit Access Rights, 132 aifacts
Ok
Complete,
Edit Access Rights, 132 aifacts
Ok
Changed owner of 5 artifactis) to Complete,
demaouser Ok
) . Complete,
Synchronize, 2 artifacts
Ok
Uploading W3DL "accountwsdl to
) ) _ Complete,
S0AP semvice ‘Fareign Exchange oK
SOAP ‘
» More

The portlet displaysalist of tasksthat you executed with linksto the result. If atask iscurrently in progress,
the portlet displays a progress bar.

Click the name of the task to view the report for that task.

Closing the portlet in the Dashboard adds alink to the Add section of the dashboard menu enabling you
to restore the portlet to the Dashboard at any time.

Click More to open the My Task Results page.
This page shows a complete list of completed tasks and tasks in progress.

This page contains a bulk stop task action. Select the tasks to stop, expand Select Action and select Stop
to stop the selected tasks.
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For more information about asynchronous tasks see the following sections:
* Publishing Services on page 107
* BAC/UCMDB Service Discovery on page 117

e Bulk Operations on page 243
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6 Adding a Content Feed

The Dashboard can display up-to-date information from external sources and from SOA Systinet.
Toadd a new RSSfeed to the Dashboard:

1 Inthe Add section of the dashboard menu, click Content Feed to open a new content feed in the
Dashboard:

Content Feed X
Feed URL:" | |
Title: | |
Entries: |.: |
| |

Update [min]: [z

2 Complete the form with the following parameters.
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Parameter Definition
Feed URL Address of the RSS feed

» To add afeed for repository content, use the URL from one of the
following views:

« RSS

Access this view from the Common context menu in Browse
Artifact and detail view pages. For details, see xref
linkend="ui.browse"/> and Tools View on page 228.

¢ RSS of Result

Access this view from the View context menu for a saved

search.
Title Heading for the new feed portlet
Entries Number of itemsto list
Update [min] Interval between feed updates

3 Click Save to access the feed and load the initial content.
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7/ Adding a Content Report

The Dashboard can display content from specially designed reports.

) 2 SOA Systinet contains a standard set of dashboard reports, which you add using SOA Systinet
Report Editor. For details, see the SOA Systinet Report Editor Guide.

To add a new content report to the Dashboar d:

1 Inthe Add section of the Dashboard menu, click Content Report to open anew content report in the
Dashboard:

Content Report

Title: | |

() Service Lifecycle

() Service Lifecycle Graph
(O Top Consumers

(O Top Publighers

(O Top Reused Providers

2 Select areport from thelist. If required, change theftitle.
3 Click Saveto access the most recent report from the reporting server.
4 Click Reload to execute the associated reporting tool to generate a new version of the report.

5  Click thetool icon to change the title or content of the portlet.
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Part lll. Services

This part shows you how to use Services tab to organize and manage your SOA services.

This part contains the following chapters:

Chapter 8, Services Ul

The user interface elements of the services tab.

Chapter 9, Creating Services

Create services, their implementation, and make them available for use.
Chapter 10, Service Discovery

Populate SOA Systinet with service infrastructure from external sources.
Chapter 11, Lifecycle Governance

Create governance processes to manage your SOA.

Chapter 12, Managing Contracts

Establish and manage contracts between providers and consumers.






8 Services Ul

The Servicestab displays all information about your services and contracts in one place. From this central
location, you can access and manage your services quickly and easily.

Figure 13. The Services Tab

[ﬁﬂ HP SOA Systinet

Dashooara|[NETENN  poicies | Tools | ANATs Advenced Search |

View My Services B
Categories
2 Name Version Service Type Pending Requests | Contracts | Modified Compliance
My Servicas Business service 1 20 0 [] Dec 3, 2008 10:18:56 AN
All Senices Business service 1 10 0 o Dec 3, 2008 10:18:28 AN

Account_SoapService 10 0 ] Dec 3, 2008 10:15:53 AM
SCA Definitions e
BPEL Processes
New My Providers B
Senice Name Description Pending Requests | Contracts | Compliance
Application Account_SoapService 0 0

Contract Request more

Upload Data Content

Recent Updates g
Contract Manag
s Name: Description Version Owner Modified Compliance
Business service 1 Another version of business service 20 admin Dec 3, 2008 10:18:56 AM
Governance Dashboard Business service 1 Some business service 1.0 admin Dec 3, 2008 10:18:28 AM
Governance Processes Account_SoapService 1.0 admin Dec 3, 2008 10:15:53 AM
Promotion Requests History
mare.
Saved Searches
No Saved Searches
Recent Documents
About | Help Server Time: Dec 3, 2008 10:19:19 AM, Central European Time

The Servicestab is divided into the menu on the left side of the page and a number of collapsible sections:
e ServicesMenu

Describes the itemsin the Services Menu. For details, see Services Menu on page 50.
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e My Services
Displays the services that you provide that are ready for consumption.
* My Providers
Displays the services that you use.
* Recent Updates
Displays services that are newly available or modified.
From the Servicestab, you can do one of the following:
e Toview details about a service in the View Service page, click the service namein theselists.
For details, see Service View on page 58.
e Toopenalist View for that type of artifact, click More.

For details, see List Views on page 56.

Services Menu
The Services menuis divided into collapsible segments.
Each segment is described in the following sections:
» Services View Menu on page 51

Set of linksto various aspects of service management.
e Services New Menu on page 52

Create new service artifacts.
e Contract Management Menu on page 53

Set of links to various aspects of contract management.
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» Lifecycle Menu on page 54
Access the lifecycle functionality in SOA Systinet.
» Service Discovery Menu on page 54
Discover and manage artifacts from an integrated BAC/UCMDB server.
e Saved Searches Menu on page 55
Quick links to user specified searches.
* Recent Documents

Quick links to the last few artifacts viewed.
Services View Menu
The View menuin the Servicestab provides links to list views for service management.
Figure 14. Services View Menu

View

Categories

My Services
All Services

SCA Definitions
BFEL Processes

The View menu contains the following links:
e Categories
Browse the repository by taxonomic category.

For details, see Category Browsing on page 27.
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e Servicelist Views
Views of various aspects of service, lifecycle, and contract management.
For details, see List Views on page 56.

* Artifact Names
View the Tools browse pages for these artifact types.

For details, see Browse Artifact Pages on page 225.
Services New Menu
The New menu in the Dashboard provides quick links to create new artifacts.
Figure 15. Services New Menu

New

Sermvice
Application

Contract Request
Upload Data Content

The New menu links to the following artifact creation pages:
e Service

Create anew business service.

For details. see Creating Business Services on page 77.
* Application

Create an application artifact.

For details, see Using Applications on page 102.
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e Contract Request
Request a contract for consumption of a provided artifact.
For details, see Requesting Consumption on page 152.
e Upload Data Content
Publish service infrastructure from a service definition document.
For details. see Publishing Services on page 107.
Contract Management Menu
The Contract Management menu accesses list views for contract management and import functionality.
Figure 16. Contract M anagement Menu

Contract Management

My Contracts
My Contract Requests

Requests to Approve
Contracts | Provide

All Contracts
All Contract Requests
Import Existing Contract

The Contract Management menu contains the following links:
e Contract List Views

Views of various aspects of contract management.

For details, see List Views on page 56.

e Import Existing Contract
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Import a contract that exists outside SOA Systinet into the repository.
For details, see Importing Existing Contracts on page 154.
Lifecycle Menu

The Lifecycle menu in the Service tab enables you to access the lifecycle functionality in SOA Systinet.

Figure17. Lifecycle Menu

Lifecycle

Governance Dashboard
Gaovernance Processes
Promotion Requests Histary

The Lifecycle menu contains the following links:
* Governance Dashboard
Opens an overview page of your current governance activity.
» Governance Processes
Opens an overview page of all governance processes.
e Promotion Requests History
Opens an overview page of al resolved (historical) promotion requests.

For more details, see Chapter 11, Lifecycle Governance.
Service Discovery Menu
The Service Discovery menu provides accessto services stored in productsusing aUniversal Configuration

Management Database (UCMDB), specifically HP Business Availability Center (BAC), and their
representations in the SOA Systinet repository.
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Figure 18. Service Discovery Menu

Service Discovery

BAC /UCMDB

Governed Services
Infrastructure Semvices
Rogue Senvices

The Service Discovery menu contains the following links:
- BAC/UCMDB
Discover services stored in UCMDB used by BAC.
For details, see BAC/UCMDB Service Discovery on page 117.
» Discovered ServicelList Views
List views of services accessed from BAC/UCMDB and processed in SOA Systinet.
For details, see BAC/UCMDB Service Discovery on page 117.
Saved Searches Menu
The Saved Searches menu in the Services tab contains quick links to user created saved searches.
Figure 19. Saved Searches Menu

Saved Searches

Pualicy Search
mare...

The Saved Searches menu enables you to view and open saved searches:

*  Saved Search Names
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Click a stored search name to execute the search and view the search results . For details, see Chapter
20, Advanced Searches.

e More

Click Moreto view the full list of saved searches.

Service Pages
The Services tab contains two types of view pages, described in the following sections:
» List Viewson page 56
Describes the index views of service artifacts.
e Service View on page 58
Describes the detailed view of service related artifacts in the Service Catalog.
e Governance Dashboard on page 67
Describes the lifecycle management page displaying an overview of your approval requests.
List Views
Click one of thelinksin the Services tab View menu to open alist view of that type of artifact.
For example, My Services.

Figure 20. My ServicesList View

My Services
Services > View
m Actions: Se[ed Action 3 items
= M e e e
F Business service 1 Another version o... 2.0 Dec 3, 2008 10:18:55 AM
D Business service 1 Some business =e... 1.0 0 1] Dec 3, 2008 10:18:28 AN (0%)

D Account_SoapService 1.0 1] 0 Dec 3, 2008 10:15:53 AM

Actions: - e @ Ta il T B
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Y ou can reduce the list of artifacts using Filter.
Click Filter to open a query window.
To filter the list, enter your search parameter, select a column, and then click Find.

Click Clear Filter to remove thefilter and restore the list of artifacts, or open the Filter menu and select
Edit Filter to change the filter terms.

List views also enable you to carry out bulk operations on selected artifacts using the Actions menu.

) 2 The available bulk operations vary depending on the artifact type.

To perform a bulk operation:
*  Select the service artifacts you require, and open the Select Actions menu.
The menu offers the following bulk operations:
e Edit AccessRights
The owner of an artifact or administrator can edit the permissions of selected artifacts.
For details, see "Access Rights" in the HP SOA Systinet Administrator Guide.
e Edit Category Bag
Change the categorization for the selected artifacts.
For details, see Categorizing Artifacts on page 252.
e Change Owner
Change the person or group responsible for the artifact.
For details, see Changing Artifact Ownership on page 249.

e Synchronize
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Perform change management on the selected artifacts.

For details, see Running the Synchronization Tool on page 279.
e ChangeVersion

Create new versions of the selected artifacts.

For details, see Managing Versions on page 259.
o Delete

Mark the selected artifacts as deleted.

For details, see Deleting an Artifact on page 247.
* Export to Registry

Export the selected artifacts to an integrated UDDI Registry.

For details, see Exporting Data To Registry on page 265.

Service View

Clicking the name of a service artifact in the Services tab opens the service view for that artifact:

) 2 For the purposes of documentation, service artifact refersto any artifact type that is available to
view in the Servicestab. Theseinclude applications, business services, implementati ons, endpoints,
and operations.
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Figure 21. View Service Page

Phone Service

Business Service Services = View Business Service

Vewss Tos. Complance. Ve Gouemances  Comsumpion - [“Ean | mewversion | Delete

Service Properties

a
Owner: HF SOA Administrator { michael david.plat@np.com }
Version: 1.0 (history )
Service type:
Lifecycle Stage: Candidate
Failure Impact:
Keywords:
Contract Management a
Consumed by: 1 consumer(s)
Contracts 1 contracti(s)
Established:
Consumable: Yes
Governance =
Approved Stage: MNaone
Working Stage: Candidate
status: Stage in Progress
Contacts =]
Contact: nane
Add Contacts v
Documents
Implementations a

1ltem

Cartact Type ———verson —oanea | complance |

Account_SoapService SOAP Service 1.0 Dec 4, 2008 10:24:09 AN

edit | remove

Add SOAP Service ~  Add XML Service ~
Add Web Application =

Service Level Objectives

The service view isthe central location for information about service artifacts.
This following sections describe the content and functionality of these pages:

» Service View Context Actions on page 60
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» Service View Page Content on page 63
e Sidebar on page 66
Service View Context Actions
The grey bar contains a set of context action menus and functions.
The actions vary depending on the artifact but they include:
* Views
e Consumer View and Services View

Switch between the default view of the current revision and the last approved revision of the artifact
for artifacts subject to lifecycle management.

For more details, see Chapter 11, Lifecycle Governance.

) 2 Thisview selection is preserved if you navigate away from the page.

* Advanced View
Switches to the detailed view of the artifact in the Tools tab.
For details, see Tools View on page 228
e Navigator View
Opens a graphical representation of the artifact and its relationships.
For details, see Navigator View on page 236.
* Revisions
View therevision history of the artifact.

For details, see Revision and Version History on page 238.
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Access Rights
Opens aview of the access permissions for the artifact.

For details, see "Edit Access Rights' in the HP SOA Systinet Administrator Guide.

e Tools:

Related Reports

A list of the reports related to this artifact.

For details, see Reports on page 288.

Dependency Analysis and | mpact Analysis

Execute the impact management tool on the artifact.

For details, see Impact Tools on page 272.

Change Owner

The administrator or owner of the artifact to can transfer ownership to a different user.

For details, see Changing Artifact Ownership on page 249.

e Compliance:

Validate Compliance

Validate the policy compliance of an artifact.
For details, see Chapter 16, Validating Artifacts.
Compliance Status

View the compliance status of the artifact.

For details, see Report Views on page 175.
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» Effective Policies
View the business policies associated with the service artifact.
¢ Reset Compliance Statistics

Delete all compliance reports associated with the artifact.

* Verson:
e Versions
View the version history for the artifact.
For details, see Revision and Version History on page 238.
e Version Navigation

Open specific next, previous, or last versions of the artifact.

* Governance

» Start Governance
Enter the artifact into alifecycle process.
For details, see Starting Artifact Governance on page 141.

e Start Promotion
Request artifact promotion to the next lifecycle stage.
For details, see Submitting a Promotion Request on page 143.

e View Stage Details
View the page showing the details for the current lifecycle stage.

e Promotion History
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View the promotion request and voting details for each previous lifecycle stage.

e Consumption:
*  New Request
Request consumption of the artifact.
For details, see Submitting a Promotion Request on page 143.
e Pending Requests
View thelist of outstanding consumption requests for the artifact.
e Accepted Requests
View thelist of accepted consumption requests for the artifact.
¢ Regected Requests

View thelist of rejected requests for the artifact.

- Edit
Change the attributes of the artifact.
* New Version
Create anew version of the artifact.
For details, see Managing Versions on page 259.
* Delete
Mark the artifact as deleted with a further option to purge it from the repository.
Service View Page Content

The service view page contains a set of collapsible segments specific to each artifact type:
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Properties

Information about the service artifact specific to the artifact type.
Contract Management

Service artifacts that are providers display contract information.
For details, see Chapter 12, Managing Contracts.

Governance

Service artifacts subject to lifecycle management display the last approved stage and the current stage
with optionsto view the stage details, view changes since thelast approved version, and to start promotion
to the next lifecycle stage.

For details, see Chapter 11, Lifecycle Governance.
Environments

This section for SOAP Services displays information about the environments and endpoints associated
with the SOAP Service. The section is organized by environment which usually represent specific stages
in aservice lifecycle and the endpoints associated with the implementations servers used during those
stages.

For more details, see Adding Endpoints on page 93.
Related Artifacts Sections

SOA defines a set of relationships between service artifacts. These sections, including Documents,
Implementations, Service Level Objectives, Environments, and Oper ations enable you to manage
these relationships.

For more details, see Chapter 9, Creating Services.
Registries

If you integrate SOA Systinet with UDDI Registries, this section displays each registry and the status
of the service artifact compared to that registry. There are synchronization options depending on the
relative status of the artifact with each registry.
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For details, see Registry Integration on page 263.
Service Quality

If you integrate SOA Systinet with HP Service Test Manager (STM), SOAP Services display asection
for service quality statistics from STM.

Thissection enablesyou to register aservice with STM and then displaysinformation about requirements,
tests, and defects from STM.

For details, see Service Test Manager Integration Features on page 73.
Service Discovery

If youimport aservice artifact from an external source, such as HP Business Availability Center (BAC),
this section displays the source of the original service and its change management status. There are
options to display the discovery details, or import changes.

For details, see Synchronizing Discovered Services on page 123.
Performance and Availability
The content of this section depends on which product you integrate SOA Systinet with.

e |If youintegrate SOA Systinet with HP Business Availability Center (BAC), this section displays
statistics generated by BAC and enables you to open the BAC view of the service artifact.

For integration details, see " Setting Up BAC/UCMDB Integration” in the HP SOA Systinet
Administrator Guide.

For feature details, see BAC/UCMDB Integration Features on page 68.

e |If youintegrate SOA Systinet with HP SOA Policy Enforcer (SPE), this section enablesyou to open
the SPE view of the service artifact if it is shared with SPE.

For integration details, see " Setting Up SOA Policy Enforcer Integration” in the HP SOA Systinet
Administrator Guide.

For feature details, see SOA Policy Enforcer Integration Features on page 71.
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Sidebar
Additional information about an artifact may be available in the Sidebar to the right of the Service View.

Open and close the sidebar by clicking the white arrow.

> If thereis no relevant information, the Sidebar is not visible.

Figure 22. Sidebar

To Do

Stage: Initial

Dl Elaborate on Business
Requirements
Dl Provide UseCase Analysis
Detailz...

Compliance Status

b
{33%) - Artifact Changed

Recalculate, Details
The Sidebar contains the following sections when there is relevant information available:
e ToDo
Displays outstanding and untracked tasks for a governed artifact for its current lifecycle stage.
Select the check-box for an outstanding task to mark it as completed.
Click Detailsto view the Stage Details page for the artifact.
For more details about lifecycle tasks, see Managing Associated Policies and Tasks on page 142.

e Compliance Status
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Displays the current compliance status of the artifact. The compliance statusis shown in parentheses if
the status is obsolete due to a change to the artifact.

If the compliance status is obsolete or unknown, click Recalculate to execute a compliance check and
refresh the compliance status.

Click Detailsto view the latest compliance status report.
For details about artifact compliance, see Compliance Status on page 204.

Expand and contract sections of the Sidebar by clicking the section name.
Governance Dashboard

The Governance Dashboard page is part of lifecycle management displaying an overview of promation
requests and governed artifacts relevant to you.

Access the page from the Services tab Lifecycle menu with the Gover nance Dashboar d link.

The pageis split into the following sections displaying different stages of service and lifecycle approvals,
as shown in Figure 23.

Figure 23. Governance Dashboar d

Governance Dashboard

Requests to Approve g

Service Test Requirements Covered HP SOA Systinet-01 Candidate  admin Dec 3, 2008 §:47:33 Al

Systinet Best Practices. HP SOA Systinet-01 Candidate admin Dec 3, 2008 §:46:33 AW

more.

My Pending Promotion Requests =]

Service Test Requirements Covered HP SOA Systinel-01 Cangigate Dec 3, 2008 :47:39 Al

Systinet Best Practices. HP SOA Systinet-01 Candidate Dec 3, 2008 9:46:33 AW

more...

My Governed Artifacts g

Service Test Requirements Covered HP SOA Sysfinet-01 Candidate  Promotion in Progress Dec 3, 2008 9:47:30 AW

Systinet Best Practices. HP SOA Systinet-01 Candidate _Promotion in Progress Dec 3, 2008 9:46:22 AW

* Requeststo Approve
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Displaysalist of change requeststhat require your attention. These requests are associated with services
at alifecycle stage that you are the approver for. Click arequest to review it and approve or reject.

For details, see Handling Promotion and Rollback Requests on page 145.
* My Pending Promotion Requests.

Displays your outstanding change requests that require review by the relevant approvers.
* My Governed Artifacts.

Displaysalist of all artifacts currently under governance.

BAC/UCMDB Integration Features

HP Business Availability Center (BAC) monitors run-time services and collects statistics their perfromance.
These statistics enable you to verify that a service meetsits service level objectives. BAC uses aUniversal
Configuration Management Database (UCMDB).

SOA Systinet enables you to discover services stored in BAC/UCMDB.

For details about BAC/UCMDB service discovery, see BAC/UCMDB Service Discovery on page 117

) 2 Before any data transfer takes place between SOA Systinet and BAC/UCMDB, aBAC/UCMDB
server artifact must be created.

For details, see " Setting Up BAC/UCMDB Integration” in the HP SOA Systinet Administrator
Guide.

SOA Systinet artifacts correspond to UCMDB entities as follows:

SOA Systinet Artifact UCMDB Entity
Organizational unit Business Unit

Business Service Business Service for Catalog
SOAP Service Web Service
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) 2 BAC/UCMDB cannot access services directly from SOA Systinet. Y ou must integrate a UDDI
Registry with SOA Systinet and UCMDB enables you to access the service entitiesin the UDDI
Registry.

For details, see " Setting Up Registry Integration” in the HP SOA Systinet Administrator Guide and
the HP Business Availability Center documentation.

Any service artifact monitored by BAC has an extra section in Services and Tools detail pages:

Figure 24. Performance and Availability Section

Performance and Availability =
Availability (%): 100.00

Response Time 0.01

{Sec.)

Throughput 0.0g

{Calls Min.):

# of Calls: 14

# of Errors: 1]

# of SOAP Faults: 1]

Data Source: | Past sk x| ¢ = view Reportin BAC)

The Performance and Availability section displays statistics generated by BAC for the default time period.
Select Data Sour ce to refresh the information for the selected time period. Clicking View Report in BAC
to display the BAC report for the selected time period.

) 2 The default time period isPast Wek. Y ou can change this default in the configuration. For details,
see " Configuring the Default BAC Reporting Period" in the HP SOA Systinet Administrator Guide.
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Figure 25. BAC Health Report
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> Thisreport is generated from syntheti ¢ data. Use BAC to view reportsonreal data. For more
details, see the HP Business Availability Center documentation.

SOA Policy Enforcer Integration Features

HP SOA Palicy Enforcer (SOA PE) enables you to monitor the confomance of your run-time services
against your business policy.

If you integrate SOA Systinet with (SOA PE), the service information in SOA PE is accessible from the
SOA Systinet service view and SOA PE statistics are displayed for SOAP services..

) 2 Before you can access servicesin SPE from SOA Systinet, an SOA Policy Enforcer Server artifact
must be created.

For details, see" Setting Up SOA Policy Enforcer Integration” inthe HP SOA Systinet Administrator
Guide.

After SOA PE integration is complete, policies you create in SOA PE are published directly to the SOA
Systinet repository.

For details, see the HP SOA Policy Enforcer documentation.

SOA Systinet artifacts correspond to SPE entities as follows:

SOA Systinet Artifact SOA PE Entity
WS-Policy Policy

Business Service Business Service
SOAP Service Web Service

) 2 Services shared by SOA Systinet and SOA PE must have the same QName, defined by the
namespace of the WSDL describing the service and the local name stated in the wsdl - ser vi ce- name
element.
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Apart from the SOA PE policy publishing, thereisno direct import or export functionality between
SOA PE and SOA Systinet. Y ou must integrate a UDDI Registry with SOA Systinet and SOA PE
enables you to access the service entitiesin the UDDI Registry.

For details, see " Setting Up Registry Integration” in the HP SOA Systinet Administrator Guide and
the HP SOA Policy Enforcer documentation.

Services and SOAP Services have an extra section in their service view:

Figure 26. Performance and Availability Section
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For shared SOAP services the section displays SOA PE statistics.

For both business services and SOAP services, click SOA Policy Enforcer ServiceView andloginto SOA
PE to view the Policy Enforcer view of the service:
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Figure 27. SOA Policy Enforcer Service View
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Service Test Manager Integration Features

HP Service Test Manager (STM) isan HP Quality Center component that enables you to test servicesin
conjunction with Quality Center functionality.
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SOA Systinet enables you to register SOAP servicesin STM for testing. Statistics for the test results are
then available in the Services and Tools detail pages for SOAP services.

> Before any datatransfer takes place between SOA Systinet and STM, an STM server artifact must
be created.

For details, see"Setting Up STM Integration” in the HP SOA Systinet Administrator Guide.

SOA Systinet artifacts correspond to STM entities as follows:

SOA Systinet Artifact STM Entity
SOAP Service Web Service

After an STM server has been integrated with SOA Systinet, you can register SOAP servicesin STM.

SOAP Services have an extra Service Quality section in their Service and Tools detail view:

Figure 28. Service Quality Section

Service Quality =

Register in STM ~

Expand Register in STM and click the STM server to export the SOAP service to.

) 2 The SOAP service you want to register must be created in SOA Systinet by uploading a WSDL
that definesit.

For details, see Publishing Services.

Theserviceisregisteredin STM using aURL pointing to an environment specific WSDL containing
only endpoints (wsdl:port elements) for the specified STM Server environment. For more details,
seethe Download WSDL functionality in Adding Endpoints on page 93. If the STM server isnot
categorized for an environment then the original WSDL content is used.

You must log in to Quality Center and the STM services page opens.
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) 2 To be ableto register servicesin STM you must install this HP Quality Center plug-in on the
client:

® Service Test Add-in for Quality Center 9.50
Microsoft Internet Explorer must be the default browser when accessing STM.
Access STM and allow the client code to install (ActiveX) to the browser.
A registered SOAP service displays testing statistics in the Service Quality section:
Figure 29. Service Quality Section
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Use the requirement, test and defect links to open the relevant pagesin STM.

) 2 STM enables you to import services directly from SOA Systinet. For details, see the STM
documentation.
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9 Creating Services

Service creation is one of the most important aspects of SOA Systinet.

SOA Systinet makes service creation simple by breaking the process down into a set of basic procedures:

> This section assumes that Business Serviceis your primary service artifact for organizing your

SOA. SOA Systinet also enables you to manage your SOA at ahigher level using Applications or
at alower level using Operations.
For details, see Using Applications on page 102 and Using Operations on page 104.

» Creating Business Services on page 77

* Adding Contacts on page 79

e Adding Service Documentation on page 79

* Implementing Services on page 82

* Adding Service Level Objectives on page 99

» Making Services Available on page 102
Creating Business Services
Y ou can create new business services from the Dashboard or the Services tab.

To publish a new service:

1 Inthe Dashboard or Services tab New menu, click Service to open the New Business Service page:

77



New Business Service

Basic information Services » New Business Service
Service Properties =
Name: * |Fureign Exchange Service |
Description: ‘Up—tu—date exchange rates ‘
Version:

Service type: v
Failure Impact: | Medium v|

Keywords: ‘ ‘
(comima separated)

Contract Management =

Consumable: O

2 Enter thefollowing parameters:

Parameter Definition

Name The name of the new business service.

Description A description of the new service.

Version Theinitial version number of the service.

Failure Impact Select an impact from the drop-down list.

Keywords Optionally, add search terms for the service.

Contact Optionally, click Select Contact to select a service contact from the list.
For more details, see Adding Contacts on page 79.

Consumable Select to make the service available to consumers (not visiblein the Gener al
perspective).

3 Click Save to create the business service artifact.
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Adding Contacts

SOA Systinet enables you to add contacts in specified roles for a service.

To add contacts for a service:

1

In the Services view of aservice, in the Contacts section, place the cursor over Add Contact to view
the available contact roles.

Select arole for the new contacts.

Use Filter to search for the required contacts, select the contacts required, and click Add to add the
contactsin the selected role.

The available contact roles are determined by taxonomy
uddi : systinet.com soa: nodel : t axonomi es: j obRol es.

Use HP SOA Systinet Workbench Taxonomy Editor if you require different job roles. For details,
see the HP SOA Systinet Taxonomy Editor Guide.

Thereisalimitation on category values of 32 charactersfor this taxonomy.

Adding Service Documentation

Services often have associated documentation.

To add documentation to a service;

In the Servicesview of aservice, in the Documentation section, place the cursor over Add Document
to view the following options:

e From Local File
Upload a document from your local file system.

For details, see To upload a document from your local file system:
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e From Remote File

Upload a document from a remote location.

For details, see To upload a document from a remote location:
e Link toaRemoteFile

Create alink to a document on aremote location.

For details, see To link to a document on a remote location:
e From Catalog

Select a document from the collection in the repository.

For details, see To select from the list of the documentation artifacts in the repository:.

To upload a document from your local file system:

1

2

3

4

In the Servicesview of a service place the cursor over Add Document for view the available options.
Click From Local Fileto open the Local File dialog box.

Input the following parameters:

Parameter Definition

File Input a path or use Browse to locate the file on your local file system.
Type Select a document type from the drop-down list.

Description Input a description of the documentation artifact.

Optionally, expand Show Advanced Options and select the following options:

Par ameter Definition

Server Folder Input adirectory name to store the uploaded document in the repository.
View Server Folders enables you to browse the existing locations.
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Parameter

Definition

Name

Input a name for the documentation artifact.

5  Click Save to upload the document, create a new documentation artifact, and create the relationships
between the service and the documentation artifact.

To upload a document from aremote location:

1 Inthe Services view of aservice place the cursor over Add Document for view the available options.

2 Click From Remote File to open the Remote File dialog box.

3 Input the following parameters:

Parameter Definition

URL Input the URL of the remote document.

Type Select a document type from the drop-down list.
Description Input a description of the documentation artifact.

4 Optionally, expand Show Advanced Options and select the following options:

Parameter Definition

Server Folder Input adirectory name to store the uploaded document in the repository.
View Server Folders enables you to browse the existing locations.

Base URL The part of the URL location to ignore when creating the publishing location.

Name Input a name for the documentation artifact.

Synchronization Select a synchronization policy for change management. For more details,
see Synchronization Policy on page 278.

5  Click Savetoimport the document, create anew documentation artifact and the rel ationships between
the service and the documentation artifact.
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Tolink to adocument on a remote location:
1 Inthe Services view of aservice place the cursor over Add Document for view the available options.
2  Click Link to a Remote File to open the Link to a Remote File dialog box.

3 Input the following parameters:

Parameter Definition

URL Input the URL of the remote document.

Type Select adocument type from the drop-down list.
Name Input a name for the documentation artifact.
Description Input a description of the documentation artifact.

4 Click Save to create anew documentation artifact with alink to the remote document and the
relationships between the service and the documentation artifact.

To select from thelist of the documentation artifactsin therepository:
1 Inthe Services view of aservice place the cursor over Add Document for view the available options.
2 Click From Catalog to open the Browse Catalog dialog box.

3 UseFind to search for the required documentation artifact and click add to select the document from
thelist.

Implementing Services
Business services are implemented in the Services tab.

The Services view of abusiness service contains an | mplementation section:
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Figure 30. Implementations Section
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Y ou can add the following implementations types:
* Add SOAP Service
for details, see Adding SOAP Services on page 83.
e Add XML Service
For details, see Adding XML Services on page 87.
* Add Web Application
For details, see Adding Web Applications on page 89.
A SOAP Serviceis normally defined by attaching aWSDL document to it.
For details, see Adding WSDLs on page 91.

Implementations also require the creation of an endpoint to access the environment hosting the service. For
details, see Adding Endpoints on page 93.

Implementations consist of a set of methods represented in SOA Systinet as operations. For details, see
Adding Operations on page 95.

XML servicescan also be defined withan XML schemadocument. For details, see Adding an XML Service
Definition on page 97.

Adding SOAP Services

A common implementation of a business serviceisa SOAP service.
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To add a SOAP serviceto a business service:

* Inthe Services view of a service, in the Implementations section, place the cursor over Add SOAP
service to view the following options:

* Add New SOAP Service
Create a new SOAP service associated with the business service.
For details, see To create anew SOAP Service:

e From Local File
Add a SOAP service defined by aWSDL in alocal file system.

For details, see To add a SOAP service from your local file system:

) 2 This process uses the publisher functionality.

For details, see Publishing Services on page 107.

e From Remote File
Add a SOAP service defined by aWSDL in aremote location.

For details, see To add a SOAP service from aremote location:

) 2 This process uses the publisher functionality.

For details, see Publishing Services on page 107.

e From Catalog
Select a SOAP service aready in the repository.

For details, see To select a SOAP service from the repository:
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To create a new SOAP Service:

1

4

In the Services view of the service, in the Implementations section, place the cursor over the Add
SOAP Serviceto view the available options.

Click Add New SOAP Service to open the New SOAP Service page.

Input the following parameters:

Parameter Definition

Name The name of the new SOAP service artifact.

Description A description of the SOAP service artifact.

Version A version number for the SOAP service artifact.

Consumable Select to make the service available to consumers (not visible
in the General perspective).

Click Saveto create the new SOAP service and the relationships with the business service.

» Thisprocessonly createsa SOAP service artifact. Y ou must add aWSDL and then an endpoint
totheartifact in the service view of the SOAP serviceto makeit afunctioning implementation.

For details, see Adding WSDL s on page 91.

To add a SOAP service from your local file system:

1

In the Services view of aservice, in the Implementations section, place the cursor over Add SOAP
service to view the available options.

Click From Local Fileto open the Loca File dialog box.

Input the path or use Browse to locate the WSDL file on your local file system.
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» Y ou can reference a zip file containing several WSDLs, including referenced schemas.

Input a Server Folder directory location to store the upl oaded document in the repository. View Server
Folder s enables you to browse the existing locations.

Expand Show Advanced Options and select the Remove Unsynchronized artifact options to remove
relationships from previoudly related artifacts that are no longer defined in the new WSDL.

Click Saveto start the publication process for the implementations contained in the WSDL file.
Depending on the content of the file the following additional pages may appear:
a If an archive contains multiple WSDLs, select the WSDL s to publish and then click Next.

b If the selected WSDL s define multiple services, select the servicesto create and then click Next.

Review the artifacts to be created, and then click Finish.

The Services view of the service re-opens displaying the progress of the publishing task.

Toadd a SOAP service from aremote location:

1

In the Services view of aservice, in the Implementations section, place the cursor over Add SOAP
service to view the available options.

Click From Remote File to open the Remote File dialog.

Input the url of the remote WSDL file.

» Y ou can reference a zip file containing several WSDL s, including referenced schemas.

Input a Server Folder directory location to store the upl oaded document in the repository. View Server
Folder s enables you to browse the existing locations.
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5

Expand Show Advanced Options and complete the dialog with parameters:

Parameter Definition

Base URL The part of the URL location to ignore when creating the publishing location.

Synchronization Select a synchronization policy for change management. For more details,
see Synchronization Policy on page 278.

Remove Select to remove relationships from previously related artifacts that are no

Unsynchronized longer defined in the new WSDL.

Click Upload to start the publication process for the implementations contained in the WSDL file.
Depending on the content of the file the following additional pages may appear:
a If an archive contains multiple WSDLs, select the WSDL s to publish and then click Next.

b If the selected WSDL s define multiple services, select the services to create and then click Next.

Review the artifacts to be created, and then click Finish.

The Services view of the service re-opens displaying the progress of the publishing task.

To select a SOAP service from therepository:

1

2

3

In the Services view of a service, in the Implementations section, place the cursor over Add SOAP
service to view the available options.

Click From Catalog to view alist of SOAP servicesin the repository.

Click add next to the SOAP service you require to associate it with the business service.

Adding XML Services

Y ou can also associate a business service with an XML service artifact.
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Toadd an XML serviceto a business service:

* Inthe Service view of a service, in the Implementations section, place the cursor over Add XML
Service to view the following options:

e New XML Service
Create anew XML service to associate with the business service.
For details, see To create anew XML service:

e From Catalog
Select an XML service already in the repository.

For details, see To select an XML service from the repository:.

Tocreateanew XML service

1 Inthe Service view of a service, in the Implementations section, place the cursor over Add XML
Serviceto view the available options.

2 Click New XML Serviceto openthe New XML Service page.

3 Input the following parameters:

Par ameter Definition

Name The name of the new XML Service artifact.

Description A description of the XML Service artifact.

Version A version number for the XML Service artifact.

Consumable Select to make the service available to consumers (not visible
in the General perspective).

4 Click Saveto create the new XML service artifact and the rel ationships with the business service.
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» This process only creates an XML service artifact. Y ou must add an endpoint to the artifact
in the service view of the XML service to make it a functioning implementation.

For details, see Adding Endpoints on page 93.
An XML schema document can also be added to an XML service.

For details, see Adding an XML Service Definition on page 97.

To select an XML service from therepository:

1 Inthe Service view of a service, in the Implementations section, place the cursor over Add XML
Serviceto view the available options.

2 Click From Catalog to view alist of XML servicesin the repository.

3 Click add next to the XML service you require to associate it with the business service.
Adding Web Applications

Y ou can associ ate the business service with aweb application artifact.

To add aweb application to a service:

*  Inthe Servicesview of the service, in the Implementations section, place the cursor over the Add Web
Application to view the following options:

*  New Web Application
Create a new web application associated with the business service.
For details, see To create a new web application:

e From Catalog

Select aweb application already in the repository.
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For details, see To select aweb application from the repository:

To create a new web application:

1

In the Servicesview of the service, in the Implementati ons section, place the cursor over the Add Web
Application to view the available options.

Click New Web Application to open the New Web Application page.

Input the following parameters:

Parameter Definition

Name The name of the new web application artifact.

Description A description of the web application artifact.

Version A version number for the web application artifact.

Consumable Select to make the service available to consumers (not visible
in the General perspective).

Click Saveto create the new web application and the rel ationships with the business service.

» Thisprocessonly creates an web application artifact. Y ou must add an endpoint to the artifact
in the service view of the web application to make it a functioning implementation.

For details, see Adding Endpoints on page 93.

To select a web application from the repository:

1

Inthe Servicesview of the service, in the Implementati ons section, place the cursor over the Add Web
Application to view the available options.

Click From Catalog to view alist of web applications in the repository.

Click add next to the web application you require to associate it with the business service.
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Adding WSDLs
A SOAP serviceis normally defined by aWSDL.
Toadd aWSDL to a SOAP service:

* Inthe Serviceview of a SOAP service, in the SOAP Service Properties section, expand Upload W SDL
to view the following options:

e From Local File
Add aWSDL from the locdl file system.

For details, see To add aWSDL from your local file system:

» This process uses the publisher functionality.

For details, see Publishing Services on page 107.

* From RemoteFile
Add aWSDL from aremote location.

For details, see To add aWSDL from aremote location:

) 2 This process uses the publisher functionality.

For details, see Publishing Services on page 107.

Toadd aWSDL from your local file system:

1 Inthe Services view of a SOAP service, in the SOAP Service Properties section, expand Upload
WSDL to view the available options.
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Click From Local Fileto open the Local File dialog box.

Input the path or use Browse to locate the WSDL file on your local file system.

» Y ou can reference a zip file containing several WSDLs, including referenced schemas.

Input a Server Folder directory location to store the upl oaded document in the repository. View Server
Folder s enables you to browse the existing locations.

Expand Show Advanced Options and select the Remove Unsynchronized artifact options to remove
relationships from previously related artifacts that are no longer defined in the new WSDL.

Click Saveto start the publication process for the implementations contained in the WSDL file.
Depending on the content of the file the following additional pages may appear:
a If anarchive contains multiple WSDLs, select the WSDLs to publish and then click Next.

b If the selected WSDL s define multiple services, select the servicesto create and then click Next.

Review the WSDLs, services, and artifacts to be published, and then click Finish.

The Services view of the service re-opens displaying the progress of the publishing task.

Toadd aWSDL from aremote location:

In the Services view of a SOAP service, in the SOAP Service Properties section, expand Upload
WSDL to view the available options.

Click From Remote File to open the Remote File dialog.

Input the url of the remote WSDL file.

» Y ou can reference a zip file containing several WSDLs, including referenced schemas.
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4 Input aServer Folder directory location to store the uploaded document in the repository. View Server
Folder s enables you to browse the existing locations.

5  Expand Show Advanced Options and complete the dialog with parameters:

Parameter Definition

Base URL The part of the URL location to ignore when creating the publishing location.

Synchronization Select a synchronization policy for change management. For more details,
see Synchronization Policy on page 278.

Remove Select the artifact options to remove relationships from previously related

Unsynchronized artifacts that are no longer defined in the new WSDL.

6  Click Upload to start the publication process for the implementations contained in the WSDL file.
7 Depending on the content of the file the following additional pages may appear:
a  If an archive contains multiple WSDLs, select the WSDLs to publish and then click Next.

b If the selected WSDL s define multiple services, select the services to create and then click Next.

8  Review the WSDLSs, services, and artifacts to be published, and then click Finish.
The Services view of the service re-opens displaying the progress of the publishing task.

After you add aWSDL, thefunction changesto Update W SDL , enabling you to changethe WSDL associated
with the SOAP Service as required.

Adding Endpoints
Implementations require an endpoint artifact to locate the actual implementation of the service.

During a service lifecycle, a number of different endpoints may be required to represent the different
environments hosting the service, for example, devel opment, testing, and production servers.

93



To add an endpoint to an implementation:

1 Inthe Servicesview of animplementation, in the Environments section, click Add Endpoint to open

the Create New Endpoint dialog.

2 Input the following parameters:

Parameter Definition

Name The name of the new endpoint

Description A description of the endpoint

Version A version number for the endpoint artifact.

Environment If the endpoint is associated with a specific stage in the
servicelifecycle, select an environment from the drop-down
list.

Endpoint Address The URL for the actual implementation of the service

WSDL Port Name Port name defined by an associated WSDL.

Consumable Select to make the service available to consumers (not visible
in the General perspective).

3 Click Saveto create the new endpoint and the rel ationships with the implementation.

The new endpoint is added to the Environments section.
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Figure 31. Environments Section
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The environments section isarranged by environment category, which isnormally associated with aparticular

lifecycle stage.

Each environment category, contains a table of endpoints associated with implementation servers used at
that particular stage.

The following functionality is available for environments and endpoints:

e Download WSDL

Creates aversion of the WSDL, using the WSDL directly associated with the SOAP Service, and adds
appropriate definitions for the endpoints categorized for a particular environment.

 Clone

Enables you to create a copy of a particular endpoint, with an option to amend any properties.

Adding Operations

Implementations consist of a set of methods with specific functionality. These are represented in SOA
Systinet by operations.
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To add an operation to an implementation:

* IntheServiceview of animplementation, in the Operations section, place the cursor over Add Operation
to view the following options:

e New Operation
Create a new operation to associate with the implementation.
For details, see To create a new operation:

e From Catalog
Select an operation already in the repository.

For details, see To select an operation from the repository:.

To create a new operation:

1 Inthe Serviceview of animplementation, in the Operations section, place the cursor over Add Operation
to view the available options.

2 Click New Operation to open the New Operation page.

3 Input the following parameters:

Par ameter Definition

Name The name of the new operation

Description A description of the operation

Consumable Select to make the service available to consumers (not visible
in the General perspective).

4 Click Saveto create the new operation and the rel ationships with the implementation.
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To select an operation from therepository:

1 Inthe Serviceview of animplementation, in the Operations section, place the cursor over Add Operation
to view the available options.

2  Click From Catalog to view alist of operationsin the repository.

3 Click add next to the operation you require to associate it with the implementation.

Adding an XML Service Definition

XML service implementations can be defined by an XML schema document.

To add a definition toan XML service:

* Inthe Service view of an XML service, in the Definitions, place the cursor over Add Definition to
view the following options:

e From Local File
Upload an XSD file from your local file system.
For details, see To upload an XSD file from your local file system:
*  From Remote File
Upload an XSD file from aremote location.
For details, see To upload an XSD file from aremote location:
e From Catalog
Select an XML schema artifact from the collection in the repository.

For details, see To select an XML schema from the repository:
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To upload an XSD filefrom your local file system:

1 Inthe Service view of an XML service, in the Definitions, place the cursor over Add Definition to
view the available options.

2 Click From Local Fileto open the Local File dialog box.
3 Input the path or use Browse to locate the XSD file.

4 Input adirectory location nameto store the uploaded document in the repository. View Server Folders
enables you to browse the existing locations.

5  Click Saveto upload the XSD, create anew XML schema artifact and the rel ationships between the
XML service and the XML schema artifact.

Toupload an XSD file from a remote location:

1 Inthe Service view of an XML service, in the Definitions, place the cursor over Add Definition to
view the available options.

2 Click From Remote File to open the Remote File dialog box.

3 Input the following parameters:

Par ameter Definition

URL Input the remote location of thefile.

Server Folder Input adirectory name to store the uploaded document in the repository.
View Server Folders enables you to browse the existing locations.

4 Optionally, expand Show Advanced Options and input the following options:

Parameter Definition

Base URL The part of the URL location to ignore when creating the publishing location.

Synchronization Select a synchronization policy for change management. For more details,
see Synchronization Policy on page 278.
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5  Click Saveto upload the XSD, create anew XML schema artifact and the relationships between the
XML service and the XML schema artifact.

To select an XML schema from therepository:

1 Inthe Service view of an XML service, in the Definitions, place the cursor over Add Definition to
view the available options.

2 Click From Catalog to view alist of XML schema artifacts in the repository.

3 Click add next to the XML schema you require to associate it with the XML service.

Adding Service Level Objectives

Most services are offered with a set of terms describing the levels of performance the service provider
expects to mest.

) 2 This section describes adding an SLO to a business service. The functionality is the same for any
artifact that is defined as a provider.

Toadd a service level objectiveto a service:

* Inthe Servicesview of aservice, in the Service Level Objectives section, place the cursor over Add
SL O to view the following options:

* NewSLO
Create a new service level objective to associate with the service.
For details, see To create anew service level objective:

e From Catalog
Select a service level objective already in the repository.

For details, see To select a service level objective from the repository:
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To create a new service level objective:

1 Inthe Services view of aservice, in the Service Level Objectives section, place the cursor over Add
SL O to view the available options.

2 Click New SLO to open the New SLO page:

New SLO

Basic information Services > Mew SLO
SLO Properties g
HName: * |Guks Service Plan |
Description: lThe highest service level |
Version
Business Impact: | High A ‘

Service Availability: 2008-12-10 10:45:00

Service Termination: | 2008-12-31 10:45:00

Hours of Service [Always 2am) v
Operation:
Hours of Provider |WDrkd ays A ‘
Operation:

From: [B:30 To: [16:30
Objectives g

Expected Messages  [s0 |
Per Day:

Maximum Messages  [500 |

Per Day:

Daily Peak Period: [Always 2a) v
Peak [Msg/Min]: [100 |
Key Performance Indicators 2|
Throughput [is0 |
[Msg/Min]:

Response Time |5 |
[secl:

Availability [%]: lss |
Performance [%]: o] |

3 Input the following parameters which are split into sections:
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SL O Properties:

Parameter Definition

Name The name of the new SLO artifact.
Description A description of the SLO artifact.
Version Theinitia version number for the SLO.

Business Impact

Select an impact from the list.

Service Availability

Expected time of service delivery.

Service Termination

Expected time of service termination.

Hours of Service Operation

Hours of Provider Operation

Select an option from the list, and then input start and end
timesif required.

Objectives:

Parameter

Definition

Expected Messages Per Day

Maximum M essages Per Day

Number of messages.

Daily Peak Period Select an option from the list, and then input start and end
timesif required.
Peak [Msg/Min] Expected messaging capacity.
Key Performance Indicators:
Parameter Definition

Throughput [Msg/Min]

The number of calls to the service per minute.

Response Time [sec]

The time for the service to respond.

Availability [%]

The availability of the service in its operating hours.

Performance [%]

A measure of the performance of the service.

4 Click Saveto create the service level objective and the relationships to the service.
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To select a service level objective from therepository:

1 Inthe Services view of aservice, in the Service Level Objectives section, place the cursor over Add
SL O to view the available options.

2  Click From Catalog to view alist of service level objectivesin the repository.

3 Click add next to the service level objective you require to associate it with the business service.

Making Services Available
When you consider a service to be ready you can make it available for consumption.
To make a service available to consumers:
1 Inthe Servicesview of aservice, click Edit.
The Edit page for the service opens.
2  Select Consumable.
3 Click Save to make the service available for consumption.
Using Applications

SOA Systinet enables you to organize your business services into a set of applications. Y ou can use these
applications as the primary service artifact for the purposes of contract and lifecycle management.

The following sections describe how to use applications:

» Creating an Application on page 103

* Adding a Service on page 103

The following functionality for applicationsis the same as for a business service:
e Attaching documentation.

For details, see Adding Service Documentation on page 79.
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e Applying service level objectives.
For details, see Adding Service Level Objectives on page 99
» Making the application available to consumers.
For details, see Making Services Available on page 102.
Creating an Application
SOA Systinet enables you to create artifacts to represent your applications.
To create a new application:
1 Inthe Services tab New menu, click Application to open the New Application page.

2 Inthe New Application page, input the following parameters:

Parameter Definition

Name A name for the application.

Description A description of the application.

Version Theinitial version number for the application.

Alias An diasfor the application.

Consumable Select to make the application available to consumers.

3 Click Saveto create the new application artifact.
Adding a Service
An application represents a set of business services.

To add a business serviceto an application:

1 Inthe Business Services section of the application view place the cursor over Add Business Service
to view the following options:
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* New Business Service
Create anew business service as part of the application.
e From Catalog

Select abusiness service already in the repository.

2 Do oneof thefollowing:
¢ Tocreateanew business service:
1 Click New Business Service to open the New Business Service page.
2 Input the business service parameters.
For details, see Creating Business Services on page 77.

3 Click Saveto create the business service and the relationships to the application.

* Tosdect abusiness service from therepository:
1 Click From Catalog to view alist of business servicesin the repository.

2 Click add next to the business service you want to associate with the application.

Using Operations

SOA Systinet enables you to use operations as the primary service artifact for contract and lifecycle
management.

To create a new operation:
1 Inthe Toolstab Catalog Browser, click Oper ations to open the Operations browse page.

2 Click New to open the New Operation page.
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3

In the New Operation page input the following parameters:

Parameter Definition

Name The WSDL operation name (pt:plaintext). For example doGet CachedPage.
Description A description of the application.

Categories Select taxonomic categories for the operation.

Operation name

The WSDL operation name (optional, pt:plaintext). For example
doCet CachedPage.

Port Type

TheWSDL port type (optional, pt:plaintext). For example Regi st rySear chPor t .

Target Namespace

The WSDL target namespace (optional, pt:plaintext). For example
ure: Regi strySearch.

Input Types The XSD input message types (multiple pt:plaintext). For example
{http://waw w3. org/ 2001/ XM.Schena} st ri ng.

Output Types The X SD output message types (multiple pt:plaintext). For example
{http://www w3. or g/ 2001/ XM_Schema} base64bi nary.

Fault Types The X SD fault message types (multiple pt:plaintext). For example
{urn: Regi strySearch}failure.

Consumable Select to make the operation available to consumers.

4 Click Saveto create the new operation.

The Tools detail view for the operation opens. Switch to the service view to add implementations and
service level objectives.

The following functionality for operationsis the same as for a business service:
* Adding implementations.

Operations can be added to implmentations.

For details, see Implementing Services on page 82.

* Applying service level objectives.
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For details, see Adding Service Level Objectives on page 99
* Making the operation available to consumers.

For details, see Making Services Available on page 102.
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10 Service Discovery

SOA Systinet enables you to publish entire service infrastructures based on a number of different
architectures.

These methods are described in the following sections:
* Publishing Services on page 107
Publish service infrastructures using definition documents that describe them.
* Importing Services from Registries on page 113
Import service infrastructure from aUDDI Registry.
 BAC/UCMDB Service Discovery on page 117

Import service infrastructure from aBAC/UCMDB server.

Publishing Services

SOA Systinet enablesyou to upload definition documentsthat describe serviceinfrastructures. SOA Systinet
processes the content of the document and enables you to create or modify artifacts to represent this
infrastructure in SOA Systinet.

SOA Systinet can process the following definition document types:

*  Web Service Definition Language documents (WSDL)

*  Service Component Architecture documents (SCA 1.0)

e Business Process Execution Language documents (BPEL 1.1 and 2.0)

e XML Schema Definition documents (X SD)
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e Extensible Stylesheet Language Transformation documents (XSLT)
*  Document Type Definition documents (DTD)
* Any other file typeis treated as documentation.
e Archives containing the above types of files.
To publish serviceinfrastructure definitions:
1 Inthe Toolstab menu New section, click Upload Data Content.
The Upload Data Content page opens.
2 Do oneof thefollowing:
* Toupload from alocal file system:
1 Select Local File.
2 UseBrowseor input afile path.

3 Input the Server Folder to store the data content files in the repository.

) 2 Click View Server Foldersto browse the repository workspace.

e Toupload from a remote location:
1 Select Remote File.
2 Input the URL for the remote file location.

3 Input the Server Folder to store the data content files in the repository.
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) 2 Click View Server Foldersto browse the repository workspace.

3 Optionaly, expand Show Advanced Options and select from the following options:

Par ameter Definition

Base URL (RemoteFile| The final publishing location for remote resources is determined by the
only) Input URL, the Server Folder and the Base URL, asfollows. If you publish
afilefromnttp://server/sone/ path/ somefile. wsdl , Select aserver folder

I mywsdl s, and set the Base URL to http: //server/sone, the final publishing
location is/ nywsdl s/ pat h/ sonefi | e. wsdl .

Synchronization Select a Synchronization policy for change management. For more details,
(Remote File only) see Synchronization Policy on page 278.
Decomposition Select aWSDL processing level from the following options:

e Services

Process any WSDLs, create al defined content and create business
services to associate with any newly created implementations.

* Implementations

Process any WSDL s and create all defined content. Business services
are not created.

¢ None

Publish any WSDL s as artifacts with attached data content. The WSDL
files are not processed.
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Parameter

Definition

Archive Content

Select to extract an archive and process the content. If not selected, the

Processing archiveis published asa Documentation artifact with attached data content.
»»  Bydefault, thisfunctionality supports ZIP, JAR, EAR, WAR, and

BPR. Other archive types are not processed by the publisher and
are published as documentation artifacts with attached data content..
The archive types of archive that the publisher processesis
configurable. For details, see "Configuring Archive Publishing"
in the HP SOA Systinet Administrator Guide.

Remove If aWSDL isrepublished the artifacts it references may change and

Unsynchronized previously created artifacts may no longer be required. Select artifact types

to remove the relationships with these obsolete referenced artifacts.
Click Next.

The publisher analyzes the content of the selected files and services and the Publishing Overview page
opens. Thispagedisplaysalist of the content of the file and a decomposition of any WSDLs. The page
displays the artifacts to create or modify and a publishing status compared to existing artifacts.

» This process may take some time.

The content is listed with the following possible statuses:

* New

A new artifact will be created.

e Changed

The artifact already exists and will be updated.
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e Duplicate

A similar artifact exists, usually in adifferent publishing location.
e Error

The publisher encountered an problem processing this content.
* ldentical

Anidentical artifact exists, usually in the same publishing location.
e Kept

An existing artifact referenced by a previous version of the defining document that retains any
existing relationships.

e Unsynchronized

An existing artifact referenced by a previous version of the defining document that loses any
existing relationships.

e Warning

Additional warnings reported.

» Itis possible for particular content to have multiple statuses.

If there are any publishing problems, awarning box displays and you can click Detailsto view the
specific problems for particular content.

Select the file content to publish and then click Finish.

Publishing may involvelarge numbers of artifacts. SOA Systinet executes publishing as an asynchronous
task.

When publishing starts, the Publishing page opens with an information bar showing the progress of
the task.
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Publishing of 'uddi_wsdl.zip'

Report - Publishing Services = View Report

T T

General =

Views ~ Toole ~  Governance -

Status: Mot complete (refresh)

Started at: Dec 3, 2008 10:54:33 AM
Started by: HP S0OA Administrator { petr.fiedler@hp.com )

Report Data

_

146 ltems [1]2 3 4 5

S S [T

approval_production.xsd approval_production.xsd Dec 3, 2008 10:54:53 AM
approval_checker xzd approval_checker xzd New Dec 3, 2008 10:54:53 AN
category.wsdl category.wsdl New Dec 3, 2008 10:54:51 AM
x=itZuddi_v3.wsd| x=sitZuddi_v3.wsd| New Dec 3, 2008 10:54:50 AM
xzd2uddi_v3.wsdl xzdZuddi_v3.wsadl New Dec 3, 2008 10:54:50 AM
xmiZuddi_v3.wsd| xmiZuddi_v3.wsd| New Dec 3, 2008 10:54:50 AM
wedZuddi_v3.wsd| wadZuddi_v3.wsd| New Dec 3, 2008 10:54:50 AN
wedlZuddi_vZ. wsdl wedlZuddi_vZ. wadl New Dec 3, 2008 10:54:50 AM
group.xsd group.xsd New Dec 3, 2008 10:54:50 AN
uddi_vscache_v3.wsad| uddi_vscache_v3.wsad| New Dec 3, 2008 10:54:50 AM
uddi_vs_v3.wsdl uddi_vs_v3.wsdl New Dec 3, 2008 10:54:50 AN
uddi_v3subscriptionListener xzd uddi_v3subscriptionListener xzd New Dec 3, 2008 10:54:50 AM
approval xsd approval xsd New Dec 3, 2008 10:54:49 AN
taxonomy_55.x=d taxonomy_55.x=d New Dec 3, 2008 10:54:49 AN
category_binding.wsd| category_binding.wsd| New Dec 3, 2008 10:54:49 AN
uddi_subr_v3.w=d| uddi_subr_v3.w=d| New Dec 3, 2008 10:54:49 AN
uddi_sub_v3.wsd| uddi_sub_v3.wsd| New Dec 3, 2008 10:54:49 AN
uddi_custody_v3.wsd| uddi_custody_v3.wsd| New Dec 3, 2008 10:54:49 AN
UDDLAPLV3 uddi_api_v3.wsdl New Dec 3, 2008 10:54:49 AM
UDDLAPL V3_EXT uddi_api_v3_ext. wsdl New Dec 3, 2008 10:54:49 AM
123 +s .. @A

Publishing executes asynchronously so you can continue with other work while the task finishes.

Y ou can monitor tasksin progressin the Dashboard My Task Results portlet. For details, see My Task
Results Portlet on page 39.

The Publishing Report displaysthe current status of the task, with an option to Stop thetask if required.
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The Report Data section displays the results for each published artifact.
Click Refresh to update the Report Data section while publishing isin progress..

7 After publishing is complete, there is an option to Undo Changes. Click Undo Changes to undo
changes to published artifacts. This also executes as an asynchronous task.

» Undo only appliesto the revision of the artifact created by publishing. Any subsequent
modifications of an artifact change its revision and the Undo option will not rollback these
artifacts.

) 2 SOA Systinet also uses the definition document processing functionality of the publisher if you
publish a document using the following functionality:

* Adding documents to SOA Systinet with an associated external resource.
For details, see Adding Documentation on page 256 and Managing Definition Dataon page 259.
* Adding a SOAP Service implementation to a business service.
For details, see Adding SOAP Services on page 83.
e Adding aWSDL to a SOAP Service implementation.
For details, see Adding WSDL s on page 91.
* Adding an XSD definition to an XML service.

For details, see Adding an XML Service Definition on page 97.

Importing Services from Registries

SOA Systinet enables you to import services and associated entities from a UDDI Registry.
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Before any datatransfer takes place between SOA Systinet and aUDDI registry, aregistry artifact
must be created, registry certificates must be imported to SOA Systinet, and the taxonomies must
be synchronized.

For details, see "Registry Setup and Configuration” in the HP SOA Systinet Administrator Guide.

Toimport datafrom a UDDI registry:

1

In the Tools tab menu, under Registry Content, click Import Registry Content to open the Import
Artifacts from Registry page.

In the Import Artifacts from Registry, select aregistry from the drop-down list or click New, to create
anew registry artifact.

For details about creating aregistry artifact, see " Creating a Registry Artifact” in the HP SOA Systinet
Administrator Guide.

Click Next to set the import details:

114



Import Artifacts from Registry

Select Data Tools = Import Arifacts from Registry

The following dats iz in the UDDI Registry. Select the data to import to the Repository.

Registry Name: HF S0A Registry at registry003

Default o INone - no synchronization performed LI

synchronization

policy:

Select the type of I Business Entities LI

data:

m 9 tems
Description

| A Czvmal Mode The Operational Business Entity represents this UDDI registry.

- Account Services Account Services provides services related to account information, transfer...

| Customer Management System Customer relationship and management system

- Document Services Provides access to company forms

| Headguarter Headguarter department

- HR HR department

| T IT department

- Outlet Locstar Service for locating electrical outlets

| Transaction Services Middlevvare applications for posting transactions with high performance SLA

A R

3 Input the following parameters:

Parameter Definition

Registry Name The target registry to import data from

Default synchronization| Select apolicy from thedrop-down list. For more details see Synchronization
policy Policy.

Select the type of data | Select entity type to populate the table

4 UseFind tofilter that data set.
5  Select datafrom the registry to import and then click Next.

6 Inthe summary page, verify the datato be imported, and then click Finish.
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If you are importing a business entity, all its business services are imported aswell, and if
you areimporting abusiness service, al its binding templates are also be imported. If asingle
business entity isimported then input a service name and description for the new business
service artifact to associate with the imported items.

Any imported endpoints, are categorized with the same environment category that categorizes
theregistry server artifact.

When theimport process begins, an import report is created. This process takes sometime so click Refresh
every so often - you may have do this several times until the report is complete (and Refresh disappears).

When the import is complete, click one of the Registry Import Reportsin the Sub report section to view
the import report details for that entity.

The most important part of the report is the Report Data section:

Report Data =
Registry: HF S0A Registry at registry003

State Type Artifact Name Uddi Registry Key Status

IMPORTED Business Service AccourtService ucldli: fE04cff0-340a-11d9-abbf-f0870520abbt MEWY

IMPORTED Binding Template hittp: Mexample comfaccountsyoiaccount ulddi: {62 f0-3400d-11 d9-abb{-f0570520abbf MEWY

This report shows exactly what was imported, and the import status of all the imported items.

Parameter Definition
state State Description

IMPORTED The item was successfully imported.

EXPORTED Theitem was successfully exported.

DELETED Theitem (Business Service or Binding Template) was del eted
from the UDDI registry during export because the
corresponding artifact had been deleted in SOA Systinet.

FAILED An error occurred during the export/import of the item.
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Par ameter Definition
type The UDDI entity type: Business Entity, Business Service or Binding Template
artifact name The SOA Systinet artifact name

uddi registry key

The unique id of the corresponding UDDI entity

status

The synchronization status before the import/export was performed

BAC/UCMDB Service Discovery

SOA Systinet enables you to import services from the Universal Configuration Management Database
(UCMDB) used by HP Business Availability Center (BAC).

) 2 BAC/UCMDB server must be integrated with SOA Systinet.

For details, see " Setting Up BAC/UCMDB Integration” in the HP SOA Systinet Administrator

Guide.

Toimport servicesfrom BAC/UCMDB:

1 Inthe Services tab menu Service Discovery section, click BAC/UCMDB .

The BAC/UCMDB Service Discovery page opens.

2 Click Start Discovery.

A task progress information bar opens with alink to the discovery process report.
BAC / UCMDB Service Discovery

Dizcovered Services

Services » BAC / UCMDE Service Discovery

Select zervices you want te govern, reassign or categorize (dizcoversd services cannot be accesssd by users unlezs you "Apply Governance™).

Information: (Step 2 of 3) Storing disco

ered artifacts... Click here for detailed report. -44

Thetask consists of the following stages:

1 Read the data from the BAC/UCMDB server.
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2 Storethediscovered datain the SOA Systinet repository.

3 Update relationships between artifacts in the repository.
Discovery executes asynchronously so you can continue with other work while the task finishes. SOA
Systinet notifies you by e-mail when the task is complete.

Y ou can monitor tasks in progress in the Dashboard My Task Results portlet. For details, see "My Task
Results Portlet".

Y ou can view the progress and results of the discovery task by clicking Click herefor detailed report in
theinformation section of the BAC/UCMDB Service Discovery page. Thereport showsatable of discovered
and stored artifacts and if the task is still executing, the task progress bar is displayed with an additional
option to stop the task.

Tostop arunning BAC/UCMDB discovery task:

1 Inthe BAC/UCMDB Service Discovery page, in the task progressinformation bar, select Click here
for detailed report.. The Report - BAC Discovery Tool page opens.

2 Click Stop.

The task does not stop immediately. The import of data stops, but SOA Systinet ensures that the data
imported is consistent by updating the rel ationships between stored artifacts.

If you execute discovery again, the data not imported the first time is re-discovered and then imported.

Y ou can schedule BAC/UCMDB Discovery to execute at a set time or on periodic basis. Click Schedule
Task and set the execution details. For details, see Setting a Schedule on page 285.

If atask already exists, Set Scheduleis replaced with and information bar displaying the next scheduled
discovery execution time.
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Figure 32. BAC/UCMDB Service Discovery

BAC / UCMDB Service Discovery

Dizcoversd Servicezs Services » BAC / UCMDB Service Discovery

Select zervices you want te govern, reassign or categorize (dizcoversd services cannot be accesssd by users unlezs you "Apply Governance™).

Schedule Task Start Discovery

Services to be Governed =
[ Filter |[EETUEN Sclect Action |- [EERYUEYC 1231tems [ 1 . = ¢ = 8[7]
L e e e P
| Currency Convertor  SOAP Service None None Unknown
|:| Analphabet Service SOAP Service Dizgraphy, Dislexy Diagnosiz To be Governed
|:| Alphabet Service SOAP Service Alphabet L-Z, Alphabet A-K Reading Book, Listening To be Governed
FUTIEY Select Action |-/ [JEERUCYE 123ttems {1 . = ¢ = &8[7]

Apply Governance Mark as Rogue Mark as Infrastructure

After adiscovery task, the BAC/UCMDB Service Discovery page is populated with alist of servicesfrom
the BAC/UCMDB server that are not already in governancein SOA Systinet, or have not been marked as
rogue or infrastructure.

) 2 Any discovered endpoints are categorized with the same environment category applied to the
BAC/UCMDB server artifact.

Y ou can process services imported from BAC/UCMDB.
For details, see the following sections:
» Governing Discovered Services on page 120
Put servicesinto a governance lifecycle process.
* Marking Discovered Services as Rogue on page 122

Mark discovered services as unnecessary and ignore them in subsequent discoveries.
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» Marking Discovered Services as Infrastructure on page 122

Mark discovered services as background services and ignore them in subsequent discoveries.

) 2 These functions are not available if there is a discovery task in progress.

After discovery, services are monitored for changes and can be synchronized.
For details, see Synchronizing Discovered Services on page 123.
In addition, you can use bulk operations on these services using the functionality in the Actions menu.

These actions are the same as those in Services list views.

Governing Discovered Services
Y ou can start lifecycle management for the services imported from BAC/UCMDB.

The govern discovered service process checks the repository for matching artifacts and resolves potential
conflicts. The default rules for a conflict are determined by a configuration file. The default behaviour is
to check for artifacts with matching nane properties. For SOAP Services, SOA Systinet checks for matching
servi ceName and ser vi ceNamespace properties before checking the nane.

A matching Business Service, SOAP Service, or Organizational Unit in the repository is assumed to be the
same entity discovered in BAC/UCMDB. The artifact propertiesin the repository version are overwritten
by the properties of the discovered entity. These properties are defined by a mapping file.

Any existing relationshipswith the existing repository artifact are preserved with the exception of previously
discovered entities. For example, aBusiness Service created in SOA Systinet isimplemented with a SOAP
Service previoudy discoveredin BAC/UCMDB. The samebusiness servicein BAC/UCMDB hasthe SOAP
service removed and is then discovered. SOA Systinet removes the relationship to that SOAP Service.

In the event that there are two or more artifactsin SOA Systinet that conflict with adiscovered entity, you
must resolve the conflict manually as described in To govern discovered services..
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To govern discover ed services:

1

In the Services tab menu Service Discovery section, click BAC/UCMDB.

The BAC/UCMDB Service Discovery page opens.

Select the services to enter into governance, and click Apply Gover nance.

The Govern Discovered Services page opens.

If the default governance processis not the correct process, use Change to select one.

Select the lifecycle stage at which to enter the governance process, and select Stage Completed if all
the requirements of the lifecycle stage are complete.

Do one of the following:

» If there are no unresolved conflicts, click Save to enter the service into the selected governance
process.

The BAC/UCMDB Service Discovery page re-opens and the newly governed serviceis removed
from thelist of discovered services.

e |f there are conflicts that require manual resolution, click Next.

The Resolve Ambiguities page opens.

Do any of the following:
* Toleavethe discovered entities ungoverned, select the entities and click Skip.

e To create anew artifacts without merging with existing ones, select the entities and click Mark
as New.

« Tomergeadiscovered entity with an existing artifact, click Map to for the entity, select the artifact
to merge and click OK.

Each action changes the Resolve as status.

121



7 Do one of the following:
« |If there are conflicts for another artifact type, click Next and return to Step 6 for that artifact type.

*  When al the conflicts are resolved, click Finish to perform your selected actions.

Marking Discovered Services as Rogue

Some of the discovered services may not be useful or necessary. Marking them asrogue makestheminvisible
in the SOA Systinet Ul and ignores them in subsequent discovery processes.

Tomark adiscovered service asrogue:

1 Inthe Services tab menu Service Discovery section, click BAC/UCMDB.
The BAC/UCMDB Service Discovery page opens.

2 Select the services to mark as rogue, and click Mark as Rogue.
The Govern Discovered Services page opens.

3 Review thelist of services, and then click Mark as Rogue.

The BAC/UCMDB Service Discovery page re-opens and the rogue service is removed from the list
of discovered services.

Marking Discovered Services as Infrastructure

Some discovered services may beinternal parts of third party products. Marking them as infrastructure
makes them invisible in the SOA Systinet Ul and ignores them in subsequent discovery processes.

Tomark adiscovered serviceasinfrastructure:
1 Inthe Services tab menu Service Discovery section, click BAC/UCMDB.
The BAC/UCMDB Service Discovery page opens.

2  Seect the services to mark as infrastructure, and click Mark as I nfrastructure.
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The Govern Discovered Services page opens.
3 Review thelist of services, and then click Mark as I nfrastructure.

The BAC/UCMDB Service Discovery page re-opens and the infrastructure service is removed from
thelist of discovered services.

Synchronizing Discovered Services

Services discovered in BAC/UCMDB and entered into governance in SOA Systinet are monitored for
changes.

The Service Discovery section of the Services view of a discovered services displays the source of the
service, and it synchronization status:

Service Discovery =

Production BAC 7.5 Synchronized detailz | import

Click details to view more information about the status and source of the discovered service.

Click import to update the SOA Systinet artifact with the latest changes from BAC/UCMDB.

123



124



11 Litecycle Governance

SOA Systinet provides functionality that enables you to manage the lifecycle of artifacts by creating
governance processes. Each artifact can then be associated with a different governance process.

SOA Systinet enables you to manage a hierarchy of artifacts, agovernance tree. The primary artifact isthe
top level of agovernance tree, related child artifacts are secondary artifactsin the governance tree. For
example, a business service and its implementations.

The governance tree enables you to move these related artifacts through the same governance process
together, while applying different task, policy, and approval conditionsto primary and secondary artifacts.

In the Services tab, the L ifecycle section gives access to these features:

Lifecycle

Governance Dashhboard
Governance Processes
Promotion Requests History

* Governance Dashboard

Opens an overview page of governance records in which you have an interest.
» Governance Processes

Opens an overview page of all governance processes.
e Promotion Requests History

Opens an overview page of al resolved (historical) promotion requests.
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) 2 Thelifecycle process described in this chapter isbased on the standard lifecycl e taxonomy provided
with SOA Systinet. Y ou can modify thelifecycletaxonomy with using HP SOA Systinet Taxonomy
Editor.
For details, see the HP SOA Systinet Taxonomy Editor Guide.
The lifecycle management procedures are described in the following sections:
» Defining Governance Processes on page 126
* Managing Governance Processes on page 139

» Governing Artifacts on page 140

» Lifecycle Reports on page 148

Defining Governance Processes

Governance is a combination of processes, practices and tools which facilitate the lifecycle of artifacts.
SOA Systinet lifecycle governance enables the successful management of processes, their associated stages,
and the creation and management of approval processes, tasks, and policies.

) 2 Only the Administrator can create a governance process.

The creation of a governance process is described in the following sections:
» Creating a Governance Process on page 127
Explains how to create an initial governance process.
e Defining Lifecycle Stages on page 130
Explains how to define lifecycle stages of primary and secondary artifacts.

» Copying Lifecycle Stages on page 137
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Shows how to copy previously defined lifecycle stages.
* Removing Lifecycle Stages and Definitions on page 138

Shows how to delete previously defined lifecycle stages.
» Cloning a Governance Process on page 138

Describes how to clone an existing governance process.
Creating a Governance Process
Thefirst stage in artifact lifecycle management is the creation of a governance process.
To create a new gover nance process:

1 Inthe Lifecycle menu of the Servicestab, click Gover nance Processes to open the Governance
Processes page, and then click New.

The New Gover nance Process page opens, as shown in Figure 33.
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Figure 33. New Gover nance Process

New Governance Process

Basic information Services » Governance Processes » New Governance Process

General ]
Reguired Fieids: *
Name: * [ ]
Description: |
Applicable To Artifact Type =]
Primary: * m
Secondary: =3
Process Details =]
Default: ]
Stages:* Lifecyele Stages

Candidate

Initial

v

Production

Deprecated
Retired

In the General pane, enter a Name and Description for the governance process.

In the Applicableto Artifact Type pane, select the Primary (required) and Secondary (optional)
artifacts to be governed.

To select artifact types, do the following:
e Click Edit to open alist of available artifact types.

»  Browse or use the Quick Find box to select the artifacts you need and click OK.
In the Process Details pane, define the lifecycle stages for the governance process, as follows:

e If you want this process to be used automatically when defining further governance processes,
select the Default check-box.
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e The Starting Stage is automatically set to Candidate and all lifecycle stages are selected.

De-select the check-box of the lifecycle stages you do not need.

To reorder lifecycle stages, drag and drop stages to the order you require.

Click Save.

The new governance process opensin the View Governance Process page, as shown in Figure 34.

Figure 34. View Governance Process

Test

Governance Process (Draft)

Applicable To

Services » Governance Processes » View Governance Process

[ ruvion | cone Jcan  oeee |
=]

Primary: Business Senice

Secondary: Endpeint, Implementation

Process Details

]
Default: No
Starting Stage: Candidate
Stages: Candidate, Initial, Design, Development, Testing, Production, Deprecated, Retired
Published: Ne
Stage Definitions =]
Artifact Type | Stage Promotion Approval Rollback Approval Tasks. Policies Actions.
B [0 susiness service 08 08 08 08 08 View All Stages

O candidate No No 0 0 0 Edit

[ inital No No 0 0 0 Edit

[ Design Ho Ho 0 0 0 Edit

[] Deveiopment No No 0 0 0 Edit

O Testing No No 0 0 0 Edit

[ Production No No 0 0 0 Edit

[] Deprecated Ho Ho 0 0 0 Edit

[] Retired No No 0 0 0 Edit
Actions: Add Stage Definition -

»

Thisis anew governance process, so the default Published statusis No.
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Defining Lifecycle Stages

Lifecycle stages represent important milestonesin the governance process. Lifecycle stages and their order
are defined in the governance process definition.

Each lifecycle stage consists of a set of conditions described in the following procedure:
To definelifecycle stages:

1 Inthe Lifecycle menu of the Services tab, click Gover nance Processes to open the Governance
Processes page, and then click the name of the required process.

The Governance Process page opens.
2 Do one of thefollowing:
* Toset astagedefinition for primary artifacts:

* Inthe Stage Definitions pane, expand the primary artifact node to open the list of defined
stages and click Edit next to the stage you want to modify.

The Edit Stage Definition page opens.

* Toset astage definition for secondary artifacts:

1 Inthe Stage Definitions pane, navigate to and click Add Stage Definition to open the drop-
down list, and then select the name of the secondary artifact you want to define a stage for.

The New Stage Definition page opens.

2 Inthe Stage field, open the drop down list of available stages and select the one you want to
define.

3 Inthe Stage Definition Page, do any of the following:

» Definethe next stage in the lifecycle (primary artifact types only).

130



For details, see Defining the Next Lifecycle Stage on page 131
e Set approvers for promotion and rollback.
For details, see Defining Promotion and Rollback Approvers on page 132.
« Define tasks to complete before promotion.
For details, see Setting Stage Definition Tasks on page 133.
e Set policiesto comply with before promotion.
For details, see Setting Stage Definition Policies on page 134.
« Define automatic actions to execute when alifecycle transition occurs.
For details, see Defining Automatic Actions on page 134.

Click Save to save the Stage Definition and return to the Governance Process page.

) 2 A valid stage definition must contain at least one of the above conditions.

) 2 To view definitions of all stages of a specific artifact type, click the artifact name in the Stage
Definitions pane to open the Stage Definitions page.

All stage details are listed. Y ou can edit or copy a stage definition using Edit or Copy.
Defining the Next Lifecycle Stage

By default, the order of lifecycle stagesin a governance process is determined by the order of stages set
during process creation. For each individual stage, you can determine the next lifecycle stage for primary
artifact types.

To definethe next lifecycle stage:

1 Inthe Next Stage field, click Edit to open the Select a Stage section.
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2 Select the next lifecycle stage, and then click OK.

The Next Stage field updates with the new details.

) 2 Y ou can select multiple next stages. In this case, the stage to promote to is determined when a
Request for Promation is made. For details, see Submitting a Promotion Request on page 143.

Detining Promotion and Rollback Approvers

For each lifecycle stage in a governance process you can define a unique set of approvers. The approvers
determine whether the artifacts governed by the process are ready to move to the next lifecycle stage or to
rollback to the last stage.

To define approversfor promotion or rollback:
1 Next to Promotion or Rollback, click Set Approversto open the Set Approvers page.
In the Set Approvers page, do any of the following:
e Toadd anindividua voter:
1 Select the Userstab.

2 Inthe Search for field, enter the user name to locate (use an asterisk (*) as awildcard), and
then select whether you want to search by Full Name or Login Name from the drop down
menu.

3 Click Go to show matching search results.
4 Click Select next to the user name to add as an approver.
The selected voter is added to the Approverslist.

5  Select the Required check-box for an approver to make their voter mandatory.

 Toremoveindividual voters, select the check-box next to their name, and then click Remove.

The selected voters are removed from the Approvers list.
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e Toadd agroup voter:
1 Select the Groupstab.
2 Inthe Search for field, enter the group name to locate (use an asterisk (*) as awildcard).
3 Click Go to show matching search results.
4 Click Select next to the group to add as an approver.
The selected group is added to the Approverslist.

5 InRequired Votes, enter the number of votes required from group members.

* Toremove groups, select the check-box next to the group name, and then click Remove.
The selected groups are removed from the Approvers list.

e To set aminimum number of votes, expand Show Advanced Options and set a required number
of votesin Minimum Total Votes.

Click OK to save the approvers and return to the Stage Definition page.

The Promotion or Rollback field displays the new details.

Setting Stage Definition Tasks

Y ou can define a set of manual tasks to perform as part of alifecycle stage.

Toadd atask:

1

2

Inthe Tasksfield, click Add to open the Add Task section.
Enter a name and description for the task.
Select Completion Tracking if the task must be complete prior to stage promotion.

Click Add.
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The new task is added to the Tasks field.
To edit an associated task, click Edit in the task row, edit the parameters as required, and then, click OK.
To remove tasks, select the check-box next to the task name, and click Remove.
Setting Stage Definition Policies
Y ou can define a set of policies to validate artifact compliance as part of alifecycle stage.
Toadd a palicy:
1 Click Add to open the Add Policy section.

2 Inthe Search for field enter the policy text to locate (use an asterisk (*) as awildcard), and select
whether to search by nhame or description.

3 Click Go to show matching search results.
4 Toadd policies, select the check-box next to the policy name, and then click Add.
The selected policies are added to the Policies field.
5  Sdlect Required for policies that must pass validation prior to stage promotion.
To remove associated policies, select the check-box next to the policy name, and click Remove.
Defining Automatic Actions
When an artifact changes lifecycle status you may want to change some of its properties.

Automatic Actions enable you to define a number of property changesto trigger automatically when a
specified lifecycle change occurs.

The types of action available and the lifecycle events that trigger them are described in Table 1 and Table
2.
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Table 1. Automatic Action Types

Action

Description

Change Access Rights

Modify read and write access for artifacts governed by the
process.

Notify

Send notification e-mailsto users about lifecycle status changes.

Disable Consumption

Prevent the creation of new contracts.

Enable Consumption

Allow the creation of new contracts.

Change Owner

Modify the user responsible for the artifacts governed by the
process.

) 2 Only events applicable to artifacts governed by the lifecycle process are available.

Table 2. Automatic Action Triggers

Trigger

Description

Entering Stage

Execute actions when artifacts begin a new lifecycle stage.

Promotion Started

Execute actions when a promotion request is made.

Promotion Cancelled

Execute actions when a promotion request is cancelled.

Promotion Failed

Execute actions when promotion fails because of failed
compliance or rejection by approvers.

Promoation Succeeded Execute actions when promotion is approved and the artifact
isunlocked for editing.

Rollback Started Execute actions when arollback request is made.

Rollback Cancelled Execute actions when arollback request is cancelled.

Rollback Failed Execute actions when rollback fails.

Rollback Succeeded

Execute actions when rollback is approved and the artifact is
unlocked for editing.

Leaving Stage

Execute actions when artifacts leave the current stage.
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Not all triggers are available for each action. Only triggers relevant for a particular event are
available, or in some cases automatically selected.

To add an automatic action:

* Inthe Actions section, expand Add Action and select one of the following actions:

Change Access Rights

The Change Access Rights page opens.

For details, see "Access Rights' in the HP SOA Systinet Administrator Guide.
Notify

The Notification Message page opens.

For details, see Notifications on page 253.

Disable Consumption

The Disable Consumption action is added to the lifecycle stage.

When promotion is approved and before the artifact is unlocked for editing, the automatic action
changes the consurabl e property to Fal se, disabling the creation of new contracts.

For details, see Chapter 12, Managing Contracts.

) 2 Any existing contracts remain valid.

Enable Consumption
The Enable Consumption action is added to the lifecycle stage.

When promotion is approved and before the artifact is unlocked for editing, the automatic action
changes the consurmbl e property to True, enabling the creation of new contracts.
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For details, see Chapter 12, Managing Contracts.

» Consumers of previous major versions of the artifact are automatically notified about the
availability of the new version.
e Change Owner

The Change Owner page opens.

For details, see Changing Artifact Ownership on page 249.
To edit an action, click Edit in the action row to open the Edit page and see the relevant section for adding
that type of action.
To remove actions, select the check-box next to the action name, and click Remove.
Copying Lifecycle Stages
SOA Systinet enables you to define lifecycle stages by copying details from one lifecycle stage to another.
To copy alifecycle stage definition:

1 Inthe Stage Definitions pane, expand the required artifact typeto view available stages, and then click
Copy next to the stage that you want.

The Copy Stage page opens.
2 Inthe Destination pane, do the following:

* Inthe Stagefield, click Edit to open alist of available stages, select the destination stages you
need, and then click OK.

* Inthe Artifact Typefield, click Edit to open alist of available artifacts, select the destination
artifacts, and then click OK.
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3 Inthe What To Copy pane, select whether to copy the associated approvals, rollbacks, tasks, policies,
or automatic actions from the source stage, and then click Save.

The destination stages are updated in the Stage Definition pane.
Removing Lifecycle Stages and Definitions

Lifecycle stages consist of two elements, the stage itself as a step in the lifecycle process and the stage
definition which describes the associated tasks, policies, and actions.

To remove a stage definition:

1 Inthe View Governance Process page, in the Stage Definitions pane, expand the artifact typesto view
their stage definitions.

2 Select the check-boxes for the stages to remove and click Remove.

Primary stage definitions are reset to empty lifecycle stages with no associated tasks, policies, or
actions. The stage itself remains as a step in the governance process.

Secondary artifact stage definitions are removed from the process.
Todelete alifecycle stage:
1 Inthe View Governance Process page, click Edit to open the Edit Governance page.
2 Inthe Process Details section, de-select any stages that the process does not require, and click Save.

The governance process is reset with the next stage for each lifecycle stage set to match the order of the
remaining lifecycle stages.

Cloning a Governance Process
Creating governance processes can take some time. SOA Systinet includes a feature which enables you to

create a new governance process with parameters based on an existing governance process, enabling one
process to be used as atemplate in the creation of others.
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To clone a gover nance process.

1 Inthe Lifecycle menu of the Servicestab, select Gover nance Processes to open the Governance
Processes page.

2 Click the required process to open the Gover nance Process page, and click Clone.

3 To edit the cloned governance process, click Edit and follow the procedure from Step 2 of Creating
a Governance Process on page 127.

Ma nag i ng Governance Processes

Before a governance process can be successfully used, you must publish it.

The publication and management of a governance process is described in the following sections:
*  Publishing a Governance Process on page 139

» Deprecating a Governance Process on page 140

» Deleting a Governance Process on page 140

Publishing a Governance Process

After creating a governance process, the next step is to make it available for the governance of artifacts.
To publish a gover nance process:

*  From the Lifecycle menu of the Servicestab, click Gover nance Processes to open the Governance
Process page, and then do one of the following:

e Select the check-box next to the name of the governance process you need and click Publish.

» Click the name of the governance process you need to open the Governance Process page, and
click Publish.

This governance process is now available to be used in the governance of primary and secondary artifacts.
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Deprecating a Governance Process

If you need to make a governance process unavailable for the governance of artifacts, you can deprecate

it.

To deprecate a gover nance pr ocess:

From the Lifecycle menu of the Services tab, click Gover nance Processes to open the Governance
Process page, and then do one of the following:

«  Select the check-box next to the name of the governance process you need and click Deprecate.

» Click the name of the governance process you need to open the Governance Process page, and
click Deprecate.

The governance process is deprecated and its statusis changed to Depr ecated and is not available for
the governance of artifacts until it is published.

Deleting a Governance Process

If agovernance processis no longer being used in the governance of artifacts, you can deleteit.

To delete a gover nance process.

From the Lifecycle menu of the Services tab, click Gover nance Processes to open the Governance
Process page, and then do one of the following:

e Select the check-box next to the name of the governance process you need and click Delete.

» Click the name of the governance process you need to open the Governance Process page, and
click Delete.

The governance process is deleted and is no longer available to be used in the governance of artifacts.

Governing Artifacts

During the process of artifact governance, each lifecycle stage represents an important milestone. Depending
on the configuration of thelifecycle stage, requestsfor promotion to the next lifecycle stage require approval.
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The Administrator has the ability to change governance processes, lifecycle stages, and to force
promotion without approval. A user with write permission is able to switch artifacts to another
governance process if the new governance process governs the same artifact structure.

Y ou can do this from the Manage Governance page of the artifact Stage Details.

The governance of artifactsin alifecycle is described in the following sections:

Starting Artifact Governance on page 141

Managing Associated Policies and Tasks on page 142
Submitting a Promotion Request on page 143
Submitting a Rollback Request on page 144

Handling Promotion and Rollback Requests on page 145
Ending Artifact Governance on page 147

Promotion History on page 147

Starting Artifact Governance

This function enables the governance of an artifact that is not currently governed, and where the artifact
will act asthe primary artifact in an existing governance process.

To start governing an artifact:

1

From the browse page of any ungoverned artifact, open the Governance menu and select Start
Governance.

The Start Governance page opens.

In the Process field, select the process you want to use and click OK.
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Managing Associated Policies and Tasks

To ensure promotion of stages, it isimportant that you successfully manage policies and tasks associated
with an artifact under governance.

To manage policies associated with a governed artifact:

1 From the browse page of any governed artifact, navigate to the Governance pane and click Status.

The Stage Details page opens, as shown in Figure 35.

Figure 35. Stage Details

Weather Service
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Services > View Business Service > Stage Detals

Navigation
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Artifact: Weather Service

‘Governance Process: Default Lifecycle

Approved Stage: None

Working Stage: Candidate (rev. 2)

Status: Stage in Progress (since Dec 3, 2008 10:31:41 AM)

Tasks

Hame Description

Completion
Provide Business Requirements

2 InthePolicies pane, do one of the following:

Click Run Validation next to the policy you need to validate.

If the result of validation isavailable, it is shown in the Last Result column of the Policies pane.

Click Remove next to a policy name to delete it.

» Thisoptionis only available if you are the Administrator.

142



To manage tasks associated with a governed artifact:
1 From the browse page of any governed artifact, navigate to the Governance pane and click Status.
The Stage Details page opens.

2 Inthe Tasks pane, depending whether the Completion column showsthe task asincomplete or complete,
you can click Mark as Complete or Mark as | ncomplete to change the status.

» Thisfunctionality is also available from the To Do sidebar. For details, see Sidebar on page
66.

To manage policies and tasks for related artifacts, click the artifact name in the Navigation pane and follow
the procedures To manage policies associated with a governed artifact: and To manage tasks associated
with agoverned artifact:.

Submitting a Promotion Request

When an artifact with an associated approval process definition requires amendment you must request
approval.

) 2 Promoation can only be requested on a primary artifact and only when al mandatory tasks are
complete on all related artifacts.

To submit a promotion request:

1 From the browse page of any governed primary artifact, navigate to the Governance pane and click
Status.

The Stage Details page opens.

2  Click Start Promation to open the Start Promotion page, as shown in Figure 36.
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Figure 36. Start Promotion

Service Test Requirements

Start Promotion

Details

Stage: Candidate

Advance Stage on
Promotion:

HNext Stage: Initial

To promote the governance tree to the next stage in the governance process automatically after an
approved promotion request, select the Advance Stage on Promotion check-box, andin Tar get Stage,
select the next stage from the drop down list.

If you do not select the check-box, you must make this change manually from the Stage Details page
by expanding Tools— Change Stage to 'stage name' .

» This can only be done after stage approval.

Click OK to create the approval request for the users and groups listed in the Approvers section for
the current lifecycle stage.

The approvers are notified of the request by e-mail.

While awaiting promotion approval, the artifact islocked and cannot be edited or deleted. Artifacts
are unlocked when promotion succeeds or fails.

To check the approval status of a promotion request, open the Stage Details page of the artifact, and then
do the following:

Expand Views and select Approver sto open the Approvers pane.

Submitting a Rollback Request

SOA Systinet enables you to rollback the last approved lifecycle stage.
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> Rollback can only be requested on aprimary artifact.

To submit arollback request:

1 From the browse page of any governed primary artifact, navigate to the Governance pane and click
Details.

The Stage Details page opens.
2  Select Administration — Rollback sTAGE, and then click OK.

Rollback requests are sent automatically to the designated rollback approversfor the previous approved
lifecycle stage.

While awaiting rollback approval, the artifact islocked and cannot be edited or deleted.

To check the approval status of arollback request, open the Stage Details page of the artifact, and click
View Rollback Request.

Handling Promotion and Rollback Requests
A reguest requiring your approval appears in the Requeststo Approve page.
Toapproveor reect arequest:

1 IntheLifecycle menu of the Servicestab, click Requeststo Appr ove to open the Requeststo Approve
page.

2 Click thename of the request to open the Promotion or Rollback Approval page, asshownin Figure 37.
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Figure 37. Promation Approval
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Governance Dashboard » Request

[“noprove | retect | nouty approvers | cancel Request
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Artifact: Systinet Best Practices (rev. 2)
Governance Process:  HP SOA Systinet-01

Stage to Approve: Candidate Details
Requested by: admin

Approvers g

admin Required - Pending

Review the request and any responses made by other approvers, and then do any of the following:
e Approve
To approve the promotion request. Enter commentsiif required, and click Save.
Thisoption is only available if you are the Administrator or an Approver.
e Regect
To reject the promotion request. Enter comments if required, and click Save.
Thisoption is only available if you are the Administrator or an Approver.
e Notify Approvers
To make comments on the promotion request without approving or rejecting the request.
Thisoption is only available if you are the Administrator or a Maintainer.
The comments are sent to al approvers by e-mail.
e Cancel Request
To cancel the promotion request.

Thisoption is only available if you are the Administrator or a Maintainer.
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An e-mail is sent to the requester when the required number of votes for that stage are received.
Ending Artifact Governance
This function enables you to end the governance of an artifact.

If the artifact is the secondary artifact in the lifecycle, you can exclude the secondary artifact from the
governance process.

To end artifact gover nance:

1 From the browse page of any governed artifact, navigate to the Governance pane and click Detailsto
open the Stage Details page.

2 Expand Administration - End Gover nance to open the End Governance page.
3 Inthe Exclude from Gover nancefield, select the check-box to exclude the artifact from governance.
4 Click OK.
The artifact is no longer governed.
Promotion History

The history of approvals and promotionsis available from the browse page of any governed artifact and
also from the stage details page.

To open the promotion history of an artifact:
* Do one of thefollowing:
* Inthedetail view of an artifact, open the Governance menu, and select Promotion History.

e Open the Stage Detailsview for an artifact, open the Views menu, and select Promotion History.

Click View Request for a particular stage to view the detailed tasks, policies, and approval information.
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Lifecycle Reports
SOA Systinet enables the production of lifecycle statistics reports.
Two reporting tasks can be scheduled, one running areport hourly and the other running areport daily.

The resulting report is dependant on the details specified. However, an example report is shown below.

(ﬁp] HP SOA Systinet

Service Lifecycle Statistics

Candidate 20
Initial 2
Design o
D 0
Testing o
Production o
Deprecated o
Retired 0
Total: 22

Candidate (20
Iritial (23

Design (1)
Development (00
Testing (0)
Production (00
Deprecated (07
Retired (07

91%

-

EEEECEENE

) 2 The available report is adways the last scheduled report completed successfully.
To save acopy of areport, you can export it to PDF format.

For details on creating and running reports, see Reporting Tools on page 275.
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For details on scheduling tasks, see Tasks and Scheduling on page 284.

For details on searching for reports available to produce, see Reports on page 288.
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12 Managing Contracts

SOA Systinet enables contracts to be set up between providers and consumers with associated service level
objectives (SLO).

) 2 Contract Manager is an additional component of SOA Systinet. If your license does not include
Contract Manager these features are not available.

By default the following artifact types are defined as providers and consumers:

Provider Artifact Types Consumer Artifact Types
e Application e Application
* Business Service * Business Service
e Implementation * Implementation

*  SOAP Service e SOAP Service

e XML Service * XML Service

*  Web Application *  Web Application
e Endpoint e Contact
e QOperation e User Profile

e Organizationa Unit
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> The set of provider and consumer artifactsis configurable.

For details, see "Configuring Consumer and Provider Artifacts' in the HP SOA Systinet
Administrator Guide.

Contract management is enabled by the following set of procedures:

*  Reguesting Consumption on page 152

» Processing Consumption Requests on page 154

e Importing Existing Contracts on page 154

» Revoking an Active Contract on page 155

At each stage in the request process SOA Systinet sends mail notifications to the following users:
e Userswith write permission for the provider artifact.

e Userswith write permission for the consumer artifact.

* Any additional e-mailslisted in the provider artifact st akeHol der Emai | s property.

e Theadministrator is not notified unless they are specifically granted write permission from another
source.

Requesting Consumption
To consume a provider artifact you must make arequest to the provider.

Y ou can make arequest if you have write permission for the consumer artifact (the owner, a member of
the owning group, auser with ACL write permission, or the administrator).

Torequest consumption of a provider artifact:
1 Do one of thefollowing:

* Inthe Services tab menu New section, click Consumption Request.
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e Intheservice or detail view of aprovider artifact that is available for consumption, open the
Consumption context menu and select New Request.

Skip to Step 4
The New Consumption Reguest page opens.

2 Select the provider artifact type from the list and then click Next.

» If there are no available provider artifacts for the selected type SOA Systinet warns you.

3 UseFilter to find the provider artifact.
Select the provider from the list and then click Next.

4 Select the consumer artifact type from the list and then click Next.

» If there are no available consumer artifacts for the selected type SOA Systinet warns you.

5 UseFilter to find the consumer artifact.

Select the consumer from the list and then click Next.
6 If required, select Select Specific SLO, select an SLO from thelist, and then click Next.
7 Optionally, modify the name and description of your consumption request and click Next.
8  Review the request details and click Finish to place your request.

Y ou can view your consumption requests from the Services tab View menu with the My Consumption
Requestslink.
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Processing Consumption Requests
When consumers request a provider artifact you must either approve or reject their request.

Y ou can approve or reject arequest if you have write permission for the provider artifact (the owner, a
member of the owning group, a user with ACL write permission, or the administrator).

To process consumption requests:

1 Inthe Services menu View section, click Requeststo Approve to open the list view of requests that
reguire your attention.

2 Click the request name to open a view of that request.

3 Toaccept or rgject arequest, click Accept or Reject and confirm your decision.

If arequest is accepted it becomes a contract between the consumer and provider artifacts.
A contract becomes invalid under the following conditions:

» The provider artifact is deleted.

* Theconsumer artifact is deleted.

» Theassociated SLO, if thereisone, is deleted.

Importing Existing Contracts
There may be existing contracts between providers and consumers that are not stored in the repository.
SOA Systinet enables you to import these contracts without requiring the request approval process.

Y ou can import a contract if you have write permission for the provider artifact (the owner, a member of
the owning group, auser with ACL write permission, or the administrator).

Toimport an existing contract:

1 Inthe Services menu Import section, click Existing Contract.
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8

The Enter Existing Contract page opens.

Select the provider artifact type from the list and then click Next.

Use Filter to find the provider artifact.

Select the provider artifact from the list and then click Next.

Select the consumer artifact type from the list and then click Next.

Use Filter to find the consumer artifact.

Select the consumer artifact from the list and then click Next.

If required, select Select Specific SL O, select one from the list, and then click Next.
Optionally, modify the name and description of your contract, and then click Next.

Review the details and click Finish to create the contract.

Revoking an Active Contract

Y ou may need to cancel an active contract.

Y ou can revoke a contract if you have write permission for the provider artifact (the owner, amember of
the owning group, auser with ACL write permission, or the administrator).

Torevoke a contract:

1

In the Services menu View section, click My Contractsto display the list view of active contracts
you provide.

Click the contract name to open aview of that contract.

Click Revoke to cancel the contract, and then confirm.
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Part V. Policies

Policy Manager enablesyou to implement your company policy in SOA Systinet and verify the compliance
of your service infrastructure. Access the main features of Policy Manager in the Policies tab.

> Policy Manager is an additional component of SOA Systinet. If your license does not include
Policy Manager these features are not available.

The following chapters describe Policy Manager features:
e Chapter 13, Palicies Ul
Navigate the Policies Ul.
e Chapter 14, Managing Business Policies
Create and manage business policies.
e Chapter 15, Managing Technical Policies
Create and manage technical policies.
» Chapter 16, Vdidating Artifacts

Validate documents using your policies.






13 Policies Ul

The Policiestab isthe central location which shows all information about policies and compliance reports
in one place to provide easy access and simple management.

Figure 38. Policies Tab
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The Policiestab is split into the menu on the left and the main view pane, as described in these sections:
» Policies Menu on page 160

» Areasof Interest on page 163
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Policy Pages on page 165

Policies Menu

The Policies tab menu is split into collapsible segments.

Each segment is described in the following sections:

Policies View Menu on page 160

Access list views of policy artifacts.

Policies New Menu on page 161

Create new policy artifacts.

Validation Menu on page 162

Validate the policy compliance of an artifact.

Areas of Interest Menu on page 162

Click an Area of Interest to return to the main Polices tab.
Recent Documents

Quick links to the last few artifacts viewed.

Policies View Menu

The View menuin the Policies tab provides linksto list views for policy management.
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Figure 39. Policies View Menu

View

Compliance Reports
Business Folicies
Technical Policies
Assertions

The View menu contains the following links:
» Policy List Views
Linksto list viewsfor policy artifacts.
For details, see Policy and Report List Views on page 166.
Policies New Menu
The New menu in the Policies tab provides quick links to create new policy artifacts.
Figure 40. Policies View Menu

New

Business Policy
Technical Palicy
Trend Report

The New menu links to the following policy artifact creation pages:
e Business Palicy

Create anew business policy.

For details. see Creating Business Policies on page 185.

e Technical Policy
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Create aanew technical policy.
For details, see Creating Technical Policies on page 193.
e Trend Report
Create a new trend report.
For details, see Compliance Trends on page 206.
Validation Menu
The Validation menu in the Dashboard and Policies tab links to policy compliance functionality.

Figure 41. Validation Menu

Validate

Validate Compliance

The Validation menu contains the following functionality:
» Validate Compliance
Start policy compliance validation for aresource.
For details, see Custom Validation on page 201.
Areas of Interest Menu
Each Areaof Interest selected for display in the Polices tab is shown in the Area of Interest menu.
Figure42. Areasof Interest Menu

Areas of Interest

My Services Compliance Status
Most Frequently Failing Document:
Latest Pending Reviews
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Click an Area of Interest to return to the main Polices tab and expand that Area of Interest if it is closed.
For details about Areas of Interest, see Areas of Interest on page 163.

Areas of Interest

When you open the Policies tab, the page displays Areas of Interest in the main view.

Areas of Interest show various aspects of policy management in the form of reports.

Figure 43. Policies Tab Showing Areas of | nterest

Pending Reviews Older Than Week (Refresh) =]
Report does not éxist Click Refresh to generate one
My Services Compliance Status  (Refresh) =]
Services
B Complisrt
1 ooy H wen Minee Vicltions
I Win Signitcant Vickations
GoogleSomchanvice 1 Desc 3, 2008 10:04 AM 8
Most Freq y Failing D ts (Refresh) =]
Mo [Rewsion ___|Modfied _________|ViltedPolies ______________|
GoogsSewchEance 1 Dec 3, 2008 10.04 AM 2

Y ou can return to this view and display a specific Area of Interest at any time by clicking it in the Policies
tab Areas of Interest menu.

Theinformation shownin an Areaof Interest isgenerated from the avail able validation data. Y ou may need
to execute these validations to generate the applicable data.

Areas of Interest do not update when you open them. To see an up-to-date Area of Interest, click Refresh
after you openit. Y ou may need to refresh the Area of Interest more than once to show the results of arecent
action.
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) 2 HP Software recommend scheduling atask using the AOI Preparation Tool to perform a daily

update of all areas of interest. Asthistask is CPU intensive, it should be scheduled for a non-peak
period. See Creating a Task on page 284.

Y ou can select the areas of interest to display. Click Configure Page to view alist of possible areas of
interest as shown in Figure 44. Select those you want displayed and click Save.

Figure 44. Select Areas of Interest to Display

Select Areas of Interest to Display

My Reports =}
o Area of Interest Description

Wy Pt Recprity

| P My Services Compiance Status Compiance siahus of ol services | own.

Pending Review Reports

m

| Area of Interest | Deseription
[T Latest Pending Reviews The latest panding reviews.
| ¥ Ponding Rimviews Otder Than Week Al ravirors thet harvs been parcing for mors than 1 woek,

Policy Statistics Reports

o

| Area of Interest | Description

[T Lenst Used Assertons The 10 least used assertions
| [ Lesst Used Techrical Pobciss: Thee 10 least used technical pobcies.
[T Most Frequently Violated Asserions Assertions which artifacts violabs most often,

wiclate most often.

Repository Reports

o

Mot Frequently Faling Documents Documents which most frequentty fall comgliance chacks.

| [T Reposfory Complance Siatus Complance status of ol resources in the SOA Systine reposdory.
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Areas of Interest include the following types:

My Reports

A report, policy, service, etc. is'yours if you own it.

For details, see Changing Artifact Ownership on page 249.
Pending Reviews

Some assertions cannot be resolved automatically and require you to decide whether avalidated document
conforms to the requirements of an assertions (for example, quality requirements). These Areas of
Interest list al reports where the final statusis pending until manual validation is performed.

For details, see Manual Validation on page 203.
Policy Statistics and Compliance Status

After you resolve policy violating problems, you can reset the statisticsfor Areas of Interest. All artifact
detail pagesin Services, Palicies, and Tools contain a Compliance context menu with the option to
Reset Compliance Statistics. Thistool deletes all reports for that artifact, policy, or assertion.

Y ou can also delete all compliance reportsin the SOA Systinet repository with the command-liner eset
tool.

For details, see "Reset Tool" in the HP SOA Systinet Administrator Guide.

Policy Pages

The Paliciestab includes several view pages, described in the following sections:

Policy and Report List Views on page 166
Index views of policies, reports and assertions.
Business Policy View on page 167

The business policy detail page.

Technical Policy View on page 170
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Thetechnical policy detail page.
e Assertion View on page 173
The assertion detail page.
e Report Views on page 175
The various reports Policy Manager generates.
Policy and Report List Views
Click one of thelinksin the Polices tab View menu to open alist view of that type of document:
Figure45. List of Business Policies

Business Policies

Rormy are ksted siphabeticaly, To naerow dowy the kst please use the Filter tool

[T Wivimum Requirements Production Busi. This poicy ensures thet WEDL documents associsted wih business services Feb 7, 2007 5:3234 Pl

Production Business Services Polcy This pobcy' ensures that WSDL documents associabed with production business senvices are complant with W, Feb 7, 2007 53234 PM
Al business services in Testing siage shoukd fulfsl this polcy. o 25, 2007 3243 PM

Y ou can reduce the list of policy artifactsusing Filter.
Click Filter to open a query window:
To filter thelist, enter your search parameter, select a column, and then click Sear ch.

Click Clear Filter to remove the filter and restore the list of artifacts, or open the Filter menu and select
Edit Filter to change thefilter terms.

All policy list views contain a bulk delete function.
Select the policy artifacts from the list, click Delete, and then confirm.

The following functionality is specific to each policy artifact type:
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» Compliance Reports
Validate Compliance enables you to execute a new compliance check.
For details, see Chapter 16, Validating Artifacts.
* Businessand Technical Policies
New Business Policy or New Technical Policy enable you to create new policy artifacts.
For details, see Creating Business Policies on page 185 and Creating Technical Policies on page 193.
Business Policy View
Click the name of abusiness policy to open the business policy detail view:
Figure 46. Business Policy Details

Production Business Services Policy

Businezz Policy Policies » Buginess Pelicies » Production Business Services Policy

Thiz pelicy enzures that WSDL decuments azsociated with preduction business servicez are compliant with WS- basic profile and use ceherent referencing of
imperted WSDL documentz and XML =chemas.

Views ~  Toole = Compliance Status Validate Compliance m

Association Rules =
Artifact Type: Business Service
Froduction
Technical Policies =

Description
Businezs Service In Preduction Stage All =ervices in the Production stage must comply with the azsertions centained in thiz technical policy.

The business policy detail view lists the technical policies and association rules of the business policy.
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Thisfollowing sections describe the content and functionality of these pages:
» Business Paolicy Page Context Actions on page 168
» Business Policy Page Content on page 169
Business Policy Page Context Actions
The grey bar contains the following context action menus and functions:
* Views
* Revisions
View therevision history of the artifact.
For details, see Revision and Version History on page 238.
* Advanced View
Switches to the detailed view of the artifact in the Tools tab.

For details, see Tools View on page 228

e Tools:
¢ All Governed Documents

Lists all documents associated with the business policy. Y ou can run a business policy validation
from this view.

For details, see Business Policy Validation on page 200.
* Reset Compliance Statistics

Deletes compliance reports for this policy, which resets the relevant Area of Interest statistics.

* Compliance Status
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View the current compliance status of al artifacts associated with the business policy.

For details, see Business Policy Summary Reports on page 176.

e Validate Compliance
Validate the documents associated with the business policy against all itstechnical policies.

For details, see Business Policy Validation on page 200.

» If aspecified Additional Artifact associated with the business policy is missing from the
repository, you are warned in the detail view. Validations performed on such a policy will
automatically fail.

» Edit

Open the Edit view of the business palicy.

For details, see Editing Business Policies on page 190.
* Delete

Delete the business policy.

» Policy deletion is permanent. Deleted polices cannot be recovered.

Business Policy Page Content

The Association Rules section includes the following information:
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Table 3. Association Rules

Artifact Type The type of artifact to which the policy applies.

In Categories The business policy applies to only those artifacts with the selected valuesin the
selected categories.

Not In Category | Asln Categories, except the business policy does not apply to those artifacts with
the selected values in the selected category.

Exclude The business policy does not apply to these specific artifacts.
Additional The business policy appliesto these specific artifacts even if the category ruleswould
Artifacts exclude them.

The Technical Policies section lists all technical policies associated with an artifact. Click the name of a
technical policy to open its detail view.

For details, see Technical Policy View on page 170.
Technical Policy View

Click the name of atechnical policy to open thetechnical policy detail view, shownin Figure 47. The detail
view lists the policy's assertions and policy references.
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Figure 47. Technical Policy Details

Business Service In Production Stage

Technical Policy Policies = Technical Policies » Business Service In Production Stage

All zervices in the Production stage must comply with the azsertions centained in thiz technical pelicy.

Views - Validate Compliance m

General =
Applicable to: Business Senvice
Policy References (2) =
I
Systinet Best Practices Systinet Best Practices
WS- Bagic Prefile Policy Complete WS-l Basic Profile 1.1 policy
Assertions (7) =
Severty
Businezs Service Must Be Doecumented Minor Businezs Services must be sufficiently documented. They must contain references to detailg
Contact Perzon |z Azsigned Minor The Businezs Service has a contact.
Failure Impact s Set Minor Failure impact must be set.
Has i Normal The Busi Service has an
Has SLO Minor The Businezs Service must contain at leazt ene Service Level Objective definition.
e C Minor The Busi Service can be ¢
Iz Described by Keywords Minor The Businezs Service must be described by appropriate keywords.

Thisfollowing sections describe the content and functionality of these pages:
» Technical Policy Page Context Actions on page 171

e Technical Policy Page Content on page 172

Technical Policy Page Context Actions

The grey bar contains the following context action menus and functions:

* Views
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* Revisions

View therevision history of the artifact.

For details, see Revision and Version History on page 238.
* Advanced View

Switches to the detailed view of the artifact in the Tools tab.

For details, see Tools View on page 228

» Validate Compliance

Run a compliance check of the technical policy against artifacts. The artifact types to which the policy
may apply are listed in the General section as Applicableto.

For details, see Custom Validation on page 201.
- Edit

Opens aview in to edit the technical policy.

For details, see Editing Technical Policies on page 197.
* Dedete

Delete the technical policy.

> Policy deletion is permanent. Deleted polices cannot be recovered.

Technical Policy Page Content
The content of the technical policy detail page is divided into the following sections:

e Genera
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The Applicable to field shows the source types of documents to which the technical policy applies.
» Policy References

A table of other referenced technical policies.
* Assertions

A table of al assertionsincluded in the technical policy, the severity of their violation, and their
descriptions. Click the name of an assertion to open its detail view.

Assertion View

Click the name of an assertionin the Assertionslist to open that assertion's detail view, shownin Figure 48.
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Figure 48. Assertion Detail

Business Service Must Be Documented

Agsertion Policies > Assertions > Business Service Must Be Documented

Business Services must be sufficiently documented. They must contain references to detailed documentation that describes them and their intended use.

General =
Applicable To: Business Senvice

NModified: Dec 8, 2008 2:46:51PM

Technical Details =

Template for WS-l Technical Policy Document

«p0:BusinessServiceMustBelocumented xmlna:pl="http://syatinet.com/assertiona™/>
Validation For: Business Service
Type: XQuery

space g="http://3yatinect.com

oup”;

let scondition := /rest:rescurce/rest:descriptor/atbusinesaServicelrtifact/g:documencationGroup/pidocumencation [Bdeleced="false" or @Bdeleced='0"]

scondition) then
assertion0K()

val:assertionFailed(val:110n('no-doc'))

An assertion detail view shows what types of document the assertion appliesto, when it was last modified,
and the categories to which it belongs. Assertion detail views include a toolbar with the following buttons
and context action menus:

» Edit. Click thisto change the assertion's name or description. Y ou cannot change any of the assertion's
technical detailsin SOA Systinet. HP provides the HP SOA Systinet Assertion Editor tool for this
purpose.

» Delete. Click thisto delete the assertion. Deleted assertions are unrecover able.
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Views. Theoptionsin thismenu areto seethe Revision History or the Advanced View. The Advanced
View isthe assertion's detail pagein the Toolstab, as described in Tools View on page 228. The assertion
detail reopensin the last view you selected.

Tools. Theonly availabletool isReset Compliance Statistics. This deletes compliance reportsfor this
assertion, which resets the relevant Area of Interest statistics.

The Technical Details of an assertion include the reference template, validation handlers, and parameter
definitions. These details are explained in the Assertion Schema chapter of the Reference Guide.

Report Views

Compliance checks generate the following reports:

Business Policy Summary Report

Running a business policy validation generates a business policy summary report. Thisreport lists a
business policy's associated artifacts, says whether they complied with all of the associated technical
policies, and gives abreakdown of how many assertionsthe artifact complied with, how many it viol ated
and how many require manual review. It includes links to reports for each document.

For details, see Business Policy Validation on page 200 and Business Policy Summary Reports on page
176.

Document Summary Report

Validating an artifact against its associated business policies generates a document summary report.
Thislists an artifact's governing business policies, says whether the artifact complied with them, and
gives a breakdown of how many assertions the artifact complied with, how many it violated and how
many require manual review. It includes links to reports for each business policy.

For details, see Document Summary Reports on page 178
Document Report

A document report describes the compliance of an artifact and its related artifacts with the assertions
contained in the poalicies used to validate the artifact.

For details, see Document Reports on page 180.
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e Business Palicy Report

A business policy report describes the compliance of all artifacts associated with abusiness policy with
the policy's constituent assertions.

For details, see Business Policy Reports on page 184.

Business Policy Summary Reports

A business policy validation, where all associated documents are validated against the business policy (see
Business Policy Validation on page 200), produces a business policy summary report. Business policy
summary reports show how many of the business policy's associated documents complied with all of its
technical policies at the time of validation. Figure 49 shows the summary report for a business policy with
three associated documents.
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Figure 49. Best Practicesfor Business Services Summary Report

Minimum Requirements Production Business Services Policy

Business Policy Compliance Report Policies = Compliance Reports = Minimum Requirements Production Business Services Policy
Werify Status
“iews »  Toolz +  Export -
Business Policy: Minimum Reguirements Production Business Services Policy
Status: B 1yon-compliant
Validated: Dec §, 2003
Duration: 3 seconds
Documents
| | Mon-compliant
100% B Compliant
B InProgress
| | Pending Review

T T T

ConsumerProfile a Mon-compliant S S repart
DOTSFraudPratectionlite a Mon-compliant S o o S repart
Google Search a Non-compliant g a a 4 report

Generated on Dec 8§, 2008 5:43:44 PM, Central Enropean Time using view “Standard View".

Business policy summary reports feature the name of the business policy, the compliance status of its
documents, the time of validation and a pie chart with the percentage of tested documents that complied
with all the technical policies. The name of the policy isalink to its detail view. If the business policy was
altered after the compliance validation was run, the version used for the validation is next to the name.

Business policy summary reports include a toolbar with the following buttons and context menus:

* Views. The Standard View only listsbusiness policies. The Detailed View listsall violated and pending
assertions for each business policy. The Responsibilities View shows the owner and the last modifier
of each validated document. When you select a view and then close and reopen areport, it reopens
displaying the last view you selected.
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e Tooals. Only the Revalidate tool is available. Thistool validates the document against all associated
business policies.

» Export. You can export the report asa PDF or CSV file.
* Delete. Deletes the report.

A table of tested documents occupies the bottom of business policy reports. The name of each document
isalink to its detail page (see Tools View on page 228). Y ou can see whether a document passed the latest
validation, how many assertionsit violated (Failed), how many it complied with (Passed) and how many
still require manual validation (To review). Clicking report for adocument opens its document report.

If the documents or policies changed since the validation generating the report was run, the report is no
longer up to date. Click Verify Status, between the toolbar and the pie chart, to make sure the report is
current.

Document Summary Reports

Vadidating a document against its associated business policies produces a document summary report.
Document summary reports show how many business policies the document complied with at the time of
validation. Figure 50 shows the summary report for a document validated against three business policies.
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Figure 50. FTP Business Service Summary Report

DOTSFraudProtectionLite

Business Service Compliance Status

Werify Status

“iews »  Toolz +  Export -

Business Service DOTSFraudPratectionlite
Status: B 1yon-compliant

Policy Status
Mon-compliant
Compliant
Pending Review

OmEN

Urknown

Services = DOTSFraudPratectionLite

Gowverning Business Policies Failed Warnings Passed Details
Minimum Reguirements Production Business B Mon-compliant S o o S repart
Services Policy

Production Buzsiness Services Policy a Mon-compliant 29 2 o 37 repart
WS-l Compliance of Business Service's a Mon-compliant 9 o o 30 repart
WEDLs

Generated on Dec 8§, 2008 3:51:12 PM, Central Enropean Time using view “Standard View".

Document summary reports feature the name of the document, its compliance status, the time of validation
and a pie chart with the percentage of business policies with which it complies. The name of the document
isalink to its detail view (see Tools View on page 228). If the document was altered after the compliance
validation was run, the version used for the validation is next to the name.

Document summary reports include a toolbar with the following buttons and context menus:

* Views. The Standard View only listsbusiness policies. The Detailed View listsall violated and pending
assertions for each business policy. Business policy validation reports also have a Responsibilities
View, which shows the owner and the last modifier of each validated document. When you select a
view and then close and reopen areport, it reopens displaying the last view you selected.
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e Tooals. Only the Revalidate tool is available. Thistool validates the document against all associated
business policies.

» Export. You can export the report as a PDF or .csv file.
* Delete. Deletes the report.

Document summary reports include a table of business palicies. (In the Detailed View, the violated and
pending assertions are also listed under each policy.) The name of each policy isalink to its detail page
(seeBusiness Policy View on page 167). Y ou can see whether the document complied with each policy, and
for each policy how many assertionsit violated (Failed), how many it complied with (Passed) and how
many still require manual validation (To review). Clicking report for a business policy opens its detall
report.

If the documents or policies changed since the validation generating the report was run, the report is no
longer up to date. Click Verify Status to make sure the report is current.

Document Reports

A document report describes the compliance of adocument with business and/or technical policies. Document
reports are generated in the following cases:

* During business policy validation. They are listed in the business policy summary report.
For details, see Business Policy Summary Reports on page 176.
e When asingleresource is validated.

Thereport in Figure 51 was generated by abusiness policy validation using the Production Business Services
Policy. It islisted in the business policy summary report for that validation.

180



Figure 51. FTP Business Service Report

Minimum Requirements Production Business Services Policy

Report Paolicies = Compliance Reports = DOTSFraudProtectionLite = Minimum Requirements Production Business Services Policy

Werify Status

Wiews +  Toolz »  Export -

Business Service: DOTSFraudPratectionlite
Status: a Mon-compliart
Validated: Dec §, 2008 3:54 PM
a0, Azsertions

M Failed

[ | Waming

B Passed
a0% B ToRevew

Failed Assertions

[asserion " severty | Document | ype | erorine |

Cortact Person Iz Assigned inar DOTSFraudPratectionlite Business Service

The Business Service has no support contact information. Please add Services support contact to its record.

Has SLO inar DOTSFraudPratectionlite Business Service

This service has no SLO specified. To fix this problem: open document, click on "Edit" and add st lesst one SLO.

Validated Documents and Policies

S

Minimum Reguirements Production Business Services Policy Business Policy
DOTSFraudPratectionlite SOAP Service
Business Service Minimum Production Reguirements Technical Policy
FraudProtection wadl WSDL
DOTSFraudPratectionlite Business Service

Generated on Dec 8, 2008 3:35:10 PV, Central Euvopean Time using view “Standard 1iew”.

Document reports feature the name of the document, its compliance status, the time of validation and apie
chart with the percentage of assertionswith which it complies. (Compare to the document summary report,
Figure 50, which givesthe percentage of business policieswith which it complies.) The name of the document
isalink to its detail page (see Tools View on page 228). If the document was altered after the compliance
validation was run, the version used for the validation is next to the name.

Above the pie chart is atoolbar with the following buttons and context menus:
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* Views
The Standard View only listsfailed and pending assertions. The Full View listsall assertions for each
business policy. When you select a view and then close and reopen areport, it reopens displaying the
last view you selected.

* Export
Y ou can export the report as a PDF or .csv file.

» Delete
Deletes the report.

All violated and pending assertions are listed in atable beneath the pie chart. (In the Full View, passed
assertions are listed as well.) For each assertion, the table shows:

» The name of the assertion. Clicking this opens the compliance status view of the assertion. Figure 52
shows the compliance status of the BP 2122 assertion when validating the GoogleSearch WSDL. It
includes a copy of the WSDL document with the violation highlighted in red.

* The severity of the assertion.
e The specific document that violated the assertion.
* Thetype of document that violated the assertion.

» Thelinein the document where the violation occurred. Due to length, this appears beneath the other
entriesin the row.
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The policies used to validate the document arelisted in the Validated Documentsand Policiestable. Each
nameisalink to the policy, document or document detail page. The order in which these itemsislisted is,

from top to bottom:
* Business policy used for validation, if applicable.

Technical policies. If validation used abusiness policy, these technical policies are associated with that
business policy.

e The document's name and type.
* Any other documents associated with the document and their types.

Figure 52. BP 2122 Compliance Status View

ASDGlobalTypesOnly

Failed Azsertion Palicies = Compliance Reports = ConsumerProfile = Production Business Services Policy = XSDGlobalTypesOnly

Schemas MUST NOT contain anonymous type declarstions:

Status: B Failed
Severity: Narmal
Validated: Dec 8, 2008 3:48:30 PM

Error Details

Source: ConsumerProfile
Error: line: 506 show
Hint: Anonymaus complex type declaration is prohibited. To fix the problem make the declaration top-level and give it a name.
<xsd:element name="FindOparueIdentifierForiccountResponse™>
<xsd:complexType:
<xsd:sequence maxOccurs="1" minlccurs="1">
<xsd:element maxOccurs="1" minlccurs="0"
name="opaiueIdentifierResponse" type="tns:0OpagueIdentifierResponseType" f>
< fx=sd: Sequence-
<fxsd: complexType:
<ivadrelement>
<xsd:complexType name="0OparueldentifierResponseType™>
<xsd:sequencesr

<xsdielenent maxloours
o Taswrd

Assertion Details

Assertion: H3DGlobalTypesOnly

Technical Policy: Systinet Bast Practices
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Business Policy Reports

A business policy report describes the degree to which a business policy's associated documents violate its
constituent assertions. Business policy reports are generated when an document is validated against the
business policies which govern it. In all other respects business policy reports are identical to document
reports. See Document Reports on page 180 for details.
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14 Managing Business Policies

Business policies are sets of documents with the technical policies with which they must comply. The
procedures for managing business policies are covered in the following sections:

» Creating Business Policies on page 185
» Editing Business Palicies on page 190

» Deleting Business Policies on page 191

Creating Business Policies

Y ou can create business policies from the menu on the left side of the Dashboard and Policies tabs and
from the business policy list view.

To create a business policy:

1 Do one of the following:
e Inthe Palicies or Dashboard New menu, click Business Palicy.
e Inthelist view of business policies, click New.

The New Business Policy page opens:
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New Business Policy

Policies » Buziness Pelicies » New Business Policy

Create a new business pelicy here. A business policy defines a =&t of artifacts (accerding te chesen criteria) and a list of technical policies that theze
artifacts must fulfill.

Name:* Business Service Quality
Description: HP Best Practice
Association Rules =

Artifact Type:

Technical Policies

2 1

Cocscrpion—————————————Woonea ——
No tems

Add Technical Pollcy

nput a name and description for the new business policy.

3 Do any of thefollowing:

Click Saveto create adraft policy. Y ou can add association rules and technical policies later by

editing the policy.

For details, see Editing Business Policies on page 190.

Add Association Rules.

For details, see Adding Association Rulesto a Business Policy.
Add Technical Policies.

For details, see Adding Technical Policiesto a Business Palicy.
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Adding Association Rulesto a Business Policy

1 IntheNew Business Palicy or Edit Business Policy view, inthe Association Rules section, click Select.

A list of document types appears.

Association Rules

Artifact Type: .
Select Artifact Type

Application

Aszzertion

BAC Entity
BPEL Process
Businezs Policy

Business Service

Contract

Documentation
oTD
Endpeint 3

Cick Find: clear

2 UseQuick Find or the scroll bar to find the artifact type and then click the artifact type to select it.

By default, the business policy appliesto all artifacts of thistype.

3 After selecting an artifact type there are anumber of optionsavailablein the Association Rules section:
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Association Rules =

Artifact Type: Business Service { Remove |

In Categories:
.
Notin Categories:
.
Exciude: hame ——oeserpion |
| No ftemz |
adaitional racts: | e
| No ftemz |

These options enable you to further filter the selection of artifactsthat the policy appliesto asfollows:

Option Use
Artifact Type Click Change to reopen the list of artifact types. Select anew oneif required.

In Categories Click Add Taxonomy to open alist of taxonomies that apply to the selected
artifact type.

Select ataxonomy to open alist of category values.

Click add next to a category to apply the business policy to artifacts with that
category.

After you add category from a particular taxonomy use Add Category to add
further categories from that taxonomy.

The business policy only applies to artifacts with the selected category values.
Not In Category | Thefunctionality isidentical to In Categories.

The business policy does not apply to artifacts with the selected values.
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Option Use

Exclude Click Add Artifact to open alist of al artifacts for the selected artifact types.
Use Filter to locate the artifact and click add next to the artifacts you want to
exclude.
The business policy does not apply to these artifacts.

Additional The functionality isidentical to Exclude.

Artifacts
Use this feature to add artifacts that would otherwise be excluded by another
rule. For example to include a specific business policy regardless of it's Failure
Impact category aswell asbusiness policiesin aFailure Impact category specified
inIn Categories.

4 Click Save.

Adding Technical Policiesto a Business Palicy

1 Inthe New Business Policy or Edit Business Policy view, in the Technical Policies section, click Add

Technical Policy.

A list of technical policies appears.

189




Technical Policies =

Description Meodified
Contact Perzon Iz Azsigned The Businezs Service has a contact. Feb 7, 2007 5:35:21 PM rEMoVE

Select Technical Policy

[roner B reiresh svems 10112 @
I . . R

Businezs Service In Preduction Stage All =ervices in the Production stage must comply with the azsertions « Jun 25, 2007 3:01:42 PM  add

Businezs Service In Testing Stage All zervices in the Testing stage must comply with the azsertions con Jun 25, 2007 2:47:41 PM  add

Businezs Service Minimum Production Re All 2ervices in the Production stage must comply with the azsertions « Jun 25, 2007 3:01:42 PM  add

C ion Iz Not Allowed C ion of thiz Business Service iz not allowed. Feb 7, 2007 5:35:21 PM add
Contact Perzon Iz Azsigned The Businezs Service has a contact. Feb 7, 2007 5:35:21 PM  added
Failure Impact = Set Failure impact must be set. Feb 7, 2007 5:35:21 PM  add
Has Detailed Dezign Businezs Service has Detailed Design. Feb 7, 2007 5:35:32PM  add
Has Functienal Specification Businezs Service has Functional Specification. Feb 7, 2007 5:35:32PM  add
Has Implementation The Businezs Service has an Implementation. Feb 7, 2007 5:35:21 PM  add
Has ion Instructions Business Service has ion Instructions. Feb 7, 2007 5:35:32PM  add
Has SLO The Businezs Service must contain at least one Service Level Objecti Feb 7, 2007 5:35:21 PN add
Has Technical Specification Businezs Service has Technical Specification. Feb 7, 2007 5:35:32PM  add
Has User Manual Business Service has User Manual. Feb 7, 2007 5:35:32PM  add
Iz Conzumable The Buziness Service can be consumed. Feb 7, 2007 5:35:21 PM add
Iz Described By Keywords The Businezs Service must be described by appropriate keywords. Feb 7, 2007 5:35:21 PN add
SOAP Validity Policy Checks that SOAP messages ars compliant with SOAP 1.1 XML Sche Feb 7, 2007 5:35:27 PN add
Service Has No Pending Critical Defectz  Policy for 2ervice guality which checks whether a service iz registers Apr &, 2008 5:04:04 AN add
Service Regiztered in STM Iz the =ervice registered in STM (HP Service Test Management)? Thiz Apr &, 2008 5:04:04 AN add
Service has Test Requirements and Test: Are there test requirements and tezts defined for the service in STM? Apr &, 2008 5:04:04 AN add
Systinet Best Practices Systinet Best Practices Feb 7, 2007 5:35:32PM  add

Results: _”I‘ 2 n

2  UseFilter to locate the technical policy and click add for the technical polices you want to associate
with the business policy.

3 Click Save.

Editing Business Policies

Business policies can be edited from their detail views, described in Business Policy View on page 167.
To edit an existing business policy:

1 Inthebusiness policieslist view (see Business Policy View on page 167), find the business poalicy.
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2 Click the name of the policy to open its detail view.
3 Click Edit in the detail view. The Edit page for that business policy opens.

4 You can now change the name, association rules and technical policies of the business policy. The
procedureisidentical to creating abusiness policy. See Creating Business Policies on page 185, starting
at Step 2.

The Revision History records all changes made to a business policy. The Revision History can be viewed
from a context action in the business policy's detail view. See Business Policy View on page 167.

Deleting Business Policies

Y ou can delete a business policy either from the business policy list view or the policy's detail view (see
Policy and Report List Views on page 166 and Business Policy View on page 167).

e Inthebusinesspoalicy list view, select the business palicies you wish to delete and click Delete Selected.

* Inthebusiness policy's detail view, click Delete in the toolbar.

A Deleted policies are unrecoverable! (Equivalent to - - purge on the command line)
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15 Managing Technical Policies

The procedures for managing technical policies are covered in the following sections:
» Creating Technical Policies on page 193
e Editing Technical Policies on page 197

» Deleting Technical Policies on page 198

Creating Technical Policies

Y ou can create technical policies from the menu on the left side of the Policies tab and from the technical
policy list view.

To create atechnical policy:

1 Do one of the following:
e Inthe Policies New menu, click Technical Palicy.
* Inthelist view of technical policies, click New.

The New Technical Policy page opens:
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New Technical Policy

Policies = Technical Policies » New Technical Pelicy

Create a new technical pelicy hers. A technical policy iz a list of requirements that rezources must fulfil. | conzistz of a =&t of as=ertions and references to
other technical pelicies.

Reguired Figlds: *

Name:™* SOAP Quality
Description: SOAP Best Practice
Policy References (0) =

Description
No items

Add Policy Reference

Assertions(0) =

No items

Input a name and description for the new technical policy.
Do any of the following:

e Click Saveto create adraft policy. You can add policy references and assertions later by editing
the policy.

For details, see Editing Technical Policies on page 197.
e Add Policy References.

For details, see Adding Policy Referencesto a Technical Policy.
* Add Assertions.

For details, see Adding Assertions to a Technical Policy.
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Adding Policy Referencesto a Technical Policy

1 Inthe New Technical Policy or Edit Technical Policy view, in the Policy References section, click
Add Policy Reference.

A list of technical policies opens.

Policy References (1) =
Description

Contact Perzon Iz Assigned The Buziness Service has a contact. remove

Add Technical Pelicy

[roner B reiresh svems 10112 @
I . N N

Businezs Service In Preductio All services in the Preduction stage must comply with the as=ertions coentained in Jun 25, 2007 3:01:42 PM  add

Businezs Service In Testing S All services in the Testing stage must comply with the azsertions contained in thi Jun 25, 2007 2:47:41 PM  add

Businezs Service Minimum Prc All gervices in the Preduction stage must comply with the az=ertions centained in Jun 25, 2007 3:01:42 PM  add

C ion Iz Not Allowed C ion of thiz Business Service iz not allowed. Feb 7, 2007 5:35:21 PM add
Contact Perzon |z Azsigned  The Business Service has a contact. Feb 7, 2007 5:35:21 PM  added
Failure Impact = Set Failure impact must be set. Feb 7, 2007 5:35:21 PM  add
Has Detailed Dezign Businezs Service has Detailed Design. Feb 7, 2007 5:35:32PM  add
Has Functienal Specification  Business Service haz Functional Specification. Feb 7, 2007 5:35:32PM  add

Has Implementation The Businezs Service has an Implementation. Feb 7, 2007 21 PM  add
Has ion Instructions  Busi Service has ion Instructions. Feb 7, 2007 :32PM add
Has SLO The Businezs Service must contain at least one Service Level Objective definitior Feb 7, 2007 21 PM  add
Has Technical Specification  Business Service has Technical Specification. Feb 7, 2007 :32PM  add
Has User Manual Business Service has User Manual. Feb 7, 2007 5:35:32PM  add
Iz Conzumable The Buziness Service can be consumed. Feb 7, 2007 5:35:21 PM add
Iz Described By Keywords  The Business Service must be described by appropriate keywords. Feb 7, 2007 5:35:21 PM  add
SOAP Validity Policy Checks that SOAP messages ars compliant with SOAP 1.1 XML Schema and WS Feb 7, 2007 5:35:27 PM add

Service Has No Pending Critici Policy for 2ervice quality which checks whether a service iz registered and ther Apr &, 2008 5:04:04 AN add

Service Regiztered in STM Iz the =ervice registered in STM (HP Service Test Management)? Thiz policy for = Apr 4, 2008 5:04:04 AN add

Service has Test Requirement Are thers tezt requirements and tests defined for the service in STM? Thiz Policy Apr &, 2008 5:04:04 AN add
Systinet Best Practices Systinet Best Practices Feb 7, 2007 5:35:32PM  add

Results: _”I‘ 2 n

2  UseFilter to locate the technical policy and click add for the technical polices you want to add
references to.

3  Click Save.
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Adding Assertionsto a Technical Policy

1 Inthe New Technical Policy or Edit Technical Policy view, in the Assertions section, click Add
Assertion.

A list of assertions opens.

Assertions(1) =
Description

BP100S Normal | The envelope has a wrapper element with a name egual to the name attribute on the w: TEMOVE

Add Assertion

|m Results: [JEEEE wiitems [H[1]2 2 ¢« 5 . @

ome—  Thopweamero loesoupion e | — ||
Al XSD attributes ungualified XML Schema It iz accepted practice to have all non-shared attributes ungu Feb 14, 2007 11:30:28 AN add
Al XSD elements qualified XML Schema It iz accepted practice to have all elements in the schema qu Feb 14, 2007 11:30:34 AN add
BP1001 HTTP Meszage If it iz a request, the arg #2 of POST is &;HTTPM . 18¢gt;. If ab Feb 14, 2007 11:17:41 AN add
BP1002 HTTP Meszage If it iz a request, the arg #2 of POST is &;HTTPM . 18gt; or & Feb 14, 2007 11:17:48 AN add
BP1004 HTTP Meszage The request mezzage iz a POST mezzags, without any use Feb 14, 2007 11:17:52 AN add
BP1005 HTTP Conversatien The envelope haz a wrapper element with a name egualto t Feb 14, 2007 11:17:58 AN add
BP100& HTTP Meszage The S0APAction header containg a quoted string of any val Feb 14, 2007 11:18:05 AN add
BP1007 SOAP Mezzags DTD= relating to =o0ap:header or =o0ap:body documents, are Feb 14, 2007 11:18:12 AN add
BP10028 HTTP Meszage The envelope has part accessor elements for parameters a1 Feb 14, 2007 11:18:18 AN add
BP100% HTTP Meszage The Envelope includes all soapbind:headers specified in the Feb 14, 2007 11:18:26 AN add
BP1010 HTTP Conversatien K dess not contain a seap:Envelope: the HTTP entity-body iz Feb 14, 2007 11:18:32 AN add
BP1011 HTTP Conversatien The content of the envelope matches the definition in the WE Feb 14, 2007 11:18:38 AN add
BP1012 HTTP Conversatien A scap:Fault iz generated as rezponse. (BP 1.1 requirement Feb 14, 2007 11:18:45 AN add
BP1013 HTTP Conversatien The content of the envelope matches the definition in the WE Feb 14, 2007 11:18:52 AN add
BP1031 SOAP Mezzags The content of the 2oap:Fault element doss not make use of Feb 14, 2007 11:18:58 AN add
BP1032 SOAP Mezzags The =oap:Envelope, s0ap:Header, and =oap:Body elements « Feb 14, 2007 11:1%:05 AN add
BP1033 SOAP Mezzags The SOAP envelops dess not contain the namezpace declar Feb 14, 2007 11:1%:12 AN add
BP1100 HTTP Meszage The message uzes a "200 OK" HTTP status code. (BP 1.1 re Feb 14, 2007 11:1%:15 AN add
BP1101 HTTP Conversatien The rezpense message, if successfully processed at HTTP Feb 14, 2007 11:1%:27 AN add
BP1103 HTTP Conversatien The rezpense containz a "405 Methed not Allowed” HTTP st Feb 14, 2007 11:1%:34 AN add

Results: [JEEEE Bliz23+5 . @

2 UseFilter to locate the technical policy and click add for the assertions you want to add.
3 After adding assertions, select a Severity value for each assertion.

4 If an assertion includes parameters, you can change or set their values.
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Assertions(3) =

o oo

BP100S Normal | The envelope has a wrapper element with a name egual to the name attribute on the w: TEMOVE
UDDI_BE_01 Mormal +|| A businessEntity has a name, in a given language. remove
Parameters :
. -
uDDI_BE_02 B A buzinezsEntity has a description, in a given language. rEMoVE
Parameters :
Minor
. -
Major

Parameters inherit any default values set in the assertion template and any non-optional parameters
must be set.

For more details, see "Assertion Schema' in the HP SOA Systinet Reference Guide.

5 Click Save.

Editing Technical Policies

Edit atechnical policy to add or delete assertions and policy references or set the value of assertion
parameters.

To edit atechnical policy:

1 Find the technical policy inthelist view of technical policies (see Policy and Report List Views on
page 166).

2 Click the name of the policy to open its detail view.

3 Click Edit in the detail view. The Edit page for that technical policy opens.
4 Add or delete policy references and assertions.

5 Toview an assertion's detail view, click its name.

6 Changethe severity level of an assertion and/or the value of any parametersit has as when creating a
technical policy, described in Creating Technical Policies on page 193.
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7 Click Save.

Deleting Technical Policies

Y ou can delete a technical policy either from the technical policy list view or the policy's detail view (see
Policy and Report List Views on page 166 and Technical Policy View on page 170).

e Inthetechnical policy list view, select the technical policiesyou wish to delete and click Delete Selected.

* Inthetechnica policy's detail view, click Deletein the toolbar.

A Deleted policies are unrecoverable! (Equivalent to - - purge on the command line)
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16 Validating Artitacts

Validation is the process of checking artifacts against policies to verify their compliance.

Y ou can perform validation is a number of different ways as described in the following sections:

Artifact Validation on page 200

Validate asingle artifact against all the business policies associated with it.
Business Policy Validation on page 200

Validate all artifacts associated with a particular business policy.

Custom Validation on page 201

Validate a single artifact against selected technical policies, for test purposes.
Manual Validation on page 203

Some assertions require a manual review of the artifact to determine its compliance.
Compliance Status on page 204

Validate asingle artifact against al the business polices directly associated with it and against any
policiesgoverning the current lifecycle stagefor the artifact. Thisvalidation also generatesacompliance
status percentage for the artifact.

Compliance Trends on page 206
Collate and track compliance status over time to detect compliance trends.
Validation Tasks on page 211

Creating automatic validation tasks.
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» Deleting Policy Reports on page 211

Deleting reports.

Artifact Validation

Anindividua artifact may be associated with anumber of business policies. Y ou can perform avalidation
of the artifact against these policies.

Tovalidate a artifact against all associated business policies:
1 Do one of thefollowing:
* From the Services tab, open the service view for the artifact.

e From the Tools tab, open the detail view for the artifact.

2 Open the Compliance context action menu and select Validate Compliance.

3 Validation runs automatically, generating a document summary report as described in Document
Summary Reports on page 178.

Y ou can schedul e artifact validation to run automatically asan SOA Systinet task. For details, see Validation
Tasks on page 211.

Business Policy Validation

A business policy may be associated with a number of artifacts. Y ou can perform a validation of these
artifacts against the business policy.

Tovalidate all artifacts against a business policy:

1 Open the policy view of the business policy to validate.

2 Click Validate Compliance.

Vadidation runsautomatically, generating abusiness policy summary report as described in Business Policy

Summary Reports on page 176.
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Y ou can schedule policy validation to run automatically asan SOA Systinet task. For details, see Validation
Tasks on page 211.

Y ou can run abusiness policy validation from aremote client with the client ser ver - val i dat e tool. For details,
see "Validating Against Policy On Server" in the HP SOA Systinet Developer Guide.

Custom Validation

Select asingle resource to check for compliance against one or more technical policies. This can be useful
for testing purposes during resource or policy development.

To check the compliance of a single resour ce:

1

Do one of the following:
e From the Policies or Dashboard menu, select Validate Compliance.
« From the policy view of atechnical palicy, click Validate Compliance.

The Validate Compliance page opens.
Validate Compliance

Policy Cempliance Policies = Validate Compliance

Thiz page iz uzed to check the compliance of a document. Either zelect a decument from the repositery or type the URL of an external document. Then
select one or mere technical policies to validate the document against. Click Run after making s=lections.

Select Subject of Validation =

Repository Artifact External Document

No item selected

Select Artifact

Select Technical Policies

Cocscrpion—————————————Woonea ——
No item selected

Add Technical Policy

-
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2

Do one of the following:

Tovalidate arepository artifact:

1

Click Select Artifact in the Repository Artifact tab.

A list of document types appears.
Select Subject of Validation

Repository Artifact External Document

No item selected

Select Artifact Type

A
Application —

Aszzertion
BAC Entity
BPEL Process

Businezs Policy

Business Service
Contract
Documentation
oTD

Endpeint

Cick Find: clear

You can narrow the list by typing part of the artifact type namein the Quick Find field.

Select an artifact type by clicking onit. A list appears of artifacts of thistype. Y ou can narrow
down thislist by clicking Find, which opens afilter dialog box, and typing a partial name.

Click select for the artifact you want to validate. Only one artifact can be selected.

To validate an external resour ce:

1

2

Click the External Document tab to open it.

Type or paste the document URL.
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5

6

3 If thedocument issecure, select Thisresour cerequiresauthentication, and type the username
and password.

To select the technical policies to be used for the validation, click Add Technical Policy.
A list of technical policies appears.

Y ou can narrow down thislist by clicking Find, which opens afilter dialog box, and typing a partial
name or selecting acategory. If you launched the validation from atechnical policy detail pagein Step
1, that technical policy is already selected.

Click add for the technical policies you want to use.

Click Run to execute the validation.

Validation generates a document report as described in Document Reports on page 180.

Manual Validation

Some assertions cannot be enforced automatically. They require amanual review of the artifact or resource
being validated. When avalidation is executed that involves such an assertion, Policy Manager informs
you in these ways:

TheL atest Pending Reviewsand Pending Reviews Older than Week areas of interest list the assertions
reguiring manual document review. For details, see Areas of Interest on page 163.

Theartifact reportsor business policy reportsthat include the assertion list under Assertionsto Review.

For details, see Document Reports on page 180 and Business Policy Reports on page 184.

To manually review a document:

1

In either the report or the Pending Reviews area of interest, click the assertion name. The assertion
compliance status page opens.

To open the detail page of an artifact under review, click its name under Documents. Y ou can also
read the assertion or technical policy detail pages by clicking their names under Assertion Details.
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2 To perform thereview, click Review. The assertion's review page opens.

To open the detail page of aartifactunder review (see Tools View on page 228 and Service View on
page 58), click its name under Review Instructions

» Depending on the conditions of the assertion, you may want to see an advanced view of the
detail page. From the Advanced View you can openthe XML View. All viewsare accessible
from the Views context action menu.

3 After reviewing the artifacts, select Pass or Fail in the assertion review page. If you select Fail, type
in an explanation of why the artifact fails validation in the Explanation field.

4 Click Save. The document or business policy report page opens.

Compliance Status

In addition to business policiesdirectly associated with an artifact, there may be additional technical policies
associated with a governance process lifecycle stage. When the artifact is at a particular lifecycle stage,
these technical policies aso apply toit.

The summation of these policy validations gives a compliance status for an artifact, expressed in terms of
a percentage of policies that the artifact complies with.

SOA Systinet executes aPolicy Compliance Task which performsavalidation of al artifactswith applicable
policies.

Thistask setsanew compliance status based on the results with an accompanying compliance status report.
The compliance status is displayed in the artifact view sidebar and in all list views or tables of artifacts.

When an artifact changes, the compliance status becomes obsolete, indicated by parentheses. Y ou can
manually execute a compliance status validation.

To execute a manual compliance status validation:
* Do oneof thefollowing:

* Inthe Servicesor Toolsdetail view of an artifact, open the Sidebar to view the Compliance Status.
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For details, see Sidebar on page 66.

In the Compliance Status section, click Recalculate.

In the Policies tab My Compliance Status area of interest, click the artifact name to open the
Compliance Status page, open the Tools menu, and select Recalculate.

The artifact is revalidated and a new compliance status calculated. The Compliance Status page opensto
display the new results.

Weather Service

Businezs Service Compliance Status Services = Weather Service
Verify Status

Views ~ Toole~  Export~

Business Service
Status:

Weather Service

a Non-compliant

Business Policies
Mon-compliant
Compliant

Pending Review

OmEN

Urknown

Governing Business Policies

Failed Warnings

a Non-compliant & 1 0 24 report
L1inimum Re".uirementa Production Busingss -] Compliant 1 o o 8 report
Services Policy

Governing Technical Policies

Failed Warnings To Review

Details

Has Functional Specification

-] Compliant ] ] ] 1 report

Gensrated on Nov 25, 2008 11:02:21 AM, Ceniral European Time using visw "Standard Visw".

The compliance status report contains a graph showing the overall compliance and the following sections:

» Governing Business Palices
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Displaysthe compliance status of the artifact for each business policy directly associated with the artifact
with assertion status details.

* Governing Lifecycle Policies

Displays the compliance status of the artifact for each technical policy associated with the current
lifecycle stage for the artifact with assertion status details.

Click Report for apolicy to view the validation report for the artifact against that policy.

Y ou can collate and track compliance over timein order to evaluate compliance trends. For details, see
Compliance Trends on page 206.

Compliance Trends

Based on the compliance of artifacts generated on adaily basis, you can create a compliance trend report.
For more details about compliance status, see Compliance Status on page 204.

To createa compliancetrend report:

1 IntheNew menu of the Policestab, click Trend Report to open the New Trend Report page, as shown
in Figure 53.
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Figure 53. New Trend Report

New Trend Report

This page lets you create a compliance trend report.

Artifact Type:* Business Senice
Stage: Any

Governance Process: m

In Categories: Add Taxonomy

Policies:" @  Lifecycle Defined + Business Policies
() Lifecycle Defined
() Business Policies

Period:* ® months v back from now
O fom @ until A (format yyyy-mm-dd)

In the Artifact Typefield, the default artifact is Business Service. To change the artifact type, click
Change to open the Change Artifact Type view and select the new artifact type.

Torestrict the trend report to specific lifecycle stages, in the Stage field, click Select to open the Select
Lifecycle Stages section.

Select the lifecycle stages you require and click OK .

To restrict the trend report to artifacts governed by aparticular governance process, in the Governance
Processfield, click Select to open the Select Governance Process section.

In the Governance Process field, click Select to open the Select Governance Process view, and then
do one of the following:

Click Select next to the process you require.

Torestrict thetrend report to artifacts categorized by specific taxonomic categories, in the In Categories
field, click Add Taxonomy to open the Select Taxonomy section.

Click the taxonomy you require to view the available categories.
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Click Add next to each category you require.
6 InthePoliciesfield, select which policies to evaluate the compliance status trend for.
7 InthePeriod field, do one of the following:

e Specify anumber of days, weeks, months, or years.

e Specify from and until dates.

8 Click Run.

The result is displayed in the Trend Report view.
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Figure54. Trend Report Summary

Trend Report

Compliance trend of all services in the repositary

Period: Mo 1, 2008 - Dec 1, 2005
Artifact Type: Business Service
Policies Lifecycle and Business Policies

100% -
0%
a0%
T0%

Legend

[ compliant
0% [ wiarming

40%

60%

Compliance Status

30%
20%
10%

0%

Mo 1 Mov 4 MNov 7 Mov 10 Mowv 13 MNov 16 MNov 19 Moy 22 Mov 25 Moy 28 Dec

Artifacts

DNDL\'M Movd  Movy  Mov 10 Mov 13 Mow 16 Mow 19 MNov 22 Nov 28 Nov 28 Dect

Fenerated on Nov 19, 2008 3:00:30 PM, Central Enropean Time using view “Trends Sommary Report”.

Tosaveor edit thetrend report parameters, click Save or Edit to re-open the Trend Report parametersview.

Enter the required parameters and click Save.

) 2 When you save atrend report, it executes automatically every night and is available as an Area of
Interest on the main Policies page. For details, see Areas of Interest on page 163.
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Thetrend report summary consists of two graphs. Thetop graph displaysthe overall compliance of artifacts
for each day over the specified time period and the bottom graph displays the number of artifacts used to
calculate the compliance figure for a particular day.

> The compliance figure is a percentage of fully compliant artifacts. If an artifact fails any policy
validation, it is non-compliant.

For longer time periods, the report does not display every day during the period. For example, for
areport over three months, each entry in the graph istwo or three days later than the previous one.

Both graphs enable you to drill down to the detail for a particular day.

Click abar in the top graph or a plotted point in the bottom graph to open the Trend Report Detail page for
the selected date.

Figure55. Trend Report Summary
Trend Report Detail

Compliance trend of all 2ervices in the repository Policies = Trend Report = Trend Repert Detail
Views -  Tools - Export ~
Date: Now 27, 2008
Documents Business Service
Policies: Lifecycle and Business Policies
33%
Documents
| | Mon-compliant
[ | Waming
B compliant
| | Pending Review
BT %

D

ldentity Service a Mon-compliant

Weather Service ] Compliant

Account Service ] Compliant
Gensrated on Nov 25, 2008 11:22:57 AM, Central European Time using view "Trends Report Day Detail”.

Thisreport displays a compliance chart for the day and atable of validated artifacts with their compliance.
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Validation Tasks

Y ou can create atask to perform aparticular validation for manual execution or for scheduled at aparticular
time or on aperiodic basis.

To create avalidation task:

1 Follow the procedurefor creating atask described in Creating a Task on page 284, using the following
steps asinputs.

2 Select the Validate Compliance tool.
3 Do oneof thefollowing:
» To create an artifact validation task, select the set of artifactsto validate.
The task validates each artifact against any policies associated with it.
e Tocreateapolicy validation task, select aset of policiesto validate.

Thetask validates all artifacts associated with the selected policies.

Deleting Policy Reports

Onthe Compliance Reportsview page, you can select and delete individual reports. Every summary report
and document report aso has a Delete button for deleting that report.

Each Business Policy detail page and Assertion detail page has a Reset Compliance Statistics link in the
Tools drop down menu. Thistool deletes all reports for that policy or assertion. Similarly, every artifact in
the T oolstab except technical policieshasaReset Compliance Statisticslink inits Tools dropdown menu.
Click thislink to delete all reports for that artifact.
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Part V. Tools

This part explains the features and use of the T ools tab, which isthe place to organi se and manage your
SOA content. It includes the following sections:

Chapter 17, Tools Ul

Describes the user interface elements of the Tools tab.

Chapter 18, Managing Content

Explains the procedures for managing the content of SOA Systinet.
Chapter 19, Governance Tools

Describes the use of SOA Systinet governance tools, tasks and reports.
Chapter 20, Advanced Searches

Describes the advanced search facilities of SOA Systinet.






17 Tools Ul

The Tools tab gives access to Information Management offering a generic view of the content of SOA
Systinet and access to administration and governance tools:

Figure56. The Tools Tab

[ﬁﬂ HP SOA Systinet

Dashboard |  services |  Policies |

. 0 1 _\\ﬁx

1
’ admin ( My Profile | Help | Sign Out )

as Service Publisher ( change <= )

| I m Advanced Search I

View

Categories

Services
Iy Task Results
My Governed Artifacts

All Task Results
WSIL Document

New

Upload Data Content

Senvice

XML Senvice
Web Application
Task

Administration
Registries

Import

UDDI Registry Contents

Catalog Browser

S0A
Agreement
Implementations
Policy
Business Processes
~ Businezs S
= Endpeints
= Applications
= Operations
Content
Categorization
B Contacts
Interface
chema
Search And Tranzform
= Documentation

Integration

~ Tasks

Report Launcher

Provider Consumption
Other Formats: pdf

Wgenarats,
Provider Portfolio
Other Formats: pdf
Wgenarats,
Providers
Other Formats: pdf
Wgenarats,

Service Lifecycle Statistics
Other Formats: pdf
Wgenarats,
Top 10
Other Formats: pdf

Wgenarats,

» New Reporting Tool

Tasks and Reports

View Reports
All
=enfigurs Successful
Failed
Today's { Successful | Failed )
configurs View Tasks
All
Currently Running
Completed Today
cenfigurs Scheduled Today
» New Task
configure
configure

About | Help

The Tools tab is split into the menu on the left, the Catalog Browser and a number of portletsin the main
section of the page.

Each feature is explained in detail in the following sections:
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* Tools Menu on page 216
A description of the itemsin the Tools Menu.
e Catalog Browser on page 220
Theindex portlet of artifact typesin the repository.
» Tasks and Reports Portlet on page 221
A portlet to access tasks and the reports on the results of those tasks.
* Report Launcher Portlet on page 222

An access portlet for customized reporting tools.

) 2 The portletsin the Tools tab can be moved in the same way as described in Chapter 5, Dashboard
ul.

Tools Menu
The Services menu is split into collapsible segments.
Each segment is described in the following sections:
e ToolsView Menu on page 217
A set of linksto artifact browse pages showing an index of the artifactsin the repository.
e ToolsNew Menu on page 218
A set of linksto create new artifacts:
e Administration Menu on page 219
A set of administration links.

* Registry Content Menu on page 219

216



Import content from a UDDI registry.
* Recent Documents
Quick links to the last few artifacts viewed.
Tools View Menu
The View menu in the Tools tab provides links to artifact browse pages.
Figure57. Tools View Menu

View

Categories

Semices
My Task Resulis
My Governed Arifacts

All Task Results
WEIL Document

The View menu contains the following links:
o Categories
Browse the repository by taxonomic category.
For details, see Category Browsing on page 27.
o Artifact Namesand List Views
Click to view an index of that artifact type or alist view in the Service tab.
For details, see Browse Artifact Pages on page 225 and List Views on page 56.
*  WSIL Document

Access aWeb Service Inspection Language (WSIL) format query view of the current Tools page.
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Thisformat can be passed to other products, for example MS Visual Studio, for the purpose of service
discovery.

> The query for the Tools tab itself generates aview of the published WSDLs in the repository.

Tools New Menu
The New menu in the Tools provides quick links to create new artifacts.
Figure 58. Tools New Menu

New

Upload Data Content

Sernvice
XML Service
Web Application
Task
The New menu links to the following artifact creation pages:
» Upload Data Content
Import a service infrastructure from a service definition document.
For details. see Publishing Services on page 107.
o Artifact Type Names
Create a new service artifact of the relevant type.
For details, see Creating an Artifact on page 242.
e Task

Create a new task to execute a governance tool.
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For details, see Creating a Task on page 284.

Administration Menu
The Administration menu enables you to browse integrated registries.
Figure 59. Registry Content Menu

Administration

Registries
The Administration menu contains the following link:
* Registries

View alist of registries integrated with SOA Systinet.

) 2 The administrator has additional options available in this menu. For details, see " Administering
SOA Systinet” in the HP SOA Systinet Administrator Guide.

Registry Content Menu
The Registry Content menu enables you to import content from a UDDI Registry.

Figure 60. Registry Content Menu
Import
UDDI Registry Contents
The Registry Content menu contains the following link:
* Import Registry Content
Import a content from a UDDI Registry into the SOA Systinet repository.

For details, see Importing Services from Registries on page 113.
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Tools Tab Portlets

Catalog Browser

The Catalog Browser isthe entry point to the repository. From here al artifacts in the repository can be
viewed:

Figure 61. Catalog Browser Portlet

Catalog Browser

SOA
Agreement
Implementations
Policy
Busines
= Busines
= Endpointz
= Applications
= Operations
Content
Categorization
Contacts
Interface
Schema
Search And Tranzform
= Documentation
= Reports
= SCA Definitions
System
Toolz
Integration

= Tasks

[

Processes
5

ervices

The browser is split into the following sections matching the structure of the SDM described inthe " Artifacts
Taxonomy" section in the HP SOA Systinet Reference Guide:

« SOA

Artifact types for business services, their implementation and policies.
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* Content
Artifact types associated with services such as documentation and metadata.
e System
Artifact types related to integration and governance tools and tasks.
To expand branches in the browser, click [+].
Click an artifact type to open its browse page.

For details, see Tools View on page 228.

Tasks and Reports Portlet

The Tasks and Reports portlet on the Tools and Dashboard (administrator perspective only) tabsisthe
quickest access point to your SOA governance tasks and the results of their execution.

Figure 62. Tasks and Reports Portlet
Tasks and Reports

View Reportz

All

Succeszzful

Failed

Today's ( Successful | Failed )
Wiew Tazks

Al

Currenthy Running

Completed Teday

Scheduled Today

» New Task

The portlet includes the following sections:

» View Reports enables you to view reports according to the following categories:
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e All displays all the reports in the repository, as described in Reports on page 288.
e Successful opens a browse view of all successful reports.
» Failed opensabrowse view of all failed reports.
e Today's opens abrowse view of all reports created today, today's successful reports, or today's
failed reports.
» View Tasks enables you to view tasks according to the following categories:
e All opensabrowse view of al tasksin the repository.
e Currently Running opens a browse view of tasks currently being executed.
e Completed Today opens abrowse view of all tasks completed today.

e Scheduled Today opens abrowse view of all tasks scheduled today.

* New Task. Click to create a new governance task, as described in Creating a Task on page 284.

Closing the portlet in the Dashboard adds alink to the Add section of the dashboard menu enabling you
to restore the portlet to the Dashboard at any time.

Report Launcher Portlet

The Tools tab contains a portlet specifically for reports generated by reporting tools. It contains default
tools created by HP Software and user created tools with valid report definitions on the reporting server.
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Figure 63. Report Launcher Portlet
Report Launcher

Provider Consumption
Other Formats: pdf

W gensrats, configurs
Provider Portfolio
Other Formats: pdf
W genersts, configurs
Providers
Other Formats: pdf
W gensrats, configurs

Service Lifecycle Statistics
Other Formats: pdf

W genersts, configurs

Top 10
Other Formats: pdf

W genarats, configurs

» New Reporting Tool

Click the report name to open the last report of its execution in html format.

Click pdf to view the report in that format.

gener ate executes the tool and switchesto aview of the newly generated report.

configur e opens the detail view of the associated reporting tool. Click Edit to make changes.
The default reporting tools are:

* Provider Consumption

Generates an overview of artifact consumption in the repository organized by the owner of the provided
artifact..

e Provider Portfolio
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Generates an overview of the artifacts in the repository that are potentially consumable.
Providers

Generates an overview of the artifactsin the repository that are available for consumption.
Service Lifecycle Statistics

Generates a summary of governed artifacts for each stage in the service lifecycle.

Top 10

Generates a summary of the top consumers and publishers of services and the services with the most
users.

Click New Reporting Tool to create a new reporting tool.

For details, see Creating a Reporting Tool on page 277.

Tools Pages

Inthe Toolstab there are anumber of different pages describing the artifactsin the repository. This chapter
describes:

Browse Artifact Pages on page 225

Aretheindex views of artifacts.

Tools View on page 228

Arethe detailed view of artifactsin the repository.

Navigator View on page 236

Displays agraphical representation of an artifact and its relationships.
Revision and Version History on page 238

Displays previous revisions of artifacts.
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Browse Artifact Pages

From the Catalog Browser of the Toolstab, click an artifact type to open the browse artifact page:

Figure 64. Browse WSDL s Page

WSDLs

Latest Tools » WSDLs
Views - m LINIGET]

m LGB Select Action -
e

vew: WD

Compliance

10oitems [0 1 2 3[4]s & [0

|:| approval_reguestor_binding. wad| WSDL SOAPHTTP binding for Reguestor AP

|:| approval_production_binding. wsd| WSDL SOAPHTTP binding for Approval Production AP 1.0
|:| approval_management_binding. wad| WSDL SOAPHTTP binding for Approval Management APl 1.0
|:| approval_checker_binding. wsdl WSDL SOAPHTTP binding for Checker AP 1.0
|:| approval_approver_binding.wsd| WSDL SOAPHTTP binding for Approver APl 1.0
|:| administrationUtils_binding. wsdl WSDL SOAPHTTP binding for AdministrationUtilz APl 1.0
|:| account_binding. wad| WSDL SOAPHTTP kinding for Account AP 1.0
|:| xshtZuddi_poriType. wad| This WSDL document defines the porfTypes for the XSL... 1.0
|:| x=d2uddi_poriType. wad| This WSDL document defines the porfTypes for the XSD... 1.0
|:| xmiZuddi_poriType.wsdl This WSDL document defines the porfTypes for the XML... 1.0
|:| wadZuddi_v3_poriType. wsd| Thiz WSDL document defines the porfTypes for the WS... 1.0
|:| wadZuddi_v2_poriType. wsd| This WSDL document defines the porfTypes for the WS... 1.0
| UDDMValidation 1.0
|:| uddi_vv_v1.wsdl WSDL Service Interface for UDDI Validate Categorization... 1.0
|:| uddi_vscache_v3_poriType. w=ad| This WSDL document defines the porfTypes for the UDDL.. 1.0
|:| uddi_vs_v3_poriType. wsdl This WSDL document defines the porfTypes for the UDDL.. 1.0
|:| uddi_subr_v3_porfType. w=d| This WSDL document defines the porfTypes for the UDDL.. 1.0
|:| uddi_sub_v3_poriType. wsd| This WSDL document defines the porfTypes for the UDDL.. 1.0
|:| uddi_custody_v3_poriType. wsd| This WSDL document defines the porfType for the custo... 1.0
|:| uddi_api_v3_poriType. w=d| This WSDL document defines the porfTypes for the follo... 1.0

Actions: view: I B 2:[4]s¢@

These pages list al the artifacts of the selected artifact type.

Click Filter tofilter thelist by column headings or artifact categories.
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Tofilter thelist, click one of the listed taxonomic categories, or enter your search parameter, select acolumn,
and then click Find.

Click Clear Filter to remove the filter and restore the list of artifacts, or open the Filter menu and select
Edit Filter to change thefilter terms.

The Views menu offers a set of alternative views of the artifact type:
e Approved
Select Approved to only show the latest revisions of the artifacts approved in lifecycle management.
For details, see Chapter 11, Lifecycle Governance.
e Latest
Select L atest to show the latest revisions of the artifact type collection.
e Deleted
Select Deleted to show deleted revisions of the artifact type collection.
e XML View
Opens an XML view of the page in the REST interface.
* RSSView
Opens an RSS view of the page that can be used to create an RSS content feed for the Dashboard.
* AccessRights
Open aview of the access permissions for the artifact type collection.
Click an artifact to open its detail view. For details, see Tools View on page 228.
The available functions vary depending on the artifact type and they include:

e New
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Open the Create New Artifact page allowing the creation of a new artifact.
For details, see Creating an Artifact on page 242.
* Upload
Create artifacts based on the content of an external resource and import the document the repository.
For details, see Publishing Services on page 107.
* NewLink

Create an artifact representing an external resource with only alink to the external resource. The resource
is not imported to the repository.

For details, see Adding Documentation on page 256.
e Search

Create an advanced search for the artifact type.

For details, see Chapter 20, Advanced Searches.

Browse views also enable you to carry out bulk operations on selected artifacts using the Actions menu.

) 2 The available bulk operations vary depending on the artifact type.

To perform a bulk operation:
e  Sdlect the service artifacts you require, and open the Select Actions menu.
The menu offers the following bulk operations:
e Edit AccessRights
The owner of an artifact or administrator can edit the permissions of selected artifacts.

For details, see "Access Rights' in the HP SOA Systinet Administrator Guide.
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e Edit Category Bag
Change the categorization for the selected artifacts.
For details, see Categorizing Artifacts on page 252.
e Change Owner
Change the person or group responsible for the artifact.
For details, see To manually change artifact ownership:.
e Synchronize
Perform change management on the selected artifacts.
For details, see Running the Synchronization Tool on page 279.
e ChangeVersion
Create new versions of the selected artifacts.
For details, see Managing Versions on page 259.
* Delete
Mark the selected artifacts as deleted.
For details, see Deleting an Artifact on page 247.
e ExporttoRegistry
Export the selected artifacts to an integrated UDDI Registry.

For details, see Exporting Data To Registry on page 265.

Tools View

Clicking an artifact name in the Tools tab opens a detailed artifact view for that artifact:
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Figure 65. Phone Service Details

Phone Service

Business Service Tools > Business Services » View Business Service

Views~ Took -  Complance -  Versen~  Governance -  Consumption + mm Delete

General

=
Categories:
Keywords:
Revision: 4 (history )
Modified: Dec5, 2008 5:05:45 P
Owner: HP 20A Administrator { admin@hp.com )
Governance B
Approved Stage: Mone
Working Stage: Candidate

Status: Stage in Progress Start Promotion

Details

=
Lifecycle Stage: Candidate
Failure Impact:
Version: 1.0 ( history )
Consumed by: 1 consumer(s)
Contracts 1 contract(s)
Established:
Consumable: fes
Service type:
Related Repository Artifacts B
Fllter 3 Items

Roonmp Tyoe N 7 T e
Implementations (Add } =] Account t_SoapService / SOAP Service Last
Provided Requests. - Account_SoapService / Phone Service / Request Last
Provision Contracts « Account_SoapService / Phene Service Contract/ Contra Last

Add Relationship

This detail view contains al the information about that artifact with options to edit, delete and add
relationships.

This following sections describe the content and functionality of these pages:

e ToolsView Context Actions on page 230
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* ToolsView Page Content on page 234

The Sidebar is also available in the Tools detail view. For details, see Sidebar on page 66.

Tools View Context Actions

The grey bar contains a set of context action menus and functions.

The actions vary depending on the artifact but they include:

e Views

Consumer View

Switches to the Services view of the last approved revision of the artifact for artifacts subject to
lifecycle management.

For more details, see Chapter 11, Lifecycle Governance.
Services View

Switches to the service view of the artifact in the Services tab.
For details, see Service View on page 58.

Navigator View

Opens a graphical representation of the artifact and its relationships.
For details, see Navigator View on page 236.

Revisions

View therevision history of the artifact.

For details, see Revision and Version History on page 238.
Access Rights

Opens aview of the access permissions for the artifact.
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For details, see "Edit Access Rights" in the HP SOA Systinet Administrator Guide.
XML View

Opens an XML view of the page in the REST interface.

RSSView

Opens an RSS view of the page that can be used to create an RSS content feed for the dashboard.

Tools:

Associated Reports

A list of the reports related to this artifact.

For details, see Reports on page 288.

Dependency Analysisand | mpact Analysis

Execute the impact management tool on the artifact.

For details, see Impact Tools on page 272.

Add Documentation

Add an associated document.

For details, see Attaching Documentation to Artifacts on page 257.
Change Owner

The administrator or owner of the artifact to can transfer ownership to a different user.
For details, see Changing Artifact Ownership on page 249.
Download Content

Create an archive containing all the serviceinfrastructure referenced by asingle definition document,
for exampleaWSDL. Any artifacts
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Thisfunctionality is effectively the reverse operation compared to Upload Content. For details of
the relevant definition document types, see Publishing Services on page 107.
Compliance:
e Validate Compliance
Vadidate the policy compliance of an artifact.
For details, see Chapter 16, Validating Artifacts.
e Compliance Status
View the compliance status of the artifact.
For details, see Report Views on page 175.
» Effective Policies
View the business policies associated with the service artifact.
¢ Reset Compliance Statistics

Delete all compliance reports associated with the artifact.

Version:
e Versions

View the version history for the artifact.

For details, see Revision and Version History on page 238.
e Version Navigation

Open specific next, previous, or last versions of the artifact.

Governance
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Start Governance

Enter the artifact into alifecycle process.

For details, see Starting Artifact Governance on page 141.

Start Promotion

Request artifact promotion to the next lifecycle stage.

For details, see Submitting a Promotion Request on page 143.
View Stage Details

View the page showing the details for the current lifecycle stage.
Promotion History

View the promotion request and voting details for each previous lifecycle stage.

Consumption:

Pending Requests

View thelist of outstanding consumption requests for the artifact.
Accepted Requests

View thelist of accepted consumption requests for the artifact.
Rejected Requests

View thelist of rejected requests for the artifact.

Edit

Change the attributes of the artifact.

New Version
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Create anew version of the artifact.
For details, see Managing Versions on page 259.
Delete

Mark the artifact as deleted with a further option to purge it from the repository.

Tools View Page Content

Other information on the page varies, depending on the artifact type. Information categories include:

General

displaysthe taxonomic categories of the artifact, the version with alink to therevision history, the owner
of the artifact and its last modified date.

Governance

Service artifacts subject to lifecycle management display the last approved stage and the current stage
with optionsto view the stage details, view changes since thelast approved version, and to start promotion
to the next lifecycle stage.

For details, see Chapter 11, Lifecycle Governance.

Details

Lifecycle, failureimpact, version, and contract information for artifacts.
Data

Artifacts associated with external documents display the location of the associated resource. Click the
resource name to view it, click View Server Folder to view that repository location, or click
Update/Upload to change the associated resource.

For artifacts subject to change management the synchronization statusis also shown with options to
update the cached version.

For details, see Running the Synchronization Tool on page 279.
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Related Repository Artifacts

The relationships that the artifact has with other repository content. Add Relationship allows you to
associate the artifact with another in the repository.

For details, see Adding a Relationship on page 248.
Service Quality

If you integrate SOA Systinet with HP Service Test Manager (STM), SOAP Services display asection
for service quality statistics from STM.

This section enablesyou to register aservicewith STM and then displaysinformation about requirements,
tests, and defects from STM.

For details, see Service Test Manager Integration Features on page 73.
Performance and Availability
The content of this section depends on which product you integrate SOA Systinet with.

e |If youintegrate SOA Systinet with HP Business Availability Center (BAC), this section displays
statistics generated by BAC and enables you to open the BAC view of the service artifact.

For integration details, see " Setting Up BAC/UCMDB Integration” in the HP SOA Systinet
Administrator Guide.

For feature details, see BAC/UCMDB Integration Features on page 68.

e |If youintegrate SOA Systinet with HP SOA Policy Enforcer (SPE), this section enables you to open
the SPE view of the service artifact if it is shared with SPE.

For integration details, see "Setting Up SOA Policy Enforcer Integration” in the HP SOA Systinet
Administrator Guide.
For feature details, see SOA Policy Enforcer Integration Features on page 71.

Service Discovery
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If youimport aservice artifact from an external source, such as HP Business Availability Center (BAC),
this section displays the source of the original service and its change management status. There are
options to display the discovery details, or import changes.

For details, see Synchronizing Discovered Services on page 123.
* Registry Synchronization

If you integrate SOA Systinet with UDDI Registries, this section displays each registry and the status
of the service artifact compared to that registry. There are synchronization options depending on the
relative status of the artifact with each registry.

For details, see Registry Integration on page 263.
Navigator View
The navigator view displays agraphical representation of an artifact and its relationships to other artifacts.

Access the navigator view from the service or tools view of an artifact. Select Navigator View from the
Views menu.
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Figure 66. Navigator View
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The main section in the middle of the view displays details of the artifact. On the left are parent artifacts

that the artifact depends on, and on the right are child artifacts that the artifact impacts on.

Click an artifact name to switch the navigator view to that artifact.

Click the magnifying glassicon of an artifact to switch to the detailed view of the artifact.

Click Close Navigator to go back to the detail view of the original artifact.

History displays the navigation history within the navigator view. Click an artifact name to switch to that

artifact.
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Revision and Version History

During thelifecycle of resources and artifacts stored in the database, their properties or content may change.
SOA Systinet supports revisions and versions.

Any update of aresource automatically incrementsits revision number. A resource may be updated by the
Synchronization Tool or by a user changing any property such as the name, description, etc.

The version number is manually controlled.

For details, see Managing Versions on page 259.

To open therevision history of an artifact:

* Do one of the following:
e Inthe Toolsview of an artifact, in the General section click history, next to the revision number.
e Inthe Servicesview or the Toolsview of an artifact, open the View context menu and click Revision

History.

To open theversion history of an artifact:

* Do one of thefollowing:
* Inthe Toolsview of an artifact, in the Details section click history, next to the version number.

e Inthe Servicesview or the Tools view of an artifact, open the Version context menu and click
Versions.
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Figure 67. Account SOAP Service Revision History

Account_SoapService

Revizions Services > View SOAP Service
View the evelution of thiz document. See who changed the decument and when. Click a particular revizion te view that version of the
document.

Revisions =
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|:| 4 Dec 4, 2008 10:24:05 AN admin

|:| = Dec 4, 2008 10:23:48 AN admin

|:| 2 Dec 3, 2008 3:11:36 PM admin

|:| 1 Dec 3, 2008 2:35:55 PM admin

To compare versions or revisions, select two from the list and click Compare.
To view the content of a past revision or version, click the revision or version number.

In the view of an older revision or version, click L atest Revision to view the latest revision of the artifact
or open the Views menu to navigate through revisions.

Intheversion history, open the Views menu and select Approved Ver sionsto only show thelist of versions
approved in Lifecycle Management.

In the view of an older version, open the VVersions menu to navigate through versions.

In the view of an older revision, the Views menu contains the context action Copy as New Revision. This
enables you to create a new revision of the resource with the content of the old revision you are viewing.
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18 Managing Content

There are four main types of content in SOA Systinet
» Artifacts

All entities in the repository are artifacts and there are generic procedures for most artifacts described
in Managing Artifacts on page 241.

* Documentation

Many artifacts require additional documents describing their purpose or use. Managing Documentation
on page 256 describes the procedures for adding and using documentation.

e Metadata

Information about the structure and format of the data.in your repository can also be published as
described in Managing Definition Data on page 259.

e Taxonomies
Using categorization groups alows you to further organize the content of your repository. The SOA

Systinet Ul can be used to manage taxonomies in the same way as other artifacts but we recommend
using HP SOA Systinet Taxonomy Editor.

Managing Artifacts

The main artifact management procedures are:
» Creating an Artifact on page 242

e Editing an Artifact on page 242

» Deleting an Artifact on page 247
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* Adding aRelationship on page 248

e Changing Artifact Ownership on page 249

e Categorizing Artifacts on page 252

* Notifications on page 253

Creating an Artifact

The process of creating an artifact is very similar for most artifact types.
To createan artifact:

1 From the browse page of any artifact type, click New to start the artifact creation process.

» By default, the New button in browse screens is disabled for artifacts with associated data
content. These artifact types have an Upload button which uses the publisher functionality.

For details, see Publishing Services on page 107.

The administrator can enable the creation of these artifact types without uploading the
associated data content.

For details, see "Configuration Options" in the HP SOA Systinet Administrator Guide.

2  Theexact detailsfor each artifact type differ.

Input the artifact details, and then click Save.

) 2 To start governance of the artifact, see Starting Artifact Governance on page 141.

Editing an Artifact

Y ou can edit artifacts.
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) 2 Editing isnot availablefor governed artifacts awaiting promotion or rollback approval. For details,
see Governing Artifacts on page 140.

To edit an artifact:
1 Inthedetail view of an artifact, click Edit to open the edit view of the artifact.

2 Change any parameters and use the functionality in the Related Repository Artifacts section to
manage relationships.

3 Click Saveto commit your changesand create anew revision of the artifact. See Revision and Version
History on page 238 for details.

Bulk Operations
Many artifact management tasks may be performed in bulk aswell asindividualy.

Wherever thereisalist of artifacts (for examplein list views, browse pages, and tables of search results)
there are a set of options enabling bulk operations as shown in Figure 68.

Figure 68. Bulk Operations
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Actions: - Export to Registry

The overall process for bulk operationsis the same for each different action:
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To perform abulk operation:
1 Inthetable of artifacts, select the artifacts to perform the bulk operation on.
2  Click the Select Action drop-down arrow and select from the following actions:
e Edit AccessRights
The owner of an artifact or administrator can edit the permissions of selected artifacts.
For details, see "Access Rights' in the HP SOA Systinet Administrator Guide.
e Edit Category Bag
Change the categorization for the selected artifacts.
For details, see Categorizing Artifacts on page 252.
e Change Owner
Change the person or group responsible for the artifact.
For details, see Changing Artifact Ownership on page 249.
e Synchronize
Perform change management on the selected artifacts.
For details, see Running the Synchronization Tool on page 279.
e ChangeVersion
Create new versions of the selected artifacts.
For details, see Managing Versions on page 259.
* Delete
Mark the selected artifacts as deleted.

For details, see Deleting an Artifact on page 247.
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e Export to Registry
Export the selected artifacts to an integrated UDDI Registry.

For details, see Exporting Data To Registry on page 265.

The exact details for executing each action vary but they execute in the same way.

Bulk operations may involve large numbers of artifacts. SOA Systinet executes these operations as
asynchronous tasks.

When the operation starts, the origina page opens with an information bar showing the progress of
the task.

Implementations

Latest Tools = Implementations
Information: Edit Access Rights hasn't finished yet. Click here for detailed report. -,r 137
Views ~  Tool ~ m

[ Filter JEETUE  Select Action |- [RYCYN Brief |- | 132items [@l] 1 2[3]¢ s .. @
S e Jcompere
’_| swotinat ~amcrannoitan i - lird atis canrira far nAdiswstinat ~amronarmndaltavanns 1N

Bulk operations execute asynchronously so you can continue with other work while the task finishes.
Each bulk operation offers the option to receive a notification e-mail when the task completes.

Y ou can monitor tasksin progressin the Dashboard My Task Results portlet. For details, see My Task
Results Portlet on page 39.

Alternatively, select Click herefor a detailed report to view the task in progress or the finished
report.
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Edit Category Bag, 132 artifacts
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Service Discovery Taxonomy validation s Validation service for taxonomy uddisystine’ XML Service Successful
TestFTPService TestFTPService - hitp-/systinet.com/wsdl'co SOAP Service Successful
ystinet-o Validation service for taxonomy uddi:systine XML Service Successful
tinet- repositor Validation service for taxonomy uddisystine XML Service Successful
systinet-com:repository:sdm Validation service for taxonomy uddisystine’ XML Service Successful
systinet-com:repository:sdmitaxonomies: Validation service for taxonomy uddisystine’ XML Service Successful
systinet-com:repository:sdmtaxonomies: Validation service for taxonomy uddisystine XML Service Successful
systinet-comrepository:sdmitaxonomies: Validation service for taxonomy uddisystine’ XML Service Successful
tinet-o repository:sdm; ‘Validation service for taxonomy uddisystine XML Service Successful
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Service type validation service Validation service for taxonomy uddihp.com XML Service Successful
systinet-com:soa:modeltaxonomies:artifa Validation service for taxonomy uddisystine XML Service Successful
EIESEN - |

Related Repository Artifacts

Relationship Type

Direction Name Type
] Edit Category Bag, 132 arfifacts / Task

1ltem

Last

The Bulk Operation Report displays the current status of the task, with an option to Stop the task if

required.
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» Stopping atask may take sometime as al unprocessed artifacts are added to the final report.
Stopping atask is also asynchronous so you can continue with other work. If you requested
anatification it is sent on completion of the report.

The Report Data section displays the results for each artifact subject to the bulk operation.

Deleting an Artifact

Y ou can delete artifactsindividualy or in bulk.

2

Deletionisnot available for governed artifacts awaiting promotion or rollback approval. For details,
see Governing Artifacts on page 140.

To delete artifacts:

1

Do one of the following:

* In Services or Tools browse pages select the artifacts to delete, open the Actions menu and sel ect
Delete.

e InServicesor Tools artifact views, click Delete.
The Delete Artifacts page opens.

Select Delete Subartifactsif you want to delete related secondary artifacts from the same lifecycle
process as well.

Select | gnorel ncoming Refer encesto deletethe artifact even if there areincoming relationshipsfrom
other artifactsin the repository. For example a SOAP service referenced from a Business Service.

Select Non-Recover able Deletion to purge the artifacts from the repository instead of just marking
them as deleted.

Select Notify on Completion to receive an e-mail when the task compl etes.

Click Delete to delete the selected artifacts.
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Adding a Relationship

At the heart of SOA Systinet isthe ability to link artifacts together with relationships.

Toadd arelationship to an artifact:

1

Click Add Relationship in any detail view to open the Add Relationship page:
Add Relationship

Toolz » SOAP Services = View SOAP Service » Add Relationship
“fou are going to estaklizh relationzhip(z) from S0AP Service "Account_SoapService™.

Select desired relationzhip type from the lizt on the left.
After selecting click Next button below.

(® Documentation

O Provided by

O In Business Senvices
O Definitions

(O Design-time Policies
O Runtime Policies

O Endpoints

O Operation

O 8Los

(O SCA Definition

O Soap Interfaces Of

There are numerous types of relationships, the choices available depend on the particular artifact type.
Select the relationship type and click Next.
The format of this choice will depend on the artifact and relationship type.
Do one of the following:
» UseFilter function to search for the required artifact.
e Click New, Upload, or New Link to create anew artifact to be the object of the relationship.
For details, see Creating an Artifact on page 242.

* Click Upload to create a new artifact with associated external content to be the object of the
relationship.
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For details, see Publishing Services on page 107.

e Click New Link to create a new documentation artifact with alink to external content to be th
object of the relationship.

Select the artifacts to associate and then click Next to continue.

4 Review the details and click Finish to create both the relationship and the inverse relationship.

Changing Artifact Ownership

Y ou can change the ownership of artifactsto other usersor groups, changing ownership isavailable manually
for asingle artifact and as a bulk operation for a set of artifacts. Y ou can also set up an automatic action to
change artifact ownership as aresult of alifecycle change.

To manually change artifact owner ship:
1 Do one of the following:
* To change the owner of asingle artifact:

From the View page of the artifact, select Tools— Change Owner.

» The Change Owner action isonly available for the administrator or owner of the artifact.

The Change Owner — Select Documents page opens showing the artifact and any related child
artifacts.

e To change the owner of multiple artifacts:

From the browse page of an artifact type, select the artifacts to change, and select Select
Action — Change Owner.

The Change Owner — Select New Owner page opens.
Skip to Step 3.
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2 Inthe Select Documents page, if the artifact is governed by alifecycle process, select whether to
Restrict to Governed Artifacts.

Select the artifacts to change ownership, and click Next.
The Change Owner — Select New Owner page opens.

3 Inthe Select New Owner page, select the Group or User tab, and enter a search term in the Search
For input, and then click Go.

Use asterisk (*) asawildcard.
Matching users or groups are listed.

4 Click Select next to auser or group to select it as the new owner, and then click Next.
The Change Owner — Summary page opens.

5 Inthe Summary page, do any of the following:

e For multiple artifacts governed by alifecycle process, select Include Subartifacts to include
secondary related artifactsin the change of ownership.

» For bulk change ownership, if you are not the administrator, only artifacts that you own
change to the new owner.

» Select Send Notification E-mailsto notify users of the ownership change.

SOA Systinet notifies original owner and the new owner of the artifact.

6  Click Finish.

To define an automatic change owner action:

1 To set up an automatic lifecycle change owner action, in the Stage Definition page of a governance
process, expand Add Action and select Change Owner .
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The Change Owner page opens.
For detail s about setting a Stage Definition, see Defining Lifecycle Stages on page 130.
Select Include Sub-Artifactsto apply the ownership change to associated secondary artifactsaswell.
Select Send Notification E-mailsto automatically send mails to the old and new owners.
In the New Owner section, click Select.
The Select User or Group pane opens.
In the Select User or Group pane, do any of the following;:
* Toseect auser:
1 Select the Userstab.

2 Inthe Search for field, enter the user name to locate (use an asterisk (*) asawildcard), and
then select whether you want to search by Full Name or L ogin Name from the drop down
menu.

3 Click Go to show matching search results.
4 Click Select next to the user name.

The selected user is used as the new owner.

e Tosdect agroup:
1 Select the Groups tab.
2 Inthe Search for field, enter the group name to locate (use an asterisk (*) as awildcard).
3 Click Go to show matching search results.
4 Click Select next to the group.

The selected group is used as the new owner.
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6 Click OK to return to the Stage Definition page.
The new Change Owner action is added to the Actions list.

Categorizing Artifacts

SOA Systinet enables you to apply taxonomic categoriesto artifacts.

To categorize an artifact:

1 Inthe Toolsview of an artifact, click Edit to open the edit view of the artifact.
The categories are organized by taxonomy in the General section.

2 Inthe Edit view, do any of the following:

* Toadd acategory from anew taxonomy. click Add Category to open alist of taxonomies. Select
ataxonomy, and click Add to select a category from that taxonomy.

e Toadd acategory from an existing taxonomy, click Add under the taxonomy box, and click Add
to select the category.

* Toremove acategory, click thered X next to the category.

* Toremove all categoriesin ataxonomy, click Remove All under the taxonomy box.

3 Click Saveto commit your changes and create a new revision of the artifact.
To categorize a set of artifacts:
1 InaServiceslist view or Tools browse view for aset of artifacts, select the artifacts to edit.
2 Open the Select Actions menu, and select Edit Category Bag.
The Edit Category Bags page opens.

3 Inthe Edit Category Bags page, do any of the following:
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e Select Include Subartifactsto apply the changesto related secondary artifactsin the samelifecycle
process.

» Select Update to amend the current categories, or Replace all Categoriesto remove all existing
categories.

e Select Notify on Completion to receive an e-mail notification when the task completes.

e Toadd or remove categories, use Add Category open alist of taxonomies. Select the taxonomy
and then click Add to add a specific catagory.

4 Click Save to make your changes.

Notifications

SOA Systinet enables you to send e-mail notifications to artifact stakeholders. Y ou can send manual
notifications or set up automatic notifications to be sent as aresult of lifecycle changes.

The possible recipients of the notification are described in Table 4.
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Table 4. Notification Recipients

Recipient Description
Owner The user or group that owns the artifact. For details, see
Changing Artifact Ownership on page 249.
» For policy compliance reports this option is called
Artifact owmner and refersto the owner of the artifact
that the report is about.
Maintainers Users and groups with write permission for the artifact.
Contacts Users and groups associated with the artifact by the contact
relationship or listed in the artifact stakeholder property. For
details, see Adding Contacts on page 79.
Contractors Usersand groups who maintain consuming artifacts. For details,
see Chapter 12, Managing Contracts.
Providers Users and groups who maintain the providing artifacts. For

details, see Chapter 12, Managing Contracts.

Other Recipients

Click Select and use the user and group search feature to add
any other required recipients.

Previous Stakeholders

Expand Show Advanced Options and select I nclude
Recipients from Previous Versionsto notify stakeholders
from previous versions of the artifact about changesto anewer
version.

) 2 The stakeholders notified by this option match those
for the current artifact version. For example, if
Contractorsis selected, then the contractors for
previous versions are notified.
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Tosend or set up notifications:

1

Do one of the following:
* Tosend amanual notification, in the artifact or report view, select Tools— Notify.
The Notify page opens.

e To set up an automatic notification, in the Stage Definition page of a governance process, expand
Add Action and select Notify.

The Notification Message page opens.
For details about setting a Stage Definition, see Defining Lifecycle Stages on page 130.
For automatic notifications, select the event to trigger the notification from the Send When: drop-
down list.
For details, see Table 2.
Select the recipients to notify.
For details, see Table 4.
Enter a message subject for the mail.

For automatic notifications, select Lifecycle Status and Compliance Statusto include sections
containing this information in the mail.

For policy compliance reports, select Compliance Status to include the compliance graph in the
notification.

Enter the message text for the mail.
Click Preview to view adraft of the mail message.

Click OK to send the notification or save the notification action.
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Managing Documentation

The main document management procedures are:

* Add anew document to the repository, as described in Adding Documentation on page 256.

e Attach documentation to an artifact, as described in Attaching Documentation to Artifacts on page 257.

» Edit the source document, as described in Editing Documentation on page 258.

Adding Documentation

Y ou may want to store documents in the SOA Systinet repository or create documentation artifacts linked
to external documents.

To create a new documentation artifact:
1 Inthe Toolstab Catalog Browser click Documentation to open the Documentation page.
2 Do one of thefollowing:

e Click Upload to use the SOA Systinet publisher functionality to create a documentation artifact
with associated data content.

For details, see Publishing Services on page 107.
¢ Click New Link to create alink to a document on a remote location.
For details, see To create a documentation artifact with alink to external content:.

e Click New to create adocumentation artifact without cached content or alink to an external
document.

For details, see Creating an Artifact on page 242.

» This optionisonly available if enabled by the administrator.

For details, see "Configuration Options" in the HP SOA Systinet Administrator Guide.
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To create a documentation artifact with alink to external content:
1 Inthe Toolstab Catalog Browser click Documentation to open the Documentation page.
2 Click New Link to open the New Link page.

3 IntheNew Link page, input the following parameters:

Parameter Definition

URL The location of the document to link the new artifact to.
Type Select adocument type from the drop-down list.

Link Text The name of the new documentation artifact.
Description A description for the new artifact.

Attaching Documentation to Artifacts

Once a documentation item is stored in the repository it can be attached to other repository resources with
a documentation relationship.

To attach a document to an artifact:

1 Inthe detail view of the artifact click Add Relationship.

2 Select Documentation and click Next.

) 2 Not all artifacts types have Documentation as an available relationship type.

3 Do oneof thefollowing:

* UseFilter to search for the required document in the repository.
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e Click New, Upload, or New Link to add a new document as described in Adding Documentation
on page 256.

4 Select the document from the list and click Next.
5 Review the relationship and click Finish to createit.

If you later want to detach documentation from the artifact, edit the artifact and remove the relationship as
described in Editing an Artifact on page 242.

) 2 This procedure can be used to add documentation to abusiness service but an alternativeis provided
in the Services tab as described in Adding Service Documentation on page 79.

Editing Documentation

Both the properties and the source of a documentation artifact can be edited.
To edit adocumentation artifact:

1 Inthedetail view of the documentation artifact, click Edit.

2 Change any artifact attributes as required.

3 Click Saveto confirm your changes.

To changethe external source document:

1 Inthe detail view Data section of the documentation, click Update.

2 Input or use Browse to select a new source document.

3 Click Save to upload the new document.
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Managing Definition Data

SOA Systinet includes extended support for SOA specific resources, such as WSDL documents and XML
schemas. This support includes features such as automatic import resol ution during publishing and updates,
and change management support based on synchronization policies.

Supported definition formats are:

* WSDL documents

* XML schema documents

e DTD documents

¢ XSLT stylesheets

» SCA Definitions

*  BPEL Process Definitions

To publish aresourceartifact:

1 Inthe Toolstab Catalog Browser click the relevant artifact type to open the browse page.

2 Click Upload to use the SOA Systinet publisher functionality to create a definition artifact with
associated data content.

For details, see Publishing Services on page 107.
Definition documents are updated and edited in the same way as documentation.

For details, see Editing Documentation on page 258. |n the procedure replace documentation with the relevant
definition artifact types.

Managing Versions

SOA Systinet enables you to create new versions of artifactsindividually or in bulk. Two types of version
can be created, depending on the significance of the change to the artifact:
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New Branch

A version created as aresult of amajor change to an artifact, which requires the commencement of a
new artifact lifecycle.

When anew major version of an artifact is created, SOA Systinet; creates anew copy of the original
artifact, with it's own independent lifecycle. This makesit possible to have multiple versions of the
same artifact in different lifecycle stagesin the same repository.

For example, version 1.0 of an implementation artifact can describe a service approved for production
use, while version 2.0 of the same implementation artifact can be in development.

> New Branches may only be initiated from an individual artifact view. Bulk versioning only
alows aVersion Number Update.

Version Number Update

A version created as aresult of aminor change in the data or metadata of the artifact, which does not
reguire the creation of anew artifact. Only the value of the version property changes and anew revision
created.

To create a new branch version of an artifact:

1

In the Services or Tools view of an artifact click New Version.

The New Version page opens.

Select New Branch.

Select Notify on Completion to receive an e-mail notification when the task completes.
Expand Show Advanced Options and optionally select from the following options:

» Select Backwards Compatibleif you want to mark the new version as compatible with the current
version.
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e By default, if the current version of the artifact is subject to governance, the new version of the
artifact is entered into the same governance process as the current version but at the starting stage
of the process.

To enter the new version into a different governance process, select Change L ifecycle Process
and select the governance processto use.

» Iftheartifactisgoverned by alifecycle process, select I nclude Subartifactsto open alist of related
child artifacts related to the current version.

For each subartifact toggle the check-box to select the following options in the Action column;
« Skip

A new version of the subartifact is not created and no relationship is created with the new
version of the parent artifact.

* New Version

A new version of the subartifact is created and associated with the new version of the parent
artifact.

* Reuse
The existing subartifact is associated with the new version of the parent artifact.
To create anew version for al subartifacts, click Select All.

To remove a selection for all subartifacts, click Deselect All.

5 Click Save.

When creating aNew Branch, for each new version of an artifact, anew artifact is created with the specified
version number and required properties copied from the current version. Child relationships are determined
by the options chosen for subartifacts.
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> For service implementations the new version of the implementation copies any relationship with
parent business services.

To update the version number of an artifact:

1 Inthe Servicesor Toolsview of an artifact click New Version.
The New Version page opens.

2  Select Version Number Update.

3 Enter the new version number.

4 If theartifact isgoverned by alifecycle process and you want the version number update to be applied
to subartifacts, expand, Show Advanced Options, and select Include Subartifacts to open alist of
related sub artifacts. Otherwise, proceed to Step 6.

5  Select the subartifacts you want to apply the new version number to.

To select all subartifactsin the tree, click Select All.

» Selecting a subartifact changes the statusin the Action column to New Ver sion. Subartifacts
which have not been selected retain the status Skip.

6  Click Save.

For Version Number Updates, the version number of the selected artifactsis modified and all relationships
maintained.

To create new versionsfor a set of artifacts:
1 Inalist view or table of artifacts, select the artifacts to version.
2 Expand Select Actions and select Change Version.

The Change Version page opens.
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3 SelectInclude Subartifactsto apply the changesto rel ated secondary artifactsin the same governance
process.

» Thereisno option to select which subartifacts to apply the version number update to for bulk
versioning.
4 Input the new version number.
5  Select Notify on Completion if you want to receive an e-mail when the versioning task is complete.
6  Click Change Version to apply your changes.

Bulk versioning executes as an asynchronous task allowing you to continue with other work. The task can
be monitored or stopped. For details, see Bulk Operations on page 243.

The version history of an artifact isavailable in the Service and Tools view of an artifact. Open the Version
menu and select Version.

For details, see Revision and Version History on page 238.

Registry Integration
SOA Systinet provides customizable mapping between UDDI entities and SDM artifacts. Mapping of the

basic structures (types) is predefined, but several aspects can be significantly changed by mapping additional
artifact properties to UDDI keyed references and vice versa.

) 2 Before any datatransfer takes place between SOA Systinet and aUDDI registry, aregistry artifact
must be created, registry certificates must be imported to SOA Systinet, and the taxonomies must
be synchronized.

For details, see " Setting Up Registry Integration” in the HP SOA Systinet Administrator Guide.

SOA Systinet artifacts correspond to registry entities as follows:
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SOA Systinet Artifact Registry Entity
Organization unit Business entity
Business service tModel
Implementation Business service
Endpoint Binding template
Custom (WS-Palicy) tModel

This section describes:

e Registry Synchronization on page 264

e Exporting Data To Registry on page 265

» Deleting Data From a Registry on page 268

Importing Services from Registries on page 113 explains how to import registry data as part of "Service
Discovery".

Registry Synchronization

Each artifact that corresponds to a UDDI entity contains a Registry Synchronization section in its detail
view:

Figure 69. Registry Synchronization Details

Registry Synchronization |
Registry Status
[#] HP S0& Registry at registry003 Mot Synchronized xport
[&] HP S04 Registry at registry002 Synchronized import | export | delete

Its synchronization status is shown and synchronization actions (export/import/del ete) are offered for each
known UDDI Registry.
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Table5. Synchronization Status

Synchronization Status

Description

Not Synchronized

SOA Systinet artifact does not correspond to any UDDI entity. It isnot exported
to UDDI or imported from UDDI. This synchronization status corresponds to
the NEW resource status.

Synchronized

SOA Systinet artifact and corresponding UDDI entity are semantically the
same, both are the same since the last synchronization. This synchronization
status corresponds to the IDENTICAL resource status.

Local change

SOA Systinet artifact has changed (while the corresponding UDDI entity has
not) since the last synchronization. This synchronization status corresponds
to the LOCAL CHANGE resource status.

Remote change

The corresponding UDDI entity has changed since the last synchronization.
This synchronization status corresponds to the REMOTE CHANGE resource
status.

L ocal+Remote change

Both the SOA Systinet artifact and the corresponding UDDI entity have
changed sincethelast synchronization. This synchronization status corresponds
to the NEEDS MERGE resource status.

Unreachable

The UDDI registry is unreachable to check the synchronization status. This
synchronization status corresponds to the UNREACHABLE resource status.

Exporting Data To Registry

Y ou can export artifacts to an integrated registry individually or in bulk.

Toexport an individual artifact to a UDDI registry:

1 IntheRegistry Synchronization section of the detail view of the artifact, click export for theregistry
that you want to export the artifact to.

» Only organizational unit, business service, implementation and WS-policy artifacts can be
exported directly.
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2 Providethe login name and password of the UDDI registry account where the data will be exported,
and then click Next.

» For a successful export, the credentials used for registry sign-on must have the appropriate
write permissions for the registry entities being created or amended.

3 Select the associated artifacts to export on the summary page. If you are exporting a business service,
al itsimplementations can be exported as well and if you are exporting an organizational unit, al its
business services can also be exported.

» If the registry server artifact has a specific environment category, then only uncategorized
endpoints or endpoints with the matching category are listed. Uncategorized endpoints are
not selected for export by default.

4 Click Finish to export the selected artifacts.

When the export process begins, an export report is created. The export process may take some time, so
click Refresh. You may have do this several times until the report is complete (and Refr esh disappears).

The most important part of the report is the Report Data section within the sub-report:

Report Data =
Registry: HF S0A Registry at registry002

State Type Artifact Name Uddi Registry Key Status

EXPORTED Business Service GoogleSearchService uddi: eV c46870-b63a-11dd-58903-6f951301 5902 IDEMTICAL

EXPORTED SOAP Service GoogleSearchService udcli 6253831 0-01 42-11dod-5419-1c9666215415  IDEMTICAL

EXPORTED Endpairt GoogleSearchPort_Endpaint uddli: G3afflal-c142-11dd-5419-1 9666215415 MEW

GEMERATED PaortType Thiodel udcli: 636a01 50-c142-11dd-5419-1c9666215415  NEW

GEMERATED Binding Thocdel uddli 638ead00-c142-11dd-5419-1c9666215415  NEW

It shows exactly what was exported, and the export status of all the exported items.
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Parameter Definition

state State Description
IMPORTED The item was successfully imported.
EXPORTED Theitem was successfully exported.
DELETED Theitem (Business Service or Binding Template) was del eted

from the UDDI registry during export because the
corresponding artifact had been deleted in SOA Systinet.

FAILED An error occurred during the export/import of the item.
artifact type the UDDI entity type: Business Entity, Business Service, SOAP Service, €etc.
artifact name the SOA Systinet artifact name

uddi registry key | the uniqueid of the corresponding UDDI entity

status the synchronization status before the import/export was performed

Toexport a set of artifactsto a UDDI registry:

1 Inanylistview or tableof artifacts, select the artifactsto export, and then select Select Action - Export
to Registry.

The Export Artifact to Registry page opens.

» Artifacts associated with the selected artifacts are included in the export with the exception
of endpoints. Only endpointswith the same environment category astheregistry server artifact
are exported.

2 Select the registry to export to and input the credentials to use.

3 Select Notify on Completion if you want to be informed by e-mail when the export is complete., and
then click Next.

4 For bulk export, optionally select a business entity to associate the exported artifacts with, and then
click Finish.
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Theoriginal pagere-opens showing atask bar at thetop of the page. The export task executes asynchronously
S0 you can either wait for the task to complete or continue with other work and return to view the report
later.

Select Click herefor detailed report to open the Registry Export - Bulk Operation report.

The Report Data section contains details of the exported artifacts and the export success or failure.

) 2 For exported binding templates, the WSDL repository URL is used by default with the following
exceptions:

» If theregistry artifact is categorized for an environment then an environment specific WSDL
URL isused. For details, seethe Download W SDL functionality in Adding Endpoints on page
93.

« If theregistry artifact is not categorized for an environment then the WSDL URL from the
repository REST location space is used.

To disable the use of repository URLs for WSDLs and enforce the use of the originURL (where
the WSDL was imported from) set the following property in
SOA_HOVE/ conf/ set up/ configuration. properties:

platformintegration.uddi.useRepositoryU | OnVdl Export =fal se

Consider this option if the repository is not your primary artifact store.

Deleting Data From a Registry
Entities in a synchronized registry can be deleted from the registry directly from SOA Systinet.
To delete an entity from a UDDI registry:

1 Inthe Registry Synchronization section of the detail view of an artifact, click delete for the registry
that you want to delete the artifact from.
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» The deletefunctionality isalso available from the detail view of artifactsalready deleted from
the repository, and in the dialog for deleting an artifact from the repository.

Provide the login name and password of the UDDI registry to delete the data from, and then click
Next.

» For a successful delete, the credentials used for registry sign-on must have the appropriate
write permissions for the registry entities being deleted.

Review the entitiesto be deleted. If you are deleting a business service, all itsimplementations are
also deleted, and if you are deleting an organizational unit, all its business services are also del eted.
Click Finish to delete displayed list of artifacts.
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19 Governance Tools

SOA tilitiesin the T ools tab consist of three elements:
* Toolson page 271
Arethe basic utilities for performing governance actions.
e Tasksand Scheduling on page 284
Enablethe use of atool on an artifact or set of artifactswith the option of periodic or scheduled execution.
* Reports on page 288

Are the result of atask or tool execution.

Tools
SOA Systinet provides the following types of utility in the Tools tab:
* Impact Tools on page 272
Report the potential impact of a change to an artifact on the other artifacts it depends on or impacts.
* Job Tools on page 274
Are customized tools created to perform miscellaneous tasks.
* Reporting Tools on page 275
Use customized reports to query the repository.
» Sync Toolson page 278

Update the repository with the latest versions of externally sourced documents.
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» Policy Compliance Tools on page 284

Verify whether artifacts conform to business policy.

Impact Tools

Impact tools enable you to report on all the related artifacts that may be impacted by a change to a specific
artifact. Using impact tools, you can check the dependency trees or impact trees of an artifact.

In SOA Systinet, adependency between artifactsis represented by arelationship. Each relationship represents
a dependency between two related artifacts: a source artifact and atarget artifact. A relationshipisa
unidirectional concept. Each relationship contains references to the source artifact, target artifact, type of
relationship and several other attributes. For example, consider relationship R which hasreferencesto source
artifact A and target artifact B. Thiswould mean that artifact A depends on artifact B and that artifact B
has impact on artifact A. Accordingly, there are two types of relationship tree: the impact tree and the
dependency tree. The impact tree of an artifact shows the artifacts that it has impact on. The dependency
tree shows the artifacts on which this artifact depends.

Y ou can create new impact tools or use the | mpact M anagement tool provided with SOA Systinet.
This section describes:

*  Running the Impact Management Tool on page 272

e Impact Reports on page 273

» Creating an Impact Tool on page 273

Running the Impact Management Tool

The context action for the Impact Management Tool is available in the detail view and service view of
artifacts (see Tools View on page 228 or Service View on page 58).

To assesstheimpact of a changeto an artifact:

e Inthedetail view or service view of the artifact, movethe cursor over the T ools context menu and select
Impact Analysis or Dependency Analysis depending on which tool you want to execute.
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Impact Reports

Impact reports are generated by running the impact tool as described in Running the Impact Management
Tool on page 272 or the result of automated tasks as described in Tasks and Scheduling on page 284.

To accessimpact reports, browse the reports as described in Reports on page 288 and filter for report category
Impact M anagement.

The most important part of the impact report is the Report Data section:

Figure 70. Impact Report Data

Report Data =
Name Type Owner Description
usiness service usiness Service ministrator ome business service
Busi ice 1 Busi Servi HP SOA Administrat: S busi i
- My test applictaion Application HP S0A Administrator
Account Organizational Unit HP S0A Admini A unit

Business Service 2- contracted fromBusiness service 1 (contract details)

Name Type Owner Description
- Business Service 2 Business Service HP SOA Administrator
HP SOA Administrator User Profile HP SOA Administrator HP SOA Administrator.
HEETIT Organizational Unit HP SOA Admini A unit

(Shared)

Figure 70 shows that Account Service is dependant on the Account SOAP Service which also has
dependencies on an operation and aWSDL.

Phone Serviceisalso aconsumer of Account Service, so the dependencies of the Phone Service are displayed
aswell.

Note that the Phone Service also depends on the Account SOAP Service implementation but the breakdown
of the Phone Service dependencies is not repeated.

Artifacts highlighted in blue appear multiple timesin the report indicating that they have multiple impacts.
Creating an Impact Tool

Impact tools enable you to assess the potential impact of a change to an artifact.
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To create a new impact tool artifact:

—_

In the Catalog Browser, click [+] next to Tools to expand it and show thelist of tool types.

N

Click Impact Toolsto open the Browse | mpact Tools page.

3 Click New to open the Publish Impact Tool dialog.

4 Input the following parameters:
Parameter Definition
Name The name for the new impact tool
Description A description of the impact tool
Choose impact type Select one of the available impact types

5  Click Saveto create the new impact tool.

This new impact tool is now available for selection when creating atask, as described in Creating a Task
on page 284.

Job Tools

Job tools enable you to use customized Java class implementations to perform avariety of actions.
Y ou can create new job tools or use the Report Cleaner Job Tool provided with SOA Systinet.
This section describes:

» Creating a Job Tool on page 274

* Report Cleaner Job Tool on page 275

Creating a Job Tool

SOA Systinet enables you to create miscellaneous tools in association with your own Java classes.
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To create a new job tool artifact:

1

2

5

In the Catalog Browser, click [+] next to Tools to expand it and show thelist of tool types.
Click Job Toolsto open the Browse Job Tools page.
Click New to open the Publish Job Tool dialog.

Input the following parameters:

Parameter Definition

Name The name for the new job tool

Description A description of the job tool

Categories Click add category to select a category from the available taxonomies

(administrator perspective only)

Job Implementation Theclass ID in the server configuration
ClassID

Click Saveto create thejob tool.

This new job tool is nhow available for selection when creating atask, as described in Creating a Task on
page 284.

Report Cleaner Job Tool

SOA Systinet isinstalled with the report cleaner tool. Thistool isautility for purging the repository of

deleted and orphaned reports. HP Software recommend that atask be created to run thistool on aperiodic
basisto ensure that the repository does not fill up with obsolete reports. See Tasks and Scheduling on page

284 for details.

Reporting Tools

Reporting tools enable you to access customized reports stored on the reporting server for the purpose of
periodic or timed execution using tasks.
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SOA Systinet comes provided with preinstalled reporting toolswhich are availablein the Report L auncher
portlet (see Report Launcher Portlet on page 222).

This section describes:

* Running a Reporting Tool on page 276
* Reporting Tool Reports on page 276

» Creating a Reporting Tool on page 277
Running a Reporting Tool

The context action for reporting tools is available in the Report L auncher portlet for the default reporting
tools provided with SOA Systinet and any user created tools with valid URIs.

To executeareporting tool:

1 Inthe Report Launcher portlet click Generate for the required reporting tool.

2 Theview switchesto the resulting report as described in Reporting Tool Reports on page 276.
Reporting Tool Reports

Reporting tool reports are generated by running one of the default reporting tools as described in Running
aReporting Tool on page 276 or the result of automated tasks as described in Tasks and Scheduling on page
284.

To accessreporting tool reports, browse the reports as described in Reports on page 288 and filter for report
category Reporting.

The most important part of the impact report isthe Report Data section:
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Figure 71. Reporting Tool Report Data

Report Data =
Title: Top 10

Author: admin

Content Description:

Report Status: finished

Report: Top 10

Other Formats: pdf

This section provides progress and success details of the report and links to rendered versions of the report
on the reporting server.

Creating a Reporting Tool

Reporting tools enable you to utilize custom reports deployed to the reporting server.

) 2 The SOA Systinet Report Editor can be used to create and modify report definitions. After these

definitions are deployed to the reporting service, they are then available to be associated with a
reporting tool. See the SOA Systinet Report Editor documentation for more information.

Tocreateareporting tool artifact:

1

2

In the Catalog Browser, click [+] next to Tools to expand it and show thelist of tool types.
Click Reporting Tools to open the Browse Reporting T ools page.
Click New to open the Publish Reporting Tool dialog

Input the following parameters:

Par ameter Definition

Name The name for the new reporting tool

Description A description of the reporting tool
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Parameter Definition

Categories Click add category to select a category from the available taxonomies
(administrator perspective only)

Report Definition Select fromthelist of available report definitionsfrom the reporting service

Additional Parameters | Depending on the report definition additional parameters may be input

5  Click Saveto create the new reporting tool.

This new reporting tool is now available for selection when creating atask, as described in Creating a Task
on page 284, or for immediate execution as described in Running a Reporting Tool on page 276.

Sync Tools

SOA Systinet stores all resourcesin its repository. They can be divided into two types: representational
artifactsand local copies of imported resources. Sync toolsfocus on these imported resources. Such resources
have acached flag set and the origin URL associated with them. Sync tools are a powerful feature that make
it possible to keep track of original resources, notifying the user about changes to them and maintaining
up-to-date copies.

Y ou can create new sync tools or use the Change M anagement tool provided with SOA Systinet.
This section describes:

» Synchronization Policy on page 278

* Running the Synchronization Tool on page 279

e Change Management Reports on page 281

e Creating a Sync Tool on page 283

Synchronization Policy

Externally sourced resources may have an associated synchronization policy. Automatic change management
uses this policy to determine the action that should be performed during synchronization.

The following options are available:
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e Automatic

The cached resourceis updated automatically if the original resource is changed.

» In order for automatic synchronization to function you must create a scheduled change
management task. See Tasks and Scheduling on page 284 for details.

e Manual

The resource is marked with an out-of-sync flag and only updated after user approval. If you want to
approve the change and update the document, run the change management tool as described in Running
the Synchronization Tool on page 279.

» Disabled

The cached resourceswill not be updated, except by amanual update of asingle resource from acontext
action.

) 2 Resources stored in a database may (and usually do) consist of imports of other resources. For
exampleaWSDL filemay containimports of other WSDLsand XSDs. XSDsmay containimports
of other XSDs or DTDs, etc. The result is a dependency tree with the WSDL that the user wants
to publish or update at its root. The synchronization policy is usually associated with the root
resource, but it is aso applied to the other dependent resourcesin the tree.

Running the Synchronization Tool

All artifactsthat can be checked or updated have an associated Data section in their Toolsdetail page. These
include WSDLs, XSDs, DTDs and Documentation.
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Figure 72. Data Section

Data =
Available at: fadminfuddifaccountwsdl View Server Folder | Update
Source: hitp:ifczvm20.devliab.ad:8080/uddifaccountwsdl

Synchronization IDEMTICAL Synchronize
Status:

Last Update: Dec3, 2008 11:30:18 AM

The following actions can be performed on artifacts associated with external documents:
* Availableat functionality is available for resources uploaded from local or remote |ocations.
* Resource name
Click the resource name to open the version stored in the repository.
*  View Server Folder
Opens the repository location where SOA Systinet stores the resource.
e Update

Updates a cached resource if the original has changed from the local file to the existing repository
server folder.

Update opens the Update data page, requesting the new file, with an Advanced Option to Remove
Unsynchronized artifactsif they are no longer referenced by the new version of the data content.

e Upload

If the artifact does not have associated data content, Upload enablesyou to add content from a
local file.

Upload opens the Upload data page, requesting the new file and Server Folder to store the data
content.

Remove Unsynchronized can apply if you upload afile to a Server Folder where afile with the
same name already exists.
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» Inaddition, resources uploaded from remote locations have the following functionality:
e Source name
Click the source name to open it in the remote location.
e Synchronize
The synchronization status is shown. Click Synchronize to start the publishing process.
Select Remove Unsychronized artifacts to remove relationships to artifacts no longer referenced
by the new version of thefile, and then click OK to upload the latest version of the remote resource.
From Service list views and Tools browse pages you can synchronize artifactsin bulk.
Select the artifacts to synchronize, open the Actions menu, and select Synchronize.

The Synchronize page opens, review the artifacts to synchronize, select Notify on Completion to receive
an e-mail notification when the task completes, and then click Synchronize.

) 2 When performing change management on a collection, only resources with an associated
synchronization policy are checked or updated. If change management is performed on asingle
resource, the synchronization policy is not taken into account. Only resources for which you have
write permission are checked or updated.

Change Management Reports

Change management reports are generated by running the change management tool as described in Running
the Synchronization Tool on page 279 or the result of automated tasks as described in Tasks and Scheduling
on page 284.

To access change management reports, browse the reports as described in Reports on page 288 and filter for
report category Change M anagement or from the Change Management section of browse view or detail
view pages as described in Running the Synchronization Tool on page 279.

Select one of these by clicking the name to view the index report for that change management execution.
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Toview theresult for aparticular artifact, in the Sub reports section click the Change M anagement Report
link for the artifact you are interested in.

The most important part of the change management report for an artifact isthe Report Data section:

Figure 73. Change Management Report Data

Report Data =
Actions: Select Action 12 tems
e —
| uddiclient-core xsd uddiclient-core. xsd Identical Dec 3, 2008 11:30:26 AM
|:| delete_userAccount wad| ldentical Dec 3, 2008 11:30:26 AM
|:| enable_userAccount wad| ldentical Dec 3, 2008 11:30:26 AM
|:| find_u=serAccount wad| ldentical Dec 3, 2008 11:30:26 AM
|:| get_userAccount wad| ldentical Dec 3, 2008 11:30:26 AM
|:| save_userAccount wad| ldentical Dec 3, 2008 11:30:26 AM
|:| AccountApi_Endpeint wad| ldentical Dec 3, 2008 11:30:26 AM
|:| Account_SoapService wad| ldentical Dec 3, 2008 11:30:26 AM
| account xsd account.xsd Identical Dec 3, 2008 11:30:26 AM
|:| account_portType.wsd| account_portType.wsd| ldentical Dec 3, 2008 11:30:26 AM
|:| account_binding. wad| account_binding. wad| ldentical Dec 3, 2008 11:30:26 AM
[F Account wadl Identical Dec 3, 2008 11:30:26 AM

This section displays the name of the artifact, its location in the repository and the location of the external
document it represents and the status of the update or status check.

The possible statuses are:

Status Definition

NEW The resource is new

IDENTICAL The cached resource was identical to the original

IDENTICAL (NO- The cached resource was identical to the original and the current user does
PERMISSION) not have permission to change it
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Status Definition

UNREACHABLE The original resource is unreachable, possibly due to a network error, or
because the server is not running

OUT-OF-SYNC The cached resource differed from the original and was not updated. Root
resources with imports (complex resources) are also set to out-of-sync if
any of the imported resources is new, out-of-sync or unreachable

UPDATED The cached resource differed from the original and was updated

CHANGED-IGNORED

The cached resource differed from the original but was not updated

CHANGED-IGNORED
(NO-PERM I SSION)

The cached resource differed from the original but was not updated because
the current user does not have permission

CHANGED-IGNORED

The resource was not updated, because unexpected content was retrieved

(UNEXPECTED- from the original location (for example badly formed xml)
CONTENT)

NO-PERMISSION The current user does not have permission to change this resource
UNKNOWN The state was unknown

Creating a Sync Tool

Sync tools enable you to track changes to external documents associated with artifactsin the repository.

To create a sync tool artifact:

1 Inthe Catalog Browser, click [+] next to Toolsto expand it and show the list of tool types.

2 Click Sync Toolsto open the Browse Sync Tools page.

3 Click New to open the Publish Sync Tool dialog box.

4 Input the following parameters:

Parameter Definition
Name The name for the new sync tool
Description A description of the sync tool
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Parameter Definition

Categories Click add category to select a category from the available taxonomies
(administrator perspective only)

5  Click Saveto create the new sync tool.

This new impact tool is now available for selection when creating atask, as described in Creating a Task
on page 284.

Policy Compliance Tools

Policy compliance tools validate whether artifacts conform with the requirements of one or more business
policies.

Perform a compliance check using the provided Validate Compliance tool and the reports generated are
described in detail in Chapter 16, Validating Artifacts.

Tasks and Scheduling

A task is an artifact which associates other artifacts or resources with atool. Y ou can imagine it as a tool
prepared for execution. A task is powerful way of performing an action on the same set of resources
repeatedly. The specified resources are used as input when the tool isrun. A task can be run manually but
it ismore usual to schedule automatic execution.

This section describes:

» Creating a Task on page 284

e Setting a Schedule on page 285

Creating a Task

Tasks are the way SOA Systinet associates a particular tool with a set of artifacts to produce reports.
To create a new task:

1 Do one of the following:
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* Inthe New menu of the Toolstab, click Task.

e Alternatively, in the Toolstab, in the Tasks and Reports portlet (see Tasks and Reports Portlet on
page 221), click New Task.

e Alternatively, in the browse view of tasks click New.
The Publish Task page appears.

2  UseFilter to search for thetool to associate with the task. Select the tool, and then click Next to select
the artifacts to examine.

3 The selector page includes the following options:
e For collections select an artifact type collection from the drop-down list.

* For documents, useFilter to locate the documentation artifacts to associate with the task and check
theradio button to select them, or click Add Documentsand follow the wizard to sel ect documents
from a selected collection.

» For saved searches use Filter to locate the saved search containing the artifacts to associate with
the task and check the radio button to select it.

» Some tools do not require the selection of artifacts. For example, the report cleaner tool.

Click Next to set scheduling.

4 If you want thistask to be executed at a set time or repeated on a periodic basis select Scheduled,
completethe detail s as described in Setting a Schedul e on page 285, and then click Next to set the task
artifact name.

5  Optionally, edit the suggested name and description, and then click Finish to create the new task.

Setting a Schedule

SOA Systinet enables you to execute tasks on atimed or periodic basis.
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) 2 SOA Systinet converts and stores any input timeto GMT. If you import scheduled tasks from a
dataimage, review the scheduling to ensure that the tasks execute at thelocal timethat you require.

To schedule atask:

1

2

Do one of the following:

* Inthedetail view of the task click Edit, and then select Scheduled.

» Select Scheduled during task creation.

»  On pages alowing asynchronous operations, click Schedule Task.

The schedule parameters appear:

The scheduler allows you to run tasks automatically at a specified time. Setthe recurrence to repeat the task multiple times.

Scheduled

Running now:

Last Run Time:
Recurrence:

First Run Time:

Ensure Scheduled
Run:

Disabled:

Automatically
Repeated:

Mo

never

[ daiy v

Mow 10, 2008 3:02:33 FM

O
ol |

O B 3 4 5| 6 7
7 11| 12| 13] 14
O -
N 17 18| 19f 20f 21
0
B 24| 25| 2 27| 28
- [ “wext | cancel ]
LSO 4 Today > B ‘

Input the following parameters:
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3

Parameter Definition

Running now A non-input field indicating whether the task is currently being executed

Last runtime The last execution time of the task

Recurrence Select the frequency of execution if the task is to run periodically or none
if the task is to be executed once

First run time Use the calendar to set the date and time for the initial execution of the task

Repeat Until If the task has a recurrence, optionally select Repeat Until, and use the
calendar to select the date and time to stop executing the task.

Repeat max If the task has a recurrence, optionally select Repeat M ax, and input the

number of times to execute the task. Thisfigure is compared to the
Automatically Repeated figure to determine whether to execute the task

again.

Custom Interval (min.)

If the task has the I nterval recurrence, input the interval.

Ensure scheduled run

Select to prioritize scheduled execution. If for any reason the task cannot
execute at the scheduled time (for example, if the server is not running),
then the task executes at the at the earliest opportunity. HP Software
recommend selecting this option for tasks with long recurrence intervals.

Disabled

Select to prevent the automatic execution of the task

Automatically repeated

Displays the number of scheduled executions (not including manual
executions).

>

To reset this figure, remove the schedule and then create a new
schedule.

Do one of the following:

» If you are editing atask, click Save.

e If you are creating atask, click Next and set the task name and description.
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Reports

Theresult of atool execution is areport. Reports are accessible from:

» TheReportslink in the Catalog Browser.

e The Tasksand Reports portlet in the Dashboar d and Tools tabs

* TheTools context menu in the detail view and service view of an artifact.

Clicking any of these links opens areport list view:
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Figure 74. ReportsList View

Reports

Latest Tools > Reports

m LGB Select Action - View: m 20 ltems
Tome— —— ocserwior _ [Croned _sows | progres

Publizhing of “wsdl' 0 artifacts created, 0 artifact... Dec 3, 2008 11:30:25 AM  Complets, Ok
Report - Hourly Validation Results Tazsk  The result of execution ofta... Dec 3, 2008 11:30:06 AM Complete, Ok
Report - Top 10 Task The result of execution ofta... Dec 3, 2008 11:24:54 AM  Complete, Ok
Businezs service 1 [Impact] Processing resource: /busin... Dec 3, 2008 11:21:52 AM  Complete, Ok

Businezs service 1 [Impact] Processing resource: /busin... Dec 3, 2008 11:20:22 AM  Complets, Ok

Businezs service 1 [Impact] Processing resource: /busin... Dec 3, 2008 11:18:42 AM  Complets, Ok
Businezs service 1 [Impact] Processing resource: /busin... Dec 3, 2008 11:17:38 AM  Complete, Ok
Businezs service 1 [Impact] Processing resource: /busin... Dec 3, 2008 11:15:56 AM  Complete, Ok

Businezs service 1 [Dependencies] Processing resource: /busin... Dec 3, 2008 11:15:37 AM  Complets, Ok

Busi =service 1 [D ies] Processing resource: /busin... Dec 3, 2008 11:15:04 AM  Complets, Ok
Businezs service 1 [Impact] Processing resource: /busin... Dec 3, 2008 11:14:44 AM  Complets, Ok
Businezs service 1 [Impact] Processing resource: /busin... Dec 3, 2008 11:11:35 AM  Complete, Ok
Businezs service 1 [Impact] Processing resource: /busin... Dec 3, 2008 11:09:08 AM  Complets, Ok
Businezs service 1 [Impact] Processing resource: /busin... Dec 3, 2008 11:08:13 AM  Complets, Ok
Businezs service 1 [Dependencies] Processing resource: /busin... Dec 3, 2008 11:07:46 AM  Complets, Ok
Publizhing of "uddi_wsdl.zip’ 531 artifacts created, 0 artif... Dec 3, 2008 10:54:32 AM Complets, Ok
Publizhing of "AmazenWebServices. ws... 27 artifacts created, 0 artifa... Dec 3, 2008 10:51:50 AM Complete, Ok
Report - Hourly Validation Results Tazsk  The result of execution ofta... Dec 3, 2008 10:30:06 AM Complete, Ok

Publizhing of “wsdl' 13 artifacts created, 0 artifa... Dec 3, 2008 9:57:43 AM  Complets, Ok

1

Report - Hourly Validation Results Tazsk  The result of execution ofta... Dec 3, 2008 9:30:04 AM  Complete, Ok

LGB Select Action - View: m

Find allowsreportsto befiltered according to various categories. Simply select the category and the browser
only shows the reports which fulfill the given criteria.

The Report Data section contains output specific to each type of tool and is described in the report section
of each tool in Tools on page 271.
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20 Advanced Searches

Y ou can use SOA Systinet to create customized queries that search the repository. These searches can be
stored and then reused. Saved searches can also be used to define a set of artifacts associated with atask or
used to create an RSS feed for the dashboard.

This chapter describes:

e Creating an Advanced Search on page 291

e Editing a Saved Search on page 294

* Running a Saved Search on page 296
Creating an Advanced Search
Each advanced search is associated with one type of artifact.
To create an advanced search:
1 Do one of the following:
* Click Advanced Search on any page.

* Inthe Tools browse view of an artifact type click Search.

The Search page opens.
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Search Business Services

Tools = Search Business Services

Use thiz screen to build a complex query using the property and ewnership based criteria. You can select to find artifacts matching either all or any of
specified search conditions.

Search Parameters =
Scope: Business Senvice
Limit to: [ Artifacts with Write Permission
Revisions: @ Mewest (O Approved
Last Modified:
Lifecycle Stage: Any w
Compliance Status: Any w
Match: (® Allthese Criteria () Any ofthese Criteria
Name: [ Partial Match || | [ case sensitive remove

add property ~  Add ownership criteria =

Organize Results =

Results Per Page: 20 w

To select the scope of your search, click Change Scope, and select the artifact typesto search. De-
select all artifact typesto search all artifacts.

Select Artifactswith Write Permission to restrict the search to artifacts you can modify.

Select the search parametersin the Search Criteria section:
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Parameter Definition
Revisions Select one of the following:
* Newest Revisions
Search for the latest revision of each artifact.
UseL ast M odified to locate only artifacts modified within the specified
time limit.
e Approved Revisions
Search the last approved revision of each artifact.
UselL ast Approved tolocate only artifacts approved within the specified
time limit.
Lifecycle Stage Select a stage to narrow your search to governed artifacts at that lifecycle
stage.
Compliance Status Select a compliance threshold to limit your search to artifacts within the
specified margin.
Match Do one of the following:
e Select All these Criteria to find artifacts matching all the specified
search criteria
» Select Any of these Criteriato find artifacts matching any one of the
specified search criteria
Search Terms By default, the page shows search entry criteriafor Name. Y ou can add

multiple search termsusing Add Property and Add Owner ship Criteria.
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Parameter Definition

Add Property Select an artifact propertiesto use as a search parameter from the drop-down
list.

» The options available depend on the artifact type.

Add Ownership Criteria| Select an ownership criteriato use as a search criteriafrom the drop-down
list.

Results per page Select the output criteria from the drop-down list.

4 Click Search to execute your query and view the results.
5  Optionally, click Refine Sear ch to return to Step 2.
6 Optionaly, save the search for later use, click Save Sear ch to open the New Saved Search page.

7 If you are storing the search for later use, amend the search name, description, and details, and then
click Save to create the new saved search artifact.

Saved search artifacts are displayed in the Saved Searches section of the Services menu and you can also
access them from the Tools tab Catalog Browser by expanding the Search and Transform branch, and
clicking Saved Sear ches.

Editing a Saved Search

Although the saved search is persisted it can be modified again. There are two kinds of modification:
e Changing the name and description properties of the saved search.

e Changing the parameters of the search.

To modify a saved sear ch:

1 Do one of thefollowing:
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e Inthe Toolstab Catalog Browser, expand the Search and Transform branch and click Saved
Sear ches.

The Saved Searches page opens.
Click the name of the saved search to edit.
* Inthe Services tab menu Custom Views section, click the name of the search to edit.
The detail view of the saved search opens.
2 Do oneof thefollowing:
* Toedit the basic search properties:
1 Inthe detail view of the saved search, click Edit.

2  Change the properties as required, and then click Save.

e Tomodify the search parameters:
1 Inthedetall view of the saved search, click Redefine.
2 Do any of thefollowing:
» Click Removeto remove criteria from the search.
* Add new conditions or modify the criteria as described in Creating an Advanced Search
on page 291.
3 Click Search to execute the modified search.

4 Click Save Sear ch to save your changes.
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Running a Saved Search

1 Do one of the following:

* Inthe Toolstab Catalog Browser, expand the Search and Transform branch and click Stored
Sear ches.

The Saved Searches browse page opens.
Click the name of the saved search to run.
* Inthe Services tab menu Custom Views section, click the name of the search to edit.
The detail view of the saved search opens.
2 Inthedetail view of the saved search, click Run.

The search results page opens.
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