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Management Configuration

In This Chapter:

m [ntroduction to HP Deployment Management
m  HP Deployment Management Concepts

o Overview of a Simplified Deployment Process
m  Overview of Configuring Deployment Management
m Related Information
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Introduction to HP Deployment Management
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HP Deployment Management is a HP Project and Portfolio Management
Center (PPM Center) application that automates and manages the migration
and deployment of changes for packaged applications, custom applications,
legacy systems, web content, and more. Leveraging and enforcing best practice
deployment processes, HP Deployment Management performs all tasks
required to install software changes correctly across your system landscape.
With HP Deployment Management, packages are deployed automatically,
eliminating errors inherent with manual processes. HP Deployment
Management’s detailed audit trail helps you pinpoint problems quickly, roll
back changes if necessary, and supports regulatory compliance requirements,
such as segregation of duties (SOD), at both the role level and the process step
level.

HP Deployment Management allows developers to attach changes as package
line items within a package. Each package line uses an object type to tell the
system the type of a change. Packages then follow a digitized process to ensure
they are appropriately handled with reviews and approvals. Based on the
process, each package line (change) can then be deployed to the environments
defined, such as development, test, and production.

This document provides the details on how to configure a HP Deployment
Management system using the PPM Workbench, and making sure your
packages follow your digitized process. Chapter 1, Getting Started with HP
Deployment Management Configuration, on page 15 (this chapter) provides an
overview of how to configure HP Deployment Management to support your
business processes.

Chapter 1



HP Deployment Management Concepts

The following are the major concepts of HP Deployment Management.

Deployment. Deployment is moving a file, script, code, or full application
(object) between two or more instances. For example, a file can be
deployed from a development instance to a testing instance and finally into
one or more production instances. Deployment typically involves
connecting systems together, moving files between the systems, and
running support scripts.

Environments. Environments can consist of a server, a single database
instance, or an associated remote client machine. Not all of these
components need be present in an environment. For example, it is possible
to have an environment which does not contain a database.

Environment Groups. Environment groups define a set of environments
which can be referenced as the source and destinations for object
migrations and deployments.

Environment Refresh. An environment refresh replaces one environment
with another environment. After the physical refresh, data in Deployment
Management is updated to be consistent with the refreshed environment.

Object Types. Object types are used to define the technical steps required
to migrate or deploy application files or changes for packaged applications,
custom applications, legacy systems, web content. For example, a File
Migration object type might contain the information and commands
required to transfer a file from one machine to another, while a SQL script
object type might address the migration and execution of database scripts.

Notification Templates. Notification templates are pre-configured
notification forms that can be selected and used with the various HP
Deployment Management entities, such as workflows and packages.

Package. A package is a set of objects (package lines) being migrated or
deployed together. The package follows an assigned workflow through the
various review, approval, and migration steps. Each object in a package is
defined by a separate package line. While each package line is acted upon
separately, the group of package lines (the package) represent a logical unit
that should be moved and tracked together.

Package Lines. A package line is one object being migrated or deployed
within the package. Each package line follows the assigned workflow
through the various review, approval, and migration steps.
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m  Physical Refresh. A physical refresh replaces one environment with a
physical copy of another environment.

m  Refresh Group. A refresh group reflects the environment being refreshed
and the environment providing the new environment.

m  Release and Release Distribution. Release Management introduces
repeatable, reliable processes surrounding software and application
releases. HP Deployment Management provides an interface for grouping
and processing the packages and requests associated with a specific
release. Groups of related packages can then be activated from a single
window.

m  User Data. HP Deployment Management entities such as packages and
workflows include a set of standard fields that provide information
concerning those entities. While these standard fields are normally
sufficient for day-to-day processing, you can add “user data” fields to
capture additional information specific to your business process.

m  Workflow. A workflow is a digitized process were a logical series of steps
define business process. Workflow steps can range in usage from review
and approvals to performing migrations and deployments.

Overview of a Simplitied Deployment Process

Figure 1-1 illustrates a simple four-step deployment process for a patch
release.

The first step, Release Patch, is a decision step where a user is notified that a
decision needs to be made, in this case, should the patch be released. Once
manually approved the process moves to the second step.

The second step, Test to PreProduction, is an execution step where the patch
(object) is automatically deployed from one environment to another
environment. As part of this second step, the patch is deployed and a user is
notified that the deployment has been completed. Once the execution step is
complete, the process moves to the third step.
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Figure 1-1. PPM Center components
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The third step, Verify Patch, is a decision step where a user is notified to
check and verify that the patch successfully deployed from one environment to
another environment. Once verified and manually approved, the process
moves to the fourth and final step.

Workflow Step Workflow Step

Test to
PreProduction

A ——

The fourth step, Close (Success), is an execution step that automatically closes
the deployment process and automatically notifies users of the successful
closure of the patch release.

Overview of Configuring Deployment Management

A HP Deployment Management system can be configured using the following
steps:

Step 1: Gather process requirements

Before configuring a HP Deployment Management system, you should collect
specific information concerning your process, the types of objects to be
deployed, source and destination environments, and so on.

For detailed information, see Chapter 2, Gathering Process Requirements,
on page 23. Appendix A, Worksheets, on page 267 also provides a series of
worksheets to help gather the information required to build a deployment
system.
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Step 2: Configure workflows

Configuring workflows involves setting up the required workflow steps
(decision and execution), adding transitions between the steps, and configuring
each workflow step for notifications, security groups, segregation of duties,
and so on. For information on how to configure workflows, see Chapter 3,
Configuring Workflows, on page 45 and Chapter 4, Configuring Workflow
Components, on page 105. Chapter 6, Configuring Releases and Distributions,
on page 167 also details specific configuration requirements for HP
Deployment Management’s release process. Appendix A, Worksheets,

on page 267 also provides a series of worksheets to help gather the information
required to configure a workflow.

Step 3: Configure object types

Object types define the technical step or steps required to “copy’ a change
from one environment to another environment. For information on how to
configure object types, see Chapter 5, Configuring Object Types, on page 139.
Appendix A, Worksheets, on page 267 also provides a series of worksheets to
help gather the information required to configure an object type.

Step 4: Configure environments

Configuring environments means defining the server and database instances
identified by your business or deployment process. For information about how
to configure environments, environment groups, and environment refreshes,
see Chapter 7, Configuring Environments, on page 193.

Step 5: Configure notification templates

Notification templates are preconfigured notification “formats” used by other
HP Deployment Management entities, such as workflows, object types, and
environments. Chapter 8, Configuring Notification Templates, on page 235
discusses how to configure notification templates.

Step 6: Configure user data fields

User data fields add customized data fields used by other HP Deployment
Management entities, such as workflows, object types, and environments.
Chapter 9, Configuring User Data, on page 247 discusses how to configure
these user data fields.
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Step 7: Configure your security and access requirements

Part of any migration or deployment process are the permissions required to
perform various decisions or executions. Two of the ways in which PPM
Center controls access to perform these decisions or executions are by licenses
and access grants.

m  Licenses. Licenses provide users with access to a PPM Center product
such as HP Deployment Management, but they do not dictate what actions
the users can perform.

m  Access Grants. Access grants, when used with licenses, define the actions
a user can perform within a PPM Center product.

For more information concerning security and access grants, see the Security
Model Guide and Reference.

Once configured and tested: Educate your deployment system users

Once your Deployment Management system is configured and tested, you
should train your users on the new business process. The following offers some
guidance on how to education your Deployment Management system users:

= Basic HP Deployment Management training. Ensure that each user
understands how to create, process, and report on packages.

m  Process-specific training. Ensure that each user understands the new
process. Consider holding a formal meeting or publishing documents on
the workflow steps and packages.

m  User Responsibilities. Ensure that each user understands their individual
role in the process. For example, the QA team may be restricted to
approving the testing phase of a package. You can use email notifications
that are part of Deployment Management to communicate information
about user roles. Notifications can be very detailed, informing the
recipients of their responsibility.
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Related Information

22

The following documents also include information related to configuring HP
Deployment Management:

HP Deployment Management User’s Guide

Commands, Tokens, and Validations Guide and Reference
Open Interface Guide and Reference

Reports Guide and Reference

Security Model Guide and Reference

Creating Portlets and Modules

HP-Supplied Entities Guide (includes descriptions of all HP Deployment
Management portlets, object types, and workflows)
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2 Gathering Process Requirements

In This Chapter:

Overview of Gathering Process Requirements
Defining Workflows

m]

[m]
[m]
m]
[m]
[m]

Gathering Information for Workflow Steps
Gathering Information for Decision Steps
Gathering Information for Execution Steps
Gathering Information for Condition Steps
Gathering Information for Subworkflow Steps
General Workflow Design Guidelines

m  Defining Object Types
o Determining Commands Needed for Objects

m]

Object Type Checklist

m  Defining Environments

o Environments Checklist
m Defining Notification Templates

o Notification Templates Checklist
m  Defining User Data Fields

m]

User Data Checklist

m  Defining Security and Access

m]

Security and User Access Checklist
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Overview of Gathering Process Requirements
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Before configuring a HP Deployment Management process, you should gather
information concerning your process, such as the steps in the workflow, the
objects to be deployed, and the source and destination environments. Once this
information is collected, you can then begin configuring your HP Deployment
Management process.

This chapter offers you guidance on how to gather information for your
deployment process. The subjects covered in this chapter are:

Defining workflows. What are the steps your deployment process
(workflow). Which steps require manual decisions (reviews and
approvals)? Which steps require automatic executions? See Defining
Workflows on page 25 for detailed information.

Defining object types. What are you deploying? Are you deploying files?
Are you deploying data? What scripts might be required to support the
deployment? See Defining Object Types on page 33 for detailed
information.

Defining environments. What is the source environment for your
deployment? What are the destination environments for your deployment?
See Defining Environments on page 38 for detailed information.

Defining notification templates. Is the correct notification template in
place? Does your deployment require a new notification template? See
Defining Notification Templates on page 40 for detailed information.

Defining user data fields. Does your deployment require additional user
information to process correctly? See Defining User Data Fields
on page 41 for detailed information.

Defining security and access. Who will be allowed to build the
deployment packages? Who should receive notifications? Who will be
allowed to approve the deployment at each step? See Defining Security and
Access on page 42 for detailed information.
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Defining Workflows

A workflow is a digitized process were a logical series of steps define the path
followed by a package. Workflow steps can range from reviews and approvals
to performing the actual migration.

When defining a deployment workflow, you must first determine the intent of
the business process the deployment workflow will follow. For example:

m  Are you designing a simple migration of a file from one environment to
another environment with little oversight or supervision?

m  Are you designing a business-wide deployment process with a great deal of
oversight and supervision?

Once you understand the intent of the business process, you can then begin to
define the deployment workflow itself. The following lists the basic
components of a workflow:

m  Workflow steps. Workflow steps are the events (steps) of the process
(workflow)? What starts your business process? Where are decisions
made? Where are actions taken? The following lists the different types of
workflow steps:

o Decision steps. Decision steps are workflow steps that require an
external process to decide their outcome.

o Execution steps. Execution steps are workflow steps that perform
actual work or actions.

o Condition steps. Condition steps are logic steps used for complex
workflow processing.

o Subworkflows steps. Subworkflow steps represent multiple
workflows steps that follow a consistent pattern.

m  Transitions between workflow steps. Transitions between workflow
steps represent the outcome of one workflow step that leads to next
workflow step. Workflow steps can have more than one transition.

m  Security determines who can access a workflow step. Each workflow
step includes a list of who can access workflow step. Who can approve a
workflow step? Can only one user approve the workflow step? Can one of
several users approve the workflow step? Must multiple users approve the
workflow step?
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m  Notification determines who hears about the workflow step. Each
workflow step includes a list of who will be notified about the workflow
step. Who is notified? When does the notification occur?

Gathering Information for Workflow Steps

Workflow steps are the events of the process. HP Deployment Management
employs the following types of workflow steps:

m  Decision steps. Decision steps are workflow steps that require an external
process to decide their outcome, such as reviews, approvals, or coding.

= Execution steps. Execution steps are workflow steps that perform actual
work or actions, such as file migration, automatic time-stamping, or

automatic package status changes.

m  Condition steps. Condition steps are logic steps used for complex
workflow processing, such as AND and OR.

m  Subworkflows steps. Subworkflow steps represent multiple workflows
steps that follow a consistent pattern, such as code rework or unit testing.

Gathering Information for Decision Steps

Decision steps are workflow steps that require an external process to decide
their outcome, such as reviews, approvals, or coding. Table 2-1 provides a
configuration consideration checklist to help define decision steps. See
Appendix A, Worksheets, on page 267 for a complete list of decision step

considerations.

Table 2-1. Decision Workflow Checklist

Complete | Decision Step Check ltem Example
m Review Request
What is the name of this workflow step? = On Hold
= In Rework
= On Hold
What is the status of the package at this workflow
step? = New
= In Review
= Assign
What are the transitions from this workflow step? = Review
= On Hold
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Table 2-1. Decision Workflow Checklist

Complete | Decision Step Check ltem Example

_ m Security Groups
Who or what groups can act on this step (approve,

cancel, reassign)? = Users
m Tokens
H decisi ired t it thi = Only one
ow many decisions are required to exit this
workflow step? . :il Least One
[ ]

m When the process reaches the
What event triggers the notification? workflow step
m When a specific result is reached

= Email Address (group alias)

Who or how many receive the notification? )
m Security Group

m Test complete.

What is the notification message. )
= Approval required.

= 1day

Use this workflow step as a timeout? How long?
m 2 days

m Based on owner of the workflow?

Are you using segregation of duties?
m Based on workflow step?
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Gathering Information for Execution Steps

Execution steps are workflow steps that perform actual work or actions, such
as file migration, automatic times-stamping, or automatic package status
changes. Table 2-2 provides a configuration consideration checklist to help
define execution steps. See Appendix A, Worksheets, on page 267 for a
complete list of execution step considerations.

Table 2-2. Execution Workflow Checklist

Complete | Execution Step Check ltem Example
m Create Package
What is the name of this workflow step? m Close
m Set Temp Date
Cancel project
Will this workflow step execute this command? - P J_
m Update project
Will the object type (package line) execute this = Open database
command? m Copy file to environment
If required.
What is the source environment? (Ifreq )
m KINTANA_SERVER
If required.
What is the destination environment? (Ifreq )
m KINTANA_SERVER
Succeeded
What are the transitions from this workflow step? - .
= Failed
Security Grou
Who owns this execution step? - y P
= User
m When the process reaches the
What event triggers the notification? workflow step.
m When a specific result is reached.
Email Address (group alias
Who or how many receive the notification? - . (group )
m Security Group
Test complete.
What is the notification message. - P )
= Approval required
1da
Use this workflow step as a timeout? How long? - y
m 2 days
m Based on owner of the workflow?
Are you using segregation of duties?
m Based on workflow step?
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Gathering Information for Condition Steps

Condition steps are logic steps used for complex workflow processing, such as
AND and OR. Table 2-3 provides a configuration consideration checklist to

help define your condition steps.

Table 2-3. Condition Workflow Checklist

Complete | Condition Step Check ltem Example
. . = AND
What is the name of this workflow step?
= OR
= On Hold
What is the status of the request at this workflow
= New
step?
= In Review
Succeeded
What are the transitions from this workflow step? - .
= Failed
m Security Group
Who owns this workflow step? m User

Standard Token

What event triggers the notification?

When the process reaches the
workflow step.

When a specific result is reached.

Who or how many receive the notification?

Email Address (group alias)
Security Group

What is the notification message.

Test complete
Approval required

Use this workflow step as a timeout? How long?

1 day
2 days

Are you using segregation of duties?

Based on owner of the workflow?
Based on workflow step?

Gathering Process Requirements
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Gathering Information for Subworkflow Steps

Subworkflow steps represent multiple workflows steps that follow a consistent
pattern, such as code rework or unit testing. Table 2-4 provides a configuration
consideration checklist to help define your subworkflow steps. See

Appendix A, Worksheets, on page 267 for a complete list of subworkflow step
considerations.

Table 2-4. Subworkflow Workflow Checklist

Complete | Subworkflow Step Check ltem Example
Is an existing workflow available as a = Yes
subworkflow? s No

= QA Test Cycle
= QA Review Cycle

What is the name of this subworkflow?

m Succeeded

What are the transitions from this workflow step? .
= Failed

= Security Group

Who owns this workflow step?
m User

m When the process reaches the
What event triggers the notification? workflow step
= When a specific result is reached

m Email Address (group alias)

Who or how many receive the notification? )
m Security Group

m QA Test Cycle Succeeded.

What is the notification message. .
m QA Test Cycle Failed.

= 1 day

Use this workflow step as a timeout? How long?
m 2 days

m Based on owner of the workflow?

Are you using segregation of duties?
y g segreg m Based on workflow step?
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General Workflow Design Guidelines

Table 2-5 provides a workflow logical guideline checklist that you can use to

configure your deployment workflow.

Table 2-5. Workflow logical guidelines (page 1 of 2)

Complete

Guideline

Reason

Workflows

Make one or more workflows available to process
the packages.

Each workflow is assigned one
workflow scope. The possible
workflow scopes are:

m Request (Demand Management)

m Packages (Deployment
Management)

m Release Distributions (Deployment
Management)

Beginning and Closing Steps

Workflow must have a beginning step.

No processing can be done if the
workflow has no beginning step.

Workflow must have at least one step.

No processing can be done if the
workflow has no steps.

Workflow must have at least one Close step.

The package line cannot be closed
without a Close step in the workflow.

First workflow step cannot be a condition.

Workflow processing may not be
correct if the first step is a condition.

Close steps must not have a transition on
‘Success’ or ‘Failure.’ Return steps must have no
outgoing transitions.

The package or request will not close
if a transition exists on ‘Success.’

Close step in subworkflow closes entire package
line or request.

No no include a Close step in a
subworkflow unless you want to close
the workflow in the subworkflow.

All Steps

All steps must be enabled.

Disabled steps cannot be used by the
workflow and the process stops.

Each enabled workflow step must have at least
one incoming transition (except the beginning
step).

It is not possible to flow to a workflow
step without an incoming transition.

Transition value is not a valid validation value
(error).

The validation value has changed
since the transition has been made.

Gathering Process Requirements
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Table 2-5. Workflow logical guidelines (page 2 of 2)

Complete | Guideline Reason
‘Other Values’ and ‘All Values’ transitions must not _Other V_alue§ transmon’ 1S aIV\{a_\ys
. ignored if an ‘All Values’ transition
exist at the same step. .
exists.
Each workflow step must have at least one _The l_)rgnch O.f the workflow stops
. indefinitely without closing the
outbound transition. "
package line or request.
Each value from a list-validated validation must Some validation values do not have
have an outbound transition. transitions defined.
Because text and numeric Validations
Step with text or numeric validation must have an | are not limited, an ‘Other Values’ or
‘Other Values’ or ‘All Values’ transition. ‘All Values’ transition should be
defined.
Notifications with reminders must not be set on Transition into the Return Step does
results that have transitions. not match the validation.
Decision Steps
Each decision step must have at least one security | No one is authorized to act on the step
group, user or token defined on the Security tab. | without a security group.
Execution Steps
Each manual execution step must have at least . .
. ) No one is authorized to act on the step
one security group, user or token defined on the . .
. without a security group.
Security tab.
An |rT_1r_ned|at_e executllon step fnus‘t ngt haye a The workflow could loop indefinitely.
transition to itself on ‘Success’ or ‘Failure.
Condition Steps
A condition with a transition to itself
A condition step must not have a transition to itself. | could cause the workflow to run
indefinitely.
An AND or OR condition with only one
AND or OR condition step must have at least two | incoming transition will always
incoming transitions. immediately be true and have no
effect.
Subworkflows
Subworkflows must have at least one Return step. | Must include a Return step.
Top-level workflow must not have a Return step. Stglg subworkflows have a Return
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Detining Object Types

Object types define the technical steps required to deploy application changes
for packaged applications, custom applications, legacy systems, and web
content. Many types of objects are deployed through a workflow such as files,
SQL scripts, and data. Each object requires different information for proper
processing. The information required to properly process an object are defined
by the object type. For example, the object type for a file migration requires the
following:

m  The name of the file
m  The type of file
m  The location of the file

Additional information such as file compilation after file migration can also be
specified on by the object type. A single workflow can process many different
object types, as the workflow specifies the process and the environments. The
package specifies each object and the associated object type as a package line
in the package. Information contained on a package line (defined in the object
type) works in conjunction with the workflow process to ensure that the object
is correctly deployed.

For each object deployed through the process, you should collect the following
information:

m  The name of the object
m  Object category (optional, used for reporting purposes)

m  Parameters describing the object: what it is, where it is, its name, what
needs to be done to it, and so on. This information will translate into object
type fields. For each object type field, define the following:

o Field name
o Validation and component type (dictated by the validation)

o Field behavior: whether it is displayed, required, any defaulting
behavior, and so on.

m  Commands required for the object being deployed. Object type commands
often reference information stored in the parameters. These commands are
executed at specific points (executions steps) in the workflow. For
additional, you might shutdown a database before inserting new data into
the database. For more information, see Determining Commands Needed
for Objects on page 35.
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For an example of conceptual workflow steps using different object types, see
Table 2-6. See Chapter 5, Configuring Object Types, on page 139 for
information on how to configure object types.

Table 2-6. Example workflow steps

Workflow | Transition . -
Step Name Step Values Object Type Description
Migrate DEV Decision Approved Not applicable. Decision workflow
to TEST Not Approved step.
Stop the . Succeeded Connect to the server and stop the
Execution . . .
Server Failed processes running on it.
Database Evaluate the object type for each
Evaluate . . ) ,
: Execution File package line. Resolve the object
Object Type
SQL Script | type token.
Miarate to Migrate the database changes to
9 , Succeeded the TEST database environment.
Database Execution . .
) Failed To do this, execute commands
Environment . .
located in the object type.
Miarate to Migrate the changes to the TEST
9 . Succeeded server environment. To do this,
Server Execution ) .
Envi Failed execute commands located in the
nvironment .
object type.
Have all package lines enter this
Sync Condition Success step before any continue to the next
process step.
Compile Execution Succeeded Connect to the server and compile
Code Failed the code located on it.
Start the . Succeeded Connect to the server and start the
Execution . .
Server Failed processes on it.
Close : When a package line (object) enters
FAILED Execution Succeeded this step, close the package.
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Determining Commands Needed for Objects

When defining a deployment process, consider what commands need to be
executed to achieve the desired results. Commands control which steps must
be executed for each workflow step for the deployment process to execute
properly. This can involve such things as migrating a file, executing a script, or
compiling code.

At early stages of process development, it often helps to list the functional
steps and desired results of the commands. It also helps to specify when in the
deployment process these commands should be executed. It is then possible to
use this information to build your commands adhering to HP Deployment
Management’s command standards, or to deliver these as design specifications
for engineers in your group.

Collect the following information for each object type:
m  The goal/purpose of the commands

m  Functional steps within the commands

m  When the commands should be run

For additional information on building commands, see the Commands, Tokens,
and Validations Guide and Reference.
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Object Type Checklist

Table 2-7 provides a configuration consideration checklist to help define your
deployment system. See Appendix A, Worksheets, on page 267 for a complete
list of object type considerations.

Table 2-7. Object type configuration checklist (page 1 of 2)

Complete | Object Type Check ltem Configuration Consideration

Include creating fields that describe
the object and commands required to
process it during deployment.

Define an object type for each type of object to be
deployed.

m Fields are required to define the
object. Make sure that the correct
parameters describe the object to
be deployed.

m See Chapter 5, Configuring Object
Types, on page 139.

See the Commands, Tokens, and
Validations Guide and Reference.

Fields defined for the object type.

= All commands needed to process
and deploy the object have been
constructed.

Commands defined for the object type. m See Chapter 5, Configuring Object
Types, on page 139.

See the Commands, Tokens, and
Validations Guide and Reference.

m Conditions to steps within the
command that dictate when the

. . , specific command steps run have
Conditions set in commands for the object type. been added.

See the Commands, Tokens, and
Validations Guide and Reference.
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Table 2-7. Object type configuration checklist (page 2 of 2)

Complete | Object Type Check ltem

Configuration Consideration

Is the object type enabled?

Disabled object types cannot be used.

Object type and workflow

The following items should be

coordinated between the workflow and

object type:

m Decide which workflow steps will

execute the object type commands.

Decide which object type
commands to run at specific
workflow steps (using command
conditions)

Workflow step source validations

and object type field validations are
in agreement. This is required when
transitioning based on a field value

(using token, SQL or PL/SQL
execution types)

= Allow the object type use for the
workflow (set in the workflow
window - Deployment
Management Settings tab).

Object types and environments

Specify any environment overrides
must correspond to the object type
commands.

Gathering Process Requirements
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Detining Environments

38

An environment can be a server, a single database instance, or an associated
remote client machine. Deployment workflows require the source and
destination environments as part of the execution workflow steps. Each
environment must be carefully configured to ensure that passwords,
communication protocols, and transfer protocols are configure properly. These
configured environments can then be used in the deployment process.

If there are multiple applications on a single environment, you can use the application
codes feature in the environment definition.

Example environments settings illustrates the environments for several steps in
a workflow. For information concerning the configuration of environments,
see Chapter 7, Configuring Environments, on page 193.

Table 2-8. Example environments settings

Workflow Execution Step Egeirrccz)enmen’r Er?jit:'g?l:z):nt
Stop the Server DEV Server TEST Server
I\Eﬂri%';?ct)ir:)eite rver DEV Server TEST Server
Compile Code DEV Server TEST Server
Start the Server DEV Server TEST Server

Migrate to Database
Environment

DEV Database

TEST Database
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Environments Checklist

Table 2-9 provides a configuration consideration checklist to help define your
environments.

Table 2-9. Environments checklist (page 1 of 2)

Complete | Environments Check ltem Configuration Consideration

= |s the source environment a server

. . or a client?
Is the source environment defined .
m Does the source environment

include a database?

= |s the destination environment a

. . . server or a client?
Is the destination environment defined o .
m Does the destination environment

include a database?

Is the connection protocol telnet, SSH,

. . "
What is the connection protocol” SSH2?

Is the transfer protocol FTP, FTP
What is the transfer protocol? (active), FTP (passive), Secure Copy,
Secure Copy 2?

Disabled environments cannot be

Is the environment enabled?
used.

m What is the environment group
name.

Is there an environment group? m What is the source environment?

m |s the execution order serial or
parallel?

Disabled environment groups cannot

i ?
Is the environment group enabled? be used.

m What is the environment refresh
name?

Is there an environment refresh? m What is the source environment?

m What is the destination
environment?
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Table 2-9. Environments checklist (page 2 of 2)

Complete

Environments Check ltem

Configuration Consideration

Is the environment refresh enabled?

Disabled environment refreshes
cannot be used.

Environments and workflow considerations.

Specify the source and destination
environments (or environment groups)
on the workflow execution steps.

Environments and object type considerations.

Specify any environment overrides in
the object type commands.

Detining Notification Templates

40

Notification templates are preconfigured email forms that can be used to
quickly construct the body of a message. Notification templates are used by
entities of HP Deployment Management, such as workflows and packages.
When configuring a workflow, select the notification template you want to use
for each workflow step. HP Deployment Management comes with a set of
standard notification templates. You can use these existing templates or
modify these templates or create new notification templates for your business
process. Chapter 8, Configuring Notification Templates, on page 235 provides
detailed information concerning the configuration of notification templates.
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Notification Templates Checklist

Table 2-10 provides a configuration consideration checklist to help define your

notification templates.

Table 2-10. Notification template checklist

Complete

Notification Template Check ltem

Configuration Consideration

Is the notification template enabled?

Disabled notification template cannot
be used.

Notification template and security group
considerations.

Set ownership groups for these
entities. Members of the ownership
group (determined by associating
security groups) are the only users
who can edit the entities.

Detining User Data Fields

HP Deployment Management entities such as packages and workflows include
a set of standard fields that provide information about those entities. While
these fields are normally sufficient for day-to-day processing, you can add
“user data” fields to capture additional information specific to your business
process. Chapter 9, Configuring User Data, on page 247 provides detailed
information concerning the configuration of user data fields.

User Data Checklist

Table 2-11 provides a configuration consideration checklist to help define your

user data fields.

Table 2-11. User data checklist

Complete

User Data Check ltem

Configuration Consideration

Are the user data fields enabled?

Disabled user data fields cannot be
used.

User data and security group considerations

Set ownership groups for these
entities. Members of the ownership
group (determined by associating
security groups) are the only users
who can edit the user data fields.

Gathering Process Requirements
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Detining Security and Access

42

Included as part of a deployment process are the permissions required to
perform various decisions or executions. Two of the ways in which PPM
Center controls access to perform decisions and executions are by the
following:

m  Licenses. Licenses provide users with access to a PPM Center products
such as HP Deployment Management, but licenses do not dictate what
actions a user is authorized to perform.

m  Access Grants. Access grants, when used with licenses, define the actions
a user is authorized to perform within a PPM Center product.

For example, you can restrict a user’s actions as follows:

m License, Deployment Management
o Access Grant, View Packages - Those who can view packages
o Access Grant, Edit Packages - Those who can edit packages

For more information concerning licenses and access grants, see the Security
Model Guide and Reference.

When designing deployment processes, use security groups or dynamic access
(tokens). Avoid specifying a list of users to control an action. If the list of users
changes (due to a departmental reorganization), you must update your
workflow in a variety of places to keep the deployment process running
correctly. By using a security group instead of a list of users, you can update
the security group once, and the changes are propagated throughout the
workflow.

Table 2-12 provides an example of which security groups can access a
deployment workflow and at which workflow step.
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Table 2-12. Example of workflow security groups

Workflow Step

Security Groups

Create a package

Financial Apps - Engineer
Financial Apps - Database
Financial Apps - Manage Deployment

Use the deployment workflow

Financial Apps - Engineer
Financial Apps - Manage Deployment

Use a file object type

Financial Apps - Engineer
Financial Apps - Database
Financial Apps - Manage Deployment

Use a database object type

Financial Apps - Database
Financial Apps - Manage Deployment

Security and User Access Checklist

Table 2-13 provides a configuration consideration checklist to help define your
security and user access requirements.

Table 2-13. Security and user access checklist (page 1 of 2)

Complete

Security and User Access Check ltem

Configuration Consideration

Created security groups for access to screens and

functions

Security groups to be used to grant
access to certain screens and
functions have been created.

Created security groups for association with

workflow steps

Security groups to allow users to act
on a specific workflow step have been
created.

Set security on package creation

All available options for restricting who
can create and submit packages have
been set.

Set security on package processing

All available options for restricting who
can process packages have been set.

You have specified who can modify
the deployment process. This includes

Set security on deployment system configuration editing the workflow, object type,

environment, security groups, and so
on.

Gathering Process Requirements
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Table 2-13. Security and user access checklist (page 2 of 2)

Complete | Security and User Access Check ltem Configuration Consideration

m Associate security groups with
workflow steps. Users in the
included groups can act on the
step.

m Set workflow and workflow step
ownership.

Security group and workflow considerations

Set ownership groups for object types.
Members of the ownership group
Security group and object type considerations (determined by associating security
groups) are the only users who can
edit the object type.

Set ownership groups for
environments. Members of the
ownership group (determined by
associating security groups) are the
only users who can edit the
environments.

Security group and environments considerations

Set ownership groups for notification
templates. Members of the ownership

Security group and notification template group (determined by associating

considerations security groups) are the only users
who can edit the notification
templates.

Set ownership groups for user data.
Members of the ownership group
Security group and user data considerations (determined by associating security
groups) are the only users who can
edit user data.
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3 Configuring Workflows

In This Chapter:

Overview of Workflows
Mapping Workflows
Opening the Workflow Workbench
Creating Workflows
Configuring General Information for a Workflow
Dragging and Dropping Workflow Steps
Choosing Workflow Steps
Adding Close Workflow Steps
Adjusting Workflow Step Sequences
Specifying the First Step
Verifying and Enabling Workflows
m  Configuring Workflow Steps
Configuring General Information for Workflow Steps
Configuring Security for Workflow Steps
Configuring Notifications for Workflow Steps
Configuring Timeouts for Workflow Steps
Configuring Transitions for Workflow Steps
Configuring Validations for Workflow Steps
Configuring Segregation of Duties for Workflow Steps
m Integrating Object Types and Workflows
o Integrating Object Type Commands and Workflows
m [Integrating Environments and Workflows
o Choosing Source Environments Based on Application Code
m [ntegrating Request and Package Workflows
o Step 1. Setting Up WF - Jump/Receive Step Label Validations
o Step 2. Generating Jump Step Sources
o Step 3. Generating Receive Step Sources
o Step 4. Including Jump and Receive Workflow Steps in Workflows
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Overview of Workflows

A workflow represents a business process and is used to map business rules
and processes to your organization. This chapter covers information about
Deployment Management workflows.

The following is a list of the basic components of a workflow:

m  Begin. For each workflow, you must explicitly define the first eligible
workflow step.

m  Workflow step. Workflow steps are events that are linked together to form
a complete workflow. The following lists the basic workflow steps:

o Decision step. Decision steps represent manual activities performed
outside of PPM Center. For example, a decision step is where a user or
group of users approves a request.

o Execution step. Execution steps represent actions that are automated
through PPM Center. Example: updating a Web page with the results of
a test.

o Condition step. Condition steps are logic steps used for complex
workflow processing, such as allowing the workflow to proceed only
when each of the workflow steps are completed.

o Subworkflows step. A subworkflow step represents multiple
workflows steps (the subworkflow) in a workflow. For example, a test
workflow step in the main workflow represents a series of tests and
approvals.

m  Transition. The results of workflow step that must be communicated to
another workflow step. For example, the result of a decision step is either
Approved or Not Approved.

m  Workflow step security. Workflow step security determines who has
permission to execute or choose a result for a workflow step. For example,
for an Approve Request decision step, only the IT project manager can
approve or deny the request.
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m  Notification. Notifications are emails alerts sent out at specific workflow
steps. For example, for an Approve Request decision step, an email alert is
sent to the product manager.

m  Close step. Close steps indicate the end of the workflow. The close step is
an execution step that marks the request as completed.

Figure 3-1 illustrates the basic workflow components in a workflow.

Figure 3-1. Workflow components

Transition Condition step Close step
L./ - q !“D 19 &
. d ..
3. Conditioz
1. Decision 2. Emeostion 4. Subeercddlonsr 5. Cloge - 100%
Decision step Execution step Subworkflow step

Mapping Worktlows

Configuring Workflows

Mapping all of the individual workflow steps into a single workflow involves
the following two stages:

Stage 1. Create a block diagram. Map each Workflow Step Worksheet as one
block in the diagram. On the block diagram include transitions, workflow step
security, and notifications (see Figure 3-2).

Stage 2. Map the block diagram to the workflow. Open the Workflow
Workbench and start a new workflow. Map each component from the block
diagram to the new workflow (see Figure 3-3).
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Figure 3-2. Stage 1. Create a block diagram
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Figure 3-3. Stage 2. Create the workflow
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Opening the Workflow Workbench

To open the Workflow Workbench:
1. Log on to PPM Center.

2. From the menu bar, select Administration > Open Workbench.

The PPM Workbench opens.

Configuring Workflows
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Workflow Step
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Execution
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3. From the shortcut bar, select Configuration > Workflows.

The Workflow Workbench opens.

Workflow Workbench 19 []
=

o Query: INune LI
S | warktiow |

é farkflonvy Marme:

g | vardiiow Scope [aLL =1 Ented [ALL =1
i

Subworkfiow: [ALL = | Use in Releass Distributions: [aLL |

Descrigtior: |

Mew Wiorkflow Save Query. | Clear | List I

Fready

Creating Workflows

To start a new workflow, you must know how to use the Workflow
Workbench. This section covers the basics on how to create a workflow.

Configuring General Information for a Workflow
To enter basic workflow information:

1. From the Workbench shortcut bar, select Configuration > Workflows.
The Workflow Workbench opens.
2. Click New Workflow.

The Workflow window opens.

Workflow : Untitled2 19 [=1 E3

Workfloy | Layuul' Step Seuuence' Change Managerment Settings | Package WUrkﬂuws' ReuueatTypeS' Ownerahlp' Used Evl User Data |
workflow Scope [FEDIEEE

MName: IDatahaae Enhancement
Description: |Generic Datahase Enhancement Fackages
Enabled:  Yes & No First 5tep: o iaase Distibutions

Reapen Step:l LI
Subworkflows
Subwarkflow: © Yes & No Use in Release Distributions: ¢ Ves & 1o
Walidation |
leon Name: |
= Openl
Parameter
Prompt Taoken | Descrigtion Default Yalue
add | Eot | Remme
Werify 0K Save Cancel

|Ready'
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3. In the Name field, type a name for the workflow.
4. In the Workflow Scope field, select:
m  For HP Deployment Management packages, select Packages.

m  For HP Deployment Management releases and distributions, select
Release Distributions.

5. Click Save.
6. Click OK.

Dragging and Dropping Workflow Steps

A library of existing workflow steps resides in the Workflow Step Source
window. The Workflow Step Source window includes a Filter by field, lets you
see only the workflow steps that you can use.

Workflow steps are assembled into workflows on the Layout tab of the
Workflow window. Drag a workflow step from the Workflow Step Sources
window and drop it onto the Layout tab.

The Workflow Step window opens.

Use the Workflow Step window to configure the following:
m  General information about the workflow step

m  Workflow step security

m Notifications for the workflow step

m  Timeouts for the workflow step

Choosing Workflow Steps

Configuring Workflows

PPM Center comes with many predefined workflow steps. These workflow
steps are located in the Workflow Step Source window. Workflow steps in the
Workflow Step Source window are filtered using the Filter by field. The
Workflow Step Source window contains the following folders:

m  Decision
m  Conditions
m  Executions

m  Subworkflows
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To evaluate a workflow step, determine which of the these workflow folders it
corresponds to. Open the Workflow Step Source folder, and then open the
workflow steps that most closely suit your needs (Figure 3-4).

Figure 3-4. Workflow step source
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The validation values are the acceptable values a workflow step can have (see

Configuring Validations for Workflow Steps on page 90). Check these to see if
they meet your transition requirements.

Figure 3-5. Workflow step source validation
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Overview of Decisions Workflow Steps

Decision workflow steps represent manual activities performed outside of
PPM Center. Decision workflow steps include such activities as:

m  Decisions made by committees
m  Code designs and reviews

Overview of Condition Workflow Steps

Condition workflow steps are logic steps used for complex workflow
processing, such as allowing the workflow to proceed only after each
workflow step is completed. The condition workflow steps are as follows:

m  AND. This condition is met only after all workflow steps leading to it reach
the specified required status. Figure 3-6 illustrates an example of the AND
condition workflow step.

Figure 3-6. AND example

QA Testing Sva _
Group 1
Migrate to
QA Testing b
Sw

m  OR. This condition is met if at least one of the workflow steps leading to it
reaches the required status specified for it Figure 3-7 illustrates an example
of the OR condition workflow step.

Figure 3-7. OR example
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m  SYNC. A SYNC workflow condition step is successful only if all the
package lines of that package reach the status required for the workflow
step immediately preceding that SYNC step.

Consider the business process illustrated in Figure 3-8. According to the
flow chart, after QA Testing Group 1 succeeds for all package lines, SYNC

succeeds, and then the next step, Migrate to Prod, becomes eligible.
Sueceedkd: Succeedkd! M.Igrme. fo
Production

Figure 3-8. SYNC example
o
Succeedled.

m  FIRST LINE and LAST LINE. For FIRST LINE, only the first line to
reach the condition workflow step takes the True transition. All subsequent
lines take the False transition.

Succeeded)

QA Testing

For LAST LINE, only the last active line to reach the condition workflow
step takes the True transition. All previous lines take the False transition.

The business process illustrated in Figure 3-9 could be part of a Web site
maintenance life cycle. As part of this life cycle, three HTML files are
processed on three respective package lines in a single package. The Web
site updates are large enough to warrant shutting down the Web server
during change migration.

By including a FIRST LINE step, only the first line causes the server to
shut down. The server remains down while the rest of the changes are
migrated to production. By including a LAST LINE workflow step, the
server remains down until the last active line reaches the condition step.
The last active line takes the True transition, the Web server starts up, and
the maintenance is complete.
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Figure 3-9. FIRST LINE and LAST LINE example
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Overview of Execution Workflow Steps

Execution workflow steps represent actions that are automated through the
PPM Center. Execution workflow steps include such activities as:

m  Run object type commands
®  Run workflow step commands

m  Close the workflow (Close workflow step)

Overview of Subworkflow Workflow Steps

A subworkflow step represents multiple workflow steps (the subworkflow)
within a workflow. After the workflow process reaches the subworkflow step,
it follows the path defined in that subworkflow. Subworkflows can either end
the workflow or return to the parent workflow.

Adding Close Workflow Steps

Configuring Workflows

Regardless of how long or short it is, every workflow must include a close
workflow step (see Figure 3-10). A close workflow step is a type of execution
workflow step. You can find it in the Executions folder in the Workflow Step
Sources window.

The three close workflow steps are as follows:

m  Close (Immediate Success). This close workflow step immediately
completes a request or package with a status of Success.

m  Close (Manual Success). This close workflow step requires manual
intervention to complete a request or package and set the request or
package status to Success.

m  Close (Immediate Failure). This close workflow step immediately
completes a request or package with a status of Failure.
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You add a close workflow step to a workflow as you would any other type of

workflow step (Figure 3-10).

Figure 3-10. Close workflow step
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Adjusting Workflow Step Sequences

[~ Always ontop

After you have assembled all of the workflow steps on Layout tab, you can
adjust their sequence. In the Workflow window, click the Step Sequence tab.
The Step Sequence tab lists all of the workflow steps. Select a workflow step,
and click the arrow pointers at the bottom of the tab to move the selected

workflow step up or down.

Figure 3-11. Step sequence tab
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Specifying the First Step

After you assemble all of the workflow steps in the correct sequence, specify
the first step in the workflow process. To specify the first step, in the
Workflow Workbench, click the Workflow tab (see Figure 3-12). In the First
Step field, select the first step.

Figure 3-12. Workflow tab
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Verifying and Enabling Workflows

Verifying and enabling a workflow are the last steps required to make a
workflow available. Verify a workflow checks to make sure the logic of the
workflow is correct. Enabling a workflow makes the workflow available for
use.

To verify a workflow:
1. From the Workbench shortcut bar, select Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.
The Workflow window opens to the Workflow tab.
3. Click Verify.
The logic of the workflow is checked and a status window is returned.
To enable a workflow:
1. From the Workbench shortcut bar, select Configuration > Workflows.

The Workflow Workbench opens.
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2. Open a workflow.
The Workflow window opens to the Workflow tab.

3. For Enabled, click Yes.

Workflow : Untitled? =1 E3
Wiorkflow 1 Layuut] Step Seuuence] ] Package Wormows] RequestTypes] Ownershlpl ] ]
Mame: |Database Enhancement Workflow Scope
Description: [Generic Database Enhancemant Fackages
Enablec:  Yes & MNo First Step: (oo aase Distributions
Reopen Siep | j
Subvorkflows
Subwarkflow: © Yes & No Use in Release Distributions: € "
Walidation |
Icon MName: \
Parameters
Prompt Token [ Description Defaut Value
Add ‘ ‘
Werify Ok Save Cancel

|Ready'

4. Click Save.

Configuring Workflow Steps

Every time you drag a workflow step from the Workflow Step Source window
to the Layout tab in the Workflow window, a Workflow Step window opens.
You can enter none, some, or all of the known information at the initial
window opening, or you can open the Workflow Step window later in the
workflow design process.

Information that you enter in the Workflow Step window can be gathered from
the corresponding Workflow Step Worksheets. The Workflow Step window
contains the following tabs:

m  Properties. This tab displays general information about the workflow step.

m  Security. This tab displays permission settings for specific individuals or
groups authorized to act on a workflow step.

m Notifications. Use this to define email notifications to send when a
workflow step becomes eligible or after a workflow step is completed.
Notifications can inform a user of a task (workflow step) to perform (such
as review and approve a new request). Notifications can also inform a
group of users of the results of a task.
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Timeout. Use this tab to specify how long a workflow step can remain
inactive before an error is generated.

User Data. Product entities such as packages, workflows, requests, and
projects include a set of standard fields that provide information about
those entities. While these fields are normally sufficient for day-to-day
processing, user data fields provide the ability to capture additional
information specific to each organization. User data is defined under the
User Data tab. If there are no user data fields, the User Data tab is disabled.

Results. This tab lists the validation included in each workflow step, the
component type, and the results.

Segregation of Duties. This tab configures workflow steps to take into
account segregation of duties, excluding the participants for a workflow
step from participating in a different workflow step.

Configuring General Information for Workflow Steps

Configuring Workflows

You can use the Properties tab in the Workflow Step window to enter general
information about a workflow step.

To add general information to a workflow step:

1. From the Workbench shortcut bar, select Configuration > Workflows.

The Workflow Workbench opens.

. Open a workflow.

The Workflow window opens.

. Click the Layout tab.

. Right-click a workflow step.

A menu window opens.

. Click Edit.

The Workflow Step window opens.

. Complete the fields on the Properties tab.
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Pronetties | security| Notifications | Timeout|

| Resuts |

Step Mumber: | 9

Step Name: | Check Object Type

Action Summary, |

Drescription: |

Source Type: | Execution

Source Name! |Ghack Object Type

Enabled: * Yes

Dizplay: |Omy When Active

Wiorkflovy Parameter. |NONE

{* Source Environmert: I

&)1

™ Saurce Enviranmert Group: I

{* Dest Enviranment: I

" Dest Environmet Group: I

Save to OMIGLM Archive? { Yes

i

Ay Lead Time: |

Praject Status: |

i

Current % Comnplete: |

Parert &s=ighed To User: I

Parert Assigned To Grougp; I

Workflowe Step Informeation |

Authertication Reguired |

L ml

aK | Apply | Cancel |

[Reacy

7. Click Save.

Configuring Security for Workflow Steps

To determine which users or groups are authorized to act on a workflow step,

you must set the permissions for the step.

To add security to a workflow step:

1. From the Workbench shortcut bar, select Configuration > Workflows.

The Workflow Workbench opens.
2. Open a workflow.

The Workflow window opens.
3. Click the Layout tab.
4. Right-click a workflow step.

A menu window opens.
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5. Click Edit.
The Workflow Step window opens.
6. Click the Security tab.
7. Click New.
The Workflow Step Security window opens.

Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number

Value

Step Name

Goal f Result of Step

Validation*
Decisions Required s One
(ot on Step's outcome?) At Lemst One

= Al

Timeout (Days)

Security (weho can act on step)
= Security Group

= Lser Mame

= Standard Token

# User Defined Token

Include Notification (YesMo)

D Workflow Step
Motifications Timeout | Results ress
Properties Security | Segregation of Duties roup
Toks
Security Type Security n::rr;ken
Security Group Marme PPI Project Manager
Secutity Group Mame PPM Deployment Management Admin.. || f==528
Security Group Mame SLW - Integration Administrator us &t Step
Security Group Narme PP Adrninistrator amplete o Step
n Required (/M)
n Type (if V)
[RE
[ QK H Apply ” Cancel
Ready
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8. Select one of the following security types:

m  Enter a Security Group Name. Select a security group to act on the
workflow step. Selecting a security group changes the name of the
auto-complete to Security Group. The security type changes to Security
Group.

m  Enter a Username. Select a user to act on the workflow step. The
auto-complete name changes to Username. The security type changes
to Username.

m  Enter a Standard Token. Select a standard token to act on the workflow
step. The auto-complete name changes to Standard Token. The security
type is left undefined. Select a standard token from the auto-complete.
The Security Type field is defined based on the standard token chosen.

m  Enter a User Defined Token. Select a user-defined token to act on the
workflow step. This changes the auto-complete name to User Defined
Token. The security type changes to a list, and the Tokens button is
enabled. To open the Token Builder window and select a token, click
Tokens. In the list, select one of the following:

o Username. The selected token resolves to a username.
o User ID. The selected token resolves to a user ID.

o Security Group Name. The selected token resolves to a security

group.
o Security Group ID. The selected token resolves to a security group
ID.
9. Click OK.

10. In the Workflow Step window, click OK.
The Workflow Step window closes.
11. From the Security tab, click OK.

The changes are added to the workflow.
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Configuring Dynamic Security for Workflow Steps

Configuring Workflows

Workflow steps can also be configured so that its security is determined at
runtime based on information entered in the request or package.

To configure a workflow step with dynamic security:

1.

Open the Workflow Workbench.
The Workflow Workbench opens.
Open a workflow.

The Workflow window opens.
Click the Layout tab.

Right-click a workflow step.

A menu window opens.

Click Edit.

The Workflow Step window opens.
Click the Security tab.

Click New.

The Workflow Step Security window opens.

Select one of the following security types:

m  Enter a Security Group name. Select a security group to act upon the
workflow step. The auto-complete name changes to Security Group.

The security type changes to Security Group.

m  Enter a Username. Select a user to act upon the workflow step. The

auto-complete name changes to Username. The security type changes

to Username.

m  Enter a Standard Token. Select a standard token to act upon the

workflow step. The auto-complete name changes to Standard Token.
The security type is left undefined. Select a standard token from the

auto-complete. The Security Type field is defined based on the standard

token chosen.
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m Enter a User Defined Token. Select a user defined token to act upon the
workflow step. Selecting a user defined token changes the name of the
auto-complete to User Defined Token. The security type dynamically
changes to a list. The Tokens button is enabled. Click Tokens to open
the Token Builder window and select a token. Select one of the
following from the drop-down list:

o Username. The selected token resolves to a username.
o User ID. The selected token resolves to a user ID.

o Security Group Name. The selected token resolves to a security
group.

o Security Group ID. The selected token resolves to a security group
ID.

9. In the Workflow Step Security window, click OK.
10. In the Workflow Step window, click OK.

11. From the Security tab of the Workflow Step window, click OK.

Configuring Notifications for Workflow Steps

Notifications can be sent when a workflow step becomes eligible or after a
workflow step is complete. Notifications can inform a user of a task (workflow
step) to perform, such as review and approve a new request. Notifications can
also inform a group of users of the results of a task (workflow step).
Notifications are defined on the Notifications tab of the Workflow Step
window.

Review the Workflow Step Worksheet for notification information.
To add a notification to a workflow step:
1. From the Workbench shortcut bar, select Configuration > Workflows.
2. Open a workflow.
The Workflow window opens.
3. Click the Layout tab.
4. Right-click a workflow step.

The workflow step is highlighted. A menu window opens.
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Configuring Workflows

10.

Click Edit.

The Workflow Step window opens.

Click the Notifications tab.

Click New.

The Add Notification for Step window opens.

From the Setup tab, configure the following:

m  When to send the notification (Event and Interval).
m  Who receives the notification (Recipients)

Click the Message tab.

Configure the body of the notification.

Fropetties I Security | Segregation of Duties

Motifications | Timeout | Wser Data | Results
Event Description Irteryal Enakbled
ALL Error Message Distribu... [8:00 AM Daily b-F i
Approved Criginalors 8:00 Ab Daily hi-F i
Eligible 2:00 AM Daily hi-F i

MNew Edit Copy Delete
[ Ok H Apply ” Cancel

Ready
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1.

12.

Click OK.

The Notifications tab lists the new notification. You can send different
notifications to different recipients for different events by clicking New and
repeating this process. The following lists some of the reasons you might
want to send different notifications for a single workflow step:

m  Send different notifications depending on the result of the step
m  Send different notifications depending on the type error

m  Send the notifications to a different set of users depending on the step’s
result or error

m  Specifying different intervals or reminders based on the type of step
error

Click OK.

The changes are added to the workflow.

Configuring Setup Tabs

You can configure a workflow step to send notifications at different times,
different intervals, different events, and to different recipients.

Sending Notifications when Workflow Steps become Eligible

To send a notification when a workflow step becomes eligible:

1.

In the Workflow Step window, click the Notifications tab.

See Configuring Notifications for Workflow Steps on page 64.
Click New.

The Add Notification for Step window opens.

Click the Setup tab.
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4. Configure the Setup tab as specified in the following table.

Field Name Description Notes

Event Eligible

A notification can be sent at different
intervals. For example, you might
choose to send a notification of a final
approval step at midnight so that it is
ready for approval in the morning.

Interval Immediate Note also that multiple notifications to
a single recipient can be brought
together in a batch and sent together.
Selecting an interval other than
Immediate will allow this batching to
occur.

Sending

Configuring Workflows

(Optional) A reminder notification can
be sent if the notification event is still
true after a period of time. For

Send Reminder Yes/No example, a reminder can be sent if a
step is still Eligible after a number of
days. A reminder cannot be sent if
the notification event is All.

Enabled Yes

5. Click OK.
6. In the Workflow Step window, click OK.

Notifications when Workflow Steps have Specific Results

You can configure a notification to send when a workflow step has a specific
decision or execution result. The value for these results is determined by the
workflow step source’s validation.

To send notification when a workflow step has a specific result:
1. In the Workflow Step window, click the Notifications tab.
See Configuring Notifications for Workflow Steps on page 64.
2. Click New.
The Add Notification for Step window opens.

3. Click the Setup tab.
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4. Configure the Setup tab as listed in the following table.

Field Name

Description

Notes

Event

Specific Result

Value

Select the value
to trigger the
Notification.

The list of values is determined by the
workflow step source’s validation.
Therefore, this selection will always be
limited to the possible results of the step.

Interval

Immediate

A notification can be sent at different
intervals. For example, you might choose to
send a notification of a final approval step at
midnight so that it's ready for approval in the
morning.

Note also that multiple notifications to a
single recipient can be brought together in a
batch and sent together. Selecting an
interval other than Immediate will allow this
batching to occur.

Send Reminder

Yes/No

(Optional) A reminder notification can be
sent if the notification event is still true after
a period of time. For example, a reminder
can be sent if a step is still eligible after a
number of days. A reminder cannot be sent
if the notification event is All.

Enabled

Yes

5. Click OK.

6. In the Workflow Step window, click OK.
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Configuring Workflows

Sending Notifications When Workflow Steps Have Specific Errors

You can configure the notification to be sent when a workflow step has a
specific error. Table 3-1 lists the workflow step errors.

Table 3-1. Specific errors for workflow steps

Specific Error

Meaning

No consensus

When all users of all security groups, or users linked to the
workflow step need to vote, and there is no consensus.

No recipients

When none of the security groups linked to the workflow step
has users linked to it, no user can act on the workflow step.

Timeout

When the workflow step times out. Used for executions and
decisions.

Invalid token

Invalid token used in the execution.

ORACLE error

Failed PL/SQL execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.

Command
execution error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not included in
the validation.

Parent closed

For wf_receive or wf_jump steps, a request is expecting a
message from a package line that is cancelled or closed.

For wf_receive or wf_jump steps, a package line is expecting a

Child closed message from a request that is cancelled or closed.
No parent For wf_receive or wf_jump steps, a request is expecting a
P message from a package line that has been deleted.
. For wf_receive or wf_jump steps, a package line is expecting a
No child
message from a request that has been deleted.
Multiple jump For wf_jump steps in a package Line, different result values
results were used to transition to the step.

Multiple Return
Results

When the package level subworkflow receives multiple results
from package lines that traversed through it.
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To send a notification when a workflow step has a specific error:
1. In the Workflow Step window, open the Notifications tab.
See Configuring Notifications for Workflow Steps on page 64.
2. Click New.
The Add Notification for Step window opens.
3. Click the Setup tab.

4. Configure the Setup tab as follows:

Field Name Description Notes

Event Specific Error

This is a standard set of errors. See
Sending Notifications When
Workflow Steps Have Specific Errors
on page 69.

Select the value to
Error trigger the
Notification.

A notification can be sent at different
intervals. For example, you might
choose to send a notification of a
final approval step at midnight so that
it's ready for approval in the morning.

Interval Immediate Note also that multiple notifications
to a single recipient can be brought
together in a batch and sent
together. Selecting an interval other
than Immediate allows this batching
to occur.

(Optional) A reminder notification can
be sent if the notification event is still
true after a period of time. For

Send Reminder Yes/No example, a reminder can be sent if a
step is still eligible after a number of
days. A reminder cannot be sent if
the notification event is All.

Enabled Yes

5. Click OK.

6. In the Workflow Step window, click OK.
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Specifying the Time Notifications are Sent

Use the Interval field in the workflow step to specify when to send the
notification. The interval determines how frequently the notification is sent.

To send the time notification are sent:
1. In the Workflow Step window, click the Notifications tab.
See Configuring Notifications for Workflow Steps on page 64.
2. Click New.
The Add Notification for Step window opens.
3. Click the Setup tab.
4. Configure the Interval field as follows:

m  8:00 AM Daily M-F. This notification is sent every 8:00 a.m.on the next
available work day after the notification event occurs.

m  Hourly M-F. This notification is sent every hour, starting on the next
available work day after the notification event occurs.

m  Immediate. This notification is sent immediately.
5. Click OK.
6. In the Workflow Step window, click OK.

Sending Follow Up Notifications (Reminders)

A reminder notification can be sent if the notification event is still true after a
period of time. For example, a reminder can be sent if a step is still Eligible

after a number of days. A reminder cannot be sent if the notification event is
AlL

To send follow-up notifications:
1. In the Workflow Step window, click the Notifications tab.

See Configuring Notifications for Workflow Steps on page 64. The
Notifications tab opens.

2. Click New.
The Add Notification for Step window opens.

3. Click the Setup tab.
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4. Configure the Interval field, as listed in the following table.

Field Name Description Notes

Event Selects any value except for All.

To enable the Reminder Days field,

Send Reminder Yes
select Yes.

Enter the number of | The number of days to wait before

Reminder Days days. sending a reminder notification.

5. Click OK.
6. In the Workflow Step window, click OK.

Configuring Notification Recipients

You must specify at least one recipient for a notification. The recipient can be a
specific user, all members of a security group, or any email address.

To add a recipient to a notification:
1. In the Workflow Step window, click the Notifications tab.
2. Click New.
The Add Notification for Step window opens.
3. Click the Setup tab.
4. Click New.

The Add New Recipient window opens.

(D Add New Recipient

@ To (Oce (OBee |Entera Username v

Usernarme: I

Recipient Type: |LIsername

[Lok ][ e ][ cancer |

Feady
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Configuring Workflows

5. In the list, select one of the following methods to use to specify the

recipient(s):

m  Enter a Security Group. Select a specific security group, and all enabled
users in the group with email addresses will receive the notification.

m  Enter a Username. Select a specific user to receive the notification. The
user must have an email address.

m  Enter an Email Address. Enter any email address of the notification.

m  Enter a Standard Token. Select from a list of system tokens that
corresponds to a user, security group, or email address.

m  Enter a User Defined Token. Enter any field token that corresponds to a
user, security group, or email address.

Selecting a value updates the value displayed in the Recipient Type field.
For example, selecting Enter a Security Group changes the value to
Security Group.

. Enter the specific value that corresponds to the recipient type selected

above.
This can be a username, email address, security group, or a token.

Use security groups or dynamic access (distributions) to define the
notification recipients whenever possible. Avoid specifying a list of users
or an individual user’s email address. If the list of users changes (due to a
departmental or company reorganization), that list would have to be
updated manually. By using a security group instead of a list of users, the
security group can be updated once, and the changes will be propagated
throughout the workflow steps.

Use distributions when sending a notification to an undetermined party.
For example, the notification can be configured to be sent to the Assigned
to User by specifying [REQ.ASSIGNED TO_USERID] in the Add New
Recipient window.

. Click OK.

. From the Setup tab, click OK.

The Workflow Step window opens.

. Click OK.

The changes are added to the workflow.
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Configuring Message Tabs

It is possible to construct the notification’s message to ensure that it contains
the correct information or instructions for the recipient. For example, if a
notification is sent to instruct you that a request requires your approval, the
message should instruct you to log onto PPM Center and update the request’s

status. Additionally, the notification should include a link (URL) to the

referenced request.

Notifications include the following features to make them easier to configure

and use:

m  Select from a number of preconfigured notification templates to more
quickly construct the body of your message.

m  The body of the notification can be plain text or HTML.

m  Multiple tokens can be included in the notification. These tokens will
resolve to information relevant to the recipient. For example, you can
include tokens for the URL to the request approval page, information on
request status and priority, and emergency contacts.

To configure the message in a notification:

1. In the Workflow Step window, click the Notifications tab.

2. Click New.

The Add Notification for Step window opens.

3. Click the Message tab.

€D Add Notification for step: Provide More Info

Setyp Message

Motification Template: |Standard HTML Message (HTML) A
Motification Format: — [HTML hd

Subject | ect and Porfolio Management- Demand Management Alert
By

ATE %

</table>
</ude
<td class="notificationspace =</ td-
<fCEx
<Lrx
<td height="20" colspan="2"></od=
R
</rahlex
</body>

</hrml> v

|Ready
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8.
9.

In the Notification Template field, you can select a template to use for the
notification.

The Body field content is updated based on the selected template.
In the Notification Format field, select HTML or Plain Text.

The HTML format allows more flexibility in the look and feel of the
notification. You can use any HTML editor to write and test the HTML
code, and then copy and paste this content to the Body field.

Select values for the From and Reply to fields.
Construct the body of the message.
When constructing the body, consider using the following:

m  Token for the URL to the Request Detail page. See Table 3-2
on page 76 for a list of these tokens.

m  Token for the URL to the package (PPM Workbench or standard
interface). See Table 3-2 on page 76 for a list of these distributions.

m  Tokens in the body of the message. Click Tokens to access the Token
Builder window where you can add tokens to the message body.

m  Tokens related to specific package lines or request detail fields. Add
tokens that resolve information related to the individual package line or
request detail field to the Linked Token field.

Click OK.

From the Notifications tab, click OK.

Using Tokens in the Message Body

Configuring Workflows

It is possible to select any of the available tokens accessed through the Token
Builder window to include in the body of your message. However, not all
tokens will resolve in all situations. As a general rule, tokens associated with
the request or workflow will resolve.
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Including URLs (Smart URLs)

When you receive a notification, it is often helpful to have a link to the item
needing attention. Notifications can be configured in the body of a notification
to include the Web address (URL) for the following entities:

m  Packages
m  Requests

m  Request Types

m  Projects
m Tasks
m  Workflows

m  Validations
m  Object Types
m  Environments

If you are viewing your email with a Web-based mail reader (such as
Microsoft Outlook), you can click the URL in the notification and be taken
directly to the referenced entity.

For workflows, request types, validations, object types and environments the
notification can use the entity ID or the entity name as the parameter in the
URL. This will bring you to the correct window in the PPM Workbench and
open the detail window for the specified entity.

The most commonly used smart URL tokens for packages and requests are
described in Table 3-2.

Table 3-2. Smart URL tokens

Smart URL Token Description

Provides a URL that loads the package

PACKAGE_URL Details page in the standard interface.

Provides a URL that loads the package

WORKBENCH_PACKAGE_URL window in the PPM Workbench.

Provides a URL that loads the request

REQUEST_URL Details page in the standard interface.
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When using an HTML formatted message, an alternate token must be used to
provide a link to requests. This token can also be used in plain-text formatted
notifications. The smart URL token for requests is described in Table 3-3.

Table 3-3. Smart URL tokens in HTML format

Smart URL Token Description

Provides a link that loads the request detail

REQUEST_ID_LINK page in the standard interface.

The token will resolve to the following format:

<a href="http://URL">Request Name</a>

In the notification, the link would appear as a linked entry.

Configuring Timeouts for Workflow Steps

Timeouts determine how long a workflow step can remain eligible before
generating an error. The Timeout tab in the Workflow Step window is used to
set a timeout for the workflow step. See the Timeout field in the Workflow
Step Worksheet for information on how to set the timeout.

To set timeouts for a workflow step:
1. From the Workbench shortcut bar, select Configuration > Workflows.
2. Open a workflow.
The Workflow window opens.
3. Click the Layout tab.
4. Right-click a workflow step.
The workflow step is highlighted. A menu window opens.
5. Click Edit.

The Workflow Step window opens.
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6. Click the Timeout tab.

(D Workflow Step

Properties

Mofifications

Decision Workflow Step Worksheets

Security
Timeout

Table A-5. Workflow step [decision], step number

Value

Step Mame

Goal / Result of Step

Validation*
Decisions Requited = One
(Wote on Step's outcome?) = At Least One
= A
Timeout (Days)
Security (vwho can act on step
®
Segregation of Duties
User Data | Results

@ Use Workflow: Step Source

Timeout |? ||Day5 |
O Specific Yalue
Timeout Type |CDnStant |
Tirneout | ||Days |
Tokens

|Ready

7. Configure the timeout as follows:

m  Use Workflow Step Source. This setting determines the timeout for

workflow step. The Timeout and Interval fields are disabled.

m  Specific Value. You can enter a timeout value for the workflow step
based on the Timeout Type value.

8. Click Apply.

Chapter 3



Configuring

Configuring Workflows

Transitions for Workflow Steps

Transitions are the rules that logically connect workflow steps. You add
transitions to a workflow to establish the direction a process should take, based
on the results of a workflow step. For example, a request is entered into a
request resolution system. The first step in the workflow is Review Request.
From this workflow step, the request might be Approved or Not Approved.
Both Approved and Not Approved are transitions from the Review Request
workflow step.

Transitions are added to a workflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab in the
Workflow window. You can choose a transition between workflow steps based
on the following workflow step results:

m  Specific result. The specific result follows this transition. The specific
results is the default workflow step results. Specific results are based on the
workflow step’s validation.

m  Other results. All other results that do not have transitions set follow this
transition.

m  All results. All results follow this transition.
m  Specific Error. The specific error follows this transition.

m  Other Errors. All other errors that do not have transitions set follow this
transition.

m  All Errors. All errors follow this transition.
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Adding Transitions Based on Specific Results

To add a Specific Result transition:
1. From the Workbench shortcut bar, select Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.
The Workflow window opens.
3. Click the Layout tab.
4. Right-click a workflow step.
The workflow step is highlighted. A menu window opens.
5. Select Add Transition.
The menu window closes. The workflow step remains highlighted.
6. Select the destination workflow step for the transition.

A line with an arrowhead appears between the workflow steps. The Define
Transition and Step Transitions windows opens. The Define Transition
window is enabled and has many options on how to define the transition.
The most common transition is Specific Results. For information on other
transitions definitions, see Adding Transitions not Based on Specific
Results on page 82.

7. In the Specific Results field, select the transition.
8. Click OK.
9. In the Step Transitions window, click Apply or OK.

To add another validation to the transition, click New, and then add another
transition value. Click OK to add the transition value and close the Step
Transitions window. The defined transition name is added to the transition
line.
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(D Step Transitions

Fram Step: |H|:|I|:i Proj
To Step: |In Planning |
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Specific Result = |Failed M
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Adding Transitions not Based on Specific Results

Transitions are added to a workflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab of the
Workflow window. Specific results is the default transition value for the
transition. The following lists other transition values:

m  Other results

m  All results

m  Specific Events
m  Specific Error
m  Other Errors

m  All Errors

Adding Transitions Based on Data in Tables

You can transition based on information stored in a table. To transition using
this method, use a workflow execution step with an execution type of SQL.

When transitioning from a properly configured execution step (Execution
Type = SQL Statement), transition based on a specific result. The possible
results are defined in the workflow step source’s validation. The values in this
field are determined by a SQL query of a database table.

As with any execution step, configure this transition as an immediate or a
manual step.

Adding Transitions Based on All But One Specitic Value

You can transition based on all but one specified value. You can use Other
Results when multiple transitions exit a single step. Other Results acts as the
transition if none of the other explicit transition conditions are satisfied.

For example, you might want to transition all Critical requests one way and all
other results (High, Normal, Low) in a different way.

To add a transition based on all but one specific value, create a transition from
a workflow step based on a value in Specific Results. Create a second
transition from the same workflow step. For the second transition, specify
Other Results in the Define Transition window.
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Figure 3-13. Transitions using other results
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Adding Transitions Based on All Results

It is possible to define a request to transition regardless of the step’s actual
results. For example, you may want to run a subworkflow to perform server
maintenance after the on-call server contact is identified. To do this, add a
transition from the Specify Contact step to the subworkflow. Since the next
step in the process does not depend on the result of the step, it is appropriate to
use the All Results transition. To do this, define a transition from the step, and
then select All Results.

Consider using an All Results transition to start a sub-process. Note that you
can still define transitions based on Specific Results or errors when you select
All Results. Later, you can use an AND condition workflow step to bring the
process together.

Adding Transitions Based on Errors

You can transition based on a specific error that occurs during an execution
step. You can then branch the business process based on likely execution errors
such as Timeout, Command Execution, or Invalid Token (see Table 3-4). As
you add a transition, select Specific Error option in the Define Transition
window, and then select the error.
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Table 3-4. Workflow transition errors

Transition Option

Meaning

Multiple Return
Results

When the package level subworkflow receives multiple
results from package lines that traversed through it.

No consensus

When all users of all security groups, or users linked to the
workflow step need to vote, and there is no consensus.

No recipients

When none of the security groups linked to the workflow
step has users linked to it, no user can act on the workflow
step.

Timeout

When the workflow step times out. Used for executions and
decisions.

Invalid token

Invalid token used in the execution.

ORACLE error

Failed PL/SQL execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.

Command execution
error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not included
in the validation.

Parent closed

For wf_receive or wf_jump steps, a package line is
expecting a message from a request that is cancelled or
closed.

For wf_receive or wf_jump steps, a request is expecting a

Child closed message from a package line that is cancelled or closed.
No parent For wf_receive or wf_jump steps, a package line is

P expecting a message from a request that has been deleted.
No child For wf_receive or wf_jump steps, a request is expecting a

message from a package line that has been deleted.

Multiple jump results

For wf_jump steps in a package line, different result values
were used to transition to the step.
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Adding Transitions Back to the Same Step

Configuring Workflows

You can keep the option of resetting failed execution workflow steps, rather
than immediately transition along a failed path. This is often helpful when
troubleshooting the execution (Figure 3-14).

Figure 3-14. Transitioning back to the same step
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When the commands execute successfully, they will follow the Success
transition path. However, when the commands fail, they will not transition out
of the step because no transition has been defined for the FAILED result. The
user has to manually select the workflow step and select FAILED - RETRY.
The execution is re-run.

Do not use an immediate execution workflow step when a FAILED result is
feeding directly back into the execution workflow step. This would result in a
continual execution-failure loop.

To transition a request or package line based on a value in a field, you must:
m  Configure an execution workflow step
m  Configure the transition for the execution workflow step
To transition back to the same execution step:
1. From the Workbench shortcut bar, select Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.
The Workflow window opens.

3. Click the Layout tab.
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4. Configure an immediate execution workflow step, as follows:

a. From the Workflow Step Source window, copy an existing immediate
execution workflow step.

The Execution window opens.

b. Complete the fields as specified in the following table:

Field Name Description
Requests for request tracking and resolution processes,
Workflow Scope Packages for deployment processes, or Release
Distributions for release processes.
Execution Type Token
Processing Type Immediate

Create a validation with the following validation values.
e Succeeded

e Failed

e Failed - Reset

Validation
e Failed - Rejected
For details on how to create a validation, see the
Commands, Tokens, and Validations Guide and
Reference.
Enabled Yes
c. Click OK.

5. Add the new execution workflow step to the workflow.

6. Right-click the immediate execution workflow step.

The workflow step is highlighted. A menu window opens.

7. Add the transition, as follows:

a. Select Add Transition.

The menu window closes and the workflow step remains highlighted.

b. Select several points near the execution workflow step, and then select
the source workflow step.

The Define Transition and Step Transitions windows opens. The
Define Transition window is enabled and has many options on how to
define the transition.
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c. In the Specific Results field in the Define Transitions window, select
the transition.

The validations in the Specific Results field are the validations created
for the execution workflow step. For example, select Failed - Reset.

d. Click OK.
e. In the Step Transitions window, click OK.
The defined transition name is added to the transition line.

8. Click Save.

Adding Transitions Based on Previous Workflow Step Results

You can use workflow parameters to store the result of a workflow step. This
value can then be used later to define a transition. The basic steps of adding a
transition based on a previous workflow step result are:

1. In the Workflow window, on the Workflow tab, create a workflow
parameter.

2. Create a token execution step to resolve the value in the workflow
parameter.

3. For a workflow step, on the Properties tab of the Workflow Step window,
in the Workflow Parameter field, enter the workflow parameter name.

Figure 3-15 shows an example process. One step requires the user to route the
request based on the type of change (code or database). The decision made at
this step is considered later in the process to correctly route rework of the
specific type.

Figure 3-15. Add a transition based on a previous workflow step
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To add a transition based on a previous workflow step:
1. From the Workbench shortcut bar, select Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.
The Workflow window opens to the Workflow tab.
3. Create a workflow parameter, as follows:
a. In the parameters section, click Add.
The Workflow Parameters window opens.
b. Complete the fields.
c. Click OK.
4. Click the Layout tab.

5. Configure an execution workflow step with a token that resolves the value
in the workflow parameter.

The validation used in this step must contain the same values as the validation
specified in the Type of Change decision step.

a. From the Workflow Step Source window, copy an existing execution
workflow step.

The Execution window opens.
b. Configure the workflow step.
c. Click OK.
6. Add the new execution workflow step to the workflow, as follows:
a. Add a workflow step to the workflow.
The Workflow Step window opens.

b. In the Workflow Step window, on the Properties tab, select the
workflow parameter from the Workflow Parameter field.

c. Click OK.
7. Add the steps and transitions as shown in Figure 3-15 on page 87.
8. Click OK.
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Adding Transitions To and From Subworkflows

Configuring Workflows

A transition to a subworkflow step is made in the same way as a transition to
any other workflow step (execution, decision, or condition). The transition is
graphically represented by an arrow between the two steps. The package line
or request proceeds to the first step designated in the subworkflow definition.

When the package or request reaches the subworkflow step, it follows the path
defined in that subworkflow. It either closes within that workflow (at a Close
step) or returns to the parent workflow.

For a package line or request to transition back to the parent workflow, the
subworkflow must contain a return step. The transitions leading into the return
step must match the validation established for the subworkflow step. In the
following example, the transitions exiting the Rework and Test step
(Successful Test and Failed Test) match the possible transitions entering the
subworkflow’s return step.

Figure 3-16. Transitioning to and from subworkflows
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Users must verify that the validation defined for the subworkflow step is
synchronized with the transitions entering the return step. The subworkflow
validation is defined in the Workflow window.

Users typically define the possible transitions from the subworkflow step
during the subworkflow definition.

The subworkflow step validation cannot be edited if the subworkflow is used
in another workflow definition. You cannot edit the subworkflow field if the
subworkflow is used in another workflow definition.
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Configuring Validations for Workflow Steps

Validations determine the acceptable values for fields. Validations maintain
data integrity by ensuring that the correct information is entered in a field
before it is saved to the database. For workflow steps, validations ensure the
correct transitions are associated with the correct workflow step.

Validations are defined for each workflow step found in the Workflow Step
Source window. Opening a workflow step in the Workflow Step Source
window opens the Decision window. The Decision window contains the
workflow step’s default information. One piece of the default information is
the validation. Figure 3-17 illustrates the Decisions window of the Approve
(One User) decision workflow step and the validation listed in the Decision
window. In this example, the validation is WF - Approval Step. By checking
the validation, WF - Approval Step has two validation values:

m  Approved
m  Not Approved

Once a workflow step is added to a workflow, the transition can be added.
Opening the Define Transition window for the workflow step, the validation
values are displayed as the Specific Results field.
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Figure 3-17. Workflow step sources and validations
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Validations and Execution Type Relationships

There is a correlation between the validation and the execution type. For
data-dependent transitions (token, SQL, PL/SQL), the validation must contain
all possible values of the query or token resolution. Otherwise, the execution
step could result in a value that is not defined for the process, and the request or
package line could become stuck in a workflow step.

For most built-in workflow events and executions that run commands, the
validation often includes the standard workflow results (Success or Failure). If
the commands or event execute without error, the result of Success is returned,
otherwise, Failure is returned.

Table 3-5 summarizes this relationship between validations and execution
types.

Configuring Workflows 91



Table 3-5. Relationship between validation and execution types

Execution Types Validation Notes

Typically use a variation of the WF - Standard
Execution Results validation (Succeeded or
Failed). A few of the workflow events have

Built-in workflow event and specific validation requirements:
workflow step commands o wf return
e wf jump

o wf receive

Validation must contain all possible values

PL/SQL function returned by the function.

Validation must contain all possible values for
Token

the token.

Validation must contain all possible values for
SQL statement the SQL query. You can use the same SQL in

the validation (drop-down or auto-complete)
minus the WHERE clause.

Configuring Segregation of Duties for Workflow Steps
To set segregation of duties for a workflow step:
1. From the Workbench shortcut bar, select Configuration > Workflows.
2. Open a workflow.
The Workflow window opens.
3. Right-click a workflow step.
The workflow step is highlighted. A menu window opens.
4. In the menu window, click Edit.
The Workflow Step window opens.
5. In the Workflow Step window, select the Segregation of Duties tab.

The Segregation of Duties tab opens.
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6. Click New.

The SOD - Source Step window opens.

Motifications | Timeout | UserData I Results
Properties | Security Segregation of Duties
Source Step Seq Source Step Name Source Step Type

D SOD - Source Step

Define source for segregstion:

(=) Warkflow Step |F'M Review V|
O Wotkflow Instance Creation

[ ok |[ aee [ cance |

|Ready

[ ok | cancel

|Ready

7. Define a segregation source for the current workflow step.

m  To segregate the current step from another workflow step, select the
Workflow Step option and choose that step from the drop-down list.

m  To segregate the current step from being acted on by the creator of the
package, request, or release, select the Workflow Instance Creation
option.

8. In the SOD - Source Step window, click OK to add the segregation source
to the Segregation of Duties tab.
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(D Workilow Step (3]

Motifications | Timeout | Weer Data I Results

Fraperties | Security Segregation of Duties
Source Step Seq Source Step Matne Source Step Type
10 Steering Commitee Review |Decision
11 Business Mor Approval Decision
1 Pl Review Decision

Mewr
[ Ok H Apply ” Cancel

[Reacty

9. In the Workflow Step window, click OK.
The Workflow Step window closes.
10. In the Workflow window, click Save.

Changes are saved to the workflow.

All users who are able to act on a segregated step will be excluded from acting on the

current workflow step.
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Integrating Object Types and Workflows

This section details the ways in which workflows and object types can
integrate to work together.

Integrating Object Type Commands and Workflows

Configuring Workflows

Object type commands are tightly integrated with PPM Center workflow
engine. The commands contained in an object type are executed at execution
workflow steps.

It is important to note the following concepts regarding command and
workflow interaction:

m  To execute object type commands at a particular workflow step, the
workflow step must be configured with the following parameters:

o Workflow step must be an execution type step.

o Workflow Scope = Packages

o Execution Type = Built-in Workflow Event

o  Workflow Command = execute object commands

m  When the object reaches the workflow step (with Workflow Command =
execute_object commands), all object type commands whose conditions
are satisfied will be run in the order they are entered in the object type’s
command field (Commands tab).

m  The object type can be configured to run only certain commands at a
particular step.

m  Each object type command can be configured so that only certain steps

(within a command) are executed within a particular workflow step. This is

set using conditional statements within the command.
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Integrating Environments and Workflows

96

Environments must be linked to execution workflow steps that require
connection, communication, or transfer between the clients, servers and

databases used in the deployment system.

Environments are specified in the Workflow Step window, accessible from the
Layout tab in the Workflow window. Select the source and destination
environment or environment groups from the fields shown in Figure 3-18.

Figure 3-18. Workflow step window for environments
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Choosing Source Environments Based on Application Code

Environment groups can be used to dynamically determine the source
environment based on the application code for a package line. The application
codes are selected based on the environments associated with the environment
groups. All application codes associated with an environment are inherited by
the environment group.

To enable the dynamic selection of a source environment:
1. From the Workbench shortcut bar, select Configuration > Workflows.
The Workflow Workbench opens.
2. From the menu, select Environments > Environment Groups.
The Environments Workbench opens.
3. Select an environment group or create a new environment group.
The Environment Group window opens.

4. Click the Application Codes tab.

Environment Group 1 [=]

Enwironment Group Mame; \ Enahled? ' Yes Mo

Description ‘

Execution Order |Parallel hd Source Enviranment (Mo App Caode) | j

Ervironments | Hosts Application COUES} | awmership | User access |

App Code and Environments ‘ Prifary Source |

Ok Save Cancel

\Ready

5. For each application code, select Primary Source Environment.

The primary source environment is selected automatically as the source
environment in the workflow step when the associated application code is
used in a specified package line.

6. Click OK.
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Integrating Request and Package Workflows

Request (Demand Management) and package workflows (Deployment
Management) can be configured to work together, communicating at key
points in the request and package processes. A request workflow step can
actually jump to a preselected package workflow step. The package workflow
step receives the request workflow step and acts on it to go to the next step in
the process.

Packages and requests can also be integrated at a level that does not rely on the
workflow configuration. Attach packages and requests to each entity as
references. Dependencies can then be set on these reference to control the
behavior of the request or package. For example, you can specify a request as a
predecessor to the package. This means the package cannot continue until the
request closes.

Two built-in workflow events facilitate this cross-product workflow
integration. These workflow steps are wf_jump and wf_receive. Jump workflow
step (wf_jump) and receive workflow step (wf_receive) are used at the points of
interaction between workflows. Each jump workflow step must be coupled
with a receive workflow step. Workflows can communicate through these
jump and receive workflow step pairs.

As an example of when this kind of communication is useful:

1. A request spawns a package for migrating new code to the production
environment.

2. The newly spawned package must go through an Approval step.

3. After the Approval step succeeds, the process jumps back to, and is
received by, the request. The request then undergoes more testing and
changes in the QA Environment.

4. After successfully completing the QA Test, the process jumps from the
request and is received by the package.

5. Since the step has succeeded, the process can now migrate the code
changes to the Production Environment.

This process is illustrated in Figure 3-19.
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Figure 3-19. Jump/Receive workflow steps
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The jump and receive workflow step pair must be carefully coordinated. Each
jump workflow step must have an associated receive workflow step, linked
together by a common jump and receive workflow step label defined in the
Workflow Step window. The transition values for entering into and exiting the
jump and receive workflow steps must also be coordinated.

To establish communication between request and package workflows:

1. Set up the WF - Jump/Receive Step Labels validation for use in the
Workflow Step window.

This validation is used to group a jump and receive workflow step pair. The
selected WF - Jump/Receive Step Labels must match in the paired jump and
receive Workflow Step windows. See Step 1. Setting Up WF - Jump/
Receive Step Label Validations on page 100.

2. Create a jJump workflow step using the wf_jump Built-in Workflow Event.
See Step 2. Generating Jump Step Sources on page 101.

3. Create a receive workflow step using the wf_receive Built in Workflow
Event.

See Step 3. Generating Receive Step Sources on page 102.

4. Verify that both the jump and receive workflow steps specify the same
entry in the WF - Jump/Receive Step Labels ficld and that the entry matches
the transition value between the two steps.

See Step 4. Including Jump and Receive Workflow Steps in Workflows
on page 103.

Configuring Workflows 99



Step 1. Setting Up WF - Jump/Receive Step Label Validations
To set up the WF - Jump/Receive Step Labels validation:
1. From the Workbench shortcut bar, select Configuration > Validations.
The Validation Workbench opens.
2. In the Validation Workbench, open WF - Jump/Receive Step Labels.

The Validation window opens.

19 =13
Erwablzct [ Use inWorkflow? |
Component Type: | =1
walidater! By | |
“alidation alues:
Ser Cods Meaning Descriptior Erabled Default |
1|@A_DEV A Fixin Development v M
2|08 _PROD A Fixin Production v N
3|DEYZQAENY Migrate to QA i M
4|DEVITESTRETZREQ |Finish Migration to QA b M
5[DEVZPROD Migrate to Production s N
B|DEVZPRODRETZR... |Finish Migration to production v M
New ‘ | ‘ Copy From | +| ¥
Used By Ownership Ok Cancel

Ready (Read-Only, Seed Data)

3. To define a new validation value to use to link two workflows, click New.

The Add Validation Value window opens.

alue Infortation | User Date |

Cade: | |

Meaning: | |

Desc: ‘ ‘

Enabile? Detaut: [

|Readv

4. Enter the code, meaning and a description.
5. Click OK.
The Validation window is enabled.

6. To select which ownership groups can edit this validation, click
Ownership.
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7. Click OK.

The new validation value is now included in the Jump/Receive Step Label field
in the Workflow Step window.

For More Information

For more information concerning configuring validations, see the Commands,
Tokens, and Validations Guide and Reference.

Step 2. Generating Jump Step Sources
To create a jump step using the wf jump built-in workflow event:
1. From the Workbench shortcut bar, select Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.
The Workflow window opens.

3. In the Workflow Step Sources window, in the Executions folder, click
New.

The Execution window opens.

() Decision ®
Cecizion | OWﬂErSh\pl I Used Eyl
MName Workflow Scope  ALL hd

Description

Walidation

Decisions Reguired | One hd
Mew

Timeout Davs v

Icon Enabled: (® Yes O Mo

|Readv

4. Select either Packages or Requests from the Workflow Scope field,
depending on the desired application of the workflow.

Package level subworkflows and Release Distribution workflows cannot
include jump and receive steps.

5. In the Execution Type field, select Built-in Workflow Event.

6. In the Workflow Event ficld, select wf_jump.
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10.
1.

In the Validation field, select or create a validation to use to transition out of
this workflow step.

The validation values exiting the Jump workflow step must match the
possible validation values entering the Jump workflow step.

Enter any other required or optional information, such as name,
description, or processing type.

Click the Ownership tab.
Specify the Ownership Groups that can edit this execution workflow step.
Click OK.

The workflow step is added to the Workflow Step Sources window.

This workflow step can now be used in any new or existing workflow within
the step’s defined workflow scope. Remember that every jump step must have
a paired receive step in another workflow.

Step 3. Generating Receive Step Sources

To create a receive step using the wf receive built-in workflow event:

1.

4.

From the Workbench shortcut bar, select Configuration > Workflows.
The Workflow Workbench opens.

Open a workflow.

The Workflow window opens.

In the Workflow Step Sources window, in the Executions folder, click
New.

The Execution window opens.

() Decision ®
Cecizion | OWﬂErSh\pl I Used Eyl
MName Workflow Scope  ALL hd

Description

Walidation

Decisions Reguired | One hd
Mew

Timeout Davs v

Enabled: (® Yes O Mo

lcon

|Readv

In the Workflow Scope field, select either Packages or Requests, depending
on the workflow application.
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5. In the Execution Type field, select Built-in Workflow Event.
6. In the Workflow Event ficld, select wf_receive.
7. Select or create a validation to use to transition out of this workflow step.

The validation values exiting the Receive workflow step must match the
possible validation values entering and exiting the Jump workflow step.

8. Enter any other required or optional information, such as name,
description, or processing type.

9. Click the Ownership tab.

10. Select the Ownership Groups that are to be allowed to edit this execution
workflow step.

11. Click OK.
The Workflow Step Sources window now lists the workflow step.

This workflow step can now be used in any new or existing workflow within
the defined workflow scope. Keep in mind that every receive step must
correspond to a jump step in another workflow.

Step 4. Including Jump and Receive Workflow Steps in Workflows

Configuring Workflows

With the jump workflow and receive workflow steps generated (see Step 2.
Generating Jump Step Sources and Step 3. Generating Receive Step Sources),
the two workflow steps must now be included in the workflow. The Jump/
Receive Step Label field is the key communication link between separate
workflows. The communicating jump and receive workflow steps must have a
matching Jump/Receive Step Label field entry. The Jump/Receive Step Label
field entry must be unique for any jump and receive pair.

To include a jump and a receive workflow step in a workflow:
1. From the Workbench shortcut bar, select Configuration > Workflows.
The Workflow Workbench opens.
2. Open a workflow.

The Workflow window opens.
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3. From the Executions folder, add the jump workflow step.

a. Drag the jump workflow step from the Workflow Step Sources window

to the Layout tab for the workflow.

The Workflow Step window opens.

. In the Jump/Receive Step Label field, select an item.

For example, Migrate to Production. This item must be the same for a
paired jump and receive workflow step. The Jump/Receive Step Label
field is the key communication link between separate workflows. The
communicating jump and receive workflow steps must have a
matching Jump/Receive Step Label field. The Jump/Receive Step
Label field must be unique for any jump and receive pair.

. In the Workflow Step window, enter any additional workflow step

information, and then click OK.

4. In the Executions folder, add the receive workflow step.

a. Drag the Receive step from the Workflow Step Sources window to the

Layout tab for the workflow.

The Workflow Step window opens.

. In the Jump/Receive Step Label field, select an item.

For example, Migrate to Production. This item must be the same for a
paired jump and receive workflow step. The Jump/Receive Step Label
field is the key communication link between separate workflows. The
communicating jump and receive workflow steps must have a
matching Jump/Receive Step Label field. The Jump/Receive Step
Label field must be unique for any jump and receive pair.

c. In the Workflow Step window, enter any additional workflow step

information, and then click OK.

5. Add a transition between the jump workflow step and the receive workflow
step. The transition must be set to the value selected in the Jump/Receive
Step Label field, for example Migrate to Production.

6. Click Save to save and close the workflow.
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This chapter covers information about Deployment Management workflows.

PPM Center includes a number of standard workflow step sources that you can
add to a workflow. These sources are preconfigured with standard validations
(transition values), workflow events, and workflow scope. These available
steps specify the following common attributes, which are expected to remain
consistent across all workflows which use that step source:

m  Validation associated with the step (and, thus, the list of valid transition
values out of the step).

m  Voting requirements of the step.

m  Default timeout value for the step. (You can configure a unique timeout
value for each step.)

m  Icon used for the step within the graphical layout.

Browse through all of the workflow step sources using the Available
Workflow Steps window in the Workflow Workbench. If a step source that
meets the process requirements is not available, one needs to be created.

If PPM Center has a workflow step source that meets the process requirements,
you can copy and rename it. This can save configuration effort and avoid user
processing errors. For example, if you need a step to route a request based on
whether it needs more analysis, you could copy and use the preconfigured
Request Analysis workflow step source.

Copy the step source so that it can be used uniquely for the processes. This
allows you to control who can edit the step source, ensuring that the process
will not be inadvertently altered by another user.

Create a new step source when the step requires any of the following:
®m A unique validation (transition values) leaving the step

®m A unique execution in the step: PL/SQL function, token, SQL function, or
workflow step commands

m A different processing type: immediate versus manual
m A specific workflow scope

®m A unique combination of the above settings
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Configuring and Using Workflow Step Source Restrictions

The following restrictions apply to workflow step sources:

You cannot delete a step source that is in use in a workflow.

You cannot change a validation for a step source that is in use. If you must
change the validation, copy the associated step source, and then configure a
new validation.

You must enable the workflow step source before you can add it to a
workflow.

Only add step sources to a workflow if the workflow has a matching
workflow scope, or the step source scope is set to All.

You cannot delete a workflow step in a workflow that has processed a
request, package line, or release. Deleting the step would compromise data
integrity. Instead, remove all transitions to and from the workflow step, and
then disable the step.

Opening the Workflow Workbench
To open the Workflow Workbench:

4.
5.

Log on to PPM Center.
From the menu bar, select Administration > Open Workbench.

The PPM Workbench opens.

. From the shortcut bar, select Configuration > Workflows.

The Workflow Workbench opens.

Workflow Workbench 1 =l
=
3 Guery: |Mone =1
O | erktow e [
E
§ Viorkfiow Seope [ALL 2| Enabled: |ALL -
=

Subworklow. [ALL = | UseinRelease Distributions: [ALL -

Description: |

Mewy iarkflow ‘ ‘ List

FReady
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It is possible to create new decision and execution workflow step sources from
the Workflow Step Sources window. Subworkflow workflow steps are created
by configuring a standard workflow to be a subworkflow (see Creating
Subworkflow Workflow Step Sources on page 127). Condition steps cannot be
added to, deleted or modified.

To create a new workflow step source:
1. From the Workbench shortcut bar, select Configuration > Workflows.
2. Open a workflow.
The Workflow window opens.
3. Select the Workflow Step Sources window.

Waorkflow Step Sources |00
Fitter by

|Packages

Lol Ll

|ty itermns | can edit

=3 Workflow Step Sources
{1 Decisions
{7 Conditions

Bl Cxecutions
{27 Subreorkflows

vew |y |_oren | |

[ Alvearys ontop

4. In the first Filter by ficld, select Requests, Packages, or Release
Distributions, depending on the type of workflow.

5. In the second Filter by field, select Only items | can edit.
6. Under Workflow Step Sources, select Decisions or Executions.
7. Click New.

A window that corresponds to the selected workflow step source type
opens.
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D Execution

Execution | oWnerghipl User Datal Used Eyl

Mame \

| wiorkfiow Scope |ALL

Description

Execution Type ‘Bui\t—in Workflow Event

A | Warkflow Event |W'Lc|05975uccess

Yalidation |WF - Standard Execution Results El Timeout | | |Dav5 v|
teon | |
Processing Type ‘Manual V| Enabled: (3 Yes O Mo
(D Decision =

Decisionl Ownershipl User Data | Used Eyl

lean | |

Description | |
Validation ICRT-CIoseJ‘EscaIation
Derisions Require
Timeout | ||Day5 V|

Enahled: (&) Yes

O Mo

Cancel

Ready

8. Enter the required information and any optional information to define the

workflow step.

For information about how to configure a specific workflow step source,

see Creating Decision Workflow Step Sources on page 111 or Creating

Execution Workflow Step Sources on page 115.

9. Configure the ownership of the workflow step source.

For information on configuring the ownership of a workflow step source,

see: Configuring Ownership of Workflow Step Sources on page 110.

10. For Enabled, click Yes.

11. Click OK.

The new workflow step source is now included in the Workflow Step

Sources window. You can use it in any new or existing workflow with the

corresponding workflow scope.

Configuring Workflow Components
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Configuring Ownership of Workflow Step Sources

As you Configure a workflow step source, you can specify who can edit the
workflow step source.

To configure ownership of a new workflow step source:

1.
2.

From the Workbench shortcut bar, select Configuration > Workflows.
Open a workflow.

The Workflow window opens.

. Open a decision or execution workflow step source window.

A window that corresponds to the selected workflow step source type
opens.

Click the Ownership tab.

D Decision ®
Decision Ownership | | Used ey

Give ahility to edit this Decision to :

(%) All users with the Edit Workflows Access Grant

) Only groups listed below that have the Edit Workflows Access Grant

Security Group Description

|Ready

You use the Ownership tab to select the security groups that can edit this workflow
step. The default is to allow all security groups who can edit workflows to edit a
workflow step source.

5.
6.

Select Only groups listed below that have the Edit Workflows Access Grant.

Click Add.

The Add Security Group window opens.
Select a security group.

Click OK.

Only users who belong to a listed security group that can edit workflows
can now edit this workflow step source.
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9. From the Ownership tab, click OK.

The new workflow step source is now listed in the Workflow Step Sources
window. You can use it in any new or existing workflow with the
corresponding workflow scope.

Creating Decision Workflow Step Sources

Before creating a decision workflow step source, check the Decision Step
Worksheet. The Decision Step Worksheet contains the information required to
properly configure the workflow step source. Figure 4-1 illustrates the
Decision Step Worksheet.

Figure 4-1. Information used to create the decision step source

Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number .

Value

Step MName

Goal [ Result of Step

Validation*

Decisions Reguired w Ong
(ote on Step's outcome?) w At Least One
w Al

Timeout (Days)

Security Cevho can act on step):
= Security Group

= Lser Mame

= Standard Token

= Uzer Defined Token

Incluce Motification (M esMo)

Motification Everit

Muotification Recipient:
= Username

= Email Address

w DECUHty Grolp

= Standard Token

= |zer Defined Taken

Mctification Message

Reguest Status at Step

Reguest % Complete at Step

Authentication Reguired (M)

Authentication Type (if )

To create a new decision workflow step source:
1. From the Workbench shortcut bar, select Configuration > Workflows.
2. Open a workflow.

The Workflow window opens.
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3. In the first Filter by field, select Requests, Packages, or Release

Distributions, depending on the type of workflow.

4. Select the Workflow Step Sources.

5. Under Workflow Step Sources, select Decisions.

6. Click New.

The Decision window opens.

Decisionl OwnerShipl User Data | Used Elyl

NEMEMCRT - CloselEscalatel

Desctiption

Walidation |CRT - Close/Escalation

‘Workflow Scope [Requests

Decisions Reguired |One

Timeout Days v
lcon Enahled: (®) Yes O Mo

[Reacy

7. From the Decision tab, enter the information as listed in the following

table.

Field Name

Description

Name

The name that describes the workflow step source. The
step can be renamed when added to the workflow.

Workflow Scope

Describes the type of workflow that will be using this step
source. Use the list to select a workflow scope. The
following lists the possible values:

e ALL. For all workflow types.

e Requests. For HP Demand Management request
workflows.

e Packages. For HP Deployment Management package
workflows.

e Release Distributions. For HP Deployment
Management release workflows.

Description

Description of the workflow step source.

Validation

Validations determine the transition values for the workflow
step. Use the list to select a validation.

1712
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Field Name Description

Defines the number of decisions required for the workflow
step. Use the list to select a value. The following lists the
possible values:

e One. If One is selected, the workflow step can progress
if any one user who is eligible to act on this step makes
a decision.

e AtLeast One. If At Least One is selected, the workflow
step waits for the voters to vote on this step for a
predefined amount of time, designated as the timeout. If
all voters mark their decisions before the timeout period,
it takes the cumulative decision as the decision for the
step and proceeds forward. If any of the voting results
differ before the timeout period, the step will immediately
result in a No consensus outcome. A timeout period
must be defined to use this choice.You can define
Specific Errors in workflow steps such as Timeout and
No consensus as either Success or Failure in the Define
Transition window. If all voters decide on Approve, the
final decision is Approve. If all voters decide on Not
Approved, the final decision is Not Approved. If some
voters decide on Approved and one voter decides on
Not Approved, the result is No consensus. If at the end
of the timeout, only a few voters (or only one voter) have
cast their vote, the cumulative decision of the voters that
voted will be used. If at the end of the Timeout no one
has voted, the step will result in a Timeout.

e AlLl If All is selected, the workflow step waits for all of
the voters to vote. This workflow step is used along with
a specified timeout period. Selecting All makes it
mandatory for all voters to vote on the workflow step.
The workflow step waits until the timeout period for the
voters to vote. If all voters vote, the cumulative decision
is considered. If some or none of the voters voted, the
step remains open or closes due to a timeout,
depending on the configuration.

When using All or At Least One, all users must
unanimously approve or not approve one of the validation’s
selections. Otherwise, the result is No Consensus.

Decisions Required
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Field Name

Description

Timeout

A timeout specifies the amount of time that a step can stay
eligible for completion before completing with an error (if
Decisions Required is All, One, or At Least One).
Timeouts can be by minute, hour, weekday or week.
Timeout parameters for executions and decisions are a
combination of a numerical timeout value and a timeout
unit (such as weekdays).

If this workflow step remains eligible for the value entered

in the timeout value, the request, package, or release can

be configured to send an appropriate notification. This field
is often used in conjunction with the At Least One and All
settings for Decisions Required.

Timeouts can be uniquely configured for each workflow
step in the Layout tab. The timeout value specified in the
workflow step source acts as the default timeout value for
the step. When adding a workflow step to the workflow
using this workflow step source, you can specify a different
timeout value for the workflow step.

Icon

A different graphic can be specified to represent steps of
this source for use on the workflow Layout tab.

The graphic needs to exist in the icons subdirectory. All
icons are in .gif format.

Enabled

The workflow step source must be enabled in order to add
the workflow step to the workflow layout.

8. Click the Ownership tab.

9. From the Ownership tab, specify the security groups that can edit this

workflow step.

For detailed information about how to configure the Ownership tab, see
Configuring Ownership of Workflow Step Sources on page 110.

10. Click the User Data tab.

Product entities such as packages, workflows, requests and projects include
a set of standard fields that provide information about those entities. While
these fields are normally sufficient for day to day processing, user data
fields provide the ability to capture additional information specific to each
organization. User data is defined under the User Data tab. If there are no
user data fields, the User Data tab is disabled.
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11. Click the Used By tab.

The Used By tab displays reference information concerning the workflow

step.

12. Click OK.

The new workflow step source is now included in the Workflow Step

Sources window. It can be used in any new or existing workflow with the

corresponding workflow scope.

Creating Execution Workflow Step Sources

Before creating an execution workflow step source, check the Execution Step
Worksheet. The Execution Step Worksheet contains the information required

to properly configure the workflow step source. Figure 4-2 illustrates the

Execution Step Worksheet.

Figure 4-2. Information used to create the execution step source

Execution Workflow Step Worksheets

Configuring Workflow Components

Tabie A-2. Workfiow step [execution], step number .

Valua

Step Name

Foalf Result of Step

“alidation®

Execution Type**

FProcessing Tupe

Timesut (Days)

Seures Enviranment (Group)

Table A-3 Workfiow step [execution], step number validation.

Dest Environment (G roup)

Validation Information*

Value

Seourity (o can act an step):
= Usar Name
= Standard Token

@ Uger Defined Token

Existing Walidation™

Mew Validation™

Include Motification (vesMo)

walidation Type: fext feld,
Futocomplete, dmpdown st
eto.)

Notification Event

Walidation Definition Clist of
walues or SQL)

Notification Recipient:
@ Ugername

= Email Address

= Security Group

= Standard Token

# User Defined Token

Table A-4. Workflow step [execution], step number execution Type.

Execution Type**

Value

Motification Message

Request Status at Step

Request % Complete at Step

Built-in Mokl o Event:
= Execute Commands
= Closa

= Jump / Receive

= Ready for Releasz

= Return from Subwo il ow

Authentication Required (veN)

PLfSQL Funetion

Authartication Type (if ¥)

Token

S0L Statement

Wiardlaw step commands
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To create a new execution workflow step source:
1. From the Workbench shortcut bar, select Configuration > Workflows.
2. Open a workflow.
The Workflow window opens.
3. Select the Workflow Step Sources window.

4. In Filter by field, select Requests, Packages, or Release Distributions,
depending on the type of workflow.

5. Select the Executions folder.
6. Click New.

The Execution window opens.

D Execution 53]
Executinnl Ownershipl UserDatal Used By|
Marme | | wiorifow Scope |ALL V|
Description | |
Execution Type |Bui|t—in ‘Workflow Event V| Warkflow Event |Wr_close_success v|
walidation |\WF - Standard Execution Results El Thieed | |[Days 3
eon | |
Pracessing Type |Manual v| Enahled: (&) Yes ) Mo
Execution:
[ Ok H Save H Cancel
|Ready

7. Enter the information as listed in the following table.
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Field Name

Description

Name

The name of the workflow step source. The step can be
renamed when added to the workflow.

Workflow Scope

Describes the type of workflow that will be using this step
source. Use the list to select a workflow scope. The
following lists the possible values:

ALL. For all workflow types.

Requests. For HP Demand Management request
workflows.

Packages. For HP Deployment Management package
workflows.

Release Distributions. For HP Deployment
Management release workflows.

Description

Description of the step source.

Execution Type

Used to select the type of execution to be performed. Use
the list to select an execution type. The following lists the
possible values:

Built-in Workflow Event. Executes a predefined
command and returns its result as the result of the step.
SQL Statement. Executes a SQL statement and returns
its result as the result for the workflow step.

PL/SQL Function. Runs a PL/SQL function and returns
its result as the result for the workflow step.

Token. Calculates the value of a token and returns its
value as the result for the workflow step.

Workflow Step Commands. Executes a set of
commands, independent of an object, at a workflow
step.

Configuring Workflow Components
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Field Name Description

For Execution Type Built-in Workflow Event, the specific
event to perform must be selected. The available choices
in the list depend on the workflow scope selected. The
choices include:

e execute_object_commands. Executes the object type
commands for a package line.

e execute_request_commands. Executes the request
type commands for a request.

e create_package. Generates an HP Deployment
Management package.

e rm_ready_for_release. Adds the current package to an
existing release. Note that the existing release must be
in an Open state.

e create_package_and_wait. Generates an HP
Deployment Management package. The create
workflow step that generates the package holds it until

Workflow Event the package is closed.

e create_request. Generates another request.

o wf_close_success. Sets the request or package line as
closed with an end status of Success.

e wf_close_failure. Sets the request or package line as
closed with an end status of Failed.

e wf_jump. (HP Deployment Management and HP
Demand Management) Instructs the workflow to
proceed to a corresponding Receive Workflow Step in
another workflow.

o wf_receive. (HP Deployment Management and HP
Demand Management) Instructs the workflow to receive
a Jump Workflow Step and continue processing a
request or package line initiated in another workflow.

e wf_return. (HP Deployment Management and HP
Demand Management) Used to route a subworkflow
process back to its parent workflow.

For Execution Type PL/SQL Function, the actual function
to run. The results of the function will determine the
PL/SQL Function outcome of the step.

The results of the function must be a subset of the
validation values for that workflow step.

For Execution Type Token, the token that will be resolved.
Token The results of the token resolution will determine the
outcome of the workflow step.
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Field Name Description

For Execution Type SQL Statement, the actual query to
run. The results of the query will determine the outcome of
SQL Statement the workflow step.

The results of the query must be a subset of the validation
values for that step.

For Execution Type Workflow Step Commands, the actual
commands to run. The commands will result with a
Succeeded or Failed value. Use a validation with those
values to enable transitioning out of the step based on the
execution results.

Workflow step
commands

Defines when the execution is performed. Use the list to
select a processing type. The following lists the possible
values:

Processing Type o Immediate. Executes the workflow step when the
workflow step becomes eligible.

e Manual. Executes the workflow step manually by a
user.

Validations determine the transition values for the workflow

Validation step. Use the list to select a validation.
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Field Name Description

The amount of time that a step is eligible before completing
with an error. Timeouts can be by minute, hour, weekday
or week. Timeout parameters for executions are a
combination of a numerical timeout value and a timeout
unit, such as weekdays.

If this workflow step remains eligible for the value entered
in the timeout value, the request, package line, or release
can be configured to send an appropriate notification.

Timeouts can be uniquely configured for each workflow
step in the Layout tab. The timeout value specified in the
workflow step source acts as the default timeout value for
the step. When adding a workflow step to the workflow
using this workflow step source, you can specify a different
timeout value for the workflow step.

For executions, timeouts can also be uniquely configured
for the amount of time that an execution is allowed to run
before completing with an error. This applies to the
workflow step commands and object type commands only.
Command level timeouts are set in the Command window
of an object type.

Timeout

You can select a different graphic to represent this steps of
this workflow step source.

This graphic needs to exist in the icons subdirectory. All
icons are in .gif format.

Icon

The workflow step source must be enabled in order to add

Enabled it to the workflow layout.

8. Click the Ownership tab.

The Ownership tab configures which security groups will have the ability
to edit this workflow step. The default is to allow all security groups who
can edit workflows to edit a workflow step source. For complete
instructions on how to configure the Ownership tab, see Configuring
Ownership of Workflow Step Sources on page 110.

9. Click the User Data tab.

Product entities such as packages, workflows, requests and projects include
a set of standard fields that provide information about those entities. While
these fields are normally sufficient for day to day processing, user data
fields provide the ability to capture additional information specific to each
organization. User data is defined under the User Data tab. If there are no
user data fields, the User Data tab is disabled.
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10. Click the Used By tab.

The Used By tab displays reference information concerning the workflow
step.

11. Click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.

Setting Up Execution Steps

When setting up execution workflow steps, be sure to include workflow events
(transitions) for both Success and Failure. If a workflow step has failed and
users cannot select Failure as one of the workflow events, the workflow will
not be able to proceed.

Defining Execution Types

Execution workflow steps are used to perform specific actions. HP
Deployment Management provides a number of number of built in workflow
events for processing common execution events, such as running request type
commands, object type commands, and closing a request. You can also create
custom executions based on SQL, PL/SQL, token resolution, and custom
commands.

Executing Object Type Commands

Different objects stored in the package line require unique processing at
different points in a process. For example, the commands needed to migrate a
file are different than the commands needed to migrate data. Therefore, it is
possible to program the commands on an object type basis. The workflow can
then be configured to execute the object type commands at a specific step in
the process. Each package line will run its own commands, ensuring the
correct execution for that object type.

HP Deployment Management includes the execution workflow step source
DLV Execution w/ Reset that executes object type commands. Use this step
source unless it does not meet the required specifications, such as validation or
processing type.

To create this execution step source, make a copy of execution workflow step
source DLV Execution w/ Reset and changes the field values as defined in
Table 4-1 on page 121.
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Table 4-1. Execution window values to execute object type commands

Field Name Description
Name Enter a descriptive name for the step source.
Workflow Scope Packages

Execution Type Built-in Workflow Event

Workflow Event execute_object_commands

Processing Type Manual or Immediate

WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)
Enabled Yes

Closing Packages as Success

It is possible to create an execution workflow step that close a package line and
marks the package line as Success. When all package lines are closed, the
package will close. Each package workflow should resolve with a closed
package. Later, the packages that were closed successfully can be reported on.

This type of step is also required when integrating request and package
workflows. If a package has been created using the request workflow step
Create Package and Wait, the request workflow will not proceed until the
package workflow has closed.

HP Deployment Management includes the execution workflow step sources
Close (Immediate success) and Close (Manual success) that performs this task.
Use one of these step sources unless they do not meet the required
specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Close (Immediate success) or Close (Manual success) and changes the
field values as defined in 7Table 4-2 on page 122.

Table 4-2. Execution window values for closing packages as success

Field Name Description

Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages

Execution Type Built-in Workflow Event
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Table 4-2. Execution window values for closing packages as success

Field Name Description
Workflow Event wf_close_success
Processing Type Manual or Immediate

WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)
Enabled Yes

Closing Packages as Failed

It is possible to create an execution step that closes a package and marks the
package as Failed. Each package workflow should resolve with a closed
package.

This type of step is also required when integrating request and package
workflows. If a package has been created using the request workflow step
Create Package and Wait, the request workflow will not proceed until the
package workflow has closed.

HP Deployment Management includes the execution workflow step source
Close (Immediate failure) that performs this task. Use this step source unless it
does not meet the required specifications, such as validation or processing

type.

To create the execution step source, make a copy of execution workflow step
source Close (Immediate failure) and changes the field values as defined in
Table 4-3 on page 122.

Table 4-3. Execution window values for closing packages as failed

(page 1 of 2)
Field Name Description
Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages
Execution Type Built-in Workflow Event
Workflow Event wf_close_failure
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Table 4-3. Execution window values for closing packages as failed

(page 2 of 2)
Field Name Description
Processing Type Manual or Immediate

WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)
Enabled Yes

Marking Packages Ready for Release

You can configure an execution workflow step source to feed a package into
Deployment Management.

HP Deployment Management includes the execution workflow step source
Ready for Release that performs this task. Use this step source unless it does
not meet the required specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Ready for Release and change the field values listed and described in

Table 4-4.
Table 4-4. Execution window values for marking packages as Ready for
Release
Field Name Description
Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages
Execution Type Built-in Workflow Event
Workflow Event rm_ready_for_release
Processing Type Manual or Immediate
Validation RM - Ready for Release
Enabled Yes
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Executing PL/SQL Functions and Creating Transitions Based on the Results

PL/SQL function execution workflow steps are used when a workflow needs
to be routed based on the results of the PL/SQL function. A PL/SQL function
execution workflow step runs a PL/SQL function and returns its results as the
result of that workflow step.

Create a new execution step source with the field values as defined in
Table 4-5.

Table 4-5. Execution window values for executing PL/SQL functions

Field Name Description

Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages

Execution Type PL/SQL Function

Processing Type Manual or Immediate

Selects or creates a validation that includes all of the
possible values of the SQL query.

Validation L ,
You can create a validation validated by SQL. Use the
same SQL from the execution minus the WHERE clause.
Execution Enter the SQL query.
Enabled Yes

Executing SQL Statements and Creating Transitions Based on the Results

SQL statement execution workflow steps are used when a workflow needs to
be routed based on the result of a query. An SQL statement execution
workflow step runs a SQL query and returns its results as the result of that
workflow step.

When creating the SQL statement, you must obey the following rules:
m  Use only SELECT statements

m  Tokens can be used within the WHERE clause

®m A query must return only one value

Create a new execution step source with the field values described in
Table 4-6.
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Table 4-6. Execution window values for executing SQL statements

Field Name Description

Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages

Execution Type SQL Statement

Processing Type

Manual or Immediate

Selects or creates a validation that includes all of the
possible values of the SQL query.

Validation You can create a validation validated by SQL. Use the
same SQL defined for the execution minus the WHERE
clause.

Execution Enter the SQL query.

Enabled Yes

Evaluating Tokens and Creating Transitions Based on the Results

HP Demand Management includes workflow execution steps that may be used
to set up data-dependent rules for the routing of workflow processes. Token
execution workflow steps enable a workflow to be routed based on the value of
any field within a particular entity. A token execution workflow step
references the value of a given token and uses that value as the result of the
workflow step. A transition can be made based on the value stored in the
product by using tokens in the execution workflow step.

Create a new execution step source with the field values as defined in

Table 4-7.

Table 4-7. Execution window values for evaluating tokens (page 1 of 2)

Field Name Description

Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages

Execution Type Token

Processing Type

Manual or Immediate
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Table 4-7. Execution window values for evaluating tokens (page 2 of 2)

Field Name Description

Selects or creates a validation that includes all of the
possible values of the resolved token.

Validation . . o
For example, if the token is for the Priority field, use the
validation for the Priority field here as well.
. Enter the token for the value that the transition will be
Execution
based on.
Enabled Yes

For example, IT needs to deploy changes to different servers depending on the
type of object being deployed.

Figure 4-3. Transitioning based on a token

Migrate to

Server
Other Environment Success
Results

Evaluate
Object Type

Dofabase Migrate to Success
Database

Environment

IT decides to use an execution workflow step to automatically evaluate the
object type and route the package line accordingly. To accomplish this, an
execution workflow step source, Evaluate Object Type, is configured with the
parameters listed in Table 4-8.

Table 4-8. Example of execution window values for evaluating tokens

Field Name Description

Name Evaluate Object Type
Workflow Scope Packages

Execution Type Token

Processing Type Immediate

Validation DLV - Object Type - Enabled
Execution [PKGL.OBJECT_TYPE]
Enabled Yes
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Executing Multiple System Level Commands

System level commands can be run for execution steps of the following
execution type:

m  Built-in Workflow Event (execute _object commands)
m  Workflow Step Commands

When either the workflow or the object type commands execute at this step,
the commands either succeed or fail. It may be preferable to retain the option
of resetting failed execution steps, rather than immediately transitioning along
a failed path. This is often helpful when troubleshooting the execution.

Creating Subworkflow Workflow Step Sources

A subworkflow is any workflow that is referenced from within another
workflow. Use subworkflows to model complex business processes into
logical, more manageable, and reusable subprocesses.

You can drag a subworkflow from the Workflow Step Sources window and
drop it onto the Layout tab. When the package, request, or release reaches the
subworkflow step, it follows the path defined in that subworkflow. The
subworkflow either closes within that workflow or returns to the parent
workflow.

Subworkflows are defined in the PPM Workbench using the same process as
when configuring a workflow. When creating a subworkflow, be sure to set the
following:

m  Set the Sub-workflow option to Yes.

m  Make sure that the validation for the step leaving the subworkflow layout
matches the subworkflow step in the parent workflow.
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Subworkflows Returning to Deployment Management Workflows

Execution workflow steps can be configured to automatically return from a
subworkflow to its parent Deployment Management workflow.

For a request to transition back to the parent workflow, the subworkflow must
contain a return step. The transitions leading into the return step must match
the validation established for the subworkflow step. You must verify that the
validation defined for the subworkflow step is synchronized with the
transitions entering the return step.

HP Deployment Management includes the Return from Subworkflow
execution workflow step source, which performs this task. Use this step source
unless it does not meet the required specifications, such as validation or
processing type.

To create the execution step source, make a copy of execution workflow step
source Return from Subworkflow and changes the field values as defined in
Table 4-9.

Table 4-9. Execution window values for returning from subworkflows

Field Name Description
Name Enter a descriptive name for the work step source.
Workflow Scope Packages
Execution Type Built-in Workflow Event
Workflow Event wf_return
Processing Type Manual or Immediate
WEF - Standard Execution Results (This is the default
Validation selection. You can select a different validation or create a
new one.)
Enabled Yes
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Using Workflow Parameters

Use workflow parameters to store the results of a workflow step. This value
can then be used later to define a transition. The following lists the rules
concerning workflow parameters:

®  You can use the WFL.P token prefix to reference workflow parameters.
®  You can use workflow parameters in PL/SQL and SQL workflow step

executions.

Creating Workflow Parameters
To create a workflow parameter:
1. From the Workbench shortcut bar, select Configuration > Workflows.
2. Open a workflow.

The Workflow window opens.

Workflow : ExampleWorkflow 19 [=] E3
Package Workflows I Request Types I Cwnership I I
Workfow I Layout } Step Sequence Change Management Settings
Workilow Scope ‘ J
Description: |
Enatiled: & Yes © Mo First Step: ‘Hewew Request j
Reopen Step: ‘ J
Subwarkflows
Subworkflow: © Yes & nNo Use in Release Distributions: € o
Validation
lean Name
Parameters
Promgt [ Token [ Deserigtion Default Value
Add ‘
Verify Okl Save Cancel

|Headv

3. From the Workflow tab, click Add.

The Workflow Parameter window opens.

(D Workflow Parameter ]
Prompt; ” |

Taker: | |
Description: | |
Detault alue: | |

[ ok || ade || cancel |

Feady
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4. Enter information in the Workflow Parameter window as specified in the

following table:
Field Name Description
Prompt The name of the workflow parameter.
Token The name of the token. For example, LOOP_COUNTER.
Description A description of the workflow parameter.
Default Value The initial value given to the workflow parameter.

5. In the Parameters section of the Workflow tab, click Add.
6. Click OK.
7. From the Workflow tab, click OK.

Example: Building a Loop Counter Using Workflow Parameters

A workflow parameter can be used to generate a counter for the number of
times a workflow step enters a state.

To build a loop counter using workflow parameters:
1. From the Workbench shortcut bar, select Configuration > Workflows.
2. Open a workflow.
The Workflow window opens.
3. From the Workflow tab, click Add.
The Workflow Parameter window opens.

(D Workflow Parameter, ®

Prompt: |
Taker:
Description;

Detault “alue:

[ ok || add || cancel

Ready
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4. Enter the information as listed in the following table.

Field Name

Description

Prompt

Loop Counter

Token

LOOP_COUNTER

Description

Stores count.

Default Value

0

5. In the Parameters section of the Workflow tab, click Add.

6. Click OK.

Frompt: | Loop Counter
Token: |LOOP_COUNTER
Description: |Stores count
Default %alue: |0

| ok || ada || cancel

|Ready

7. From the Workflow tab, click OK.

8. Create a new immediate SQL execution workflow step.

For details on how to create an SQL execution workflow step, see Creating
Execution Workflow Step Sources on page 115.

There are two key concepts to note about the new step definition.

m  The result of the SQL execution workflow step returns the result
LOOP_COUNTER + 1. This return value is linked back into the
parameter when the workflow step is generated on a workflow.

m A validation for a Numeric text field is used. This allows you to use <=,
<, >=, and > comparisons in transitions off this step.
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The following illustrates the Execution window for the SQL execution

workflow step.

D Execution 3]
Execution | gwnership | Us= Dzta | Used By|
Marme |Incrementa\ Loop Counter |W0rkﬂowScope |Packages V|
Description |L00p Counter |
Execution Type |SOL Statemert | wiorkiow Event [Mone |
Validation [Numeric Tex Field = el | T 3
eon | |
Processing Type |Manua| V| Enahbled: (3 Yes ) Mo
Execution:
SelectpNFILP.LOOP_COUNTER]+1
from dual
[ Ok H Save H Cancel ]
|Ready

9. Add the workflow step to a workflow and choose the new workflow

parameter Loop Counter.

By choosing Loop Count, the workflow engine is told to assign the result

of “select loop counter val + 1” from dual back into the loop counter

parameter.
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Properties | Security| Segregation of Duties | Notifications | Timeaut| User Data | Resutts|

Step Mumber: |5

Step Mame: |Elusinesa Lead Approval

Descrigtion: |Business Lead Approval

Source Type: |Decision

|
|
Action Surmmary: | Business Lead Approval |
|
|
|

Source Name: | DEM - Appraval (One)

Enabiled: es ro

Dizplay: |A\ways he |

Wiorkflow Parameter: |Loop Counter

T L 1=

N
_[TempDate
% Complete:

Parent & sihe - ; E
Parent Assighed To Group: I B
Workflow Step Information | |U

Authentication Reguired |None h |

I 0K H Apply H Cancel ]

Reaty

You can now add transitions to and from the new loop counter step. For
example, you add the loop counter each time an execution fails. If the
execution fails three times, a notification is sent to the user. If the execution
fails five times, management is notified.

Modifying Worktlows Already In Use

Workflows can be modified while they are going through their workflow steps
after a package or request has been initiated. These modifications include
adding new workflow steps, as well as changing the transitions, security
assignments and notifications from within the workflow.

It is possible to make changes to workflows currently in use with the same
procedures and windows that you used to define the workflows. All of these
procedures are performed in the Workflow Workbench window.

When modifying workflows that are being used, rules exist for which entities
can be added, changed, deleted or renamed. These rules are described in
Table 4-10.
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Table 4-10. Rules for modifying production workflows

Entity Procedure
Transitions
Security

o You can change any of these entities or add them to a
Notifications 2

workflow that is in use.

Workflow Steps
Workflow Parameters
Transitions
Security You can delete any of these entities from a workflow in
Notifications use.

Workflow Parameters

You cannot delete this entity from a workflow in use, but
you can rename it. You can delete transitions coming into
or going out of a workflow step to effectively remove it from
the workflow.

Workflow Steps

If a workflow that is in use is changed and saved, the changes take effect
immediately. Any changes made to workflow steps are applied to all open
package lines, requests, releases, and distributions.

Changes to a workflow can have undesirable effects on requests or packages
currently in progress and are using that workflow.

When modifying a workflow that is in use, this can disrupt the normal flow in
and out of the workflow and prevent it from reaching completion. For
example, removing a transition from a workflow step may result in the requests
or package lines being stuck in that workflow step.

Performance Considerations

Updating an existing workflow step’s security with a specific configuration
can impact system performance. When adding dynamic security to a step, such
as based on a standard or user defined token, in the Workflow Step window in
the Layout tab, product database tables are updated to handle this new
configuration. Due to the scope of these database changes, Database Statistics
need to be re-run on your database.

For information about how to run database statistics on your database, see the
System Administration Guide and Reference. For help with this procedure,
contact your instance administrator.
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) This also applies when migrating a workflow with these types of changes into an
instance of the PPM Center.

Migrating a workflow with these types of changes into an instance of the PPM
Center can impact system performance. Product database tables must be
updated to handle this new workflow. Due to the scope of these database
changes, Database Statistics need to be re-run on your database.

For information about how to run database statistics on your database, see the
System Administration Guide and Reference. For help with this procedure,
contact your instance administrator.

Copying and Testing Trial Versions of Workflows
Before modifying a workflow that is being used, do the following:
1. Make a copy of the original workflow.

2. Modify the copied version of the workflow with the changed workflow
steps.

3. Test the modified version of the workflow to make sure it works correctly.

4. Determine if the workflow step is in use.To determine which steps are
currently eligible, remove the incoming transition to the step that will be
deleted and run the following reports. The reports will indicate if the step to
be deleted is eligible for action by package lines or requests.

m  To determine when the requests have flowed out of a workflow step,
run the Workflow Detail Report. This report indicates if the step to
delete is eligible for user action or has been completed.

m  To determine if any package lines are eligible for user action in a
workflow, run the Packages Pending Report.

You are ready to make the same changes to the original workflow.
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Modifying Production Workflows

The final step in modifying workflows already in use is to modify the
production workflow. The following sections offer guidance on how to modify
the production workflow.

Disabling Workflow Steps

As mentioned in Table 4-10, a step can not be deleted from a workflow when it
is in use. It can only be disabled. However, you may want to change the
process. Any changes to the process must be reflected in the workflow. This
may require disabling existing steps and adding new steps.

To disable a and add a new step:

1. Remove transitions to the existing workflow step you no longer want to
use.

2. Add a new workflow step to the workflow.

3. Redirect the transitions to the new workflow step.

Redirecting Workflows

When disabling a workflow step that is currently Eligible for user action, the
requests or package lines in that step will become stuck. Since the step is now
disabled, the user cannot take action on it and will not be able to progress any
further through the workflow.

The outgoing transition to be deleted is still intact, so the eligible package lines
and requests will eventually be acted upon and flow out of the workflow step.

Add a new workflow step to the workflow and redirect the transitions to that
new workflow step so that the movement of package lines and requests avoids
the disabled step and is not interrupted.

For example, consider a workflow where you wanted to disable workflow step
B in the sequence shown in Figure 4-4.

Figure 4-4. Redirecting the workflow, step 1

Workflow Workflow Workflow
Step A Step B Step C
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After removing the incoming and outgoing transitions to B, add a new
workflow step D which would connect steps A and C and let the workflow

continue to process requests or package lines (see Figure 4-5).

Workflow
Step A

Figure 4-5. Redirecting the workflow, step 2

/S

Workflow
Step B

e
N

Workflow

Step D

e

Workflow

Step C

Run the appropriate report(s) again to be sure there are no entities Eligible for

action by the user in the step that was disabled.

Moving Requests or Packages Out of Steps

If the requests or packages are stuck in a step after a transition has been
removed from a workflow in use, add the deleted transition back to the
workflow. After the requests or packages have flowed out of the step, delete

the transition again.

Chapter 4



5 Contiguring Object Types

In This Chapter:

Overview of Object Types
Opening the Object Type Workbench
Configuring General Information for Object Types
Creating Object Type Fields
Overview of Object Type Field Validations
Creating Object Type Fields
Configuring Field Dependencies
Copying Object Type Fields
Editing Object Type Fields
Removing Fields
m  Configuring Layouts for Object Types
o Changing Field Widths
o Moving Fields
o Setting Object Names
o Setting Object Revisions
m  Configuring Commands for Object Types
o  Adding Commands to Object Types
o Editing Commands of Object Types
o Copying Commands in Object Types
m}
o

O 000000

Deleting Commands in Object Types
Command Conditions
m  Configuring Ownership for Object Types
o Adding Ownerships to Object Types
o Deleting Ownerships from Object Types
o Using Commands to Change Field Values
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Overview of Object Types
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HP Deployment Management automates complex software deployment
processes. While PPM Center workflows define the process, object types are
used to define the technical steps required to deploy a particular object. For
example, a File Migration object type may contain the information and
commands required to transfer a file from one machine to another, while a
SQL script object type might address the migration and execution of database
scripts.

Object types are used to create and process packages. Each package line in a
package consists of one object of a specific type. To define a package line, the
user selects an object type in the Add Line window in the package screen (see
Figure 5-1). The fields required to process that object type are dynamically
displayed.

Figure 5-1. Example of an object type

£ Add Line

rohiect Type Information
Cbject Type: |Fi|e igration
Sequence: |4 Application Code:
Paramaters ] |
File Location: | j
Sub-Path: | g
File Matne: | g
File Type: |F\BCH j
Clear Ok Al | Cancel |
|'F\Ie Migration' parameters loaded

You use the Object Type window to create and configure object types (see
Figure 5-2).

Chapter 5



Figure 5-2. Object Type window

Object Type : File Migration 1 [=] 3
Description: |F\|e Copy from Environment ta Environment

Extension: | v| Ohject Name Column: [PARAMETERY |

Ohject Category: |Standard Chbjects j Ohject Revision Column;: | j

Meta Layer view: [MPKGL_ [FILE_MIGRATION
Enabled:  Yes { Mo

Figldz ] Laymut] Cnmmands] ] Owvrership

Protnpt Takeh Parameter Col. Dizplayed Compotent Type “Waliddation
File Location F_FILE_LOCATI.. |PARAMETER4 i Drop Diovwn List DL - File Location
File Mame: F_FILEMAME PARAMETER? h File Chooger File Chooger - Full File M:
File Type P_FILE_TYPE PARAMETER3 hd Crop Down List DLY - File Type
Suh-Path: F_SLUE_PATH PARAMETER 2 ' Directory Chooser Directory Chooser
| | ]
ey ‘ | |

Ok ‘ ‘ Cancel |

Feady

The following is a list of the main components of an object type:

Configuring Object Types

General information. General information includes basic information
concerning the object type, such as the object type name and the object
type category. See Configuring General Information for Object Types
on page 142.

Fields. Every object type includes fields. The Fields tab is used to create
fields for the object type. See Creating Object Type Fields on page 144.

Layout. Once all of the fields are created for a object type, the layout of
those fields can be configured using the Layout tab. See Configuring
Layouts for Object Types on page 154.

Commands. Commands can also be used to control certain behavior of
object type fields. At specific workflow execution steps in a deployment
process, it is possible to select to run the commands stored in the object
type. These commands can then manipulate the data inside a object type
field. This provides an advantage over the defaulting features on the Field
tab, which can only default based on a single parameter stored on the same
object type. See Configuring Commands for Object Types on page 158.

OraApps. HP Deployment Management Extension for Oracle E-Business
Suites requires specially configured object types. If HP Deployment
Management Extension for Oracle E-Business Suites is not installed, the
OraApps tab is disabled.

Ownership. Configure who can edit the object type. See Configuring
Ownership for Object Types on page 164.
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Opening the Obiject Type Workbench

To open the Object Type Workbench:
1. Log on to PPM Center.
2. From the menu bar, select Administration > Open Workbench.
The PPM Workbench opens.
3. From the shortcut bar, select Deployment Mgmt > Object Types.

The Object Type Workbench window opens.

Object Type Workbench 1 =]

E,' Ohject Type Name: | CIEryY: INone LI

o Drescription: I Chject Category: IALL LI

=2

2 Extension: [ALL =l Erabiect [ALL =l
€X

MNewy Object Type Sawe Cuery | Clear | List I

Feady

Configuring General Information for Object Types
To configure the general information of an object type:
1. From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.
2. Open an object type.
The Object Type window opens.
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3. Enter the information listed in the following table:

Field Name

Description

Object Type Name

The name of the object type.

Description A useful description of how the object type is used.
. For object types created for a HP Deployment Management
Extension . )
extension. Select the extension.
Object categories provide a way of categorizing object types
in HP Deployment Management. The default values are
Object Category Custom Object and Standard Objects. You can configure

the values by changing the validation.
Validation: DLV - Object Category - Enabled

Object Name
Column

When defining an object type, this field represents the name
of the object in a package line. This field shout link to a field
defined for the object type.

Typically, selecting an entry for the Object Name column is
done after all of the object type fields are created. For more
information, see Setting Object Names on page 157.

Object Revision
Column

If integrating with a version control system using this object
type, indicates which parameter field represents the revision
number for the object. The object revisions column should
be set after defining the object type fields.

It is also possible to create a field in the object type to
represent the revision number of the object. This field will
often be a numeric text field. The deployment process can
then be configured to consider the object revision number
when processing the package.

Typically, selecting an entry for the Object Revision column
is done after all of the object type fields are created. For
more information, see Setting Object Names on page 157.

Meta Layer View

Meta layer views relate information specific to PPM Center.

Enabled

Indicates whether or not the object type is available to PPM
Center. Selecting Yes makes the object type available to the
system.

4. To save the changes and close the Object Type window, click OK. To save
the changes and leave the Object Type window open, click Save.

Configuring Object Types
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Creating Object Type Fields

744

You can configure each field to behave in a certain way using the Field
configuration window in the Object Type window. The Field window contains
three tabs:

Attributes. The Attributes tab is used to set basic display, edit, and
requirement field properties.

Default. The Default tab is used to set the value in the field.

Dependencies. The Dependencies tab is used set clearing, display and
requirement field properties based on values in other object type fields.

From the Field window, configure whether the field:

Is displayed (for example, you might need to store a value for later use in
commands, but do not want to clutter the package line)

Can be edited under different circumstances

Is required under different circumstances

Defaults to a certain value

Is dependent on values in other fields in the object type
o Clear the field’s value when another field changes

o Display only when another field has a specific value

o Required only when another field has a specific value

Overview of Obiject Type Field Validations

When configuring the object type, you can specify a different validation for
each field. The validation dictates the possible values that can be entered in the
field and the field type (such as text field, drop-down list, or date field).

For example, XYZ Corporation requires a File Type field to capture the objects
to be deployed. On their object type, they set up the field as shown in
Figure 5-3.
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Figure 5-3. Field window

£ _Field: File Type:

Field Prompt: iiﬁm@

Token: |P_FILE_TYFE

Description: | nong

Enabled: % Yes " No

Componert Type:

validation [DLv- File Tyne

Muttiselect:

Attributes ] Default] Dependencies I

Parameter Col. ‘PARAMETERB j Display Only: |Never

Display: ™ Yes " Mo Reuired: |Never

Editable: * Yes " Mo

Lol L

o]

| Cancel |

|Ready

The validation is validated by a list. This is an appropriate choice because the
selection is not expected to change.

Selecting Validations

If no validation meets the necessary requirements (such as having the
appropriate values), you must create one. You can also select a validation that
has been configured for use at your site.

Be careful if you use a validation that is configured for use in another process.
If the owner of the other process changes the validation, the validation also
changes for the items in your process. Consider copying the existing validation
to create a new one. You can then control who can alter the validation values
by setting validation ownership.

Configuring Object Types

145



146

Creating Obiject Type Fields

To create an object type field:

1. From the Workbench shortcut bar, select Deployment Mgmt > Object Types.

The Object Type Workbench window opens.

2. Open an object type.

The Object Type window opens.

3. Click New.

The Field window opens.

£ Field: File Type:

Field Prompt: |HICHE o Taken: |P_FILE_TYFE
Description: |n0ne
Enabled: ¥ Yes " Mo
Compotent Type: J
vaidetion [DLY- File Type
Mew | Open
Muttiselect: o
Attributes ] Defaull] Dependencies I
Parameter Cal. ‘PARAMETER3 j Dizplay Only: |Never ﬂ
Display: % Yes " ho Reuired: |Never ﬂ
Editable: % ‘es " Mo
Ok | | Cancel |
[Reacy

4. Complete the fields in the Field window as specified in the following table:

Field Name

Description

Field Prompt

Enter the name of the new field.

Token

Type a unique name for the token.

Description

Type a description of the new field.

Enabled

Select Yes to make the field available to the system.

5. In the Field window, in Validation ficld, select a validation.

See Overview of Object Type Field Validations on page 144 for
information regarding the choosing of a validation. If no existing validation
meets the requirements, create a one that does.
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6. Configure field behavior.

This consists of setting options in the field’s Attributes, Default, and
Dependencies tabs. See Creating Object Type Fields on page 144. Note
that some field behavior is dependent on other object type fields. You may
need to revisit this step after you create the other fields in the object type.

To configure field behavior:

a. Complete the fields in the Attributes tab, as in the following table:

Field Name

Description

Parameter Col.

Indicates the internal database column that the field value will
be stored in. These values are then stored in the corresponding
column in the package lines table for each Line of the given
object type.

Information can be stored in up to 30 columns and thus allow up

to 30 fields/parameters. No two fields in an object type can use
the same column.

Display Only

Indicates whether to display a field using the following options:
= Always

= Never

= Use Dependency Rules

Select Use Dependency Rules to use the logic defined on the
Dependencies tab.

Display

Indicates if this field is visible in the package line region of the
package window.

Required

Indicates if a value needs to be specified for this field using the
following options:

= Always
= Never
s Use Dependency Rules

Select Use Dependency Rules to use the logic defined in the
Dependencies tab.

Updateable

After a package line has been entered and submitted, it starts
moving through its workflow. This attribute determines if the
field can still be updated. For example, it may be necessary to
ensure that a Filename field is not updateable once package
lines of File object type start getting processed.

Configuring Object Types
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b. Complete the fields in the Default tab as specified in the following

table:
Field Name | Description
Determines whether the field has a default value. Either default the
Default Type | field with a constant value, default it from the value in another field,
or default to a parameter.
Visible Value If a default type of constant is selected, enter the constant value
here.
If defaulting from another field, enter the token name of that field.
Depends On At runtime, when using this object type, every time a value is

entered or updated in the source field, it is automatically entered or
updated in this destination field.

c. Complete the fields on the Dependencies tab, as specified in the

following table:
Field Name | Description
Clear When _ | Indicates that the current field is to be cleared if the specified field
__ Changes | changes.
Indicates that the current field is to be editable only if certain logical
Display Only | criteria are met. This field functions with two adjacent fields: a list
When containing the logical qualifier and a text field. To use this
functionality, select Use Dependency Rules from the first list.
Indicates that the current field should be required when certain
Required logical criteria are satisfied. This field functions with two adjacent
When fields: a list containing logical qualifier and a text field. To use this
functionality, select Use Dependency Rules from the first list.
7. Click OK.

The changes to the object type are saved.
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Configuring Field Dependencies

Field behavior and properties can be linked to the value of other fields defined
for that entity. For example, an object type field can become required when the
value in another field in that object type equals the text Critical.

A field can be configured to:

] ear when another field changes.
Cl h ther field chang
m  Become read only when another field meets a logical condition defined in
the following table (7able 5-1).
m  Become required when another field meets a logical condition defined in
Table 5-2.
Table 5-1. Field dependencies
Logical qualifier Description
like A 1ike condition looks for the specified value to find any
matching values in the chosen field.
not like A not 1like looks for values in the chosen field that are
not equal to the specified value.
is equal to An is equal to looks for an exact match of the
d specified value to the contents of the field chosen.
is not equal to An is not equal to istrue when there are no results
d exactly matching the value of the field contents.
is null An is null is true when the field selected is blank.
. An is not null is true when the field selected is not
is not null blank
is gqreater than An is greater than looks for a numerical value in
g excess of the value entered in the value field.
is less than An is less than looks for a numerical value below the
value entered in the value field.
is less than An is less than equal to looks for a numerical
equal to value below, or the same as, the value entered in the
4 value field.
is greater than An is greater than equal to looks for a numerical
o ugl o value in excess of, or the same as, the value entered in
k! the value field.
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To configure a field dependency:

1.

From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench window opens.

Open an object type.

The Object Type window opens.

Select and edit an existing field or create a new field.

The Field window opens.

. Click the Dependencies tab.

. Set the field dependencies, using one of the following options:

m In the Clear When field, select a field name to indicate that the current
field is to be cleared if the selected field changes.

m In the Display Only When field, sclect a field name to indicate that, if
certain logical criteria are satisfied, the current field is to be read-only.

This field functions with two adjacent lists that contain logical
qualifier, and a field which dynamically changes to a date field, list, or
text field, depending on the validation of the selected field.

m In the Required When field, select a field name to indicate that the
current field is to be required if certain logical criteria are satisfied.

This field functions with two adjacent lists that contain logical
qualifier, and a field that dynamically changes to a date field, list, or
text field, depending on the validation of the selected field.
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£ Field: File Type:

Fieldl Prompt: |File Type: Token: |P_FILE_TYPE

Descrigtion: |none

Enabled: % Yes " Mo
Component Type: J
Walidstion IDLV- File Type
Mew | Open
Multiselect: «
striues | Defaut  Dependencies |
Clear VWhen: |N0ne j Changes
Display Only Ywhen: |Fi\e Mame j |Iike j |
Required Ywhen: Mane | J |
File Lacation:

File Mame:

Sub-Path

Ok | Apply | Cancel

|Ready

6. Click OK.

This adds the field dependencies to the Fields tab of the Object Type
window and closes the Field: New window.

7. Click OK.

Copying Obiject Type Fields
To copy an object type field:

1. From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.

2. Open an object type.
The Object Type window opens to the Fields tab.

3. Click New.
The Field window opens.

4. Click Copy From.

The Field Selection window opens.
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£ Field Selection

Prompt: Product: |ALL j
Token: Camponent Type: |ALL j Yalidation:
Used By Entity: |

Query Results

Prompt | Takeh | Product | Walidation Used By Entity Cortext Mame Comnpon

4 | ﬂ
Max Rows | 200 Cancel | Clear ‘ List |

[Reacy

5. Query for the field you want to copy.

You can use several criteria, including token name or field prompt, to
query fields. You can perform more complex queries. For example, you
can list all fields that reference a given validation or that a specific entity
uses. Because of the number of PPM Center fields, limit the list of fields by
one or more of the query criteria.

6. In the Field Selection window, select the desired field and click Copy.

The Field Selection window closes and the definition of the selected field
is copied to the New Field window.

7. In the New Field window, modify the fields as required.
8. Click OK.
The new field is added to the Fields tab.

9. Click OK.

Editing Object Type Fields

Changes to fields for object types already used by existing package lines can
have a significant impact. For example, if the column where a field value gets
stored in is changed, all existing package lines for this object type will now
have incorrect data. Also, remember that tokens can be used in object type
commands and notifications. Any changes to these could disrupt the system.

Changing information like the field prompt or description should not affect the
behavior of existing package lines.
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To edit an existing field:

1.

4,
5.

From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.

Open an object type.

The Object Type window opens.

From the Fields tab, select a field, and then click Edit.

The Field window opens.

Modify the field as required, and then click OK.

Click OK.

Removing Fields

Removing a field from an object type does not change the historical
information for existing package lines using the given object type. Any values
for the deleted field remain in the package lines table in the column specified
in the field definition.

To remove a field permanently from an object type:

1.

Configuring Object Types

From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.

Open an object type.

The Object Type window opens.

From the Fields tab, select a field, and then click Remove.

Click OK.
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Configuring Layouts for Object Types
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You can change the look of an object type using the Layout tab of the Object
Type window. Fields can be wide or narrow. Wide fields span two columns.
Narrow fields span a single column. You can also move wide fields up and
down. Narrow fields can move up and down, and side to side. Figure 5-3
shows the Layout tab of an object type and what the object type looks like.

Figure 5-4. Example of an object type and Layout tab

£ Add Line &3
rObject Type Information
ObjectType:lFiIe Migration
Sequence: |4 Application Code
Faramatars 1 |
File Location: | j
Sub-Path: | =
Fiie Marne: | [}
File Type: |ASCII j
Object Type : File Migration 1 [=] E3
Ohject Type Mame: | [FIERLIEly
Description: |Fi|E Copy from Environment to Environment
Extension: | j Ohject Mame Column: |F'AR’AMETER1 j
Chiect Category: |Standard Objects j Chject Revision Column: | ﬂ
hieta Layer Yisw: |MPKGL_ |FILE_MIGRATION
Enabled: © Yes © Mo
Figlds Layout l Commands] ] Cwrnership
LI File Lacation: -
Sub-Path: ——
LI File Mame: 1K Add Cancel
|| File Tyne: j —————————
Field Wicth Component Lines Move Field 4+ | & | €= =) r
Previgw:
Okt | | Cancel |
Feady
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Changing Field Widths
To change the width of an object type field:

1. From the Workbench shortcut bar, select Deployment Mgmt > Object Types.

The Object Type Workbench opens.
Open an object type.

The Object Type window opens.
Click the Layout tab.

Select a field.

In the Field Width field, select 1 or 2.

The Layout editor does not let you make changes that conflict with another
field in the layout. For example, you cannot change the width of a field
from 1 to 2 if another field exists in column two on the same row.

For fields of component type Text Area, you can determine the number of
lines the text area displays by clicking the Text Area type field and
changing the value in the Component Lines attribute. If the selected field is
not of type Text Area, this attribute is blank and not updateable.

Object Type : File Migration 1 [=] 3
Ohject Type Mame: |File Migration

Description: |F\|e Copy fram Environment to Environment

Extension: | =] Object Name Column: [PARAMETER1 |
Object Cetegory: |Standard Ohjects | Object Revision Columr: | -l
Meta Layer view: [MPKGL_ [FILE_MIGRATION

Enabled: * Yes { o

Figlds Layout ] Cummandsl ] Crmership
\LI File Location
| Sub-Path:
LI File Narne:

File T
LI File Type |I j
Figld Wicth [1 = | Component Lines miove Field | | 4= | = [~ Swwap Mode
Preview
QK | | Cancel |
heady
6. Click OK.
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Moving Fields
To move an object type field:

1. From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.

2. Open an object type.
The Object Type window opens.

3. Click the Layout tab.

4. Select a field.

To select a range of fields, use the shift key. (You cannot use the ctrl
key to select nonadjacent field names.)

5. Use the arrow pointers to reposition the fields in the layout builder.

Object Type : File Migration 1 [=] 3
Ohject Type Mame: |File Migration

Description: |F\|e Copy fram Environment to Environment

Extension: | =] Object Name Column: [PARAMETER1 |
Object Cetegory: |Standard Ohjects | Object Revision Columr: | -l
eta Layer View: |MPKGL_ ‘FILE_MIGF"ATION
Enabled: * Yez { Mo
Figloz  Layout ] Commands] ] Cwnership
\LI File Location =
Sub-Path:
LI File Name:
LI File Type |I -]
Field Width [1 = | Component Lines l— hinwe Field | | 4= | o I Swap Mode
Prevyigw
Ok | | Cancel |
Feady

6. To switch the positions of two fields:
a. Select the first field, and then select the Swap Mode option.
An S is displayed in the option section of the selected field.
b. Double-click the second field.

After the fields change positions, the Swap Mode option is cleared.
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7. To open a window that displays a preview of your layout, click Preview.

Note that:

m [If all of the fields are one column wide, then all displayed columns
automatically span the available section whenever a user views a
package line of the given object type.

m  Rows that contain no fields are ignored. They are not displayed as
blank lines.

m  Any fields that are not displayed do not affect the layout. They are
considered the same as a blank field.

8. Click OK.

The changes to the object type are saved.

Setting Object Names

When defining an object type, it is important to choose one field to represent
the name of this object in a package line. This field is the object name. To
designate a field as the object name, select that field's Parameter Column in the
Object Name Column field.

For example, to designate File Name as the object name field for a File

Migration object type, select the File Name field's Parameter Column in the

Object Name Column field.

Object Type : File Migration 1™ =] E3
Ohject Type Mame: | [FIEROTRTEY I
Dezcription: |F\|E Copy from Environment to Environment
Extension: | j Chject Mame Column: |PAR’AMETER1 j
Ohject Category: |Standard Ohjects j Ohbject Revision Colurmn: | j
Meta Layer Wigw: |MPI<GL_ |FILE_MIGRATION
Enabled: * Yes { Mo
Figlis l Layout] Commands] ] Ownetship
Protnpt Takeh Parameter Col. Displayed Component Type “aliddation
File Location F_FILE_LOCATI.. |PARAMETER4 h Drop Down List DL - File Location
File Name: F_FILEMAME PARAMETER1 hd File Chooser File Choaser - Full File M:
File Type F_FILE_TYFPE PARAMETER 3 i Drop Diovwn List DL - File Type
Sub-Path: F_SUE_PATH PARAMETER2 h Directory Chooser  |Ditectory Chooger
‘ | 2
Pesy ‘ | |
K ‘ ‘ Cancel |
Feady

In the package window, the object name for each package line is displayed in
the Object Name column on the Status tab.
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The object name field drives additional functionality:

m [f'the object name field is a file chooser or an auto-complete,
multi-selection is automatically enabled on this field when users add a line
to a package with this object type. If multiple values are selected, a new
package line for each value will be created, allowing users to add multiple
lines to a package simultaneously.

m  All migrations are tracked in the database tables KENV_ENV
CONTENTS and KENV_ENV_CONTENTS_ HIST. The value of a
package line's object name field is stored in these tables (along with other
relevant data) whenever a migration occurs.

®  You can use the Object Type Workbench to query the Object Name.

Setting Object Revisions

You can create a field on the object type to represent the revision number of
the object. This field is often a numeric text field. You can then configure the
deployment process to consider the object revision number during package
processing.

Configuring Commands for Object Types

Object types can have many commands and each command can have many
command steps. A command can be viewed as a particular function for an
object type. Copying a file can be one command and checking that file into
version control can be another. To perform these functions, a series of events
needs to take place, and these events are defined in the command steps.

An additional level of flexibility is introduced if some commands can only be
executed under certain circumstances. This is powered by the Condition field
of the commands (see Command Conditions on page 163).

For More Information

For more information about how to create commands and special commands,
see the Commands, Tokens, and Validations Guide and Reference.
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Adding Commands to Object Types

To add commands to object types:

1. From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.

2. Open an object type.
The Object Type window opens.

3. Click the Commands tab.

Object Type : File Migration
Ohject Type Mame: |File Migration

1 [=] B3

Description: |F\|e Copy fram Environment to Environment

Extension: | =] Object Name Column: [PARAMETER1
Object Category: [Standard Objects | Object Revisien Column: |

Lo Lel

Meta Laver view. [MPKGL_ [FILE_MIGRATION

Enabled: * Yes { o

Fields] Layout Commancs ] ] Ownarshipw

rComtriEnch

Command Step:

| Cotntnand | Cotntnatd | Description |
[ copy_client_client |'[P.F' FILE_LOC, ||| {not expanded) \

[® copy_serer_serer |'[P.F' FILE_LQC. |[|[{not expanded)y \

[l | K

o]
ﬂ ﬂ Meww Cradd ‘ |

| 21%

Ok | | Cancel |

heady

4. Click New Cmd.

The New Command window opens.
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< Edit Command

ksc_exit

Command: -lie

Candition: |'[P.P7F\LE7LOCATI0N]‘: 'CLIEMNT'

Description: |Descripti0n:

Timeout () [110

Enabled: * Yes € Mo
Steps:
ksc_connect_dest client
if [ ! -d [P.P_SUE_PATH] ]:; then mkdir -p [P.P_SUB_PATH]; fi

kac_copy_client client SUB_PATH="[P.P_SUS_PATH]™ FILENAME="[P.P_FILENAME]™ FILE_TYPE="[P.P_FILE_TYFE]™

Tokens | Special Cmd | Show Desc | Ok | Cancel |

|Ready

5. Complete the fields in the New Command window as specified in the

following table:

Field Name | Description

Command A simple name for the command.
A condition that determines whether the steps for the command are

Condition executed or not. For more information, see Command Conditions
on page 163.

Description A description of the command.
The amount of time the command can run before its process is

Timeout terminated. This mechanism is used to abort commands that are
hanging or taking an abnormal amount of time to run.

Enabled? Indicates whether the command is enabled for execution.

6. Click OK.

The Commands tab lists the new command.

7. Click OK.
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Editing Commands of Obiject Types
To edit a command on an object type:
1. From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.
2. Open an object type.
The Object Type window opens.
3. Click the Commands tab.
4. Click Edit Cmd.
The Edit Command window opens.
5. Select the command to edit.

6. Enter the information specified in the following table:

Field Name | Description

Command A simple name for the command.

A condition that determines whether the steps for the command are
Condition executed or not. (See Command Conditions on page 163 for more
information.)

Description A description of the command.

The amount of time the command will be allowed to run before its
Timeout process is terminated. This mechanism is used to abort commands
that are hanging or taking an abnormal amount of time.

Enabled? Indicates whether the command is enabled for execution.

7. Click OK.
The Commands tab lists the edited command.

8. Click OK.
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Copying Commands in Object Types

To copy a command in an object types:

1.

From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.

Open an object type.

The Object Type window opens.

Click the Commands tab.

Select the command to copy, and then click Copy Cmd.

The command is copied to another line in the Commands tab.

Click OK.

The changes to the object type are saved.

Deleting Commands in Obiject Types

To copy a command in an object types:

1.

From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.

Open an object type.

The Object Type window opens.

Click the Commands tab.

Select the command to delete, and then click Remove.

Click OK.
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Command Conditions

Depending on the execution context, it might be necessary to run a different set
of commands. This flexibility is achieved through the use of conditional
commands. The Condition field for a command is used to define the situation
under which the associated command steps execute.

Conditions are evaluated as boolean expressions. If the expression evaluates to
true, the command is executed. If false, the command is skipped and the next
command is evaluated. If no condition is specified, the command is always
executed. The syntax of a condition is identical to the WHERE clause of a SQL
statement, which allows enormous flexibility when evaluating scenarios. Some
example conditions are detailed in 7able 5-2. Be sure to place single quotes
around string literals or tokens that are to evaluate strings.

Table 5-2. Example conditions

Condition Evaluates to

BLANK Command is executed in all situations.

. , Command is executed if the parameter with
[P.P_VERSION_LABEL]"IS NOT the token P_VERSION_LABEL in the

NULL package line is not null.
‘IDEST_ENV.ENVIRONMENT _ Command is executed when the destination
NAMET] = ‘Archive’ Environment is named “Archive”.
‘[AS.SERVER_TYPE_CODET = Command is executed if the application
‘UNIX’ server is installed on a UNIX® machine.

For More Information

The condition can include tokens. For more information concerning tokens,
see the Commands, Tokens, and Validations Guide and Reference.
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Configuring Ownership for Obiject Types

To define ownership groups, you add security groups to the Ownership tab. If
no ownership groups are associated with the entity, the entity is treated as
global and any user who can edit an object type can edit, copy, or delete this
object type.

If a security group is disabled or loses the ability to edit object types, its

members also can no longer edit an object type.

) For more information on access grants, see the Security Model Guide and Reference.

Adding Ownerships to Obiject Types
To add an ownership:
1. From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.
2. Open an object type.
The Object Type window opens.

3. Click the Ownership tab.

Object Type : File Migration ol
Object Type Mame: | File Migration
Description: |F\|e Copy from Ervironment to Environment
Extension: | v| ot Meme courn: [PARAMETERY Ea|
Object Categary: |Standard Ohbjects j Ohject Revizion Colutmn: | j
Meta Layer Wigw: |MF‘KGL7 |FILE7MIGRATION
Enabled: * ez { Mo
Fie\ds] Layout] Commands] Owenership
ive ability to edit this Okject Type to:
(5 Al ugers with the Ecit Object Types Access Grant
7 Only groups listed below that have the Edit Ohject Types Access Grart
Secutity Group Description
OK ‘ ‘ Cancel |
heady
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4. Select one of the following:
m  All users with the Edit Object Type Access Grant.
m  Only groups listed below that have the Edit Object Type Access Grant.

For Only groups listed below that have the Edit Object Type Access Grant:

a. Click Add.
The Add Security Groups window opens.

b. Select the security groups and click OK.
The Add Security Groups window lists the selected security groups.

c. Click OK.
The security group is added to the Ownership tab.

5. Click OK.

Deleting Ownerships from Obiject Types
To delete an ownership:
1. From the Workbench shortcut bar, select Deployment Mgmt > Object Types.
The Object Type Workbench opens.
2. Open an object type.
The Object Type window opens.
3. Click the Ownership tab.

4. Select an ownership.

) The All users with the Edit Object Type access grant option assigns ownership
of the object type to users who can edit object types.

5. Click Remove.

6. Click OK.
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Using Commands to Change Field Values

Commands can also be used to control certain behavior of object type fields.
At specific points (execution workflow steps) in the deployment process, it is
possible to run the commands stored in the object type. These commands can
then manipulate the data inside an object type field. For example, you can
construct a command to consider a number of parameters and then default a
field based on those parameters. This provides an advantage over the
defaulting features in the Field window, which can only default based on a
single field located in the same object type.

The ksc_store special command can perform this function. For information on
using this and other commands, see the Commands, Tokens, and Validations
Guide and Reference.

You may find it useful to use commands to control field values in the
following situations:

m To store a value from an execution in a custom field

m  To clear a field after you evaluate several parameters
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Contiguring Releases and Distributions

In This Chapter:

Overview of Releases and Distributions

Workflow Scope

Release Management and Package Workflows
Release Distribution Workflows

Package Level Subworkflows

Dependencies and Run Groups

Opening Releases

Submitting Releases

Overview of Using Release Management - Process
Distributions

Overview of Configuring Releases

Opening the Release Workbench

Creating Releases

Adding Packages to Releases

o Adding Packages Through the Release Window

o Adding Packages Through the Package Window

o Adding Packages by the Ready for Release Workflow Step
o Adding Packages from Requests

Adding Requests to Releases

o Adding Requests Through the Release Window

o Adding Requests Through the Requests Window
Verifying Releases

Creating Distributions

o Enabling/Disabling Package Lines in a Distribution
o Running Distributions through a Workflow

o Completing Distributions
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167



Overview of Releases and Distributions

168

A release is a group of packages and related requests that need to be deployed
together. Release management provides an interface through which users can
group, view and execute these packages. You can add packages to a release
either by including a Ready for Release step in the package workflow or by the
release manager through the Release window.

For example, a software company has a product update release scheduled five
months from now. In order to ensure a smooth product delivery, they decide to
track all changes to their original code using release management. As
developers complete their packages, those packages are included in a release
and processed together. By grouping every required change in the release, the
company is able to quickly and easily assess the state of the product delivery.

Worktlow Scope

Each workflow has an associated workflow scope. The workflow scope
determines which release management entities can be processed through that
workflow. The workflow scope can be one of the following:

m  Packages
m  Requests
m Release Distributions

Release management uses workflows with Packages and Release Distribution
scopes. Certain workflow configuration restrictions are enforced by the
workflow scope. For example, release distribution workflows cannot include
the wf jump and wf receive workflow events.
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Release Management and Package Workflows

You can configure your standard package workflows to feed packages into a
release. A Ready for Release workflow step can be included in the package
workflow. When a package line enters the Ready for Release step, the
developer (or other release management user responsible for that package) can
select which release they would like to add the package to. The user selects the
release and adds the package and its associated package lines to the release.
When all of the package lines are confirmed in the Ready for Release step, the
package is ready to be used in the release.

Figure 6-1 illustrates the process by which developers can add packages to a

release.

Figure 6-1. Ready for release step in workflow

Change
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Release Distribution Workflows

170

Just as the inclusion of appropriate packages and requests is integral to the
release definition, so is the process by which the packages are processed in a
release distribution. Distribution workflows are used to define the process by
which the release’s packages are properly tested, approved, and executed
against any required environments.

Release distribution workflows need to include package level subworkflows to
perform key package level processing. All package line (object type) execution
will occur in the subworkflow.

Figure 6-2 illustrates the relationships between packages and release
workflows.

Figure 6-2. Role of the distribution workflow

Change Management (Package) Workflow - Not configured for Release Management

QA
Signoft

Test > Prod

Approve Dev > Test

4 Change Management (Package) Workflow - Using the Ready for Release step )
) - QA Ready for
Approve RevE i Signoff Release
Feeds into Release Distribution Workflow I
Feeds into Package Workflow
1
Release Distribution Workflow
Release Test > Assembly Pre-Prod >
Approved Pre-Prod Testing Prod
- J

The release distribution workflow provides a way in which the release
manager can ensure that all files associated with the release deploy properly.
As with any workflow, the distribution workflow can be configured to model
your existing or best-practice release processes.
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Package Level Subworkflows

Release distributions include package level subworkflows, which are used to
perform key package level processing. Package level subworkflows are any
package subworkflows that have the Use in Release Distributions flag set to
Yes. All package line (object type) execution occurs in these subworkflows.
Also, all package and package line tokens are resolved as these workflows are
traversed.

Figure 6-3. Distribution workflow

/IiisTribuﬁon

1. Distribution moves through
the Release Distribution
workflow as a single unit.

Package 1

Package Line 1 ___
Package Line 2 ___
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a package level subworkflow,
each package line is
processed.

Package 1

Package Line 1 ___
Package Line 2 ___
Package Line 3 ___

i‘m
4. Ready for DArati LoPdeI

3. Return to processing the
distribution as a unit (until the next
package level subworkflow).

|
" E ] ]S\Kceededll » EXIT

7. Close (Success)
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Package level subworkflows are used within release distribution workflows.
The release distribution workflow is typically used for release approvals and
executing system commands (such as starting or stopping servers). The
distribution is processed as a single unit as it proceeds through the release
distribution workflow. When the distribution hits a package-level
subworkflow, each package line within the distribution is processed. The
package subworkflows are used to process package lines and execute object
type commands.

Dependencies and Run Groups

Within a release, the release manager can configure the order in which the
packages are processed. The release manager can select certain packages to run
before or after other packages in the release. The ordering of packages
segregates them into run groups. When a distribution enters an execution step
in a package-level subworkflow, all package lines in the first run group will be
executed before the package lines in the next run group can begin.

Run groups are automatically determined as you set dependencies between
packages. Run groups present an efficient way to process packages which can
be run in parallel without having to serially wait for unrelated dependencies.
Figure 6-4 illustrates how package dependencies result in different run groups.

Run groups are automatically determined when a release distribution is
created, based on package dependencies specified in the release.

172 Chapter 6



Figure 6-4. Dependencies and run groups
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Opening Releases

When a release manager first creates a release, only release management users
with permission to edit the Release window can add packages. The release
manager can enable other users to add packages to the release by clicking Open
Release in the Release window. By creating an open release, developers
processing a Ready for Release workflow step will have the option of adding
the package to that release. If a release is not opened, it is not displayed in the
list used for that Ready for Release step.

Submitting Releases

When a release manager submits a release, the release enters a code freeze
state. In this state, packages cannot be added or removed from the release by
anyone other than the release manager. When the release is submitted, a
distribution is automatically created. You can then process the distribution or
cancel it and create a new one later.

Overview of Using Release Management - Process

Release management introduces repeatable, reliable processes surrounding
software and application releases. Release management provides an interface
for grouping and processing the packages and requests associated with a
specific release.

Release Management Pre-Configuration

Planning for an application or software release should begin immediately upon
recognition that a release is pending. Before the release manager creates a
release, it is often necessary to pre-configure the following in release
management:

1. Modify package workflows to include the Ready for Release workflow
step.

2. Create all required distribution workflows (including all package-level
subworkflows).

By adding the Ready for Release workflow step to workflows, you provide
developers with the ability to add a required package to a release at the
appropriate time. Development package workflows will typically address
necessary approval and execution steps directly related to that package. The
Ready for Release workflow step indicates that the developer has signed off on
the package and the package is ready to be integrated and shipped with other
packages related to the release.
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The release manager should also create the distribution workflows. This
includes defining any subworkflows (package level or distribution level) that
will be used in the release distribution workflow. These workflows define the
process by which the release’s packages are properly tested, approved, and
executed against any required environments. The release distribution workflow
and associated subworkflows ensure that all files associated with the release
are properly deployed. As with any workflow, the distribution workflow can
be configured to model your existing or best-practice release processes.

Creating Releases

To create a release in release management:

1.
2.

Create a new release in the Release window.
Open the release by clicking Open Release.

This allows developers working in the Deployment Management Package
window to add packages to the release via the Ready for Release workflow
step.

Add packages and requests to the release.

Packages can be added through the Ready for Release workflow step in the
Packages window or directly by the release manager through the Release
window.

Click Dependencies in the Package tab to set package dependencies.
Configure dependencies between packages in the release.

Verify the release.
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Processing

Distributions

Releases

When the appropriate data is collected in the release (packages, requests and
dependencies) and the appropriate workflows have been created, the release
manager can then process the release.

To process a release the release manager will:
1. Submit the release.

a. Create a distribution. This consists of selecting a workflow for the
distribution and disabling any package lines that should not run with
that distribution.

b. Submit the distribution.

2. Send feedback to packages. Send feedback to the packages at any time
from the Distribution window. Select the value from the feedback
drop-down list and click Feedback. This value is sent back to the package
line in the Ready for Release workflow step and is used to transition out of
that step.

3. Close the release only if there is no need to create additional distributions
for use at a later date.

m  When the release is closed, any in-progress distributions are cancelled.

m If a distribution is not submitted, it is not cancelled when the release is
closed. However, after the release is closed the distribution cannot be
edited.

A distribution is a deployment of a release. In a distribution, the release
manager specifies which workflow will control the release process and which
of the release’s packages will be included.

For example, a software company has a product update release scheduled five
months from now. As a part of their release process, they need to update their
testing, production, and training instances of the product. The processes
required for delivering the product to these different environments differs in
the following ways:

m  Not all of the packages in the release need to be applied to each instance,
such as the training instance requires custom code to establish additional
product security which is not required in the production instance.
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m  There is a different review process for each instance, such as the testing
instance does not require the department head sign-off for each iteration of
the release.

The software company creates a distribution for each of these release
instances. For each distribution the release manager defines:

m  Which packages are included in the specific release instance.

m  Which workflow the release follows.

Overview of Configuring Releases

Setting up a successful software or application release requires a
comprehensive view of the release process. Release management provides the
tools for capturing the entire release process. See Overview of Using Release
Management - Process on page 174 for an overview of the items and processes
involved in creating a release.

One of the first steps in establishing a controlled release is to create a new
release in the Release Workbench.

Figure 6-5. Release window

Release 1 ]
Releazs Marme: Release Status: | Mew
Relsase Manager: I EH
Release Teatn: I Release Group: | j
Description: |
Packages] Requesls] ] Notes] ] References]
Filter ‘
| Package D | Description | Run Before | Rur &fter Status Drigin Adcedd Cn Aclcledd By
4| [+
Add | ‘
Open Release | erify | Ok | Save | Cancel |

Ready
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The following lists the major section found in the Release window:

General information. General information includes basic information
concerning the environment, such as the environment name and
description. See Creating Releases on page 179.

Packages. The Packages tab allows packages to be added to the release.
See Adding Packages to Releases on page 180.

Requests. The Requests tab allows requests to be added to the release. See
Adding Requests to Releases on page 185.

Distributions. The Distributions tab creates distributions for releases. See
Creating Distributions on page 188.

Notes. The Notes tab lets you add notes to a release.

References. The References tab tracks information regarding the release.

Opening the Release Workbench

To open the Release Workbench:

1.
2.

178

Log on to PPM Center.

From the menu bar, select Administration > Open Workbench.
The PPM Workbench opens.

From the shortcut menu, select Deployment Mgmt > Releases.

The Release Workbench opens.

Release Workbench 1 ]
e . .

g Release Matme: I GIEry: INDne LI

a

B | Release Status: IALL LI Distribition Wiarkflowe: I

=

3 Description: I

Mewy Release Save Guery. | Clear | List I

Ready
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Creating Releases
To configure general information and create a release:
1. From the Workbench shortcut bar, select Deployment Mgmt > Releases.
The Release Workbench opens.
2. Click New Release.

The Release window opens.

Release 1 [=]

Releasze Mame: '7 Release Status: ’I&Fewi
Release Marager: I &4

Relesse Testm: I Release Group: | j

Description: |

PSCKSQES] Requests | | Motes | (=1 References |

Filter ‘

| Package ID | Description | Fun Before | Run After Status Origin Added On Added By

4] [+
Add | ‘
Open Release | Werify | Ok | Save | Cancel |

|Ready

3. Complete the fields as specified in the following table:

Field Name Description

Release Name The name of the release.

The current status of the Release.
= New

Release Status = Open

m Code Freeze

m Closed

The name of the release management user who has control
Release Manager over the particular release. Only release management users
who can manage releases are listed.
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Field Name Description

The users who have access to the particular release. This is
Release Team a validated list of security groups and is used for
informational purposes only.

A generic grouping of releases which allows the release
Release Group manager to group releases into logical categories such as
customization.

Description The description of the release.

4. Add packages to the release.

For information on how to add packages, see Adding Packages to Releases
on page 180.

5. Add requests to the release.

For information on how to add requests, see Adding Requests to Releases
on page 185.

6. To allow other release management users to add packages and requests to
the release, click Open Release.

7. Click OK.

Adding Packages to Releases

You can add packages to release in one of the following ways.

Adding Packages Through the Release Window

When defining a release in the Release window, the release manager can
decide to manually add packages to the release.

To manually add a package to a release:
1. From the Workbench shortcut bar, select Deployment Mgmt > Releases.
The Release Workbench opens.
2. Open a release.

The Release window opens to the Packages tab.
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3. Click Add.
The Package Selection window opens.
4. Specify your search criteria, and then click List.

The Query Results field displays the packages that match the search
criteria.

e Package Selection

F% 4

Guery Results

Package Mo Dezcription Winrkflow Project Package Stah
30127 Alpha With Email ]~
30124 Copy of 30122 Test Alpha = Test Beta Upgrade In Progress
30123 Copy of 30122 Test Alpha = Test Beta Upgrade Mew
30122 Upgrade to patch 4.5.4.7 Test Alpha = Test Beta Upgrade In Progress
30121 ERP Patch vd.5.4.7 Migration Test Test Alpha > Test Beta Upgrade Hew
30120 Alpha With Email Closed [Succes
30119 Alpha With Email Closed [Succes
30118 Alpha With Email In Progress
3017 Alpha With Email In Progress
30116 Copy of 30111 [Alpha With Ernail In Progress
30118 Copy of 30114,30110,30108 Test One Mewy
30114 Copy of 30109,30108,30107,30080,30074 Test One Mewr
30113 Copy of 30098,30084 Alpha With Email R
3011 Copy of 30107 Alpha With Email In Progress
30110 Alpha With Email In Progress
30109 Test One In Progress
30108 Test One In Progress
30107 Alpha With Email In Progress |-
30105 MNeed information concerning HMO. Test Alpha » Test Beta ey
30098 Alpha With Email Mewr
30094 Alpha with Email Closed [Succes
30090 Alpha With Email In Progress
30087 Alpha to Beta with Subwor... In Progress
30085 Alpha to Beta with Subwar.. R
30084 Alpha to Beta with Subwaor.. In Progress
30080 Test Alpha = Test Beta In Progress -
4] [ »

Add | Cancel |
|Ready

5. In the Query Results field, select the packages to add to the release.
6. Click Add.

If the packages reference any other packages or requests, you are prompted
to indicate whether to include or exclude them.

7. Click Close.

The Release window now lists the packages you added.

Configuring Releases and Distributions 181



182

Release

Release Mame:  |ERF Upgrade

19 [=]
Release Status: | Mew

Release Manager: |Demse MNewell

&

Release Team: |ITG Change Management Administrator

=]

Relesse Group: |Upgrade

Description: ‘ ERF Upgrade

Packages | Requests |

] Nulesl 15 References]

| Filter
| Packsgep | pescripton |  RunBetore |  Runafter | Status |  Orgin | Addedon | AddedBy
30121 [ERF Patchwa.5.4..[ [ [Mew [ [ [Jane Smith
| [+
Adid | ‘
Open Release Verify QK Save Cancel

\Reauy

8. Click Save.

Adding Packages Through the Package Window

To add packages to a release from the Package window, you reference the
release on the package References tab.

The References window is shown in Figure 6-6.

Figure 6-6. Package added to a release through the package reference

Package: 30052

=13

rPackage Inforrmation

Package Mo [30052 Package Group

&

Cregted By: [Jeremiah Smith

Description, [CRM Bug Fix 11023

Crested On: [October 14, 2004

Workfiow: [Diev = Test = Prod

Assigned User: [Janet Ortez (&0
Percert Complete: [0

Assigned Group Package Type: |Customization  ~

Package Lines | Status | 1) Notes (5) References | |

Package Status: | Mew
Priority: |Low - Parert
Priority Seqt [50

Type | Mame | Dietils

| stetus | %compiete | Descrigtion | Relatior

Package [30074

[Test Alpha = Test Beta

[In Progress 0% [ [Related ta this F

£ New Reference - Release

Select the Relationship that the selected Release has to Package 30052

“|

temsin Bold are activel

Mew Reference |Releas

Ready

(%" Contains thiz Package - (Informeational) - Package 30052 is contained in the selected Release

Cancel

_ Reay
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Adding Packages by the Ready for Release Workflow Step

Release management provides a Ready for Release workflow step source
which can add significant value to your release process. When a package line
reaches the Ready for Release workflow step and is executed, the status of the
package line changes to Confirmed. As soon as all of the lines in a package
reach this status, the entire package status changes to Ready for Release. The
release distribution can then feed back to each of its associated packages so
that each package can progress to the next workflow step.

To reject the Ready for Release workflow step, select Bypass Execution or
Override Status. This stops package release, but allows the package to continue
through its own workflow.

To act on a Ready for Release workflow step:
1. From the Workbench shortcut bar, select Deployment Mgmt > Packages.
The Package Workbench opens.
2. Open a package.
The Package window opens.
3. Click the Status tab.
4. Select the workflow step to act on.

Workflows that are available for action are displayed in bold text. After
you select an available workflow step, the Action button label changes to
the workflow step name.

Package: 30129 9 =] E3
rPackage Informatior
Package Mo ’3‘01297 Package Group: Crested By: W
Description: \ERF’ Package No. 12 Created On:
wiorkilen: [Alpha With Release Packags Status: [In Progress
Assigned User: lm Pricrity: m Parent: ’7
Assigned Group: Package Type ,Wl Priotty Sed: ’507

Percent Complete: |0

Package Lines  Stetus | =) Notes | (=) References | |

) 1 2 3
Seq | @it | Oject Type Approve Packate | Reacly For Release Relzase

1 ERP_4.52_12zip |File Migration Approved

< | 1|
Refrash ‘ Select All ‘ | — View —= | Line Exec Log (Latest) = Ready For Release
Ok Cancel

Ready
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5. Click Ready for Release.

The Package Action window opens.

< Package #30129- Line #1- Step #2- Ready For Rel... [X]

Decide Mow ~ Result |Approved hd

Decisions Reguired: One Mot Approved

Motes:

Cancel

[Reacy

6. In the Results field, select the workflow step result.
You can also enter any relevant notes in this window.

7. Use the Add to Release field to select the release to associate with the
package.

This field may be required, depending on the workflow step configuration.
8. Click OK.
9. In the Package window, click OK.

The package is now ready for release.

Adding Packages from Requests

When a request that is included in a release spawns a package, that package is
included in the release automatically. This becomes a powerful method for
including packages in a release.

For example, a development manager can include a request to fix a software
bug in the release. You can configure that request workflow to automatically
create a package to migrate changes into production. That package is then
included in the release.

184 Chapter 6



Adding Requests to Releases

You can add requests to a release to track information associated with the
release. For example, the release manager may want to track which software
bugs or enhancements (captured using a request) were implemented during the
release timeframe.

Adding Requests Through the Release Window
To add a request to a release from the Release window:
1. From the Workbench shortcut bar, select Deployment Mgmt > Releases.
The Release Workbench opens.

2. Open a release.

The Release window opens.

Click the Requests tab.

Click Add.

The Request Selection window opens.

£ Request Selection @

AY

Query Resuits

Retuest

Retuest Type

Dascription

Rex

ERP Fa

Need CSM patch #5546

30391 FFM - Proposal Mew -
30390 FFM - Proposal Mew

30364 DEM i 1 Enhancement Update application with patch 4 5 Functional Specs Co
30363 FFM - Project Assign Project Mana
30362 FPFM - Project Assign Project Mana
30361 FMO - Issue Meed software upgrade Mew

30360 PMO - I55ue Meed Mare Hardware Mew

30333 PMO - Scope Change Request Sales Demo Migration Project MNew

30332 FFM - Project Assign Project Mana
30331 - Assign Project Mana

30302 DEM - Application Enhancement Meed Yersion Control SAW Upgrade v.5.5 Mew

30301 DEM - Application Enhancement Meed Version Control SAW Upgrade v5.5.5 Mew

30300 DEM - Application Enhancement ERF needs additional buffer space Mew

30275 DEM - 1 Bug ERP application not printing to default printer. Pending Reguestor /

30271 HR Reguests Meed information concerming HMO Mew

30270 HR Reqguesis Meed Eye Prescription infarmation. Mew (Pending Taski

30243 Genetic Reguest ERP reports not printing to default printer. Cancelled

30240 HR Reguests reed Dental forms. Cancelled (Pending

30214 Enhancement [bility to print from Results page Mew

30213 HR Reqguests Meed HMO information Mew

30212 Generic Reguest Fayroll S Upgrade required Mot Submitted

30211 Generic Reguest Mew Financial siw program required Mot Submitted

30210 FFM - Proposal Mew

30189 DEM - Application Bug Resource pool not showing all available resourc... [On Hold -

4 b
Add Cancel

‘Reanv

5. Enter search criteria, and then click List.

6. In the Query Results field, select the request to add to the release.
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7. Click Add.

If there are any referenced entities, you are prompted to indicate whether to
include or exclude them.

8. Click Close.

9. In the Release window, click Save.

Adding Requests Through the Requests Window

Users can only add requests to an open release. Once the release reaches the
code freeze or closed state, requests can only be added through the Release
window by the release manager.

To add a request to a release:
1. From the PPM Dashboard, open a request.
2. In the request, select the References section.
3. In the New Reference field, select Release.
4. Click Add.
The Reference Release window opens.
5. Use the Release field to select a release.

The Release field displays only the releases that the release manager has
opened.

Reference Release

‘Release: ERP Upgrade | B8l

‘Relationship:

@ Cortains this Request - (nformational) - Request 30330 is contained in the selected Release

Add Cancel
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Verifying Releases

After you assemble a release (packages, requests, and dependencies), verify

that the release is properly configured.

To verify your release:

1. From the Workbench shortcut bar, select Deployment Mgmt > Releases.

The Release Workbench opens.

2. Open a release.

The Release window opens to the Packages tab.

3. Click Verify.

The Verify Release Properties window opens.

4. In the list at the top of the window, select one of the following options:

£ Verify Release Properties

Check for Packages without Lines j Submit |
Check for Packages without Lines [
Check for Packages without Associated Reguests
Check for Requests without Associated Packages
Check for Dependencies notin the Release

Check far Circular Dependencies

\Ready

Check for packages without lines

Check for packages without associated requests
Check for packages without associated packages
Check for dependencies not in the release

Check for circular dependencies

5. Click Submit.

Any errors are reported in the window.

6. After you examine the results, click OK.
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Creating Distributions

A distribution is a deployment of a release. In a distribution, the release
manager specifies the workflow to control the release process and specifies
which release packages to include.

To create a distribution:
1. From the Workbench shortcut bar, select Deployment Mgmt > Releases.
The Release Workbench opens.
2. Open a release.
The Release window opens.
3. Click Open Release.
This enables the Distributions tab.

4. Click the Distributions tab.

Release = [=1E5

Release Mame: |ERF Upgrade ~ ReleassStatus |Open
Releass Manager: | Denise Mewell &

Release Team: |\TG Change Management Administrator Releass Group: |Upgrade j

Descrigtion: | ERF Upgrade

Packages} Requests | Distributions | Nates | 151 References |

Filter
| peckaged |  Deseripion |  RunBefore | Rundfler | Status |  Orign |  Addedon | AcdedBy
# 30121 [ERP Patch va.5.4.. | [Newr [ERP Upgr... | Noverber 3...[Jane Smith
« (]
Add | |
Submit Release Werify [s]34 Cancel
\Release has heen moved to Open Status
5. Click New.

The Distribution window opens.
6. Enter the new distribution name and description.
7. Select the workflow for this distribution to follow.

8. Select any packages that you want to disable, and then click Enable/
Disable.

The names of disabled packages are displayed in italic text.
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9. Click Submit Release.

The distribution runs through the workflow specified. The release begins to
run through the assigned workflow.

Enabling/Disabling Package Lines in a Distribution
To disable a package line in a distribution:
1. From the Workbench shortcut bar, select Deployment Mgmt > Releases.
The Release Workbench opens.
2. Open a release.
The Release window opens.
3. Click the Distributions tab.
4. Click the Package Status tab.
5. Locate the package line that you want to disable.
6. To display all of the packages, click Run Groups.
Note that you may have to change your filter to see the package you want.
7. Select the package line to disable.

You can disable an entire package. Disabling a package line in an active
run group (within a package-level subworkflow) cancels the package line.

8. Click Disable.
The name of the disabled package line is displayed in italic text.

If you disable a package line in an active run group, you cannot re-enable the
package line until the run group completes. If the disabled package line was
not in an active run group, you can re-enable it immediately.
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Running Distributions through a Workflow

The last step involved in creating a release is running the release through a
Deployment Management workflow. This involves running any decisions,
commands, token evaluations, or other tasks for the entire distribution.

Processing the distribution requires that you process steps on both the
Distribution Status and Package Status tabs.

Processing Distribution Steps

Active workflow steps appear in bold text. Select the active line and click
Action to process that workflow step. On the Distribution Status tab, you can
expand and act on all distribution steps (including distribution-level
subworkflow steps). To process package lines, you must use the Package
Status tab.

Figure 6-7. Distribution Status tab

Distribution : ERP Upgrade.1 I [=] B3
Distribution Name |ERF‘ Upgrade.1 Release: |ERP Upgrade

Warkflow: |Instal\almnManagerHe\ease Distribution Status |\n Progress

Description |

Distribution Status } Package Status

%, Package Level Subworkflow. See Package Status Tab for details
{71 Distribution Level Subwaorkflow, Click to Expand.

Refresh el | - Wi = ‘Workflow Permissions = Approve (One User)
Feedback--> ||Confirmed = K Cancel

\Heady
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Processing Package Lines

Package lines can be processed individually or in groups. Package lines that
are available for your action appear in bold text. Select an active package line
and click Action to process that individual workflow step.

Release management provides a convenient interface for processing groups of
package lines (in the same workflow step) simultaneously. This is done by
viewing and selecting the package statuses.

To select all package lines within a workflow step of a particular status:

1. From the Workbench shortcut bar, select Deployment Mgmt > Releases.
The Release Workbench opens.

2. Open a release.
The Release window opens.

3. Select the Distributions tab.

4. Click the Package Status tab.

5. Expand all run groups and workflows.

6. To display a status summary of all the package lines in each workflow step,
in the Description column, click the plus character (+).

Distribution Narme |ERP Upgrade 1 Relgase:
Workflow: |In5ta|\atmnManagerRe\ease Distribution Status: |\n Progress
Description |
Distribution Status Package Status
Filter

Package Description

P 3
ERP Patchwd 5.4 7 Migration Test
File Client-=Client - ernv4.5.4.7 zip
File Client-=Client - patch4.5.4.7 zip
File Client->Client - confind 5.4.7 zip

gRal| =21| Run Gtoups Rl ==al | Warkflows Refrash
Wiew --= Line Exec Log {Latesty =
Feedback--> Confirmed =~ oK Cancel

‘Reany

7. Select the summary.

Again, items that are available for your action appear in bold text. When
you select the summary, all package lines in that state are automatically
selected. You can deselect individual items using Ctrl + click.

Configuring Releases and Distributions 191



8. Click Action to process all of the selected package lines.

9. Proceed to the next workflow step in the package process or distribution
process (depending on your preconfigured process).

To view updates in the Distribution Status tab, click in the Distribution
Status, and then click Refresh.

Completing Distributions

When the distribution completes and the workflow closes, a value can be
returned to the Ready for Release workflow steps. Those packages can then
continue to process based on that validation. That value is sent by clicking
Feedback in the Distribution window.
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7 Contfiguring Environments

In This Chapter:

Overview of Environments

m]
m]

Environment Connection Protocols
Environment Transfer Protocols

Overview of Configuring Environments

O 000000

Opening the Environments Workbench

Configuring General Information for Environments
Creating Environments

Using Application Codes Environments

Setting Ownership and Participants for Environments
Environment Maintenance and Utilities

Overview of Environment Groups

[ R O o R o R B o |

Overview of Configuring Environment Groups

Opening the Environment Group Workbench

Configuring General Information for Environment Groups
Creating Environment Groups

Setting the Order of Executions

Setting Ownership and Participants for Environment Groups

Overview of Environment Refresh

m]
[m]
m]

Overview of Configuring Environment Refresh
Opening the Environment Refresh Workbench
Configuring General Information for Environment Refreshes
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When migrating objects, HP Deployment Management logs onto remote
computers in the same way any other user would (using FTP, SCP, SSH, or
Telnet). HP Deployment Management can log on using any existing username
and password. However, HP recommends that you generate a new user on each
computer that HP Deployment Management is to access. This helps to clarify
the setup and relieve some administrative burden.

Make sure that you have full access to the <ppv Home> directory on the PPM
Server as well as the correct read and write permissions on other required
directories. In addition, on Windows® servers, the Administrators group must
have read access to the PPM Server home directory. Any Windows server that
HP Deployment Management will access should have been configured as
described in System Administration Guide and Reference.

Environment Connection Protocols

The communication protocol that will be used to connect to the server or client
must be specified in the environment. This protocol will be used by commands
to connect to source and destination environments in the deployment system.
Work with the application administrator to determine which connection
protocols are supported at your site for the machines housing the deployment
environments.

HP Deployment Management supports the following connection protocols:

m  Telnet
m SSH
m SSH2
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Environment Transfer Protocols

The transfer protocol that will be used to transfer files to the server or client
must be specified in the environment.

HP Deployment Management supports the following transfer protocols:
m FTP

m  FTP (active)

m  FTP (passive)

m  Secure Copy

m  Secure Copy 2

Transfer Protocol Configuration Notes

Choose the transfer protocol best suited to the business and technology needs.
Consider factors related to security and performance when selecting the
transfer protocol. Work with the application administrator to determine which
connection protocols are supported for the machines housing the deployment
environments. The following list provides some suggestions for when to use
the above protocols.

No additional product configuration is required to enable one FTP mode over
another. Application administrators need to consider their FTP server
configuration (particularly as they relate to security and firewall settings) when
selecting an FTP protocol for transferring data.

Selecting the FTP Protocol

The following capabilities must be enabled on the source and destination
machines for the following FTP protocol selection to function properly.

m  FTP (server to server). See Figure 7-1.

o Either the source or the destination environment needs to allow
outgoing connections to a third party

o FTP PORT command must be enabled on one of the environments

o FTP PASV command must be enabled on the other environment
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Figure 7-1. FTP (server fo server)

m  FTP (active). See Figure 7-2.

[m}

Figure 7-2. FTP (active)

File's
SOURCE
machine

Change
Management
Server

File’s DESTINATION
machine

GTP {Active)

\B opens a port and listens for A, and A connects to B

/

N
Change File's
Management SOURCE
Server machine
S
File's DESTINATION
machine
GTP {Server to Server) Y

PORT command must be enabled on both the source and destination
environments (allows outgoing back to the requestor)
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m  FTP (passive). See Figure 7-3.

o PASV must be enabled on both the source and destination
environments. In this configuration, the HP Deployment Management
server sends a command to the source or destination instructing that
environment to open a port. The HP Deployment Management server
then connects to that port.

Figure 7-3. FTP (passive)

4 A

Y
Change —_— File's
Management SOURCE
Server  — machine

R
b File’s DESTINATION
> machine

FTP (Passive) ~— )

(Arrow convention “ 0

\B opens a port and listens for A, and A connects to B )

Overview of Configuring Environments

Environments are configured in the Environments window. Some of the
information entered on the Environments window can be gathered from the
appropriate Workflow Step Worksheets (see Figure 7-4).
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Figure 7-4. Worksheet and Environments window

Execution Workflow Step Worksheets

Table A-2 Workfiow step [execution), step number

Value
Step Hame
Goal / Result of Step
“alidation®
Execution Type®
Processing Type
~
Source Environmant (S1oup) \
Dest Environment (Group) l
-
T
w User Name
# Standard Token
s User Defined Token Environment : test_beta 1 [=] 3
Includs Notification Crese) Enwironment Mame: |test7hgta Description: | [lgls EENEDEIE] osting the application server
Notification Event Loestion: | Enahles: (% Yes Mo
Natifieation Recipient Host | appications | Extansion Data | ownershin | User Access |
w Usemame
= Email Address Server Enable
Server.
= Security Group Narme: [machine.namet.cam Type: ‘UNIX (Generic) j
= Standard Token i
4 User Defined Token Userrarme: ‘jasmnh Password: ‘Mﬁ* ﬂ
Wotification Messags NT Damsir: | Base Path [{usrity
Request Status at Step Connection Pratozel [Telnet | Transter Protocat [FTP 2|
Request % Complete at Step )
Huth tion R d (VN Client Enabic
uthentication Require
Cliert:
Marme: Type: i -
uthentioation Type (f V) [machine.namez.com o ‘Sun Solaris J -
Usernamme: ‘jasmnh Password: ‘Mﬁ* ﬂ
NT Damsir: | Base Path: [[usnity
Connection Protocat: [Telnet =] Transter Protocat: [FTP k2|
Datahase Enable
Database:
Sarver Type: | =1
-
Host hamne: | Connect String: ‘
Username: | Password: | J
Oracle SID: | Port Nurmber: |
D& Link: | version: |
JDBCURL |
ok Save Cancel
Fready

The following lists the major section found in the Environments window:

General information. General information includes basic information
concerning the environment, such as the environment name and
description. See Configuring General Information for Environments
on page 200.

Host. The Host tab defines basic information about the client, server, and
database for the environment. The fields for the client and server sections
are identical. See Creating Environments on page 200.

Applications. Every HP Deployment Management environment can
contain its own set of applications. See Using Application Codes
Environments on page 204.

Extension Data. HP Deployment Management Extensions requires
specially configured environments. If HP Deployment Management
Extensions products are not installed, the Extension Data tab is disabled.
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m  Ownership. Configure who can edit the environment. See Setting
Ownership and Participants for Environments on page 209.

m  User Access. Configures participants of the environment. Participants can
then be given specific access rights to the environment. See Adding
Participants to Environments on page 210.

m  User Data. Product entities such as packages, workflows, requests, and
projects include a set of standard fields that provide information about
those entities. While these fields are normally sufficient for day to day
processing, user data fields provide the ability to capture additional
information specific to each organization. User data is defined under the
User Data tab. If there are no user data fields, the User Data tab is disabled.

Opening the Environments Workbench
To open the Environments Workbench:
1. Log on to PPM Center.
2. From the menu bar, select Administration > Open Workbench.
The PPM Workbench opens.
3. From the shortcut bar, select Environments > Environments.

The Environments Workbench opens.

Environment Workbench 1 ]

Query: |None LI

Environment Mame: I Server Name: I

Query

Client Mame: I DE Marme: I

Rosuts

Application Cods: I Enable IALL LI

ey Environtment Save Guery. | Clear | List I

Ready
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Configuring General Information for Environments
To configure the general information of an environment:
1. From the Workbench shortcut bar, select Environments > Environments.
The Environments Workbench opens.
2. Open an environment.
The Environment window opens.

3. Complete the fields as specified in the following table:

Field Name Description
Environment Name The name of the environment.
. The location of the environment. For example, In the
Location
server room.
_ A brief description of how the environment is being
Description
used.
To make the environment available to the system, select
Enabled
Yes.
4. Click OK.

Creating Environments
To define a new environment:
1. From the Workbench shortcut bar, select Environments > Environments.
The Environments Workbench opens.
2. Open an environment.

The Environment window opens to the Hosts tab. The Hosts tab has the
following three sections:

m Server

m Client

m Database
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Environment : test_beta

Enviranment Name: [test_heta

Description: | Mg d0EEREEES

Location: | Enakled: ©* Yes
Host | Applications | Extension Data | Gwnershin | User Access |
Server Enchle
Mame: [machine.namet.com Type: [N (Generic) =] S:VEFI
Username: |Jasm\th Password: |HMﬁ ﬂ v
NT Domirt: | Base Path: [Justity
Connection Protocol: [Telnet | Transfer Protocal: [FTP I
Client Enahle
Nane: [machine.name2.com Type: |Sun Solaris j Cllfm'
Usernams: |Jasm\th Password: |“”ﬁ ﬂ v
NT Dormsir: | Base Path [Justity
Connection Protocol: [Telnet | Transfer Protocal: [FTP I
Database Ensble
S T | B Database:
r
Host Name: | Cannect String: |
Username: | Passward | J
Orecle SID: | Port Nurmber, |
DB Link: | wersion: |
JDEC URL |
Ok Save Cancel
Ready

3. Complete the fields in the Server section as specified in the following table:

Field Name

Name

Description

The DNS name or IP address of the computer.

A list of supported server/client operating systems. Should be
set to the operating system for the computer defined in the
Name field.

Type

The username that HP Deployment Management uses to log
on to the server/client to transfer files or execute commands. if
that user account was generated on the local machine, this is
most likely “HP PPM.”

Username

The password for the given username. The password is
hidden. You can change it by clicking the button to the right of
the field.

Password

NT Domain The domain name to use if this is a Window Server.

The path for applications on this computer. In many instances,
this is the home directory of the defined username. When HP
Deployment Management transfers a file or executes a
command on this server, it logs in and changes directories to
this base path before proceeding. Use forward slash characters
(/) as directory separators, even for Windows systems.

Base Path
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Field Name

Description

Connection
Protocol

The protocol to be used for server or client connections. SSH is
a secure connections protocol, whereas Telnet is not. In order
to use SSH as your connection protocol, you must first set up
SSH on the destination machine.

Transfer Protocol

The protocol to be used for moving files between various
clients and servers. SCP is a secure transfer protocol, whereas
FTP is not. In order to use SCP as your transfer protocol, you
must first set up SCP on the destination machine.

Enable Server

Make the server information available to the system. Select the
checkbox to make the server information available to the
system.

4. Complete the fields in the Client section as specified in the following table:

Field Name

Description

Name

The DNS name or IP address of the computer.

Type

A list of supported server/client operating systems. Should be
set to the operating system for the computer defined in the
Name field.

Username

The username that HP Deployment Management uses to log
onto the server/client in order to transfer files or execute
commands. This will usually be “HP PPM” if that user account
has been generated on this computer.

Password

The password for the given username. The password is
hidden, and can be changed by clicking the button to the right
of the field.

NT Domain

The domain name to use if this is a Window Server.

Base Path

The path for applications on this computer. In many instances,
this is the home directory of the defined username. When HP
Deployment Management transfers a file or executes a
command on this server, it logs in and changes directories to
this base path before proceeding. Note that the directory
separators should utilize forward slashes (‘/’), even for
Windows systems.
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Field Name

Description

Connection
Protocol

The protocol to be used for server or client connections. SSH is
a secure connections protocol, whereas Telnet is not. To use
SSH as your connection protocol, you must first set up SSH on
the destination machine.

Transfer Protocol

The protocol to be used for moving files between various
clients and servers. SCP is a secure transfer protocol, whereas
FTP is not. In order to use SCP as your transfer protocol, you
must first set up SCP on the destination machine.

Enable Client

Make the client information available to the system. Select the
checkbox to make the client information available to the
system.

5. In the Environment window, in the Database section, enter the database
server type in the Server Type field.

m If Oracle Server is selected, complete the fields as specified in the

following table:
Field Name | Description
The DNS name or IP Address of the system running the Oracle®
Host Name

database instance.

The Oracle SQL*NET connection string used to connect to this

Co_nnect database from a remote system. This is usually the same as the
String
Oracle SID.
The username for the schema in the database that will be used by
User Name HP Deployment Management to make remote database
connections.
Password The password for the given username. The password is hidden, and
can be changed by clicking the button to the right of the field.
The SID of the database. This is used in conjunction with the Port
Oracle SID . : .
Number for Environment Comparison reporting.
The port number of the TNS Listener database. Used for
Port Number . . :
Environment comparison reporting.
DB Link Reference to a remote Oracle database, if applicable.
Versi The Oracle version number for this database. Used for reporting
ersion
purposes.
Enable Make the database information available to the system. Select the
Database checkbox to make the database information available to the system.

Configuring Environments
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m If SQL Server is selected, complete the fields as specified in the

following table:
Field Name | Description
The DNS name or IP Address of the system running the SQL
Server Name
database.
DB Name The DB name used by HP Deployment Management when
connecting to the SQL database.
. The login ID used by HP Deployment Management when
User Login connecting to the SQL database.
Password The password for the given login ID.
The port number of the database. Used for Environment
Port Number . .
comparison reporting.
; The SQL version number for this database. Used for reporting
Version
purposes.
Enable Make the database information available to the system. Select the
Database checkbox to make the database information available to the system.
6. Click OK.

Using Application Codes Environments

Complex environments are often segmented into subsections called
environment applications. The environment information consists of the default
set of attributes for an environment. It is rare, however, that an actual
environment could be described simply by this set of defaults. For example,
files belonging to different applications may reside at different paths and may
be owned by different users. SQL scripts may need to be run against a different
schema than the one defined on the Host tab.

When adding a line to a package, there is the option of choosing the application
code to specify the application that the migration object belongs to. When that
object is subsequently migrated, the application-specific environment items are
referenced in place of the default environment items. As a general rule, any
application specific environment item that has no value is substituted by the
corresponding environment value.

Environment User Data fields are inherited by each application code and are
displayed on the application code’s User Data tab. Application Code User Data
fields behave like other application code fields (such as host name and base
path), in that blank field values indicate that the application code has the same
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value as its parent environment. Therefore, required Environment User Data
fields are not also required at the application code level.

Each environment can contain its own set of applications. The Applications tab
in the Environment window is shown in Figure 7-5.

Figure 7-5. Applications tab

Environment : test_beta 1 [=] E3
Environment hame: |leSt_beta Description: | and database hosting the Kintana application server
Losation: | Enabled (% Yes  Ho
Host Applications 1 Extension Date | Qwership | User access | |
AppCods | ApplcafionName | Descrigion | Server Liser Name Server Basa Path Client Usernams
ql \ 1]
New App | Copy &pps From ‘
Ok Save Cancel
Feady

The Applications tab consists of the various fields and buttons shown in the
Figure 7-5. Application fields do not always have to be populated. Click New
App to open the New Application Code window, where a new application code
can be defined.

To define the application codes:
1. From the Workbench shortcut bar, select Environments > Environments.
The Environments Workbench opens.
2. Open an environment.
The Environment window opens.
3. Click the Applications tab.
4. Click New App.

The New Application Code window opens.
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£ New Application Code

Details |

Application Code: | Application Mame: \

Description: |

Server Usemarme: | Server Password: ‘ ﬂ
SererBase Path: |Jusn‘itg
Client Usernarme: | Client Passwaord: ‘ ﬂ
Client Base Path: |Jusn‘itg
DB Usemame: | DB Password: ‘ J
DE Link: | Enabled: & ‘Yes Mo

Ok | Add ‘ Cancel ‘

|Heady

5. Complete the fields in the New Application Code window as specified in
the following table:

Field Name

Description

App Code

Short name abbreviation for the application.

Application Name

Long name for the application.

Description

A description of the application.

Server User
Name

User name that HP Deployment Management should log on as
when transferring files or running commands on the
environment server for this application, if it is different from the
default server username.

Server Password

Password for logging on to the server, if different from the
default server password. This field is encrypted.

Server Base Path

Base path for the application on the server machine.

Client User Name

User name that HP Deployment Management should log in as
when transferring files or running commands on the
environment client for this application, if different from the
default client name.

Client Password

Password for logging on to the client, if different from the
default client password. This field is encrypted.

Client Base Path

Base path for the application on the client machine.

DB Username

Database username for the application. It is used when running
database level commands (such as SQL scripts) for this
application.

206
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Field Name Description

Database password for the application. It is used when running
DB Password database level commands (such as SQL scripts) for this
application. This field is encrypted.

Name of the database link for this application, if different from

DB Link the default environment database link.
Enabled Indicates whether this application environment is enabled.
6. Click OK.

7. From the Applications tab, click OK.

Copying Application Codes from Other Environments

When generating a new environment, all or some of the applications attached
to an existing environment can be copied to the new environment to speed up
the setup process.

To copy the application codes:

1. From the Workbench shortcut bar, select Environments > Environments.
The Environments Workbench opens.

2. Open an environment.
The Environment window opens.

3. Click the Applications tab.

4. Click New App.
The New Application Code window opens.

5. Click Copy Apps From.

The Copy From Dialog window opens.
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6.

7.

8.
9.

10.

1.

& Copy From Dialog

Environment Marme: |

A Coce | Application Mame Description Server User Mame Server Base Patl

‘ | 2
Qld Server Path Seament Mew Semer Path Segment
0Old Client Path Segment MNew Client Path Segment

Ok | Cancel |

|Please enter an environment name and hit tab

In the Environment Name field, select the environment from which to copy
the applications.

The application code names are listed.

To change the base path segment of all the application codes selected, enter
the old server and client base path segment and the new server and client
base path segment in their respective fields.

Select all the applications to copy.
Click Add.

These fields have, by default, the server or client base path of the
environment from which the applications are being copied. For example,
suppose that two applications have been selected. The server base paths for
these two applications are /u2/apps/isi and /u2/apps/demo 107. To
change u2 to u3, enter u2 in Old Server Base Path and u3 in New Server
Base Path before you copy these applications. Every occurrence of the old
server and client base path segment is changed to the new base path
segment in all the selected applications. The changes will be reflected in
the applications in the environment into which they were copied.

After copying the application codes, any necessary modifications such as
adding additional applications, deleting applications, or editing any of the
applications can be made.

Click OK.

Chapter 7



Setting Ownership and Participants for Environments

Model Guide and Reference.

Ownership groups are defined by adding security groups to the Ownership tab.
If no ownership groups are associated with the entity, the entity is considered
global and any user who can edit environments can edit, copy or delete the
environment. For more information about access grants, see the Security

If a security group is disabled or loses its ability to edit environments, that
group can no longer edit the entity.

Adding Ownerships to Environments

To add an ownership:

Configuring Environments

1. From the Workbench shortcut bar, select Environments > Environments.

2. Open an environment.
The Environment window opens.

3. Click the Ownership tab.

Environment : test_beta 19 =] E3

Environment Mame: [test_beta

Location: |

Host | Appications | Extension Data Ownership | User access

Description: | and database hosting the Kintana application server
Enghled: = Yes Mo

|

ive ability to edit this Environmant to:
" Allusers with the Eclt Environments Access Grant

" Only groups listed below that have the Edit Environmerts Access Grant

Securty Group

Description

ITG Administrator

Frovides ITG Administrator access grants

ITG Change Management Administrator

Frovides administrative access to Change Management

ITG Demand Management Administrator

Provides administrative access to Demand

ITG Project Manager

t
Frovides access to Projects, Project Templates, and Calendars

ITG Service Security Group

Used for itg_sgervice user only - Please do not modify

Aied

Ok Save Cancel

Readly
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4. Select the ownership option.
m  All users with the Edit Environment Access Grant

m  Only groups listed below that have the Edit Environments Access Grant

For Only groups listed below that have the Edit Environments Access
Grant:

a. Click Add.
The Add Security Groups window opens.
b. Select the security groups and click OK.
The security groups are added to the Ownership tab.
5. From the Ownership tab, click OK.
Deleting Ownerships from Environments
To delete an ownership:
1. From the Workbench shortcut bar, select Environments > Environments.
2. Open an environment.
The Environments window opens.
3. Click the Ownership tab.
4. Select an ownership.
5. Click Remove.
6. Click OK.

Adding Participants to Environments

It is possible to control which users can access an environment for use in
environment groups and workflows.

To add participants to the environment:
1. From the Workbench shortcut bar, select Environments > Environments.
2. Open an environment.

The Environment window opens.
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3. Click the User Access tab.

Environment : test_beta 1 [=] 3
Environment kame: |tggtihgta Description: |* and database hosting the Kintana application server
Location: | Engbled, (' Yes o

Host | Appications | Extension Data | Ownership User Access | |
[This Environment can be used in Environment Groups and Workflows by:
 Allusers

1% Only ussrs inthe groups listed below

Security Group Descrigtion |

ITG Change Management Administrator Provides administrative access to Change Management \
ITG Administrator Frovides ITG Administrator access grants \
ITG Service Security Group Used for itg_service user only - Please do not modify

&ﬁ Cancel

Ready

4. Select one of the following options:
m  All Users
m  Only Users in the groups listed below
If you selected Only Users in the groups listed below:
a. In the User Access tab, click Add.
The Add Security Group window opens.
b. Select the security groups and click OK.
The security groups are added to the User Access tab.
5. From the User Access tab, click OK.

Deleting Participants from Environments

To delete participants from the environment:

1. From the Workbench shortcut bar, select Environments > Environments.

The Environments Workbench opens.
2. Open an environment.
The Environment window opens.

3. Click the User Access tab.

Configuring Environments
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4. Select a participant to delete.
5. Click Remove.

6. Click OK.

Environment Maintenance and Utilities

This section provides information on validating and maintaining the
environment definitions in HP Deployment Management.

Testing Environment Setups
To check the validity of the Environment:
1. From the Workbench shortcut bar, select Environments > Environments.
2. Open an environment.
The Environment window opens.
3. Click Check.

The Check Environment window opens.

£ _Check Enviranment

Totesta setof related connections, selectthe folder containing the connections and click check. You can also test specific
connections by selecting one or mare connection items and clicking Check.

Towiew the execution log for a connection test, select a single connection.

=y Environment
-3 Server
FTP Sanver gaiium. Kintana. corappimgr
Telnet Server: galiivm kintana.com.appimagr
-9 Client
FTFR Clignt . Unabie to check - No host entered
Telnet Chient: : Unable to check - Mo host entered
=5 Databasze
{27 Qra Apps
25 App Codes
Successiul E Failed
[ Not Checked Uncheckahla
Cancel
|Heady

4. Select the environment connections to check.

Select a folder, such as Server, to check all connections defined for that
category. Specific connections can also be tested by selecting the
individual checkboxes by the connection item.
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5.

6.
7.

Click Check.

The system verifies the environment definition. Results from the
environment check commands are displayed in the Log File section of the
Check Environment window. Use log file output to troubleshoot any
connection problems identified during the environment check.

Environment definition testing includes actions performed during regular
code migration, such as opening a Telnet session to the server, opening an
FTP session to the server, and connecting to the database. While the
environment checker cannot guarantee that all migrations will be
successful, it can help catch some of the most common setup problems.

While the check process can take a significant amount of time, it is
recommended that any new environment is checked once all the data for it
is entered. Additionally, it is good practice to periodically check all
environments to catch any obvious problems, such as changed passwords
or disabled accounts.

In the Check Environment window, click Cancel.

In the Environment window, click Cancel.

Mass Updates of Base Paths

It is possible to update server and client base path segments in the environment
and all of its applications at the same time. This functionality is useful to
relocate a particular environment and all of its applications onto a new disk or
partition.

To perform a mass update of the base paths:

1.
2.

Configuring Environments

From the Workbench shortcut bar, select Environments > Environments.
Open an environment.

The Environment window opens.
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3. From the menu, select Environment > Update Base Paths.

The Update Base Path window opens.

File Edit Tools Mavigate Window | Environment Product Infarmation
aths
rd

Cemand Mgmt

Project Mgmt

Change Mgmt

Time Mgt

Canfiguration Please entar serverclient hase path segments for mass update of hase paths. All accurrences of
Dashhoard

the old segment will be replaced by the new segment in the environment and all of its app codes.

Environments

Old Server Base Path: | 10

Sys Admin

Mew Server Base Path: \Iusrmg

CQld Client Base Path: \Iusrfitg

Mewr Client Base Path: \Iusrfitg

Ok | | Cancel |

\Ready

. Enter the old server/client base path segment and the new server/client base

path segment in the fields provided.

The default value in the old server/client base path field is the
environment's current server/client base path segment.

. Click Apply or OK.

Every occurrence of the old server/client base path segment will be
replaced by the new server/client base path segment in the Environment
and all of its applications.

For example, suppose that two applications have been selected. The server
base paths for these two applications are /u2/apps/isi and /u2/apps/
demo 107. To change u2 to u3, type u2 in Old Server Base Path and u3 in
New Server Base Path before you copy these applications. Every
occurrence of the old server/client base path segment is then changed to the
new base path segment in all selected applications. The changes are
reflected in the applications in the Environment into which you copy them.

The Environment window opens.

. Click OK.
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Environment Password Management Utility

A single user can have access to multiple password protected environments. It
is often convenient to use a single username and password for all of the
environments that a single user encounters. If the user decided to change their
password or if that user’s job functions were transferred to another user, it
would take hours to update the environment passwords in each environment
window.

The Environment Password Management Utility enables a user to update their
password in all of the environments located on a single host, simultaneously.
This utility only updates passwords with matching parameters, such as
Hostname, Username, Old Password, and Connect String. These updates can
be made using the Environments interface.

To change the environment password for a user:
1. From the Workbench shortcut bar, select Environments > Environments.
2. Open an environment.
The Environment window opens.
3. From the menu, select Environments > Update Password.

The Update Environments Password window opens.

File Edit Tools Mavigate Window | Ervironment  Product Information

Demand Mgmt Update Base Paths

Project Mgmt
Change Mornt
Tirne Mgmt E Update Environments Pass... @

Configuration Host Type:| ComputentT <

Dashboard
Hosthame:
MNT Diomain

Username

Old Password C
C

Mew Password:

Ok | Cancel |

[Reacy

Environments

Sys Admin
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4. In the Host Type field, select the host type.

The required fields change to match requirements of the selected host type.

5. Complete the fields in the Update Environments Password window as
specified in the following table:

Field Name Description

The DNS name or IP Address of the system running the Oracle
Host Name .

database instance.
NT Domain The domain name to use if this is a Window Server.

The username for the schema in the database that will be used
Username by HP Deployment Management to make remote database

connections.

Old Password

The old password for the given username. The password is
hidden, and can be changed by clicking the button to the right
of the field.

New Password

The new password for the given username. The password is
hidden, and can be changed by clicking the button to the right
of the field.

6. Click OK.

The Environment window opens.

7. Click OK.

Overview of Environment Groups

216

Environment groups define a set of environments which can be referenced as
the source or destination for object migrations. Environment groups are
defined and edited using the Environment Group Workbench.

Use environment groups where you want to execute a workflow step on
multiple environments. For example, it may be necessary to migrate an object
to multiple testing environments for different targeted tests. These multiple
environments can be referenced together as one environment group

(Figure 7-0).
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The ksc_connect command works with environment groups in the “At least one”
mode. When the ksc_connect command attempts to connect to the first server in the
environment group, and in case it fails to connect, then the ksc_connect command
tries to connect to the second server in the environment group, and then the third, and

) so on. When the ksc_connect command does succeed in connecting to a server, the
remaining commands in the object type are run before the command again tries to
connect to the next server in the environment group. If the ksc_connect command
fails to connect to all servers in the environment group, the command exits with a
failure.

Figure 7-6. Environment group

/Environmenf Group h
DEVELOPMENT
o /

Overview of Configuring Environment Groups

Environment groups are configured in the Environment Group window. The
following lists the main areas found in the Environment Group window:

m  General information. General information includes basic information
concerning the environment group, such as the environment group name
and description. For more information, see Opening the Environment
Group Workbench on page 218.

m  Environments. Use the Environments tab to add existing HP Deployment
Management environments to an environment group.

m  Host. The Host tab lists basic information about the client, server, and
database for the associated environments. For more information, see
Creating Environment Groups on page 220.

m Applications Codes. The Applications Codes tab lists basic information
about the application codes linked to the associated environments.

m  Serial Execution Order. The Serial Execution Order tab displays the order in
which environments are acted on. For more information, see Setting the
Order of Executions on page 221.

Configuring Environments 217



m  Ownership. Configure who can edit the environment group. For more
information, see Setting Ownership and Participants for Environment
Groups on page 222.

m  User Access. Configures participants of the environment group.
Participants can then be given specific access rights to the environment
group. For more information, see Adding Participants to Environment
Groups on page 223.
Opening the Environment Group Workbench
To open the Environment Group Workbench:
1. Log on to PPM Center.
2. From the menu bar, select Administration > Open Workbench.
The PPM Workbench opens.

3. From the shortcut bar, select Environments > Environment Groups.

The Environment Group Workbench opens.

Environment Group Workbench 1 [=1
fd
Query: [Mang -
g LISty _I
) Environmert Group Marme: |
% Enironment: I
us: Application Code |
Enabled [ALL |

Mewy Environment Group Save GUsry | Clear: | List I

Feady
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Configuring General Information for Environment Groups

To configure the general information of an environment group:

1. From the Workbench shortcut bar, select Environments > Environment

Groups.

The Environment Group Workbench opens.

2. Open an environment group.

The Environment Group window opens.

3. Enter the information specified in the following table:

Field Name

Description

Environment Group Name

The name of the environment group.

Enabled

Makes the environment available to the system. Select
Yes to make the environment available to the system.

Description

A brief description of how the environment group is
being used.

Execution Order

Indicates whether the environments associated with an
environment group are executed in parallel order (all at
once) or in a specific serial order. Enables the Serial
Execution Order tab when Serial is selected.

Source Environment (No
App Code)

Indicates the default environment selected when the
environment group is used as the source environment
in an execution workflow step with no application code
specified.

4. To save the changes to the environment, do one of the following:

Click OK to save the changes and close the Environment Group window.
Click save to save the changes and leave the Environment Group window
open. Click Cancel to lose the changes and close the Environment Group

window.

Configuring Environments
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Creating Environment Groups

To define a new environment group:

1. From the Workbench shortcut bar, select Environments > Environment

Groups.

The Environment Group Workbench opens.
2. Open an environment group.

The Environment Group window opens to the Environments tab.
3. In the Available Environments field, select an environment name.

4. Click the right pointer.

The selected environment is moved to the Associated Environments field.

Environment Group 9 [=] 3
Environment Group Mame \teSH Enahled?  Yes " Mo
Description \
Execution Order ’m Source Environment (Mo App Code) | j
Environments ] Hosts] Application Codes] ] Ownership] User Access
r&esociasted Environmert:
Available Environments Associated Environments

est_alpha

€19

oK | Save | Cancel

|Ready

5. In the Environments tab, click OK.

The changes to the environment group are saved.
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Setting the Order of Executions

The environments are executed in sequential order until all executions have

completed. Each environment execution waits for the previous environment
execution to complete (success or fail) before beginning.

To set the environment execution order:

. From the Workbench shortcut bar, select Environments > Environment
Groups.

The Environment Group Workbench opens.
. Open an environment group.
The Environment Group window opens.

Click the Serial Application Order tab.

Environment Group : test1 9 [=] 3
Environment Group Mame \teSH Enahled?  Yes " Mo
Description \
Execution Order m Source Environment (Mo App Code) |test_a|pha j

Enwironments | Hosts | Application Codes  Serial Execution Order | ownership | User Access

Enviranment Name

e computer and da e hosting t...
e computer and da e hosting t

‘ 3

23

OK | | Cancel |

|"Save" Successul.

4. Select a row to move.

5. To move the selected environment to a new sequence position, use the
arrow pointers under the tab.

6. Click OK.
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Setting Ownership and Participants for Environment Groups

Ownership groups are defined by adding security groups to the Ownership tab.
If no ownership groups are associated with an environment group, that
environment group is treated as global, and any user who can edit
environments for the entity can edit, copy or delete the entity. If a security
group is disabled or loses the ability to edit environments, its members can no
longer edit the environment group. For more information on access grants, see
the Security Model Guide and Reference.

Adding Ownerships to Environment Groups

Different groups of users can have exclusive control over the environment
groups used by their group. These groups are referred to as ownership groups.
Members of the ownership group are the only users who can edit, delete or
copy the environment group. Each environment group can be assigned
multiple ownership groups.

Ownership groups are defined by adding security groups to the Ownership tab.
To set the ownership for an environment group:

1. From the Workbench shortcut bar, select Environments > Environment
Groups.

The Environment Group Workbench opens.
2. Open an environment group.
The Environment Group window opens.

3. Click the Ownership tab.

Environment Group : test1 ol
Ervironment Group Mame: [test! Enahled? & Yes No
Description \
Execution Order[Serial _v]  Source Enviranment (No App Catte) [test_alpha =]

Enwronments] Hosts] Application Codes] Setial Execution Order  Dwnership 1 UserAccess
Give ahility to editthis Environment Group ta:
" Al users with the Edit Environments Access Grant

& Only groups listed below that have the Edit Environments Access Grant

Security Group Description
ITG Administrator Provides ITG Administrator access aranis
ITG Change Management Administratar Provides administrative access to Change Managem...
ITG Demand Management Administrator Provides adminisirative access to Demand Managem..

[Fouse |

oK | Save | Cancel

Ready
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4. Select the ownership option.
m  All user with the Edit Environments Access Grant

m  Only groups listed below that have the Edit Environments Access Grant

If Only groups listed below that have the Edit Environments Access Grant
is selected:

a. Click Add.
The Add Security Groups window opens.
b. Select the security groups and click OK.
The security groups are added to the Ownership tab.
5. Click OK.
Deleting Ownerships from Environment Groups
To delete an ownership:

1. From the Workbench shortcut bar, select Environments > Environment
Groups.

The Environment Group Workbench opens.
2. Open an environment group.
The Environment Group window opens.
3. Click the Ownership tab.
4. Select the ownership to remove.
5. Click Remove.
6. Click OK.
Adding Participants to Environment Groups
To add participants to the environment:

1. From the Workbench shortcut bar, select Environments > Environment
Groups.

The Environment Group Workbench opens.
2. Open an environment group.

The Environment Group window opens.
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3. Click the User Access tab.

Environment Group : test1 1 [=] 3
Environment Group karne: [test] Enabled? & Yes " Mo
Description |
Execution Order m Source Environment (Mo App Code) |test7a|pha j

Enwronments] Hosts] Application Codes] Serial Execution Order] Ownership UserAtcess
This Enviranment Group can be used in Workflows by
" Allusers

& Only users inthe groups listed below

Security Group Description |
ITG Change Management Administratar Provides administrative access to Change Managem...
ITG Demand Management Administrator Provides administrative access to Demand Managem..
ITG Service Security Group LUsed for ity_service user only - Pleage do not modify

[Fome |

OK | Save | Cancel |

|Ready

4. Under This Environment Group can be used in Workflows by field, select
one of the following.

m  To allow all users to edit this environment, select All Users.

m  To allow only members of a listed security group to edit the
environment, select Only Users in the groups listed below.

If you select Only Users in the groups listed below:
a. Click Add.
The Add Security Group window opens.
b. Select a security group and click OK.

The User Access tab displays the security group name.

5. Click OK.

Deleting Participants from Environment Groups

To delete participants from an environment group:

1. From the Workbench shortcut bar, select Environments > Environment
Groups.

The Environment Group Workbench opens.
2. Open an environment group.
The Environment Group window opens.

3. Click the User Access tab.
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4. Select a participant to delete, and then click Remove.

5. Click OK.

Overview of Environment Refresh

Deployment Management enables controlled migration of software and
application changes to various instances. Deployment Management maintains
an audit trail of all this activity, providing visibility into the changes for each
environment. There are, however, situations when you need to refresh an
environment, essentially replacing that environment with a physical copy of
another environment.

Figure 7-7. Example software migration

Development Production

If a standard software migration is from a Development environment to a Test
environment (see Figure 7-7) to a Production environment, you may want to
periodically copy the Production environment into both the Development and
Test environments. This activity would involve copying all objects at the file
system and database level from Production into the Development and Test
areas, producing mirror images of the Production environment. This refresh
function synchronizes the environments, and moves additional production data
into development and testing environments.

After using the refresh function, Deployment Management has the ability to
update its audit history and its in-process Packages. This update is performed
using Deployment Management’s Environment Refresh Workbench
functionality.

The environment refresh function in Deployment Management does not
perform the actual physical refresh of one environment with another. It updates
the Deployment Management data to be consistent with the refreshed physical
occurrence.
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Deployment Management’s Environment Refresh performs the following

functions:

m Identifies open package lines that have migrated through the environment
and are now inaccurate due to the software changes. In the example
described in Figure 7-7, the refreshed environments would be
Development and Test, while the source environment would be
Production. After the physical refresh, these package lines will be
inaccurate due to the software changes no longer being present in the

refreshed environment.

Updates the list of affected package lines as necessary, including adding or

Updates the Deployment Management internal object inventory tables to

reflect the physical refresh. This copies the audit history from the source
environment to the audit history of the refreshed environment. Since they
are now physical matches of each other, their audit history should be the

|

deleting lines from the list.
]

same.
]

Updates the open package lines in the refresh list and resets them so they

are eligible for migration into the refreshed environment again.

Overview of Configuring Environment Refresh

Environment refresh consists of an Environment Refresh window. Typically,
environment refreshes are performed as part of maintaining environments

between test systems.

Figure 7-8. Environment refresh window

rRefresh Group hformstion

() Env Refresh: 30003

5 |=1 3

Refresh Group: |3DDDS
Refreshed B | KINTANA_SERVER
From Env: | KINTAMA_SERVER

E
E

Refresh Lines ] }

Status: |NEW

Created By: [adrmin
Crestion Dete: [September 15, 2006

Refresh Status | Package Mo | Seq |

Object Name |

Chject Type A Cocle | Fromm Step

4

| Bl

Add Line | ‘

Calculate Lines | Update Lines ‘ Cancel Refresh |

OK | | Cancel ‘

Feady
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The following lists the major sections found in the Environment Refresh
window:

Configuring Environments

General Information. General information stores the basic information
for the refresh group, such as the names of the source and refreshed
environment.

Refresh Lines tab. The list of refresh lines includes basic information such
as the package number and the line sequence as well as the refresh status of
the individual line. In addition to viewing refresh line information, several
actions can be performed from the Refresh Lines tab:

o Add Line. Manually adds a new refresh line to the list of refresh lines
for this refresh group. This command generates the list of lines to be
updated (such as a replacement of the calculate lines action), and adds
additional lines to the list that might not be picked up by the calculate
lines logic.

When this action is selected, a prompt to add the refresh line
information through the Add Line window appears (see Figure 7-9). In
this window, enter a package number and select one or more package
lines.

This action can only be performed before the refresh group has been
processed.

Figure 7-9. Add Line window

Package Mumbar: [m E

wiorkdloe [bn durammyworldiow

Package Lines ]

sey | Object Narne | Okject Type | App Code |
1 [foo zip [File Client-=Client | |
2 Jfilet zip [File Client=Client [ |

Ok | | Cancel |

|Enter a Package Number and choose lines to add.

o Include Line and Exclude Line. Use Include Line and Exclude Line to
change the status of each individual refresh line on the list before the
refresh group has been updated. All refresh lines are originally marked
with a refresh status of Pending. When a refresh group is actually
processed, using Update Lines, all lines in the list with a status of
Pending are updated. Any refresh lines with a status of Exclude are not
processed and are only used for reporting purposes.
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This action can only be performed before the refresh group has been
processed.

o View Detail. If a single refresh line is selected in the list, certain details
regarding the refresh line can be viewed. Use this action to open up a
read-only Line Detail window to view the information.

o Open Package. For the complete details on the refresh line and the
parent package, select a single line and click Open Package to navigate
to the Package window and automatically open up the appropriate
package. Then view the complete package as well as perform any
eligible package activities.

m  User Data tab. Each Deployment Management implementation can add
custom fields that are common to all refresh groups. These new user data
fields essentially become additional refresh group header data. These fields
are normally determined during initial system configuration. As part of the
configuration, the layout of the fields is determined. This configuration
includes:

o The look and feel of the field (whether the field is a drop down menu or
auto-complete or free form text)

o The logic behind the field (how is the information in the field
validated)

o Graphic characteristics (such as field height and width and placement
in the tab)

Opening the Environment Refresh Workbench
To open the Environment Refresh Workbench:
1. Log on to PPM Center.
2. From the menu bar, select Administration > Open Workbench.
The PPM Workbench opens.
3. From the shortcut bar, select Deployment Mgmt > Environment Refresh.

The Environment Refresh Workbench opens.
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() Env Refresh Workbench

= .

g Refresh Groug: | LINT=TN INone LI
‘; Created By: | B Status [ALL =
g Refreshed Env: I Fram Enw: I
o

Mewr Env Refresh | SaVE GLErY. | Clear | List

Feady

Configuring General Information for Environment Refreshes

To configure the general information of an environment refresh:

1. From the Workbench shortcut bar, select Deployment Mgmt > Environment

2. Click New Env Refresh to open the Environment Refresh window.

Refresh.

The Environment Refresh Workbench opens.

The Environment Refresh window opens.

(% Env Refresh: 30003 1M [=]
rRefresh Group Infarmation
Retfresh Group: [30003 Status: [Mew
Refreshed Env: [KINTANA_SERVER Bl crested By: [admin
From Env: [KINTAMA_SERVER Bl Crestion Date: [September 15, 2006
Refresh Lines IUser Data |
Refresh Status I Package Mo | Se I Chject Mame I Chject Type App Coce I Frotn Step
4 | =]
Ao Line | Include Line | Exclude Line | e Detail | Dpeh Package |
Calculate Lines | Update Lines | Cancel Refresh | Ok | Save | Cancel |
Raady

3. Fill in the following information:

Configuring Environments

m  Refresh Group. Automatically filled-in.

m Refreshed Env. Select the destination environment to be refreshed.
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®  From Env. Select the source environment.

4. Click Calculate Lines.

This action is non-reversible. Once performed, the status of the refresh
group is changed to Completed.

This action queries all open package lines and generates a list of lines that
have been migrated to the environment being refreshed but not to the
source environment. (After the physical refresh, these package lines will be
inaccurate because the software changes are no longer present in the
refreshed environment). This action only looks for packages using
workflows containing both the source and refreshed environment.

All package lines matching this criteria will be added to the package lines
list for the refresh group.

If the refresh group already contains a list of package lines, this list will be
deleted before the new calculation of eligible lines is performed.

Clicking Calculate Lines can only be performed if the status of the refresh
group is New or Open (which means that no updates have been performed).
If the original status of the group was New, the status is updated to Open
once the package lines are added.

. Click Update Lines.

This action is non-reversible. Once performed, the status of the refresh
group is changed to Completed.

Once all the appropriate package lines have been added to the lines list and
reviewed, this action is used to perform the actual update of the
Deployment Management data. This action performs two activities:

m  The Deployment Management internal object inventory tables are
updated to reflect the physical refresh. This copies the audit history
from the source environment to the audit history of the refreshed
environment. Since they are now physical matches of each other, their
audit history should be the same.

m  All package lines in the refresh lines list that have a refresh status of
Include are reset to be eligible for migration into the refreshed
environment again. This is done using special workflow transitions
from the currently eligible step to the migration step for the refreshed
environment. This allows all the changes that were erased during the
physical refresh to be easily migrated back into the environment. After
each refresh line is updated, its refresh status is updated to Completed.
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6.

The refresh status is now completed.

For refresh groups with a status of New and Open, it is possible to cancel the

) environment refresh. To cancel the environment refresh, click Cancel Refresh. This
sets the status of the refresh group to Cancel, preventing any further action on the
refresh group but allowing the details of the specific refresh group to be queried.

Configuring a Workflow with an Environment Refresh

For this example Development and Test are two IT Governance servers.

To create a workflow environment refresh:

1.

Configuring Environments

From the Workbench shortcut bar, select Configuration > Workflows.

The Workflows Workbench opens.

. Click New Workflow to open a new workflow.

A Workflow window opens.

. In the Workflow window, fill in the required information.

. In the Workflow window, select the Layout tab.

From the Workflow Step Sources window, drag a Deployment
Management execution step onto the Layout tab.

The Workflow Step window opens.
In the Workflow Step window, complete the required fields.
m  Type Development in the Source Environment field.

m  Type Test in the Dest Environment field.

. From the Workflow Step Sources window, drag another Deployment

Management execution step onto the Layout tab.

The Workflow Step window opens.

In the Workflow Step window, complete the required fields.
m  Type Test in the Source Environment field.

m  Type Development in the Dest Environment field.

Add a transition from the first Deployment Management execution step to
the second Deployment Management execution step.

The Step Transitions window opens.
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10.
1.

12.
13.

14.
15.

Complete the information in the Step Transitions window.

From the Workflow Step Sources window, drag a Deployment
Management Close step onto the Layout tab.

The Workflow Step window opens.
In the Workflow Step window, complete the required fields.

Add a transition from the second Deployment Management execution step
to the Deployment Management Close step.

The Step Transitions window opens.
Complete the information in the Step Transitions window.

Save and close the workflow.
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Configuring a Package with an Environment Refresh

To create a package environment refresh:

1.

Configuring Environments

From the Workbench shortcut bar, select Deployment Mgmt > Packages.
The Package Workbench opens.

Click New Package to open a new package.

The Package window opens.

Fill in the required Package information.

m  Select the Workflow configured in Configuring a Workflow with an
Environment Refresh.

In the Package window, click New Line to add a line to the package.
The Add Line window opens.

In the Object Type ficld, select File Migration.

In the Add Line window, complete the remaining fields.

Click Submit and run the package through to completion.

It might be necessary to manually set the override status to Succeed in the
Status tab.
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8 Configuring Notitication Templates

In This Chapter:

Overview of Notification Templates
Opening the Notification Template Workbench
o Deleting Notification Templates
m Creating Notification Templates
o Configuring Ownership of Notification Templates
o Deleting Ownerships from Notification Templates
Configuring Notification Intervals
Checking the Usage of Notification Templates
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Overview of Notification Templates
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Notification templates are preconfigured notifications that can be used to
quickly construct the body of your message (see Figure 8-1). Notification
templates are used with the following PPM Center entities:

Tasks
Projects
Requests
Packages
Releases
Workflows

Reports

Figure 8-1. Notifications Template window

Notification Template : Standard Message 9 =] E3

Template Name: |(Eel

andard b 2

Motification Scope: |

Motification Format: |

L] L

Enabled: - Default: =

— | | |
ReplyTnl | ‘ ‘
Suhject: |IT Governance - Change Management Alert
Body:

Description: [ PEG.DESCRIPTION] ~|
Workflow: [WF. WOREFLOW_NAME ]

Workflow Step: [WF5.STEF_N0]. [UFS.STEP_NAME]

Priority: [ PEG. PRIORITY HAME] Z‘

Awailable Tokens Linked Tokens
Token hlame Token Cal# Token Mame Token

Execution Batch ID [WST.EXECUTION_BAT = 1 PEGL Seq [PKGL.SEQ]

Hidden Status WST.HIDDEM_STATUS. 2 PKGL Object Mame [[PKGL OBJECT_NAME]

Last Updated By [WET.LAST_UPDATED_ «|=#|3 PKGL Ohject Type [[PKGL.OBJECT_TYPE]

Object Revision [PKGLOBJECT_REWVISI 4 Last Updated By ST LAST _UPDATED_BY I

Ohject Twpe ID

[FKGL.OBJECT_TYPE_I

Ohject Type Wiarkben:

ch URL _|[PKGLWORKBENCH_C ~ |

<

o

‘ Used

By Ownership ‘

{ M

23
Ok Cancel

|Ready (Read-Only, See

iof Data)
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Opening the Notification Template Workbench
To open the Notification Template Workbench:
7. Log on to PPM Center.
8. From the menu bar, select Administration > Open Workbench.
The PPM Workbench opens.
9. From the shortcut bar, select Configuration > Notification Templates.

The Notification Template Workbench opens.

Hotification Template Workbench 1 =]

GE; Query: INDne ;I
i Template Name: I

E Motfication Scope: [ALL | Enabect [aLL =l
x

Mewy Motification Template Save Cuery | Clear | List I

Feady

Deleting Notification Templates

You can not delete notification templates that are referenced from an existing
notification. To delete a notification template you must first remove these
references. Referenced notification templates can be disabled. To see if a
notification template is references, see Checking the Usage of Notification
Templates on page 245.
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Creating Notification Templates

To create a new notification template:

1. From the Workbench shortcut bar, select Configuration > Notification
Templates.

The Notification Template Workbench opens.
2. Click New Notification Template.

The Notification Template window opens.

Notification Template : Standard Message 19 =] E3
Template Mame: |SENbEE ge
Maotification Scape: | J
Maotification Format: | J
Enahled: & o Default © o
From: | | ‘ ‘
RepIyTa| |
Subject |IT Gavernance - Change Management Alert
Body:
Description: [ PEG. DESCRIPTION] B
Workflow: [WF. WOREFLOW_HAME ]
Workflow Step: [WFS.STEP NO0]. [WES.STEP HAME]
Priority: [ PEG. PRIORITY_HAME] -
Awailable Takens Linked Tokens
| Token Name Token Colt Token Name Token
Execution Batch ID [WST.EXECUT\ON_EATE‘ 1 PKGL Seq [PKGL.SEQ]
Hidden Status [WSTHIDDER_STATUS. 2 PKGL Object Mame [PKGL OBJECT_MNAME]
Last Updated By [WET.LAST UPDATED_ *|=|3 PKGL Object Type [[PKGL.OBJECT_TYPE]
QOhject Revision [PKGL.OBJECT_REVISI 4 Last Updated By [[WET LAST_UPDATED_BY_I
Object Type 1D [PKGLOBJECT _TVPE_|
Ohject Type Workbench URL [PKGLWORKEENCH_C'\
] [ ] 4 [
4+
‘ Used By | Ownership ‘ [s]}8 Cancel
[Ready (Read-Only, Seed Data)

3. Enter the information specified in the following table.
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Field Name

Description

Template
Name

Enter the name of the new naotification template.

Notification
Scope

Include the product section where this notification template is to be
used. In the list, select one of the following:

s Packages

= Projects

= Release Distribution

= Reports

= Request Field Changes
= Requests

s Task Dates

m Task Exceptions

The default notification scope is Packages. Selecting another
notification scope changes the format of the notification template.

Notification
Format

Include the format of the body of the notification. In the list, select
one of the following:

e Plain Text
e HTML

Enabled

Make the notification template available to the system. To make the
notification available to the system, select Yes.

Default

Make the notification template the default notification template for
the system. To make the notification template the default notification
template, select Yes.

4. Enter a From address.

a. In the Notification Template window, in From, click Choose.

The Email Header Field window opens.

b. Select the recipient category.

The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if Enter an
Email Address is selected from the list, then it is necessary to enter an
Email Address. If you select User Defined Token, click Tokens to bring
up a complete list of available tokens or type in a specific token.

Configuring Notification Templafes
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e.

a.

(D Email Header Field

(D Email Header Field

Ernail Address:

Type: |Email Address

(D Email Header Field

Enter a Username b

Username: I

Type: |Username

User Defined Token:

Type: \User ID v

[ Tokens | [ ok [ cance

|Ready |Ready

Enter the appropriate information in the required field.

If a user defined token has been entered, select the token type that
corresponds to the evaluated token value.

In the Email Header Field window, click OK.

5. In the Notification Template window, enter a Reply address, as follows:

Next to From, click Choose.
The Email Header Field window opens.
Select the recipient category.

The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if Enter an
Email Address is selected, then it is necessary to enter an Email
Address. If User Defined Token is selected, click Tokens to bring up a
complete list of available tokens or type in a specific token.

Enter the information in the required field.

. If User Defined Token is entered, select the token type that corresponds

with the evaluated token value.

e. In the Email Header Field window, click OK.
6. In the Body field, enter the body of the notification text.

Make sure the format of the body of the notification is the same as
specified in Notification Format. HTML notifications for HP Deployment
Management must include the token ‘[NOTIF.NOTIFICATION _
DETAILS]’ within the <body> tags to incorporate linked tokens.
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Hotification Template : Standard HTML Message = [=]E3
Standard HThiL Me 2

Termplate Mame

Motifieation Scope: | =]
Notifieation Format | =]
Enazbled: o Default & o
From: | |
RepIyTu:| |
Subject: |IT Governance - Change Management Alert
Bady:
<L d
<td colspan="2"3[NOTIF.NOTIFICATION_DETAILS ]</td>
</trr o
“/table> j

Use the token [NOTIF.MOTIFICATION_DETAILE] to include an HTML table of linked tokens for associated
Package lines.

Awailable Tokens Linked Tokens
Taken MName Caolg Token MName T
Execution Batch ID DNST.EKECS 1 PKGL Geq [PKGL.SEQ]
Hidden Status [AWST.HIDD 4|2 PIGL Object Name |[FRGL.OBJECT,
|_ast Updated By [WST.LAST. 3 PKGL Object Type |[PKGLOBJECT
Cbject Revision [PEGL.OBJE - 4 Last Updated By WET.LAST UP
e ——— — q ‘ ﬂ
23
| Used By | Ownership ‘ 0K | | Cancel |

[Ready (Read-only, Seed Data)

7. In the Body field, add tokens to the body of the text.
To add tokens to the body of the notification template:
a. Click Tokens.
The Token Builder window opens.
b. Select a token.

c. Inthe Token field, copy the name of the token and paste the name in the
Body field.

d. Click Close.
8. Configure the ownership of the notification template.

For detailed information about how to configure the ownership of the
notification template, see Configuring Ownership of Notification
Templates on page 242.

9. Click OK.
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Configuring Ownership of Notification Templates

Ownership groups are defined by adding security groups to the Ownership
window. If no ownership groups are associated with the entity, the entity is
considered global and any user with the edit access grant for the entity can edit,
copy or delete it. For more information about access grants, see the Security
Model Guide and Reference.

If a security group is disabled or loses the edit access grant, members of that
group can no longer edit the entity.

To configure the ownership of a notification template:

1. From the Workbench shortcut bar, select Configuration > Notification
Templates.

The Notification Template Workbench opens.
2. Open a notification template.

The Notification Template window opens.

MNotification Template : Standard HTML Message = =] 3
Template Marme: | EEGREELSUILIN e
Motification Scope | J
Motification Format | J
Enabled: i Default & i
From | |
Reply To:| [
Subject. |IT Govemance - Change Management Alert
Body:
£Etr> j
<td colspan="2">[NOTIF.NOTIFICATION DETAILS]</td-
<£/tr» iy
</tahlex j

Use the token [MOTIF.MOTIFICATIORN_DETAILS] to include an HTML tahle of linked tokens for associated
Package lines.

Available Tokens Linked Tokens
Token Mame Col# Token Mame T
Execution Batch 1D [WST E)(ECS 1 PKGL Seq [PKGL.SEG]
Hidden Status [WST.HIDD 4= =2 PKGL Ohject Name |[PKGL.OBJECT
Last Updated By [3T.LAST 3 PKGL Chiect Tyne  |[PRGLOBJECT
Ohject Revision [PKGL.OBJE 4 Last Updated By |WST.LAST_UP
e T q ‘ ﬂ
4+ ¥
| Used By | Ownership ‘ Ok | | Cancel |

[Ready (Read-Only, Seed Data)

3. At the bottom of the window, click Ownership.

The Ownership window opens.
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4. Select one of the following ownership options:

m  All users with the Edit Notification Template access grant

m  Only groups listed below that have the Edit Notification Template
access grant

If Only groups listed below that have the Edit Notification Template access
grant is sclected:

a. Click Add.
The Add Security Groups window opens.
b. In the Security Groups field, select the security groups.
c. Click OK.
The Ownership tab lists the selected security groups.
5. Click OK.

The changes to the notification template are saved.

Deleting Ownerships from Notification Templates
To delete an ownership:

1. From the Workbench shortcut bar, select Configuration > Notification
Templates.

The Notification Template Workbench opens.
2. Open a notification template.
The Notification Template window opens.
3. Click Ownership.
The Ownership window opens.
4. Select an ownership to remove.
5. Click Remove.

6. Click OK.
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Configuring Notification Intervals

To create a new notification template:

1. From the Workbench shortcut bar, select Configuration > Notification
Templates.

The Notification Template Workbench opens.
2. From the menu, select Notification Templates > Intervals.

The Notification Intervals window opens.

Interval Name Interyal Description Enahled
8:00 Ab Daily W-F Send email messages once daily at 800 At |Y
Hourly M-F Send email messages every hour, Monday - .. [Y
Immediate Send notification immediately upon event [

|3 Motification Interval Records Loaded

3. Click New.

The Notification Interval: New window opens to the Interval tab.

(D Notification Interval : New

Interval I Used Byl
Irterval Marne: [ |

Description:| |

Interval Type: |F’ermdic |
Start Tirne: [

End Time: |

Tirne Interval (Hours): | |
Days: []Sun [¥] Man [¥] Tue [¥#] ¥ved [¥] Thu [¥] Fri [sat

Enahled: () Yes ) Mo

I Ok H Save ” Cancel

Ready
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4. Enter the information specified in the following table:

Field Name

Description

Interval Name

Name assigned to the interval.

Description

(Optional) Description of the interval.

Interval Type

For internal use. This is always set to Periodic, unless Immediate
Interval is used.

Start Time

Time to start sending out notifications and to start counting down
the time interval until the next batch.

End Time

Time to stop sending out notifications.

Time Interval
(Hours)

Number of hours to wait after the Start Time or the last batch sent,
before sending out the next batch of notifications.

Days

Used to select which days on which this interval is to execute.

Enabled

If set to Yes, this interval is selectable. If set to No is set, this
interval is unavailable.

5. Click OK.

6. Click Close.

The new notification interval can now be used in any workflow step

notification.

If notifications are sent at an hourly or daily interval, there are sometimes
several notifications pending for a particular user. In this case, all notifications
are grouped together in one email message. The subject of each notification is
displayed in a Summary section at the top of the email message.

Checking the Usage of Notification Templates

To check the usage of a notification template:

1. From the Workbench shortcut bar, select Configuration > Notification

Templates.

The Notification Template Workbench opens.

2. Open notification template.

The Notification Template window opens.

Configuring Notification Templafes
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Hotification Template : Standard HTML Message

Termplate Mame

Motifieation Scope: |

Notifieation Format |

Lol L4

Enazbled: o Default & o
From: | |
RepIyTu:| |
Subject: |IT Governance - Change Management Alert
Bady:
<L d
<td colspan="2"3[NOTIF.NOTIFICATION_DETAILS ]</td>
</trr o
“/table> j

Package lines.

Use the token [NOTIF.MOTIFICATION_DETAILE] to include an HTML table of linked tokens for associated

Available Tokens

Linked Tokens

Taken MName

Execution Batch ID

[MWST.EXEC

Hidden Status

DNST.HIDDS |

Last Updated By

ST LAST

Cbject Revision

K

[PKGL.OBJE
e

| Used By | Cwnership ‘

Colf

Token MName

T

PKGL Geg [PKGL.SEQ]

PGL Ohject Name [[PKGLOBJECT,

PKGL Object Type |[PKGLOBJECT

HENE

Last Updated By WET.LAST UP

OK|

7]
23

| Cancel |

[Ready (Read-only, Seed Data)

Click Used By.

The Used By window opens and lists all references to the notification

template.

Click OK.

In the Notification Template window, click OK.
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9 Contiguring User Data

In This Chapter:

m  Overview of User Data
o Referring to User Data
o Migrating User Data

m]

Overview of Configuring User Data

Opening the User Data Workbench
Configuring General Information for User Data Types
Creating User Data Fields

[m]
m]
[m]
[m]

Copying a Field Definition

Editing User Data Fields

Configuring User Data Field Dependencies
Removing Fields

m  Configuring User Data Layouts

m]

[m]
m]
m]

Changing Column Widths
Moving Fields

Swapping Positions of Two Fields
Previewing the Layout
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Product entities such as packages, workflows, requests, and projects include a
set of standard fields that provide information about those entities. While these
fields are normally sufficient for day-to-day processing, you can use “user data
fields” to capture additional information specific to organizations. For
example, if you want to include an additional field on every package, you can
open Validation Value User Data and define the extra field. The field would
then be displayed on the User Data tab for a validation.

You configure user data types from the User Data Workbench in the User Data
Context window. In Figure 9-1 the Results tab in User Data Workbench shows
a partial list of the available user data types.

Figure 9-1. User data types

User Data Workbench 1 =]
E User Data Type Scope Context Field Context Yalue Enahled
é Resource Pool User Data Glahal i B |
P Security Group User Data Global i
5 |Skill User Data Global i
2 |Staff ProfLine User Data Glahal i
& __|staming Profile User Data Global [
Task User Data Global u
User User Data Global i
Validation Value User Data G Validation Mame i
Validation Value User Data dation Name COMMECTION_PR.. Y
Validation Value User Data Context Yalidation Mame DATA_MASE i
Validation Value User Data Context Walidation Mame TRANSFER_PROT.. |7V
‘Workflow Step User Data Global i
‘Workflow User Data Global i 7
‘ B0
e | Cpen ‘ Copy | Delete ‘ Refresh |
32 User Data Cortext Records are loaded.

Each user data type consists of the following four components, all of which are
required to fully define a user data type. The following lists these components:

m  User Data Type. This column lists the user data type. PPM Center creates
all of these. You cannot create new user data types. However, you can
define fields for a user data type.

m  Scope. This column lists the scope of the user data type field. The two
possible values are:

o Global. If the scope is global, the User Data tab for every designated
entity contains the defined field.

o Context. This is a context-sensitive user data type field. If the scope is
context, the defined user data field is added only to the User Data tab of
entities with specific Context Field and Context Value definitions.
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m  Context Field. This column lists the name of the context-sensitive field. It
applies only to user data type fields with context scope. Because only one
Context Field value is available for each user data type, the cells in this
column are populated automatically.

m  Context Value. This column lists the value (context) for the
context-sensitive field. It applies only to user data type fields with a context
scope. You cannot create a new context value. You can only assign an
existing one.

You can define up to 20 user data type fields for display on the User Data tab of
the defined entity. You can configure the major attributes of each field,
including its graphical presentation, the validation method, and whether it is
required.

Referring to User Data

Once a user data field is created, you can refer to it from other parts of the
product by its token name, proceeded by the entity abbreviation and the user
data (UD) qualifier. For example, Validation Value User Data might have a
field name of Class Name, a token value of CLASS NAME, and a user data
qualifier of USER_DATAL.

Migrating User Data

For any configuration entity with user data type fields, the data in the user data
type fields is migrated along with the entity.

m If two instances have identical user data configurations, then the user data
is migrated correctly.

m If two instances do not have identical user data configurations, then the
user data is mapped to the data model according to the storage
configuration in the source instance. Check to make sure that the two
instances have the same user data fields. Otherwise, you must correct the
user data after migration.

m [fthe user data is context-sensitive, then a corresponding context-sensitive
configuration must exist in the destination instance, or the migration fails.

m  User data fields that have hidden and visible values can cause problems. If
the hidden value of a user data field refers to a primary key (such as
Security Group ID) that is different in the source and destination instances,
the migrator does not correct the hidden value. In this case, you must
correct the user data manually, after migration.
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Overview of Configuring User Data

This section provides information about the main components of the User Data
Context window.

m  General information. This section displays basic information about the
user data, including as the user data type and the user data context value.
For more information, see Configuring General Information for User Data
Types on page 251.

m  Fields. Used to create additional fields for a user data type. See Creating
User Data Fields on page 253.

m  Layout. Once all of the fields are created for a user data type, the layout of
those fields can be configured on the Layout tab. See Configuring User
Data Layouts on page 262.

Opening the User Data Workbench
To open the User Data Workbench:
1. Log on to PPM Center.
2. From the menu bar, select Administration > Open Workbench.
The PPM Workbench opens.
3. From the shortcut bar, select Configuration > User Data.

The User Data Workbench opens.

User Data Workbench =10

Ciery INone ﬂ
| Enabient [aLL

User Data Type: IALL

My User Data Contesxt | Save Guery | Cleat | List I

Feady
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Configuring General Information for User Data Types

To configure the general information for a user data type:

1. From the Workbench shortcut bar, select Configuration > User Data.

The User Data Workbench opens.

2. Select an existing user data type or create a new user data type.

To configure a global user data type, you must open an existing user data
type such as Skill User Data, which already exists PPM Center.

When configuring a context-sensitive user data type, you can select an
existing context-sensitive user data type or click New to create a

context-sensitive user data type.

The User Data Context window opens.

User Data Context : ¥alidation Value User Data = [=] 3
E

(ECTE RIS [ lidation Value User Data
EE}

Contesxt Figld: IVandanon Mame Contesxt Valle ICONNECTION_PROTOCOL

Enabled (% r~ Scope: | Gontext

Meta Layer Wisw: | |

Field= ] Laymu{]
Promgt | Taoken User Data Col. | Dizplayed | Componert Type | Walidation | Requlred| Display: Only |
Class Mame: [CLASS_M.. [USER_DATA1 [ [Text Area [TextArea [N [
Ok ‘ ‘ Cancel |

Feady (Read-Only, Seed Deta)
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3. Enter the information specified in the following table:

Field Name Description

Selects the name of the user data type. For global user
data types, this field is automatically populated.

For context-sensitive user data types, select the
context-sensitive user data type from the list. You can
choose one of the following context-sensitive user data
types:

m Package User Data

= Validation Value User Data

User Data Type

The name of the context-sensitive field. This field is
disabled for user data types where Scope = Global. This
field is automatically filled in for context-sensitive user data.
Context Field The following lists the User Data Types and the Context
Field:

m Package User Data - Priority
= Validation Value User Data - Validation Name

Selects the value for the Context Field. This field is
disabled for user data types where Scope = Global. For
context-sensitive user data types, select the context value
Context Value from the list. Only one Context Value can be defined at a
time. For example, you cannot have two context-sensitive
user data types with the same Context Field and Context
Value (such as Priority = Critical).

Indicates whether or not the user data type is available to

Enable PPM Center.

The category of user data type. This field is automatically
filled in based on the user data type. The possible scopes
for a user data type are:

e Global. The standard user data type scope. When
Scope = Global, every designated entity has the defined
field added to the User Data tab.

e Context. A context-sensitive user data type. When
Scope is defined as Context, only those entities with the
correct Context Field definition and Context Value
definition receive the defined user data field.

Scope

Meta layer views relate information specific PPM Center.
For example, the reporting meta layer view MREQ_

Meta Layer View OPENED_CLOSED_BY_TYPE_D provides summary
information for request submission and completion activity,
broken down by request type and by calendar day.
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4. Do one of the following:

m  To save the changes and close the User Data Context window, click
OK.

m  To save the changes and leave the window open, click Save.

Creating User Data Fields

) Not all user data field types have Dependency and Security tabs.

To create a new user data field:
1. From the Workbench shortcut bar, select Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.
3. Click New.

The Field window opens.

(D Field: New
Description: | |
Enablect @ “es O Mo
Cotmponent Type: |Mone |I
Waldation E
ultiselect:
Adtributes I Default | Dependencies I
Uzer Data Col. |USER_DATA1 | Digplay Only: |Never V|
Display: @ Mes O Mo Recuire: |Never V|
Copy From... [ Ok ] [ Cancel

I|Readv
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4. Enter the information specified in the following table:

Field Name Description

Field Prompt The prompt visible for the user data field in the request.

An uppercase text string used to identify this field. The token
Token name must be unique for the specific user data. An example of
a token name is ASSIGNED _TO_USER ID.

Description A description of the user data field.

Enabled Indicates whether or not the field is turned on for this user data.

Indicates the validation logic to determine the valid values for
Validation this field. This could be a list of user-defined values, a rule that
the result has to be a number, and so on.

Defines the visual characteristics of the field (list, free form text
Component Type | field, and so on). This is derived from the selected validation.
This field is read-only.

Indicates whether or not the field lets users select more than
Multiselect one entry. Only valid for fields with an auto-complete
component for the validation.

5. Click the Attributes tab.

6. Enter the information specified in the following table:

Field Name Description

Indicates the internal column in which the field value is to
be stored. These values are then be stored in the
corresponding column in the table for the given entity (such
User Data Col as KNTA_USERS for the users entity).

User data provides the ability to store information in up to
20 columns, thus allowing for up to 20 fields. No two fields
in user data can use the same column.

Indicates whether the field is read-only. Select Use
Display Only Dependency Rules to use the logic defined on the
Dependencies tab.

Display Indicates if the user sees this field on the User Data tab.

Indicates whether the user must specify a value for this
Required field. Select Use Dependency Rules to use the logic
defined on the Dependencies tab.
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7. Click the Defaults tab.

8. Enter the information specified in the following table:

Field Name Description
Defines if the field will have a default value. Either default
Default Type the field with a constant value or default it from the value in
another user data field.
- If a default type of Constant is selected, the constant value
Visible Value
can be entered here.
To default from another field, choose the token name of
that field. When using this user data, every time a value is
Depends On

entered or updated in the source field, it will automatically
be entered or updated in this destination field.

9. Click the Dependencies tab.

10. Enter the information specified in the following table:

Field Name Description
Clear When ____ Indicates that the current field should be cleared when the
Changes specified field changes.
Indicates that the current field should only be editable
when certain logical criteria are satisfied. The field
Display Only When functions with two adjacent fields, a list that contains logical

qualifiers, and a text field. To use this functionality, select
Use Dependency Rules in the Attributes tab.

Required When

Indicates that the current field should be required when
certain logical criteria are satisfied. The field functions with
two adjacent fields, a list that contains logical qualifiers,
and a text field. To use this functionality, select Use
Dependency Rules in the Attributes tab.

Configuring User Data
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11. To specify the users who can view and edit this field:
a. Click the Security tab.
b. Click Edit.
The Edit Field Security window opens.

c. Enter the information specified in the following table:

Field Name Description

Checking this option allows all users to see the field. If this
option is not checked, you can set who can see the field.
The default is for all users to be able to see a field. If this
option is not checked, the Select User/ Security Group that
Visible to all users can view this field is enabled.

Deselecting the Visible to all users or Editable by all
users checkboxes enables the Select Users/Security
Groups that can view this field section of the Edit Field
Security window.

Checking this option allows all users to edit the field. If this
option is not checked, you can set who can edit the field.
The default is for all user to be able to edit a field.

Editable by all users | De-selecting the Visible to all users or Editable by all
users checkboxes enables the Select Users/Security
Groups that can view this field of the Edit Field Security
window.

To select the format for specifying users to grant visibility
and edit permission, use the Enter a Security Group field.
The field displays the formats to choose users. The list
dynamically updates the Security Group Validate
auto-complete.

The choices are:
e Enter a Username. Select a specific user a to see and/

Enter a Security or edit the field. The user must have an email address.
Group e Enter a Security Group. Select a specific security
(list) group to see and/or edit the field.

o Enter a Standard Token. Select a standard token to
see and/or edit the field.

o Enter a User Defined Token. Select a user defined
token to see and/or edit the field. Selecting the Enter a
User Defined Token format enables the Tokens button.

Selecting an item from the Enter a Security Group list
dynamically updates the Enter a Security Group field.
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Field Name Description

Provides a field for specifying the recipient. If the Enter a
Security Group field displays:

e Enter a Username, then the Validate: Username
window is returned.

e Enter a Security Group, then the Validate: Security

Security Group Group window is returned.
e Enter a Standard Token, then the Validate: Standard
Token window is returned.
o Enter a User Defined Token, then the Validate: User
Defined Token window is returned.
12. Click OK.

The Field window displays the new field.
13. Click OK.

Copying a Field Definition

You can streamline the process of adding fields by copying the definitions of
existing fields.

To copy a field definition:
1. From the Workbench shortcut bar, select Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.
3. Click New.
The Field window opens to the Fields tab.
4. Click New.
The Field: New window opens.
5. Click Copy From.
The Field Selection window opens.

6. Enter the required information.

Configuring User Data 257



7. Click Copy From.

The Field Selection window refreshes with fields matching the search

criteria.
() Field Selection ®
Prompt: Product; |ALL v
Token: Companent Type: ALL ~ | Walidation: E

Used By Entity: |

Guery Results

Prompt Token Product Walidstion

WWorkilow: F_WORKFLOW_ID All Products RFT - Reguest Workflow A

Report Title: P_REPORT_TITLE All Products Text Field - 200

Run Import: P_RUMN_IMPORT Deployment Management |Radio Buttons (M)

Show Successul Transactions: F_SHOW_SUCCESSFUL_TRANSA . |Deployrment Management [Radio Buttons (i)

Source Code FP_SOURCE_CODE Deployment Management |Text Field - 40

Group Id: P_GROUP_ID Deployment Management [Mumeric Texd Field

Run Irmport: P_RUN_IMPORT Deployrnent Management [Radio Buttons (Y

Memhber of Org Unit: ORG_UNIT All Products Text Field - 200

WMember of Security Group: SECURITY_GROUP Al Products Text Field - 40

First Marme: FIRST_MAME All Products Text Field - 40

LastMame: LAST _NAME All Products Text Field - 40

Title: TITLE All Products RSC - Resource Title

Location: LOCATION Al Products REC - Location

Reguest Type To: P_TO_ITYFE Demand Management CRT - Reguest Type Nar

File Extension: P_FILE_EXTEMTION Demand Management Text Field - 40

Show Fields: FP_SHOW PARMS Demand Management es Mo Radio Buttons

Show Statuses P_SHOW_STATUSES Cemand Management Yes Mo Radio Bultons o
Mz Rows | 200 Cancal ] [ Clear ] [ List 1

|200 Pararmeter Set Field Records are loaded. Query results limited by rmay rows pararmeter.

8. Select a field to copy.

You can query fields using several criteria, including the token name or
field prompt. You can also perform more complex queries. For example,
you could list all fields that reference a specific validation or all fields that
a specific entity uses.

9. Select the field to copy, and then click Copy.

10. Make any necessary changes, and then click OK.

Editing User Data Fields
To edit an existing field:
1. From the Workbench shortcut bar, select Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user data type.

The User Data Context window opens to the Fields tab.
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3. Select the field to edit, and then click Edit.

The Field window opens.

D Field: New ®

Figld Protmpt: Token:

Description: | |

Enshled: @ Yes O Mo

Componert Type: (Fone |I
Walcketion
hiultiselect:
Adtributes I Default | Dependencies |
Uzer Dsta Cal.: |USER_DATA1 | Digplay Only: |Never V|
Display: (*) Yes ) Mo Required: |Never V|
Copy From... [ Ok ] [ Cancel

I|Ready

4. Make the required changes.

Be sure to include the Attributes, Default, and Dependencies tabs. For
information about these tabs, see Creating User Data Fields on page 253.

5. Click OK.

6. In the User Data Context window, click OK.

Configuring User Data Field Dependencies

Field behavior and properties can be linked to the value of other fields defined
for that entity. A Report Type field can become required when the value in
another field in that report type is Critical.

You can configure a field to:
m  Clear after the value in another field changes.

m  Become read-only after another field meets a logical condition defined in
Table 9-1.

m  Become required after another field meets a logical condition defined in
Table 9-1.

Configuring User Data 259



Table 9-1. Field dependencies

Logical Qualifier Description

A 1like condition looks for close matches of the value to

Like the contents of the field chosen.

A not 1like condition looks for contents in the selected

not like field that are not close matches to the value field.

An is equal to condition looks for an exact match of the

is equal to value to the contents of the field chosen.

An is not equal to condition is true when there are no

is not equal to results exactly matching the value of the field contents.

An is null condition is true when the field selected is
blank.

is null

An is not null condition is true when the field selected

is not null is not blank.

An is greater than condition looks for a numerical

i ter th . :
+5 dreater an value larger than the value entered in the value field.

An is less than condition looks for a numerical value

is 1 th . .
tS Less an below the value entered in the value field.

An is less than equal to condition looks for a
numerical value below or the same as the value entered in
the value field.

is less than
equal to

An is greater than equal to condition looks for a
numerical value larger than or the same as the value
entered in the value field.

is greater than
equal to

To configure a user data field dependency:
1. From the Workbench shortcut bar, select Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.
3. Select the field, and then click Edit.

The Field window opens.
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4. Click the Dependencies tab.

(D Field: New =
Field Prompt; [| Taken:
Description:

Enahled: @ Yes O Mo

Componert Type: |Fone

Walickatian

ultiselect:

Aﬂribmasl Defautt Dependencies |
Clear When The Following Changes: None w
Display Only When: (MNone ¥ | |like

Required When: (MNone v [ |like

Gl Lows

I|Readv

5. Set the field dependencies, as follows:

m In the Clear When field, select a field name to indicate that the current

field is to be cleared if the selected field changes.

In the Display Only When field, select a field name to display the field
only (for example, not editable) if specific logical criteria are satisfied.
This field functions with a list that contain logical qualifiers and with
another field that dynamically changes to a date field, list, or text field,
depending on the validation for the selected field.

In the Required When field, select a ficld name to indicate that the field
is to be required if certain logical criteria are satisfied. This field
functions with a list that contains logical qualifiers and with field that
dynamically changes to a date field, list, or text field, depending on the
validation for the selected.

6. Click OK.
7. In the Field window, click OK.

8. In the User Data Context window, click OK.
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Removing Fields

To permanently remove a field from a user data type:
1. From the Workbench shortcut bar, select Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.
3. Select the field to remove, and then click Remove.

4. Click OK.

Configuring User Data Layouts

The layout of user data fields can be changed in the Layout tab of the User Data
Context window.

Figure 9-2. User Data window Layout tab

User Data Context : ¥alidation Value User Data 1= [=] E3

(TR IR | o il ation Walue User Data E

Context Field: IVandanon Mame Context Walue: ITRANSFER_F’HOTOCOL E

Enabled (* ~ Scope: | Gontext

Meta Layer Wi |

Fieloz  Layout ]

LI Class Marne
LI Transfer Type:

Field Width Component Lines Move Field |4 | 4=|=» r
Preview
Ok | | Cancel |

Feady (Read-Only, Seed Data)
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Changing Column Widths

To change the column width of a field:

1. From the Workbench shortcut bar, select Configuration > User Data.
The User Data Workbench opens.

2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.

3. Click the Layout tab.

4. Select the field.

5. In the Field Width field, select either 1 or 2 inches.

The Layout editor does not let you make changes that conflict with another
field in the layout. For example, you cannot change the width of a field
from 1 to 2 if another field exists in column two on the same row.

Additionally, for fields of component type Text Area, it is possible to
determine the number of lines the text area will display. Select the Text
Area type field and change the value in the Component Lines attribute. If
the selected field is not of type Text Area, this attribute is blank and
read-only.

6. Click OK.

Moving Fields
To move a field or a set of fields:
1. From the Workbench shortcut bar, select Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.

3. Click the Layout tab.
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4. Select the field.

To select more than one field, press shift and then select the first and last
fields in a set. You can only select a adjacent fields.

You cannot move a field to where another field exists.
5. Use the arrow pointers to move the fields in the layout builder.

6. Click OK.

Swapping Positions of Two Fields
To swap the positions of two fields:

1. From the Workbench shortcut bar, select Configuration > User Data.
The User Data Workbench opens.

2. Select an existing user data type or create a new user data type.
The User Data Context window opens to the Fields tab.

3. Click the Layout tab.

4. Select the field.

5. Select the Swap Mode option.
An S is displayed in the option section of the selected field.

6. Double-click the field to swap positions with the selected field.

7. Click OK.

Previewing the Layout
You can check to see what the layout looks like to users.
To preview field layout:
m In the User Data Content window, on the Layout tab, click Preview.

A window shows a preview of the fields as they are to be displayed.
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Figure 9-3. Preview mode

() Field Layout Preview E

Class Mame:

Tranzfer Type: | QSN

[Ready

If all fields have a width of one column, all displayed columns automatically

span the entire available section when an entity of the given user data is viewed
or generated.

Hidden fields do not affect the layout.

Configuring User Data 265



266 Chapter 9



A Worksheets

In This Appendix:

Configuration Workflow Worksheets

Execution Workflow Step Worksheets

Decision Workflow Step Worksheets

Subworkflow Workflow Step Worksheets

Object Type Configuration Sheets

o Example of Completed Object Type Configuration Sheets
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Table A-1. Workflow skeleton

I

Step Name

Description

Type

Transition
Values
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()]

—_
»

—_
~

N
(0]

-
[(e]

20

a. Type = Workflow Step Type: Decision (D), Execution (E), Condition (C), Subworkflow (S)
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Execution Workflow Step Worksheets

Worksheets

Table A-2. Workflow step [execution], step number

Step Field Value

Step Name

Goal/Result of Step

Validation See Table A-3.

Execution Type

See Table A-4.

Processing Type

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):

m User Name
m Standard Token
m User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
= Username

Email Address
Security Group

m Standard Token

m User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)

Authentication Type (if Y)
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Table A-3. Workflow step [execution], step number validation

Validation Information

Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on)

Validation Definition (list of
values or SQL)

Table A-4. Workflow step [execution], step number execution type

Execution Type

Value

Built-in Workflow Event:

m Execute Commands

m Close

= Jump/Receive

m Ready for Release
Return from Subworkflow

PL/SQL Function

Token

SQL Statement

Workflow step commands
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Decision Workflow Step Worksheets

Worksheets

Table A-5. Workflow step [decision], step number

Step Valve

Step Name

Goal/Result of Step

Validation See Table A-6.

Decisions Required
(Vote on Step’s outcome?)

= One
m At Least One
m All

Timeout (Days)

Security (who can act on step):

m Security Group

m User Name

m Standard Token

m User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
m Username

= Email Address

m Security Group

= Standard Token

m User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)

Authentication Type (if Y)
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Table A-6. Workflow step [decision], step number validation

Validation Information

Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on)

Validation Definition (list of
values or SQL)

Subworkflow Workflow Step Worksheets

Table A-7. Workflow step [subworkflow], step number (page 1 of 2)

272

Step

Definition

Step Name

Goal/Result of Step

Validation*

Vote on Step’s outcome?

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):

= Security Group

= User Name

m Standard Token

m User Defined Token

Include Notification (Yes/No)

Notification Event
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Worksheets

Table A-7. Workflow step [subworkflow], step number (page 2 of 2)

Step

Definition

Notification Recipient:
m Username

= Email Address

m Security Group

= Standard Token
User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)

Authentication Type (if Y)

Table A-8. Workflow step [subworkflow], step number validation

Validation Information

Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on)

Validation Definition (list of
values or SQL)
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Object Type Configuration Sheets

274

Table A-9. Object type information

Field Name

Value

Object Type Name

Description

Table A-10. Object type fields

I

Field Name

Description
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Worksheets

Table A-11. Obiject type commands

Command

Definition

Goal of Commands

Command Steps

Conditions
(When to execute)
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Table A-12. Validation field information

Field Name Definition

Field Name

Validation

Field Behavior

Display
Editable
Display Only
Required

Attributes (select one):

Default Value

Dependencies

Clear field when

Display only when

Required when

Table A-13. Field validation information

Validation Definition

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down
list, and so on.)

Validation Definition (list of
values or SQL)
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Worksheets

Table A-14. Obiject type field information

Field Name Definition
Field Name
Validation See Table A-15.

Field Behavior

Display
) Editable
Attributes: ,
Display Only
Required
Dependencies

Clear field when

Display only when

Required when

Default Value

Table A-15. Field Validation information

Field Validation

Definition

Existing Validation

New Validation?

Validation Type (text field,

auto-complete, drop-down list, and so

on)

Validation Definition (list of values or

saL)
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Example of Completed Obiject Type Configuration Sheets

The following tables are an example of a completed set of object type
configuration sheets.

Table A-16. Example of object type information

Field Name Valve
Object Type Name Dev to Test File Migration
Description Deployment of a file from Dev server to Test server.

Table A-17. Example of object type fields

# | Field Name Description

The name of the field. See Table A-18 and

1 File Location Table A-19.

The name of the field. User this field to select the
2 | Sub Path directory containing the file to be deployed. See
Table A-20 and Table A-21.

3 File Name The name of the file. See Table A-22 and Table A-23.

Table A-18. Example of validation for File Location (page 1 of 2)

Field Name Definition
Field Name File Location
Validation See Table A-19.

Field Behavior

m Display: Yes, the field is visible on the package
line.

m Editable: Yes, the field can be edited after the
Attributes: package is submitted.

m Display Only: Never. This field can be edited. If set
to Always, you can never edit this field.

m Required: Always. This field must contain a value.

Default Value None

Dependencies
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Worksheets

Table A-18. Example of validation for File Location (page 2 of 2)

Field Name Definition
Clear field when None
Display only when None
Required when None

Table A-19. Field validation for File Location

Validation

Definition

Existing Validation?

DLV - File Location

New Validation?

Not Applicable

Validation Type (text field,
auto-complete, drop-down

list, and so on)

Drop-down list.

Validation Definition (list of

values or SQL)

SQL

Table A-20. Example of validation for Sub Path
Field Name Definition
Field Name Sub Path
Validation See Table A-21.

Field Behavior

Attributes:

m Display: Yes, the field is visible on the package
line.

m Editable: Yes, the field can be edited after the
package is submitted.

m Display Only: Never. This field can be edited. If set
to Always, you can never edit this field.

m Required: Always. This field must contain a value.

Default Value None
Dependencies

Clear field when None
Display only when None
Required when None
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Table A-21. Field validation for Sub Path

Validation Definition
Existing Validation? Directory Chooser
New Validation? Not Applicable

Validation Type (text field, | Directory Chooser
auto-complete, drop-down
list, and so on)

Validation Definition (list of

values or SQL) Default behavior

Table A-22. Example of validation for File Name

Field Name Definition
Field Name File Name
Validation See Table A-23.

Field Behavior

m Display: Yes, the field is visible on the package
line.

m Editable: Yes, the field can be edited after the
Attributes: package is submitted.

m Display Only: Never. This field can be edited. If set
to Always, you can never edit this field.

m Required: Always. This field must contain a value.

Default Value None

Dependencies

Clear field when None
Display only when None
Required when None
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Worksheets

Table A-23. Field validation for File Name

Validation

Definition

Existing Validation?

File Chooser - Full File Name

New Validation?

Not Applicable

Validation Type (text field,
auto-complete, drop-down
list, and so on)

File Chooser

Validation Definition (list of
values or SQL)

Default Behavior
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