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Chapter 1: Introduction

About This Document

Mercury Demand Management™ is aMercury IT Governance Center™
product that can be configured to follow your business processes. At the core
of these processesis an integrated workflow engine that enablesyou to digitize
both simple and complex processes.

Creating workflows to follow your business processes requires a variety of
Mercury IT Governance entities configured to work together. This document
details those entities and how they can be configured to support your business
processes.

This document contains the following chapters:

Chapter 1, Introduction, on page 13

This chapter describes the document and provides an overview of the
configuration process.

Chapter 2, Gathering Process Requirements and Specifications,
on page 25

This chapter discusses the information that needs to be collected before
developing arequest tracking and resolution system.

Chapter 3, Configuring Workflows, on page 43

This chapter discusses how to create workflows. Workflows represent
business processes. Workflows allow you to map business rules and
processes to your organization. Information discussed in this chapter
includes the following:

= Demand Management workflows
= Change Management workflows

» Release Management workflows

14 Mercury Demand Management™: Configuring a Request Resolution System



Chapter 1: Introduction

Chapter 4, Configuring Workflow Components, on page 117

This chapter discusses how to build workflow components. Included in this
discussion is how to create execution workflow steps, decision workflow
steps and subworkflow workflow steps. Information discussed in this
chapter includes the following:

= Demand Management workflows
= Change Management workflows

» Release Management workflows

Chapter 5, Configuring Request Types and Request Header Types,
on page 155

This chapter discusses how to build request types and request header types.
Requests are a fundamental work unit of Mercury Demand M anagement
systems. Request types and request header types determine the fieldsfound
on requests and the behavior of those fields.

Chapter 6, Configuring Contacts, on page 247

This chapter discusses how to build contacts. Contacts are users of
Mercury IT Governance Center used as a point of reference or information.

Chapter 7, Configuring Notification Templates, on page 253

This chapter discusses how to build notification templates. Notification
templates are pre-configured notifications that can be used to quickly
construct the body of a message.

Chapter 8, Configuring User Data, on page 269

This chapter discusses how to build user data fields. Product entities such
as packages, workflows, requests and projects include a set of standard
fields that provide information. User data fields are additional fieldsyou
can configure to accompany those product entities.

Chapter 9, Rolling Out a Request Tracking and Resolution System,
on page 303

This chapter provides things to consider and checklist when you are ready
to rollout a request tracking and resolution system.

About This Document 15
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e Appendix A: Worksheets on page 315

This appendix provides a series of worksheets to help gather information
required to build a workflow.

Who Should Read This Document

This document is for the following audience types:

e Application developers/configurators

For More Information

For information about audience types, see Guide to Documentation.

Prerequisite Documents

Prerequisite documents for this document are:
e Guideto Documentation

e Key Concepts

o (Getting Started

For More Information

For information about these documents and how to access them, see Guide to
Documentation.
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Related Documents

Related documents for this document are:

e Commands, Tokens, and Validations Guide and Reference
e Open Interface Guide and Reference

e Reports Guide and Reference

e Security Model Guide and Reference

For More Information

For information about these documents and how to access them, see Guide to
Documentation.

Overview of Mercury Demand Management

Mercury Demand Management enables you to model, automate, enforce, and
measure your best-practice business processes. End users complete a
configurable request form using a standard Web browser. Each request type
has a workflow associated with it that specifies the process for reviewing,
evaluating, prioritizing, scheduling, and resolving the request. Based on the
workflow, the reviewer can assign the request to a person or team for
scheduling and delivery. Notifications defined as part of the process can be
activated at any step in the process to indicate work is to be done, hasn't been
done, is being escalated, or most any other reason. And, the included
Web-based Mercury IT Governance Dashboard delivers the right information
to anyone with a browser.

Mercury Demand Management Concepts

® Requests. A request isthe fundamental work unit of the request resolution
piece of Mercury Demand M anagement. End-users create requests and
then submit them along aresolution process (defined in theworkflow). The
request page contains all information typically required to complete a
specific business process.

Each request has an associated request type that determines which fields
areincluded in the request page. As the request goes through its steps, you
will be prompted for any information necessary to bring the request to

Related Documents 17
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closure. Each request includes a corresponding workflow. Once fields are
completed and the request submitted, the workflow is used to move the
request through the process.

e Requests and Workflow Interactions. Request types are tightly integrated
with the workflow engine. Each request type has a number of possible
statuses (such as Assigned, On Hold, or New). Each status can belinked to a
particular workflow step and drive field-level behavior. Additionally, since
request statuses can be linked to field behavior through status
dependencies, field properties (such as whether the field can be edited or is
required) can also be atered as the request proceeds along aworkflow.

It is aso possible to configure the workflow to execute the commands
contained in the request type at specific pointsin the process (workflow
step). The request type commands are executed at execution workflow

steps.

e Request Header Types. Request header types define the collection of fields
that appear in the header region of the requests. Request header types
typically include more general information that will be tracked between
multiple types of request. This can include such information as who logged
the request, its priority, and a description of the issue.

Request header types contain a set of standard predefined fields that can be
enabled or disabled. Request header types can also contain custom fields.

Each request type must include a request header type. A single request
header type can be used for multiple request types.

e Request Resolutions. Request resolution refers to the creation, processing
and closing of requests on a business unit. A request can be anything from
asimple question to a detailed report of a software bug.

Use Mercury Demand Management to model and enforce best practice
request resolution processes. Each type of request leverages an optimized
workflow tailored for specific business rules to collect required data, gain
appropriate approvals and perform specific actions.

As arequest progresses along its workflow, pre-configured steps can
trigger:

= Email notifications to be sent to the proper participants.

= Automated command-line executions to be performed.
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» Field defaulting and logical updates, ensuring that the correct
information to resolve arequest is available.

= Deployments to be created and initiated or project tasks to be updated.

When the request has been taken to the end of its workflow, it is considered
resolved.

Request Types. A request type is a general category that defines the
structure of the request. Mercury Demand M anagement includes such
predefined system request types as the Bug request type and Enhancement
request type. The fields that are used when arequest is created can be
customized based on the request type. Request type definitions control
much of the request-specific logic in the resolution process. Thisincludes
such things as:

» Defaulting a specific workflow to use when processing this type of
request

= Custom field definition and behavior

= Layout

= Dataaccess and security (who can view or edit the request)
= Configuration security (who can alter the request type)

= Notifications

Security Groups. Security groups are constructed to provide a set of users
with access to specific product screens and functions. Each security group
is configured with a set of access grants that enable specific access. Users
are then associated with one or more security groups.

A user's security group memberships determine which windows can be
viewed or edit, which workflows can be used, and which workflow steps
can be acted on. Each user can be a member of multiple security groups.
The collection of security groupsto which a user belongs defines that user's
role and access within Demand Management.

Workflows. A workflow isalogical series of steps that define the process
that requests follow. The workflow can be configured to handle virtually
any business practice. This allows a department to create workflows to
automate existing processes, rather than forcing users to adopt a fixed set
of processes to perform their work.

Overview of Mercury Demand Management 19
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Workflow steps can range in usage from functional approvals to actual
system-level executions. For example, it is possible to create an execution
step to automatically connect to another application and import data into
the Mercury Demand Management database.

Overview of Request Resolution Systems

This document provides the building blocks required to support Mercury
Demand Management. The integrated workflow engine enables you to digitize
both simple and complex process requirements at all levels of your IT
operations. This support ranges from high-level collaboration requirements,
such as an executive review of your IT portfolio, to detailed automation, such
as deploying code to an application server. Consider the case of the process
illustrated in Figure 1-1 on page 22. This smplified workflow process
includes the following workflow steps:

e Approve Release. |n this decision workflow step, a request has been
submitted for approval. A Mercury IT Governance Center user will
approve or reject the request. The configuration elements required for this
step include the following:

A decision workflow step is configured with security groups,
notifications, timeouts, and transitions. Only members of the specified
security groups can approve or reject thisregquest. A notification is sent
out to the members of the specified security groups. If no one approves
or rejects the request within an allotted time, another notification is
sent.

A request type configured with fields and security groups. On the
request type, the Contact field is mandatory. A user datafieldis
included to track requestor satisfaction.

A notification template configured to be used by the decision workflow
step.

Enabled contacts. The request typeis configured with amandatory
field (Contact).

A user datafield is created to track requestor satisfaction. This user
datafield is configured as part of all request types.
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Assign Resource. In this decision workflow step, a request has been
approval and aresource must be assigned. A Mercury IT Governance
Center user will assign a user to the request. The configuration elements
required for this step include the following:

A decision workflow step is configured with security groups and
transitions.

A request type configured with fields and security groups. On the
request type, the Contact field isrequired. A user datafield isincluded
to track requestor satisfaction. The request type is configured to make
the Assigned To field mandatory for this workflow step.

Enabled contacts. The request typeis configured with arequired field
(Contact).

A user datafield is created to track requestor satisfaction. This user
datafield is configured as part of all request types.

Complete Release. |n this decision workflow step, the assigned resource
completes the request. The configuration elements required for this step
include the following:

A decision workflow step configured with security groups and
transitions.

A request type configured with fields and security groups. On the
request type, the Contact field isrequired. A user datafield isincluded
to track requestor satisfaction. The request type is configured such that
when the request is completed, a notification is sent to the contact.

A notification template configured to be used by the request type.

Enabled contacts. The request typeis configured with arequired field
(Contact).

A user datafield is created to track requestor satisfaction. This user
datafield is configured as part of all request types.

Close (Success). In this execution workflow step, the request is
automatically closed.

An execution workflow step configured with security groups and
transitions. The workflow step is configured to automatically close the
request.
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Lser Data !
Contact 1 User Data Uzer Data
Motification 1 Matification
Temgplate Template
Request Type 1
Warkflow Step Waorkflow Step Workflow Step Workflow Step
(Decision) [Diecision) [Decision) (Execuion)
Approve Assign Complete Closa
Release Resource Request (Success)

Figure 1-1. Mercury IT Governance Center components

Accessing Mercury IT Governance Center

Businesses often need to control access to certain information and business
processes. This can be done to protect sensitive information, such as employee
salaries, or to simplify business processes by hiding data that isirrelevant to
the user. Mercury IT Governance Center includes a set of features to help
control data and process security on the following levels:

e Limiting who can access certain windows or pages
e Limiting who can view or edit certain fields
e Limiting the data displayed in sensitive fields or screens

e Limiting which users can view, create, edit or process Mercury IT
Governance Center entities, such as requests, packages, projects,
portfolios, and programs

e Limiting which users can view, create or edit Mercury IT Governance
Center configuration entities, such as workflows, request types, object
types, and security groups

e Limiting which users can ater the security settings
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The following features control the data and process security in Mercury IT
Governance Center. These features can be combined in a number of ways to
provide a secure system:

Licenses. Each user is assigned alicense that provides the user with the
potential to accessto aset of Mercury IT Governance Center
product-related screens and functions. Licenses dictate available behavior
but need to be used in conjunction with access grants to enable specific
fields and functions.

Access Grants. Linked to users through security groups, access grants
define which windows and functions users can view, edit, or perform
actionsin. Access grants also provide varying levels of control over certain
entities and fields.

Entity-level restrictions. Settings on the entity that specify who can create,
edit, process, and delete Mercury IT Governance Center entities, such as
requests, packages, and projects. Y ou can also control which request types
and obj ect types can be used with certain workflows. These restrictions are
often configured in the configuration entities, such as workflows, request
types, and object types.

Field-level restrictions. For each custom field that you definein Mercury IT
Governance Center, you can configure when it is visible or editable. For
some fields, you can additionally specify which users can view or edit the
field.

Configuration-level restrictions. Y ou can specify, using ownership groups
settings, which users can modify configuration entities in the system. For
example, you can control who is allowed to edit an existing workflow. This
allows you to guarantee that only appropriate users are altering your
Mercury IT Governance Center-controlled processes.

For More Information

For more information concerning accessing the Mercury IT Governance
Center, security groups, and access grants, see Security Model Guide and
Reference.
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Creating Request Resolution Systems

To configure arequest resolution system or process:

1. Gathering Process Requirements and Specifications

Before configuring Mercury Demand Management to manage a request
tracking and resolution process, collect specific information related to the
business process, any information needed to process the request, users who
will create and process requests, and the communication devices
surrounding the process.

. Configuring Wor kflows

Using the information gathered in the Gathering Process

Requirements and Specifications chapter, build the workflow. This
includes setting up required workflow step sources, creating validations to
be used by the transitions, and adding steps and transitions to the
workflow. Also see Configuring Workflow Components.

. Configuring Request Types and Request Header Types

Using the information gathered in the Gathering Process

Requirements and Specifications chapter, build the request types. This
includes creating and configuring request typefields and field logic. It also
includes configuring the request types and workflows to work together.
Also see, Configuring Notification Templates and Configuring User Data.

. Rolling Out a Request Tracking and Resolution System

It isrecommended aformal change management process be followed when
configuring the Mercury IT Governance Center. Thisincludes testing
configurations, migrating them into a production instance, enabling the
processes, and training the user base.

24
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Gathering Process
Requirements and Specifications

In This Chapter:

e Overview of Gathering Process Requirements
e Gathering Requirements for Wor kflows
= Defining Business Flows
= Gathering Information Steps in the Process
= Considering Subworkflows
»  Considering Request Satuses
e Gathering Requirements for Request Types
s Request Type Fields
= Request and Workflow Interaction
»  Request Header Types
= Request Type Commands
e Identifying Participants and Security
s Example: The T Group Determines Participants and Security
e Establishing Communication Points and Visibility
= Notifications on Workflow Seps
= Notifications on Field Changes
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Overview of Gathering Process Requirements

This chapter discusses the following information that needs to be collected
before developing arequest tracking and resolution system:

e Business process. What are the steps in the process and which steps need
to be reviewed and approved?

e Information needed to resolve the request. What information needs to be
gathered to resolve the request? Thisinformation will trandate to fields on
the request. For example, in order to resolve a software bug type of request,
you need to gather information on the bug: such aswhat isit, how can it be
reproduced, and which machines does it occur on.

e Participants who will create and process request. What level of security
will be placed on this system?

e Communication devices surrounding the process. Determine whether to
communicate using notifications, the Dashboard, or reports.

Gathering Requirements for Workflows

The first step to configuring a request resolution process is to define the
process—the actual stepsrequired to resolve arequest. Thisincludes process
information such as when to obtain reviews and approvals on the request, who
needs to approve the workflow steps, when to execute commands, and the path
(transitions) between stepsin the process.

Defining Business Flows

Map the business process. This consists of the steps (decisions, conditions, and
any executions) and transitions needed to resolve requests. It is helpful to
graphically map these processes.

In this phase:

e Identify all decision pointsin the process

e Determine aflow between steps (transitions). Consider all possible exit
valuesfrom each step (such as, Approved, Not Approved, Rework Required,
or Error)

e Identify process closure points (success or failure)

The following example illustrates the process design issues that should be
considered.
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Example: Defining Business Flows

A company needs to configure aresolution process for processing change
requests for their financial applications system. This system consists of over
ten modules (including billing, accounts payable, accounts receivable, fixed
asset management, inventory, reporting, payroll, and cash management). The
corporate I T group needsto create aprocess that can address the complications
related to evaluating and approving changes to this system.

Example: Overview of Business Process

The corporate IT group first creates a high-level business process. The process
begins when someone in the financial group submits a request for an
enhancement.

1. Submit. The request is submitted by someone in the financial group. If the
priority of the request is High or Critical, the I'T manager and financial
group manager are immediately informed.

2. Validate. The request isreviewed by the IT manager. A feedback loop is
built into the business process at this point, in case more information is
needed from the original requestor.

3. Approve. Therequest is approved or rejected by the IT manager.

4. Schedule. If the request is approved, the work needed to create the
enhancement must be scheduled. If the IT group lacks the necessary
resources at the moment, the request is put on hold.

5. Develop. The requested enhancement is developed by IT group.

6. Deploy. The finished enhancement is deployed to the financial group.

Additional Process Requirement:

When arequest is submitted, its Priority should be evaluated. If the request is
Critical or High, the financial manager and IT manager should be informed.

To address this requirement, an execution workflow step is added that would
evauate the request’s priority. If the request is Critical or High, it is routed to
another execution workflow step that sends a notification to the appropriate
users.
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Insufficient Resources

Schedule

Infi
Obtained More Info Needed
Subrmitted

Figure 2-1. Revised business process
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Gathering Information Steps in the Process

After designing the business flow of arequest resolution process, gather
detailed information on each step and transition in the process. This section
discusses the information that needs to be collected. Use the worksheet
provided in Worksheets on page 315 to collect the required information.

For each step in the process, collect the following information:

e Step name
e Description. Describe the goal of the step.

e Step Type. Decision, execution, condition, or subworkflow.

» Decision step specific information: number of approvals required,
timeouts, and so on.

= Execution step specific information:

e Thedesired results of the execution. Thiswill help you to choose
the execution type and build any required commands.

e Execution timing. Determine whether the execution will occur
immediately or be processed manually.

= Subworkflow step specific information

e Transition values and Validation. Transition values are the possible results
for the step. Depending on the result, the process will proceed in different
directions. Use one of Mercury Demand Management’ s system validations
or create a custom one.
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Considering Subworkflows

A subworkflow is any workflow that is referenced from within another
workflow. Use subworkflows to model complex business processes into
logical, more manageable and reusable subprocesses.

Workflows can be used as subworkflows within a parent workflow. An entire
subworkflow is represented by a single step in the parent workflow window’s
Layout tab. This simplifies the potentially complex graphical layout and
enables the easy reuse of common workflow configurations.

Example: Using Subworkflows

The IT group decides to use a subworkflow for the development portion of
their process. This subworkflow can be referenced in one part of the process.
Figure 2-2 on page 31 illustrates where the I T group could implement a
subworkflow.
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Insufficient Resources

Info

Obtained More Info Needed
Submitted

(]

Finished

4 Develop Enhancement
Rewaork
Test Failed Complete
Ramslun Meads Devaloprant
Rethinking Complete
Design
Complete
e A

Figure 2-2. Business process with subworkflow
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Considering Request Statuses

A request status can be associated with aworkflow step. The request’ s status at
aparticular workflow step will drive field logic during the request’ s lifecycle.
Build the request type before associating its statuses with workflow steps.

Gathering Requirements for Request Types

Many different types of requests can be sent through aworkflow. As arequest
moves through its resolution process, its fields and status can change.

Request Type Fields

Each request requires different information to process it. For example, to
resolve a software bug, you need to know the software unit, product version,
problem and priority. Thisinformation is captured using request type fields.

For each field in the request, collect the following information:

e Field name. The field’s prompt should help ensure that the correct
information is captured.

e Information type. What type of information needsto be collected? Should it
be atext field? Will users pick from a predetermined list of values? The
field information type is governed by its validation, which defines the
field’s component type as well aswhat information can be entered into the
field. For example, afield using a numeric text field validation will accept
only numeric values.

e Field behavior. There are many aspects of afield that can be controlled:

= Thefield can be configured to become non-editable or required
depending on the value of other fields, or at a certain workflow step.

s Thefield can aso be configured to automatically populate itself based
on valuesin other fields.

» Thefield can aso be configured to be non-editable or invisible based
on which user islooking at the request.

o Field Statuses

Use the worksheets in Wor ksheets on page 315 to collect the request type field
specifications.
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Example: Information Collected for the Software Change Request

The IT group needs to know the following information in order to properly
resolve arequest for a software change to the financial system:

e The name of the user creating the request

e Whether the request is for new or enhanced functionality

e The module to be enhanced (such as Billing, Inventory, or Payroll)
e The priority of the request

e A description of the new or enhanced functionality

e Any supporting documents (such as detailed proposals or web sites)

As the request progresses along the business process, other information
becomes necessary:

e Whether the IT group has the budget to develop the change
e The estimated time to completion for the change
e The name of the developer assigned to build the change

To describe the request type, the IT group decided they needed to define the
following fields:

e Created By: The user who created the request.

e New or Enhanced: Whether the change being requested is a new piece of
functionality or an enhancement to an existing module.

e Priority: The priority of the request. Critical requests are acted on much
faster than requests with Low priority.

e Impacted Module: The software module to be changed.
e Description: A brief description of the change being requested.

e Supporting Documents: A place for the requestor to attach any supporting
documents to the request. These documents might be URLs or more
detailed proposalsin Rich Text Format.

See Configuring Request Types and Request Header Types on page 155 for
additional examples on request type fields.
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Request and Workflow Interaction

The list of possible statuses the request can take on as it moves through its
resolution process can be configured. Each request status can control request
field attributes, such as whether or not the field isvisible or editable. A request
status can be tied to aworkflow step, which means that when arequest reaches
acertain workflow step, it acquires a status that determinesits fields
attributes.

In most cases, a single request type is associated with a single workflow.
Information contained in the request (which is defined in the request type)
works in conjunction with the workflow process to ensure that the request is
correctly processed. While it is possible to use one workflow with many
different request types, the level of possible integration between request type
and workflow tends to suggest a one-to-one mapping.

It isalso possible to restrict which workflows and request types can be used
together. Determine what, if any, restrictions are to be put in place at thislevel.

Request Header Types

Request header types define a standard collection of fields that appear in the
header or any other region of arequest using that request type. Each request
type must have an associated request header type. Request header types
contain a standard set of fields that can be enabled or disabled. It isaso
possible to add custom fields to the request header type.

Request Type Commands

Commands can be contained in arequest type that alow it to perform
command-line executions. Request type commands often reference
information stored in its fields. These commands are executed at specific
points (execution steps) in the workflow.

Collect the following information for each request type command that will be
designed:

e The goal/purpose of the commands.
e Functional steps within the commands.

e \When the commands should be run.

Use the worksheet in Wor ksheets on page 315 for assistance in collecting the
correct data.

See Commands, Tokens, and Validations Guide and Reference for additional
information on building commands.
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Identifying Participants and Security

A great deal of control can be implemented over a request resolution system.
Restrict user actions around:

e Request creation:
= Who can create requests.
= Who can use a specific workflow.

= Who can use specific request types.

e Request processing:
= Who can approve/process each step in the workflow.
= Who can view and edit fields in the request.

= Who can delete arequest.

e Configuring your request resolution process:
= Who can edit the workflow.

= Who can edit each request type.

Configuring this data and process security often involves a setting a number
parameters:. licenses, access grants, entity level settingsand field level settings.

For the request resol ution process, collect information that will help to identify
users, group them into security groups, and restrict access to certain
functionality.

Use security groups or dynamic access (tokens) whenever possible. Avoid
specifying alist of usersto control an action; for example, specifying alist of
users who can act on aworkflow step. If the list of users changes (due to a
departmental reorganization), that list would have to be updated manually in
many places on the workflow. By using a security group instead of alist of
users, the security group can be updated once, and the changes will be
propagated throughout the workflow steps.
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Example: The IT Group Determines Participants and Security

The process of approving changes to the financial system application involves
many groups and individuals within the company.

e The Finance Group, users of thefinancial system application
e Director of Finance

e Finance Business Analyst

e Directorof IT

e |IT Personnel Manager

e |T Development: Engineers

e |T Lead Engineer

e Manager of Release Team

e |IT Configuration Manager

Within this group of users, there are some logical divisions of labor. Using this
division, the IT group constructs the following security groups.

Table 2-1. Security groups

Security Group

Members

Responsibilities

Financial Apps - Create
and View Requests

Finance Group
Director of Finance

Responsible for creating requests. The users
can create requests at any time and view the
status of requests they are involved in.

Financial Apps - Manage
Resolution System

IT Configuration
Manager

Responsible for request tracking and
resolution system. The user has the ability to
modify the request resolution process
(workflow, request types, and security
groups).

The user can also act on any step in the
process.

Financial Apps - Validate
and Approve Requests

Director of Finance

Finance Business
Analyst

Director of IT

Responsible for evaluating and approving
incoming requests. Can reject or approve
requests for development.

Financial
Apps - Schedule
Requests

Director of IT
IT Personnel Manager

Responsible for approving requests for
development, scheduling and assigning work,
or putting requests on hold until sufficient
resources are available.
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Table 2-1. Security groups [continued]

Security Group Members Responsibilities
e IT Development:

. : Engineers Responsible for developing enhancements
Financial Apps - Develop . P ) . .
Requests e IT Lead Engineer specified in requests, including functional

e Manager of Release design, implementation, and QA.
Team
Financial Apps - Deploy | ¢ Manager of Release Responsible for overseeing deployments to
Changes Team the Financial group.

Using these security groups and user definitions, I'T collects specific
information related to their request resol ution process. Thisinformation will be
considered later when defining security groups and workflows.

Table 2-2. Request creation security

Action Users allowed to perform action Controlled by:
(Users, Security Group, Token)

e The Financial Group Financial Apps - Create and View
Requests, Financial Apps - Manage
Resolution System

Create a Request e Director of Finance

Everyone Financial Apps - Create and View
Requests, Financial Apps - Manage
Resolution System, Financial

Apps - Validate and Approve
Requests, Financial Apps - Schedule
Requests, Financial Apps - Develop
Requests, Financial Apps - Deploy
Changes

Use the Financial
System Change
Workflow

Everyone Financial Apps - Create and View
Requests, Financial Apps - Manage
Resolution System, Financial

Apps - Validate and Approve
Requests, Financial Apps - Schedule
Requests, Financial Apps - Develop
Requests, Financial Apps - Deploy
Changes

Use the Financial
System Change Request

Type
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Notice that the IT Configuration Manager was added to each action by adding
the Financial Apps - Manage Resolution System Security group to each step.
This provides asingle, relevant user with override privileges to keep the
process moving.

IT also indicates how they would like to control which users can act on each
step. They select to exclusively use security groups and tokens. Notice that
multiple criteria can be specified to enable access to a single step: for example,
you could specify two security groups and a TOKEN [REQ.CREATED_BY]
to enable access. Users who meet any of the requirements (members of at least
one security group or the value of the token) can act on the step.

Table 2-3 specifies which users can act on a specific step in the workflow. See
Figure 2-3 on page 39 to see the process referenced in this table.

Table 2-3. Request processing security - financial system change workflow

Workflow Step Name Users allowed to act on Controlled by:

(Users, Security Group, Token)

Validate Request

e Director of Finance Financial Apps - Validate and
Approve Requests

Financial Apps - Manage Resolution

e Finance Business Analyst
e Director of IT

System
e Financial group member who | TOKEN (REQ. CREATED_BY);
created the request Financial Apps - Create and View
Pending More Information e Director of Finance Requests (Security Group)
Financial Apps - Manage Resolution
System
e Director of Finance Financial Apps - Validate and

Approve Requests

Approve e Finance Business Analyst
e Director of IT Financial Apps - Manage Resolution
System
e Director of IT Financial Apps - Schedule Requests
Schedule Work e IT Personnel Manager Financial Apps - Manage Resolution
System
¢ IT Development Engineers Financial Apps - Develop Requests
Develop Enhancement e [T Lead Engineer Financial Apps - Manage Resolution
e Manager of Release Team System
¢ Manager of Release Team Financial Apps - Deploy Changes
Deploy Enhancement Financial Apps - Manage Resolution
System
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Submit Request
Request Cn Hold
Raject
Reject Insufficient Resources

Pending More Schedule

Information Schedule Work

I
Obtained Muore Info Meeded Approve
Submitted
‘alidate Assign

Enhancement

E
g

Finished

Deploy
Enhancement

Figure 2-3. Business process

IT must also specify who can modify the existing process. This level of
security is configured using ownership settings and security group access
grants. See Security Module Guide and Reference for more information on
these topics.

Table 2-4. Security around managing the financial system change process

Action Users allowed to perform action Controlled by:
(Users, Security Group, Token)
Modify the Workflow e [T Configuration Manager Financial Apps - Manage Resolution
System
Modify the Financial e |T Configuration Manager Financial Apps - Manage Resolution
System Change Request 3
Type ystem
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Establishing Communication Points and Visibility

Determine the communication points and methods for providing visibility into
the process and request statuses. This section lists the information that needs to
be gathered to define notifications. For moreinformation on defining and using
portlets and reports, refer to the following documents:

Notifications on Workflow Steps

o (Getting Started

e Reports Guide and Reference

It is possible to send a notification when aworkflow step becomes eligible, has
aspecific outcome, or has a specific error. For each workflow step in the
process, collect the following information:

Table 2-5. Information to gather for workflow steps

Workflow step name Include notification for step?
(Yes/No)
Step 1 - Name Yes
Step 2 - Name No
Step 3 - Name No

For each step that requires a notification, gather the following information:

Table 2-6. Information to gather for workflow step notifications

Parameter

Description

Workflow Step Name

The name of the step that requires a workflow.

Notification Event (All,
Eligible, Specific Result,
Specific Error)

Specifies the event that triggers the notification. the
possible values are All, Eligible, Specific Result, or
Specific Error.

Value (for Specific
Result)

Specifies that a notification is sent for the selected
result of the workflow step.

Error (for Specific Error)

Specifies that a notification is sent for the selected error
of the workflow step.
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Table 2-6. Information to gather for workflow step notifications [continued]

Parameter Description

Determine who should receive the message. you can
choose to send the notification to users based on:

¢ Username
Recipient e Email Address

e Security Group

e Standard Token

¢ User Defined Token

Determine what the message will say. Also determine if

Message it will contain a link to the request.

Example: IT Configures Notifications
IT determines that a notification needs to be added to the following steps:

Table 2-7. Workflow steps with notifications

Workflow step name When to send Recipients
notification
..., | Financial Apps - Validate and

Send Notification ‘[giic():;momw] = "High’, Approve Requests

Financial Apps - Schedule Requests
Pending More Information Eligible TOKEN [REQ.CREATED_BY]
Schedule Work Eligible Financial Apps - Schedule Requests
Develop Enhancement Eligible Financial Apps - Develop

Enhancement

TOKEN [REQ.CREATED_BY]
Deploy Enhancement Eligible Financial Apps - Deploy

Enhancement

Notifications on Field Changes

Notifications can be sent when afield in arequest changes value. For more
detailed information on setting up these notifications, see Configuring Request
Types and Request Header Types on page 155.
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In This Chapter:

Overview of Workflows

Mapping Wor kflows

Opening the Workflow Wor kbench

Creating Workflows

= Configuring General Information for Workflows
= Dragging and Dropping Workflow Steps

= Choosing Workflow Steps

= Adding Close Workflow Steps

= Adjusting Wor kflow Step Sequences

. Specifying the First Step

= Verifying and Enabling Wor kflows

Configuring Wor kflow Steps

= Configuring General Information for Workflow Steps
= Configuring Security for Workflow Steps

= Configuring Notifications for Workflow Steps

= Configuring Timeouts for Workflow Steps

= Configuring Transitions for Workflow Steps

= Configuring Validations for Workflow Steps
Integrating Request Types and Workflows

= Integrating Request Statuses and Wor kflows

= Integrating Request Type Commands and Workflows
Integrating Request and Package Wor kflows

Setting Up WF - Jump/Receive Step Label Validations
Generating Jump Step Sources

Generating Receive Step Sources

Including Jump and Receive Workflow Steps in Workflows
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Overview of Workflows
This chapter covers information concerning Demand Management workflows,
Note Change Management workflows, and Release Management workflows.

A workflow represents a business process and is used to map business rules
and processes to your organization.

The following isalist of the basic components of a workflow:

e Begin. For each workflow, you must explicitly define thefirst eligible
workflow step.

e Workflow step. Workflow steps are eventsthat are linked together to form a
complete workflow. The following lists the basic workflow steps:

= Decision step. Decision steps represent manual activities performed
outside of Mercury IT Governance Center. For example, adecision
step iswhere a user or group of users approves a request.

= Execution step. Execution steps represent actions that are automated
through Mercury IT Governance Center. For example, updating aweb
page with the results of atest.

= Condition step. Condition steps are logic steps used for complex
workflow processing, such as allowing the workflow to proceed only
when each of the workflow steps are compl eted.

= Subworkflows step. A subworkflow step represents multiple workflows
steps (the subworkflow) in aworkflow. For example, atest workflow
step in the main workflow represents a series of tests and approvals.

e Transition. The results of workflow step that must be communicated to
another workflow step. For example, the results of adecision step is
Approved and Not Approved.

e Workflow step security. Workflow step security determines who has
permission to execute or choose a result for aworkflow step. For example,
for a Approve Request decision step, only the IT project manager can
Approve Or Not Approved the request.
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e Notification. Notifications are emails alerts sent out at specific workflow
steps. For example, for a Approve Request decision step, an email alert is
sent to the product manager.

e Close step. Close steps indicate the end of the workflow. The close step is
an execution step that marks the request as compl eted.

Figure 3-1 illustrates the basic workflow components in a workflow.

Transition Condition step Close step
L - *% .ﬂND 10 &
‘. d .
3. Condition
1. Decizion 2. Exportion 4. Subnarortdlor 5. Cloge - 100%
Decision step Execution step Subworkflow step

Figure 3-1. Workflow components
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Mapping Workflows

Mapping all of the individual workflow stepsinto asingle workflow isa
two-step process:

Step 1. Create ablock diagram. Map each Workflow Step Worksheet as a one
block in the diagram. On the block diagram include transitions, workflow step
security, and notifications.

Step 2. Map the block diagram to the workflow. Open the Workflow Workbench
window and start a new workflow. Map each component from the block
diagram to the new workflow.
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Figure 3-2. Step 1. Create a block diagram
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Figure 3-3. Step 2. Create the workflow

Mercury Demand Management™: Configuring a Request Resolution System




Chapter 3: Configuring Workflows

Opening the Workflow Workbench
To open the Workflow Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.
5. From the shortcut bar, select Configuration > Workflows.

The Workflow Workbench window opens.

Workflow Workbench 19 [=]
[

g Guery: [Mone =1
<]

z Warkflow MName: |

g | wordiow Scope [aLL | Enabled: [ALL -
e

Subworkfiow: [ALL | Use in Release Distriautions: [ALL -

Deserigtion: |

e Warkflow ‘ | List |

Ready

For More Information

For information on how to search and select an existing workflow, copy a
workflow, and delete a workflow, see Getting Started.
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Creating Workflows

Starting a new workflow requires knowing how to use the Workflow Workbench.
This section covers the basics on how to create aworkflow.

Configuring General Information for Workflows
To enter basic workflow information:

1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. In the Workflow Workbench window, click New Workflow.
The Workflow window opens.

Workflow : Untitled 2
} Package Wurkﬂuws} RequestTypes} meersh\p} } }

Wurkﬂuw] Layuuﬂ Step Sequeﬂce}
Mame: |Dalabase Enhancement Wiorkflow Scope [FERIEEE]
Description’ | Generic Database Enhancement Fackages
Enabled: € Yes ' No First Step Release Distributions
Reopen Step | j
Subwarkfloves
Subvworkflowe: © Yes & No Use in Release Distributions: =
Validation:
lzon Mame: |
Parameters
Prompt Token [ Descrigtion Default Value
Add | |
Werify QK Save Cancel

‘Reanv

3. In Name, enter the name of the new workflow.

4. In Workflow Scope, select one of the following from the drop-down list:
e For Mercury Change Management packages, select Packages.
e For Mercury Demand Management requests, select Requests.

e For Mercury Change Management releases and distributions, select
Release Distributions.
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5. In the Workflow window, click Save.

Click oK to save the changes and close the workflow window. Click Save to
save the changes and |eave the workflow window open. Click Cancel to
drop the changes and close the Workflow window.

Dragging and Dropping Workflow Steps

A library of existing workflow steps residesin the Workflow Step Source
window. The Workflow Step Source window includes a Filter by field, allowing
you to see only the workflow steps available for you to use.

Workflow steps are assembled into workflowsin the Layout tab of the Workflow
window. Select aworkflow step from the Workflow Step Sources window and
drag and drop the workflow step onto the Layout tab. As part of the drag and
drop process, a Workflow Step window opens. The Workflow Step window is
used to configure the following:

e General information concerning the workflow step
e Security for the workflow step
e Notifications for the workflow step

e Timeouts for the workflow step

Creating Workflows 51



Chapter 3: Configuring Workflows

Drag and drop the step source
to the workflow layout

Filter by Requests

Workflow Step Sources
Package Workfloyhs 1 Reguest Types I Qwnership ] LD 5
Workflow Step Sequence Geouests =]
< Workflow Step P)\| ems | can edit =
FI’DDEH\ESW Security| Motifications | Timeout| | Resuits | DN sions -1
) ® Ahproval Request- More Info
step Hrer: |1 ® AppNgal for AP J
Step hame: \DEM-Apprnva\ (Oney @ Approd)wf Cancel
’ . @ Approve W Users)
», Action Summary: ‘ ® approve (0K Usen
# - Description: | LMOEN - approval (One)
® DEM - Assign
1. DEB - Approvil ((ne) ) i
Source Type: [Decision ® DEM - Complete Task (One)
Saurce Name: [ DEM - Approval (One) ® DEM - Confirm Priority
- r~ ® DEM - Contact Vendor
Enabledt = Yz Ho ® DEM- Develop
isple: [Aways =] || oEm-oetpatcn
® DEM - IT Review
Wintkflow Parameter: |NORMNE - L) - Inif i
Seale: [100% = Expont ] =l |8 oeM- nil RequsstReview =
- —] Ao Lead Tirne: | J . o -
opy pEn elete
Y Request Status: |
h
Ready Current % Camplete: | TOEED
Parent Assigned To User: [ =1
Farent Assigned To Group: [
Warktiow Step Information | J
Authertication Requirer! [Mone =1
OK Apply Cancel

Ready

Figure 3-4. Drag and drop

Choosing Workflow Steps

A Workflow Step window
opens

Mercury IT Governance Center comes with many pre-defined workflow steps.
These workflow steps are located in the Workflow Step Source window.
Workflow stepsin the Workflow Step Source window are filtered using the Filter
by field. Select an entry from the Filter by drop-down list filter the workflow
steps. The following lists the folders found in the Workflow Step Source

window:

e Decision
e Conditions
e [Executions

e Subworkflows

To evaluate aworkflow step, determine which of the four workflow foldersis
required for your workflow step. Open the Workflow Step Source folder and
open those workflow steps that seem to best meet your needs (see Figure 3-5

on page 53).
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Figure 3-5. Workflow step source

Check the validation to see if the validation values meet your transition
requirements. The validation values are the acceptable values a workflow step
can have (see Configuring Validations for Workflow Steps on page 101).

Enahbled: [+ Use inWorkflow? [V
Commponent Type: |Drop Down List LI
Valiater By [List =l
“alickation Yalues:
Seq Code | Meaning | Descrigion | Ensbled | Defaut |
1[APPROVED: |Bpproved |Approved [¥ Iy |
#NOT_AFFROVED Mot Approved [t Approved [ N |
< Decision EJ copy From \ | 4|4 |
Decisionl Ownershipl User Data | Used Eyl
Mame  |[B=] riaY e Warkflow Scope IALL o o | S | Gancel |
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ions Reqguired IOne b
[ew Openl
Timeout | |Days j
lcan |check_app.gif Enahled: & Yes i
\ .
ok | s | cancel | Click Open to see
[Ready the Validation
Figure 3-6. Workflow step source validation
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Overview of Decisions Workflow Steps

Decision workflow steps represent manual activities performed outside of
Mercury IT Governance Center. Decision workflow stepsinclude such
activities as:

e Decisions made by committees

e Code designs and reviews

Overview of Condition Workflow Steps

Condition workflow steps are logic steps used for complex workflow
processing, such as allowing the workflow to proceed only when each of the
workflow steps are completed. The following isalist of the conditions
workflow steps.

e AND. An AND condition issatisfied only if all workflow steps leading to it
reach the status they are supposed to attain.

QA Testing

QA Testing
Completed Group 2 Succeadad

Succeaded

Migrate 1o
Froduction

e OR. AnOR condition is successful when at least one of the workflow steps
leading to it reaches the status it is supposed to attain.

Figure 3-7. AND example
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QA Testing |

Development Completed Group 1 p—Succeedad OR
Succeaded
QA Testing
Completed Group 2 Cin Hold

Migrate 1o
Froduction

Figure 3-8. OR example

Overview of Execution Workflow Steps

Execution workflow steps represent actions that are automated through the
Mercury IT Governance Center. Execution workflow steps include such
activities as:

e Request jump
e Run workflow step commands

e Close the workflow (Close workflow step)
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Overview of Subworkflow Workflow Steps

A subworkflow step represent multiple workflow steps (the subworkflow) ina
workflow. When the workflow process reaches the subworkflow step, it
follows the path defined in that subworkflow. Subworkflows can either close
within that workflow or return to the parent workflow.

Adding Close Workflow Steps

Every workflow, no matter how long or short, must include a close workflow
step (see Figure 3-9). A close workflow step is a specific kind of execution
workflow step and can be found in the Executions folder of the Workflow Step
Sources Window.

There are three close workflow steps:

e Close (Immediate Success). Close (Immediate Success) immediately
completes a request or package with a status of Success.

® Close (Manual Success). Close (Manual Success) requires manual
intervention to complete a request or package. The status of the request or
package is set to Success.

e Close (Immediate Failure). Close (Immediate Failure) immediately
completes arequest or package with a status of Failure.

Add aclose workflow step to aworkflow as you would any other workflow
step. See Figure 3-9.

Workflow Step Sources 1 =]
Package Workllows 1 Requsst Types 1 Ownership iz By
Workllow Layout 1 Step Sequence I |R9W95t9 j
|0n\y itemns | can edit j
=y Executions d
EXIT {(— @ Close {Immediate re)
[l C |05 (mmediate CESS)
1. Close (Bromedisre succese) - 100% | -® Close (Manual success)
—® Create Package
{— @ Create Package and Wait
(— @ Create Reguest
—® DEM - Internal/External Check
{— @ DEM - Priority Router
—® DEM - Rejected On
[—® DEM - SLA Satisfied On
(— @ DEM-Scope Check
(—@& DEM- SetTempDate
{—® Execute Reguest Commands
@ 0A-
Seale [100% ~|  Exportimans - ET EE?EK Ecﬂopf Pt Pl =l
verlty o Mew ‘ Copy ‘ Open ‘ Delste ‘

Reaty [~ Ahways ontop

Figure 3-9. Close workflow step
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Configuring Reopen Workflow Steps

Closed requests can be reopened by users with the proper access grants. A
reopened request begins at aworkflow step specified as the reopen workflow

step for the workflow.

Workflow : Dev > Test » Pre-Prod > Prod 9 [=1F3
WUTkﬂUW] Layaut} Step Sequence} } Package Workﬂuwﬂ ReuuestTypes] Ownershlpl ] ]
Hame: [Dew > Test» Pre-Prad » Prod Workflow Scope | J
Description: |TesthrkﬂnwmrDemand Management
Enabled: & Yes ¢ Mo j
—
Reopen Step
Subworkflows Assian Resource
More Information
Subvworkflow: © Yes * No Use in Releas
. X Approval Reguest
Validatian: Sample Suborklow
Close (Immediate success)
Parameters
Prompt Token | Description ‘ Default Yalug
Add |
Werify Ok Save Cancel

‘Reanv

Figure 3-10. Workflow window reopen step drop-down list

To specify areopen workflow step for a workflow, open the Workflow tab in
the Workflow Workbench window (see Figure 3-12 on page 58). Open the
drop-down list from the Reopen Step field and select the reopen workflow step.

Adjusting Workflow Step Sequences

Once all of the workflow steps are assembled in the Layout tab, you can adjust
the sequence of the steps. In the Workflow window, select the Step Sequence
tab. The Step Sequence tab lists al of the workflow steps. Select a workflow
step and click the Arrow icons at the bottom of the tab to move the selected
workflow step up or down.
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Workflow : Dev > Test » Pre-Prod > Prod
} Package Wurkﬂuws} ReuuestTypes] Ownershlpl ] ]

Warkflow | Lavout Step Sequence |
Description |

Display Seq ‘ Mairme Step Type
1 |A55igm Resource Decision
2 More Infarmation Decision
3 Failed Execution
A norovalRequest i
B

fiid

Werify Ok Save Cancel

‘Reanv

Figure 3-11. Step sequence tab

Specifying the First Step

Once all of the workflow steps are assembled and properly sequenced, you
must specify the first step in the workflow process. To specify the first step,
open the Workflow tab in the Workflow Workbench window (see Figure 3-12).
Open the drop-down list in the First Step field and select the first step.

Workflow : Dev > Test » Pre-Prod > Prod
Wurkﬂuw] Layuut} Step Sequence}
Hame |Dev = Test= Pre-Prod = Prod

} Package Wurkﬂuws} ReuuestTypes] Ownershlpl ] ]

Workflow Scope |

Description: |Test Warkflow far Demand Management

First Step |Approva\ Reguest
Assign Resource
hore Information

Enabled: & Yes ¢ No

Reopen Step

Subvworkfloves

Subworkflow:. € Yes & No
Sample Subworkd o

alidation Close {immediate success)
P—
Parameters
Prompt Token | Description Default Value |
Add |
Werify Ok Save Cancel
‘Reanv

Figure 3-12. Workflow tab
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Verifying and Enabling Workflows

Verifying and enabling a workflow are the last steps required to make a
workflow available. Verify aworkflow checks to make sure the logic of the
workflow is correct. Enabling a workflow makes the workflow available for
use.

To verify aworkflow:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens. The Workflow tab is displayed.
3. At the bottom left-hand corner of the Workflow tab, click Verify.

The logic of the workflow is checked and a status window is returned.

To enable aworkflow:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens. The Workflow tab is displayed.
3. In the Workflow tab, in the Enable field, select Yes.

The workflow is enabled.

Creating Workflows 59



Chapter 3: Configuring Workflows

Workflow : Untitled2
Wurkﬂuw] Layuuﬂ Step Sequeﬂce}

Mame: |Dalabase Enhancement Wiorkflow Scope [FERIEEE]
- PRI - PR Packages
o First 8180 |5 lease Distributions

Reopen Step | j

} Package Wurkﬂuws} RequestTypes} meersh\p} } }

Subwrarkfloves

Use in Release Distributions: =

Subvworkflowe: © Yes & No

Validation:
lzon Mame: |

Parameters
Default Yalue

Prompt Token Description

Add | |

) oK Save Cancel

Ready

4. In the Workflow tab, click Save.

The changes to the workflow are saved.
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Configuring Workflow Steps

Every time aworkflow step is dragged and dropped from the Workflow Step
Source window to the Layout tab of the Workflow window, a Workflow Step
window opens. Y ou can enter none, some, or all of the known information at
theinitial window opening, or you can open the Workflow Step window later in
the workflow design process.

Information entered in the Workflow Step window can be gathered from the
appropriate Workflow Step Worksheets. Each Workflow Step window includes
the following tabs:

Properties. General information concerning the workflow step is defined
under the Properties tab.

Security. Permission settings for specific individuals or groups authorized
to act on aworkflow step are defined under the Security tab.

Notifications. Emails can be sent when aworkflow step becomeseligible or
after aworkflow step is complete. Notifications can inform a user of atask
(workflow step) to perform, such as review and approve a new request.
Notifications can also inform agroup of users of the results of atask.
Notifications are defined under the Notifications tab.

Timeout. Timeouts determine how long aworkflow step can remain
inactive before generating an error. Timeouts are defined under the
Timeout tab.

User Data. Product entities such as packages, workflows, requests and
projectsinclude a set of standard fields that provide information about
those entities. While these fields are normally sufficient for day to day
processing, user data fields provide the ability to capture additional
information specific to each organization. User data is defined under the
User Data tab. If there are no user datafields, the User Data tab is disabled.

Results. Each workflow step includes avalidation. The Resuits tab lists the
validation, the component type and the results.
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Properties | security| Motificatians | Timeaut| User Dzt | Resutts |

Step Murmber: ‘ q

Step Marne: | Chack Object Type
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Ok | | Cancel |

Reay

Figure 3-13. Workflow step properties
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Configuring General Information for Workflow Steps

General information concerning the workflow step is defined in the Workflow
Step window under the Properties tab.

To add general information to a workflow step:

1.

Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open the Layout tab of the Workflow window.

. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.

. In the menu window, select Edit.

The Workflow Step window opens.

. Make sure you are in the Properties tab.

The Properties tab is the default tab for the Workflow Step window.

. Complete the fields in the Properties tab.
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Properties | security| Motifcatians | Timeaut| | Resuits|

Step Murmber: ‘ q

Step Marne: | Chack Object Type

Action Summary: ‘

Drescription: ‘

Source Type: ‘ Execution

Source Mame: |Gheck Object Type

Enabled: * Yes " Na
Dizplay: ‘Only When Active j Decision
Winrkflowy Parameter: ‘NONE j Workflow Step Properties

{* Source Environment: Workflow Step E]

€ Source Envirarment Group: | Pronetties | security| Motifications | Timeout | | Resuits |

Step Mumber: |4
' Dest Environment: I—
Step Marne: [Approval Regquest
" Dest Environment Group: I Action Summary; |
Save to OMIGLM Archive? ( ‘es Descriction: |
v Lead Time: ‘ Source Type: |Deci5mn
Project Sttus: Source Name: |Approval Reguest - Mare Info
Currert % Cormplets: ‘ Enabled: (' Yes " Mo

Parent Azsigned To User: I Display: |AIWa\:’S j
Parent Assigned Ta Group: | Wiorkflow Parameter: [NONE |

Wotkflowe Step Information ‘ Ay Lead Time: |
Authentication Required \ Request Status: | E

Currert % Cormplete: |20

E Parent Assighed To User: I EH
‘Readv Parent Assigned To Group: I
Execution Warkflow Step Information |htlp:ﬁitgqa.kintana.comnestingi’?T‘r’PE:Documentation ﬂ
WOrkﬂOW Step Prope,ﬁes Authertication Required |N0ne j

Ok | | Cancel |

Ready

8. In the Properties tab of the Workflow Step window, click Save.

The changes to the workflow are saved.
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Configuring Security for Workflow Steps

Workflow steps need to have permission settings to define the specific
individuals or groups who are authorized to act on each workflow step.

To add workflow step security to aworkflow step:

1.

Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open the Layout tab of the Workflow window.

. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.

. In the menu window, select Edit.

The Workflow Step window opens.

. In the Workflow Step window, select the Security tab.

The Security tab opens.

. In the Security tab, click New.

The Workflow Step Security window opens.
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Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number .

Value

Step Name

Goal | Result of Step

Validation*

Decisions Required
(ot on Step's outcome?)

w One
# At Least One
= Al

Security (who can act on step):
= Securty Group

= Lser Mame

= Standard Token

NLser Defined Token

\_/

Include Motification (vesho)

£ Workflow Step E] Erent
________ __ _ -  _______________ LWy

Properties SBEUFiW] Nmiﬂcatmns} Timeout]

| Resuits|

Ine
dress

Security Type

Security

Group

Security Group Marne

ITG Project Manager

ol Token

Security Group Name

PFM - Finance Review Board

fined Token

Security Group Mame

ITG Time Management User

Security Group Marne

ITG User Admin

Message

Security Group Name

ITG Time Manager

stus ot Step

Security Group Mame

ITG Administrator

Complete ot Step

ion Required (Y

ion Type (if ¥

Apply | Cancel

Ready

8. In the Workflow Step Security window, select the security type from the
drop-down list.

The security type options are:

e Enter a Security Group Name. Select a security group to act upon the
workflow step. Selecting a security group changes the name of the
autocomplete field to Security Group. The security typeis dynamically
changed to Security Group.

e Enter a Username. Select a user to act upon the workflow step.
Selecting a user changes the name of the autocomplete field to
Username. The security typeis dynamically changed to Username.
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e Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
autocomplete field to Standard Token. The security typeis left
undefined. Select a standard token from the autocomplete field. The
Security Type field is defined based on the standard token chosen.

e Enter a User Defined Token. Select a user defined token to act upon the
workflow step. Selecting a user defined token changes the name of the
autocomplete field to User Defined Token. The security typeis
dynamically changed to a drop-down list. The Tokens button is
enabled. Click Tokens to open the Token Builder window and select a
token. Select one of the following from the drop-down list:

» Username. The sdlected token resolves to a username.
m User ID. The selected token resolvesto auser ID.

= Security Group Name. The selected token resolves to a security
group.

= Security Group ID. The selected token resolves to a security group
ID.

9. In the Workflow Step Security window, click OK.
The Workflow Step Security window closes.
10. In the Workflow Step window, click OK.
The Workflow Step window closes.
11. In the Security tab of the Workflow Step window, click OK.

The changes are added to the workflow.
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Configuring Dynamic Security for Workflow Steps

Workflow steps can also be configured so that its security is determined at
runtime based on information entered in the request or package.

To configure aworkflow step with dynamic security:

1.

Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open the Layout tab of the Workflow window.

. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.

. In the menu window, select Edit.

The Workflow Step window opens.

. In the Workflow Step window, select Security tab.

The Security tab opens.

. In the Security tab, click New.

The Workflow Step Security window opens.

. In the Workflow Step Security window, select the security type from the

drop-down list.
The security type options are:

e Enter a Security Group name. Select a security group to act upon the
workflow step. Selecting a security group changes the name of the
autocomplete field to Security Group. The security typeis dynamically
changed to Security Group.
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e Enter a Username. Select a user to act upon the workflow step.
Selecting a user changes the name of the autocomplete field to
Username. The security typeis dynamically changed to Username.

e Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
autocomplete field to Standard Token. The security typeis left
undefined. Select a standard token from the autocomplete field. The
Security Type field is defined based on the standard token chosen.

e Enter a User Defined Token. Select a user defined token to act upon the
workflow step. Selecting a user defined token changes the name of the
autocomplete field to User Defined Token. The security typeis
dynamically changed to a drop-down list. The Tokens button is
enabled. Click Tokens to open the Token Builder window and select a
token. Select one of the following from the drop-down list:

» Username. The sdlected token resolves to a username.
m User ID. The selected token resolvesto auser ID.

= Security Group Name. The selected token resolves to a security
group.

= Security Group ID. The selected token resolves to a security group
ID.

9. In the Workflow Step Security window, click OK.
The Workflow Step Security window closes.
10. In the Workflow Step window, click OK.
The Workflow Step window closes.
11. In the Security tab of the Workflow Step window, click OK.

The changes are added to the workflow.
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Configuring Notifications for Workflow Steps

Notifications can be sent when aworkflow step becomes eligible or after a
workflow step iscomplete. Notifications can inform auser of atask (workflow
step) to perform, such as review and approve anew request. Notifications can
also inform agroup of users of the results of atask (workflow step).
Notifications are defined in the Notifications tab of the Workflow Step window.

When configuring a notification for aworkflow step, consider the following:
e When to send the notification

e Who should receive the notification

e What the notification should say

Review the Workflow Step Worksheet for notification information.

To add a notification to a workflow step:

1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. Open the Layout tab of the Workflow window.
4. Right-click aworkflow step.
The workflow step is highlighted. A menu window opens.
5. In the menu window, select Edit.
The Workflow Step window opens.
6. In the Workflow Step window, select the Notifications tab.
The Notifications tab opens.
7. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.
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8. In the Setup tab of the Add Notification for Step window, configure:

e When the notification should be sent (Event and Interval)

e Who receives the notification (Recipients)

9. In the Message tab of the Add Notification for Step window, configure the

body of the notification.

£ Workflow Step

Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number _|

Step Nams

Goal / Result of Step

Validation*

Decisions Required = One
(Wote on Step's outcome?) w At Least One

= A

Timeout (Days)

Securty (who can act on step):
# Securlty Group

= User Name

= Standard Token

Propemes} Secul

rity Motifications l T|meou1]

| Resuits|

Event

Description

Interval Enahled |

Mo consensus

Etror Message Distribut...[3:00 AW Daily M-F

Eligible

‘Workflow Step Eligible ... [8:00 Al Daily M-F

ALL

Workflow Step Result D...[8:00 Al Daily M-F

=< |=<|=

Mew | |

Ok | Apply | Cancel

Ready

= User Defined Token

Include Kotification (¥es/Mio)

Motification Evert

Matification Recipient
= Username

= Email Address

= Security Group

= Stancard Token

= User Defined Token

Hotification Message

Redjusst Status ot Step

Redusst % Complete at Step

Ay thertication Recuired (VM)

Authertication Type (if )

10. In the Add Notification for 1Step window, click OK.

The notification is added to the Notifications tab. Y ou can send different
notificationsto different recipientsfor different events by clicking New and
repeating the previous process. The following lists some of the reasons you
might want to send different notifications for a single workflow step:

e Send different notifications depending on the result of the step

e Send different notifications depending on the type error
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e Sendthenotificationsto adifferent set of users depending onthe step’s
result or error

e Specifying different intervals or reminders based on the type of step
error

11. In the Notifications tab of the Workflow Step window, click OK.

The changes are added to the workflow.

Configuring Setup Tabs

Y ou can configure aworkflow step to send notifications at different times,
different intervals, different events, and to different recipients.

Sending Notifications when Workflow Steps become Eligible
To send a notification when aworkflow step becomes dligible:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 70. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.

4. Configure the Setup tab asfollows:
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Field

Value

Notes

Event

Eligible

Interval

Immediate

A notification can be sent at different
intervals. For example, you might
choose to send a notification of a final
approval step at midnight so that it is
ready for approval in the morning.

Note also that multiple notifications to
a single recipient can be brought
together in a batch and sent together.
Selecting an interval other than
Immediate will allow this batching to
occur.

Send Reminder

Yes/No

This field is optional. A reminder
notification can be sent if the
notification event is still true after a
period of time. For example, a
reminder can be sent if a step is still
Eligible after a number of days. A
reminder cannot be sent if the
notification event is All.

Enabled

Yes

5. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.

6. In the Workflow Step window, click OK.

The changes are added to the workflow.

Sending Notifications when Workflow Steps have Specific Results

It is possible to configure a notification to be sent when aworkflow step has a
specific decision or execution result. The value for these results is determined

by the workflow step source’ s validation.

To send notification when aworkflow step has a specific result:

1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 70. The
Notifications tab opens.
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2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.

4. Configure the Setup tab asfollows:

Field

Value

Notes

Event

Specific Result

Value

Select the value to
trigger the
Notification.

The list of values is determined by the
workflow step source’s validation.
Therefore, this selection will always
be limited to the possible results of
the step.

Interval

Immediate

A notification can be sent at different
intervals. For example, you might
choose to send a notification of a final
approval step at midnight so that it's
ready for approval in the morning.

Note also that multiple notifications to
a single recipient can be brought
together in a batch and sent together.
Selecting an interval other than
Immediate will allow this batching to
occeur.

Send Reminder

Yes/No

This field is optional. A reminder
notification can be sent if the
notification event is still true after a
period of time. For example, a
reminder can be sent if a step is still
Eligible after a number of days. A
reminder cannot be sent if the
notification event is All.

Enabled

Yes

5. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.

6. In the workflow Step window, click OK.

The changes are added to the workflow.

74 Mercury Demand Management™: Configuring a Request Resolution System




Chapter 3: Configuring Workflows

Sending Notifications When Workflow Steps Have Specific Errors

It is possible to configure the notification to be sent when aworkflow step has
aspecific error. Table 3-1 lists the workflow step errors.

Table 3-1. Specific errors for workflow steps

Specific Error

Meaning

No consensus

When all users of all security groups, or users linked to the
workflow step need to vote, and there is no consensus.

No recipients

When none of the security groups linked to the workflow step
has users linked to it, no user can act on the workflow step.

Timeout

When the workflow step times out. Used for executions and
decisions.

Invalid token

Invalid token used in the execution.

ORACLE error

Failed PL/SQL execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.

Command
execution error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not included in
the validation.

Parent closed

For wf_receive or wf_jump steps, a request is expecting a
message from a package line that is cancelled or closed.

For wf_receive or wf_jump steps, a package line is expecting a

Child closed message from a request that is cancelled or closed.
For wf_receive or wf_jump steps, a request is expecting a
No parent .
message from a package line that has been deleted.
. For wf_receive or wf_jump steps, a package line is expecting a
No child
message from a request that has been deleted.
Multiple jump For wf_jump steps in a package Line, different result values
results were used to transition to the step.

Multiple Return
Results

When the package level subworkflow receives multiple results
from package lines that traversed through it.
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To send a notification when aworkflow step has a specific error:

1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 70. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.

The Setup tab is the default tab.

4. Configure the Setup tab asfollows:

Field

Value

Notes

Event

Specific Error

Error

Select the value to
trigger the
Notification.

This is a standard set of errors. See
Sending Notifications When
Workflow Steps Have Specific Errors
on page 75.

Interval

Immediate

A notification can be sent at different
intervals. For example, you might
choose to send a notification of a
final approval step at midnight so that
it's ready for approval in the morning.

Note also that multiple notifications to
a single recipient can be brought
together in a batch and sent
together. Selecting an interval other
than Immediate will allow this
batching to occur.

Send Reminder

Yes/No

This field is optional. A reminder
notification can be sent if the
notification event is still true after a
period of time. For example, a
reminder can be sent if a step is still
Eligible after a number of days. A
reminder cannot be sent if the
notification event is All.

Enabled

Yes
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5. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.
6. In the Workflow Step window, click OK.

The changes are added to the workflow.

Specifying the Time Notifications are Sent

Use the Interval field in the workflow step to specify when the notification will
be sent. The interval determines how frequently the notification will be sent.

To send the time notification are sent:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 70. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.
4. Configure the Setup tab, configure the Interval field as follows:

e 8:00 AM Daily M-F: This notification is sent every 8:00 a.m.on the next
available work day after the notification event occurs.

e Hourly M-F: This notification is sent every hour, starting on the next
available work day after the notification event occurs.

e Immediate: Thisnotification is sent immediately.
5. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.
6. In the Workflow Step window, click OK.

The changes are added to the workflow.
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Sending Follow Up Notifications (Reminders)

A reminder notification can be sent if the notification event is still true after a
period of time. For example, areminder can be sent if a step is still Eligible
after anumber of days. A reminder cannot be sent if the notification event is
All.

To send follow up notifications:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 70. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.

4. In the Setup tab, configure the Interval field as follows:

Field Value Notes
Event Selects any event except for All.
Send Reminder Yes Selecting Yes enables the Reminder

Days field.

Enter the number of | The number of days to wait before

Reminder Days days. sending a reminder notification.

5. In the Setup tab, click OK.
The Setup tab closes. The Workflow Step window opens.
6. In the workflow Step window, click OK.

The changes are added to the workflow.
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Configuring Notification Recipients

When creating a notification, at least one recipient must be added for the
message. The recipient can be a specific user, all members of a security group,
or any email address.

To add arecipient to a notification:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 70. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.
4. In the Setup tab, click New.

The Add New Recipient window opens.

%’ n“-u—_-—_ﬂ—g

Setup ] Message]

FOption:
Description: |Wurkﬂow Step Error Message Distribution
Evem:|8peciﬂc Error j
‘ Error:|No CONSENSUS ﬂ
Interval: [:00 AM Daily M-F |
Send reminder? © Yes & Mo
Enabled: @ Yes " Mo ™ Dontsendifobsolete
rRecipierts
= Add Mew Recipient
Recipient Type
70 " ce [ Bee |EnteraUsername j
Usarname:l
e Recipient Type: [Usernarme
e — | oK | Add | Cancel
T E— [Reacty
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5. Select how to specify the recipient from the drop-down list:

e Enter a Security Group. Select a specific security group, and all enabled
usersin the group with email addresses will receive the notification.

e Enter a Username. Select a specific user to receive the notification. The
user must have an email address.

e Enter an Email Address. Enter any email address of the notification.

e Enter a Standard Token. Select from alist of system tokens that
corresponds to a user, security group, or email address.

e Enter a User Defined Token. Enter any field token that correspondsto a
user, security group, or email address.

Selecting a value will automatically update the Recipient Type field. For
example, selecting Enter a Security Group Will change the Recipient Type
field to Security Group.

6. Enter the specific value that corresponds to the recipient type selected
above.

This can be ausername, email address, security group, or atoken.

Use security groups or dynamic access (distributions) to define the
notification recipients whenever possible. Avoid specifying alist of users
or an individual user’s email address. If thelist of users changes (dueto a
departmental or company reorganization), that list would have to be
updated manually. By using a security group instead of alist of users, the
security group can be updated once, and the changes will be propagated
throughout the workflow steps.

Use distributions when sending a notification to an undetermined party.
For example, the notification can be configured to be sent to the Assigned
to User by specifying [REQ.ASSIGNED_TO_USERID] in the Add New
Recipient window.

7. In the Add New Recipient window, click OK.
8. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.
9. In the Workflow Step window, click OK.

The changes are added to the workflow.
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Configuring Message Tabs

It is possible to construct the notification’s message to ensure that it contains
the correct information or instructions for the recipient. For example, if a
notification is sent to instruct you that a request requires your approval, the
message should instruct you to log onto Mercury IT Governance Center and
update the request’ s status. Additionally, the notification should include a link
(URL) to the referenced request.

Notifications include the following features to make them easier to configure
and use:

e Select from a number of pre-configured notification templatesto more
quickly construct the body of your message.

e The body of the notification can be plain text or HTML.

e Multiple tokens can be included in the notification. These tokens will
resolve to information relevant to the recipient. For example, you can
include tokens for the URL to the request approval page, information on
request status and priority, and emergency contacts.

To configure the message in a notification:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 70. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Message tab.

The Message tab opens.
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£ Add Notification for step: Approval Request

Setup Message]

Motification Template: |Standard HTML Message (HTML)

Motification Format: |HTML

From: | \

Choose...

Clear

RepIyTU.| \

Choose...

Clear

Subject [IT Governance - Demand Management Alert
Body:

xxxx P Wa 1 NEW_5 TATOS [/ THs
<STLx
</table>
</l
<td class="notificationspace >/ td>
TATEF
<trx
<td height="20" colspan="2"></tdx
LATEF
</tablex
</bodyx
</htmlx

4

Tokens

Ok Cancel

|Ready

4. Select a Notification Template from the drop-down list.

This updates the contents in the Body section with the information defined

for the selected template.

5. In the Notification Format field, select HTML or Plain Text from the

drop-down list.

Selecting HTML allows more flexibility when formatting the look and feel
of the notification. The HTML code can be written and tested in any
HTML editor and then pasted into the Body window.

6. Select values for the From and Reply to fields.

7. Construct the body of the message.

When constructing the body, consider utilizing the following:

e Tokenfor the URL to the Request Detail page. See Table 3-2 on page 84

for alist of these tokens.

e Token for the URL to the package (Workbench or standard interface).
See Table 3-2 on page 84 for alist of these distributions.

e Tokens in the body of the message. Click the Tokens button to access
the Token Builder window where tokens can be added to the message

body.
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e Tokens related to specific package lines or request detail fields. Add
tokensto the Linked Token list to include tokens that resolve information
related to the individual package line or request detail field.

8. In the Message tab, click OK.

The Add Notification for Step window closes. The Notifications tab is
enabled.

9. In the Notifications tab, click OK.

The changes to the workflow are saved.

Using Tokens in the Message Body

It is possible to select any of the available tokens accessed through the Token
Builder window to include in the body of your message. However, not all
tokens will resolve in al situations. As a general rule, tokens associated with
the request or workflow will resolve.

Including URLs (Smart URLs)

When you receive a notification, it is often helpful to have alink to theitem
needing attention. Notifications can be configured in the body of a notification
to include the Web address (URL) for the following entities:

e Packages

e Requests

o Request Types
e Projects

e Tasks

o Workflows

e Validations

o Object Types
e Environments

If you are viewing your email with a Web-based mail reader (such as
Microsoft Outlook or Netscape Messenger), you can click the URL in the
notification and be taken directly to the referenced entity.
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For workflows, request types, validations, object types and environments the
notification can use the entity ID or the entity name as the parameter in the
URL. Thiswill bring you to the correct window in the Workbench and open
the detail window for the specified entity.

The most commonly used smart URL tokens for packages and requests are
described in Table 3-2.

Table 3-2. Smart URL tokens

Smart URL Token Description

Provides a URL that loads the package

PACKAGE_URL Details page in the standard interface.

Provides a URL that loads the package

WORKBENCH_PACKAGE_URL window in the Workbench.

REQUEST_URL Provides a URL that loads the request

Details page in the standard interface.

When using an HTML formatted message, an alternate token must be used to
provide alink to requests. This token can also be used in plain-text formatted
notifications. The smart URL token for requests is described in Table 3-3.

Table 3-3. Smart URL tokens in HTML format

Smart URL Token Description

Provides a link that loads the request detail

REQUEST_ID_LINK page in the standard interface.

The token will resolve to the following format:
<a href="http://URL”>Request Name</a>

In the notification, the link would appear as a linked entry.

Configuring Timeouts for Workflow Steps

Timeouts determine how long a workflow step can remain eligible before
generating an error. The Timeout tab in the Workflow Step window is used to set
atimeout for the workflow step. See the Timeout field in the Workflow Step
Worksheet for information on how long to set the timeout.

To set timeouts for aworkflow step:
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. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open the Layout tab of the Workflow window.
. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.
. In the menu window, select Edit.

The Workflow Step window opens.

. In the Workflow Step window, select the Timeout tab.

The Timeout tab opens.
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Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number .

Value

Step Name

Goal | Result of Step

Validation*

Decisions Required = One
(ot on Step's outcome?) A Least One

Timeout (Days)

= Securty Group

£ Workflow Step

fined Token

F'ropenies] Securiwl Motifications Timeout] ] Resu\ts]

ification (YesMo)

% Use Workflow: Step Source Ewerit

Tirmeout |5 ‘ J Recipiert:
Ine:
" sSpecific valug dress
Tirmeout Type | J Sroue
ot Token
Timeout | J fined Token
Message
atus at Step

Complete ot Step

ion Required (Y

ion Type (if ¥

OK Apply | Cancel

Ready

7. Configure the timeout as follows:

e Use Workflow Step Source. Thisisthe default setting. The Workflow
Step Source field determines the workflow step’ s timeout. The Timeout
and Interval fields are disabled.

e Specific Value. You can enter avalue for the workflow step’s timeout
according to the Timeout Type entry.

8. In the Timeout tab of the Workflow Step window, click Apply.

The changes are applied to the workflow.
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Configuring Transitions for Workflow Steps

Transitions are the rules that logically connect workflow steps. They are added
to aworkflow to establish what direction a process should take based on the
results of aworkflow step. For example, arequest is entered into arequest
resolution system. Thefirst step in the workflow isto Review Request. From
thisworkflow step, the request might be Approved or Not Approved. Both
Approved and Not Approved are transitions from the Review Request workflow

step.

Transitions are added to a workflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab of the
Workflow window. Y ou can choose a transition between workflow steps based
on the following workflow step results:

e Specific result. The specific result follows this transition. The specific
resultsisthe default workflow step results. Specific results are based on the
workflow step’s validation.

e Other results. All other results that do not have transitions set follow this
transition.

e All results. All results follow this transition.

e Specific Event. (Demand Management only.) The specific event followsthis
transition. Specific events are based on the workflow step’ s validation.
Used only for Demand Management I T solution.

e Specific Error. The specific error follows this transition.

e Other Errors. All other errors that do not have transitions set follow this
transition.

e All Errors. All errors follow this transition.
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Adding Transitions Based on Specific Results

To add a Specific Result transition:

.1

. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open the Layout tab of the Workflow window.

. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.

. In the menu window, select Add Transition.

The menu window closes. The workflow step remains highlighted.

. Select the destination workflow step for the transition.

A line with an arrowhead appears between the workflow steps. The Define

Transition and Step Transitions windows opens. The Define Transition window
is enabled and has many options on how to define the transition. The most
common transition is Specific Results. For information on other transitions

definitions, see Adding Transitions not Based on Specific Results

on page 90.

. In the Define Transitions window, from the Specific Results drop-down list,

select the appropriate transition.

. In the Define Transition window, click OK.

The Define Transition window closes. The Step Transitions window is
enabled.
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9. In the Step Transitions window, click Apply or OK.

The trangition is added to the Step Transitions window. Clicking Apply
keeps the Step Transition window open. To add another validation to the
transition, click New and add another transition value. Click OK to add the
transition value and close the Step Transitions window. The defined
transition name is added to the transition line.

Select - Add Transition

Add Transition

Edit ...
ﬁ Delete ...
Edit Source... % -ﬂd = AND Select the
L. Review Bequedt /b o D Specific Results
to appear on the
Transition
7 Cther Results:
[ x|
From Step: |G N0l J
To Step: |Test
Transitions
Type | Operatar | Value | Require Mote | an
Specific Result |5 |Approved [N |
Add ‘ Cancel
mew | | \
0K | | Cancel |
[Reauy

10. At the bottom of the Layout tab, click Save.

The changes to the workflow are saved.
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Adding Transitions not Based on Specific Results

Transitions are added to a workflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab of the
Workflow window. Specific resultsis the default transition value for the
transition. The following lists other transition values:

e Other results

o All results

e Specific Events
e Specific Error
e Other Errors

e All Errors

Adding Transitions Based on Values in Fields

It is possible to transition arequest based on the valuein a particular field of
the request. This can be ageneral field in the request header, such as Priority,
Assigned To, Or Request Group, or a custom field specified in the request or
package line.

For example, if the request’s Priority field is set to Critical, then you might want
therequest to follow adifferent, more robust process. Thisis done by resolving
afield token in aworkflow execution step. The workflow engine evaluates the
field s value at a specific step and then routes the request accordingly.

To transition arequest based on avalue in afield, you must:
e Configure an immediate execution workflow step
e Configure the transition for the immediate execution workflow step

To transition based on thevalue in afield:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.

3. Open the Layout tab of the Workflow window.
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4. Configure an immediate execution workflow step.

a. From the Workflow Step Source window, copy an existing immediate
execution workflow step.

The Execution window opens.

b. Complete the fi
following table

elds in the Execution window as specified in the

Field in Execution
Window

Value

Workflow Scope

Requests for request tracking and resolution systems,
Packages for deployment systems, Release Distribution
for release systems.

Execution Type

Token

Processing Type

Immediate

Validation

Selects or creates a validation that includes all of the
possible values of the resolved token. For example, if you
plan on branching based on the Priority field, use the
[REQ.PRIORITY_CODE] token and the

CRT - Priority - Enabled validation. The validation
contains all possible values of the token.

Execution

Enter the token for the value that you would like to
transition based on. To find the name of the token, click
tokens. The Token Builder opens. Token Builder will help
you find the token (for example [REQ.PRIORITY_CODE]),
but you must manually enter the name of the token in the
Execution field.

Enabled

Yes

c. In the Execution window, click OK.

d. The new immediate execution workflow step is saved and the Execution

window closes.

5. Add the new immediate execution workflow step to the workflow.

6. Right-click the immediate execution workflow step.

The workflow step

is highlighted. A menu window opens.
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7. Add the transition.
a. In the menu window, select Add Transition.
The menu window closes. The workflow step remains highlighted.
b. Select the destination workflow step for the transition.

A line with an arrowhead appears between the workflow steps. The
Define Transition and Step Transitions windows opens. The Define
Transition window is enabled and has many options on how to define
the transition.

¢. In the Define Transitions window, from the Specific Results drop-down
list, select the appropriate transition.

d. In the Define Transition window, click OK.

The Define Transition window closes. The Step Transitions window is
enabled.

e. In the Step Transitions window, click OK.

The transition is added to the Step Transitions window. The Step
Transitions window closes. The defined transition name is added to the
transition line.

8. At the bottom of the Layout tab, click Save.

The changes to the workflow are saved.

Adding Transitions Based on Data in Tables

It is possible to transition based on information stored in atable. To transition
using this method, use a workflow execution step with an execution type of

SQL.

When transitioning from a properly configured execution step (Execution
Type = SQL Statement), trangition based on a specific result. The possible
results are defined in the workflow step source’s validation. The valuesin this
list are determined by a SQL query of a database table.

Aswith any execution step, configure this transition to be an immediate or
manual step.
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Adding Transitions Based on All But One Specific Value

It is possible to transition based on all but one specified value. Y ou can use
Other Results when multiple transitions are exiting a single step. Other Results
will act as the transition if none of the other explicit transition conditions are
satisfied.

For example, you might want to transition all Critical requests one way and all
other results (High, Normal, Low) in adifferent way.

To add atransition based on all but one specific value, create atransition from
from aworkflow step based on avalue in Specific Results. Create a second
transition from the same workflow step. For the second transition, specify
Other Results in the Define Transition window.

S

Workflow Critical Wiorkflcw

Step One wriiea > Step Two
J R
A,

Other Results Workflcw

(High, Mormal, Low) . Step Three
- 7

Figure 3-14. Transitions using other results

Adding Transitions Based on All Results

It is possible to define arequest to transition regardless of the step’s actual
results. For example, you may want to run a subworkflow to perform server
maintenance after the on-call server contact isidentified. To do this, add a
transition from the Specify Contact step to the subworkflow. Since the next step
in the process does not depend on the result of the step, it is appropriate to use
the All Results transition. To do this, define atransition from the step and select
All Results.

Consider using an All Results transition when kicking off a sub-process. Note
that you can still define transitions based on Specific Results Or errors when you
select All Results. Y ou can bring the process together later using an AND step.
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Adding Transitions Based on Specific Events

Mercury Demand Management includes an additional method for transitioning
out of aworkflow decision step that coincides with a demand scheduling event.
Select Specific Event in the Define Transition window. Y ou can then specify the
specific event for the transition.

Mercury Demand Management supports the following events:
e Assignment

e Schedule Demand

e Regect Demand

A Mercury Demand Management event will not occur if one of the following
conditions exist:

e If thereisrequired look-ahead for the transition. The exception to this
exception is when the look-ahead requires you to enter an Assigned To user
during the assignment of the demand.

e If you do not have the correct security permissions (request type and
workflow step) to transition out of the workflow step.

e |If therequest islocked (being edited) by another user.

If the scheduling, assignment, or rejecting event does not work, an error
message is returned.

Adding Transitions Based on Errors

It is possible to transition based on a specific error that occurs during an
execution step. The business process may then be branched based on likely
execution errors such as Timeout, Command Execution, Or Invalid Token (See
Table 3-4). When adding atransition, select the Specific Error radio button in
the Define Transition window. From the drop-down list, select the error.

Table 3-4. Workflow transition errors

Transition Option Meaning
Multiple Return When the package level subworkflow receives multiple
Results results from package lines that traversed through it.

When all users of all security groups, or users linked to the

No consensus :
workflow step need to vote, and there is no consensus.
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Table 3-4. Workflow transition errors [continued]

Transition Option

Meaning

No recipients

When none of the security groups linked to the workflow
step has users linked to it, no user can act on the workflow
step.

Timeout

When the workflow step times out. Used for executions and
decisions.

Invalid token

Invalid token used in the execution.

ORACLE error

Failed PL/SQL execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the integer field.

Invalid date

Validation includes an invalid value in the date field.

Command execution
error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not included
in the validation.

Parent closed

For wf_receive or wf_jump steps, a package line is
expecting a message from a request that is cancelled or
closed.

For wf_receive or wf_jump steps, a request is expecting a

Child closed message from a package line that is cancelled or closed.
For wf_receive or wf_jump steps, a package line is
No parent :
expecting a message from a request that has been deleted.
No child For wf_receive or wf_jump steps, a request is expecting a

message from a package line that has been deleted.

Multiple jump results

For wf_jump steps in a package line, different result values
were used to transition to the step.

Adding Transitions Back to the Same Step

It is possible to retain the option of resetting failed execution workflow steps,
rather than immediately transition along afailed path. Thisis often helpful
when troubleshooting the execution (see Figure 3-15).

Configuring Workflow Steps 95



Chapter 3: Configuring Workflows

L
p BT
. 3. Cloge - 100%
2. Decign Code

Figure 3-15. Transitioning back to the same step

When the commands execute successfully, they will follow the Success
trangition path. However, when the commands fail, they will not transition out
of the step because no transition has been defined for the FAILED result. The
user has to manually select the workflow step and select FAILED - RETRY. The
execution will re-run.

Do not use an immediate execution workflow step when a FAILED result is
feeding directly back into the execution workflow step. Thiswould resultin a
continual execution-failure loop.

To transition arequest or package line based on avalue in afield, you must:
e Configure an execution workflow step
e Configure the transition for the execution workflow step

To transition back to the same execution step:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. Open the Layout tab of the Workflow window.
4. Configure an immediate execution workflow step.

a. From the Workflow Step Source window, copy an existing immediate
execution workflow step.

The Execution window opens.

b. Complete the fields in the Execution window as specified in the
following table:
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Field in Execution
Window

Value

Workflow Scope

Requests for request tracking and resolution processes,
Packages for deployment processes, or Release
Distributions for release processes.

Execution Type

Token

Processing Type

Immediate

Validation

Create a validation with the following validation values.

Succeeded

e Failed

e Failed - Reset

e Failed - Rejected

For details on how to create a validation, see Commands,
Tokens, and Validations Guide and Reference.

Enabled

Yes

c. In the Execution window, click OK.

d. The new execution workflow step is saved and the Execution window

closes.

5. Add the new execution workflow step to the workflow.

6. Right-click the immediate execution workflow step.

The workflow step is highlighted. A menu window opens.

7. Add the transition.

a. In the menu window, select Add Transition.

The menu window closes. The workflow step remains highlighted.

b. Select several points near the execution workflow step, then select the
source workflow step.

The Define Transition and Step Transitions windows opens. The Define
Transition window is enabled and has many options on how to define

the transition.
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¢. In the Define Transitions window, from the Specific Results drop-down
list, select the appropriate transition.

The Validations in the Specific Results drop-down list are the validation
created for the execution workflow step. For example, select
Failed - Reset.

d. In the Define Transition window, click OK.

The Define Transition window closes. The Step Transitions window is
enabled.

e. In the Step Transitions window, click OK.

The transition is added to the Step Transitions window. The Step
Transitions window closes. The defined transition name is added to the
transition line.

8. At the bottom of the Layout tab, click Save.

The changes to the workflow are saved.

Adding Transitions Based on Previous Workflow Step Results

It is possible to use workflow parametersto store the result of aworkflow step.
This value can then be used later to define atransition. The basic steps of
adding a transition based on a previous workflow step result are:

1. In the Workflow window, in the Workflow tab, create a workflow parameter.

2. Create atoken execution step to resolve the value in the workflow
parameter.

3. For aworkflow step, in the Properties tab of the Workflow Step window,
specify the name of the workflow parameter in the Workflow Parameter
field.

One step in this example process requires the user to route the request based on
the type of change (code or database). The decision made at this step isthen
considered later in the process to correctly route rework of the specific type.
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Figure 3-16. Add a transition based on a previous workflow step

To add atransition based on a previous workflow step:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens. The Workflow tab is displayed.
3. In the Workflow tab, create a Workflow Parameter.
a. In the Workflow tab, in the parameters section, click Add.
The Workflow Parameters window opens.
b. Complete the fields in the Workflow Parameters window.
c. In the Workflow Parameters window, click OK.

d. The workflow parameter is saved and the Workflow Parameters window
closes.

4. In the Workflow window, select the Layout tab.
The Layout tab opens.

5. Configure an execution workflow step with atoken that resolvesthe value
in the workflow parameter.

Note that the validation used in this step should contain the same values as
the validation specified in the Type of Change decision step.
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a. From the Workflow Step Source window, copy an existing execution
workflow step.

The Execution window opens.
b. Configure the workflow step as displayed in the following illustration:
c. In the Execution window, click OK.

d. The new execution workflow step is saved and the Execution window
closes.

6. Add the new execution workflow step to the workflow.
a. Add aworkflow step to the workflow.
The Workflow Step window opens.

b. In the Workflow Step window, in the Properties tab, select the workflow
parameter from the Workflow Parameter drop-down list.

c. Inthe Properties tab, click OK.
7. Add the steps and transitions as shown in Figure 3-16 on page 99.
8. In the Layout tab, click OK.

The changes to the workflow are saved.

Adding Transitions To and From Subworkflows

A transition to a subworkflow step is made in the same way as atransition to
any other workflow step (execution, decision, or condition). The transition is
graphically represented by an arrow between the two steps. The package line
or request proceeds to the first step designated in the subworkflow definition.

When the package or request reaches the subworkflow step, it follows the path
defined in that subworkflow. It either closes within that workflow (at a Close
step) or returns to the parent workflow.

For a package line or request to transition back to the parent workflow, the
subworkflow must contain areturn step. The transitions leading into the return
step must match the validation established for the subworkflow step. In the
following example, the transitions exiting the Rework and Test Step (Successful
Test and Failed Test) match the possible transitions entering the subworkflow’ s
return step.
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Figure 3-17. Transitioning to and from subworkflows

Users must verify that the validation defined for the subworkflow step is
synchronized with the transitions entering the return step. The subworkflow
validation is defined in the Workflow window.

Users typically define the possible transitions from the subworkflow step
during the subworkflow definition.

The subworkflow step validation cannot be edited if the subworkflow is used
in another workflow definition. The subworkflow field cannot be edited if the
subworkflow is used in another workflow definition.

Configuring Validations for Workflow Steps

Validations determine the acceptable values for fields. Validations maintain
data integrity by ensuring that the correct information is entered in afield
beforeit is saved to the database. For workflow steps, validations ensure the
correct transitions are associated with the correct workflow step.

Validations are defined for each workflow step found in the Workflow Step
Source window. Opening aworkflow step in the Workflow Step Source window
opens the Decision window. The Decision window contains the workflow step’s
default information. One piece of the default information is the validation.
Figure 3-18 on page 102 illustrates the Decisions window of the Approve (One
User) decision workflow step and the validation listed in the Decision window.
In this example, the validation is WF - Approval Step. By checking the
validation, WF - Approval Step has two validation values:

® Approved
e Not Approved

Once aworkflow step is added to a workflow, the transition can be added.
Opening the workflow step’s Define Transition window, the validation values
are displayed as the Specific Results field.
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Figure 3-18. Workflow step sources and validations
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Validations and Execution Type Relationships

There is acorrelation between the validation and the execution type. For
data-dependent transitions (token, SQL, PL/SQL), the validation must contain
all possible values of the query or token resolution. Otherwise, the execution
step could result in avalue that is not defined for the process, and the request or
package line could become stuck in aworkflow step.

For most built-in workflow events and executions that run commands, the
validation often includes the standard workflow results (Success or Failure). If
the commands or event execute without error, the result of Success isreturned,
otherwise, Failure s returned.

Table 3-5 summarizesthis relationship between validations and execution
types.

Table 3-5. Relationship between validation and execution types

Execution Types Validation Notes

Typically use a variation of the WF - Standard
Execution Results validation (Succeeded or
Failed). A few of the workflow events have
Built-in workflow event and specific validation requirements:

workflow step commands e wf return
e wf_jump

e wf_receive

Validation must contain all possible values

PL/SQL function returned by the function.

Validation must contain all possible values for

Token the token.

Validation must contain all possible values for
the SQL query. You can use the same SQL in
the validation (drop-down or autocomplete
list) minus the WHERE clause.

SQL statement
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Integrating Request Types and Workflows

This section details the ways in which workflows and request types can
integrate to work together.
Integrating Request Statuses and Workflows

Request statuses can be linked to their respective workflow steps.
To assign arequest status to a workflow step:

1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.

The Workflow window opens. The Workflow tab is displayed.
3. Click the Layout tab.

The layout tab opens.
4. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.
5. In the menu window, select Edit.

The menu window closes. The Workflow Step window opens.

6. Select the desired request status from the Request Status autocomplete list.
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7. Repeat as needed with all necessary workflow steps.
8. In the Layout tab, click OK.

As the request progresses through this workflow, it will take on the status
assigned in each workflow step.Not al workflow steps need to have a Request
Status assigned. A request type retains the last-encountered Status.

Integrating Request Type Commands and Workflows

Request type commands define the execution layer within request
management. While most of the resolution process for arequest is analytically
based, cases may arise for specific request types where system changes are

required. In these cases, request type commands can be used to automatically
perform these changes.

Request type commands are tightly integrated with the workflow engine. The
commands contained in a request type are executed at execution workflow
steps.

It isimportant to note the following concepts regarding command and
workflow interaction:

e To execute request type commands at a particular workflow step, the
workflow step must be configured with the following parameters:
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»  Workflow step must be an execution type workflow step
m  Workflow Scope = Requests
m  Execution Type = Built-in Workflow Event

= Workflow Command = execute_request_commands

e When the request reaches the workflow step (with Workflow Command =
execute_request_commands), all commands whose conditions are satisfied
will be run in the order they are entered in the request type' s command
panel (in the request type' s Commands tab).

e Therequest type can be configured to run only certain commands at a
particular step. To do this, specify command conditions.

106  Mercury Demand Management™: Configuring a Request Resolution System



Chapter 3: Configuring Workflows

Integrating Request and Package Workflows

Request (Demand Management) and package workflows (Change
Management) can be configured to work together, communicating at key
pointsin the request and package processes. A request workflow step can
actually jump to a preselected package workflow step. The package workflow
step receives the request workflow step and acts on it to go to the next step in
the process.

Packages and requests can also be integrated at alevel that does not rely on the
workflow configuration. Attach packages and requests to each entity as
references. Dependencies can then be set on these reference to control the
behavior of the request or package. For example, you can specify that arequest
isaPredecessor to the package. This means the package will not continue until
the request closes.

Two built-in workflow events facilitate this cross-product workflow
integration. These workflow steps are wf_jump and wf_receive. Jump workflow
step (wf_jump) and receive workflow step (wf_receive) are used at the points of
interaction between workflows. Each jump workflow step must be coupled
with a receive workflow step. Workflows can communicate through these
jump and receive workflow step pairs.

As an example of when this kind of communication is useful:

1. A reguest spawns a package for migrating new code to the production
environment.

2. The newly spawned package must go through an Approval step.

3. When the Approval step is successful, the process jumps back to and is
received by the request. The request then undergoes more testing and
changesin the QA Environment.

4. After successfully completing the QA Test, the process jumps from the
request and is received by the package.

5. Since the step has succeeded, the process can now migrate the code
changes to the Production Environment.

This processis graphically represented in Figure 3-19 on page 108.
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Request Workflow
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Figure 3-19. Jump/Receive workflow steps

The jump and receive workflow step pair must be carefully coordinated. Each
jump workflow step must have an associated receive workflow step, linked
together by a common jump and receive workflow step label defined in the
Workflow Step window. The transition values for entering into and exiting the
jump and receive workflow steps must also be coordinated.

To establish communication between request and package workflows:

1. Set up the WF - Jump/Receive Step Labels validation for use in the Workflow
Step window.

Thisvalidation is used to group ajump and receive workflow step pair. The
selected WF - Jump/Receive Step Labels must match in the paired jump and
receive Workflow Step windows. See Setting Up WF - Jump/Receive Sep
Label Validations on page 109.

2. Create ajump workflow step using the wf_jump Built-in Workflow Event.
See Generating Jump Sep Sourceson page 111.
3. Create areceive workflow step using the wf_receive Built in Workflow Event.

See Generating Receive Step Sources on page 113.

108  Mercury Demand Management™: Configuring a Request Resolution System



Chapter 3: Configuring Workflows

4. Verify that both the jump and receive workflow steps specify the same
WF - Jump/Receive Step Labels.

See Including Jump and Receive Wor kflow Seps in Wor kflows
on page 114.

5. Verify that the transitions exiting the jump workflow step and receive
workflow steps match the possible values entering the jump workflow step.

Setting Up WF - Jump/Receive Step Label Validations
To set up the WF - Jump/Receive Step Labels validation:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. From the shortcut bar, select Configuration > Validations.
The Validation Workbench opens.

3. In the Query tab of the validation Workbench, in the Validation Name field
enter WF - Jump/Receive Step Labels.

4. In the Validation Workbench, click List.
5. In the validation Workbench, click the Results tab.

The WF - Jump/Receive Step Labels islisted in the Results tab.
6. Highlight WF - Jump/Receive Step Labels and click Open.

The Validation window opens.
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Validation : WF - Jump/Receive Step Labels M =] E3
LEVEA I - JumpiRec n Lahels

Description: |WF - JumpiReceive Step Labels

Enahled: [~ Use in arkflow? [
comporert Type: | |
walidated By | |
Walication Valuss:
Ser Cotle WMeaning Description Enabtled Defautt ‘
1|04A_DEV QA Fizin Development il N
2|QA_PROD QA Fixin Production il N
3|DEYZOAENY Migrate to QA i M
4|DEYZTESTRETZREQ |Finish Migration to QA i &l
5DEYZPROD Migrate to Production il N
GB|DEY2PRODRETZR... |Finish Migration to production id N
New | | | Copy From ‘ 4+ ¥

Used By Ownsrship Ok carcel

Feauy (Read-Only, Seed Data)

7. Click New to define a new validation value that is used to link two
workflows together.

The Add Validation Value window opens.

£ Add Validation Value @

Walug Information I }
Code: |
weaning: |
Deso |
Enable? Detautt: [
Cancel
Ready

8. In the Add Validation Value window, enter the Code, Meaning and Description.
9. In the Add Validation Value window, click OK.
The Add Validation Value window closes. The Validation window is enabled.

10. In the Vvalidation window, click Ownership to select which ownership
groups will have the ability to edit this validation.
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11. In the Validation window, click OK to close the Vvalidation window.

The changesto the validation are saved.

The new validation value is now included in the Jump/Receive Step Label
drop-down list in the Workflow Step window.

For More Information

For more information concerning configuring validations, see Commands,
Tokens, and Validations Guide and Reference.

Generating Jump Step Sources

To create ajump step using the wf_jump built-in workflow event:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. In the Workflow Step Sources window, in the Executions folder, click New.

The Execution window opens.

Execution | ownership| | Used By|
Name | Workflow Scope |ALL j
Desctiption \
Execution Type ‘Bu\ltwnWorkﬂawEvem j Wiorkflon Event |wf,c\nsefsuccess 2
Validation |WF-Standard Execution Results e | pays j
Newe | Open lcan |
Processing Type ‘Manual j Enahled: & Yes " No
Execution
Werify Ok Save Cancel
|Heady
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4. Select either Packages Or Requests from the Workflow Scope drop-down
list, depending on the desired application of the workflow.

Package level subworkflows and Release Distribution workflows can not
include jJump and receive steps.

5. In the Execution window, from the Execution Type drop-down list, select
Built-in Workflow Event.

6. In the Execution window, from the Workflow Event drop-down list, select wf_
jump.

7. In the Execution window, from the validation drop-down list, select or create
avalidation which will be used to transition out of this workflow step.

The validation values exiting the Jump workflow step must match the
possible validation values entering the Jump workflow step.

8. In the Execution window, fill in any other required or optional information,
such as Name, Description, Or Processing Type.

9. In the Execution window, select the Ownership tab.

10. Select which Ownership Groups will have the ability to edit this execution
workflow step.

11. In the Execution window, click OK.

The workflow step is added to the Workflow Step Sources window.

This workflow step can now be used in any new or existing workflow within
the step’s defined workflow scope. Remember that every jump step must have
apaired receive step in another workflow.
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Generating Receive Step Sources

To create areceive step using the wf_receive built-in workflow event:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. In the Workflow Step Sources window, in the Executions folder, click New.

The Execution window opens.

Execution | ownership| | Used By|
MName \ Workflow Scope |ALL hd
Desctiption \
Execution Type ‘Bu\ltwnWorkﬂawEvem j Wiorkflon Event |wf,c\nsefsuccess 2
Validation |WF-Standard Execution Results e | pays j
Newe | Open lcan |
Processing Type ‘Manual j Enahled: & Yes " No
Execution
Werify Ok Save Cancel
|Heady

4. In the Execution window, from the Workflow Scope drop-down list, select
either Packages Or Requests, depending on the desired application of the
workflow.

5. In the Execution window, from the Execution Type drop-down list, select
Built-in Workflow Event.

6. In the Execution window, from the Workflow Event drop-down list, select wf_
receive.
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7. Select or create a validation which will be used to transition out of this
workflow step.

The validation values exiting the Receive workflow step must match the
possible validation values entering and exiting the Jump workflow step.

8. In the Execution window, fill in any other required or optional information,
such as Name, Description, Or Processing Type.

9. In the Execution window, select the Ownership tab.

10. Select which Ownership Groups will have the ability to edit this execution
workflow step.

11. In the Execution window, click OK.

The workflow step is added to the Workflow Step Sources window.
This workflow step can now be used in any new or existing workflow within
the step’ s defined workflow scope. Remember that every receive step must
have apaired jump step in another workflow.
Including Jump and Receive Workflow Steps in Workflows
To include a Jump and Receive workflow step in aworkflow:

1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 49. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.

3. In the Workflow Step Sources window, in the Executions folder, drag and
drop either the Jump or Receive step from the Workflow Step Sources
window into the workflow’ s Layout tab.

The Workflow Step window opens.
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i

&

|

Pronetties | security| Motifications | Timeout|

| Resuits|

Step Mame: \Check Object Type \

Drescription: ‘

Source Type: ‘ Execution

Source Mame: |Gheck Object Type

Enabled: ' Yes

Dizplay: ‘Only When Active

Winrkflowy Parameter: ‘N ONE

{* Source Environment: I

" Source Environment Group: I

BB )1«

' Dest Environment: I

i

" Dest Environmert Group: I

Save to OMIGLM Archive? © Yes

Ay Lead Time: ‘

Project Status: I

[

Current 9% Complete: ‘

Patert Azsigned To User: I

Parert Assigned To Group: I

Wotkflowe Step Information ‘

Authentication Required |

L= mm

OK Apply | Cancel |

Ready

4. In the Workflow Step window, select an item from the Jump/Receive Step

Label drop-down list.

This item must be the same for a paired jJump and receive workflow
step.The Jump/Receive Step Label is the key communication link between
separate workflows. The communicating jump and receive workflow steps
must have a matching Jump/Receive Step Label. It is also important that the
Jump/Receive Step Label is unique for any jJump and receive pair.

5. In the workflow Step window, enter any additional workflow step

information.

6. In the Workflow Step window, click OK.

Repeat this process for the other paired workflow step (jJump or receive
workflow step), depending on which one you configured first.
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In This Chapter:

Overview of Workflow Step Sources

= Configuring and Using Workflow Step Sour ce Restrictions
= Opening the Workflow Wor kbench

Overview of Creating Workflow Step Sources

= Configuring Owner ship of Workflow Step Sources
Creating Decision Workflow Step Sources

Creating Execution Workflow Step Sources

n  Setting Up Execution Steps

= Defining Executions Types

Creating Subwor kflow Wor kflow Step Sources

= Subworkflows Returning to Demand Management Wor kflows
Using Wor kflow Parameters

= Creating Workflow Parameters

Modifying Wor kflows Already In Use

» Performance Considerations when Modifying Security

= Performance Considerations when Migrating Workflows

= Copying and Testing Trial Versions of Workflows

= Modifying Production Workflows
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Overview of Workflow Step Sources
This chapter covers information concerning Demand Management workflows,
Note Change Management workflows, and Release Management workflows.

Mercury IT Governance Center includes a number of standard workflow step
sources that can be added to a workflow. These sources are pre-configured
with standard validations (transition values), workflow events, and workflow
scope. These available steps specify the following common attributes, which
are expected to remain consistent across all workflows which use that step
source:

e The validation associated with the step (and thus the list of valid transition
values out of the step).

e Thevoting requirements of the step.

e Thedefault timeout value for the step. Each step can be configured to have
aunique timeout value.

e Theicon used for the step within the graphical layout.
Browse through all of the workflow step sources using the Available Workflow

Steps window in the Workflow Workbench. If a step source that meets the
process requirements is not available, one needs to be created.

If Mercury IT Governance Center has aworkflow step source that meets the
process requirements, simply copy and rename it. This can save configuration
effort and avoid user processing errors. For example, if you need a step to route
arequest based on whether it needs more analysis, you could copy and use the
preconfigured Request Analysis workflow step source.

Copy the step source so that it can be used uniquely for the processes. This
allows you to control who can edit the step source, ensuring that the process
will not be inadvertently altered by another user.

Create a new step source when the step requires any of the following:
e A unique validation (transition values) leaving the step

e A unique execution in the step: PL/SQL function, token, SQL function, or
workflow step commands

e A different processing type: immediate versus manual
e A specific workflow scope
e A unique combination of the above settings
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Configuring and Using Workflow Step Source Restrictions

The following restrictions apply to workflow step sources:

A step source that is being used in aworkflow can not be deleted.

A validation for a step source that is being used can not be changed. If the
validation needs to change, copy the step source and configure a new
validation.

The workflow step source must be Enabled before it can be added to a
workflow.

Only add step sources to aworkflow when the workflow has a matching
workflow scope, or the step source has a scope of All.

A workflow step in aworkflow that has processed a request, package line,
or release can not be deleted. Thiswould compromise dataintegrity.
Instead of deleting the workflow step, remove all transitions to and from
the workflow step and disable the workflow step.
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Opening the Workflow Workbench
To open the Workflow Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.
5. From the shortcut bar, select Configuration > Workflows.

The Workflow Workbench window opens.

Workflow Workbench 1 =]
ﬂ:; Query: |Nnma ;l
=]
—g | Worklow Name: [
g | werktiow scope [aLL | Enablect [aLL 2|
.
Subworkfiow: [aLL = | UseinRelease Distributions: [aLL 2|

Descrigtion: |

ey Warkflowy Save Query | Clear | List I

Ready

For More Information

For information on how to search and select an existing workflow, copy a
workflow, and delete aworkflow, see Getting Started.
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Overview of Creating Workflow Step Sources

It is possibleto create new decision and execution workflow step sources from
the Workflow Step Sources window. Subworkflow workflow steps are created
by configuring a standard workflow to be a subworkflow (see Creating
Subworkflow Wor kflow Step Sources on page 141). Condition steps cannot be
added to, deleted or modified.

To create anew workflow step source:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 120. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.

3. Select the Workflow Step Sources window.

Workflow Step Sources 1 =]
Fitter by

|Packages =]
[]

|On|3r items | can edit

£ Yarkflow Step Sources

{7 Decisiong
{27 Conditions
Rl Executions
{7 Subrworkflowes

ow | o | | |

[ Akways ontop

4. In Filter by, Select Requests, Packages, Or Release Distributions, depending
on the type of workflow.

5. Select the Decisions oOr Executions folder.
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6. At the bottom of the Workflow Step Sources window, click New.

A window corresponding to the selected workflow step source type opens.
For decision workflow steps, the window is Decision. For execution
workflow steps, the window is Execution.

< Decision

Decwsion] ownership | | Used By|

Mame H

‘Warkflow Scope  JALL hd

E E—
Execution | gwnershin | | Used By
Marne | Workflow Scope |ALL j
Description |
Execution Type |E|ui|t—in Workflow Event j Wiorkflow Event |Wf_close_success j
Validation IWF-Slandard Execution Results Timeaut | Days j
Mew | Open lcon |
Processing Type |Manua| j Enabled: * Yes T Ma

Description \

Walidation El

Tirmeout |

lean \

Decisions Reguired [One -

Ok | Save | Cancel

Enabled: & Yes " Mo

Ol | Save | Cancel

Ready

7. Enter the required information and any optional information needed to

define the workflow step.

For information on configuring a specific workflow step source, see:

Creating Decision Workflow Step Sources on page 125

Creating Execution Workflow Step Sources on page 129.

8. Configure the ownership of the workflow step source.

For information on configuring the ownership of aworkflow step source,
see: Configuring Ownership of Workflow Step Sour ces on page 123.

9. In the Decision or Execution window, in the Enabled field, select Yes.
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10. In the Decision or Execution window, click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.

Configuring Ownership of Workflow Step Sources

When configuring aworkflow step source, you can specify who will be ableto
edit the workflow step source.

To configure the ownership of a new workflow step source:

1.

Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 120. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open a decision or execution workflow step source.

A window corresponding to the selected workflow step source type opens.
For decision workflow steps, the window is Decision. For execution
workflow steps, the window is Execution.

. In the Decision or Execution window, click the Ownership tab.

The Ownership tab opens. Configuring the Ownership tab determines
which security groups will have the ability to edit this Execution or Decision
workflow step. The default isto alow all security groups with the Edit
Workflows access grant to edit aworkflow step source.

. In the Ownership tab, select Only groups listed below that have the Edit

Workflows access grant.

The Add button is enabled.
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< Decision

Decision  Ownership | | Used By
Give ahility to edit this Decision to:

T Only groups listed below that have the Edit Workflows Access Grant

| aj

s

TN T

Ol | Save | Cancel

Ready

6. In the Ownership tab, click Add.

The Add Security Group window opens.

. In the Add Security Group window, in Security Group, Select a security group

from the autocomplete list.

. In the Add Security Group window, click OK.

The Add Security Group window closes. The security group is added to the
workflow step source. The only users who can now edit this workflow step
source must belong to alisted security group and the security group must
have the Edit Workflow access grant.

. In the Ownership tab, click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.
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Creating Decision Workflow Step Sources

Before creating a decision workflow step source, check the Decision Step
Worksheet. The Decision Step Worksheet contains the information required to
properly configure the workflow step source. Figure 4-1 illustrates the
Decision Step Worksheet.

Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number

Value

Step Mame

Zoal / Result of Step

Validation*

Decisions Reguired w One
ote on Step's outcome?) w it Least One

w Al

Timeout (Days)

Security (who can act on step)
# Security Group

= Uzer Name

= Standard Token

= Uzer Defined Token

Include Matification (YesMo)

Notification Evert

Motification Recipient:
= Uzername

= Email Address

= Securty Group

= Standard Token

= Uszer Defined Token

Motification Message

Request Status at Step

Request % Complete st Step

Authentication Reguired (Y M)

Authentication Type (if ')

Figure 4-1. Information used to create the decision step source.

To create anew decision workflow step source:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 120. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. Select the Workflow Step Sources window.

4. In Filter by, Select Requests, Packages, O Release Distributions, depending
on the type of workflow.
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5. Select the Decisions folder.
6. At the bottom of the Workflow Step Sources window, click New.

The Decision window opens.

< Decision

Decwsion] ownership | Used By

Mame H Workflow Scope  |ALL =

Description \

Walidation El

Decisions Reguired [One -

Timeout | |Days ﬂ

lcon | Enabled: & Yes " Mo

Ol | Save | Cancel

Ready

7. In the Decision window, make sure you are in the Decision tab.
The Decision tab isthe default tab showing.

8. Complete the fields in the Decision tab as specified in the following table:

Field Description

The name that describes the workflow step source. The step can be renamed

Name when added to the workflow.

Describes the type of workflow that will be using this step source. Use the
drop-down list to select a workflow scope. The following lists the possible values:

e ALL. For all workflow types.
Workflow Scope

Requests. For Mercury Demand Management request workflows.

Packages. For Mercury Change Management package workflows.

Release Distributions. For Mercury Change Management release workflows.

Description Description of the workflow step source.

Validations determine the transition values for the workflow step. Use the

Validation drop-down list to select a validation.
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Field

Description

Decisions Required

Defines the number of decisions required for the workflow step. Use the
drop-down list to select a value. The following lists the possible values:

e One. If One is selected, the workflow step can progress if any one user who is
eligible to act on this step makes a decision.

e At Least One. If At Least One is selected, the workflow step waits for the
voters to vote on this step for a predefined amount of time, designated as the
timeout. If all voters mark their decisions before the timeout period, it takes the
cumulative decision as the decision for the step and proceeds forward. If any
of the voting results differ before the timeout period, the step will immediately
result in a No consensus outcome. A timeout period must be defined to use
this choice.

It is possible to define Specific Errors in workflow steps such as Timeout and
No consensus as either Success or Failure in the Define Transition window.
If all voters decide on Approve, the final decision is Approve. If all voters
decide on Not Approved, the final decision is Not Approved. If some voters
decide on Approved and one voter decides on Not Approved, the result is
No consensus.If at the end of the timeout, only a few voters (or only one
voter) have cast their vote, the cumulative decision of the voters that voted will
be used. If at the end of the Timeout no one has voted, the step will result in a
Timeout.

o AIlL If All is selected, the workflow step waits for all of the voters to vote. This
workflow step is used along with a specified timeout period. Selecting All
makes it mandatory for all voters to vote on the workflow step. The workflow
step waits until the timeout period for the voters to vote. If all voters vote, the
cumulative decision is considered. If some or none of the voters voted, the
step remains open or closes due to a timeout, depending on the configuration.

When using All or At Least One, all users must unanimously approve or not
approve one of the validation’s selections. Otherwise, the result is No
Consensus.

Timeout

A timeout specifies the amount of time that a step can stay eligible for completion
before completing with an error (if Decisions Required is All, One, or At Least
One). Timeouts can be by minute, hour, weekday or week. Timeout parameters
for executions and decisions are a combination of a numerical timeout value and
a timeout unit (such as weekdays).

If this workflow step remains eligible for the value entered in the timeout value,
the request, package, or release can be configured to send an appropriate
notification. This field is often used in conjunction with the At Least One and All
settings for Decisions Required.

Timeouts can be uniquely configured for each workflow step in the Layout tab.
The timeout value specified in the workflow step source acts as the default
timeout value for the step. When adding a workflow step to the workflow using
this workflow step source, you can specify a different timeout value for the
workflow step.
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Field Description
A different graphic can be specified to represent steps of this source for use in
| the workflow Layout tab.
con
The graphic needs to exist in the icons subdirectory in the Mercury IT
Governance Server. All icons are in .gif format.
Enabled The workflow step source must be enabled in order to add the workflow step to

the workflow layout.

10.

11.

12.

. In the Decision window, click the Ownership tab.

The Ownership tab configures which security groups will have the ability
to edit this workflow step. The default isto allow all security groups with
the Edit Workflows access grant to edit aworkflow step source. For complete
instructions on how to configure the Ownership tab, see Configuring
Owner ship of Workflow Step Sources on page 123.

In the Decision window, click the User Data tab.

Product entities such as packages, workflows, requests and projectsinclude
aset of standard fields that provide information about those entities. While
these fields are normally sufficient for day to day processing, user data
fields provide the ability to capture additional information specific to each
organization. User datais defined under the User Data tab. If there are no
user datafields, the User Data tab is disabled.

In the Decision window, click the Used By tab.

The Used By tab displays reference information concerning the workflow
step.

At the bottom of the Decision window, click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.
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Creating Execution Workflow Step Sources

Before creating an execution workflow step source, check the Execution Step
Worksheet. The Execution Step Worksheet contains the information required
to properly configure the workflow step source. Figure 4-2 illustrates the
Execution Step Worksheet.

Execution Workflow Step Worksheets

Table A-2 Workfiow step [execution], step number

Walue

Step Name

Foal f Result of Step

Walidation®

Execution Typet*

Processing Type

Timeout (Days) Table A-3 Warkfiow step [executicn], step number ____ valichtion.

Source Envirenment (Sroup)

Dest Environment ($roup)

Validation Information*

Value

Security (who can act on stepl
#= UserMame
# Standard Token

# User Defined Token

Existing Walidation™

MNewValidation™

Include Motification (YesNo)

“alidation Type: gext feld,
autocomplete, dmopdown list,
etc.)

Motification Event

Walidation Befinition (list of
values or SBL)

Notification Recipient:
= Usemame

w Email Address

= Security Group

w Standard Token

= User Defined Token

Table A-4. Warkflow step [execution], step number execution Type.

Execution Typs**

Value

Motification Message

Request Status at Step

Request % Complete at Step

Built-in Woikdlow Event:
= Execute Commands
= Close

= Jump { Receive

= Ready for Release

= Return from Subwordlow

Authartication Required (7IN)

Authertication Type (it )

FLSQL Function

Token

S0OL Statement

Wotflow step commands

Figure 4-2. Information used to create the execution step source.

To create anew execution workflow step source:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 120. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.

3. Select the Workflow Step Sources window.
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4. In Filter by, Select Requests, Packages, O Release Distributions, depending
on the type of workflow.

5. Select the Executions folder.
6. At the bottom of the Workflow Step Sources window, click New.

The Execution window opens.

o x|
Execution | ownership | Used By
Marne | Workflow Scope |ALL j
Description |
Execution Type |E|ui|t—in Workflow Event j Wiorkflow Event |Wf_close_success j
yalidalion [WF - Standard Execulion Resulls B3 Timeaut | Days [ |
Mew | Open lcon |
Processing Type |Manua| j Enahbled: & Yes " No
Execution:
Werify Ok | Save | Cancel
|F!eady

7. In the Execution window, make sure you are in the Execution tab.
The Execution tab is the default tab showing.

8. Complete the fields in the Execution tab as specified in the following table:

Field Description

The name of the workflow step source. The step can be renamed when added to the

Name workflow.

Describes the type of workflow that will be using this step source. Use the
drop-down list to select a workflow scope. The following lists the possible values:
e ALL. For all workflow types.

Workflow Scope e Requests. For Mercury Demand Management request workflows.
e Packages. For Mercury Change Management package workflows.

¢ Release Distributions. For Mercury Change Management release workflows.

Description Description of the step source.
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Field

Description

Execution Type

Used to select the type of execution to be performed. Use the drop-down list to
select an execution type. The following lists the possible values:

¢ Built-in Workflow Event. Executes a predefined command and returns its result
as the result of the step.

¢ SQL Statement. Executes a SQL statement and returns its result as the result for
the workflow step.

e PL/SQL Function. Runs a PL/SQL function and returns its result as the result for
the workflow step.

e Token. Calculates the value of a token and returns its value as the result for the
workflow step.

¢ Workflow Step Commands. Executes a set of commands, independent of an
object, at a workflow step.

Workflow Event

For Execution Type Built-in Workflow Event, the specific event to perform must be
selected. The available choices in the drop-down list depend on the workflow scope
selected. The choices include:

e execute_object_commands. Executes the object type commands for a package
line.

e execute_request_commands. Executes the request type commands for a
request.

e create_package. Generates a Mercury Change Management package.
¢ rm_ready_for_release. Generates a Mercury Demand Management request.

e create_package_and_wait. Generates a Mercury Change Management
package. The create workflow step that generates the package holds it until the
package is closed.

e create_request. Generates another request.

o wf_close_success. Sets the request or package line as closed with an end
status of Success.

o wf_close_failure. Sets the request or package line as closed with an end status
of Failed.

¢ wf_jump. (Mercury Change Management and Mercury Demand Management)
Instructs the workflow to proceed to a corresponding Receive Workflow Step in
another workflow.

¢ wf_receive. (Mercury Change Management and Mercury Demand Management)
Instructs the workflow to receive a Jump Workflow Step and continue processing
a request or package line initiated in another workflow.

¢ wf_return. (Mercury Change Management and Mercury Demand Management)
Used to route a subworkflow process back to its parent workflow.

PL/SQL Function

For Execution Type PL/SQL Function, the actual function to run. The results of the
function will determine the outcome of the step.

The results of the function must be a subset of the validation values for that workflow
step.

Creating Execution Workflow Step Sources 131




Chapter 4: Configuring Workflow Components

Field

Description

Token

For Execution Type Token, the token that will be resolved. The results of the token
resolution will determine the outcome of the workflow step.

SQL Statement

For Execution Type SQL Statement, the actual query to run. The results of the
query will determine the outcome of the workflow step.

The results of the query must be a subset of the validation values for that step.

Workflow step
commands

For Execution Type Workflow Step Commands, the actual commands to run. The
commands will result with a Succeeded or Failed value. Use a validation with those
values to enable transitioning out of the step based on the execution results.

Processing Type

Defines when the execution is performed. Use the drop-down list to select a
processing type. The following lists the possible values:

¢ Immediate executes the workflow step when the workflow step becomes eligible.
¢ Manual executes the workflow step manually by a user.

Validation

Validations determine the transition values for the workflow step. Use the drop-down
list to select a validation.

Timeout

The amount of time that a step is eligible before completing with an error. Timeouts
can be by minute, hour, weekday or week. Timeout parameters for executions are a
combination of a numerical timeout value and a timeout unit, such as weekdays.

If this workflow step remains eligible for the value entered in the timeout value, the
request, package line, or release can be configured to send an appropriate
notification.

Timeouts can be uniquely configured for each workflow step in the Layout tab. The
timeout value specified in the workflow step source acts as the default timeout value
for the step. When adding a workflow step to the workflow using this workflow step
source, you can specify a different timeout value for the workflow step.

For executions, timeouts can also be uniquely configured for the amount of time that
an execution is allowed to run before completing with an error. This applies to the
workflow step commands and object type commands only. Command level timeouts
are set in the Command window of an object type.

Icon

You can select a different graphic to represent this steps of this workflow step
source.

This graphic needs to exist in the icons subdirectory in the Mercury IT Governance
server. All icons are in .gif format.

Enabled

The workflow step source must be enabled in order to add it to the workflow layout.
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9. In the Execution window, click the Ownership tab.

The Ownership tab configures which security groups will have the ability
to edit this workflow step. The default isto allow all security groups with
the Edit Workflows access grant to edit aworkflow step source. For complete
instructions on how to configure the Ownership tab, see Configuring
Owner ship of Workflow Step Sources on page 123.

10. In the Execution window, click the User Data tab.

Product entities such as packages, workflows, requests and projectsinclude
aset of standard fields that provide information about those entities. While
these fields are normally sufficient for day to day processing, user data
fields provide the ability to capture additional information specific to each
organization. User datais defined under the User Data tab. If there are no
user datafields, the User Data tab is disabled.

11. In the Execution window, click the Used By tab.

The Used By tab displays reference information concerning the workflow
step.

12. At the bottom of the Execution window, click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.

Setting Up Execution Steps

When setting up execution workflow steps, be sure to include workflow events
(transitions) for both Success and Failure. If a workflow step has failed and
users cannot select Failure as one of the workflow events, the workflow will
not be able to proceed.

Defining Executions Types

Execution workflow steps are used to perform specific actions. Mercury
Demand Management provides a number of number of built in workflow
events for processing common execution events, such as running request type
commands, object type commands, and closing arequest. Y ou can aso create
custom executions based on SQL, PL/SQL, token resolution, and custom
commands.
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Executing Request Type Commands

Certain process steps can require specific commands to be executed.
Commands can be added to each request type and the workflow can be
configured to execute request type commands at a specific step in the process.
Each step runs its own commands to ensure the correct execution for that
request type.

Mercury Demand Management includes the execution workflow step source
Execute Request Commands that performs this task. Use this step source
unless it does not meet the required specifications, such as validation or
processing type.

To create the execution step source, make a copy of execution workflow step
source Execute Request Commands and changes the field values as defined in
Table 4-1.

Table 4-1. Execution window values to execute request type commands

Field in Execution Value
Window

Name Enter a descriptive name for the step source.

Workflow Scope Requests

Execution Type Built-in Workflow Event

Workflow Event execute_request_commands

Processing Type Manual or Inmediate
WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)

Enabled Yes

Processing Type Manual

This determines whether the step will complete the
execution before reloading the request page for the user
Page Response (enabling them to make further changes), or whether the
request page will reload immediately while the execution is
still in progress.
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Closing Requests as Success

It is possible to create an execution step that closes arequest and marks the
request as Success. Each request workflow should resolve with a closed
request. All the requests that were closed successfully can then be reported on.

Mercury Demand Management includes the execution workflow step sources
Close (Immediate success) and Close (Manual success) that performs this task.
Use one of these step sources unless they do not meet the required
specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Close (Immediate success) Or Close (Manual success) and changes the
field values as defined in Table 4-2.

Table 4-2. Execution window values to close requests as success

Field in Execution Value
Window

Name Enter a descriptive name for the step source.

Workflow Scope Requests

Execution Type Built-in Workflow Event

Workflow Event wf_close_success

Processing Type Manual or Inmediate
WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)

Enabled Yes

Closing Requests as Failed

It is possible to create an execution step that closes arequest and marks the
request as Failed. Each request workflow should resolve with a closed request.

Mercury Demand Management includes the execution workflow step source
Close (Immediate failure) that performs this task. Use this step source unless it
does not meet the required specifications, such as validation or processing

type.
To create the execution step source, make a copy of execution workflow step

source Close (Immediate failure) and changes the field values as defined in
Table 4-3.
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Table 4-3. Execution window values to close requests as failed

Field in Execution
Window

Value

Name

Enter a descriptive name for the step source.

Workflow Scope

Requests

Execution Type

Built-in Workflow Event

Workflow Event

wf_close_failure

Processing Type

Manual or Inmediate

WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)
Enabled Yes

Executing PL/SQL Functions and Creating Transitions Based on the Results

PL/SQL function execution workflow steps are used when a workflow needs
to be routed based on the results of the PL/SQL function. A PL/SQL function
execution workflow step runs a PL/SQL function and returnsits results as the
result of that workflow step.

Create anew execution step source with the field values as defined in

Table 4-4.

Table 4-4. Execution window values for executing PL/SQL functions

Field in Execution
Window

Value

Name

Enter a descriptive name for the step source.

Workflow Scope

Requests

Execution Type

PL/SQL Function

Processing Type

Manual or Inmediate

Validation

Selects or creates a validation that includes all of the
possible values of the SQL query. You can also create a
validation validated by SQL. Use the same SQL from the
execution minus the WHERE clause.
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Table 4-4. Execution window values for executing PL/SQL functions

Field in Execution Value
Window

Execution Enter the PL/SQL function.

Enabled Yes

Executing SQL Statements and Creating Iransitions Based on the Results

SQL statement execution workflow steps are used when a workflow needsto
be routed based on the result of aquery. An SQL statement execution
workflow step runs a SQL query and returns its results as the result of that
workflow step.

When creating the SQL statement, you must obey the following rules:
e Useonly SELECT statements

e Tokens can be used within the WHERE clause

e A query must return only one value

Create a new execution step source with the field values as defined in
Table 4-5.

Table 4-5. Execution window values for executing SQL statements

Field in Execution Value
Window
Name Enter a descriptive name for the step source.
Workflow Scope Requests
Execution Type SQL Statement
Processing Type Manual or Inmediate

Selects or creates a validation that includes all of the
possible values of the SQL query.

Validation
Tip: you can create a validation validated by SQL. Use the
same SQL defined for the execution minus the WHERE
clause.

Execution Enter the SQL query.

Enabled Yes
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Evaluating Tokens and Creating Iransitions Based on the Results

Mercury Demand Management includes workflow execution steps that may be

used to set up data-dependent rules for the routing of workflow processes.

Token execution workflow steps enable a workflow to be routed based on the
value of any field within aparticular entity. A token execution workflow step

references the value of a given token and uses that value as the result of the
workflow step. A transition can be made based on the value stored in the
product by using tokens in the execution workflow step.

Create a new execution step source with the field values as defined in

Table 4-6.

Table 4-6. Execution window values for evaluating tokens

Field in Execution Value
Window
Name Enter a descriptive name for the workflow step source.
Workflow Scope Requests
Execution Type Token

Processing Type

Manual or Inmediate

Selects or creates a validation that includes all of the
possible values of the resolved token.

Validation
For example, if the token is for the Priority field, use the
validation for the Priority field here as well.
. Enter the token for the value that the transition will be
Execution
based on.
Enabled Yes

For example, IT needs to send an email notification to the validate and
Approve Requests group if the request’ s priority is High or Critical.
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Evaluate Normal or Low Validate
Priority ' Request

Send

Critical or High Metification

Figure 4-3. Transitioning based on a token

IT decides to use an execution workflow step to automatically evaluate the
priority of the request and route it accordingly. If the request’s priority iSHigh
or Critical, it gets sent to an immediate execution workflow step that sends a
notification to the validate and Approve Requests group before continuing
along the workflow. To accomplish this, an execution workflow step source,
Evaluate Priority, has been configured with the parameters listed in Table 4-7.

Table 4-7. Example of execution window values for evaluating tokens

Field in Execution Value
Window
Name Evaluate Priority
Workflow Scope Requests
Execution Type Token
Processing Type Immediate
Validation CRT - Priority - Enabled
Execution [REQ.PRIORITY_CODE]
Enabled Yes
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Executing Multiple System Level Commands
System level commands can be run for execution steps of the following
execution type:
e Built-in Workflow Event (execute_request_commands)
e Workflow Step Commands
When either the workflow or the request type commands execute at this step,
the commands will either Succeed or Fail. It may be preferable to retain the

option of resetting failed execution steps, rather than immediately transitioning
along afailed path. Thisis often helpful when troubleshooting the execution.
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Creating Subworkflow Workflow Step Sources

A subworkflow is any workflow that is referenced from within another
workflow. Use subworkflows to model complex business processes into
logical, more manageable and reusable subprocesses.

A subworkflow can be selected from the Workflow Step Sources window and
dragged onto the Layout tab. When the package, request, or release reaches the
subworkflow step, it follows the path defined in that subworkflow. The
subworkflow will either close within that workflow or return to the parent
workflow.

Subworkflows are defined in the Workbench using the same process as when
configuring aworkflow. When creating a subworkflow, be sure to set the
following:

e TheWorkflow window contains a Sub-workflow radio button which should be
Set to Yes.

e Thevalidation for the step leaving the subworkflow layout should match
the subworkflow step in the parent workflow.

Subworkflows Returning to Demand Management Workflows

Execution workflow steps can be configured to automatically return from a
subworkflow to its parent Demand M anagement workflow.

For arequest to transition back to the parent workflow, the subworkflow must
contain areturn step. The transitions leading into the return step must match
the validation established for the subworkflow step. Y ou must verify that the
validation defined for the subworkflow step is synchronized with the
transitions entering the return step.

Mercury Demand Management includes the execution workflow step source
Return from Subworkflow that performs this task. Use this step source unlessiit
does not meet the required specifications, such as validation or processing

type.

To create the execution step source, make a copy of execution workflow step
source Return from Subworkflow and changes the field values as defined in
Table 4-8.
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Table 4-8. Execution window values for subworkflows

Field in Execution
Window

Value

Name

Enter a descriptive name for the workflow step source.

Workflow Scope

Requests

Execution Type

Built-in Workflow Event

Workflow Event

wf_return

Processing Type

Manual or Inmediate

WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)
Enabled Yes
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Using Workflow Parameters

Use workflow parameters to store the results of aworkflow step. This value
can then be used later to define atransition. The following lists the rules

concerning workflow parameters:
e Workflow parameters can be referenced using the WFI.P token prefix.

e Workflow parameters can be used in PL/SQL and SQL workflow step
executions.

Creating Workflow Parameters

To create aworkflow parameter:

1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 120. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. In the workflow window, make sure you are in the Workflow tab.

The workflow tab is the default tab opened.

Workflow : ExampleWorkflow 19 =] E3
Package Workflows 1 Request Types I Ownership I I
Workflow I Layout } Step Sequence I Change Management Settings
Hame Workflow Scope ‘ J
Description: |
Enatiled: & Yes © No First Step: ‘Hewewﬂequest j
Reopen Step ‘ J
Subworkflows
Subworkflow: € Yes & No Use in Release Distributions: o
Validation
lean Natme:
Parameters
Prompt | Tok | Deserigtion Default Walue
Add ‘ |
Werify Ok Save Cancel

‘Reanv

Using Workflow Parameters 143



Chapter 4: Configuring Workflow Components

4. In the Workflow tab, click Add.

The Workflow Parameter window opens.

&

%)

Prarmpt: |

Token |

Description |

Default Value |

Ok | Add | Cancel

Ready

5. Complete the fields in the Workflow Parameter window as specified in the

following table:

Field

Description

Prompt

The name of the workflow parameter.

Token

The name of the token. For example, LOOP_COUNTER.

Description

A description of the workflow parameter.

Default Value

The initial value given to the workflow parameter.

6. In the Parameters section of the Workflow tab, click Add.

7. The Workflow Parameter window, click OK.

8. The Workflow Parameter window closes. The workflow parameter appears
in the Parameters section of the Workflow tab.

9. In the Workflow tab, click OK.

The changes to the workflow are saved.
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Example: Building a Loop Counter Using Workflow Parameters

A workflow parameter can be used to generate a counter for the number of
times aworkflow step enters a state.

To build aloop counter using workflow parameters:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Workbench
on page 120. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.

3. In the workflow window, make sure you are in the Workflow tab.
The workflow tab is the default tab opened.

4. In the Workflow tab, click Add.
The Workflow Parameter window opens.

5. Complete the fields in the Workflow Parameter window as specified in the
following table:

Field Description
Prompt Loop Counter
Token LOOP_COUNTER
Description Stores count.
Default Value 0

Frampt [Loop Courntar

Token: |LOOP_COUNTER

Descrigtion: | Stores Count

Ok | Add | Cancel

Default alle: | 1]

Ready
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6. In the Parameters section of the Workflow tab, click Add.
7. The Workflow Parameter window, click OK.

8. The Workflow Parameter window closes. The workflow parameter appears
in the Parameters section of the Workflow tab.

Workflow : ExampleWorkflow M =] E3
Package Workflows 1 Request Types I Ownership I 1
Workflow Lavout 1 Step Sequence Change Management Settings
Marne: |Exarnple Workfow Workflow Scope | J
Description. |
Enahled: & Yes C No First Step: |Hewew Request j
Reopen Step: | J
Subworkflows
Subworkfiow:. € Yes & No Use in Release Distributions: o
Validation:
lcon MName:
Parameters
Prompt | Token ‘ Description | Detault value |
Loop Counter [LooP_COUNTER [Stores Count [o
Add | ‘
erify QK Save Cancel

\Ready

9. In the Workflow tab, click OK.
The changes to the workflow are saved.
10. Create anew immediate SQL execution workflow step.

For details on how to create an SQL execution workflow step, see Creating
Execution Workflow Step Sources on page 129.

There are two key concepts to note about the new step definition.

e Theresult of the SQL execution workflow step returns the result
LOOP_COUNTER + 1. Thisreturn valueislinked back into the
parameter when the workflow step is generated on a workflow.

A validation for aNumeric text field isused. Thisallows <=, <, >=, and
> comparisons to be used in transitions off this step.
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The following illustrates the Execution window for the SQL execution

workflow step.
Execution | gwnership | | usedBy|
Marme |Incrementa\ Loop Counter ‘Workflow Scope |F'ackages j
Description |L00p Counter
Execution Type |SQLStatement j Workflow Event | J
= Timeout | J

RELGEDIINumeric Text Field

MNew | Open lcon |

Processing Type |Manua| j Enahbled: & Yes " No

Execution:

Select]ANFLP LOOP_COUNTER]+1
from dual

Tokens

Werify Ok | Save ‘ Cancel
|Ready

11. Add the workflow step to aworkflow and choose the new workflow

parameter Loop Counter.

By choosing Loop Count, the workflow engineistold to assign the result of
select loop counter val + 1 from dual back into theloop counter

parameter.

Using Workflow Parameters

147



Chapter 4: Configuring Workflow Components

[ wordowsio ]

Properties | security| Motifcatians | Timeaut| | Resuts |

Step urmber: ‘ q

Step Mame: |Incramental Loop Courter

Action Summary: ‘

Description: ‘

Source Type: ‘ Execution

Source Name: |Incremental Loop Counter

Enabled: * Yes " Mo

Wiarkflove Parameter:

" Source Environment: Loop Counter

' Dest Environment: I E
" Dest Environment Group: I E
Save to OMIGLM Archive?  ‘es * N
Ay Lead Time: ‘
Project Status: | E
Current % Complete: ‘

Patert Azsigned To User: I

Parent Assighed To Group: I

Wotkflowe Step Information ‘

L) = Em o

Authentication Required ‘N ane

oK | Apnly | Cancel |

Ready

It is now possible to add transitions to and from the new loop counter step. For
example, the loop counter can be added to each time an execution fails. If the
execution fails three times, a notification can be sent to the user. If the
execution fails five times, management can be notified.
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Modifying Workflows Already In Use

Workflows can be modified while they are going through their workflow steps
after a package or request has been initiated. These modifications include
adding new workflow steps, as well as changing the transitions, security
assignments and notifications from within the workflow.

It is possible to make changes to workflows currently in use with the same
procedures and windows that you used to define the workflows. All of these
procedures are performed in the Workflow Workbench window.

When modifying workflows that are being used, rules exist for which entities
can be added, changed, deleted or renamed. These rules are described in
Table 4-9.

Table 4-9. Rules for modifying production workflows

Entity Procedure
Transitions
Sec.u.nty. All of these entities can be modified or added to a
Notifications workflow in use
Workflow Steps ’
Workflow Parameters
Transitions
Security All of these entities can be deleted from a workflow in
Notifications use.

Workflow Parameters

This entity cannot be deleted from a workflow in use,
but can be renamed. Transitions coming into or going
out of a workflow step can be deleted, effectively
removing it from the workflow.

Workflow Steps

When aworkflow that isin use is modified and saved, the changes take effect
immediately. Any changes made to workflow steps are applied to all open
package lines, requests, releases, and distributions.

Changes to aworkflow can have undesirable effects on requests or packages
currently in progress and are using that workflow.

When modifying a workflow that isin use, this can disrupt the normal flow in
and out of the workflow and prevent it from reaching completion. For
example, removing atransition from aworkflow step may result in the requests
or package lines being stuck in that workflow step.
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Performance Considerations when Modifying Security

Updating an existing workflow step’s security with a specific configuration
can impact system performance. When adding dynamic security to a step, such
as based on a standard or user defined token, in the Workflow Step window in
the Layout tab, product database tables are updated to handle this new
configuration. Due to the scope of these database changes, Database Statistics
need to be re-run on your database.

Instructions for this operation areincluded in the System Administration Guide
and Reference. Contact your application administrator for help with this
procedure.

This a so applies when migrating aworkflow with these types of changes into
an instance of the Mercury IT Governance Center.

Performance Considerations when Migrating Workflows

Migrating a workflow with these types of changes into an instance of the
Mercury IT Governance Center can impact system performance. Product
database tables must be updated to handle this new workflow. Due to the scope
of these database changes, Database Statistics need to be re-run on your
database.

Instructions for this operation areincluded in the System Administration Guide
and Reference. Contact your application administrator for help with this
procedure.
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Copying and Testing Trial Versions of Workflows

Before modifying aworkflow that is being used, do the following:

.1

2.

. Make a copy of the original workflow.

Modify the copied version of the workflow with the changed workflow
steps.

. Test the modified version of the workflow to make sure it works correctly.

. Determine if the workflow step isin use. To determine which steps are

currently eligible, remove the incoming transition to the step that will be
deleted and run the following reports. The reportswill indicate if the step to
be deleted is Eligible for action by package lines or requests.

e To determine when the requests have flowed out of aworkflow step,
run the Workflow Detail Report. This report indicates if the step to delete
iseligible for user action or has been completed.

e Todetermineif any package lines are eligible for user actionin a
workflow, run the Packages Pending Report.

. You are ready to make the same changes to the origina workflow.
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Modifying Production Workflows

Thefinal step in modifying workflows already in useis to modify the
production workflow. The following sections offer guidance on how to modify
the production workflow.

Disabling Workflow Steps

As mentioned in Table 4-9, a step can not be deleted from a workflow when it
isinuse. It can only be disabled. However, you may want to change the
process. Any changes to the process must be reflected in the workflow. This
may require disabling existing steps and adding new steps.

To disable aand add a new step:

1. Remove transitions to the existing workflow step you no longer want to
use.

2. Add a new workflow step to the workflow.

3. Redirect the transitions to the new workflow step.

Redirecting Workflows

When disabling aworkflow step that is currently Eligible for user action, the
requests or package linesin that step will become stuck. Since the step is now
disabled, the user cannot take action on it and will not be able to progress any
further through the workflow.

The outgoing transition to be deleted is still intact, so the eligible package lines
and requests will eventually be acted upon and flow out of the workflow step.

Add a new workflow step to the workflow and redirect the transitions to that
new workflow step so that the movement of package lines and requests avoids
the disabled step and is not interrupted.

For example, consider aworkflow where you wanted to disable workflow step
B in the sequence shown in Figure 4-4.
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Figure 4-4. Redirecting the workflow, step 1

After removing the incoming and outgoing transitions to B, add a new
workflow step D which would connect steps A and C and let the workflow
continue to process requests or package lines (see Figure 4-5).

Figure 4-5. Redirecting the workflow, step 2

Run the appropriate report(s) again to be sure there are no entities Eligible for
action by the user in the step that was disabled.

Moving Requests or Packages Out of Steps

If the requests or packages are stuck in a step after atransition has been
removed from aworkflow in use, add the deleted transition back to the
workflow. After the requests or packages have flowed out of the step, delete
the transition again.

Modifying Workflows Already In Use 153



Chapter 4: Configuring Workflow Components

154  Mercury Demand Management™: Configuring a Request Resolution System



Chapter

Configuring Request Types
and Request Header Types

In This Chapter:

e Overview of Request Types
e Opening the Request Type Workbench
»  Setting Request Type Defaults
e Configuring General Information for Request Types
e Configuring Fields for Request Types
»  Overview of Request Type Fields
n Creating Fields for Request Types
»  Copying Fields for Request Types
= Removing Fields for Request Types
e Configuring Layouts for Request Types
= Modifying Field Widths on Request Types
= Moving Fields On Request Types
s Adding Sections to Request Types
= Changing Section Names on Request Types
» Deleting Sections on Request Types
e Configuring Displayed Columns for Request Types
e Configuring Request Satuses for Request Types
»  Overview of Request Satuses
» Creating Request Satuses for Request Types
e Configuring Status Dependencies
»  Satus Dependencies Interactions
e Configuring Rulesfor Request Types
»  Creating Smple Default Rules for Request Types

155



Chapter 5: Configuring Request Types and Request Header Types

= Creating Advanced Default Rules for Request Types
e Configuring Commands for Request Types
Adding Commands to Request Types
Editing Commands of Request Types
Copying Commands in Request Types
Deleting Commands in Request Types
Command Conditions
e Configuring Sub-Types for Request Types
= Adding Sub-Types to Request Types
= Editing Sub-Types for Request Types
» Deleting Sub-Types from Request Types
e Configuring Request Typesto Work with Wor kflows
= Adding Workflows to Request Types
»  Deleting Workflows from Request Types
e Configuring Participants for Request Types
= Adding Participants to Request Types
= Editing Participants on Request Types
» Deleting Participants from Request Types
e Configuring Notifications for Request Types
= Adding Notifications
= Editing Notifications
»  Copying Notifications
= Deleting Notifications
e Configuring Owner ships of Request Types
= Adding Owner ships to Request Types
= Deleting Ownerships from Request Types
e Configuring Help Contents for Request Types
e Configuring Request Header Types
= Overview of Request Header Types
= Opening the Request Header Type Workbench
= Configuring General Information for Request Header Types
= Configuring Filtersfor Request Header Types

156  Mercury Demand Management™: Configuring a Request Resolution System



Chapter 5: Configuring Request Types and Request Header Types

Overview of Request Types

Requests are a fundamental work unit of Mercury IT Governance Center.
End-users create requests and then submit requests along a resolution process,
which is defined in the workflow. The request page contains al information
typicaly required to complete a specific business process (see Figure 5-1).

MERCURY SIGH OUT
g - iy Front Page 3036

IT Governance Center

S print Business Case 4| Resutt 1 of 2 ]

DEM - Application Enhancement - #30364

Deseription:  Update application vwith patch 4.5 Most Recent Hoter [ View MNotes Belovy
Request Status: Funclionsl Specs Complete (Yigw Full Status Belgw)
=l Available Actions

Sign-off High Level Design

Approved Not Approved

Make a Copy Delete

Expand All_||_Collspse All Save
=l Header
B Summary
Request j— Requested L
Ho.: J
:!;:::est DEM - Application Enhancement [Chsngs| ‘;:.eMe‘l Movember 17, 2004
Request
Status: Functional Specs Complete
Workflow: DEM - Enhancement Request Process

am
Fov- 4l —
e
Priority: Low v Application: B

Description:  |Uptlate appication with patch 4.5

*

Details

|

Notes Mo Mates Exist

-

Status

i

References

Make a Copy Delete

L] I ?

Figure 5-1. Generic request
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Each request has an associated request type. Request types determine which
fields are included in the request and much of the request-specific logic.
Mercury IT Governance Center includes predefined request types, including
the Bug request type and the Enhancement request type. Request types are
created and configured in the Request Type window (see Figure 5-2).

Request Type : Generic Request 19 =] B
Renuest Type Mame: | Generic Request
s e } - Reauest Header Type: [Dafautt
Creation Action Name: | Generic Request
Heve | Open
Categary: | El _u
Extension: | =1
Descri iption: \General-purpnse request tracking
Meta Layer view: |MREQ_ |GENERIC_REQUEST
hai¢ Fields: ‘SU j Enabledt * Yes Mo
Commands 1 Sub-Types I Wiarkflawes: I User Access ] Metificetions 1 Qwnership I Help Contert
Fields I Layout I Display Columrs ] Reguest Status Status Dependencies 1 Rules
Frompt [ Token [ Enabled | component Type | validation [ oie
[~ Creafed On: [CREATIOR_DATE [ 7 [Cate Field |[Date [ ﬂ
[ il v [WORKFLOW_ID | v |Auto Complete List_|CRT - Workllows - Restri |
Request Status: STATUS_ID Y Auto Complete List  |C
FRIORITY_CODE v | |
Application Y |Auto Complete List -
[= Contact Name [CONTACT_NAME | v lAuto Complete List__|CRT - Contact Narme - Enabled |
[~ Assigned To: [#S2IGNED_TO_USER..| ¥ [Auto Complete List  |CRT - Assigned To - Enabled | =
4 »
hal| =al|  pew Edit

Ready

Figure 5-2. Request Type window
The following isalist of the main components of a request type:

e General information. General information includes basic information
concerning the request type, such as the request type name and the request
type category. See Configuring General Information for Request Types
on page 165.

= Request Header Type. The request header type as a predefined set of
basic fidds, such as Priority, Submitted By, and Assigned To.

e Fields. Every request type includes a request header type. Each request
header type added a predefined set of fields to the request type. The Fields
tab is used to create additional fields for the request type. See Configuring
Fields for Request Types on page 167.

e Layout. Onceall of thefields are created for arequest type, the layout of
those fields can be configured using the Layout tab. See Configuring
Layouts for Request Types on page 180.

e Display Columns. Use the Display Columns tab to configure the request
type columns that can be displayed in a portlet. See Configuring Displayed
Columns for Request Types on page 187.
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Request Status. While processing a request, the request can acquire
different statuses as it progresses along its workflow. These statuses can be
used to drive field behavior, linking workflow processes to specific
information in the request. See Configuring Request Statuses for Request
Types on page 189.

Status Dependencies. While processing a request, the request can acquire
different statuses as it progresses along its workflow. These statuses can be
used to drive field behavior. For example, a specific fields can be changed
to arequired field when changes are made to arequest that effect the
request’ s status. See Configuring Status Dependencies on page 194.

Rules. Request rules can be used to set up the automatic population of a
request’ s fields based on various dependencies. See Configuring Rules for
Request Types on page 198.

Commands. Commands can a so be used to control certain behavior of
request type fields. At specific workflow execution stepsin aregquest
tracking and resolution process, it is possible to select to run the commands
stored in the request type. These commands can then manipul ate the data
inside arequest type field. For example, you can construct a command to
consider anumber of parameters and then default afield based on those
parameters. This provides an advantage over the defaulting featuresin the
Field tab, which can only default based on a single parameter stored in the
same request type. See Configuring Commands for Request Types

on page 205.

Sub-Types. Creates valid sub-types for the request type. For example, a
bug request type might have hardware, software, and documentation
sub-types. See Configuring Sub-Types for Request Types on page 212.

Workflows. Select which workflows can work with a request type. See
Configuring Request Types to Wor k with Workflows on page 215.

User Access. The User Access tab configures participants of arequest
type. Participants can then be given specific access rights to the request
type, user license and access grant checks still applies on top of these
settings. See Configuring Participants for Request Types on page 217.

Notifications. Configure emails to be sent when specific fieldsin the
request type are completed. See Configuring Notifications for Request
Types on page 221.
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e User Data. Product entities such as packages, workflows, requests and
projects include a set of standard fields that provide information about
those entities. While these fields are normally sufficient for day to day
processing, user data fields provide the ability to capture additional
information specific to each organization. User data is defined under the
User Data tab. If there are no user datafields, the User Data tab is disabled.

e Ownership. Configure who can edit the request type. See Configuring
Owner ships of Request Types on page 232.

e Help Content. Add help content to fields, sections and request types. See
Configuring Help Contents for Request Types on page 235.
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Opening the Request Type Workhench
To open the Request Type Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.
5. From the shortcut bar, select Demand Mgmt > Request Types.

The Request Type Workbench window opens.

Request Type Workbench 1 =]
E GIErY: INDne LI
C; Request Type: I Created By: I B3]
g Request Header Type: Extension: IALL ;I
= Protnpt: Stetus: I
Enabiedt [ALL =l

Mew Request Type | Save Query | Clear | List I

Feady

For More Information

For information on how to search and select an existing request type, copy a
request type, and delete a request type, see Getting Started.
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Setting Request Type Defaults

It is possible to select a default request header type and a default workflow
when creating a request type. Y ou can aso select the default value for the
maximum number of fieldsin arequest type.

To set the default request header type and workflow:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens. The
Query tab is displayed.

2. Inthe Query tab, click List.

The Results tab opens. All request types are displayed.
3. In the Results tab, click Setup Request Header.

The Request Header Setup Dialog window opens.

4. Complete the fieldsin the Request Header Setup Dialog window as specified
in the following table:

Field Description

Selects a default workflow. This default workflow is used for
Default Workflow all new request types, unless the associated request type
has a defaulting rule for the workflow.

Selects a default request header type. This request header

Default Request type will be used for all new request types, unless a different
Header Type request header type is specified in the individual request
type.

5. In the Request Header Setup Dialog window, click OK.

The selected workflow and request header type are now defaults.
To change the default number of fields for request types:

1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.
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2. From the shortcut bar, select Configuration > Validation.

The Validation Workbench window opens. The Query tab is displayed.

3. Inthe Query tab, click List.

The Results tab opens. All validations are displayed.

4. Find and open CRT- Max Custom Fields.

Validation : CRT - Max Custom Fields 19 [=] F3
arm Figlds
Description: |Maxwmum number of custorn fields for a Request Type
Ensblec: [~ Usze inworkflow? [
Component Type: | J
Validated By: | |
“alidation Values:
Seq Code Meaning Description Enabled Default |
1]a0 50 u u
2100 100 u Ll
el el 140 [ I
4)200 200 u I
5)250 240 i I
B|300 300 u &}
ey ‘ | | Copy Fram | f ‘
Used By | Craeniership (o34 | | Cancel |
Readly (Read-Only, Seed Data)

5. In the Validation window, click New.

The Add Validation Value window opens.

6. Complete the fieldsin the Add Validation Value window as specified in the

following table:

Field Description
Code The validation value. Validation values are in increments of
50. The Code and Meaning fields must be identical.
Meanin The validation value. Validation values are in increments of
9 50. The Code and Meaning fields must be identical.
Enable Makes the validation value available to the system.
Default Selects this validation value as the default value.
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7. In the Add Validation Value window, click OK.

The Add Validation Value window closes. The new validation is added to the
Validation window.

8. In the Validation window, click OK.

The changesto the validation are saved.
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Configuring General Information for Request Types

To configure the general information for a request type:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. Complete thefields in the Request Type window as specified in the
following table:

Field Description

Request Type Name | The name of the request type.

A description of the request type’s function. For example

Creation Action Log a Product Bug. Creation Action Names display in the

Name Create New Request page.
q p
The category containing the request type. Categories are
created by an application administrator and are based on
the business needs of the organization. Examples of
categories which an organization might use are Sales and
Category

Support and General Administration. Categories display
in the Create New Request window in the standard
interface.

[Validation = CRT - Request Type Category]

For release types created for a Mercury Change
Extension Management extension. Select the extension from the
drop-down list.

Description A useful description of how the request type is used.

Meta layer views relate information specific Mercury IT
Governance Center. For example, the reporting meta layer
Meta Layer View view MREQ_OPENED_CLOSED_BY_TYPE_D provides
summary information for request submission and completion
activity, broken down by request type and by calendar day.

The maximum number of fields the request type can have.

Max Fields See Setting Request Type Defaults on page 162.
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Field Description

Indicates whether or not the request type is available to

Enabled Mercury IT Governance Center.

Selects a request header type to be used with this request
Request Header type. Select an existing request header type from the
Type autocomplete list, or create a new request header type by

clicking New.

4. Save the changes to the request type.

Click OK to save the changes and close the Request Type window. Click
Save t0 save the changes and |leave the Request Type window open. Click
Cancel t0 lose the changes and close the Request Type window.
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Configuring Fields for Request Types

This section details how to create and configure fields for request types. This
section also provides overview information concerning fields for request types.

Overview of Request Type Fields

When creating request type fields, there are three general attributes associated
with each request type field.

Criteria for Visible Fields

Fields can be configured to be visible or hidden to the user (see Table 5-1).

Table 5-1. Criteria for visible fields

Criteria Description

The field can be set to display or be hidden at all times.
This is controlled from the Field window’s Attributes
tab. See Creating Fields for Request Types

on page 170 for details.

Field attributes

Based on the status of the request itself (linked to the
workflow step), the field can be set to display or be
hidden. See Configuring Request Statuses for Request
Types on page 189 for details.

Request Status

Fields can also be configured to be invisible to
particular users or security groups. This is controlled
from the Field window’s Security tab. See Creating
Fields for Request Types on page 170 for details.

Field security

Figure 5-3 on page 168 illustrates how the product determines whether afield
isvisibleto aparticular user. This diagram assumes that the user has access to
view the requests, which requires the correct license, access grants, and
settings in the Request Type window’s User Access tab.
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Figure 5-3. Field visibility interactions

Criteria for Editable Fields

Fields can be configured to become display-only. This makes the contents
non-editable (see Table 5-2).

Table 5-2. Criteria for editable fields

Criteria Description

Based on the status of the request itself, the field can
be set to become non-editable. See Configuring
Request Statuses for Request Types on page 189 for
details.

Request Status

Fields can be configured to be visible but non-editable
to particular users or security groups. This is controlled
from the Field window’s Security tab. See Creating
Fields for Request Types on page 170 for details.

Field security
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Criteria for Default Fields

A field can be configured to automatically update the value in that field (see

Table 5-3).

Table 5-3. Criteria for default fields

Criteria

Description

Field Defaulting

The value of a single field can be linked to the value of
other fields defined for that entity. For example, a
request type field can default to a particular manager’s
username when the value in another field in that
request type equals the text Critical.

This is controlled from the Field window’s Default tab.
See Creating Fields for Request Typeson page 170 for
additional details.

Request Type Rules

A request type can be configured to automatically
populate multiple fields based on the value of one field.
For example, if a field has the value bug report, the
workflow, contact name, contact phone, and
department can be automatically filled.

This is controlled from the request type window’s Rules
tab. See Configuring Rules for Request Types
on page 198 for additional details.

Request Type Commands

Commands can also be used to control certain
behavior of request type fields. At specific points
(workflow execution steps) in a resolution process, it is
possible to select to run the commands stored in the
request type. These commands can then manipulate
the data inside a request type field. For example, you
can construct a command to consider a number of
parameters and then default a field based on those
parameters. This provides an advantage over the
defaulting features in the Field window, which can only
default based on a single parameter stored in the same
request type.

Controlling field values using commands can be useful
in the following situations (examples):

e Store a value from an execution (Note: this can also
be done using workflow parameters.)

e Clearing a field after evaluating a number of
parameters.
See the Commands, Tokens, and Validations Guide

and Reference for more information on setting up
commands to control field defaulting.
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Creating Fields for Request Types

New request type fields are created and configured using the Field window,
accessed from the request type window’ s Fields tab.

From the Field window, it is possible to configure:

e Whether the field is displayed

e Whether afield can be edited under different circumstances
e Whether the field defaultsto a certain value

e Dependenciesto valuesin other fields in the request type

Sincefield behavior is often dependent on other fieldsin the request type, other
request type fields will often have to be created before configuring afield's
behavior.

To create anew request type field:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Request Type window, in the Fields tab, click New.

The Fields window opens. The Attributes tab is displayed.
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2
& B
Field Prompt: | Token:
Description: |
Enabled: * Yes " Mo
walidation Componert Type: J
e Mutti-Select Enabled: o
Attributes ] Defautt 1 Storage] Security ]
Section Matne : | J Display Only:  Yes * Mo
Transaction History: © Yes * No Motes Histary: © Yes * Mo
Display on Search and Fiter: & Yes " No Display. * Yes " Mo
Search Validation: El
Copy From... oK | | cancel
[Ready

4. Complete thefields in the Fields window as specified in the following

table:
Field Description
Field Prompt The prompt visible for the request type field in the request.
An uppercase text string used to identify this field. The token
Token name must be unique for the specific request type. An example
of a token name is ASSIGNED_TO_USER_ID.
Description A description of the request type field.
Indicates whether or not the field is turned on for this request
Enabled
type.
Indicates the validation logic to determine the valid values for
Validation this field. This could be a list of user-defined values, a rule that
the result has to be a number, and so on. See Configuring
Fields for Request Types on page 167 for more details.
Defines the visual characteristics of the field (drop-down list,
Component Type | free form text field, and so on.). This is derived from the
validation chosen. This field cannot be edited.
Indicates whether or not the field allows users to select more
Multiselect than one entry. Only valid for fields with an autocomplete

component for the validation.
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5. In the Fields window, click the Attributes tab

The Attributes tab opens.

£ Field: New

Figld Prompt: ” Token |
Description: |
Enabled: * Yes Mo
valiation | Coffponent Type: J
e Mutti-Select Enabled: o

Adtributes ] Default I Storage] Security 1

Section Matne - | J Display Only: ¢ Yes & ho
Transaction History:  Yes % Mo Motes Histary: © Yes  no
Display on Search and Fiter: % Yes " Mo Display: % Yes " ho
Search Validation: E
Capy From... QK | | Cancel

Ready

6. Complete the fields in the Attributes tab as specified in the following table:

Field Description
Section Name The area of the request on which the field is displayed.
Display Only Indlcate§ |.f.the field is only displayed and cannot be updated,
even at initial request entry.
. Turns transaction auditing on or off for this field. If it is set to
Transaction - . )
History Yes, whenever this field changes in a request, the change is

logged in a transaction history table.

Turns notes auditing on or off for this field. If it is set to Yes,
Notes History whenever this field changes in a request, the change will be
logged in notes for the request.

Display On Indicates whether or not the field will be displayed in Search
Search and Filter | and Filter pages in the standard interface.

Indicates whether or not the field is seen by requests that use
Display the given request type. If set to No, the Request Type field will
no longer be displayed.
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The number of fieldsin arequest type that can have the Notes History and
Transaction History attributes enabled is limited. The total number of fields
in arequest type that has Notes History and Transaction History enabled
separately or both attributes enabled at the same time should not exceed
forty fields.

7. In the Fields window, click the Defaults tab

The Defaults tab opens.

£ Field: New

Field Prompt: ” Token |
Description: |
Enabled: (% Ves " Mo
e I Component Type J
ey .
Multi-Select Enabled: g
Attributes  Default ] Stnrage] Securnyl
Default Type: |None j Wisible Value:
Copry Frar.. oK | | Cancel
Ready

8. Complete the fields in the Defaults tab as specified in the following table:

Field Description

Defines if the field will have a default value. Either default the field
Default Type | with a constant value, default it from the value in another field, or
default to a parameter.

If a default type of Constant is selected, the constant value can be
Visible Value | entered here. This value should be what the user would normally
enter in the field.

If defaulting from another field, enter the token name of that field.
At runtime, when using this request type, every time a value is
entered or updated in the source field, it will automatically be
entered or updated in this destination field.

Depends On
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9. In the Fields window, click the Storage tab

The Storage tab opens. The Storage tab automatically placesthe field into
the next available position within the database based on the current field's
attributes. By opening the Field window for a specific field found within a
request, administrators can use the Storage tab to locate a field within the
database. Thisisuseful for reporting purposes. If necessary, the Storage
tab can also be used to specify afield location within the database when
creating anew field, but the standard method is to alow the interface to
automatically position the field for the administrator.

The Storage tab automatically stores the value for atext field of maximum

length 1800 in column 41 or higher.

£ Field: New

e

Mutti-Select Enabled:

Aﬂributas] Defautt Storage ] Secur'rtﬂ

hdae Lenoth |QDD

Batch Humber |

LefLed L]

Parameter Cal: |[PARAMETER 1

Figld Prompt: ” Token |
Description: |
Enabled: * Yes Mo
valiation | Coffponent Type: J

Capy From...

[oc]

| Cancel

Ready
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10. Complete the fields in the Storage tab as specified in the following table:

Field Description

Indicates the maximum field character length. The two

Max Length possible values are 200 and 1800.

Based on the number of maximum fields. For every 50
fields, one batch is created. 10 of these 50 fields can
Batch Number be more than 200 characters in length. Enabled only
when there are more than 50 fields (creating more than
one batch).

Indicates the internal database column that the field
value is stored in. These values are then stored in the
corresponding column in the request details table for
each batch of the given request type. Information can
be stored in up to 50 columns using request type,
allowing up to 50 fields/batch. No two fields in a
request type can use the same column number within
the same batch.

Parameter Col

11. In the Fields window, click the Security tab.

The Security tab opens.

£ Field: New

Field Prompt: | Token |
Description: |
Enablec: (% ‘Yes ™ Mo
“alickation Componert Type: J
ey .
Multi-Select Enabled: g
Aﬁrlhutas] Defaun] Storage Security I
Visible To: || ysers
Editable By: 2| users
Edit
Copy From... aK | | Cancel
Ready
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12. Complete the fields in the Security tab as specified in the following table:

Field Description

Lists all users, security groups, and linked tokens for

Visible To which this field will be visible.
. Lists all users, security groups, and linked tokens for
Editable By which this field will be editable.
Opens the Edit Field Security window, which
configures the users, security groups, and linked
Edit tokens that will be able to view and/or edit this field.

See Creating Fields for Request Types on page 170
for more detailed information.

. In the Fields window, in the Security tab, click Edit.

The Edit Field Security window opens.

. Deselect the Visible to all users box to begin fine tuning field properties.

. Make a choice from the Select Users/Security Groups that can view this

field drop-down list. Possible choices include User, Security Group,
Standard Token, Or User Defined Token.

. After selecting a choice from the drop-down list, select the user,

security group, or token from the autocomplete list.

To assign the selected user, security group, or token editing rights as
well asviewing rights to the field, select the Provide Editing Rights box.

. Click the Add arrow button to add the selected user, security group, or

token to the This field is visible to these Users/Security Groups area.

To change the Visible and Editable settings for each entry directly in the
Edit Field Security window, deselect the box in the Visible or Editable
column of the This field is visible to these Users/Security Groups area. TO
remove viewing rights entirely, select the user, security group, or token
and click Remove.

. When you are finished adding users, security groups, or tokens to the

This field is visible to these Users/Security Groups area, click OK.

The Security tab is returned and updated with the list of users, security
groups, or tokens with viewing or editing rights to the field.
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13. At the bottom of the Field window, click OK.

The changes to the request type are saved.

When adding field-level security to existing fields on arequest type that has
been used to create requests, the Mercury IT Governance database tables are
updated to handle this new configuration. Due to the scope of database
changes, the Database Statistics need to be rerun on the database. Instructions
for this are included in the System Administration Guide and Reference.
Contact the system administrator for help with this procedure.

There can only be 500 rows per column, three columns per tab, and a maximum of
@: 20 tabs for each request type.

When taking advantage of the reporting meta layer functionality, those fields
contained within the first four batches (200 fields) will be available for reporting.

Copying Fields for Request Types

Use the Copy From functionality to streamline the process of adding fieldsto a
request type by copying the definition of existing fields from other request

types.
To copy arequest typefield:

1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Field tab, click New.

The Field window opens.
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4. In the Field window, click Copy From.

The Field Selection window opens.

e x|
Prompt: Product: |ALL j
Taken: Component Type: |ALL j Val\datmn:l
Used By Enfity:

Query Results

Prompt | Token | Procuct | “alidation Used By Entity Context MNarme Componert Tygp

4] |
Max Rows |200 Cancel | Clear | List |

5. Enter search criteriainto the header fields, such as the token name or field
prompt.

More complex queries can also be performed, such aslisting all fields that
reference a certain validation or are used by a certain entity. Due to the
large number of fieldsin the system, limit thelist of fields by one or more
of the query criteria.

6. In the Field Selection window, click List.
Theresults are listed in the Query Results section.
7. Select the desired field, and click Copy.

The Field Selection window copies the definition of the selected field into
the New Field window. The Field Selection window closes.

8. In the New Field window, make any necessary modifications.
9. At the bottom of the New Field window, click OK.

The changes to the request type are saved.
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Removing Fields for Request Types
To remove afield from arequest type:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Field tab, select afield and click Remove.
Thefield isremoved.

4. In the Field tab, click OK.

The changes to the request type are saved.
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Configuring Layouts for Request Types

Request types determine the look and placement of fields on a request.

Modifying Field Widths on Request Types
To change the column width of afield:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Layout tab.
The Layout tab opens.

4. Inthe Layout tab, in the Sections section, select a section of the request type
that contains afield.

5. In the Layout tab, in the Selection Section Layout section, select afield.

6. At the bottom of the Layout tab, select a width from the width drop-down
list.

Fields can have awidth of 1, 2, or 3. The field’ s width must correspond to
the column location. For example, afield located in Column 2 cannot have a
width set to 3. Additionally, for fields of component type Text Area, it is
possible to determine the number of linesthe Text Areawill display. Select
the field and change the value in the Component Lines field. If the selected
field isnot of type Text Area, this attribute will be blank and
non-updateable.
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Request Type : Generic Request 1 [=] E3

Reguest Type Name: | Generic Request

Requesst Header Type: [Default

New | Open

Creation Action Neme: | Genetic Request

Category: | -

Extensior: | |

Description: \Genera\—purpose requesttracking
Meta Layer View: [MRE@_ | GENERIC_REQUEST

Mk Fields: |50 =] Enabled: & ves " Ha
Commands 1 Sub-Types I Warkflaws } User Acoess } Hotifications I Ownership } Help Content
Fislds Layaut Display Columns Request Status Status Dependencies Rules
Sections: Selected Section Layout:

4| Header ——————

The section currently selected is from the Request Header Type. To madify this section, open Default from the

Pl summary Request Header Type Wiorkbench.
Details Colurmn 1 Calumn 2 Calumn 3
Requestblo: Request Type: Created By, -
Department: Sub-Type: Created On
Motk g 233 Request Status:
Priority: Application: Contact Marme:
Assianed To: Assioned Groun Contact Phane: ﬂ

M Renatia 4| ¥ | fwion [1 =] et [ [ =] preview

&4 Cancel

Readly

7. In the Layout tab, select OK.

The changes to the request type are saved.

Moving Fields On Request Types
To moveafield or aset of fidds:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Layout tab.
The Layout tab opens.

4. Inthe Layout tab, in the Sections section, select a section of the request type
that contains afield.

5. In the Layout tab, in the Selection Section Layout section, select afield.
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6. At the bottom of the Layout tab, move the fields to the desired location in
the layout builder, either by clicking the Arrow icons or using the
corresponding keyboard arrow keys. If arequest type has multiple sections
initsfield layout, fields can be moved from one section to another. To
move afield to a different section:

a. Select the field.
Y ou cannot choose a request header type field.

b. In thefields next to the Move To --> button, select a section from the
drop-down list.

Y ou cannot choose a request header type section.
c. Click Move To -->.

Thefield is moved to the listed section.

Request Type : Generic Request 1 [=] E3

Reguest Type Name: | Generic Request

Requesst Header Type: [Default
Creation Action Neme: | Genetic Request
New | Open
Category: | -
Extensior: | |
Description: \Genera\—purpose requesttracking
Meta Layer View: [MRE@_ | GENERIC_REQUEST
Mk Fields: |50 =] Enabled: & ves " Ha
Cormmands 1 Sub-Types I Workflows: 1 User Access 1 Notifications I Cwnership 1 Help Contert
Fields Layout Display Colurins Request Status Status Depentencies I Rules
Sections: Selected Section Layout:
4 The section currertly selected is fram the Request Header Type. To modify this section, open Default from the
Summany Request Header Type Wiorkbench.
Details Colurmn 1 Calumn 2 Calumn 3
Requestblo: Request Type: Created By, -
Department: Sub-Type: Created On
Motk g 233 Request Status:
Priority: Application: Contact Marme:
Assianed To: Assioned Groun Contact Phane: ﬂ

M Renatia 4| ¥ | fwion [1 =] et [ [ =] preview

&4 Cancel

Readly

7. In the Layout tab, select OK.

The changes to the request type are saved.
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Adding Sections to Request Types

To add a new section to arequest type:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Layout tab.
The Layout tab opens.

4. In the Layout tab, at the bottom of the Sections area, click New.

Request Type : Generic Request 1 [=] E3

Reauest Type Name: | Genetic Request

Mewy | Open

Request Header Type: [Defaull

Creation Action Mamme: \Genenc Reqguest

Category: | 1

Extension: | -

Description: \Genera\-purpuae request tracking

Meta Layer View: [MREQ_

|GENERIC_REGUEST

M Fields: |50 | Enablest @ es " No
G| S I Workflows } User Access } Nolifications I Ownership } Help Carttent
Fields Layaut Display Columns: Request Status Status Dependencies Rules
Sections: Selected Section Layout

+

Surmmary

The section currently selected i from the Request Header Type. To modify this ssction, opsn Default from the

Renuest Header Type Workiench

Colurm 1 Colunn 2 Colunn 3
Request Mo Redquest Type: Created By -
Departrnent. Sub-Type: Created On
Wikl bbb Renuest Status:
Priority: Anplication: Contact Marne:
Assioned To Assigned Groun Contact Phone ﬂ

M| Rename 4| ¥ €| [wian [ =] Height [=] preview

ﬁ# Cancel

Readly

The Input window opens.
5. In the Input window, enter a new section name.
Custom section names can be up to 30 charactersin length.

When requests are generated for the given request type, the new section
with the defined custom fields will be visible.
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6. To view what the layout will look like to the user processing the request,
click Preview. This opensan HTML window that shows the fields as they
will appear.

If al the fields have awidth of one column and are all in the same column,
all displayed columns automatically span the entire available areawhen a
request of the given request typeis viewed or edited.

Any non-displayed fields do not affect the layout. The layout engine
considers them the same as a blank field.

7. In the Layout tab, select OK.

The changes to the request type are saved.

Changing Section Names on Request Types

Y ou can rename sections you added to a request type. Y ou cannot change the
name of sections added to arequest type by the request header type.

To change the name of a section:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Layout tab.
The Layout tab opens.

4. In the Layout tab, in the Sections area, select a Section.

5. In the Layout tab, at the bottom of the Sections area, click Rename.
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Request Type : Generic Request 1 [=] E3

Reguest Type Name: | Generic Request

Requesst Header Type: [Default

New | Open

Creation Action Neme: | Genetic Request

Category: | 1

Extensior: | -

Description: \Genera\—purpose requesttracking
|GENEHIC_HEQUEST

Meta Layer View: [MRE@_

Mk Fields: |50 =] Enabled: & ves " Ha
Commands | SusTyses | Woritows |  Userccess | woisatons | owmership | Help content
Fields Layout Display Columns Request Status Status Dependencies Rules

Sections:

4| Header ——————

Selected Section Layout:

The section currently selected is from the Request Header Type. To madify this section, open Default from the

Pl summary Request Header Type Wiorkbench.
Details Colurmn 1 Calumn 2 Calumn 3
Requestblo: Request Type: Created By, -
Department: Sub-Type: Created On
Motk g 233 Request Status:
Priority: Application: Contact Marme:
Assianed To: Assioned Groun Contact Phane: ﬂ

M Renatia 4| ¥ | fwion [1 =] et [ [ =] preview

&4 Cancel

Readly

The Input window opens.
6. In the Input window, enter a new section name.
Custom section names can be up to 30 charactersin length.

When requests are generated for the given request type, the new section
with the defined custom fields will be visible.

7. To view what the layout will look like to the user processing the request,
click Preview. This opens an HTML window that shows the fields as they
will appear.

If al the fields have awidth of one column and are all in the same column,
all displayed columns automatically span the entire available areawhen a
request of the given request typeis viewed or edited.

Any non-displayed fields do not affect the layout. The layout engine
considers them the same as a blank field.

8. In the Layout tab, select OK.

The changes to the request type are saved.
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Deleting Sections on Request Types

Y ou can delete sections you added to a request type. Y ou cannot delete
sections added to arequest type by the request header type.

To delete asection:
. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

. Open arequest type.
The Request Type window opens.

. In the Request Type window, click the Layout tab.
The Layout tab opens.

. In the Layout tab, in the Sections area, select a Section.

. In the Layout tab, at the bottom of the Sections area, click Remove.
The section is removed.

Request Type : Generic Request 1 [=] E3

Reauest Type Name: | Genetic Request

Request Header Type: [Defaull

Mewy | Open

Creation Action Mamme: \Genenc Reqguest

Category: | 1

Extension: | =

Description: \Genera\-purpuae request tracking

Meta Layer View: [MREQ_

|GENERIC_REGUEST

M Fields: |50

| Enablest @ es " No
G| S I Workflows } User Access } Nolifications I Ownership } Help Carttent
Fields Layaut Display Columns: Request Status Status Dependencies Rules
Sections:

+

Surmmary

Selected Section Layout:

The section currently selected i from the Request Header Type. To modify this ssction, opsn Default from the
Renuest Header Type Workiench

Colurm 1 Colunn 2 Colunn 3
Request Mo Redquest Type: Created By -
Departrnent. Sub-Type: Created On
Wikl bbb Renuest Status:
Priority: Anplication: Contact Marne:
Assioned To Assigned Groun Contact Phone ﬂ

M Renatne

4| ¥ | wiotn [T =] et [ [=] Preview

ﬁ# Cancel

Readly

6. In the Layout tab, select OK.

The changes to the request type are saved.

186  Mercury Demand Management™: Configuring a Request Resolution System



Chapter 5: Configuring Request Types and Request Header Types

Configuring Displayed Columns for Request Types

Certain information in a request can provide a useful summary-level
description of the request. This can include information such as the request
type, a description of the request, and a priority. For each request type, itis
possible to control which request columns are displayed to you in the
following pages:

e Request list portlets
e Request search results page
e Request drilldown pages accessed by clicking on request chart portlets

Y ou can view the information on these pagesto decide if they need to view the
details of a specific request.

Figure 5-4 shows how the settings in the Request Type window control the
columns that are displayed on arequest list portlet page.

Request Type : Generic Request 1 [=] E3

Reguest Type Name: | Generic Request

Requesst Header Type: [Default

New | Open

Creation Action Neme: | Genetic Request

Category: | 1

Extensior: | -

Description: \Genera\—purpose requesttracking

Meta Layer View: [MRE@_ | GENERIC_REQUEST

Mk Fields: |50 =] Enabled: & ves " Ha
Commands } Sub-Types I Workflows: 1 User Access } Hotifications I Ownership } Help Cortert
Figlds Layout Display Colutns Request Status Status Dependencies Rules

Please select a set of default columns to be displayed in Request List portlets, Request List maximized views, Reguest search results pages
and drill down pages from graphical Reguest portlets.

Available Colummns: Display Coluns: .
2 pplication — Request No * Mote: The first & columns will appearin a
Assigned Group Request Typs narrow portiet. The first 7 display columns
et
Contact Mame Request Status " :
i flize d view and drill down pages.

Contact Phone Azsigned To
Created On j Priority Colurihs followed by an asterisk(®) cannot
~~~~~~~ -t Purbnd B0 he re@oved from the display.

Ok Cancel

Readly

Bequest Type ipti Assigned To Priority Created By
30364 DEM - Application Updlate application with Functional Specs Complsts  Jane Smith Lo Jane Siith
Enhancement patch 4.5,
30330 DEM - Application ERF Patch wd 547 Mew Jane Smith Mormal Jane Smith
Enhancement Migration Test
30271 HR Requests Meed information MNew Jane Smith
concerning HMO.
30270 HR Reguests Meed Eve Prescription Mewy (Pending Task #30100 Jane Smith
information. S 0%)
30243 Generic Reguest ERP reports not printingto~ Cancelled Jose Ortega High Jane Smith

default priter.

Showing 110 5 of 36 Next Mzimize

Figure 5-4. Displayed columns set in the request type window
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To configure the columns that are displayed in list portlets:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Display Columns tab.
The Display Columns tab opens.

4. In the Available Columns list, select the columnsto display.

Select multiple columns by pressing the Ctrl key while clicking different
items.

5. Click the Right Arrow icon.
The selected items are moved into the Display Columns list.

6. Remove any columns that you do not want to display from the Display
Columns list.

7. In the Display Columns tab, click OK.

The changes to the request type are saved.

In request portlets, this setting represents the default columns that are
displayed in the portlet. The user can select to display alternate columns when
personalizing the portlet.

Similarly this setting represents the default columns that are displayed when
using the advanced search functionality in the Request List portlet or Request
Search Results page.
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Configuring Request Statuses for Request Types

A request can acquire different statuses as it progresses along its workflow.
These statuses can be used to drive field behavior by linking the workflow
processes to specific information in the request.

Overview of Request Statuses

Requests can take on different statuses asthey progress along their lifecycle.
Some possible request statuses include:

e Submitted
e Assigned

e InProgress
e OnHold

e Complete

These statuses are then linked to the workflow steps to drive the request logic.
Figure 5-5 on page 190 shows how statuses are linked to workflow steps.
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Request Status starts with: |

Assign Ligison
Assign Project Manager
Assign Review Team

Assigned Workflow Step

Biz Ops Review

Business Readiness Sign-Off F'FDDEITIBSI Securiwl Motifications | Timeout ] Resu\ts]
ancelled Step Murber: ‘4

Closed

Closed (Approved) Step Mame: \Appmval Reguest
Closed (Mot Approved)
Closed - Rejected

Closed by Submitter Description: \
Caomplete

Action Summary: ‘

Source Type: ‘Denisinn

Construct .
r\;-]mnu | f Source Name: |Approval Reguest - flare Info
] »
" ha
| |

Enabled: * Yes

Cancel Display: ‘Always j
eturned 122 choices Wiorkflows Parameter: ‘NONE j
e |
Request Status: I
Currﬁ:. | £

Parent Assighed To User: I EH

Parent Assigned To Group: I

‘Workflowe Step Information ‘htlp:mtgqa kintana.comitesting!?TYPE=Documentation ﬂ

Authentication Reguired ‘None j
Ok | Cancel |

Reay

Figure 5-5. Request status specified in the workflow step window

As arequest moves along this workflow, its status changes at particular steps.
Each status can be linked to request field behavior through the Status
Dependencies tab. For more information on linking request statuses to field
behavior, see Configuring Status Dependencies on page 194.

Before linking request statuses to workflow steps, the request type must first
possess all desired statuses. The list of possible request statusesis created in
the Request Status tab. Figure 5-6 on page 191 shows the interface for
creating request statuses.
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Request Type : Generic Request 1 [=] E3

Reguest Type Name: | Generic Request

Requesst Header Type: [Default

New | Open

Creation Action Neme: | Genetic Request

Category: | 1

Extensior: | -

Description: \Genera\—purpose requesttracking

Meta Layer View: [MREQ_ [GENERIC_REQUEST
Mk Fields: |50 =] Enabled: & ves " Ha
Commands } Sub-Types ] Workflows User dccess | Noliticafions Ownership } Help Cortent
Fislds } Layout Display Columns Request Status Status Dependencies I Rules
Available Resuest Staluses Linked Request Statuses:
13t Level Review i‘ Assighed |
Spproved Cancelled
:ssign Lisisan qamp | [Cosed
:ssign Project Manager Complete
Aissign Review Team In Progress
Biz Ops Review hew

o Jhd| Mot Submitted hd|
Reguest Status... Initial Request Status: (Mot Submitted -

£ Request Status List

Feadly Status Name Enabled Auto Link [
15t Level Review
Approved

Assign Liaison

Assign Project Manager
Assign Review Team
Assigned

Biz Ops Review

Business Readiness Sign.
Cancelled

Closed

Closed (Approved)

Tew: | ‘ | Refresh ‘ Close

|1 22 Request Status Records Loaded I

=[===[=======
Z=E=ZEEEEEEE

Figure 5-6. Request Status tab and Request Status List window
If adesired status does not appear in the Available Request Statuses list, it can be
created. A request’sinitial status can be set using the Initial Request Status
drop-down list.

Creating Request Statuses for Request Types
To create anew request status:

1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Request Type window, click the Request Status tab.

The Request Status tab opens.
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Request Type : Generic Request 1 [=] E3

Reguest Type Name: | Generic Request

Requesst Header Type: [Default El

New | Open

Creation Action Neme: | Genetic Request

Category: | 1
Extensior: | |

Description: \Genera\—purpose requesttracking

Mela Laver View: [MREEL |GENERIC_REQUEST
Mk Fields: |50 =] Enabled: & ves " Ha
Commands 1 Sub-Types I Warkflows: User Access 1 Notifications Cwnership 1 Help Cortent
Fields 1 Layout Display Colutans Requsst Status Status Dependencies Rules
Available Request Statuses: Linked Request Statuses:
13t Level Review i‘ Assighed |
s pproved Cancelled
Assign Lisison 4| | [Clos=
Assign Project Manager Complete
Assign Review Team In Pragress
Biz Ops Review vy
Business Readiness Sign-Off j Mot Submitted j

Reguest Status... Initial Request Status: (Mot Submitted -

&4 Cancel

Readly

4. In the Request Status tab, click Request Status.

The Request Status List window opens.

£ Request Status List 3

Status Name Enabled Auto Link [
15t Level Review
Approved
Assign Liaison
Assign Project Manager
Assign Review Team
Assigned
Biz Ops Review
Business Readiness Sign.
Cancelled
Closed
Closed (Approved) j

Tew: | ‘ Refresh Close

|1 22 Request Status Records Loaded

=[===[=======
Z=E=ZEEEEEEE

5. In the Request Status List window, click New.

The Request Status: New window opens.

- Request Status : New

Request Status Defintion

Status Mame

Enabled: & Yes © Mo

Auto Link; Yes & Na

Save Cancel

Ready
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6. Complete the fields in the Request Status: New window as specified in the

following table.

Field

Description

Status Name

The name of the new status.

Make the new status available to the system. Select

Enabled Yes for the status to appear in the Available Request
Status column for all new request types.
Allows the new status to automatically link to all new
Auto Link request types. Select Yes for the status to

automatically link.

7. In the Request Status: New window, click OK.

The Request Status: New window closes. The Request Status List window

opens.

8. In the Request Status List window, click Close.

The Request Status List window closes. The Request Status tab is appears.

9. In the Request Status tab, click OK.

The changes to the request type are saved.
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Configuring Status Dependencies

On arequest, field behavior can be linked to the status of thefield. Thisis done
in the request type window’ s Status Dependencies tab.

For example, arequest isnot to be allowed to reach the Assigned request status
unless the Assigned To User field hasavalue. Additionally, if arequest isat a
status of Assigned, a user cannot clear the Assigned To User field.

In order to make this work, the Assigned To User field is set to the following
parameters for the Assigned status:

® Visible =Yes

Editable = Yes

Required = Yes

Reconfirm - No

Clear = No

To assign field properties based on the request’ s status:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Request Type window, click the Status Dependencies tab.
The Status Dependencies tab opens.
4. In the Request Status section, select arequest status.
5. In the Field section, select afield.
6. Complete the fieldsin the Field section as specified in the following table.

Multiple fields can be configured simultaneously by using the Ctrl or Shift
keys to select the fields and then change the attribute values. Select atab
row, such asHeader Fields, to configure all fieldsin the tab simultaneoudly.
It isaso possible to select multiple statuses and change the same fields if
those states require the same attribute values for the same fields.
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Request Type : Generic Request

Reguest Type Name: | Generic Request

Requesst Header Type: [Default El

Creation Action Neme: | Genetic Request

New | Open

Category: |

Extensior: |

=]
=]

Description: \Genera\—purpose requesttracking

Meta Layer View: [MRE@_

|GENERIC_REQUEST

Mk Fields: |50

Coritnands } S Types I

Fislds Layout

Request Stetus.

]

Workdiws }

Display Columnz

Figld:

User docess }

=] Enabled: & ves " Ha

Hotifications ownarship | Help Contert l

Redusst Status Status Depsndencies Rules

Promgt

“isible Ecitable Reguirec Reconfirm Clear |

= Summary

—Application:

" ]

==

— Assigned Group.

—Assigned To.

— Contact Marme:

I=====<

- Bl

ol ==al Visile: (" Ves % na Edtable: ( Yes (% No  Recured: ( Yes (% No

Reconfirm: " Yes % No Clear: " Yes Mo

&4 Cancel

Field

Description

Visible

The Visible field determines whether or not a field is
visible for a specific request status. If it is set to Visible
= No, then the field is hidden.

Required

When a field is required, it is necessary to enter a value
for the field when changes are made to the request that
would affect the request status.

Updateable

If a field is set to Updateable = No for a specific request
status, then it is not possible to edit the field at the
given request status. If a field is set up as Required,
Reconfirm, or Clear, it must be set to Updateable =
Yes.

At certain stages in a request resolution process, it
may be desirable to ensure that specific fields do not
get updated. For example, when a request of type
Vendor Bug is at the status Patch Applied, it may be
desirable to make sure that the Patch Number field is
not updated. This logic is controlled at the request type
level. For each request type, it is possible to determine
which request fields are updateable and
non-updateable when a request is at each possible
request status.

When a field of a request cannot be updated due to this
logic, the field is grayed out in the request. The value is
visible but cannot be changed.
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Field

Description

Reconfirm

When a field in the request type is set to Reconfirm =
Yes, it is presented to the user before the request
moves to the next step in the workflow. The contents of
these fields can then be reviewed and changed.

Clear

The Clear field is used in conjunction with other
dependencies to remove the contents of a field. The
basic uses of the Clear flag are:

¢ When Clear is set to Yes and the Required and
Reconfirmed are set to No, the field is not presented
to the user or cleared entering this status, but the
contents of that field are cleared before moving to
the next step in the workflow.

e Any fields that have the Clear, Required, and
Reconfirmed enabled cause the field to show up in
red, but cleared. Appropriate values must then be
entered.

e All of the Clear events are logged in the request’s
Notes section as a status change from the old value
to ““; if a new value for that field is chosen, then the
new value is indicated in the Notes.

7. In the Status Dependencies tab, click OK.

The changes to the request type are added.
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Status Dependencies Interactions

Table 5-4 illustrates the results of different combinations of the Required,

Reconfirm, and Clear functions. For each request status within a request type,
there can be up to amaximum of 250 fields with aRequired state and 250 fields
with a Reconfirm state.

Table 5-4. Status dependencies interactions

Dependencies Results at Given Status

Required | Reconfirmed | Clear Display Color Data Shown

No No No No not . not applicable
applicable

No No Yes No not . not applicable
applicable

No Yes No Yes Black Current Data

No Yes Yes Yes Black None

Yes No No IIESL’L” Red None

Yes No Yes Yes Red None

Yes Yes No Yes Red Current Data

Yes Yes Yes Yes Red None
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Configuring Rules for Request Types

Request rules can be used to set up the automatic population of request fields
based on various dependencies. Request rules are ideal for the following
scenarios:

e A default workflow, assigned to user or assigned group should be specified
when arequest of thistypeisinitially created.

e Multiple request fields should be populated depending on the value of a
singlefield.

There are two types of rules:

e Simple Default Rules. Allow a default workflow to be specified, aswell as
the Assigned To and Assigned Group fields, depending on the Department or
Application filled in by the user. The Workflow, Assigned To and Assigned
Group fields can also be specified upon request creation.

e Advanced Default Rules. Definelogic for the automatic population of fields
in the request based on user entries.

When configuring request rules, use the Rule Type drop-down list to switch
between Simple and Advanced Defaults. However, when switching between
rule types, whatever work has been done in thefirst type will belost when the
switch is made.

Creating Simple Default Rules for Request Types

Simple default rules are used to automatically fill the workflow, Assigned To and
Assigned Group fields. These fields can be filled based on the Rule Event and
Dependencies fields. Using any appropriate combination of these control fields,
the Workflow, Assigned To, Or Assigned Group fields can be specified.

The Workflow field is the only required field for simple default rules.

By setting the desired workflow and the rule event to Apply On Creation, it is
possible to set the default workflow that will be used each time a request of
that type is used.
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To add a simple default rule to arequest type:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Rules tab.
The Rules tab opens.

4. In the Rules tab, click New.

The Request Type Rules window opens in Simple Defaults mode.

£ Rules Window

Rulz Marme: I
Description: I
Enabled: * es Mo
Rule Event: |App|y On Creation LI
Rule Type: |Sirnp\e Cefaults LI
rDependenc
Department; I ;I
Application: I
rRezult
Wiarkflow: I
Azsighed To: I EH
Azsighed Group: I
Ok | Add | Cancel
Ready
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5. Complete thefieldsin the Rules window as specified in the following table:

Field Description
Rule Name The name of the new rule.
Description A description of the new rule.
Selects if the rule is available to the system. Selecting
Enabled : ;

Yes means the rule is available to the system.

Specifies the event that triggers the rule.

e Apply On Creation. The rule will fire when the
request is created, filling in whichever of the Results
fields have been specified.

¢ Apply On Field Change. The rule will fire when one

Rule Event of thngependencies fields is changed to the
specified value.

e Apply On Field Change And Stop Processing
Rules. The rule will fire when one of the
Dependencies fields is changed to the specified
value, and all subsequent rules in the Rules tab will
not.

Rule Type The type of rule. Simple Defaults or Advanced

Defaults.

Department Specifies the department that triggers the rule.
Application Specifies the application that triggers the rule.
Workflow The workflow applying to this rule.

Assigned To The user assigned by this rule.

Assigned Group The group assigned by this rule.

5. In the Rules tab, click OK.

The changes made to the request type are saved. Once thisrule is saved,
any new request matching the combination of Request Type, Department,
and Application for the rule automatically updates the Workflow, Assigned To,
and Assigned Group fields to the default values specified in therule.

If more than one rule applies for a given request, then the system uses a
more specific rule. See Creating Advanced Default Rules for Request
Types on page 201 for more detailed information.
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Creating Advanced Default Rules for Request Types

Advanced default rules define logic for the automatic population of fieldsin
the request based on user entries. Advanced default rules differ from ssimple
default rulesin the following ways:

Simple default rules can only trigger from request creation or changes to
the Department or Application fields. Advanced default rules can trigger from
changesto any field in the request.

Simple default rules can only populate the Workflow, Assigned To, Or
Assigned Group fields. Advanced default rules can populate any field or set
of fieldsin the request simultaneoudly, including fields in the request or in
the request header.

Configuring advanced default rules requires knowledge of SQL.

Advanced default rules are often used with the following values from the Rule
Event field:

Apply On Creation. The rule will fire when the request is created, filling in
whichever of the Results fields have been specified.

Apply On Field Change. The rules applies when valuesin other fields
change. This functions two ways:

= Specific value. The rule applies when afield specified in the
Dependencies areais changed to a specific user-defined value. If
multiple dependency fields are defined for arule, al of them must
match in actual use for the rule to take effect.

= All values. The rule appliesfor any value of afield specified in the
Dependencies area.

When the field or fields specified in the Dependencies area are changed, any
fields specified in the Results area are automatically populated according to
rule order. Thisis useful in the event of multiple Dependency field matches.

Apply On Field Change And Stop Processing Other Rules. The rule applies
when afield specified in the Dependencies areais changed to auser-defined
value. When thefield is changed, any fields specified in the Results area
will be automatically populated according to the first rule defined. Any
other rule processing will stop immediately after the last Result field is
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populated. Thisis useful for multiple Dependency field matches where one
particular rule should be evaluated without changing.

To create an advanced default rule:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Request Type window, click the Rules tab.
The Rules tab opens.
4. In the Rules tab, click New.
The Request Type Rules window opens in Simple Defaults mode.

5. The Request Type Rules window, from the Rule Type drop-down list, select
Advanced Defaults.

£ Rules Window

Rule Marne: |

Description: |

Enabled: = ‘Yes " Mo

Rulz Evert: |App|y On Creation j

GO R Advanced Defaulis

Depencenci

Field Mame Walue |

e | |

Fesuts: el
Figld Name Column Token

e

Ok | Acled | Cancel

Ready
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6. Complete thefieldsin the Rules window as specified in the following table:

Field Description

Rule Name The name of the new rule.

Description A description of the new rule.

Selects if the rule is available to the system. Selecting

Enabled Yes means the rule is available to the system.

Specifies the event that triggers the rule.

e Apply On Creation. The rule will fire when the
request is created, filling in whichever of the Results
fields have been specified.

e Apply On Field Change. The rule will fire when one
of the Dependencies fields is changed to the
specified value.

Rule Event

e Apply On Field Change And Stop Processing
Rules. The rule will fire when one of the
Dependencies fields is changed to the specified
value, and all subsequent rules in the Rules tab will
not.

The type of rule. Simple Defaults or Advanced

Rule Type Defaults.

7. In the Dependencies section, click New.

The Dependencies window opens. Thiswindow selectsafield or fields
to trigger therule.

8. Complete the fields in the Dependencies window as specified in the
following table:

Field Description

Selects the field from the autocomplete list. Request
default rules cannot be configured to trigger from a

Field multiple select autocomplete field. Do not choose a
multiple select autocomplete field for the Field.
Value The value of the field.
Use all values of the field. Selecting Yes disables the
All Values

Value field.
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Field

Description

Field Type

The type of field selected, such as request header
type. This field is filled automatically.

Validation Name

The field’s type of validation, such as Numeric Text
Field - 2 decimals. This field is filled automatically.

The name of the visible token, such as

Visible Token REQ.VP.KNTA_SCHED_EFFORT. This field is filled
automatically.
The name of the token, such as REQ.P.KNTA_
Token

SCHED_EFFORT. This field is filled automatically.

9. In the Dependencies window, click OK.

Thefield is added the field to the Dependencies area. The Dependencies

window closes.

10. In the Results section, click New.

The Results window opens. This window selects the fields for the rule to

automatically populate.

11. Complete the fields in the Results window as specified in the following

table:
Field Description
Field Selects the field from the autocomplete list.
Field Type The type of field selected, such as request header

type. This field is filled automatically.

Validation Name

The field’s type of validation, such as Numeric Text
Field - 2 decimals. This field is filled automatically.

The name of the visible token, such as

Visible Token REQ.VP.KNTA_SCHED_EFFORT. This field is filled
automatically.
The name of the token, such as REQ.P.KNTA_
Token

SCHED_EFFORT. This field is filled automatically.

12. In the Results window, click OK.

Thefield is added the field to the Results area. The Results window closes.
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13. In the SQL area, define the sQL statement that will load values into the
fields specified in the Results area.

Each SELECT value will be loaded into its corresponding column in the
Results table in order. The system validates the SQL statement in the SQL
areato ensure that it contains the correct tokens: [SY S| tokens, [AS]
tokens, or tokens of fields present in the Dependencies area. If the SQL
statement isinvalid, an error message will be displayed.

£ Rules Window

Rule Marne: |
Description: |
Enabled: = ‘Yes " Mo
Rulz Evert: |App|y On Creation j
Rule Type: |Advanced Defaults j
Depencenci
Field Mame Walue |
My | |
Feesutts: BaL:
Field Name C.USER_ID I ﬂ
ntact Name: C.USERNAME
FROM KCRT_CONTACTS.C
KMTA_LSERS.L
WHERE C.USER_ID =
U.USER_ID AMD
1 (] ULUSERMAME="harris' AND
— — U.USERMAME_ID=[SYE.USER_I
_Fenove| ol =]
Ok | Acled | Cancel |
Reary

14. In the Rules window, click OK.

The Rules window closes.

15. In the Rules tab, click Save.

The changes to the request type are saved.

Configuring Commands for Request Types

Request types can have many commands and each command can have many
command steps. A command can be viewed as a particular function for an
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request. Copying afile can be one command and checking that fileinto version
control can be another. To perform these functions, a series of events needs to
take place, and these events are defined in the command steps.

An additional level of flexibility isintroduced when some commands must
only be executed in certain cases. Thisis powered by the condition field of the
commands and is discussed in Command Conditions on page 211.

Adding Commands to Request Types
To add commands to request types.
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Request Type window, click the Commands tab.

The Commands tab opens.

Request Type : Generic Request 1 [=] E3
Request Type Mame: | Generic Reguest
auest Ty [ I Reduest Header Type: [Default
Creation Action Neme: | Genetic Request
New | Open
Category: | =1
Extensior: | |
Descri ption: \Genera\—purpose requesttracking
Meta Layer View: [MRE@_ | GENERIC_REQUEST
Mk Fields: |50 =] Enabled: & ves " Ha
Fors | o I Display Columnz } Redusst Status I Status Dependenciss I Rules
Corfinands I Sub-Types I Workflows } User Access } Hotifications I I Ownestship } Help Cortent
Cotrimanck Cotnmant Step:

’V | command | cordon | Desc Command | Descrigtion |
| | K ﬂ
| =ai| e oo ‘ | + |4

oK Cancel

4. In the Commands tab, click New Cmd.

The New Command window opens.
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£ New Command

Cormmand \cliem_cumf

Condition: \

Cescription: \cliem_cumr

Timeout (s): [600

Enahled * Yes © Mo

Steps:
ksc_copy_client client SUE_PATH="[P.P.5UE_PATH]" FILENAME="[F.F.FILENAME]"

Tokens Special Cmd Show Desc oK | Add | Cancel

Ready

5. Complete the fields in the New Command window as specified in the
following table:

Field Description

Command A simple name for the command.

A condition that determines whether the steps for the command are
Condition executed or not. (See Command Conditions on page 211 for more
information).

Description | A description of the command.

The amount of time the command will be allowed to run before its
Timeout process is terminated. This mechanism is used to abort commands
that are hanging or taking an abnormal amount of time.

Enabled? Indicates whether the command is enabled for execution.

6. In the New Command window, click OK.

The New Command window closes. The Commands tab lists the new
command.

7. In the Commands tab, click OK.

The changes to the request type are added.
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Editing Commands of Request Types
To edit acommand on arequest type:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Commands tab.
The Commands tab opens.

4. In the Commands tab, click Edit Cmd.
The Edit Command window opens.

5. Select the command to edit.

6. Complete the fieldsin the Edit Command window as specified in the
following table:

Field Description

Command A simple name for the command.

A condition that determines whether the steps for the
Condition command are executed or not. (See Command
Conditions on page 211 for more information).

Description A description of the command.

The amount of time the command will be allowed to
run before its process is terminated. This mechanism

Timeout is used to abort commands that are hanging or taking
an abnormal amount of time.
Indicates whether the command is enabled for
Enabled?

execution.
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7. In the Edit Command window, click OK.

The Edit Command window closes. The Commands tab lists the edited
command.

8. In the Commands tab, click OK.

The changes to the request type are added.

Copying Commands in Request Types
To copy acommand in arequest types:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Request Type window, click the Commands tab.
The Commands tab opens.
4. Select the command to copy.
5. In the Commands tab, click Copy Cmd.
The command is copied to another line in the Commands tab.
6. In the Commands tab, click OK.

The changes to the request type are added.
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Deleting Commands in Request Types
To copy acommand in arequest types:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Commands tab.
The Commands tab opens.

4. Select the command to delete.

5. In the Commands tab, click Remove.
The command is deleted.

6. In the Commands tab, click OK.

The changes to the request type are added.
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Command Conditions

In many situations, it might be necessary to run a different set of commands
depending on the context of execution. This flexibility is achieved through the
use of conditional commands. The Condition field for acommand is used to
define the situation under which the associated command steps execute.

Conditions are evaluated as boolean expressions. If the expression eval uates to
true, the command is executed. If false, the command is skipped and the next
command is evaluated. If no condition is specified, the command is always
executed. The syntax of a condition isidentical to the WHERE clause of a SQL
statement, which allows enormous flexibility when eval uating scenarios. Some
example conditions are detailed in Table 5-5. Be sure to place single quotes
around string literals or tokens that will evaluate strings.

Table 5-5. Example conditions

Condition Evaluates to

BLANK Command will be executed in all situations.

Command will be executed if the parameter with
‘[P.P_VERSION_LABEL] IS NOT NULL the token P_VERSION_LABEL in the package
line is not null.

Command will be executed when the destination

‘IDEST_ENV.ENVIRONMENT_NAME] = ‘Archive’ . . “ .
environment is named “Archive.

Command will be executed if the application

[AS.SERVER_TYPE_CODE]" = "UNIX server is installed on a UNIX machine.

For More Information

The condition can include tokens. For more information concerning tokens,
see Commands, Tokens, and Validations Guide and Reference.
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Configuring Sub-Types for Request Types
Sub-types are away to further classify arequest type. For example, arequest
type for software bugs might list each of the application software supported by
the IT organization as sub-types.

Adding Sub-Types to Request Types
To add sub-types to the request type:

1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Request Type window, click the Sub-Types tab.

The Sub-Types tab opens.

Request Type : Generic Request 19 [=] E3
Request Type Mame: | Generic Reguest
auest Ty [ I Reduest Header Type: [Default
Creation Action Neme: | Genetic Request
New | Open
Category: | -
Extensior: | |
Descri ption: \Genera\—purpose requesttracking
Meta Layer View: [MRE@_ | GENERIC_REQUEST
Mk Fields: |50 =] Enabled: & ves " Ha
Fislds } Layout I Display Columnz } Redusst Status I Status Dependenciss I Rules
Cortinands Sub-Types Workflows } User Access } Hotifications I I Ownestship } Help Cortent
Sub-Type Narme [ Descrigtion [ Enablad |
e
oK Cancel

4. In the Sub-Types tab, click New.

The Request Sub-Type window opens.
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5. Complete the fields in the Request Sub-Type window as specified in the

following table:

Field

Description

Sub-Type Name

The name of the sub-type.

Description

A description of the sub-type.

Enabled

Select to make the sub-type available to the system.
Select Yes to make the sub-type available to the
system.

6. In the Request Sub-Type window, click OK.

7. The Request Sub-Type window closes.

8. In the Sub-Types tab, click OK.

The changes to the request type are saved.

Editing Sub-Types for Request Types

To edit a sub-type:

1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.

The Request Type window opens.

3. In the Request Type window, click the Sub-Types tab.

The Sub-Types tab opens.

4. In the Sub-Types tab, select a sub-type and click Edit.

The Request Sub-Type window opens.
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5. Complete the fields in the Request Sub-Type window as specified in the

following table:

Field

Description

Sub-Type Name

The name of the sub-type.

Description

A description of the sub-type.

Enabled

Select to make the sub-type available to the system.
Select Yes to make the sub-type available to the
system.

6. In the Request Sub-Type window, click OK.

The Request Sub-Type window closes.

7. In the Sub-Types tab, click OK.

The changes to the request type are saved.

Deleting Sub-Types from Request Types

To delete sub-types from a request type:

1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.

The Request Type window opens.

3. In the Request Type window, click the Sub-Types tab.

The Sub-Types tab opens.

4. In the Sub-Types tab, select a sub-type and click Remove.

The sub-type is removed.

5. In the Sub-Types tab, click OK.

The changes to the request type are saved.

214  Mercury Demand Management™: Configuring a Request Resolution System




Chapter 5: Configuring Request Types and Request Header Types

Configuring Request Types to Work with Workflows

Request types can be configured to work with all workflows or only selected
workflows.

Adding Workflows to Request Types
To add workflows to the request type:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Request Type window, click the Workflows tab.

The Workflows tab opens.

Request Type : Generic Request 19 [=] E3
Request Type Name: \Generlc Reguest R ey T |Derau|t
Creation Action Neme: | Genetic Request
cotmgory | 5 ew | open
Extensior: | |
Description: \Genera\—purpose requesttracking
Meta Layer View: [MRE@_ | GENERIC_REQUEST
Mk Fields: |50 =] Enabled: & ves " Ha
Fields 1 Layout I Display Colurins 1 Request Status I Status Depentiencies I Rules
Commands Sub-Types Workflows: User Access } Notifications I Cwenership } Help Contert

Select which Wiorkflows can be used with this Request Type. Allow 2l Workflows or limit by sdding the:
Wiiorkflows to the table below

' alworkflows are allovved for this Request Type

Winrkflow Marne: Description Winrktiowy Enabled

[ | e |

&4 Cancel

Readly

4. Allow al workflows or only selected workflows.

Selecting All Workflows are allowed for the Request Type allows all workflows
to use thisrequest type. Deselecting All Workflows are allowed for the Request
Type requires specific workflows to be allowed to use this request type.
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To select specific workflows for the request type:
a. Deselect All Workflows are allowed for the Request Type.
b. In the Workflows tab, click New.
The Workflow window opens.

c. Inthe Workflow window, in the Workflow field, sel ect one workflow from
the drop-down list and click OK.

The workflow is added to the Workflow window and the Workflow
window closes. To add aworkflow and keep the Workflow window
open, click Add.

5. In the Workflow tab, click OK.

The changes to the request type are saved.

Deleting Workflows from Request Types
To delete workflows from the request type:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Workflows tab.
The Workflows tab opens.

4. In the Workflows tab, select a workflow to delete and click Remove.
The workflow is deleted.

5. In the Workflow tab, click OK.

The changes to the request type are saved.
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Configuring Participants for Request Types

Users can be given different levels of access (use) of request types.

Adding Participants to Request Types
To add participants to the request type:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.
3. In the Request Type window, click the User Access tab.

The User Access tab opens.

Request Type : Generic Request M =] E3
Request Type Mame: ‘Genenn Request Request Headr Type: |Defau|1
Crestion Action Name: | Genaric Reguest
Category: ‘ j M
Extension: ‘ j
Description: \Genera\—purpose requesttracking
Meta Layer View: [MRE@_ | GENERIC_REQUEST
Mk Flelds: |50 | Enabled: & ves © Ho
Fields 1 Layout l Display Colurins 1 Request Status l Status Depencencies l Rules
Cormmands Sub-Types Warkflows Lser Access Notifications I Cwnership 1 Help Cortert

This tab configures paricipants of a request type. Participants can then be given specific access rights to the request type, user license and
access grant checks still applies ontop ofthese settings.
Note: Some rights are dependent on others. For example: l/iew seliings are automaticaly applied to users with other capabililies.

Participart Create View Edit Cancel Delete |
All Users I IV v T r |
Workdlow Security I o T I |
Created By ] v r r |

D Roves cannot be removyed New

Ready’

4. In the User Access tab, click New.

The Participant Security window opens.
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5. In the Participant Security window, select the security type from the
drop-down list.

The security type options are:

e Enter a Security Group Name. Select a security group to act upon the
workflow step. Selecting a security group changes the name of the
autocomplete field to Security Group. The security typeis dynamically
changed to Security Group.

e Enter a Username. Select a user to act upon the workflow step.
Selecting a user changes the name of the autocomplete field to
Username. The security typeis dynamically changed to Username.

e Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
autocomplete field to Standard Token. The security typeis left
undefined. Select a standard token from the autocomplete field. The
Security Type field is defined based on the standard token chosen.

e Enter a User Defined Token. Select a user defined token to act upon the
workflow step. Selecting a user defined token changes the name of the
autocomplete field to User Defined Token. The security typeis
dynamically changed to a drop-down list. The Tokens button is
enabled. Click Tokens to open the Token Builder window and select a
token. Select one of the following from the drop-down list:

m Username. The sdlected token resolves to a username.
m User ID. The selected token resolvesto auser ID.

= Security Group Name. The selected token resolves to a security
group.

= Security Group ID. The selected token resolves to a security group
ID.

The participant is added to the User Access tab.

6. Add the attributes for the participant.

Attributes are attached to a participant by selecting Create, View, Edit,
Cancel, Or Delete.

7. Inthe User Access tab, click OK.

The changes to the request type are saved.
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Editing Participants on Request Types

To edit participants of arequest type:

.1

. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

. Open arequest type.

The Request Type window opens.

. In the Request Type window, click the User Access tab.

The User Access tab opens.

. Inthe User Access tab, select a participate to edit and click Edit.

The Participant Security window opens.

. Edit the attributes for the participant.

Attributes are attached to a participant by selecting Create, View, Edit,
Cancel, Or Delete.

. In the User Access tab, click OK.

The changes to the request type are saved.

Deleting Participants from Request Types

To delete participants from the request type:

1.

Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.

The Request Type window opens.
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3. In the Request Type window, click the User Access tab.
The User Access tab opens.

4. In the User Access tab, select a participant to delete and click Remove.
The participant is del eted.

5. In the User Access tab, click OK.

The changes to the request type are saved.
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Configuring Notifications for Request Types

Y ou can configure arequest type to send notifications based on field contents.
Notifications can be sent at different times, different intervals, different events,
and to different recipients.

Adding Notifications

To add a notification:

1.

Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

. Open arequest type.

The Request Type window opens.

. In the Request Type window, click the Notifications tab.

The Notifications tab opens.

. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

. Configure the Setup tab.

For information on how to configure the Setup tab, see Configuring Setup
Tabs on page 222.

. Configure the Message tab.

For information on how to configure the Message tab, see Configuring
Message Tabs on page 226.

. In the Add Notification for Step window, click OK.

The Add Notification for Step window closes. The Notifications tab lists the
notifications added.

. In the Notifications tab, click OK.

The changes to the request type are saved.
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Configuring Setup Tabs
To configure the setup tab:

1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Notifications tab.
The Notifications tab opens.

4. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

5. In the Add Notification for Step window, select the Setup tab.

The Setup tab is the default tab.
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P
o x|
Setup ] Message]
~COption:

Description: |

Event [Field Change
Imenral:|8:DDAM Daaily W-F j

Field: E

" Specific Yalue |
& Any Value
" Novalue

[7 Send on Reguest submission

Enabled: @ Yes © Mo ™ Dontsend ifobgolete
rRecipiert:
Recipient Type Distribution Type Recipient
= | | |
Tokens Ok Cancel
|Ready

6. Configure the Options section of the Setup tab as specified in the following
table:

Field Description

Description A brief description of the notification.

The type of event that triggers sending the notification.

Event Field Changes is the default and cannot be edited.

A notification can be sent at different intervals. For
example, you might choose to send a notification of a
final approval step at midnight so that it is ready for
approval in the morning.

Note also that multiple notifications to a single recipient
can be brought together in a batch and sent together.
Interval Selecting an interval other than Immediate will allow
this batch and send to occur.

The following is a list of the available interval options:
e 8:00AM Daily M-F

e Hourly Daily M-F

¢ Immediate
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Field Description

Selects the request type field that triggers the
Field notification from the drop-down list. When a change
occurs in the selected field, the notification will be sent.

Specific Value Send the notification when the selected field is the
specified value. Selecting Specific Value enabled the
text field. Enter the value in the text field. Selecting
Specific Value deselects Any Value and No Value.

Any Value Send the notification when the selected field is
changes to any value. Selecting Any Value deselects
Specific Value and No Value.

No Value Send the notification when the selected field is empty.
Selecting No Value deselects Specific Value and Any
Value.

Send on Request Send the notification when the request is first

Submission submitted.

Enabled Make the notification available to the system. Selecting
Yes makes the notification available to the system.

Don’t send if obsolete Do not send the notification if the trigger values are no

longer true. For repeating messages:

e 8:00AM Daily M-F

e Hourly Daily M-F

For example, if a notification is sent hourly when the

field is empty, the notification will automatically stop
when the field has a value.

7. Configure the Recipients section of the Setup tab.
a. In the Recipients section, click New.
The Add New Recipient window opens.
b. In the Add New Recipient window, Select To, Cc, or Bec.
c. In the Add New Recipient window, select the recipient.

e Enter a Username. Select a user as the recipient of the notification.
Selecting a user changes the name of the autocomplete field to
Username. The security typeis dynamically changed to Username.
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e Enter an Email Address. Select an email address as the recipient of
the notification. Selecting an email address changes the name of the
autocomplete field to Email Address. The security typeis
dynamically changed to Email Address.

e Enter a Security Group. Select a security group as the recipient of
the notification. Selecting a security group changes the name of the
autocomplete field to Security Group. The security typeis
dynamically changed to Security Group.

e Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
autocomplete field to Standard Token. The security typeis left
undefined. Select a standard token from the autocompletefield. The
Security Type field is defined based on the standard token chosen.

e Enter a User Defined Token. Select a user defined token to act upon
the workflow step. Selecting a user defined token changes the name
of the autocomplete field to User Defined Token. The security typeis
dynamically changed to adrop-down list. The Tokens button is
enabled. Click Tokens to open the Token Builder window and select
atoken. Select one of the following from the drop-down list:

»  Username. The sdlected token resolves to a username.
s User ID. The selected token resolvesto auser ID.

= Security Group Name. The selected token resolves to a security
group.

= Security Group ID. The selected token resolves to a security
group ID.

d. In the Add New Recipient window, click OK.
Therecipient is added.
8. In the Setup tab, click OK.

The changes are added to the workflow.
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Configuring Message Tabs

It is possible to construct the notification’s message to ensure that it contains
the correct information or instructions for the recipient. For example, if a
notification is sent to instruct you that a request requires your approval, the
message should instruct you to log onto Mercury IT Governance Center and
update the request’ s status. Additionally, the notification should include a link
(URL) to the referenced request.

Notifications include the following features to make them easier to configure
and use:

e Select from a number of pre-configured notification templatesto more
quickly construct the body of your message.

e The body of the notification can be plain text or HTML.

e Multiple tokens can be included in the notification. These tokens will
resolve to information relevant to the recipient. For example, you can
include tokens for the URL to the request approval page, information on
request status and priority, and emergency contacts.

To configure the message tab:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Notifications tab.
The Notifications tab opens.

4. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

5. In the Add Notification for Step window, select the Message tab.

The Message tab opens.
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£ Add Notification for 20001

Setup Message]
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Motification Format: |HTML j

From: | |
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Body:
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£Tr>
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</Er
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</body>
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Tokens Ok Cancel
|Ready

6. Select a Notification Template from the drop-down list.

This updates the contents in the Body section with the information defined
for the selected template.

7. In the Notification Format field, select HTML or Plain Text from the
drop-down list.

Selecting HTML allows more flexibility when formatting the look and feel
of the notification. The HTML code can be written and tested in any
HTML editor and then pasted into the Body window.
8. Select values for the From and Reply to fields.
a. In the From and Reply to fields, click Choose.
The Email Header Field window opens.

b. In the Email Header Field window, select the recipient.

e Enter a Username. Select a user as the recipient of the notification.
Selecting a user changes the name of the autocomplete field to
Username. The security typeis dynamically changed to Username.
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Enter an Email Address. Select an email address as the recipient of
the notification. Selecting an email address changes the name of the
autocomplete field to Email Address. The security typeis
dynamically changed to Email Address.

Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
autocomplete field to Standard Token. The security typeis left
undefined. Select a standard token from the autocompletefield. The
Security Type field is defined based on the standard token chosen.

Enter a User Defined Token. Select a user defined token to act upon
the workflow step. Selecting a user defined token changes the name
of the autocomplete field to User Defined Token. The security typeis
dynamically changed to a drop-down list. The Tokens button is
enabled. Click Tokens to open the Token Builder window and select
atoken. Select one of the following from the drop-down list:

»  Username. The sdlected token resolves to a username.
m User ID. The selected token resolvesto auser ID.

= Security Group Name. The selected token resolves to a security
group.

= Security Group ID. The selected token resolves to a security
group ID.

c. In the Email Header Field window, click OK.

The selected recipients are added to the Message tab.

9. Construct the body of the message.

When constructing the body, consider utilizing the following:

Token for the URL to the Request Detail page.

Token for the URL to the package (Workbench or standard interface).

Tokens in the body of the message:
Click the Tokens button to access the Token Builder window where
tokens can be added to the message body.
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e Tokensrelated to specific package lines:
Add tokens to the Linked Token list to include tokens that resolve
information related to the individual package line.

10. In the Message tab, click OK.

The Add Notification for Step window closes. The Notifications tab is
enabled.

11. In the Notifications tab, click OK.

The changes to the request type are saved.

Editing Notifications

To edit a notification:

.1

. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

. Open arequest type.

The Request Type window opens.

. In the Request Type window, click the Notifications tab.

The Notifications tab opens.

. In the Notifications tab, select a notification and click Edit.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

To edit the Setup tab, see Configuring Setup Tabs on page 222.

To edit the Message tab, see Configuring Message Tabs on page 226.

. In the Notifications tab, click OK.

The changes to the request type are saved.
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Copying Notifications

To delete a notification:

.1

. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

. Open arequest type.

The Request Type window opens.

. In the Request Type window, click the Notifications tab.

The Notifications tab opens.

. In the Notifications tab, select anotification and click Copy.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

To edit the Setup tab, see Configuring Setup Tabs on page 222.

To edit the Message tab, see Configuring Message Tabs on page 226.

. In the Notifications tab, click OK.

The changes to the request type are saved.

Deleting Notifications

To delete a notification:

1.

Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.

The Request Type window opens.
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3. In the Request Type window, click the Notifications tab.

The Notifications tab opens.

Request Type : Generic Request 1 [=] E3
Request Type Name: \Generlc Reguest g ey T |Defau|l
Creation Action Mamme: \Genenc Reqguest
o— ‘ j Mewy | Open
Extension: | =
Description: \Genera\-purpuae request tracking
Meta Layer View: [MREQ_ | GENERIC_REQUEST
M Fields: |50 | Enablest @ es " Mo
Fields 1 Layaut I Display Columns 1 Request Status I Status Dependencies I Rules
Commands } Sub-Types I Workflows: } User Access Metifications: \ I Ownership } Help Content

Configure fislds ta send Netifisstions on field value change:
Fisldl Valus [ Description

Interval [ Enablec [

ow | e | o | |

ﬁ# Cancel

Readly

4. In the Notifications tab, select anotification and click Delete.
The notification is deleted.
5. In the Notifications tab, click OK.

The changes to the request type are saved.
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Configuring Ownerships of Request Types

Ownership groups are defined by adding Security groupsto the Ownership tab.
If no ownership groups are associated with the entity, the entity is considered
global and any user with the Edit Access access grant for the entity can edit,
copy or deleteit. Refer to Security Model Guide and Reference for more
information on access grants.

If asecurity group is disabled or |oses the Edit Access access grant, that group
will no longer be able to edit the entity.
Adding Ownerships to Request Types
To add an ownership:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Ownership tab.

The Ownership tab opens.
Request Type : Generic Request 1 [=] E3
Reguest Type Name: | Generic Request e [
Creation Action Neme: | Genetic Request
— = New | Open
Extensior: | |
Descri ption: \Genera\—purpose requesttracking
Meta Layer View: [MRE@_ | GENERIC_REQUEST
Mk Fields: |50 =] Enabled: & ves " Ha
Fislds } Layout I Display Columnz } Redusst Status I Status Dependenciss I Rules
Cortinands } Sub-Types Workflows } User Access } Hotifications I Ownership Help Cortent
ive abilty to edit this Request Type to
( All users with the Eclit Request Typss Access Grant
" Only groups listed below thet have the Edit Request Types Access Grant
Security Group Description
[ T romes |
oK Cancel
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4. In the Ownership tab, select the ownership option.

The All user with the Edit Request Type access grant option give al userswith
the Edit Request Type access grant ownership of the request type. The Only
groups listed below that have the Edit Request Type access grant option
requires selected groups to be added to the ownership of the request type.

If you select, Only groups listed below that have the Edit Request Type,
complete the following:

a. In the Ownership tab, click Add.
The Add Security Groups window opens.

b. In the Add Security Groups window, in the Security Groups field, select
the security groups.

The Validate window opens.

c. In the validate window, select one or more security groups and click
OK.

The Validate window closes. The Add Security Groups window lists the
selected security groups.

d. In the Add Security Groups window, click OK.

e. The Add Security Groups window closes. The selected security groups
are display in the Ownership tab under the Security Group column.

5. In the Ownership tab, click OK.

The changes to the request type are saved.
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Deleting Ownerships from Request Types

To delete an ownership:

.1

. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

. Open arequest type.

The Request Type window opens.

. In the Request Type window, click the Ownership tab.

The Ownership tab opens.

. In the Ownership tab, select an ownership.

The All user with the Edit Request Type access grant option give al userswith
the Edit Request Type access grant ownership of the request type. The Only
groups listed below that have the Edit Request Type access grant option
requires selected groups to be added to the ownership of the request type.

. In the Ownership tab, click Remove.

The ownership is deleted.

. In the Ownership tab, click OK.

The changes to the request type are saved.
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Configuring Help Contents for Request Types

It is possible to provide accessible online information for users who are
processing the requests. Configure the request type to display additional,
custom information about the request, sections or fields.

To add help to the request type:
1. Open the Request Type Workbench.

To open the Request Type Workbench, see Opening the Request Type
Wor kbench on page 161. The Request Type Workbench window opens.

2. Open arequest type.
The Request Type window opens.

3. In the Request Type window, click the Help Content tab.
The Help Content tab opens.

4. In the Sections/Fields section, select the item to which content will be

added.
Request Type : Generic Request 1 [=] E3
Reguest Type Name: | Generic Request e [
Creation Action Neme: | Genetic Request
cotmgory | 5 ew | open |
Extensior: | |
Description: \Genera\—purpose requesttracking
Meta Layer View: [MRE@_ | GENERIC_REQUEST
Mk Fields: |50 =] Enabled: & ves " Ha
Fislds } Layout I Display Columnz } Redusst Status I Status Dependenciss Rules
Cortinands 1 Sub-Types I Workflows 1 User Access 1 Hotifications I I Ownestship Help Contert

This tab configures the help content for Requests of this Request Type. The help Cortent can b plain text ar HTHL

Sections Fislds: Help Cortent for Reguest Typs : Generic Request

- Generic Reusst
E-Summary

Display Help lcons et the: ©* Request, Section and Field Level Preview
" Request and Section Level Only - Field Help accessed through Section Help
oK Cancel

Readly

5. In the Help Content for Request Type/Section/Field Section, enter the help
content for the selected item.

Enter plain text or HTML-formatted text. To see what the text lookslikein
the actual help display, click Preview.
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6. (Optional) Select other sections or fields to define help content for those
items.

7. From the Display Help Icons at the: field, specify how the help icons will be
shown in the standard interface.

® Request, Section and Field Level. Display a help icon (question mark)
beside each request, section and field that has associated help content.

e Request and Section Level Only. Does not display the help icon at the
individual field level. Any help content defined for the fields can be
accessed from the section level help.

8. In the Help Content tab, click Save.

The changes to the request type are saved.
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Configuring Request Header Types

Request header types define the collection of fields that appear in the header
region of the requests. Request header types typically include more general
information that will be tracked between multiple types of requests. This can
include such information as who logged the request, its priority, and a
description of the issue.

Every request type must include a request header type. A single request header
type can be used for multiple request types.

Table 5-6 lists the Mercury-supplied request header types.

Table 5-6. Request header types

System Header Type Description

The default request header type. Includes a

(REFERENCE) Default percentage complete (% Complete) field.

Displays all information. Consistent with
(REFERENCE) Comprehensive previous versions of Mercury IT Governance
Center.

(REFERENCE) Simple Displays only the most essential information.

An example request header type for simple

(REFERENCE) Departmental
cross-departmental requests.

An example request header type for simple

(REFERENCE) Application o
cross-application requests.

An example request header type for help desk
(REFERENCE) Help Desk requests, including contact and assignment
information.
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Overview of Request Header Types

Request header types contain a set of standard predefined fields that can be
enabled or disabled. Request header types can also contain custom fields.
Request header types are created and configured in the Request Header Type
window (see Figure 5-7).

Request Header Type : Default 1 [=] F3
Request Header Type Name:

Description: |Defau\tRequest Header Type

Extension: | j Enahled: * Yes " Mo
Fields I Layout| Filter| ownership | References |
Prampt Dizplay | Display Only Tranzaction Hist Motes Hist On SeatchiFiter Pages

= Surmnmary -

— Request Mo b N M i I

— Request Type: A N M M Y

— Created By ¥ b M & hd

— Department: b M N & A4

— Sub-Type Y N N M \s

— Created On: i A il &l N

— Wiarkflow: A N N i) A

— Reqguest Status: A N M M Y i
4 | »

Apai| =an|  New | | Figld Groups |
Ok | | Cancel |

Reay

Figure 5-7. Request Header Type window

The following isalist of the main components of a request header type:

e General information. General information includes basic information
concerning the request type, such as the request type name and the request
type category. See Configuring General Information for Request Header
Types on page 242.

e Fields. Every request header type has a set of predefined fields. The Fields
tab is used to create additional fields for the request header type. Creating
fields for request header type isidentical to creating fields for request
types. See Configuring Fields for Request Types on page 167.

e Layout. Thelayout of fields can be configured using the Layout tab. Laying
out fields for request header typesisidentical to laying out fields for
request types. See Configuring Layouts for Request Types on page 180.

e Filter. Several fields on request header types can be filtered to display
specific information in arequest. See Configuring Filters for Request
Header Types on page 243.

e Ownership. Configure who can edit the request header type. Configuring
who can edit the request header typeisidentical to configuring who can
edit arequest type. See Configuring Owner ships of Request Types
on page 232.
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e User Data. Product entities such as packages, workflows, requests and
projectsinclude a set of standard fields that provide information about
those entities. While these fields are normally sufficient for day to day
processing, user data fields provide the ability to capture additional
information specific to each organization. User data is defined under the
User Data tab. If there are no user datafields, the User Data tab is disabled.

e References. Displays reference information concerning the request header
type.

e Field Groups. Request header type field groups are away for Mercury IT
Governance Center to distribute a collection of fields required for certain
functionality. For more information, see Request Header Type Field
Groups on page 239.

Request Header Type Field Groups

Request header type field groups are away for Mercury IT Governance Center
to distribute a collection of fields required for certain functionality. For
example, Mercury Demand Management distributes a collection of fields for
Service Level Agreementsin a SLA Field Group.

Field group fields will behave just like normal fields, with the restrictions that
you cannot remove them except by removing the entire field group and you
might not be able to modify some of the field properties. Table 5-7

on page 240 lists the request header type field groups that are delivered with
various Mercury I'T Governance Center products.

Field groups can be added to request header types by clicking Field Groups in
the Request Header Type window.

Each request header type field group has a custom token prefix that allowsthe
user to access the data of that field by using the format:
REQ.P.<field group token starting with KNTA >

When field groups are associated with existing request types (through the
request header type definition), Mercury IT Governance database tables are
updated to handle this new configuration. Because of the scope of database
changes, the Database Statistics should be rerun on your database. I nstructions
for this are included in the System Administration Guide and Reference.
Contact the application administrator for help with this procedure.
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fe
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x|

Enables Description

1
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Please enable the Field Groups necessary for the desired functionality of this Request Header Type:

Demand Management SLA Fields: This Field Group contains the fields necessary to manage requests with SLA.
Demand Managemert Scheduling Fislds: This Field Group alloves a reguest to be scheduled with the Demand Management solution
Master Project Reference on Request: Containg & field thet allows & user to add a Project reference to a Request

PFM Asset: Allows Requests to be considered as Assets in a Portfolio

PFM Project: Allows Requests to e considered as Projects in & Portfolio.

PFM Proposal; Allows Requests to be considered as Proposals in the Portfolio Management process

PMO Program |ssue: Alows Reguests to be considered as lssues in a Program

PMO Program Resource Reguest: Allows Reguests to be considered a3 Resource Requests in & Program

PO Program Risk: &llovws Requests to be considered as & Risk in a Program

PMO Program Soope Change: Allows Requeststo be considered as a Scope Changs in a Program

Program Reference on Request, Corttains a field that allows a user to add a Program reference to a Request.

Quality Certer Info: Allows Reguests to use the special integration with Quality Center

Work ttem Fields: These fields allow reguests to be tracked a3 [0ad in Resource Management visualizations

Cancel

|Readv

Figure 5-8. Request Header Type Field Groups window

Table 5-7. Request header type field groups

Field Group

Description

Demand Management
SLA

This field group contains the fields necessary to manage
requests with SLA.

Demand Management
Scheduling

This field group allows a request to be scheduled with
Mercury Demand Management.

Master Project
Reference on Request

Contains a field that allows a user to add a project
reference to a request.

PMO Program Issue

Allows requests to be considered as issues in a program.

PMO Program
Resource Request

Allows requests to be considered as resource requests in a
program.

PMO Program Risk

Allows requests to be considered as a risk in a program.

PMO Program Scope
Change

Allows requests to be considered as a scope change in a
program.

Portfolio Management
Proposal

Contains the fields necessary to create a PFM proposal.

Portfolio Management
Project

Contains the fields necessary to create a PFM project.

Portfolio Management
Asset

Contains the fields necessary to create a PFM asset.
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Table 5-7. Request header type field groups [continued]

Field Group

Description

Program Reference
on Request.

Contains a field that allows a user to add a program
reference to a request.

Work Item Fields

Work item fields contains fields that allow requests to be
scheduled as a work item.

Opening the Request Header Type Workbench

To open the Request Header Type Workbench:

1. Log on to the Mercury IT Governance Center.

2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.

The Workbench opens.

5. From the shortcut bar, select Demand Mgmt > Request Header Types.

The Request Header Type Workbench window opens.

Request Header Type Workbench 1 =]
E‘ Query: |Mone LI

=

=) Reguest Header Type MNarme:

% Description: I

Es Enahlect IALL = Extension: |ALL ;I

Mewy Recuest Header Type

Save Cuery | Clear | Lizt I

Feady
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For More Information
For information on how to search and select an existing request header type,
copy arequest header type, and delete a request header type, see Getting
Sarted.

Configuring General Information for Request Header Types
To configure the general information of arequest header type:

1. Open the Request Header Type Workbench.

To open the Request Header Type Workbench, see Configuring Request
Header Types on page 237. The Request Header Type Workbench window
opens.

2. Open arequest header type.
The Request Header Type window opens.

Request Header Type : Default M [=] E3
Request Header Type Name:

Description: |Defau\tRequest Header Type

Extension: | j Enahled: & Yes Mo
Fields I Lavnut] Filter] Ownerahip} Heferences}
Prampt Display | Display Only Transaction Hist. Motes Hist On SearchiFitter Pages

= Surnrmary -

— Reguest Mo Y b N M M

— Request Type: hd M M & A4

— Created By ) N N ] A4

— Department: N il il M N

— Sub-Type b M M i A4

— Created On: N A il i) ki

— WWnrkilow: i il il &l N

— Request Status: Y A M & A4 4
4 | »

ﬂ ﬂ HMewy | | Field Groups |
Ok | | Cancel |

Ready
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3. Complete the fields in the Request Header Type window as specified in the

following table:

Field

Description

Request Header
Type Name

The name of the request header type.

Description

A useful description of how the request header type is used.

Extension

For request header types created for a Mercury Change
Management extension. Select the extension from the
drop-down list.

Description

A useful description of how the request header type is used.

Enabled

Indicates whether or not the request header type is available
to Mercury IT Governance Center.

4. Save the changes to the request header type.

Click OK to save the changes and close the Request Header Type window.
Click save to save the changes and |eave the Request Header Type window
open. Click Ccancel to lose the changes and close the Request Header Type

window.

Configuring Filters for Request Header Types

To configure filters for arequest header type:

1. Open the Request Header Type Workbench.

To open the Request Header Type Workbench, see Configuring Request
Header Types on page 237. The Request Header Type Workbench window

opens.

2. Open arequest header type.

The Request Header Type window opens.

3. In the Request Header Type window, select the Filter tab.

The Filter tab opens.
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Request Header Type : Default M [=] E3
Request Header Type Name:

Description: |Defau\tRequest Header Type

E)densmn:| j Enahled: & Yes Mo

Fields | Layout Filterlownerahip} Heferences}

The selection of the Cantact Name field is limited by:
1+ Al Cortacts

" The Company field of the Recuest
~

The selection of the Assighed Group field is limited by:
% Orly Security Groups with the Request option enabled

" Participarts only

- =

Ok | | Cancel |

Ready

4. Complete thefields in the Filter tab as specified in the following table:

Field Description

e All Contacts. Limit the number of contact names seen in
the Contact Name field when creating or updating a
request header type by selecting one of the contact name
options available in the Filter tab. Selecting this option
will display all users with no restrictions on the list of
contact names.

e The Company field of the Request. Users can limit the

This section of the number of contact names they would see in the Contact
Contact Name field Name field when creating or updating a request header
is limited by: type by selecting one of the contact name options

available in the Filter tab. Selecting this option will restrict
the list of contact names the user would see to those
found in the Company field of the request.

e Use Validation defined in the Fields tab. Selecting this
option will restrict the list of contact names the user would
see to those found in the Contact Name field of the
request.
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Field

Description

This section of the
Assigned Group
Field is limited by:

¢ Only Security Groups with the Request option
enabled. Users can limit the number of group names they
would see when creating or updating a request header
type by selecting one of two Assigned Group options
available in the Filter tab. Selecting this option will restrict
the list of group names the user would see to only those
security groups where the request option is enabled.

e Participants only. Users can limit the number of group
names they would see when creating or updating a
request header type by selecting one of two Assigned
Group options available in the Filter tab. Selecting this
option will restrict the list of group names the user would
see to participants in the request.

e Use Validation defined in the Fields tab. Selecting this
option will restrict the list of contact names the user would
see to those found in the Contact Name field of the
request.

This section of the
Assigned To field is
limited by:

e Only users who are in Security Groups with the
Request option enabled. Limit the number of user
names seen in the Assigned To field when creating or
updating a request header type by selecting one of two
Assigned To options available in the Filter tab. Selecting
this option restricts the list of user names the user would
see to only those security groups where the request
option is enabled.

e Participants only. Users can limit the number of user
names they would see in the Assigned To field when
creating or updating a request header type by selecting
one of two Assigned To options available in the Filter tab.
Selecting this option restricts the list of user names the
user would see to participants of the request. In this
instance, participants are defined as: the assigned user,
the creator of the request, members of the assigned
group, or members of the workflow.

e Use Validation defined in the Fields tab. Selecting this
option will restrict the list of contact names the user would
see to those found in the Contact Name field of the
request.

5. In the Filter tab, click OK.

The changes to the request header type are saved.
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In This Chapter:

e Overview of Contacts
e Opening the Contact Workbench
e Creating Contacts
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Overview of Contacts

Contacts are resources used as a point of reference or information. Contacts
must have avalid Mercury IT Governance Center username and the company
they work for must be included in the validation, CRT - Company Validation.
Contact information can be added for usersin Mercury IT Governance system

aswell as external users.

Contacts are created in the Contact window. The Contact window consist of a
genera information section and alarge areareserved for potential user data

fields (see Figure 6-1).

Contact : 30000

First Mame: |(FEIel{dy Last Matne: |Bchmidt

user: [rschmidt af

Company: |Mercury|nteractlve Enshlec: (* Yes

Pharie Nurber: | (40%) 888-1222 Email dddress: |fschmidt@mercuryl com

Reay

Figure 6-1. Contact window
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Opening the Contact Workbench

To open the Contact Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.
5. From the shortcut bar, select Demand Mgmt> Contacts.

The Contacts Workbench opens.

Contact Workbench 1 [=1
E‘ Cery: INDne LI
i) First Marme: I Last Name: I
% User: I
_ﬁ_ Phone Mutmber: I Email Address: I
Company: I Enabled: IALL LI

Mewy Cortact | MaanwSIEUU Save Clery. | Clear | List I

Feadv

For More Information

For information on how to search and select an existing contact, copy a
contact, and delete a contact, see Getting Started.
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Creating Contacts

To create anew contact:
1. Open the Contacts Workbench.

To open the Contacts Workbench, see Opening the Contact Wor kbench
on page 249. The Contacts Workbench window opens.

2. In the Contacts Workbench, click New Contact.

The Contact window opens.

First Mame: | (FEIl{dy Last Matne: |Bchmidt
User: [fachmidt af
Phane Murmber: | (408) 888-1222 Ermail Address: |fschrmidt@rmercuryl com
Corpany: |Mercur\f|nteractive EE) Enabled % Yes " Mo
Ok | | Cancel
Ready

3. Complete the fields in the Contact window as specified in the following

table:
Field Description
First Name The first name of the contact.
Last Name The last name of the contact.

The Mercury IT Governance Center username of the
contact. This field is populated from the KNTA - User
User Id - All Validation auto-complete list and cannot be
edited. You should select a username from the
validation auto-complete list.

Phone Number The phone number of the contact.

Email Address The email address of the contact.
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Field Description

The company employing the contact. This field is
populated from CRT - Company Validation
Company auto-complete list and cannot be edited. You should
select a company from the validation auto-complete
list.

Make the notification template available to the system.
Enabled Select Yes to make the notification available to the
system.

4. In the Contact window, click OK.

The changes to the notification template are saved.
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Configuring Notification Templates

In This Chapter:

e Overview of Notification Templates
e Opening the Notification Templates Workbench
= Deleting Notification Templates
e Creating Notification Templates
= Configuring Ownership of Notification Templates
= Deleting Ownerships from Notification Templates
e Configuring Notification Intervals
e Checking the Usage of Notification Templates
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Overview of Notification Templates

Notification templates are pre-configured notifications that can be used to
quickly construct the body of your message (see Figure 7-1). Notification
templates are used with the following Mercury IT Governance Center entities:

e Tasks

e Projects

e Requests

e Packages

e Releases

o Workflows

o Reports

Notification Template : Standard Message 1M =] E3
Template Name: |SEUDENIEEEEDE
Muotification Scope | J
Muotification Format | J
Enabled: & o Default. o
From | | | ‘
RevaTn| | | ‘
Subject: |\T Governance - Change Management Alert
Body:
Description: [ PEG.DESCRIPTION] B
Workflow: [WF. WOREFLOW_MAINE ]
Torkflow Step: [WFS.STEF_NO1. [UFS.STEP_NAME]
Priority: [ PEG. PRIORITY_MAME] -
Available Tokens Linked Tokens
Taken Marne Taken Calg Token Mame: Taken
Execution Batch ID [WST.EXECUTION_BAT « 1 PKGL Seq [PKGLSEQ]
Hidden Status [WET.HIDDER_STATUE. 2 PKGL Ohject Mame [PRGLOBJECT_MAME]
Last Updated By [WST.LAST_UPDATED_ had|E PEGL Ohbject Type [[PKGL.OBJECT_TYPE]
Ohbject Revision [PKGL OBJECT_REWISI 4 LastUpdated By [AWST LAST _UPDATED_BY_f
Qbject Type ID [PKGL.OBJECT_TYPE_|
Object Type Workbench URL  [[PKGL WORKBEMNCH_C ‘
| [ ] < (. =
¥

‘ Used By ‘ Ownership ‘ QK Cancel

[Ready (Read-Only, Seed Data)

Figure 7-1. Notifications Template window
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Opening the Notification Templates Workbench

To open the Notification Template Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.
5. From the shortcut bar, select Configuration > Notification Templates.

The Notification Template Workbench window opens.

Motification Template Workbench 19 [=]
=

g Guery: INone LI
:; Tetnplate Mame: I

E Nification Scope: [ALL | Enabieat [ALL =l
X

Mewy Matification Tetnplate | Save GIUery. | Clear | Lizt I

Feadv

For More Information

For information on how to search and select an existing notification template,
and copy a notification template, see Getting Sarted.

Deleting Notification Templates

Y ou can not del ete notification templates that are referenced from an existing
notification. To delete a notification template you must first remove these
references. Referenced notification templates can be disabled. To seeif a
notification template is references, see Checking the Usage of Notification
Templates on page 267.

For information on how to delete a notification template type, see Getting
Sarted.
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Creating Notification Templates

To create anew notification template:
1. Open the Notification Template Workbench.

To open the Notification Template Workbench, see Opening the Notification
Templates Workbench on page 255. The Notification Template Workbench
window opens.

2. Click New Notification Template.

A Notification Template window opens.

Notification Template : Standard Message 1M =] E3

Template Name: |SEUDENIEEEEDE
Motification Scape | J
Maotification Format | J

Enabled: & o Default: © o

From | | | ‘
RepIyTo| | | ‘
Subject: |\T Gaowvernance - Change Management Alert
Body:

Description: [ FEG. DESCRIFTION] B

Workelow: [WF. WORKEFLOW_HAME ]

Workflow Step: [WFS.STEP NO1. [UFS.STEP NAME]

Priority: [ PEG. PRIORITY NAME ] <

Awailable Tokens Linked Tokens
Token Mame Token Cal# Token Name Token

Execution Batch ID [\NST.EXECUT\ON_EATE‘ 1 PKGL Seq [PHGL.SEQ]

Hidden Status [WST.HIDDERM_STATUS. 2 PKGL Object Mame [[PIIGL.OBJECT_MNAME]

Last Updated By [WET.LAST_UPDATED_ hald|E PKGL Object Type [[PRGL.OBJECT_TYPE]

Object Revision [PKGL OBJECT_REWISh [ Last Updated By |[WST.LAST_UPDATED_BY_I

Ohject Type 1D [PKGLOBJECT_TYPE_|

Ohject Type Workbench URL | [PKGLWORKBENCH_C ~ \

< [ o] d [ B

+¥
‘ Used By Ownership ‘ QK Cancel

[Ready (Read-Only, Seed Data)

3. Complete the fields in the Notification Template window as specified in the
following table:
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Field

Description

Template Name

Enter the name of the new notification template.

Notification Scope

Include the product area where this notification
template will be used. Select an entry from the
drop-down list. Entries include:

e Packages

e Projects

e Release Distribution

e Reports

e Request Field Changes
¢ Requests

e Task Dates

e Task Exceptions

The default notification scope is Packages. Selecting
another notification scope changes the format of the
notification template.

Notification Format

Include the format of the body of the notification. Select
an entry from the drop-down list. Entries include:

e Plain Text
e HTML

Make the notification template available to the system.

Enabled Select Yes to make the notification available to the
system.
Make the notification template the default notification
Default template for the system Select Yes to make the

notification template the default notification template.

4. In the Notification Template window, enter a From address.

a. In the Notification Template window, in From, click Choose....

The Email Header Field window opens.
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b. Select the recipient category from the drop-down list (Username, Email
Address, Standard Token, Or User Defined Token).

The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if Enter an
Email Address is selected from the drop-down list, then it is necessary
to enter an Email Address. If aUser Defined Token is selected, click
Tokens to bring up afull list of available tokens or type in a specific
token.

£ Email Header Field £ Email Header Field

Stancard Token: I
Type:

Emsil Address:
Type: |Email Address

\ £ Email Header Field

Read
‘ v |EnteraUsemamE j nter a User Defined Token
Uszernarme: I Uszer Defined Toker:
Type: |Usetname Type: |User D =
| 019 | Cancel | Tokens | 0K Cancel |
Ready Ready

c. Enter the appropriate information in the required field.

d. If aUser Defined Token has been entered, select the token type that
corresponds with the evaluated token value.

e. In the Email Header Field window, click OK.
The Email Header Field window closes.
5. In the Notification Template window, enter a Reply address.
a. In the Notification Template window, in From, click Choose....
The Email Header Field window opens.

b. Select the recipient category from the drop-down list (Username, Email
Address, Standard Token, Or User Defined Token).
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The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if Enter an
Email Address is selected from the drop-down list, then it is necessary
to enter an Email Address. If aUser Defined Token is selected, click
Tokens to bring up afull list of available tokens or type in a specific

token.
c. Enter the appropriate information in the required field.

d. If aUser Defined Token has been entered, select the token type that
corresponds with the evaluated token value.

e. In the Email Header Field window, click OK.
The Email Header Field window closes.

6. In the Notification Template window, in Body, enter the body of the
notification text.

Make sure the format of the body of the notification is the same as
specified in Notification Format. HTML notifications for Mercury Change
Management should include the token ‘[NOTIF.NOTIFICATION _
DETAILS]" within the <body> tags to incorporate linked tokens.

Motification Template : Standard HTML Message M [=] E3
Template Marne: |EElsEsE R
motification Seope: | =l
Motification Format: | J
Enabled: & o Default: & iy
Fram: | |
Reply To:| |
Suhject |IT Governance - Change Management Alert
Bodhy:
-
<td colspan="2a">[NOTIF.NOTIFICATION DETATILS]</td-
I |
</table> j

Uze the token [MOTIF.MNOTIFICATIORN_DETAILS] to include an HTML table of linked tokens for associated
Fackage lines

Available Tokens Linked Tokens
Taoken Narme Col# Token Mame T
Execution Batch [D MST.EKECS 1 PKGL Seq [PKGLSER]
Hidden Status [WST.HIDD <::|::>\ 2 PKGL Dbject Name |[PKGLOBJECT,
Last Updated By [WST.LAST. 3 PKGL Ohject Type  |[PKGL.OBJECT
Chbject Revision [PHGL.OBJE - 4 Last Updated By MWST.LAST_UP
— T q | ﬂ
+| ¥
| Used By | Ownership ‘ Ok | | Cancel |

Ready (Read-0nly, Seed Data)
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7. In the Notification Template window, in Body, add tokens to the body of the
text.

If you need to add tokens to the body of the notification template:
a. At the bottom of the Notification Template window, click Tokens.
The Token Builder window opens.
b. From the Token Builder window, select a token.

c. In the Token Builder window, in the Token field, copy the name of the
token and paste the name in the Body field.

d. In the Token Builder window, click Close.
The Token Builder window closes.

8. In the Notification Template window, configure the ownership of the
notification template.

For detailed information on how to configure the ownership of the
notification template, see Configuring Ownership of Notification
Templates on page 261.

9. In the Notification Template window, click OK.

The changes to the notification template are saved.
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Configuring Ownership of Notification Templates

Ownership groups are defined by adding security groups to the Ownership
window. If no ownership groups are associated with the entity, the entity is
considered global and any user with the Edit Access access grant for the entity
can edit, copy or delete it. Refer to Security Model Guide and Reference for
more information on access grants.

If asecurity group is disabled or |oses the Edit Access access grant, that group
will no longer be able to edit the entity.

To configure the ownership of a notification template:
1. Open the Notification Template Workbench.

To open the Notification Template Workbench, see Opening the Notification
Templates Wor kbench on page 255. The Notification Template Workbench
window opens.

2. Open anotification template.
A Notification Template window opens.

Motification Template : Standard HTML Message 1 [=] E3

Template Mame: |EEEERNILMUEEEERE

motification Seope: | =1
Motification Format: | =l
Enabled: & o Default: & v
Fram: | |
RepIyTo:| |
Subject: |IT Governance - Change Management Alert
Boy:
<tr>» j
<td colspan="Z">[NOTIF.NOTIFICATION DETAILS]</td>
</t |
</tablex j

Use the token [MOTIF.NOTIFICATION_DETAILS] to include an HTWL table of linked tokens for associated
FPackage lines.

Available Tokens Linked Tokens
Token MName Col# Token Mame T
Execution Batch 1D DNST.E)(ECS 1 PRGL Seq [FKGL.SEG]
Hidden Status [WST.HIDD 4=|=|]2 PKGL Object Mame |[PKGL.OBJECT,
Last Updated By [W3T.LAST 3 PKGL Ohject Type | PRGL.OBJECT
Ohject Revision [PKGL.OBJE 4 Last Updated By |WST.LAST_UP
e e q | ﬂ
+|¥
| Used By | Ownership ‘ Ok | | Cancel |

Ready (Read-0nly, Seed Data)
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3. At the bottom of the Notification Template window, click Ownership.
The Ownership window opens.
4. In the Ownership window, select the ownership option.

e Alluser with the Edit Notification Template access grant gives all userswith
the Edit Notification Template access grant can have ownership of the
notification template.

® Only groups listed below that have the Edit Notification Template access
grant requires selected groups to be added to the ownership of the
notification template.

To select ownerships:

a. In the Ownership window, deselect Only groups listed below that have the
Edit Notification Template.

b. In the Ownership window, click Add.
The Add Security Groups window opens.

c. Inthe Add Security Groups window, in the Security Groups field, select
the security groups.

The Validate window opens.

d. In the validate window, select one or more security groups and click
OK.

The Validate window closes. The Add Security Groups window lists the
selected security groups.

e. In the Add Security Groups window, click OK.

f. The Add Security Groups window closes. The selected security groups
are display in the Ownership tab under the Security Group column.

5. In the Ownership window, click OK.

The changes to the notification template are saved.
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Deleting Ownerships from Notification Templates

To delete an ownership:

.1

. Open the Notification Template Workbench.

To open the Notification Template Workbench, see Opening the Notification
Templates Workbench on page 255. The Notification Template Workbench
window opens.

. Open anoatification template.

A Notification Template window opens.

. At the bottom of the Notification Template window, click Ownership.

The Ownership window opens.

. In the Ownership window, select an ownership.

The All user with the Edit Notification Template access grant option give all
users with the Edit Notification Template access grant ownership of the
notification template. The Only groups listed below that have the Edit
Notification Template access grant option requires selected groups to be
added to the ownership of the notification template.

. In the Ownership window, click Remove.

The ownership is deleted.

. In the Ownership window, click OK.

The changes to the notification template are saved.

Creating Notification Templates 263



Chapter 7: Configuring Notification Templates

Configuring Notification Intervals

To create anew notification template:
1. Open the Notification Template Workbench.

To open the Notification Template Workbench, See Opening the Notification
Templates Workbench on page 255. The Notification Template Workbench
window opens.

2. From the menu, select Notification Templates > Intervals.

The Notification Intervals window opens.

File Edit Tools Mavigate Windg ates  Product Infarmation

Dermand Marnt
Praject Mgmt
Change Mgrnt
Tirne Mgrmt £ Notification Intervals

Configuration Interval Mame Interval Description Enabled |
Dashhboard 8:00 AM Daily M-F Send email messages once daily at 8:00 AM.)Y
N Hourly W-F Send email messages every hour, Monday - .Y
Environments
Immediate Send notification immediately upon event id
Sys Admin
Mewr | | Refresh Cloge
3 Notification Interval Records Loaded

3. In the Notification Intervals window, click New.
The the Notification Intervals window opens.

4. Complete thefields in the Interval tab as specified in the following table:
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£ Notification Interval : New

Interval | Used By

Interval Mame: |

Description: |
Interval Type: | J
Start Time: |
End Time: |

Time Interval (Hours): |
Days: [ Sun ¥ Mon ¥ Tue v Wied ¥ Thu ¥ Fri [~ Sat

Enahled: * Yes " Mo

Ok Save | Cancel

Ready

Field Name Description

Interval Name | This is the name assigned to the interval.

Description Free form description of this interval.

For internal use. This is always set to Periodic, unless Inmediate

Interval Type Interval is used.

Time to start sending out notifications and to start counting down

Start Time the time interval until the next batch.
End Time Time to stop sending out notifications.
. Number of hours to wait after the Start Time or the last batch sent,
Time Interval . -
before sending out the next batch of notifications.
Days Used to select which days this interval should execute on.
If Yes is set, this interval is selectable. If No is set, this interval is
Enabled

unavailable.

5. In the Interval tab, click OK.

The Notification Interval window closes. The new interval is added to the
system.
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6. In the Notification Intervals window, click Close.

The Notification Intervals window closes. The new notification interval can
now be used in any workflow step notification.

When notifications are sent with an hourly or daily interval, there are
sometimes several notifications pending for a particular user. In this case, all
notifications are grouped together in one email message. The subject of each

individual notification appears at the top of the email message in a Summary
section.
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Checking the Usage of Notification Templates

To check the usage of a notification template:
1. Open the Notification Template Workbench.

To open the Notification Template Workbench, see Opening the Notification
Templates Workbench on page 255. The Notification Template Workbench
window opens.

2. Open notification templ ate.

A Notification Template window opens.

Motification Template : Standard HTML Message M [=] E3
Template Marne: |EElsEsEe I
motification Seope: | =l
Motification Format: | J
Enabled: & o Default: & iy
Fram: | |
Reply To:| |
Suhject |IT Governance - Change Management Alert
Bodhy:
LI ﬂ
<td colspan="2a">[NOTIF.NOTIFICATION DETATILS]</td-
</t o
</table> j

Uze the token [MOTIF.MNOTIFICATIORN_DETAILS] to include an HTML table of linked tokens for associated
Fackage lines

Available Tokens Linked Tokens
Taoken Narme Col# Token Mame T
Execution Batch [D [WIT.EXEC = 1 PKGL Seq [PKGLSER]
Hidden Status [WST.HIDD 4-|-}\ 2 PKGL Dbject Name |[PKGLOBJECT,
Last Updated By [WST.LAST. 3 PKGL Ohject Type  |[PKGL.OBJECT
Chbject Revision [PHGL.OBJE - 4 Last Updated By MWST.LAST_UP
— T q | ﬂ
+| ¥
| Used By | Ownership ‘ Ok | | Cancel |

Ready (Read-0nly, Seed Data)

3. At the bottom of the Notification Template window, click Used By.

The Used By window opens. All references to the notification template are
listed.

4. In the Used By window, click OK.
The Used By window closes.
5. In the Notification Template window, click OK.

The Notification Template window closes.
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Overview of User Data

Product entities such as packages, workflows, requests and projectsinclude a
set of standard fields that provide information about those entities. While these
fieldsare normally sufficient for day to day processing, user datafields provide
the ability to capture additional information specific to each organization. For
example, you might want to include an additional field on every package. To
accomplish this, you would open Validation Value User Data and define the
extrafield. Once defined, the field would appear on avalidation’ s User Data
tab.

User data types are configured in the User Data Workbench in the User Data
Context window. Figure 8-1 illustrates a partial list of the available user data

types.
User Data Workbench 1 []
= User Data Type Scope Context Field Cortest Value Enakbled
:=':; Resource Pool User Data Global v = |
®» Security Group User Data Global i
S |Skill User Data Glohal i
3 Staff ProfLine User Data Global v
& Staffing Profile User Data Global id
Task User Data Global i
Uger User Data Global u
Walidation Value User Data i
validation Value User Data ation Marme CONNECTION_PR.. Y
Walidation Value User Data ante alidation Name DATA_MASK i
Validation Value User Data Context [Validation Mame TRAMNSFER_PROT... |V
Wiorkflow Step User Data Global v
Workflow User Data Global v =z
4 [ 2]
My | Open | Copy | Delete | Refresh

b2 User Data Context Records are loaded

Figure 8-1. User data types

Each user data type consists of four components. All four of these components
arerequired to fully identify a user data type. The following lists these
components:

e User Data Type. The User Data Type fidld liststhe name of the user data
type. All available user data types are created by Mercury IT Governance
Center. You can only define fields for a user datatype. Y ou cannot create a
new user data type.
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e Scope. The scope refersto the category of the user data type. There are two
available scopes for user data types:

= Global. The standard user data type scope. When Scope is defined as
Global, every designated entity has the defined field added to the User
Data tab.

= Context. A context sensitive user datatype. When Scope is defined as
Context, only those entities with the correct Context Field definition and
Context Value definition receive the defined user data field.

e Context Field. The Context Field iSthe name of the context sensitive field.
The Context Field is only applicable to user data types with a scope of
Context. There is only one Context Field value available for each user data
type. Asaresult, Context Fields are filled in automatically.

e Context Value. The Context Value is the value (context) of the context
sensitive field. The Context Value is only applicable to user data typeswith
ascope of Context. There are multiple, pre-defined values for Context
Value. Y OU cannot create a new Context Value, you can only assign an
available Context Value.

Mercury IT Governance Center can contain up to twenty user data fields that
can be defined. These fields are displayed in the User Data tab of the defined
entity. The major attributes of each of these fields, such as their graphical
presentation, the validation method, and whether or not they are required can
be configured.

Referring to User Data

Once auser data field has been created, it is possible to refer to it from other
parts of the product by its token name, proceeded by the entity abbreviation
and the UD qualifier.
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Migrating User Data

For any configuration entity with user data fields the datain the user datafields
ismigrated along with the entity.

If two instances have identical user data configurations, then the user data
will be migrated correctly.

If two instances do not have identical user data configurations, then the
user datawill be mapped into the data model according to the storage
configuration in the source instance. For this reason, the two instances
should be configured with the same user datafields, or the user data should
be corrected after migration.

If the user datais context sensitive, then a corresponding context sensitive
configuration must exist in the destination instance, or the migration will
fail.

User datafields that have different hidden and visible values may be
problematic. When the hidden value of a user datafield refersto a primary
key such as, Security Group ID, that can be different in the source and
destination instances, then the migrator does not correct the hidden value.
The user data should be corrected manually after migration.

Overview of Configuring User Data

The following isalist of the main components of User Data Context window:

General information. Genera information includes basic information
concerning the user data, such as the user data type and the user data
context value. See Configuring General Information for User Data Types
on page 274.

Fields. TheFields tab is used to create additional fieldsfor auser datatype.
See Creating User Data Fields on page 277.

Layout. Once all of the fields are created for a user data type, the layout of
those fields can be configured using the Layout tab. See Configuring User
Data Layouts on page 288.
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Opening the User Data Workbench
To open the User Data Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.

5. From the shortcut bar, select Configuration > User Data.
The User Data Workbench window opens.

User Data Workbench 1A =]

Cuery: INone LI
| Erabiect [

Query

User Data Type: IALL

Meswe User Data Context Save ety | Clear | List I

Reacy

For More Information

For information on how to search and select an existing user data, copy user
data, and delete user data, see Getting Sarted.
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Configuring General Information for User Data Types

To configure the general information for a user data type:

1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. Select an existing user datatype or create a new user data type.

When configuring a global user data type, you must open an existing user
data type. For example, Skill User Data is already created by Mercury IT
Governance Center.

When configuring a context sensitive user data type, you can select an
existing context sensitive user data type or click New to create a context
sensitive user data type.

The User Data Context window opens.

User Data Context : Yalidation Value User Data 1= =13

(A EREER o lidation Walue User Data

Cortext Fielet [Walidation Name Cortest Value: [CONNECTION_PROTOCOL
Enabled: o Scope: | Gontext

Meta Layer Wisw: | |

Fields ] Laynm]
Prarmpt | Token | User Data Col | Dizplayed | Cotnponent Type | Walidation | Hequ\red| Dizplay Only |
Class Name:|CLASS_N... [USER_DATAL |y [Text Area [Textarea [N M |

Ok | | Cancel |

Feadly (Read-Only, Seed Dat)
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3. In the User Data Context window, complete the fields in the User Data
Context window as specified in the following table:

Field Description
Selects the name of the user data type.
For global user data types, this field is automatically
populated.
For context sensitive user data types, select the context
User Data Type sensitive user data type from the drop-down list. You can

choose one of the following context sensitive user data
types:

e Package User Data

e Validation Value User Data

Context Field

The name of the context sensitive field. This field is disabled
for user data types where Scope = Global. This field is
automatically filled in for context sensitive user data. The
following lists the User Data Types and the Context Field:

e Package User Data - Priority
e Validation Value User Data - Validation Name

Context Value

Selects the value for the Context Field. This field is disabled
for user data types where Scope = Global. For context
sensitive user data types, select the context value from the
drop-down list. Only one Context Value can be defined at a
time. For example, you cannot have two context sensitive
user data types with the same Context Field and Context
Value (such as Priority = Critical).

Enable

Indicates whether or not the user data type is available to
Mercury IT Governance Center.
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Field

Description

Scope

The category of user data type. This field is automatically
filled in based on the user data type. The possible scopes for
a user data type are:

e Global. The standard user data type scope. When Scope
is defined as Global, every designated entity has the
defined field added to the User Data tab.

e Context. A context sensitive user data type. When Scope
is defined as Context, only those entities with the correct
Context Field definition and Context Value definition
receive the defined user data field.

Meta Layer View

Meta layer views relate information specific Mercury IT
Governance Center. For example, the reporting meta layer
view MREQ_OPENED_CLOSED_BY_TYPE_D provides
summary information for request submission and completion
activity, broken down by request type and by calendar day.

4. Save the changes to the user data type.

Click OK to save the changes and close the User Data Context window.
Click save to save the changes and leave the User Data Context window
open. Click cancel to lose the changes and close the User Data Context
window.
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Creating User Data Fields

To create anew user datafield:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. Select an existing user datatype or create anew user data type.
The User Data Context window opens. The Fields tab is displayed.
3. In the Fields tab, click New.

The Field window opens.

i
& x|
I Field Prompt: | Token:
Descriptior: |
Enabled: * Yes " Mo
Component Type:
Walidation E -
Mewy
Muttiselect: o
Adtributes ] Default 1 Dapendencies]
U=zer Data Col: |USER’_DATA1 j Display Only: |Never j
Display: = Yes " Mo Required: |Never j
Copy From... Ok | Cancel
Ready

4. Complete thefieldsin the Field window as specified in the following table:

Field Description

Field Prompt The prompt visible for the user data field in the request.

An uppercase text string used to identify this field. The token
Token name must be unique for the specific user data. An example of
a token name is ASSIGNED_TO_USER_ID.

Description A description of the user data field.

Enabled Indicates whether or not the field is turned on for this user data.
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Field

Description

Validation

Indicates the validation logic to determine the valid values for
this field. This could be a list of user-defined values, a rule that
the result has to be a number, and so on.

Defines the visual characteristics of the field (drop-down list,

Component Type | free form text field, and so on.). This is derived from the

validation chosen. This field cannot be edited.

Multiselect

Indicates whether or not the field allows users to select more
than one entry. Only valid for fields with an autocomplete
component for the validation.

5. In the Field window, click the Attributes tab.

6. Complete the fields in the Attributes tab as specified in the following table:

Field

Description

User Data Col

Indicates the internal column that the field value will be stored in.
These values will then be stored in the corresponding column in
the table for the given entity (such as KNTA_USERS for the users
entity).

User data provides the ability to store information in up to 20
columns, therefore allowing up to 20 fields. No two fields in user
data can use the same column.

Display Only

Indicates whether the field is only displayed and cannot be
updated. Select Use Dependency Rules to use the logic defined
in the Dependencies tab.

Display

Indicates if the user sees this field in the User Data tab.

Required

Indicates if the user is required to specify a value for this field.
Select Use Dependency Rules to use the logic defined in the
Dependencies tab.

7. In the Field window, click the Defaults tab.
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8. Complete the fields in the Defaults tab as specified in the following table:

Field Description
Defines if the field will have a default value. Either default the field
Default Type | with a constant value or default it from the value in another user
data field.
- If a default type of Constant is selected, the constant value can be
Visible Value
entered here.
To default from another field, choose the token name of that field.
When using this user data, every time a value is entered or
Depends On

updated in the source field, it will automatically be entered or
updated in this destination field.

9. In the Field window, click the Dependencies tab.

10. Complete the fields in the Dependencies tab as specified in the following

table:
Field Description
Clear When _ | Indicates that the current field should be cleared when the
__Changes specified field changes.
Indicates that the current field should only be editable when certain
. logical criteria are satisfied. The field functions with two adjacent
Display Only . i . - . e ,
When fields, a drop-down list containing logical qualifiers, and a text field.
To use this functionality, select Use Dependency Rules in the
Attributes tab.
Indicates that the current field should be required when certain
Required logical criteria are satisfied. The field functions with two adjacent
then fields, a drop-down list containing logical qualifiers, and a text field.

To use this functionality, select Use Dependency Rules in the
Attributes tab.

11. In the Field window, click the Security tab to define which users can view
or update thisfield.

Enter the information as follows:

a. In the Security tab, click Edit.

b. Complete the fields in the Edit Field Security window as specified in the
following table:
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Field / Button

Description

Visible to all users

Checking this checkbox allows all users to see the field. If
this checkbox is not checked, you can set who can see the
field. The default is for all users to be able to see a field. If
this checkbox is not checked, the Select User/ Security
Group that can view this field area is activated.

Deselecting the Visible to all users or Editable by all users
checkboxes enables the Select Users/Security Groups that
can view this field area of the Edit Field Security window.

Editable by all users

Checking this checkbox allows all users to edit the field. If
this checkbox is not checked, you can set who can edit the
field. The default is for all user to be able to edit a field.

De-selecting the Visible to all users or Editable by all
users checkboxes enables the Select Users/Security
Groups that can view this field area of the Edit Field Security
window.

Enter a Security
Group

(drop-down list)

To select the format for specifying users to grant visibility and
edit permission, use the Enter a Security Group drop-down
list. The drop-down lists the formats to choose users. The
drop-down list dynamically updates the Security Group
Validate autocomplete window list.

The choices are:

¢ Enter a Username. Select a specific user a to see and/or
edit the field. The user must have an email address.

e Enter a Security Group. Select a specific security group
to see and/or edit the field.

¢ Enter a Standard Token. Select a standard token to see
and/or edit the field.

o Enter a User Defined Token. Select a user defined token
to see and/or edit the field. Selecting the Enter a User
Defined Token format enables the Tokens button.

Selecting an item from the Enter a Security Group drop-down
list dynamically updates the Security Group field.

Security Group

Provides a field for specifying the recipient. If the Enter a
Security Group drop-down list is:

¢ Enter a Username, then the Validate: Username window
is returned.

e Enter a Security Group, then the Validate: Security
Group window is returned.

o Enter a Standard Token, then the Validate: Standard
Token window is returned.

¢ Enter a User Defined Token, then the Validate: User
Defined Token window is returned.
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12. In the Edit Field Security window, click OK.

The Edit Field Security window closes. The new field appears in the Field
window.

13. In the Field window, click OK.

The changes to the User Data Context field are saved.

Copying a Field’s Definition

The Copy From functionality can also be utilized to streamline the process of
adding fields by copying the definition of existing fields.

To copy afield’ s definition:

.1

. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

. Select an existing user datatype or create anew user data type.

The User Data Context window opens. The Fields tab is displayed.

. In the Fields tab, click New.

The Field window opens.

. In the Fields tab, click New.

The Field window opens.

. Click Copy From.

The Field Selection window opens.

. In the Field Selection window, complete the fields and click Copy From.

The Field Selection window refreshes with fields matching the search
criteria.
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ke x]
Frompt: Product: |ALL j
Token: Companent Type: AL = | wvalidation: E
Used By Entity.

Query Results

Promt Takeh Procuct Walidztion
Last Mame Fror: F_FROM_LAST_NA.|Change Managern.. [Text Field - 200 ﬂ
Last Mame To Change Managem... [TextField - 200

User: P_USER_ID Change Managem... |[KNTA- User [d - All

Security Group: P_SG_ID Charge Managem... [KNTA- Security Group Id - Enabled
Organization Unit: P_ORG_UNIT_ID Change Managem... [KMTA- Organization Unit Names - Enabled
Emvironment Mame 1: P_ERV_1 Change Managem... |EMNY - Environment Mame - All

Ohject Type: F_OBJ_TYPE Change Managem... [DLY - Ohject Type - All

File Extension: P_FILE_EXTEMNSION |Change Managem... [TextField - 40

Spetific Object F_OBJ_MNAME Change Managerm.. |DLY - Object Mame - Al

Include Matches

P_INCL_ALL FLAG

Change Managem..

Radio Buttons (YiN)

Emvironment Mame 2:

Change Managem..

ENY - Enviranment Marme - All

L .H
Cancel | Clear | List |

200 Parameter Set Field Records are loaded. Query results limited by max rows parameter

Max Rows | 200

7. In the Field Selection window, select afield to copy.

Query fields by a number of criteria, such as the token name or field
prompt. It isaso possible to perform more complex queries such as listing
all fields that reference a certain validation or are used by a certain entity.

8. In the Field Selection window, select the desired field and click Copy.

This closes the window and copies the definition of the selected field into
the Field window.

9. In the Field window, make any necessary modifications and click OK.

The changes to the user data type are saved.

Editing User Data Fields
To edit an existing field:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. Select an existing user datatype or create a new user data type.

The User Data Context window opens. The Fields tab is displayed.
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3. In the User Data Context window, select the field and click Edit.

The Field window opens.

WFicis prompt [

Token: |

Descriptior: |

Enabled: * Yes " Mo

“alicktion

Adtributes ] Default 1 Dapendencies]

Component Type:

Muttiselect:

Liser Data Col: [USER_DATAT

Display: = Yes

j Display Only: |Never

Required: |Never

Led Lo

Copy From...

| Cancel

o« |

Ready

4. In the Field window, make the desired changes in the header region,
Attributes tab, Default tab, and Dependencies tab.

For information concerning the Attributes tab, Default tab, and
Dependencies tab, see Creating User Data Fields on page 277.

5. In the Field window, click OK.

The Field window closes. The User Data Context field opens.

6. In the User Data Context window, click OK.

The changesto the user data type are saved.
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Configuring User Data Field Dependencies

Field behavior and properties can be linked to the value of other fields defined
for that entity. A Report Type field can become required when the value in
another field in that report type is Critical.

A field can be configured to:

e Clear when another field changes.

e Become read only when another field meetsalogical condition, defined in

Table 8-1.

e Become required when another field meets alogical condition, defined in

Table 8-1.

Table 8-1. Field dependencies

Logical qualifier

Description

A like condition looks for close matches of the value to

like the contents of the field chosen.

not like A not like condition looks for contents in the selected field
that are not close matches to the Value field.

. An is equal to condition looks for an exact match of the

is equal to

Value to the contents of the Field chosen.

is not equal to

An is not equal to condition is true when there are no
results exactly matching the value of the field contents.

is null

An Is null condition is true when the field selected is
blank.

is not null

An Is not null condition is true when the field selected is
not blank.

is greater than

An Is greater than condition looks for a numerical value
larger than the value entered in the Value field.

is less than

An Is less than condition looks for a numerical value
below the value entered in the Value field.

is less than equal to

An Is less than equal to condition looks for a numerical
value below or the same as the value entered in the Value
field.

is greater than equal to

An Is greater than equal to condition looks for a
numerical value larger than or the same as the value
entered in the Value field.
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To configure auser data field dependency:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. Select an existing user datatype or create anew user data type.
The User Data Context window opens. The Fields tab is displayed.

3. In the User Data Context window, select the field and click Edit.
The Field window opens.

4. In the Field window, click the Dependencies tab.

The Dependencies tab opens.

IFiBId Prompt: | Token |

Description: |

Enabled: * Yes " No

Component Type:
Validation | -
Mew
Muttiselect: )
Atrioutes | Defaut  Dependencies |
Clear Wheh: |Nnne ﬂ Changes

Displary Oy When: |NUr|E j ‘ J ‘

Reguired VWhen: |N0ne j ‘ J ‘

Copy Fram.. [6]7¢ | | Cancel

I|Ready

Creating User Data Fields 285



Chapter 8: Configuring User Data

5. In the Dependencies tab, set the field dependencies. It is possible to:

e Select afield name from the Clear When drop-down list to indicate that
the current field should be cleared when the selected field changes.

e Select afield name from the Display Only When drop-down list to
indicate that the current field should for display only (for example, not
editable) when certain logical criteriaare satisfied. Thisfield functions
with two adjacent fields. These are a drop-down list containing logical
qualifier and another field which dynamically changes to adate field,
drop-down list, or text field, depending on the selected field's
validation.

e Select afield name from the Required When drop-down list to indicate
that the current field should be required when certain logical criteriaare
satisfied. Thisfield functions with two adjacent fields. These area
drop-down list containing logical qualifier and another field which
dynamically changesto a date field, drop-down lit, or text field,
depending on the selected field’s validation.

6. In the Dependencies tab, click OK.

The Dependencies tab closes. The Field window opens.
7. In the Field window, click OK.

The Field window closes. The User Data Context window opens.
8. In the User Data Context window, click OK.

The changes to the user data type are saved.
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Removing Fields
To remove afield permanently from a user data type:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. Select an existing user datatype or create anew user data type.
The User Data Context window opens. The Fields tab is displayed.

3. In the User Data Context window, select the field and click Remove.
The row isremoved.

4. In the User Data Context window, click OK.

The changesto the user data type are saved.
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Configuring User Data Layouts

The layout of user data fields can be changed in the Layout tab of the User Data
Context window.

User Data Context : Validation Value User Data 1= =] E3
(NEC AV EREER [ lidation Value User Data
Cortext Fielet [Validation Narme Cortext Value: |[TRANSFER_PROTOCOL
Enabled: o Scope: |Context

Meta Layer Wisw: |

Fields Layout ]

LI Class Name:
LI Transfer Type:

Field Width Componert Lines Move Field 4 |4 | 4= |[=p r
Preview
(o4 | | Cancel |

Feadly (Read-Only, Seed Data)

Figure 8-2. User Data window Layout tab

Changing Column Widths
To change the column width of afield:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. Select an existing user datatype or create a new user data type.
The User Data Context window opens. The Fields tab is displayed.
3. In the User Data Context window, click the Layout tab.
The Layout tab opens.

4. In the Layout tab, select the field.
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Moving Fields

5. In the Layout tab, in Field Width, select either 1 or 2 inches.

The Layout editor will not allow changes to be made if it conflicts with
another field in the layout (for example, afield’s width cannot be changed
from oneto two if another field exists in column two on the same row).

Additionally, for fields of component type Text Area, it is possible to
determine the number of lines the text areawill display. Select the Text
Area typefield and change the value in the Component Lines attribute. If the
selected field is not of type Text Area, this attribute will be blank and
non-updateable.

. In the Layout tab, click OK.

The changesto the user data type are saved.

To move afield or a set of fields:

1.

Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

. Select an existing user datatype or create anew user data type.

The User Data Context window opens. The Fields tab is displayed.

. In the User Data Context window, click the Layout tab.

The Layout tab opens.

. In the Layout tab, sdlect the field.

To select more than onefield, press the Shift key while selecting the last
fieldin aset. Itisonly possible to select a continuous set of fields.

A field, or aset of fields, cannot be moved to an area where other fields
already exist. Those other fields must be moved out of the way first.

. At the bottom of the Layout tab, use the Arrow icons to move the fields to

the desired location in the layout builder.

. In the Layout tab, click OK.

The changesto the user data type are saved.

Configuring User Data Layouts 289



Chapter 8: Configuring User Data

Swapping Positions of Two Fields

To swap the positions of two fields:

.1

. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

. Select an existing user datatype or create a new user data type.

The User Data Context window opens. The Fields tab is displayed.

. In the User Data Context window, click the Layout tab.

The Layout tab opens.

. In the Layout tab, sdlect the field.

. In the Layout tab, select the Swap Mode check box.

This causes an S to appear in the check box area of the selected field.

. Once the s appears, double-click on the field to be swapped with.

This causes the two fields to change positions. Following the swap, the
swap mode is turned off.

. In the Layout tab, click OK.

The changes to the user data type are saved.
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Previewing the Layout

Y ou can check to see what the layout will look like in actual use. In the User
Data Content window, in the Layout tab click Preview. This opens a small
window that shows the fields as they will appear in the window, shown in
Figure 8-3.

£ Field Layout Preview

Class Mame:

Transfer Type: | eI

Reay

Figure 8-3. Preview mode

If all fields have awidth of one column, al displayed columnswill
automatically span the entire available area when an entity of the given user
datais being viewed or generated.

Non-displayed fields do not affect the layout. The layout engine considers
them the same as a blank field.
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Configuring Project and Task User Data Roll-Ups

@: The scope of this section is limited to Project Management.

Values from Task User Data fields can be configured to roll-up (combine and
process values in ameaningful way) into parent Project User Datafields. The
following types of task user data can roll up into project user data:

Numeric fields (Text field component type with numeric data mask)
Date fields

For each project, a Project User Data field can show aroll-up of Task User Data
values using one of the following methods:

Average. Showsthe average of all values of a specified Task User Data field
for every task under the project (numeric fields).

Maximum. Showsthe largest of all values of aspecified Task User Data field
for every task under the project (numeric and date fields).

Minimum. Shows the smallest of all values of a specified Task User Data
field for every task under the project (numeric and date fields).

Sum. Shows the summation of all values of a specified Task User Data field
for every task under the project (numeric fields).

Project and task user data roll-up can be used to capture various important
aspects of a project. For example:

Using the Average roll-up method, the average cost of all aproject’s tasks
can be easily determined and automatically recalculated eachtime atask is
updated.

Using the Maximum roll-up method, the latest date out of a project’ s tasks
can be captured.

Using the Minimum roll-up method, the earliest date out of aproject’ stasks
can be captured.

Using the Sum roll-up method, the total cost of a project’ stasks can be
easily determined and automatically recalculated each timeaTask is
updated.
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Example Using Project and Task User Data Roll-Up

A company needs to capture the total cost for atesting project. Total project
cost in this case isto be calculated by adding the costs of individual tasks. User
datafieldsfor task cost and project total cost are each defined. The relationship
isillustrated in Figure 8-4.

Figure 8-4. Project and task example

Each task hasits own Cost User Data field (Task Cost). The valuesfor each Task
Cost User Data field are rolled up using the Sum roll-up method into the Project
Total Cost User Data field (Total Cost). Figure 8-4 illustrates the project’ s User
Data tab and two of the project’ s task User Data tabs.

= Task Information: Phase One Testing

Task Name: | [FEEERRENEE (T

Actiity [ E} Task State: |New |

Details | Resources | Cost | Exceptions | Predecessors

——

15| Motes | 1= Motifications Bazeline =] Reference User Data

Task Cost |18

= Task Information: Phase Two Testing

Actiity [ E Task State: [New |

Details | Resources | Cost | Exceptions | Predecessars

@Nulesl 1= Motifications | Baselines | =] References User Data

_—

Fraject Manager. |.Jane Srnith 24 Project State: INeW LI

&gessors | (51 Action ems | Motes | Baselines | =) References User Data I

Total Cost |30
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Overview of Configuring User Data Roll-Ups

User Data must be configured for the project and tasks before specifying user
data roll-up methods. The following lists the main steps required to configure
user dataroll-ups:

To configure user dataroll-ups:
1. Configure the Task User Data field.
2. Configure the Project User Data field.

3. Configure the User Data Roll-Up Method.

Configuring Task User Data for User Data Roll-Ups

Only two User Datafields of the same type can be selected for user data
roll-up. For example, a Numeric text field cannot roll up into a Date field.

While aTask User Data field can have multiple user dataroll-up relationships
associated with it, a Project User Data field can have only one user dataroll-up
rel ationship defined.

To configure task user datafor user data roll-ups:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. From the User Data Workbench, open Task User Data.
The User Data Context window opens. The Fields tab is displayed.
3. Inthe Fields tab, select New.

The Fields window opens.
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User Data Context : Yalidation Value User Data 19 [=] F3
(NEE A EREER o lidation Value User Data !
Cartest Field: [Validation Name Cortest Value: [CONMECTION_PROTOCOL EE
Enabled; O Scope: |Context
Meta Layer Wiesee: | |
Fields l Laynut]
Pronpt | Tokeh | User Data Col. | Displayed | Component Type | Y alidation | Hequ\red| Display Cnly |
Class Mame: [CLASS_N.. [USER_DATAT [ [Text area [Tetarea [N [ |
O | | Cancel |
Readly (Read-Only, Seed Data)

4. Complete thefieldsin the Field window as specified in the following table:

Field Description

The prompt visible for the user data field in the request. For

Field Prompt example: Task Cost.

An uppercase text string used to identify this field. The token
Token name must be unique for the specific user data. An example of
a token name is USER_DATA_TASK_COST.

Description A description of the user data field.

Enabled Select Yes.

Selects the validation. The validation must be the same as the
validation for the Project User Data field. The validation must be
o one of the following:

Validation e Numeric fields (Text field component type with numeric data
mask)

e Date fields

Component Type | Automatically set by the validation type.

Multiselect Automatically set by the validation type.
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5. In the Field window, select OK.

The Field window closes. The new field is added to the User Data Context
window.

6. In the User Data Context window, click OK.

The changesto the user data type are saved.

Configuring Project User Data for User Data Roll-Ups

Only two User Datafields of the same type can be selected for user data
roll-up. For example, a Numeric text field cannot roll up into a Date field.

While aTask User Data field can have multiple user dataroll-up relationships
associated with it, a Project User Data field can have only one user data roll-up
rel ationship defined.

To configure project user data for user data roll-ups:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. From the User Data Workbench, open Project User Data.
The User Data Context window opens. The Fields tab is displayed.
3. In the Fields tab, select New.

The Fields window opens.
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User Data Context : Yalidation Value User Data 19 [=] F3
(NEE A EREER o lidation Value User Data !
Cartest Field: [Validation Name Cortest Value: [CONMECTION_PROTOCOL EE
Enabled; O Scope: |Context
Meta Layer Wiesee: | |
Fields l Laynut]
Pronpt | Tokeh | User Data Col. | Displayed | Component Type | Y alidation | Hequ\red| Display Cnly |
Class Mame: [CLASS_N.. [USER_DATAT [ [Text area [Tetarea [N [ |
O | | Cancel |
Readly (Read-Only, Seed Data)

4. Complete thefieldsin the Field window as specified in the following table:

Field Description

The prompt visible for the user data field in the request. For

Field Prompt example: Total Cost.

An uppercase text string used to identify this field. The token
Token name must be unique for the specific user data. An example of
a token name is USER_DATA_PROJECT_TOTAL_COST.

Description A description of the user data field.

Enabled Select Yes.

Selects the validation. The validation must be the same as the
validation for the Task User Data field. The validation must be

o one of the following:
Validation e Numeric fields (Text field component type with numeric data
mask)

e Date fields

Component Type | Automatically set by the validation type.

Multiselect Automatically set by the validation type.
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5. In the Field window, select OK.

The Field window closes. The new field is added to the User Data Context
window.

6. In the User Data Context window, click OK.

The changesto the user data type are saved.

Configuring User Data Roll-Ups

Only two User Datafields of the same type can be selected for user data
roll-up. For example, a Numeric text field cannot roll up into a Date field.

While aTask User Data field can have multiple user dataroll-up relationships
associated with it, a Project User Data field can have only one user data roll-up
rel ationship defined.

To configure user dataroll-ups:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. From the User Data Workbench, open Project User Data.
3. In the Project User Data window, select the Roll-Up tab.

The Roll-Up tab opens.

298 Mercury Demand Management™: Configuring a Request Resolution System



Chapter 8: Configuring User Data

User Data Context : Project User Data 1 [=] F3
J: ata E

User Data Type: | (]
Contesxt Value: I ER

Cantest Field: [
Scope: |Glabal

Enabled: * Yes { Mo

Meta Layer Vieswr: |

Figlds | Layout Roll-Up l
Atoll-up defines a computation on a task user data field for all tasks under a project and displays the resultin a
project user data field. For example, a project can have a Total Cost field that displays the summation of a Cost

Enahled

field for all tagks under that project.
Task User Data Fisld Rol-Up Method

Project User Data Field

Mewy | ‘

OK|

| Cancel |

Feady

4. In the Roll-Up tab, click New.

The Add New Roll-Up window opens.

£ Add New Roll-Up X

Enabled: ' Yes " No

Froject User Data Fisld: [Total Cost =l
Task User Data Field: [Task Gost El
[=]

Roll-Up Method: |

Cancel

Ready

5. Complete the fieldsin the Add New Roll-Up window as specified in the

following table:
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Field

Description

Enabled

Makes the user data roll-up method available to the
system. Yes makes the user data roll-up method
available to the system.

Project User Data Field

Selects from the available Project User Data fields. The
Project User Data field must already exist. The Project
User Data field validation type must be the same as the
Task User Data field validation type. For example,

¢ Numeric Task User Data fields cannot roll-up to a
date Project User Data field.

e Date Task User Data fields cannot roll-up to a
numeric Project User Data field.

Task User Data Field

Selects from the available Task User Data fields. The
Task User Data field must already exist. The Task User
Data field validation type must be the same as the
Project User Data field validation type. For example,

¢ Numeric Task User Data fields cannot roll-up to a
date Project User Data field.

e Date Task User Data fields cannot roll-up to a
numeric Project User Data field.

Roll-Up Method

Selects the method of the user data roll-up. The
following lists the types of user data roll-up:

e Average. Shows the average of all values of a
specified Task User Data field for every task under
the project (numeric fields). The output is displayed
in the specified Project User Data field.

¢ Maximum. Shows the largest of all values of a
specified Task User Data field for every task under
the project (numeric and date fields). The output is
displayed in the specified Project User Data field.

e Minimum. Shows the smallest of all values of a
specified Task User Data field for every task under
the project (numeric and date fields). The output is
displayed in the specified Project User Data field.

e Sum. Shows the summation of all values of a
specified Task User Data field for every task under
the project (numeric fields). The output is displayed
in the specified Project User Data field.
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6. In the Add New Roll-Up window, click OK.

The Add New Roll-Up window closes. The user data roll-up relationship is
added to the Roll-Up tab.

7. In the Roll-Up tab, click Save.

The changesto the user data type are saved.

Editing User Data Roll-Ups

To edit an existing user data roll-up:

.1

. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

. From the User Data Workbench, open Project User Data.

. In the Project User Data window, select the Roll-Up tab.

The Roll-Up tab opens.

. In the Roll-Up tab, select the user dataroll-up and click Edit.

The Edit New Roll-Up window opens.

. In the Edit New Roll-Up window, edit the user dataroll-up.

For details on the fields of the Edit New Roll-up window, see Configuring
User Data Roll-Ups on page 298.

. In the Add New Roll-Up window, click OK.

The Add New Roll-Up window closes.

. In the Roll-Up tab, click Save.

The changesto the user data type are saved.
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Deleting User Data Roll-Ups
To delete an existing user data roll-up:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 273. The User Data Workbench window opens.

2. From the User Data Workbench, open Project User Data.

3. In the Project User Data window, select the Roll-Up tab.
The Roll-Up tab opens.

4. In the Roll-Up tab, select the user dataroll-up and click Remove.
The user data roll-up method iS removed.

5. In the Roll-Up tab, click Save.

The changesto the user data type are saved.
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Rolling Out a Request
Tracking and Resolution System

In This Chapter:

e Testing the Request Resolution System - Checklists
General Configuration Checklist

Wor kflow Checklist

Request Type Checklist

Security/User Access Checklist
Dashboard/Portlet Checklist

Cross Entity Checklist

e Enabling Entities and User Access

e Educating Your Users
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Testing the Request Resolution System - Checklists

This section provides a series of high-level checklists to help you validate the
system beforerolling it out to the users.

General Configuration Checklist

The following items have to be configured to enable your request tracking and
resolution system. See the referenced sections in the Notes column for
additional details and instructions on configuring each of the entities.

Table 9-1. General configuration checklist

Done Entity Defined? Notes

One or more workflows that will be used to process the requests
must be defined. See the following sections for details on
Workflow workflow construction:

e Configuring Workflows on page 43
e Configuring Workflow Components on page 117

A request type must be defined for each type of request to be
resolved. This includes creating fields that describe the request
and decisions and field logic required to process it during
resolution. See the following sections for details on request type
Request Types construction:

e Configuring Request Types and Request Header Types
on page 155

e Commands, Tokens, and Validations Guide and Reference

Define the security groups used to control different aspects of
the deployment process: request creation, request processing,

Security Groups/User and request resolution system configuration. See the following
Access sections for details on security group and user participant
definition:

e Security Model Guide and Reference

Decide which portlets can be added to the Dashboard. If none of
the default system portlets suit your business needs, construct

Dashboard/Portlets your own custom portlets. See the following sections for details
on portlet construction and Default Dashboard creation:

e Configuring the Standard Interface
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Table 9-1. General configuration checklist [continued]

Done Entity Defined? Notes

Define the notifications used in your process. See the following
Notifications sections for details:

e Configuring Notification Templates on page 253

Define the user data fields used in your process. See the
User Data following sections for details:

e Configuring User Data on page 269
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Workflow Checklist

Table 9-2. Workflow configuration checklist

Done

Workflow Check Item

Notes

Business process is
modeled on the Workflow

Execution, decision and condition steps have been added to the
Layout tab on the Workflow window. See the following sections
for details:

e Configuring Workflows on page 43

Decision steps set

See the following sections for details:
e Configuring Workflows on page 43
e Configuring Workflow Components on page 117

Timeouts are set

Timeout values have been placed on how long workflow steps
can remain in a single state, and timeouts have added to
command executions. This ensures that the process is not
delayed from lack of user action or complications during
executions. See the following sections for details:

e Configuring Workflows on page 43
e Configuring Workflow Components on page 117

Automatic transitions are
properly set

Ensure that the request will not become “stuck” in a step. This
can happen when the results of an execution or query yield a

result that is not linked to a transition out of the step. See the

following sections for details:

e Configuring Workflows on page 43

Manual transitions are set

Ensure that the step has a transition path for each available
decision result. See the following sections for details:

e Configuring Workflows on page 43
e Configuring Workflow Components on page 117

Notifications are set on
appropriate Workflow steps

Configure notifications to be sent at specific points in the
process. See the following sections for details:

e Configuring Workflows on page 43
e Configuring Workflow Components on page 117

Includes a Close step.

The process should conclude with a “Closed” request. See the
following for details:

e Configuring Workflows on page 43

Verify the Workflow

Use the workflow’s Verify tool to ensure that serious
configuration errors were not made. The workflow verification
tool checks for the possible configuration errors described in
Table 9-3 on page 307. See the following for details:

e Configuring Workflows on page 43
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Table 9-3. Workflow logical guidelines

Guideline Returns Reason
Workflow should have at least one step. Error No processing can be done if the workflow has
no steps.
Workflow should have at least one Close Error The request cannot be closed without a Close
step. step in the workflow.
Each enabled workflow step should have Error It is not possible to flow to a workflow step
at least one incoming transition without an incoming transition.
Each deC|§|on step should have at Iegst No one is authorized to act on the step without
one security group, user or token defined | Error a securitv arou
in the Security tab. y group.
Each manual exegutlon step should have No one is authorized to act on the step without
at least one security group, user or token Error a securitv arou
defined in the Security tab. y group.
First workflow step should not be a Error Workflow processing may not be correct if the
condition. first step is a condition.
A condition step should not have a A condition with a transition to itself could cause
o . Error : -
transition to itself. the workflow to run indefinitely.
Transition value is not a valid validation Error The validation value has changed since the
value (error). transition has been made.
Close steps should not have a transition : . . .
. The request will not close if a transition exists
on Success or Failure. Return steps Error
. " on Success.
should have no outgoing transitions.
An immediate execution step should not
have a transition to itself on Success or Error The workflow could loop indefinitely.
Failure.
Other Values and All Values transitions . Other Values transition is always ignored if an
. Warning - .
should not exist at the same step. All Values transition exists.
Each workflow step should have at least . The branch of the workflow stops indefinitely
L Warning . .
one outbound transition. without closing the request.
Each value from a list-validated validation . There are validation values that do not have
" Warning - .
should have an outbound transition. transitions defined.
Step with text or numeric validation should Since text and numeric validations are not
have an Other Values or All Values Warning | limited, an Other Values or All Values
transition. transition should be defined.
All steps should be enabled. Warning | Disabled steps cannot be used by a request.
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Table 9-3. Workflow logical guidelines [continued]

Guideline

Returns

Reason

AND or OR condition step should have at

An AND or OR condition with only one incoming

request type that uses this workflow.

: . o Warning | transition will always immediately be true and
least two incoming transitions.
have no effect.
Subworkflow should have at least one Error Should include a Return step.
Return step.
Notifications with reminders should not be Transition into the Return step does not match
o Error o
set on results that have transitions. the validation.
Close step in subworkflow will close entire Warning | Has a Close step.
request.
Top level workflow should not have a Error Only subworkflows have a Return step.
Return step.
Request status for a step not linked to a Warning | Request cannot handle status.
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Request Type Checklist

Table 9-4. Request type configuration checklist

Done | Request Type Check Item Notes

A request header type should be associated with the request
type. If no satisfactory request header type exists, a new one

Request Header Type can be created. See the following sections for details:

associated o
e Configuring Request Types and Request Header Types

on page 155

Fields are required to define the request. Ensure the correct
parameters are used to describe the request to be processed.

See the following sections for details:

Fields defined e Configuring Request Types and Request Header Types

on page 155
e Commands, Tokens, and Validations Guide and Reference

Rules can be set for the automatic population of fields in the

, request. See the following sections for details:
Request Rules defined o
e Configuring Request Types and Request Header Types

on page 155

The statuses the request can take on should be defined and
associated with the request type. New statuses can be added to
Request Statuses defined the list if necessary. See the following sections for details:

e Configuring Request Types and Request Header Types
on page 155

Request fields can be configured to be hidden, required,
read-only, cleared, or reconfirmed based on the status of the
Status Dependencies set request. See the following sections for details:

e Configuring Request Types and Request Header Types
on page 155

It is possible to exercise a great deal of control over who can
participate in your request resolution process. See the following

sections for details:

Request security set e Configuring Request Types and Request Header Types

on page 155
e Security Model Guide and Reference

Request fields can be configured to be hidden to particular users
or security groups. See the following sections for details:

Request field security set e Configuring Request Types and Request Header Types
on page 155

e Security Model Guide and Reference
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Table 9-4. Request type configuration checklist [continued]

Done | Request Type Check Item Notes

Notifications can be configured to be sent automatically at

o various points in your process. See the following sections for
Notification details:

e Configuring Notification Templates on page 253

User data fields can be used to track specific information across
User data fields a Workbench entity. See the following sections for details:

e Configuring User Data on page 269
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Security/User Access Checklist

Table 9-5. Security/User access configuration checklist

Done

Security/User Access
Check Item

Notes

Created Security Groups (for
access to screens and
functions)

Security groups have been created to grant access to certain
screens and functions. See the following sections for details:

e Security Model Guide and Reference

Created Security Groups (for
association with workflow
steps)

security groups have been created to allow users to act on a
specific workflow step. See the following sections for details:

e Security Model Guide and Reference

Set security on Request
Creation

All available options have been set for restricting who can create
and submit requests. See the following sections for details:

e Security Model Guide and Reference

e Configuring Request Types and Request Header Types
on page 155

Set security on Request
processing

All available options have been set for restricting who can
process requests. See the following sections for details:

e Security Model Guide and Reference

e Configuring Request Types and Request Header Types
on page 155

Set security on Request field
visibility

All available options have been set for restricting who can view
or edit particular request fields. See the following sections for
details:

e Configuring Request Types and Request Header Types
on page 155

e Security Model Guide and Reference

Set security on Request
resolution system
configuration

Specified who can modify the request resolution process. This
includes editing the workflow, request type, security groups, and
so on. See the following sections for details:

e Configuring Request Types and Request Header Types
on page 155

e Security Model Guide and Reference
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Dashhoard/Portlet Checklist

Table 9-6. Dashboard/Portlet configuration checklist

Done | Dashboard Check Iltem Notes
Advanced users can configure which columns are displayed in a
Configure the display request. See the following sections for details:
columns in request types Configuring Request Types and Request Header Types
on page 155
Advanced users with a knowledge of SQL programming can
Created custom portlets to create their own Dashboard. See the following sections for
display desired data details:
e Configuring the Standard Interface
Enable portlets for use on See the following sections for details:
the Dashboard e Configuring the Standard Interface
Specify which users can add | See the following sections for details:
use certain portlets e Configuring the Standard Interface
Cregte.a default Dashboard | geg the following sections for details:
or distribute a Dashboard to o
uSers. e Configuring the Standard Interface
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Cross Entity Checklist

Table 9-7. Cross entity configuration checklist

Done Entities Configuration Considerations

The following items should be coordinated between the request
Request Header Type and | header type and request type:

Request Type ¢ Decide which request header type will be used with the
request type.

The following items should be coordinated between the
workflow and request type:

e Decide which request type statuses correspond to which
workflow steps.

e Decide which workflow steps will execute the request type
commands, if any.

e workflow step source validations and request type field
validations are in agreement. This is required when
transitioning based on a field value (using token, SQL or PL/
SQL execution types)

Workflow and Request Type

e Allow the request type use for the workflow (set in the
workflow window - Request Types tab).

e Allow the workflow to be used by the request type (set in the
request type window - workflows tab).

The following items should be coordinated between the

workflow and security groups:
Workflow and Security

e Associate security groups with workflow steps. Users in the
Groups

included groups can act on the step.
e Set workflow and workflow step ownership.

Security Groups and other Set ownership groups for these entities. Members of the
entities (request types, ownership group (determined by associating security groups)
environments, and so on.) are the only users who can edit the entities.
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Enabling Entities and User Access

Each entity used in the request resolution process includes an Enabled
parameter. This parameter needsto set to Yes in order to provide general
access. Ensure that the following entities are enabled in the system:

Workflows (including subworkflows)
Request Types

Request Header Types

Security Groups

Users

Portlets

Educating Your Users

Thefinal step in rolling out the system is training the users. This includes the
educating the users on the following activities:

Basic product use. Creating, processing, and reporting on requests.

Process-specific training. Ensure that each of the users understands the
general request process. Plan aformal roll-out meeting or publish
documents on the configurations and processes at the site.

User Responsibilities. Ensure that each user understands their individual
role in the process. Also, take advantage of the product’s email notification
functionality. The notifications can be very specific, instructing individual
users with their required actions.
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Configuration Workflow Worksheets

Table A-1. Workflow skeleton

# Step Name

Description

Type*

Transition Values
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20

* Type = Workflow Step Type: Decision (D), Execution (E), Condition (C), Subworkflow (S)
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Execution Workflow Step Worksheets

Table A-2. Workflow step [execution], step humber

Value

Step Name

Goal/Result of Step

Validation*

Execution Type**

Processing Type

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):
e User Name

e Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username
Email Address

Security Group
Standard Token
e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)

Authentication Type (if Y)
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Table A-3. Workflow step [execution], step humber validation

Validation Information* Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on.)

Validation Definition (list of
values or SQL)

Table A-4. Workflow step [execution], step humber execution type

Execution Type** Value

Built-in Workflow Event:

e Execute Commands

e Close

e Jump/Receive

e Ready for Release

e Return from Subworkflow

PL/SQL Function

Token

SQL Statement

Workflow step commands
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Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number

Value

Step Name

Goal/Result of Step

Validation*
Decisions Required e One
(Vote on Step’s outcome?) e At Least One

o All

Timeout (Days)

Security (who can act on step):
e Security Group

e User Name

e Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username
Email Address

Security Group
e Standard Token
e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)

Authentication Type (if Y)
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Table A-6. Workflow step [decision], step number validation

Validation Information* Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on.)

Validation Definition (list of
values or SQL)
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Subworkflow Workflow Step Worksheets

Table A-7. Workflow step [subworkflow], step number

Value

Step Name

Goal/Result of Step

Validation*

Vote on Step’s outcome?

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):

Security Group
User Name
Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username
Email Address

Security Group
e Standard Token
e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)
Authentication Type (if Y)
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Table A-8. Workflow step [subworkflow], step number validation

Validation Information* Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on.)

Validation Definition (list of
values or SQL)
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Request Type Configuration Sheets

Table A-9. Request type information

Value

Request Type Name

Associated Request
Header Type

Description

Table A-10. Request type field information

# | Field Names Description

—

O | 0| N[O dM]jO| DN

—_
o

—
—

—_
N

—_
w

—_
N

—_
(3]
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Table A-11. Request type commands

Goal of Commands

Command Steps

Conditions
(When to execute)
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Table A-12. Request type statuses

Status Corresponds to Workflow Step
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Table A-13. Request type field information

Field Name

Validation*

Field Behavior:

Attributes (select one): Display

Editable

Display Only

Required

Default Value

Users/Security Groups allowed
to View Field

Users/Security Groups allowed
to Edit Field

Status Dependencies:

Clear field when Status = ?

Display only when Status = ?

Reconfirm only when Status = ?

Required when Status = ?

Auto-Population Behavior:

Auto-Population triggered by
(Depends on) Field:

Value to populate Field with:
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Table A-14. Field validation information

Validation Information*

Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on.)

Validation Definition (list of
values or SQL)

Notes on Validation (data
masks, auto-complete
behavior, and so on.)

Table A-15. Request header type information

Value

Request Header Type Name

Associated Request Type(s)

Description

Associated Field Group(s)
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Table A-16. Existing request header type field information

Prompt

Display

Display
Only?

Transaction
History?

Notes
History?

Search
Filter
Page?

Request No

Request Type

Created By

Department

Sub-Type

Created On

Workflow

Request
Status

Priority

Application

Contact Name

Assigned To

Assigned
Group

Contact Phone

Request
Group

Contact Email

Description

Company

% Complete
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notifications in workflows

notifications on request types

ownership of notification templates

ownership of workflow step sources

ownerships for request types

participants and request types

recipients for notifications

reopening workflows

request header types

request statuses for request types 189,

request type defaults

request type field width

request type field widths

request type fields

request type notifications

request types and workflows

request types general information

rulesfor request types

section names on request types

sections on request types

security for workflow steps

sending notifications at specific times

sending notifications on specific errors

sending notifications on specific results
sending notifications when workflow step

eligible

status dependencies for request types
sub-types for request types 212,
timeouts for workflow steps
transitions back to step

transitions based on all but one specific
value

transitions based on all results
transitions based on data

transitions based on errors
transitions based on field values
transitions based on specific events
transitions based on specific results

transitions based on workflow results
transitions for subworkflows
transitions for workflow steps
trangitions not based on specific results
USEr access

user data column widths

user datafield dependencies

user datafield widths

user datafields 277, :

user data general information

user datalayouts

user dataoverview

user dataroll-up fields

validations and execution types
validations for workflow steps
workflow general information
workflow step sequences

workflow step source restrictions
workflow steps 61,

workflow transitions based on PL/SQL
workflow transitions based on SQL results

workflows and performance considerations

workflows to request types

contacts
creating
opening Workbench
overview
copying
commands on request types
notifications on request types
request typefields
user datafields
workflows for trial versions
creating
advanced default rules
contacts
decision workflow step sources
execution workflow steps
notification templates
request statuses for request types
request typefields

330 Mercury Demand Management™: Configuring a Request Resolution System



Index

simple default rules

subworkflow workflow step sources
transitions based on token results
user datafields

workflow parameters

workflow step sources

workflow step sources overview
workflows

D

decision workflow step sources

decision workflow steps

deleting
commands on request types
notification templates
notifications on request types
ownerships from notification templates
ownerships from request types
participants from request types
request type fields
sections on request types
sub-types from request types
user datafields
workflows from request types

dynamic security for workflow steps

E

editable fields in request types

editing
commands to request types
notifications on request types
participants on request types
sub-types on request types
user datafields

enabling workflows

entity-level restrictions

executing
multiple system level commands
request PL/SQL functions
request SQL function results
request type commands

execution step source
creating

execution workflow steps
configuring
set up rules

executions
configuring workflow steps with
validations
types in workflows

F

field groups

field-level restrictions

fields
configure to automatically update
configuring for request types
configuring user data dependencies
configuring user data fields 277,
configuring width in request types
copying in request types
copying user data
copying user datafields
creating for user data
creating request type fields
defaults for request types
deleting from user data
deleting in request types
deleting user data fields
modifying width in request types
moving in request types
moving on request types
moving user datafields
preview layout
preview layout in request types
removing from request types
request types
user data
user data dependencies

filters configured for request header types

|
integrating

331



Index

request statuses and workflows
request type commands and workflows

editing on request types
on field changes

request types and workflows

sending at specific times

requests and packages sending follow ups
sending on specific errors
J sending on specific results
_ _ sending to recipients
Jump step generation sending with step dligible
jump/receive smart URL tokens
step labels smart URL tokensin HTML
workflow steps specifying intervals
using smart URLs
L using tokens
licenses workflow steps
loop counter example
o
M opening
Contact Workbench

mapping workflows to processes
migrating user data
modifying

active workflows

production workflows

Notification Templates Workbench
Request Header Type Workbench
request type Workbench

User Data Workbench

Workflow Workbench 49,

OR condition workflow steps

N
notification templates P
(;aﬂgtl: E?nnoﬂﬁ caetl onintervals packages
confi uﬁngaogwner < integrating with requests
o eati%l 9 P moving out of workflow steps
deleti ng parameters in workflows

deleting notifications
opening Workbench

participants and security
prerequisite documents

overview process requirements overview
notifications

configuring R

e e

configuring messages related documents

configuring request type messages request header types

copying on request types configuring 2

deleting from request types configuring filters

field groups

332  Mercury Demand Management™: Configuring a Request Resolution System



Index

list
opening Workbench
overview 18,
requirements

request types
adding commands
adding help
adding ownerships
adding sections
adding workflows
changing section names
checklist
closing asfailed
closing as success
configuring columns
configuring commands
configuring defaults
configuring field width
configuring fields
configuring general information
configuring help
configuring layout
configuring notifications ,
configuring participants
configuring request statuses
configuring rules
configuring status dependencies
configuring sub-types
configuring to workflows
copying commands
copying fields
copying notifications
creating fields
creating request statuses
criteriafor default fields
deleting commands
deleting fields
deleting notifications
deleting ownerships
deleting participants
deleting sections
deleting sub-types
deleting workflows

editable fields

editing commands

editing notifications

editing participants

editing sub-types

executing commands

executing multiple system level commands

executing PL/SQL functions
executing SQL function based on results

integrating commands with workflows
integrating request statuses with workflows

integrating with workflows
modifying fields

moving fields

opening Workbench

overview 19,

preview layout 184,

removing fields

request statuses overview
requirements

requirements for fields
requirements for workflow interaction
resolutions

status dependencies interaction
storage tab

visibility field behavior

requests

configuration checklist

definition

executing request type commands
integrating with packages

moving out of workflow steps
requirements for commands
requirements for request header types
security access checklist

user access checklist

workflow integration

workflow interaction

requirements for workflows
rules

333



Index

creating advanced default rules
creating simple default rules

S

security
access grants
configuration-level restrictions
configuring workflow steps
entity-level restrictions
field-level restrictions
licenses
security group definition
sending
notification follow ups
notification recipients
notifications at specific times
notifications on specific errors
notifications on specific results
notifications when workflow steps become
eligible
setting execution workflow steps rules
smart URL tokens
inHTML

status dependencies interactions
step sources

execution

overview
storage tab in request types
sub-types for request types

subworkflows
configuring to and from workflow steps

example

returning to Demand Management
workflows

workflow steps

o

timeouts in workflow steps

tokens
creating transitions based on results

using in notifications

transitions
back to same step
based on PL/SQL functions
based on SQL function results
based on workflow results
configuring for specific results
configuring for workflow steps
configuring for workflow stepsbased on al
but one specific value
configuring for workflow stepsbased on al
results
configuring for workflow steps based on
data
configuring for workflow steps based on
errors
configuring for workflow steps based on
field values
configuring for workflow steps based on
specific events
configuring not based on specific results
creating transition based on token results

executing multiple system level commands

to and from subworkflows

U

user access configuration

user data
changing column widths
configuring field dependencies
configuring fields
configuring general information
configuring layouts
copying fields
creating fields
deleting fields
editing fields
field dependencies
migrating
moving fields
opening Workbench

334  Mercury Demand Management™: Configuring a Request Resolution System



Index

overview ,

previewing the layout

referring to

removing fields

roll-up fields

swapping field positions
usersidentified for security
using

smart URLsin notifications

tokens in notifications

workflow step source restrictions

\'/

validations
configuring for workflow steps
configuring workflow steps with execution
types

validationsin jump/receive workflow steps

verifying workflows

visibility field behavior in request types

w

workflow steps
AND condition
choosing
closing
condition
configuring
configuring first step
configuring general information
configuring notification messages
configuring notification setup
configuring notifications
configuring security 65,
configuring sequences
configuring step source ownership
configuring subworkflows
configuring timeouts
configuring to and from subworkflows
configuring transitions
configuring transitions based on al but one
specific value

configuring transitions based on all results

configuring transitions based on data
configuring transitions based on errors
configuring transitions based on field
values

configuring transitions based on results
configuring transitions based on specific
events

configuring transitions based on specific
results

configuring transitions not based on
specific results

configuring validations

configuring validationsand executiontypes

creating decision sources
decision

defining execution types
disabling

execution

execution set up rules
moving packages out of steps
moving requests out of steps
OR condition

reopening

restrictions

Sources overview
subworkflow

using smart URLs in notifications
using tokens in notifications

workflows
added to request types
adjusting step sequence
AND condition workflow steps
business process example
checklist
choosing steps
closing
condition workflow steps
configured to request types
configuring notification messages for
workflow steps

335



Index

configuring notification setup for workflow
steps

configuring notifications

configuring notifications for workflow
steps

configuring security for workflow steps
configuring workflow steps 61,

creating

creating parameters

creating step source

creating subworkflows

decision workflow steps

defining business flows

definition

deleted from request types

disabling workflow steps

dragging and dropping

enabling

events

executing request type commands
execution step source

execution types

execution workflow steps

integrating jump step source

integrating receive step source
integrating with request statuses
integrating with request type commands

integrating with request types
jump/receive step
jump/receive validations
jump/receive workflow steps
logical guidelines

logical rules

loop counter example
mapping to process
modifying in production
modifying while in use

open the Workbench

opening Workbench

OR condition workflow steps
overview

performance considerations

redirecting workflows

reopening

request interaction

request statuses

requirements

requirements for request interaction
specifying first step

step information

subworkflow workflow steps
subworkflows

subworkflows and Demand Management

trail versions
using parameters
verifying
worksheet

worksheets

decision workflow step 319,
execution workflow step ,
existing request header type fields
request header type

request type

request typefield

request type statuses
subworkflow step ,

workflow

336

Mercury Demand Management™: Configuring a Request Resolution System



	Documentation Home Page
	List of Figures
	List of Tables
	Introduction
	About This Document
	Who Should Read This Document
	Prerequisite Documents
	Related Documents
	Overview of Mercury Demand Management
	Mercury Demand Management Concepts
	Overview of Request Resolution Systems
	Accessing Mercury IT Governance Center
	Creating Request Resolution Systems


	Gathering Process Requirements�and�Specifications
	Overview of Gathering Process Requirements
	Gathering Requirements for Workflows
	Defining Business Flows
	Example: Defining Business Flows
	Example: Overview of Business Process
	Additional Process Requirement:


	Gathering Information Steps in the Process
	Considering Subworkflows
	Example: Using Subworkflows

	Considering Request Statuses

	Gathering Requirements for Request Types
	Request Type Fields
	Example: Information Collected for the Software Change Request

	Request and Workflow Interaction
	Request Header Types
	Request Type Commands

	Identifying Participants and Security
	Example: The IT Group Determines Participants and Security

	Establishing Communication Points and Visibility
	Notifications on Workflow Steps
	Example: IT Configures Notifications

	Notifications on Field Changes


	Configuring Workflows
	Overview of Workflows
	Mapping Workflows
	Opening the Workflow Workbench
	Creating Workflows
	Configuring General Information for Workflows
	Dragging and Dropping Workflow Steps
	Choosing Workflow Steps
	Overview of Decisions Workflow Steps
	Overview of Condition Workflow Steps
	Overview of Execution Workflow Steps
	Overview of Subworkflow Workflow Steps

	Adding Close Workflow Steps
	Configuring Reopen Workflow Steps

	Adjusting Workflow Step Sequences
	Specifying the First Step
	Verifying and Enabling Workflows

	Configuring Workflow Steps
	Configuring General Information for Workflow Steps
	Configuring Security for Workflow Steps
	Configuring Dynamic Security for Workflow Steps

	Configuring Notifications for Workflow Steps
	Configuring Setup Tabs
	Sending Notifications when Workflow Steps become Eligible
	Sending Notifications when Workflow Steps have Specific Results
	Sending Notifications When Workflow Steps Have Specific Errors
	Specifying the Time Notifications are Sent
	Sending Follow Up Notifications (Reminders)
	Configuring Notification Recipients

	Configuring Message Tabs
	Using Tokens in the Message Body
	Including URLs (Smart URLs)


	Configuring Timeouts for Workflow Steps
	Configuring Transitions for Workflow Steps
	Adding Transitions Based on Specific Results
	Adding Transitions not Based on Specific Results
	Adding Transitions Based on Values in Fields
	Adding Transitions Based on Data in Tables
	Adding Transitions Based on All But One Specific Value
	Adding Transitions Based on All Results
	Adding Transitions Based on Specific Events
	Adding Transitions Based on Errors

	Adding Transitions Back to the Same Step
	Adding Transitions Based on Previous Workflow Step Results
	Adding Transitions To and From Subworkflows

	Configuring Validations for Workflow Steps
	Validations and Execution Type Relationships


	Integrating Request Types and Workflows
	Integrating Request Statuses and Workflows
	Integrating Request Type Commands and Workflows

	Integrating Request and Package Workflows
	Setting Up WF���Jump/Receive Step Label Validations
	Generating Jump Step Sources
	Generating Receive Step Sources
	Including Jump and Receive Workflow Steps in Workflows


	Configuring Workflow Components
	Overview of Workflow Step Sources
	Configuring and Using Workflow Step Source Restrictions
	Opening the Workflow Workbench

	Overview of Creating Workflow Step Sources
	Configuring Ownership of Workflow Step Sources

	Creating Decision Workflow Step Sources
	Creating Execution Workflow Step Sources
	Setting Up Execution Steps
	Defining Executions Types
	Executing Request Type Commands
	Closing Requests as Success
	Closing Requests as Failed
	Executing PL/SQL Functions and Creating Transitions Based on the Results
	Executing SQL Statements and Creating Transitions Based on the Results
	Evaluating Tokens and Creating Transitions Based on the Results
	Executing Multiple System Level Commands


	Creating Subworkflow Workflow Step Sources
	Subworkflows Returning to Demand Management Workflows

	Using Workflow Parameters
	Creating Workflow Parameters
	Example: Building a Loop Counter Using Workflow Parameters


	Modifying Workflows Already In Use
	Performance Considerations when Modifying Security
	Performance Considerations when Migrating Workflows
	Copying and Testing Trial Versions of Workflows
	Modifying Production Workflows
	Disabling Workflow Steps
	Redirecting Workflows
	Moving Requests or Packages Out of Steps



	Configuring Request Types and�Request�Header Types
	Overview of Request Types
	Opening the Request Type Workbench
	Setting Request Type Defaults

	Configuring General Information for Request Types
	Configuring Fields for Request Types
	Overview of Request Type Fields
	Criteria for Visible Fields
	Criteria for Editable Fields
	Criteria for Default Fields

	Creating Fields for Request Types
	Copying Fields for Request Types
	Removing Fields for Request Types

	Configuring Layouts for Request Types
	Modifying Field Widths on Request Types
	Moving Fields On Request Types
	Adding Sections to Request Types
	Changing Section Names on Request Types
	Deleting Sections on Request Types

	Configuring Displayed Columns for Request Types
	Configuring Request Statuses for Request Types
	Overview of Request Statuses
	Creating Request Statuses for Request Types

	Configuring Status Dependencies
	Status Dependencies Interactions

	Configuring Rules for Request Types
	Creating Simple Default Rules for Request Types
	Creating Advanced Default Rules for Request Types

	Configuring Commands for Request Types
	Adding Commands to Request Types
	Editing Commands of Request Types
	Copying Commands in Request Types
	Deleting Commands in Request Types
	Command Conditions

	Configuring Sub�Types for Request Types
	Adding Sub�Types to Request Types
	Editing Sub�Types for Request Types
	Deleting Sub�Types from Request Types

	Configuring Request Types to Work with Workflows
	Adding Workflows to Request Types
	Deleting Workflows from Request Types

	Configuring Participants for Request Types
	Adding Participants to Request Types
	Editing Participants on Request Types
	Deleting Participants from Request Types

	Configuring Notifications for Request Types
	Adding Notifications
	Configuring Setup Tabs
	Configuring Message Tabs

	Editing Notifications
	Copying Notifications
	Deleting Notifications

	Configuring Ownerships of Request Types
	Adding Ownerships to Request Types
	Deleting Ownerships from Request Types

	Configuring Help Contents for Request Types
	Configuring Request Header Types
	Overview of Request Header Types
	Request Header Type Field Groups

	Opening the Request Header Type Workbench
	Configuring General Information for Request Header Types
	Configuring Filters for Request Header Types


	Configuring Contacts
	Overview of Contacts
	Opening the Contact Workbench
	Creating Contacts

	Configuring Notification Templates
	Overview of Notification Templates
	Opening the Notification Templates Workbench
	Deleting Notification Templates

	Creating Notification Templates
	Configuring Ownership of Notification Templates
	Deleting Ownerships from Notification Templates

	Configuring Notification Intervals
	Checking the Usage of Notification Templates

	Configuring User Data
	Overview of User Data
	Referring to User Data
	Migrating User Data
	Overview of Configuring User Data

	Opening the User Data Workbench
	Configuring General Information for User Data Types
	Creating User Data Fields
	Copying a Field’s Definition
	Editing User Data Fields
	Configuring User Data Field Dependencies
	Removing Fields

	Configuring User Data Layouts
	Changing Column Widths
	Moving Fields
	Swapping Positions of Two Fields
	Previewing the Layout

	Configuring Project and Task User Data Roll�Ups
	Example Using Project and Task User Data Roll�Up
	Overview of Configuring User Data Roll�Ups
	Configuring Task User Data for User Data Roll�Ups
	Configuring Project User Data for User Data Roll�Ups
	Configuring User Data Roll�Ups
	Editing User Data Roll�Ups
	Deleting User Data Roll�Ups


	Rolling Out a Request Tracking�and�Resolution System
	Testing the Request Resolution System���Checklists
	General Configuration Checklist
	Workflow Checklist
	Request Type Checklist
	Security/User Access Checklist
	Dashboard/Portlet Checklist
	Cross Entity Checklist

	Enabling Entities and User Access
	Educating Your Users

	Worksheets
	Configuration Workflow Worksheets
	Execution Workflow Step Worksheets
	Decision Workflow Step Worksheets
	Subworkflow Workflow Step Worksheets
	Request Type Configuration Sheets

	Index


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveEPSInfo true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputCondition ()
  /PDFXRegistryName (http://www.color.org)
  /PDFXTrapped /Unknown

  /Description <<
    /FRA <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>
    /ENU (Use these settings to create PDF documents with higher image resolution for improved printing quality. The PDF documents can be opened with Acrobat and Reader 5.0 and later.)
    /JPN <FEFF3053306e8a2d5b9a306f30019ad889e350cf5ea6753b50cf3092542b308000200050004400460020658766f830924f5c62103059308b3068304d306b4f7f75283057307e30593002537052376642306e753b8cea3092670059279650306b4fdd306430533068304c3067304d307e305930023053306e8a2d5b9a30674f5c62103057305f00200050004400460020658766f8306f0020004100630072006f0062006100740020304a30883073002000520065006100640065007200200035002e003000204ee5964d30678868793a3067304d307e30593002>
    /DEU <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>
    /PTB <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>
    /DAN <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>
    /NLD <FEFF004700650062007200750069006b002000640065007a006500200069006e007300740065006c006c0069006e00670065006e0020006f006d0020005000440046002d0064006f00630075006d0065006e00740065006e0020007400650020006d0061006b0065006e0020006d00650074002000650065006e00200068006f0067006500720065002000610066006200650065006c00640069006e00670073007200650073006f006c007500740069006500200076006f006f0072002000650065006e0020006200650074006500720065002000610066006400720075006b006b00770061006c00690074006500690074002e0020004400650020005000440046002d0064006f00630075006d0065006e00740065006e0020006b0075006e006e0065006e00200077006f007200640065006e002000670065006f00700065006e00640020006d006500740020004100630072006f00620061007400200065006e002000520065006100640065007200200035002e003000200065006e00200068006f006700650072002e>
    /ESP <FEFF0055007300650020006500730074006100730020006f007000630069006f006e006500730020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000500044004600200063006f006e0020006d00610079006f00720020007200650073006f006c00750063006900f3006e00200064006500200069006d006100670065006e00200070006100720061002000610075006d0065006e0074006100720020006c0061002000630061006c006900640061006400200061006c00200069006d007000720069006d00690072002e0020004c006f007300200064006f00630075006d0065006e0074006f00730020005000440046002000730065002000700075006500640065006e00200061006200720069007200200063006f006e0020004100630072006f00620061007400200079002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /SUO <FEFF004e00e4006900640065006e002000610073006500740075007300740065006e0020006100760075006c006c006100200076006f0069006400610061006e0020006c0075006f006400610020005000440046002d0061007300690061006b00690072006a006f006a0061002c0020006a006f006900640065006e002000740075006c006f0073007400750073006c00610061007400750020006f006e0020006b006f0072006b006500610020006a00610020006b007500760061006e0020007400610072006b006b007500750073002000730075007500720069002e0020005000440046002d0061007300690061006b00690072006a0061007400200076006f0069006400610061006e0020006100760061007400610020004100630072006f006200610074002d0020006a00610020004100630072006f006200610074002000520065006100640065007200200035002e00300020002d006f0068006a0065006c006d0061006c006c0061002000740061006900200075007500640065006d006d0061006c006c0061002000760065007200730069006f006c006c0061002e>
    /ITA <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>
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f00700070007200650074007400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006d006500640020006800f80079006500720065002000620069006c00640065006f00700070006c00f80073006e0069006e006700200066006f00720020006200650064007200650020007500740073006b00720069006600740073006b00760061006c0069007400650074002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e006500730020006d006500640020004100630072006f0062006100740020006f0067002000520065006100640065007200200035002e00300020006f0067002000730065006e006500720065002e>
    /SVE <FEFF0041006e007600e4006e00640020006400650020006800e4007200200069006e0073007400e4006c006c006e0069006e006700610072006e00610020006e00e40072002000640075002000760069006c006c00200073006b0061007000610020005000440046002d0064006f006b0075006d0065006e00740020006d006500640020006800f6006700720065002000620069006c0064007500700070006c00f60073006e0069006e00670020006f006300680020006400e40072006d006500640020006600e50020006200e400740074007200650020007500740073006b00720069006600740073006b00760061006c0069007400650074002e0020005000440046002d0064006f006b0075006d0065006e00740065006e0020006b0061006e002000f600700070006e006100730020006d006500640020004100630072006f0062006100740020006f00630068002000520065006100640065007200200035002e003000200065006c006c00650072002000730065006e006100720065002e>
  >>
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


