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About This Document

Mercury Change Management™ isaMercury IT Governance Center™ product
that automates the migrations and deployment of software code,
configurations, and content. These objects are grouped into packages and are
routed along business processes modeled in Mercury’ s configurable workflow.
Creating workflows to follow your business processes requires a variety of
Mercury IT Governance entities configured to work together. This document
details those entities and how they can be configured to support your business
processes.

This document contains the following chapters:

Introduction on page 15

This chapter describes the document and provides an overview of the
configuration process.

Gathering Process Requirements on page 27

This chapter discusses the information that needs to be collected before
developing a deployment system.

Configuring Wor kflows on page 57

This chapter discusses how to create workflows. Workflows represent
business processes. Workflows allow you to map business rules and
processes to your organization. Information discussed in this chapter
includes the following:

= Demand Management workflows
= Change Management workflows
» Release Management workflows

Configuring Wor kflow Components on page 127

This chapter discusses how to build workflow components. Included in this
discussion is how to create execution workflow steps, decision workflow
steps and subworkflow workflow steps. Information discussed in this
chapter includes the following:

= Demand Management workflows
= Change Management workflows

» Release Management workflows
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Configuring Object Types on page 167

This chapter discusses how to build object types. Object types are used to
define the technical steps required to deploy a particular object, such asa
package moving from one instance to another instance.

Configuring Releases and Distributions on page 199

This chapter discusses how to build releases and distributions. A releaseis
agroup of packages and related requests that need to be deployed together.
Distributions are the deployment of releases. In a distribution, the release
manager specifies which workflow will control the release process and
which of the release’ s packages will be included.

Configuring Environments on page 229

This chapter discusses how to build an environment. Where object types
are used to define the technical stepsrequired to deploy a particular object,
such as a package moving from one instance to another instance,
environments define the instances available for a deployment.

Configuring Environment Groups on page 259

This chapter discusses how to build environment groups. Environment
groups define a set of environments which can be referenced as the source
or destination for deployments.

Configuring Notification Templates on page 271

This chapter discusses how to build notification templates. Notification
templates are pre-configured notifications that can be used to quickly
construct the body of a message.

Configuring User Data on page 287

This chapter discusses how to build user data fields. Product entities such
as packages, workflows, requests and projects include a set of standard
fields that provide information. User data fields are additional fieldsyou
can configure to accompany those product entities.

Rolling Out Your Deployment Process on page 321

This chapter provides things to consider and checklist when you are ready
to rollout a deployment system.

About This Document 17
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e Worksheets on page 333

This appendix provides a series of worksheets to help gather information
required to build a workflow.

Who Should Read This Document

This document is for the following audience types:

e Application developers and configurators

For More Information

For information about audience types, see Guide to Documentation.

Prerequisite Documents

Prerequisite documents for this document are:
e Guide to Documentation

e Key Concepts

o (Getting Started

For More Information

For information about these documents and how to access them, see Guide to
Documentation.
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Related Documents

Related documents for this document are:

e Commands, Tokens, and Validations Guide and Reference
e Open Interface Guide and Reference

e Reports Guide and Reference

e Security Model Guide and Reference

For More Information

For information about these documents and how to access them, see Guide to
Documentation.

Overview of Mercury Change Management

Mercury Change Management enables you to plan, package, release, and
deploy changes to your applications portfolio. It digitizes best practice
software change management processes across platforms and environments
(such as mainframe, UNIX, NT, and Linux), types of change (code,
configurations, content), or applications (such as Oracle, PeopleSoft, SAP, and
Siebel). By automating formerly manual tasks, Change Management lets you
accomplish more with less and dramatically |essen the risk of “broken”
deployments.

With Mercury Change Management, you can:

e Automate migrations and deployments of software changes across your
system landscape, from development to test, staging, and production.

e Digitize your change management best practices and methodologies to
uniformly plan, deploy, and manage changes.

e Hidethe complexity of point tools such as version control and testing,
while leveraging their functionality.

e Pinpoint problems quickly and roll back changesif necessary.

Related Documents 19
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Mercury Change Management Concepts

The following lists and defines the major concepts of Mercury Change
Management.

Deployment. Mercury Change Management can be configured to automate
deployment processes. Deployment is the act of moving an object (such as
afile, script, code, or full application) between two or more instances. For
example, afile can be deployed from a development instance to atesting
instance and finally into one or more production instances. Deployment
typically involves connecting from one machine to another, moving files,
and running required scripts or compilers.

Environments. TO automate the migration of file system objects, Mercury
Change Management must have knowledge of the sources and destinations
for the various objects. Thisdatais stored in environments, which are then
referenced through workflows and object types.

An environment consists of a server, a single database instance, and an
associated remote client machine. Not all of these components need be
present in a single environment. For example, it is possible to have an
environment which does not contain a database.

When migrating objects, Mercury Change Management connects to remote
computersin the same way as any other user (using FTP, SCP, SSH, or
Telnet). Change Management can logon using any existing username and
password. However, it is recommended that a new user be generated on
each computer that Mercury Change Management will access. This will
help clarify the setup and relieve some administrative burden. The Mercury
ITG user should have full accessto the ITG_Home directory as well asthe
correct read and write permissions on other required directories. In
addition, on Windows NT computers, the Administrators group must have
read access to Change Management’ s home directory.

Environment Groups. Situations may arisewhereit isdesirableto execute a
workflow step on multiple environments. For example, it may be necessary
to migrate an object to multiple testing environments for different targeted
tests. These multiple environments can be referenced together in one
environment group.

Environment groups define a set of Mercury Change Management
environments which can be referenced as the source or destinations for
object migrations and executions.

20
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Object Types. Mercury Change Management automates complex software
deployment processes. While Mercury IT Governance workflows define
the process, object types are used to define the technical steps required to
deploy a particular object. For example, aFile Migration Object type may
contain the information and commands required to transfer afile from one
machine to another, while a SQL Script object type might address the
migration and execution of database scripts.

Object types are used by users who create and process packages. Each
package line in a package consists of one object of a specific object type.
When defining a package line, the user will select an object type in the Add
Line window in the package screen. Fields dynamically appear that are
required to process that type of object.

Package. Mercury Change Management gathers all information required
for asuccessful deployment (such as information on environments and
objects to be migrated) into asingle logical unit called the package. The
package, consisting of the migrating objects, is then processed through a
business workflow. This results in a successful, easy-to-track software or
application change.

Each object in a package is defined in a separate package line. While each
line can be acted upon separately, the group of package lines (objects)
represent alogical unit that should be moved and tracked together. The
processing of a package and package lines can vary greatly depending
upon the workflow specified for that package.

Package Lines. Packages can be used to deploy multiple objects. Each
object is specified on a separate package line. It is possible to configure
your workflow to process different types of objects along different
processes. For example, you might want your Java code to undergo more
approvals than a basic readme file. The processing of a package and
package lines can vary greatly depending on the workflow specified for
that package.

Release and Release Distribution. Release Management introduces
repeatable, reliable processes surrounding software and application
releases. Mercury Change Management provides an interface for grouping
and processing the packages and requests associated with a specific
release. Groups of related packages can then be activated from asingle
window.
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Using arelease, you can:

= Group related packages and requests in a single window

= Provide visbility into related package statuses

= Set dependencies between packages

= Define how arelease is distributed to different environments

e Workflow. A workflow consists of alogical series of stepsthat define the
path followed by objects (package lines) in a package. It is possible to
create custom workflows to model virtually any business process. This
allows a department to generate workflows to automate existing processes,
rather than forcing them to adopt a new set of processes to perform their
work.

Workflow steps can range in usage from functional approvals to actual
migrations. For example, you can create a migration step to automatically
move specified objects from the source environment to the destination
environments.

Overview of Deployment Systems

This document provides the building blocks required to support Mercury
Change Management. The integrated workflow engine enables you to digitize
both simple and complex process requirements at all levels of your IT
operations. This support ranges from high-level collaboration requirements,
such as an executive review of your IT portfolio, to detailed automation, such
as deploying code to an application server. Consider the case of the process
illustrated in Figure 1-1 on page 24. This smplified workflow process
includes the following workflow steps:

e Release Patch. In this decision workflow step, a Mercury IT Governance
Center user will approve or reject the patch release. The configuration
elements required for this step include the following:

= A decision workflow step is configured with security groups,
notifications, timeouts, and transitions. Only members of the specified
security groups can approve or reject this patch. A notification is sent
out to the members of the specified security groups. If no one approves
or rejects the request within an allotted time, another notification is
sent.

= A notification template configured to be used by the decision workflow
step.
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e Test to PreProduction. In this execution workflow step, a patch has been
submitted for distribution. The patch consists of a configured package. A
Mercury IT Governance Center user will migrate the patch (package) from
the Test environment to the PreProduction environment. The configuration
elements required for this step include the following:

An execution workflow step is configured with security groups,
notifications, environments, timeouts, and transitions. Only members
of the specified security groups can migrate the package from one
environment to another environment. A notification is sent out to the
members of the specified security groups. If no one migrates the patch
within an allotted time, another notification is sent.

An object type is configured to migrate the package from one
environment to another environment. The package includes a user data
field to track user satisfaction.

A notification template configured to be used by the execution
workflow step.

A user datafield is created to track user satisfaction. This user data
field is configured as part of all packages.

e Verify Patch. In this decision workflow step, aMercury IT Governance
Center user will verify the patch migration was successful. The
configuration elements required for this step include the following:

A decision workflow step is configured with security groups,
notifications, timeouts, and transitions. Only members of the specified
security groups can verify the patch. A notification is sent out to the
members of the specified security groups. If no one approves or rejects
the request within an allotted time, another notification is sent.

A notification template configured to be used by the decision workflow
step.

e Close (Success). In this execution workflow step, the packageis
automatically closed.

An execution workflow step configured with security groups and
transitions. The workflow step is configured to automatically close the
package.
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Figure 1-1. Mercury IT Governance Center components

Accessing Mercury IT Governance Center

Businesses often need to control access to certain information and business
processes. This can be done to protect sensitive information, such as employee
salaries, or to simplify business processes by hiding data that isirrelevant to
the user. Mercury IT Governance Center includes a set of features to help
control data and process security on the following levels:

Limiting who can access certain windows or pages

Limiting who can view or edit certain fields

Limiting the data displayed in sensitive fields or screens

Limiting which users can view, create, edit or process Mercury IT
Governance Center entities, such as requests, packages, projects,
portfolios, and programs

Limiting which users can view, create or edit Mercury IT Governance
Center configuration entities, such as workflows, request types, object
types, and security groups

Limiting which users can alter the security settings

The following features control the data and process security in Mercury IT
Governance Center. These features can be combined in a number of ways to
provide a secure system:
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e Licenses. Each user isassigned alicense that provides the user with the
potential to accessto aset of Mercury IT Governance Center
product-related screens and functions. Licenses dictate available behavior
but need to be used in conjunction with access grants to enable specific
fields and functions.

e Access Grants. Linked to users through security groups, access grants
define which windows and functions users can view, edit, or perform
actionsin. Access grants also provide varying levels of control over certain
entities and fields.

e Entity-level restrictions. Settings on the entity that specify who can create,
edit, process, and delete Mercury IT Governance Center entities, such as
requests, packages, and projects. Y ou can also control which request types
and object types can be used with certain workflows. These restrictions are
often configured in the configuration entities, such as workflows, request
types, and object types.

e Field-level restrictions. For each custom field that you definein Mercury IT
Governance Center, you can configure when it is visible or editable. For
some fields, you can additionally specify which users can view or edit the
field.

e Configuration-level restrictions. Y 0ou can specify, using ownership groups
settings, which users can modify configuration entities in the system. For
example, you can control who is allowed to edit an existing workflow. This
allows you to guarantee that only appropriate users are altering your
Mercury IT Governance Center-controlled processes.

For More Information

For more information concerning accessing the Mercury IT Governance
Center, security groups, and access grants, see Security Model Guide and
Reference.
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Creating Deployment Systems
To configure a deployment system or process.
1. Gathering Process Requirements

Before configuring Mercury Change Management to manage deployment
processes, collect specific related information. This includes gathering
information on the business process, technical process, the types of objects
that will be deployed, source and destination environments, participants
who will create and process packages, and the communication devices
surrounding the process.

2. Configuring Wor kflows

Using the information gathered in the Gathering Process Requirements
chapter, build the workflow. This includes setting up required workflow
step sources, adding notifications, adding security groups, and adding steps
and transitions to your workflow. Also see, Configuring Wor kflow
Components and Configuring Releases and Distributions.

3. Configuring Object Types

Using the information gathered in the Gathering Process Requirements
chapter, build the object type(s). Thisincludes creating and configuring
object type fields and adding commands to the object type.

4. Configuring Environments

Define al environments involved in the deployment and distribution
process. Thisincludes setting up environments and environment groups
and then adding them to the workflow definition. Also see, Configuring
Environment Groups.

5. Rolling Out Your Deployment Process

It is recommended that aformal change management process be followed
when configuring Mercury Change Management. This includes testing the
configurations, migrating them into the production instance, enabling the
processes, and training the user base.
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Gathering Process Requirements

In This Chapter:

Overview of Gathering Process Requirements
Defining Deployment Processes

= Process (Workflow) Considerations
Defining Business Flows

Defining Technical Flows

Gathering Information on Stepsin the Process
Considering Subworkflows

»  Consider Using Release Management
Determine Information to Describe Objects
Determine Commands Needed for Objects
Gather Information on Environments

Identify Participants and Security

Establish Communication Points and Visibility
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Overview of Gathering Process Requirements

This chapter discusses the information that needs to be collected before
developing a deployment system. This includes the following business and
technical information:

e Business process. What are the stepsin the process; which steps need to be
reviewed and approved?

e Technical process. Which steps require objects to be deployed and scripts
to be run?

e Types of objects that will be deployed. Will the same process be used to
deploy different type of objects (such asfiles, data, and scripts)?

® Source and destination environments.

e Participants who will create and process packages. Determine the level of
security to place on this system.

e Communication devices surrounding the process. D0 you want to
communicate using notifications, the Mercury IT Governance Dashboard,
or reports.

Defining Deployment Processes

Thefirst step to configuring a deployment processisto define the process—the
actual steps required to deploy an object. This includes process information
such as when to obtain reviews and approvals on the object to be deployed,
when to deploy objects, and the path (transitions) between steps in the process.

Process (Workflow) Considerations

The Mercury Change Management workflow includes a number of featuresto
consider when defining a process. The following section describes afew of the
notable features. For a more comprehensive discussion of workflow features
and configuration techniques, see Configuring Workflows on page 57.
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Decision Steps

Decisions are workflow steps that require an external process to decide their
outcome. Typically, thisisan individual logged into the system (such asa QA
Manager approving a bug fix). Decisions are used for awide variety of
purposes within aworkflow. They may be used to gather approvals before
code is migrated, or they may be used to request additional information on a
request (within Mercury Demand Management).

Execution Steps

Executions are workflow stepsthat perform actual work. Thiswork can consist
of activities like object migrations, the creation of a new package or the
completion of arequest. Executions can beimmediate, manual or scheduled.
Technical processing of the object in an environment occurs at an execution

step.

Immediate Versus Manual Executions

limeouts

Execution timing is often very important in a deployment process. Mercury
Change Management includes functionality to control when certain execution
steps are run. Y ou can configure your process with an Immediate execution
step that will execute the step at the instant that the step becomes eligible
(package entersthe step). Y ou can a so configure your process so that you need
to manually execute a step.

If aprocess step isin aspecific state for a predetermined period of time, the
process can “timeout.” The process can then process based on the timeout
event to avoid potential bottlenecks.

Defining Deployment Processes 29



Chapter 2: Gathering Process Requirements

Defining Business Flows

Map the business process. This consists of identifying all steps (decisions,
conditions, and executions) and transitions needed to deploy changes. It is
helpful to graphically map these processes by:

e Identifying all decision pointsin the process

e Determining aflow between steps (transitions). Y ou should consider all
possible exit values from each step (such as approved, not approved,
rework, and error)

e |dentifying process closure points (success or failure)

The following example provides an illustration of the design issues that should
be consider.

Example: Defining the Business Flow

ACME Company needs to configure adeployment process for changesto their
financial applications system. This system consists of over ten modules
including billing, accounts payable, accounts receivable, fixed asset
management, inventory, reporting, payroll, and cash management.
Deployment to the different modules can require unique processing items
(such as destinations, environment management, and post deployment
processing steps). ACME'sIT group needs to create a process that can address
the complications related to deploying changes to this system.

Additionally, they need to address the following regquirements:

e The TESTING environment must use the code and datathat is housed in
the version control system.

e Only certain users can approve and migrate changes.

e The PRODUCTION update must occur between 1:00 and 2:00 am. on
Friday. Any additional system downtime could result in financial loss.
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Example: ACME defines a high-level process flow

ACME first creates a high-level business process. The process begins after the
software engineers and I T staff develop changes to the Financial Applications
module, and check their code into their version control system. ACME’s
deployment process begins with the Migrate DEV to TEST Step.

1. Migrate DEV to TEST. Migrate the changes from the development area
(DEV) to the testing area (TEST). This includes checking the code out
from the version control system into the DEV area, transferring thefiles,
and then compiling the code on the TEST instance.

2. Validate changes in TEST. Validate the changesin TEST using standard
Quality Assurance processes. Any required rework is routed back to the
appropriate engineering staff.

3. Migrate TEST to PROD. Migrate the changes from TEST to the Production
area (PROD). This, again, involves checking out files from the version
control system, transferring the files and compiling the code.
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Figure 2-1. Deployment process, high level
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Defining Technical Flows

Once the high-level business processis defined, overlay atechnical process by
identifying:

e Types of objects that you will be deploying
e Dependencies between objects, environments, and workflow steps
e Any required system level commands

e Whereto use condition steps (AND, SYNC, OR, FIRST LINE, LAST
LINE)

Example: Defining the Technical Flow

After investigating some more technical requirements of their system, ACME
identified the following information:

Types of objects to be deployed:
e HTML files
e Javafiles

e Database changes. changes to the schemaaswell as additional system data
for existing tables

Object-related dependencies:

e The server and database are located on different machines. Therefore,
database-rel ated objects need to be deployed to a different machine than
the other objects (files).

Additional process requirements:
e The server must be stopped before the migration.
e The code can not be compiled until all objects have been migrated.
e Following aFAILED execution step, it should be able to reset the
execution.
Example: Detailed Process

ACME updated their process to address the additional information, resulting in
the following process.
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Figure 2-2. Deployment process, detailed level
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To address the technical requirements of their deployment process, ACME
introduced the following changes to their workflow:

Process change one:

e Requirement. The server and database are located on different machines.
Therefore, database-related objects need to be deployed to a different
machine than the other objects (files).

e Result. To address this requirement, ACME added the eval uate object type
step. If the object being routed through the deployment processis a
database-related object, then it is deployed to the database environment.
All other objects are routed to the server environment.

g It
Mi Steps Added to meet the
.II.E;THm tachnical reguirements.
i ™
Success
g / Evaluate
Database Objact Type
Other Results
Migrate o Migrate o
Database Server
Environment Environment
Suecass
Succass Sync
Succass
e

Figure 2-3. Process change one
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Process change two:

e Requirement. The server must be stopped before the migration

e Result. To address this requirement, ACME added a Stop the Server step
before the files are transferred. This step appears during both DEV to
TEST and TEST to PROD migrations.

Process change three:

e Requirement. The code can not be compiled until all objects have been
migrated.

e Result. To address this requirement, ACME introduced a Sync step
following the migration steps. Thisensuresthat all objects (Package Lines)
reach a specific point before the Package can continue along its process. It
also ensures that the branched objects (database versus others) are reunited
in the process.

Gathering Information on Steps in the Process

After gathering the business and technical process steps of the deployment
process into a single Workflow, gather detailed information on each step and
trangition in the process. This section discusses the information that needsto be
collected. Wor ksheets on page 333 includes aworksheet to help you collect the
required information.

For each step in the process, collect the following information:
e Step name.

e Description. Describe the goal of the step. Thisis especially helpful for
Execution Steps.

e Step Type. Decision, execution, condition, or subworkflow.

= Decision Step Specific Information. Such as number of approvals
required and timeouts.

= Execution Step Specific Information.

e Desired Results of the Execution. Thiswill help to choose the
execution type and build any required commands.

e Execution Timing. Determine whether the execution should occur
immediately or be processed manually.

= Subworkflow Step Specific Information.
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e Transition Values and Validation. Transition values are the possible results
for the step. Depending on the result, the process will proceed in different

directions. Use one of Mercury Change Management’ s system validations
or create a custom validation.

Example: Gathering Workflow Step Information

ACME begins capturing the step information for the migrate DEV to TEST
portion of their process.

' 1. Migrate DEV to TEST ™

Success

Fail

=

.
Figure 2-4. Migrate DEV to TEST
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Table 2-1. ACME process workflow step information

Step Name Type Transition Validation Description
Values
Get files from . Succeeded WEF - S.tandard Connectto the version control system
version control Execution . Execution and check out files into the DEV
Failed Results instance.
Migrate DEV to - Approved WF - Approval | Decide whether to begin the
Decision . :
TEST Not Approved Step migration process.
Stop the . Succeeded WF - Standard Connect to the server and stop the
Server Execution i Execution rocesses running on it
Failed Results p g .
Database Custom Evaluate the object type for each
Evaluate . . L . .
Object Type Execution | File Validation package line. Resolve the object type
SQL Script defined at site. | token.

: Migrate the database changes to the
Migrate to . Succeeded WF - Standard TEST database environment. To do
Database Execution . Execution . .

. Failed this, execute commands located in
Environment Results .
the object type.

. Migrate the changes to the TEST
Migrate to . Succeeded WF - S.tandard server environment. To do this,
Server Execution , Execution :

) Failed execute commands located in the
Environment Results .
object type.
WF - Standard | Have all package lines enter this step
Sync Condition | Success Condition before any continue to the next
Results process step.
: : Succeeded WF - Standard | 010t 1o the server and compile
Compile Code | Execution , Execution the code located on it
Failed Results '
Start the . Succeeded WF - S.tandard Connect to the server and start the
Server Execution ' Execution rocesses on it
Failed Results P '
WF - Standard . .
Close FAILED | Execution | Succeeded Execution W.hen a package line (object) enters
Results this step, close the package.
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Considering Subworkflows

A subworkflow is any workflow that is referenced from within another
Workflow. Subworkflows allow you to model complex business processes into
logical, more manageable and reusable subprocesses.

Workflows can be used as subworkflows within a parent workflow. An entire
subworkflow is represented by a single icon in the parent workflow window’ s
Layout tab. This simplifies the potentially complex graphical layout and
enables the easy reuse of common workflow configurations.

Subworkflows will appear to the user processing the package as expandable/
@: collapsible sections in the Package Status panel. See Processing Packages (Change

Management) for examples.

Example: Using Subworkflows

ACME decides to use a subworkflow for the object migration portion of their
process. This subworkflow can be referenced in two parts of the process.
Figure 2-5 on page 40 shows where ACME could implement a subworkflow.
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Figure 2-5. Using a subworkflow in your deployment process (example)
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Consider Using Release Management

Release Management introduces repeatable, reliable processes surrounding
software and application releases. Mercury Change Management provides an
interface for grouping and processing the packages and requests associated
with a specific release. Groups of related packages can then be activated from a
single window.

Using Release Management functionality, Release M anagers can:
e Group related packages and requests in a single window

e Provide vishility into related package statuses

e Set dependencies between packages

e Define how arelease is distributed to different environments

This consolidation of common Release Management activities provides a
powerful tool for creating repeatable and reliable releases.

It ispossible to configure a deployment process to feed packages into arelease.
A Ready for Release step can beincluded in the workflow. When a package line
enters the Ready for Release step, the developer (or other Mercury IT
Governance user responsible for that package) can select which release they
would like to add the package to. The user selects the release and adds the
package and its associated package lines to the release. When all of the
package lines are confirmed in the Ready for Release step, the package is ready
to be used in the release.

Example: ACME Uses Release Management in their Deployment Process.

ACME decidesto create a process that feeds the tested packages into arelease
for final distribution. Their resulting process then substitutes the final
migration to PROD with a Ready for Release step. The distribution workflow
defined for the Release M anagement process then handles this final migration.

When the final distribution to PROD occurs, the Release M anagement process
communicates with this deployment process and the package will close.
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¢~ 1. Migrate DEV to TEST Y

Schedule
migration o PROD

\_ 2. Validate changes in TEST /

Figure 2-6. Using a Ready for Release step in the deployment process

Determine Information to Describe Objects

Many types of objects are deployed through a workflow such asfiles, SQL
scripts, and data. Each object requires different information to processit. These
are defined in the object type fields. For example, to migrate afile, the name,
file type, and location of the file must be known. Additional information such
aswhether or not the file will be compiled after migration can also be specified
on thefield level (aswell asin the commands).

Different object types can be processed through a single Workflow.
Information contained on the package line (which is defined in the object type)
works in conjunction with the workflow process to ensure that the object is
correctly processed. For example, deploying an HTML file requires different
processing than deploying a Javafile. Therefore, it islikely that at least one
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field on the object type will specify the type of object being processed. When
the workflow deploysan HTML file, it will consider this field when routing or
processing this object.

For each type of object that will be deployed through the process, collect the
following information:

e The name of the object
e Object category (optional, used for reporting purposes)

e Parameters that describe the object: what it is, whereit is, its name, what
needsto be donetoit, and so on. Thisinformation will trandate into object
type fields. For each parameter (field), define the following:

= Field name
= Vaidation and component type (dictated by the validation)

= Field behavior: whether it is displayed, required, any defaulting
behavior, and so on.

e Commands contained in the object. Object type commands often reference
information stored in the parameters. These commands are executed at
specific points (executions steps) in the workflow. For additional
information, see Determine Commands Needed for Objects on page 46.

For assistance in collecting the correct data, use the Wor ksheets on page 333.

Successfully defining object parameters and commands is essential to an effective
@: deployment process. To provide additional guidance on creating object types for
specific types of objects, a number of examples are provided in this document. For

some sample object types, fields and commands, see Configuring Object Types
on page 167.

Example: ACME collects information on their objects
ACME needs to be able to deploy the following types of objects:
e HTML Files
e JavaFiles

e Database changes, changes to the schemaaswell as additional system data
for existing tables
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The following worksheet includes data for the File object type. To describe the
file object, ACME decided the following fields need to be defined:

e File Location: whether the file located on the environment’s client or

Server.

e Sub path: the directory where the file islocated.

e File Name: the name of the specific file.

e File Type: the type of file (Javaor HTML)

ACME decided on the appropriate validations and field behavior and
completed the worksheet shown in the following table (Table 2-2).

Table 2-2. Javafile - object type

Value Description/Notes
Object Type Name File
Description
Field 1
Field Prompt File Location The name of the field.
Validation

Existing Validation? DLV - File Location

Specifies if the file is located on the environment's
client or server.

New Validation? Not Applicable

Not Applicable

Validation type Drop-down List

This field is a drop-down list.

Validation definition | SQL This validation is defined by SQL.
Field Behavior
Attributes
Display Yes This field is visible on the package line.
Editable Yes This f!eld can be edited even after the package is
submitted.
. This field can be edited. If set to Always, you can
Display Only Never never edit this field.
Required Always This field must contain a value.
Default Value None No defaults are set for this field.

Dependencies
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Table 2-2. Javafile - object type [continued]

Value Description/Notes
Clear When None No dependencies are set for this field.
Display Only When None No dependencies are set for this field.
Required When None No dependencies are set for this field.
Field 2
Validation

Existing Validation?

Directory Chooser

client or server.

Specifies if the file is located on the environment's

New Validation?

Not Applicable

Not Applicable

Validation type

Directory Chooser

Validation definition

Default behavior

Field Behavior

Attributes
Display Yes This field is visible on the package line.
Editable Yes This f!eld can be edited even after the package is
submitted.
. This field can be edited. If set to Always, you can
Display Only Never never edit this field.
Required Always This field must contain a value.
Default Value None No defaults are set for this field.
Dependencies None No dependencies are set for this field.
Field 3
Field Prompt File Name The name of the field. In this field, users can select a
file to deploy.
Validation

Existing Validation?

File Chooser - Full
File Name

or server.

Validation that allows you to select a file on the client

New Validation?

Not Applicable

Not Applicable

Validation type

File Chooser

Validation definition

Default Behavior

Determine Information to Describe Objects
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Table 2-2. Javafile - object type [continued]

Value Description/Notes
Field Behavior
Attributes
Display Yes This field is visible on the package line.
Editable Yes This f?eld can be edited even after the package is
submitted.
Display Only Never Ig\ilsefrizléjitctz:]?st)ﬂee%c.lited. If set to Always, you can
Required Always This field must contain a value.
Default Value None No defaults are set for this field.
Dependencies None No dependencies are set for this field.

Determine Commands Needed for Objects

When defining a deployment process, consider what commands need to be
executed to achieve the desired results. Commands control which steps must
be executed for each workflow step to compl ete successfully. This caninvolve
such things as migrating afile, executing a script, or compiling some code.

At early stages of process development, it often helps to list the functional
steps and desired results of the commands. It aso helps to specify when in the
deployment process these commands should be executed. It isthen possible to
use thisinformation to build your commands adhering to Mercury Change
Management’ s command standards, or to deliver these as design specifications
for an engineer in your group.

Collect the following information for each object type that are designed:
e The goal/purpose of the commands.

e Functional steps within the commands.

e When the commands should be run.

For additional information on building commands, see Commands, Tokens,
and Validations Guide and Reference.
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Example: High level Command design

To deploy the Javaand HTML files, ACME must include commandsin the File
object type. As part of their design, they determine that the following
command steps must be executed:

Goal of command:

To copy the file from the source environment to the destination environment.

Steps to achieve goal:

1. Check to seeif the source fileislocated on the client or the server.
2. Connect the destination environment to the source (client or server).

3. Check to seeif the directory exists in the destination. If one does not exist,
create the directory.

4. Copy the file from the source to the destination.

When to run the commands:

These commands should be run during the Migrate to Server Environment
workflow step.

Gather Information on Environments

Some execution type workflow steps require environment information to
complete their executions. For a deployment process, collect the following
Environment requirements for each workflow execution step:

e Execution step name
e Source environment (or environment group)
e Destination environment (or environment group)

This information can be collected using the workflow step worksheet in
Wor ksheets on page 333.
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Each environment must be carefully configured to ensure that passwords,
communication protocols, and transfer protocols are configure properly. For
instructions on configuring your environments, see Configuring Environments
on page 229. These newly configured environments can then be used in the

deployment process.

If there are multiple applications on a single environment, you can use the application
@: codes feature in the environment definition. For additional details, see Configuring

Environments on page 229.

Example: ACME specifies the Environments

ACME determines that the following workflow steps require the environment

settings specified in the following table (Table 2-3).

Table 2-3. Environment settings

Workflow Execution
Step

Source
Environment

Destination
Environment

Get files from Version

VERSION CONTROL DEV Server
Control
Stop the Server DEV Server TEST Server
M|grate to Server DEV Server TEST Server
Environment
Compile Code DEV Server TEST Server
Start the Server DEV Server TEST Server

Migrate to Database
Environment

DEV Database

TEST Database

Stop the Server

TEST Server

PROD Server

Migrate to Server
Environment

TEST Server

PROD Server

Compile Code

TEST Server

PROD Server

Start the Server

TEST Server

PROD Server

Migrate to Database
Environment

TEST Database

PROD Database
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Figure 2-7. Workflow steps requiring environment specification (red)
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Identify Participants and Security

Mercury Change Management allows a great deal of control over who can
participate in the deployment process. Users actions can be restricted around:

Package creation:
e Who can create packages

e Who can use a specific workflow

e Who can use specific object types

Package processing:

e \Who can approve/process each step in the workflow. For this restriction,
enable access by specifying specific users or security groups. Access can
also be provided dynamically by having a token resolve to provide access.
For more information, see Security Model Guide and Reference.

e Whether only “Participants’ can process the packages. Participants are
defined as the assigned user, the creator of the package, members of the
assigned group, or any users who have access to the workflow step(s).

Managing your deployment process:

e Who can change the workflow

e Who can change each object type
e Who can modify security groups
e Who can modify environments

Whenever possible, use security groups or dynamic access (tokens). Avoid
specifying alist of usersto control an action; for example, specifying alist of
users who can act on aworkflow step. If the list of users changes (due to a
departmental reorganization), you would have to update that list in many
places on the workflow. By using asecurity group instead of alist of users, you
can update the security group once, and the changes are propagated throughout
the workflow steps.

For the deployment process, collect the above information using the

Wor ksheets on page 333. This activity includes identifying users, grouping
them into security groups, and restricting access to certain functionsin
Mercury Change Management.
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This information is gathered in multiple worksheets. For example, workflow security
@: is captured in the workflow step worksheet and security group membership is

captured in the security groups worksheet.

For a comprehensive discussion of Mercury IT Governance screen, entity and
user security, see Security Model Guide and Reference.

Example: ACME determines participants and security

ACME'sIT department has a single team responsible for deployments to the
Financial Applications system. Theteam’s nameis*“Dev - Financial Apps.”
The team consists of the following members:

e John Smith - manager of Dev - Financial Appsteam
e Wendy Jones - functional designer and engineer

o Pat Lee- engineer

e Joe Franklin - QA manager

e Matt Davis- QA engineer and tester

e Rag Satish - Database expert and engineer

Within this group of users, there are some logical divisions of labor. Using this
division, ACME constructs the following security groups.
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Table 2-4. ACME'’s security groups

Security Group Members Responsibilities
Responsible for deployment process. These people
Financial Apps - Manage John Smith have the ability to modify the deployment process
Deployment Joe Franklin (workflow, object types, and security groups). They
can also act on any step in the process.
Responsible for deployments to the database
. . . . environment. Also responsible for the correct setup
Financial Apps - Database | Raj Satish of the database environment and its definition in
Mercury Change Management.
Responsible for designing changes and deploying
Financial Apps - Engineer Wendy Jones them to the server. Also responsible for the
PP 9 Pat Lee commands used in the object type to deploy objects
to the server.
Joe Franklin ' i '
Financial Apps - QA . Responsible for testing the changes and reporting
Matt Davis on the outcome.

Using these security groups and user definitions, ACME collects specific
information related to their deployment process. This information will be
considered later when defining your security groups and workflows.
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Package Creation Security:

Table 2-5. ACME package creation security

Action Users allowed to perform action Controlled by:
(Users, Security Group, Token)

Financial Apps - Engineer
Financial Apps - Database

Financial Apps - Manage
Deployment

Create a package Wendy Jones; Pat Lee; Raj Satish

Financial Apps - Engineer
Wendy Jones; Pat Lee; Raj Satish Financial Apps - Manage
Deployment

Use the deployment
workflow

Financial Apps - Engineer
Financial Apps - Database

Financial Apps - Manage
Deployment

Use the file object type Wendy Jones; Pat Lee; Raj Satish

Financial Apps - Database

Raj Satish Financial Apps - Manage
Deployment

Use the database object
type

Notice that the Financial Apps - Manage Deployments group was added to
each action. This provides a single group with override privileges to keep the
process moving.

Package Processing Security:

ACME decides not to use Mercury Change Management’ s participant
restriction functionality in their deployment process. For additional details on
this configuration option, see Security Model Guide and Reference. Table 2-6
on page 54 documents which users can act on a specific step in the Workflow.
ACME also indicates how they would like to control which users can act on
each step. They select to exclusively use security groups and tokens. Notice
that multiple criteria can be specified to enable access to asingle step: for
example, specify two security groupsand a TOKEN [PKG.CREATED_BY] to
enable access. Users who meet any of the requirements (members of at least
one security group or the contextual value of the token) can act on the step.

Only a subset of the workflow steps are included in the below table. To seethe
process referenced in this table, see Figure 2-2 on page 34.
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Table 2-6. ACME package processing security, deployment workflow

Workflow Step Name

Users allowed to act on

Controlled by:
(Users, Security Group, Token)

Stop the server

Wendy Jones; Pat Lee; Raj
Satish

Financial Apps - Engineers;
Financial Apps - Manage Deployment

Migrate to database environment

Raj Satish

Financial Apps - Database

Migrate to server environment

Wendy Jones; Pat Lee

TOKEN (PKG. CREATED_BY);
Financial Apps - Manage Deployment

QA - Test

Joe Franklin; Matt Davis

Financial Apps - QA
Financial Apps - Manage Deployment

Rework

Wendy Jones; Pat Lee; Raj
Satish

TOKEN (PKG.ASSIGNED_TO_
USERNAME);

Schedule migration to PROD

John Smith; Joe Franklin

Financial Apps - Manage Deployment

ACME must also specify who can modify the existing process. This level of
security is configured using ownership settings and security group access
grants. Work with the instance administrator to configure user and security
group definitions. For more information on these topics, see Security Model
Guide and Reference.

Table 2-7. ACME - security around managing the process

Action Users allowed to perform action Controlled by:
(Users, Security Group, Token)
Modify the Workflow John Smith; Joe Franklin Financial Apps - Manage

Deployment

Modify the File Object
Type

Wendy Jones; Pat Lee

Financial Apps - Engineering

Modify the Database

ITG Center

Object Type Raj Satish Financial Apps - Database
Modify the Environment
definitions in the Mercury | Raj Satish Financial Apps - Database
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Establish Communication Points and Visibility

Determine the communication points and methods for providing visibility into
the process and Package statuses. The following features help increase
visbility:

e Notifications on the workflow step

e Portlets on the Dashboard

o Reports

It is possible to send a notification when aworkflow step becomes eligible, has
aspecific outcome, or has a specific error. For each workflow step in the
process, collect the following information using the Wor ksheets on page 333:

Table 2-8. Information to gather for workflow step notifications

Workflow Step name Include notification for step?
(Yes/No)
Step 1 - Name Yes
Step 2 - Name No
Step 3 - Name No

Establish Communication Points and Visibility 55




Chapter 2: Gathering Process Requirements

For each step that requires a notification, gather the following information:

Table 2-9. Information to gather for workflow step notifications

Parameter

Description

Workflow Step Name

The name of the step that requires a workflow.

Notification Event (All,
Eligible, Specific Result,
Specific Error)

Specifies the event that triggers the notification. The
possible values are All, Eligible, Specific Result, or
Specific Error.

Value (for Specific

Specifies that a notification is sent for the selected

Result) result.

Specifies that a notification is sent for the selected

Error (for Specific Error) error

Determine who should receive the message. you can
choose to send the notification to users based on:

Recipient Username, Email Address, Security Group,
Standard Token, or User Defined Token.
Determine what the message will say. Also determine if
Message

it will contain a link to the package.

Example: ACME configures Notifications

ACME determinesthat they would like to add a notification to the following
steps:

Table 2-10. ACME - Workflow steps with notifications

When to send
notification

Workflow Step name Recipients

Migrate to Database Environment | Failed (specific result) Financial Apps - Database

Migrate to Server Environment Failed (specific result) Financial Apps - Engineer

Compile Code Failed (specific result) Financial Apps - Engineer
QA - Test Eligible Financial Apps - QA
Financial Apps - Engineer
Rework Eligible I I PP 9
Financial Apps - Database
Schedule Migration to PROD Eligible Financial Apps - Manage

Deployment
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Configuring Workflows

In This Chapter:

Overview of Workflows

Mapping Wor kflows

Opening the Workflow Wor kbench

Creating Workflows

= Configuring General Information for Workflows

Dragging and Dropping Workflow Steps

Choosing Wor kflow Steps

Adding Close Workflow Steps

Adjusting Wor kflow Step Sequences

Specifying the First Sep

Verifying and Enabling Wor kflows

Configuring Wor kflow Steps
Configuring General Information for Workflow Steps
Configuring Security for Wor kflow Steps
Configuring Notifications for Workflow Steps
Configuring Timeouts for Workflow Steps
Configuring Transitions for Workflow Steps
Configuring Validations for Workflow Steps

ntegrating Object Types and Workflows

= Integrating Object Type Commands and Workflows

Integrating Environments and Wor kflows

= Choosing Source Environments Based on Application Code

Integrating Request and Package Wor kflows

n  Setting Up WF - Jump/Receive Step Label Validations

= Generating Jump Step Sources
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= Generating Receive Step Sources
= Including Jump and Receive Workflow Seps in Workflows

Overview of Workflows
This chapter covers information concerning Demand Management workflows,
Note Change Management workflows, and Release Management workflows.

A workflow represents a business process and is used to map business rules
and processes to your organization.

The following isalist of the basic components of a workflow:

e Begin. For each workflow, you must explicitly define thefirst eligible
workflow step.

e Workflow step. Workflow steps are eventsthat are linked together to form a
complete workflow. The following lists the basic workflow steps:

= Decision step. Decision steps represent manual activities performed
outside of Mercury IT Governance Center. For example, adecision
step iswhere a user or group of users approves a request.

= Execution step. Execution steps represent actions that are automated
through Mercury IT Governance Center. For example, updating aweb
page with the results of atest.

= Condition step. Condition steps are logic steps used for complex
workflow processing, such as allowing the workflow to proceed only
when each of the workflow steps are compl eted.

= Subworkflows step. A subworkflow step represents multiple workflows
steps (the subworkflow) in aworkflow. For example, atest workflow
step in the main workflow represents a series of tests and approvals.

e Transition. The results of workflow step that must be communicated to
another workflow step. For example, the results of adecision step is
Approved and Not Approved.
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e Workflow step security. Workflow step security determines who has
permission to execute or choose aresult for aworkflow step. For example,
for a Approve Request decision step, only the I'T project manager can
Approve Or Not Approved the request.

e Notification. Notifications are emails alerts sent out at specific workflow
steps. For example, for a Approve Request decision step, an email alert is
sent to the product manager.

e Close step. Close steps indicate the end of the workflow. The close step is
an execution step that marks the request as compl eted.

Figure 3-1 illustrates the basic workflow components in a workflow.

Transition Condition step Close step
L - *% .ﬂND 10 &
‘. d .
3. Condition
1. Decizion 2. Exportion 4. Subnarortdlor 5. Cloge - 100%
Decision step Execution step Subworkflow step

Figure 3-1. Workflow components
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Mapping Workflows

Mapping all of the individual workflow stepsinto asingle workflow isa
two-step process:

Step 1. Create ablock diagram. Map each Workflow Step Worksheet as a one
block in the diagram. On the block diagram include transitions, workflow step
security, and notifications.

Step 2. Map the block diagram to the workflow. Open the Workflow Workbench
window and start a new workflow. Map each component from the block
diagram to the new workflow.
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Figure 3-2. Step 1. Create a block diagram
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Opening the Workflow Workbench
To open the Workflow Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.
5. From the shortcut bar, select Configuration > Workflows.

The Workflow Workbench window opens.

Workflow Workbench 19 [=]
[

g Guery: [Mone =1
<]

z Warkflow MName: |

g | wordiow Scope [aLL | Enabled: [ALL -
e

Subworkfiow: [ALL | Use in Release Distriautions: [ALL -

Deserigtion: |

e Warkflow ‘ | List |

Ready

For More Information

For information on how to search and select an existing workflow, copy a
workflow, and delete a workflow, see Getting Started.
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Creating Workflows

Starting a new workflow requires knowing how to use the Workflow Workbench.
This section covers the basics on how to create aworkflow.

Configuring General Information for Workflows
To enter basic workflow information:

1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. In the Workflow Workbench window, click New Workflow.
The Workflow window opens.

Workflow : Untitled 2
} Package Wurkﬂuws} RequestTypes} meersh\p} } }

Wurkﬂuw] Layuuﬂ Step Sequeﬂce}
Mame: |Dalabase Enhancement Wiorkflow Scope [FERIEEE]
Description’ | Generic Database Enhancement Fackages
Enabled: € Yes ' No First Step Release Distributions
Reopen Step | j
Subwarkfloves
Subvworkflowe: © Yes & No Use in Release Distributions: =
Validation:
lzon Mame: |
Parameters
Prompt Token [ Descrigtion Default Value
Add | |
Werify QK Save Cancel

‘Reanv

3. In Name, enter the name of the new workflow.

4. In Workflow Scope, select one of the following from the drop-down list:
e For Mercury Change Management packages, select Packages.
e For Mercury Demand Management requests, select Requests.

e For Mercury Change Management releases and distributions, select
Release Distributions.
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5. In the Workflow window, click Save.

Click oK to save the changes and close the workflow window. Click Save to
save the changes and |eave the workflow window open. Click Cancel to
drop the changes and close the Workflow window.

Dragging and Dropping Workflow Steps

A library of existing workflow steps residesin the Workflow Step Source
window. The Workflow Step Source window includes a Filter by field, allowing
you to see only the workflow steps available for you to use.

Workflow steps are assembled into workflowsin the Layout tab of the Workflow
window. Select aworkflow step from the Workflow Step Sources window and
drag and drop the workflow step onto the Layout tab. As part of the drag and
drop process, a Workflow Step window opens. The Workflow Step window is
used to configure the following:

e General information concerning the workflow step
e Security for the workflow step
e Notifications for the workflow step

e Timeouts for the workflow step
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Drag and drop the step source
to the workflow layout

Filter by Requests

Workflow Step Sources
Package Workfloyhs 1 Reguest Types I Qwnership ] LD 5
Workflow Step Sequence Geouests =]
< Workflow Step P)\| ems | can edit =
FI’DDEH\ESW Security| Motifications | Timeout| | Resuits | DN sions -1
) ® Ahproval Request- More Info
step Hrer: |1 ® AppNgal for AP J
Step hame: \DEM-Apprnva\ (Oney @ Approd)wf Cancel
’ . @ Approve W Users)
», Action Summary: ‘ ® approve (0K Usen
# - Description: | LMOEN - approval (One)
® DEM - Assign
1. DEB - Approvil ((ne) ) i
Source Type: [Decision ® DEM - Complete Task (One)
Saurce Name: [ DEM - Approval (One) ® DEM - Confirm Priority
- r~ ® DEM - Contact Vendor
Enabledt = Yz Ho ® DEM- Develop
isple: [Aways =] || oEm-oetpatcn
® DEM - IT Review
Wintkflow Parameter: |NORMNE - L) - Inif i
Seale: [100% = Expont ] =l |8 oeM- nil RequsstReview =
- —] Ao Lead Tirne: | J . o -
opy pEn elete
Y Request Status: |
h
Ready Current % Camplete: | TOEED
Parent Assigned To User: [ =1
Farent Assigned To Group: [
Warktiow Step Information | J
Authertication Requirer! [Mone =1
OK Apply Cancel

Ready

Figure 3-4. Drag and drop

Choosing Workflow Steps

A Workflow Step window
opens

Mercury IT Governance Center comes with many pre-defined workflow steps.
These workflow steps are located in the Workflow Step Source window.
Workflow stepsin the Workflow Step Source window are filtered using the Filter
by field. Select an entry from the Filter by drop-down list filter the workflow
steps. The following lists the folders found in the Workflow Step Source

window:

e Decision
e Conditions
e [Executions

e Subworkflows

To evaluate aworkflow step, determine which of the four workflow foldersis
required for your workflow step. Open the Workflow Step Source folder and
open those workflow steps that seem to best meet your needs (see Figure 3-5

on page 67).
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Workflow Step Sources ]

rFitter by

=]

|Requests

|On|y items | can edit

Select a

cigions

Approval Reguest- Mare Info
Approval for SAP

Approval wf Gancel

Approve (Al Users)

=3 D
e

S

- Agsign

- Complete Task (One)
- Canfirm Priority

- Contactvendaor

- Develop

- Get Patch

< Decision

NETGERMIDER - Approy

Decisionl Ownershipl User Data | Used By

Workflow Step

and click Open

Warkflow Scope IALL -

- IT Revigw
- Initial Request Review

Description |DEM - Approval {One)

)

it Frenion

“alidation |DEM - Approval Step

-
Mese | Copy | | Drelete

|_ Always on top

[ ey Openl

Cecisions Reqguired IOne b

Timeout | IDays

[ |

lcan |check_app.gif

Enabled: & Yes Mo

OKI Save | Cancel

|F!eady

Figure 3-5. Workflow step source

Check the validation to see if the validation values meet your transition
requirements. The validation values are the acceptable values a workflow step
can have (see Configuring Validations for Workflow Steps on page 111).

Enahbled: [+ Use inWorkflow? [V
Commponent Type: |Drop Down List LI
Valiater By [List =l
“alickation Yalues:
Seq Code | Meaning | Descrigion | Ensbled | Defaut |
1[APPROVED: |Bpproved |Approved [¥ Iy |
#NOT_AFFROVED Mot Approved [t Approved [ N |
< Decision EJ copy From \ | 4|4 |
Decisionl Ownershipl User Data | Used Eyl
Mame  |[B=] riaY e Warkflow Scope IALL o o | S | Gancel |
Description |DEM-Appr0vaI(One) \
validation |DEM- Approval Step B3
ions Reqguired IOne b
[ew Openl
Timeout | |Days j
lcan |check_app.gif Enahled: & Yes i
\ .
ok | s | cancel | Click Open to see
[Ready the Validation
Figure 3-6. Workflow step source validation
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Overview of Decisions Workflow Steps

Decision workflow steps represent manual activities performed outside of
Mercury IT Governance Center. Decision workflow stepsinclude such
activities as:

e Decisions made by committees

e Code designs and reviews

Overview of Condition Workflow Steps

Condition workflow steps are logic steps used for complex workflow
processing, such as allowing the workflow to proceed only when each of the
workflow steps are completed. The following isalist of the conditions
workflow steps.

e AND. An AND condition issatisfied only if all workflow steps leading to it
reach the status they are supposed to attain.

QA Testing

QA Testing
Completed Group 2 Succeadad

Succeaded

Migrate 1o
Froduction

e OR. AnOR condition is successful when at least one of the workflow steps
leading to it reaches the status it is supposed to attain.

Figure 3-7. AND example
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QA Testing |

Development Completed Group 1 p—Succeedad OR
Succeaded
QA Testing
Completed Group 2 Cin Hold

Migrate 1o
Froduction

e SYNC. A SYNC workflow step issuccessful only if all the package lines of
that package reach the status expected for the workflow step right before
the SYNC step.

Figure 3-8. OR example

Consider the business process outlined in Figure 3-9. According to the
flow chart, when QA Testing Group 1 is successful for all package lines,
SYNC becomes successful and the next step, Migrate to Prod becomes

eligible.

QA Tesling

LSucoeeded
Succeadad

Succeadad

Succesdead
Figure 3-9. SYNC example
e FIRST LINE and LAST LINE. For FIRST LINE, only thefirst line to reach

the condition workflow step takes the True transition. All successive lines
take the False transition.

For LAST LINE, only the last active line to reach the Condition workflow
step takes the True transition. All previous lines take the False transition.
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Consider the business process outlined in Figure 3-10. This business
process could be part of awebsite maintenance life cycle. As part of this
life cycle, three HTML files are being processed on three respective
package lines in a single package. The website updates are large enough to
warrant shutting down the web server while migrating the changes.

By including aFIRST LINE step, only the first line causes the server to
shut down. The server remains down while the rest of the changes are
migrated to production. By including a LAST LINE workflow steps, the
server remains down until the last active line reaches the condition step.
The last active line takes the True transition and the web server starts up
and the maintenance is complete.

Start Up

Completed True Success

Succass

Figure 3-10. FIRST LINE and LAST LINE example

Overview of Execution Workflow Steps

Execution workflow steps represent actions that are automated through the
Mercury IT Governance Center. Execution workflow steps include such
activities as:

e Run object type commands
e Run workflow step commands

e Close the workflow (Close workflow step)
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Overview of Subworkflow Workflow Steps

A subworkflow step represent multiple workflow steps (the subworkflow) ina
workflow. When the workflow process reaches the subworkflow step, it
follows the path defined in that subworkflow. Subworkflows can either close
within that workflow or return to the parent workflow.

Adding Close Workflow Steps

Every workflow, no matter how long or short, must include a close workflow
step (see Figure 3-11). A close workflow step is a specific kind of execution
workflow step and can be found in the Executions folder of the Workflow Step
Sources Window.

There are three close workflow steps:

e Close (Immediate Success). Close (Immediate Success) immediately
completes a request or package with a status of Success.

® Close (Manual Success). Close (Manual Success) requires manual
intervention to complete a request or package. The status of the request or
package is set to Success.

e Close (Immediate Failure). Close (Immediate Failure) immediately
completes arequest or package with a status of Failure.

Add aclose workflow step to aworkflow as you would any other workflow
step. See Figure 3-11.

Workflow Step Sources 1 =]
Package Worklows 1 Reguest Types I Ownership LISy iy
Wk ow Layout I Step Sequence ] ‘RQWES‘S j
‘On\y iterns I can edit j
=4 Executions d
EXIT {(— @ Close (Immediate
bl Cl0se (mmediate CESS)
1. Close (lomedists success) - 100% |—® Close (Manual su )
—® Create Package
{— @ Create Package and ¥ait
{— @ Create Reguest
— ® DEM - Internal/External Check
{— @ DEM - Priority Router
(—® DEM- Rejected On
[—® DEM- SLA Satisfied On
(—® DEM- Scope Check
(— @& DEM- Set TernpDate
{— ® Execute Reguest Commands
@& 0A-
Seals: |100% ~ Export imags - Ei\ EE?CKE?D? Feimnt Pl =l
verlty ok Hew | Copy ‘ Open ‘ Delste ‘

Reaty [~ Always ontop

Figure 3-11. Close workflow step
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Adjusting Workflow Step Sequences

Once all of the workflow steps are assembled in the Layout tab, you can adjust
the sequence of the steps. In the Workflow window, select the Step Sequence
tab. The Step Sequence tab lists all of the workflow steps. Select a workflow
step and click the Arrow icons at the bottom of the tab to move the selected

workflow step up or down.

Workflow : Dev > Test » Pre-Prod > Prod

wiarkfow | Layout Step SEGUEHCEI | Package Workflows | Resuest Types | Ownership | | |

Step Type Description |

Display Seq ‘ Mairme
|A55igm Resource Decision

More Infarmation Decision
Failed Execution

Decision
Wy : Kilows

o A L ey

18]
Werify Ok Save Cancel

‘Reanv

Figure 3-12. Step sequence tab

Specifying the First Step

Once all of the workflow steps are assembled and properly sequenced, you
must specify the first step in the workflow process. To specify the first step,
open the Workflow tab in the Workflow Workbench window (see Figure 3-13).
Open the drop-down list in the First Step field and select the first step.
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Workflow : Dev > Test » Pre-Prod > Prod I [=1F3
WUTkﬂUW] Layuut} Step Sequence} } Package Wurkﬂuws} ReuuestTypes] Ownershlpl ] ]
Name: [Dew = Test = Pre-Prod = Prod Workflouw Scope | J

Description: |Test Warkflow far Demand Management

Enabled: @ Yes © No First Step |Approva\ Request

Assign Resource
hore Information

Reopen Step

Subvworkfloves

Subworkflow:. € Yes & No
Sample Subworkd o

alidation Close {immediate success)
P—
Parameters
Prompt Token | Description Default Value |
Add | ‘
Werify Ok Save Cancel

‘Reanv

Figure 3-13. Workflow tab

Verifying and Enabling Workflows

Verifying and enabling a workflow are the last steps required to make a
workflow available. Verify aworkflow checks to make sure the logic of the
workflow is correct. Enabling a workflow makes the workflow available for
use.

To verify aworkflow:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens. The Workflow tab is displayed.
3. At the bottom left-hand corner of the Workflow tab, click Verify.

The logic of the workflow is checked and a status window is returned.

To enable aworkflow:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.
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2. Open aworkflow.

The Workflow window opens. The Workflow tab is displayed.
3. In the Workflow tab, in the Enable field, select Yes.

The workflow is enabled.

Workflow : Untitled2
Wurkﬂuw] Layuuﬂ Step Sequeﬂce}

Mame: |Dalabase Enhancement Wiorkflow Scope [FERIEEE]
- PP - PR Packages
o First 8180 |5 lease Distributions

Reopen Step | j

} Package Wurkﬂuws} RequestTypes} meersh\p} } }

Subwrarkfloves

Subvworkflowe: © Yes & No Use in Release Distributions: =

Validation:
lzon Mame: |

Parameters

Token Description Default Yalue

Prompt

Add | |

) oK Save Cancel

Ready

4. In the Workflow tab, click Save.

The changes to the workflow are saved.
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Configuring Workflow Steps

Every time aworkflow step is dragged and dropped from the Workflow Step
Source window to the Layout tab of the Workflow window, a Workflow Step
window opens. Y ou can enter none, some, or all of the known information at
theinitial window opening, or you can open the Workflow Step window later in
the workflow design process.

Information entered in the Workflow Step window can be gathered from the
appropriate Workflow Step Worksheets. Each Workflow Step window includes
the following tabs:

Properties. General information concerning the workflow step is defined
under the Properties tab.

Security. Permission settings for specific individuals or groups authorized
to act on aworkflow step are defined under the Security tab.

Notifications. Emails can be sent when aworkflow step becomeseligible or
after aworkflow step is complete. Notifications can inform a user of atask
(workflow step) to perform, such as review and approve a new request.
Notifications can also inform agroup of users of the results of atask.
Notifications are defined under the Notifications tab.

Timeout. Timeouts determine how long aworkflow step can remain
inactive before generating an error. Timeouts are defined under the
Timeout tab.

User Data. Product entities such as packages, workflows, requests and
projectsinclude a set of standard fields that provide information about
those entities. While these fields are normally sufficient for day to day
processing, user data fields provide the ability to capture additional
information specific to each organization. User data is defined under the
User Data tab. If there are no user datafields, the User Data tab is disabled.

Results. Each workflow step includes avalidation. The Resuits tab lists the
validation, the component type and the results.
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Properties | security| Motificatians | Timeaut| User Dzt | Resutts |

Step Murmber: ‘ q

Step Marne: | Chack Object Type

Action Summary:

Drescription:

Source Type: ‘ Execution

Source Mame: |Gheck Object Type

Enabled: * Yes " Na
Dizplay: ‘Only When Active j Decision
Winrkflowy Parameter: ‘NONE j Workflow Step Properties

{* Source Environment: = Workflow Step

€ Source Envircnmert Group: | Properties | Security| Motifications | Timeaut| User Dzt | Resuits|

Step Mumber: |4
' Dest Environment: I—
Step Marne: [Approval Regquest
" Dest Environment Group: I Action Summary; |
Save to OMIGLM Archive? ( ‘es Descriction: |
v Lead Time: ‘ Source Type: |Deci5mn
Project Sttus: Source Name: |Approval Reguest - Mare Info
Currert % Cormplets: ‘ Enabled: (' Yes " Mo

Parent Azsigned To User: I Display: |AIWa\:’S j
Parent Assigned Ta Group: | Wiorkflow Parameter: [NONE |

Wotkflowe Step Information ‘ Ay Lead Time: |
Authentication Required \ Request Status: | E

Currert % Cormplete: |20

E Parent Assighed To User: I EH
‘Readv Parent Assigned To Group: I
Execution Warkflow Step Information |htlp:ﬁitgqa.kintana.comnestingi’?T‘r’PE:Documentation ﬂ
WOrkﬂOW Step Pl’OperﬁeS Authertication Required |N0ne j

Ok | | Cancel |

Reay

Figure 3-14. Workflow step properties
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Configuring General Information for Workflow Steps

General information concerning the workflow step is defined in the Workflow
Step window under the Properties tab.

To add general information to a workflow step:

1.

Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open the Layout tab of the Workflow window.

. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.

. In the menu window, select Edit.

The Workflow Step window opens.

. Make sure you are in the Properties tab.

The Properties tab is the default tab for the Workflow Step window.

. Complete the fields in the Properties tab.
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Properties | security| Motifcatians | Timeaut| | Resuits|

Step Murmber: ‘ q

Step Marne: | Chack Object Type

Action Summary: ‘

Drescription: ‘

Source Type: ‘ Execution
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WOrkﬂOW Step Prope,ﬁes Authertication Required |N0ne j

Ok | | Cancel |

Ready

8. In the Properties tab of the Workflow Step window, click Save.

The changes to the workflow are saved.
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Configuring Security for Workflow Steps

Workflow steps need to have permission settings to define the specific
individuals or groups who are authorized to act on each workflow step.

To add workflow step security to aworkflow step:

1.

Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open the Layout tab of the Workflow window.

. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.

. In the menu window, select Edit.

The Workflow Step window opens.

. In the Workflow Step window, select the Security tab.

The Security tab opens.

. In the Security tab, click New.

The Workflow Step Security window opens.
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Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number .

Value

Step Name

Goal | Result of Step

Validation*

Decisions Required
(ot on Step's outcome?)

w One
# At Least One
= Al

Security (who can act on step):
= Securty Group

= Lser Mame

= Standard Token

NLser Defined Token

\_/

Include Motification (vesho)

£ Workflow Step E] Erent
________ __ _ -  _______________ LWy

Properties SBEUFiW] Nmiﬂcatmns} Timeout]

| Resuits|

Ine
dress

Security Type

Security

Group

Security Group Marne

ITG Project Manager

ol Token

Security Group Name

PFM - Finance Review Board

fined Token

Security Group Mame

ITG Time Management User

Security Group Marne

ITG User Admin

Message

Security Group Name

ITG Time Manager

stus ot Step

Security Group Mame

ITG Administrator

Complete ot Step

ion Required (Y

ion Type (if ¥

Apply | Cancel

Ready

8. In the Workflow Step Security window, select the security type from the
drop-down list.

The security type options are:

e Enter a Security Group Name. Select a security group to act upon the
workflow step. Selecting a security group changes the name of the
autocomplete field to Security Group. The security typeis dynamically
changed to Security Group.

e Enter a Username. Select a user to act upon the workflow step.
Selecting a user changes the name of the autocomplete field to
Username. The security typeis dynamically changed to Username.
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e Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
autocomplete field to Standard Token. The security typeis left
undefined. Select a standard token from the autocomplete field. The
Security Type field is defined based on the standard token chosen.

e Enter a User Defined Token. Select a user defined token to act upon the
workflow step. Selecting a user defined token changes the name of the
autocomplete field to User Defined Token. The security typeis
dynamically changed to a drop-down list. The Tokens button is
enabled. Click Tokens to open the Token Builder window and select a
token. Select one of the following from the drop-down list:

» Username. The sdlected token resolves to a username.
m User ID. The selected token resolvesto auser ID.

= Security Group Name. The selected token resolves to a security
group.

= Security Group ID. The selected token resolves to a security group
ID.

9. In the Workflow Step Security window, click OK.
The Workflow Step Security window closes.
10. In the Workflow Step window, click OK.
The Workflow Step window closes.
11. In the Security tab of the Workflow Step window, click OK.

The changes are added to the workflow.
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Configuring Dynamic Security for Workflow Steps

Workflow steps can also be configured so that its security is determined at
runtime based on information entered in the request or package.

To configure aworkflow step with dynamic security:

1.

Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open the Layout tab of the Workflow window.

. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.

. In the menu window, select Edit.

The Workflow Step window opens.

. In the Workflow Step window, select Security tab.

The Security tab opens.

. In the Security tab, click New.

The Workflow Step Security window opens.

. In the Workflow Step Security window, select the security type from the

drop-down list.
The security type options are:

e Enter a Security Group name. Select a security group to act upon the
workflow step. Selecting a security group changes the name of the
autocomplete field to Security Group. The security typeis dynamically
changed to Security Group.
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e Enter a Username. Select a user to act upon the workflow step.
Selecting a user changes the name of the autocomplete field to
Username. The security typeis dynamically changed to Username.

e Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
autocomplete field to Standard Token. The security typeis left
undefined. Select a standard token from the autocomplete field. The
Security Type field is defined based on the standard token chosen.

e Enter a User Defined Token. Select a user defined token to act upon the
workflow step. Selecting a user defined token changes the name of the
autocomplete field to User Defined Token. The security typeis
dynamically changed to a drop-down list. The Tokens button is
enabled. Click Tokens to open the Token Builder window and select a
token. Select one of the following from the drop-down list:

» Username. The sdlected token resolves to a username.
m User ID. The selected token resolvesto auser ID.

= Security Group Name. The selected token resolves to a security
group.

= Security Group ID. The selected token resolves to a security group
ID.

9. In the Workflow Step Security window, click OK.
The Workflow Step Security window closes.
10. In the Workflow Step window, click OK.
The Workflow Step window closes.
11. In the Security tab of the Workflow Step window, click OK.

The changes are added to the workflow.
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Configuring Notifications for Workflow Steps

Notifications can be sent when aworkflow step becomes eligible or after a
workflow step iscomplete. Notifications can inform auser of atask (workflow
step) to perform, such as review and approve anew request. Notifications can
also inform agroup of users of the results of atask (workflow step).
Notifications are defined in the Notifications tab of the Workflow Step window.

When configuring a notification for aworkflow step, consider the following:
e When to send the notification

e Who should receive the notification

e What the notification should say

Review the Workflow Step Worksheet for notification information.

To add a notification to a workflow step:

1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. Open the Layout tab of the Workflow window.
4. Right-click aworkflow step.
The workflow step is highlighted. A menu window opens.
5. In the menu window, select Edit.
The Workflow Step window opens.
6. In the Workflow Step window, select the Notifications tab.
The Notifications tab opens.
7. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.
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8. In the Setup tab of the Add Notification for Step window, configure:

e When the notification should be sent (Event and Interval)

e Who receives the notification (Recipients)

9. In the Message tab of the Add Notification for Step window, configure the

body of the notification.

£ Workflow Step

Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number _|

Step Nams

Goal / Result of Step

Validation*

Decisions Required = One
(Wote on Step's outcome?) w At Least One

= A

Timeout (Days)

Securty (who can act on step):
# Securlty Group

= User Name

= Standard Token

Propemes} Secul

rity Motifications l T|meou1]

| Resuits|

Event
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Interval Enahled |
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Etror Message Distribut...[3:00 AW Daily M-F
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‘Workflow Step Eligible ... [8:00 Al Daily M-F

ALL
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Ok | Apply | Cancel

Ready
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Hotification Message
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10. In the Add Notification for 1Step window, click OK.

The notification is added to the Notifications tab. Y ou can send different
notificationsto different recipientsfor different events by clicking New and
repeating the previous process. The following lists some of the reasons you
might want to send different notifications for a single workflow step:

e Send different notifications depending on the result of the step

e Send different notifications depending on the type error
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e Sendthenotificationsto adifferent set of users depending onthe step’s
result or error

e Specifying different intervals or reminders based on the type of step
error

11. In the Notifications tab of the Workflow Step window, click OK.

The changes are added to the workflow.

Configuring Setup Tabs

Y ou can configure aworkflow step to send notifications at different times,
different intervals, different events, and to different recipients.

Sending Notifications when Workflow Steps become Eligible
To send a notification when aworkflow step becomes dligible:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 84. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.

4. Configure the Setup tab asfollows:
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Field

Value

Notes

Event

Eligible

Interval

Immediate

A notification can be sent at different
intervals. For example, you might
choose to send a notification of a final
approval step at midnight so that it is
ready for approval in the morning.

Note also that multiple notifications to
a single recipient can be brought
together in a batch and sent together.
Selecting an interval other than
Immediate will allow this batching to
occur.

Send Reminder

Yes/No

This field is optional. A reminder
notification can be sent if the
notification event is still true after a
period of time. For example, a
reminder can be sent if a step is still
Eligible after a number of days. A
reminder cannot be sent if the
notification event is All.

Enabled

Yes

5. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.

6. In the Workflow Step window, click OK.

The changes are added to the workflow.

Sending Notifications when Workflow Steps have Specific Results

It is possible to configure a notification to be sent when aworkflow step has a
specific decision or execution result. The value for these results is determined

by the workflow step source’ s validation.

To send notification when aworkflow step has a specific result:

1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 84. The
Notifications tab opens.
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2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.

4. Configure the Setup tab asfollows:

Field

Value

Notes

Event

Specific Result

Value

Select the value to
trigger the
Notification.

The list of values is determined by the
workflow step source’s validation.
Therefore, this selection will always
be limited to the possible results of
the step.

Interval

Immediate

A notification can be sent at different
intervals. For example, you might
choose to send a notification of a final
approval step at midnight so that it's
ready for approval in the morning.

Note also that multiple notifications to
a single recipient can be brought
together in a batch and sent together.
Selecting an interval other than
Immediate will allow this batching to
occeur.

Send Reminder

Yes/No

This field is optional. A reminder
notification can be sent if the
notification event is still true after a
period of time. For example, a
reminder can be sent if a step is still
Eligible after a number of days. A
reminder cannot be sent if the
notification event is All.

Enabled

Yes

5. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.

6. In the workflow Step window, click OK.

The changes are added to the workflow.

88

Mercury Change Management™: Configuring a Deployment System




Chapter 3: Configuring Workflows

Sending Notifications When Workflow Steps Have Specific Errors

It is possible to configure the notification to be sent when aworkflow step has
aspecific error. Table 3-1 lists the workflow step errors.

Table 3-1. Specific errors for workflow steps

Specific Error

Meaning

No consensus

When all users of all security groups, or users linked to the
workflow step need to vote, and there is no consensus.

No recipients

When none of the security groups linked to the workflow step
has users linked to it, no user can act on the workflow step.

Timeout

When the workflow step times out. Used for executions and
decisions.

Invalid token

Invalid token used in the execution.

ORACLE error

Failed PL/SQL execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.

Command
execution error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not included in
the validation.

Parent closed

For wf_receive or wf_jump steps, a request is expecting a
message from a package line that is cancelled or closed.

For wf_receive or wf_jump steps, a package line is expecting a

Child closed message from a request that is cancelled or closed.
For wf_receive or wf_jump steps, a request is expecting a
No parent .
message from a package line that has been deleted.
. For wf_receive or wf_jump steps, a package line is expecting a
No child
message from a request that has been deleted.
Multiple jump For wf_jump steps in a package Line, different result values
results were used to transition to the step.

Multiple Return
Results

When the package level subworkflow receives multiple results
from package lines that traversed through it.
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To send a notification when aworkflow step has a specific error:

1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 84. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.

The Setup tab is the default tab.

4. Configure the Setup tab asfollows:

Field

Value

Notes

Event

Specific Error

Error

Select the value to
trigger the
Notification.

This is a standard set of errors. See
Sending Notifications When
Workflow Steps Have Specific Errors
on page 89.

Interval

Immediate

A notification can be sent at different
intervals. For example, you might
choose to send a notification of a
final approval step at midnight so that
it's ready for approval in the morning.

Note also that multiple notifications to
a single recipient can be brought
together in a batch and sent
together. Selecting an interval other
than Immediate will allow this
batching to occur.

Send Reminder

Yes/No

This field is optional. A reminder
notification can be sent if the
notification event is still true after a
period of time. For example, a
reminder can be sent if a step is still
Eligible after a number of days. A
reminder cannot be sent if the
notification event is All.

Enabled

Yes
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5. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.
6. In the Workflow Step window, click OK.

The changes are added to the workflow.

Specifying the Time Notifications are Sent

Use the Interval field in the workflow step to specify when the notification will
be sent. The interval determines how frequently the notification will be sent.

To send the time notification are sent:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 84. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.
4. Configure the Setup tab, configure the Interval field as follows:

e 8:00 AM Daily M-F: This notification is sent every 8:00 a.m.on the next
available work day after the notification event occurs.

e Hourly M-F: This notification is sent every hour, starting on the next
available work day after the notification event occurs.

e Immediate: Thisnotification is sent immediately.
5. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.
6. In the Workflow Step window, click OK.

The changes are added to the workflow.
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Sending Follow Up Notifications (Reminders)

A reminder notification can be sent if the notification event is still true after a
period of time. For example, areminder can be sent if a step is still Eligible
after anumber of days. A reminder cannot be sent if the notification event is
All.

To send follow up notifications:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 84. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.

4. In the Setup tab, configure the Interval field as follows:

Field Value Notes
Event Selects any event except for All.
Send Reminder Yes Selecting Yes enables the Reminder

Days field.

Enter the number of | The number of days to wait before

Reminder Days days. sending a reminder notification.

5. In the Setup tab, click OK.
The Setup tab closes. The Workflow Step window opens.
6. In the workflow Step window, click OK.

The changes are added to the workflow.
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Configuring Notification Recipients

When creating a notification, at least one recipient must be added for the
message. The recipient can be a specific user, all members of a security group,
or any email address.

To add arecipient to a notification:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 84. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Setup tab.
The Setup tab is the default tab.
4. In the Setup tab, click New.

The Add New Recipient window opens.

j_& n“-u—_-—__g

Setup ] Message]

FOption:
Description: |Wurkﬂow Step Error Message Distribution
Evem:|8peciﬂc Error j
‘ Error:|No CONSENSUS ﬂ
Interval: [:00 AM Daily M-F |
Send reminder? © Yes & Mo
Enabled: @ Yes " Mo ™ Dontsendifobsolete
rRecipierts
= Add Mew Recipient
Recipient Type
70 " ce [ Bee |EnteraUsername j
Usarname:l
e Recipient Type: [Usernarme
e — | oK | Add | Cancel
T E— [Reacty
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5. Select how to specify the recipient from the drop-down list:

e Enter a Security Group. Select a specific security group, and all enabled
usersin the group with email addresses will receive the notification.

e Enter a Username. Select a specific user to receive the notification. The
user must have an email address.

e Enter an Email Address. Enter any email address of the notification.

e Enter a Standard Token. Select from alist of system tokens that
corresponds to a user, security group, or email address.

e Enter a User Defined Token. Enter any field token that correspondsto a
user, security group, or email address.

Selecting a value will automatically update the Recipient Type field. For
example, selecting Enter a Security Group Will change the Recipient Type
field to Security Group.

6. Enter the specific value that corresponds to the recipient type selected
above.

This can be ausername, email address, security group, or atoken.

Use security groups or dynamic access (distributions) to define the
notification recipients whenever possible. Avoid specifying alist of users
or an individual user’s email address. If thelist of users changes (dueto a
departmental or company reorganization), that list would have to be
updated manually. By using a security group instead of alist of users, the
security group can be updated once, and the changes will be propagated
throughout the workflow steps.

Use distributions when sending a notification to an undetermined party.
For example, the notification can be configured to be sent to the Assigned
to User by specifying [REQ.ASSIGNED_TO_USERID] in the Add New
Recipient window.

7. In the Add New Recipient window, click OK.
8. In the Setup tab, click OK.

The Setup tab closes. The Workflow Step window opens.
9. In the Workflow Step window, click OK.

The changes are added to the workflow.
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Configuring Message Tabs

It is possible to construct the notification’s message to ensure that it contains
the correct information or instructions for the recipient. For example, if a
notification is sent to instruct you that a request requires your approval, the
message should instruct you to log onto Mercury IT Governance Center and
update the request’ s status. Additionally, the notification should include a link
(URL) to the referenced request.

Notifications include the following features to make them easier to configure
and use:

e Select from a number of pre-configured notification templatesto more
quickly construct the body of your message.

e The body of the notification can be plain text or HTML.

e Multiple tokens can be included in the notification. These tokens will
resolve to information relevant to the recipient. For example, you can
include tokens for the URL to the request approval page, information on
request status and priority, and emergency contacts.

To configure the message in a notification:
1. In the Workflow Step window, open the Notifications tab.

See Configuring Notifications for Workflow Steps on page 84. The
Notifications tab opens.

2. In the Notifications tab, click New.

The Add Notification for Step window opens. The Add Notification for Step
window has two tabs. Setup and Message.

3. In the Add Notification for Step window, select the Message tab.

The Message tab opens.
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£ Add Notification for step: Approval Request

Setup Message]

Motification Template: |Standard HTML Message (HTML)

Motification Format: |HTML

From: | \

Choose...

Clear

RepIyTU.| \

Choose...

Clear

Subject [IT Governance - Demand Management Alert
Body:

xxxx P Wa 1 NEW_5 TATOS [/ THs
<STLx
</table>
</l
<td class="notificationspace >/ td>
TATEF
<trx
<td height="20" colspan="2"></tdx
LATEF
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</bodyx
</htmlx

4

Tokens

Ok Cancel

|Ready

4. Select a Notification Template from the drop-down list.

This updates the contents in the Body section with the information defined

for the selected template.

5. In the Notification Format field, select HTML or Plain Text from the

drop-down list.

Selecting HTML allows more flexibility when formatting the look and feel
of the notification. The HTML code can be written and tested in any
HTML editor and then pasted into the Body window.

6. Select values for the From and Reply to fields.

7. Construct the body of the message.

When constructing the body, consider utilizing the following:

e Tokenfor the URL to the Request Detail page. See Table 3-2 on page 98

for alist of these tokens.

e Token for the URL to the package (Workbench or standard interface).
See Table 3-2 on page 98 for alist of these distributions.

e Tokens in the body of the message. Click the Tokens button to access
the Token Builder window where tokens can be added to the message

body.
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e Tokens related to specific package lines or request detail fields. Add
tokensto the Linked Token list to include tokens that resolve information
related to the individual package line or request detail field.

8. In the Message tab, click OK.

The Add Notification for Step window closes. The Notifications tab is
enabled.

9. In the Notifications tab, click OK.

The changes to the workflow are saved.

Using Tokens in the Message Body

It is possible to select any of the available tokens accessed through the Token
Builder window to include in the body of your message. However, not all
tokens will resolve in al situations. As a general rule, tokens associated with
the request or workflow will resolve.

Including URLs (Smart URLs)

When you receive a notification, it is often helpful to have alink to theitem
needing attention. Notifications can be configured in the body of a notification
to include the Web address (URL) for the following entities:

e Packages

e Requests

o Request Types
e Projects

e Tasks

o Workflows

e Validations

o Object Types
e Environments

If you are viewing your email with a Web-based mail reader (such as
Microsoft Outlook or Netscape Messenger), you can click the URL in the
notification and be taken directly to the referenced entity.
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For workflows, request types, validations, object types and environments the
notification can use the entity ID or the entity name as the parameter in the
URL. Thiswill bring you to the correct window in the Workbench and open
the detail window for the specified entity.

The most commonly used smart URL tokens for packages and requests are
described in Table 3-2.

Table 3-2. Smart URL tokens

Smart URL Token Description

Provides a URL that loads the package

PACKAGE_URL Details page in the standard interface.

Provides a URL that loads the package

WORKBENCH_PACKAGE_URL window in the Workbench.

Provides a URL that loads the request

REQUEST_URL Details page in the standard interface.

Configuring Timeouts for Workflow Steps

Timeouts determine how long a workflow step can remain eligible before
generating an error. The Timeout tab in the Workflow Step window is used to set
atimeout for the workflow step. See the Timeout field in the Workflow Step
Worksheet for information on how long to set the timeout.

To set timeouts for aworkflow step:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. Open aworkflow.

The Workflow window opens.
3. Open the Layout tab of the Workflow window.
4. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.
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5. In the menu window, select Edit.
The Workflow Step window opens.

6. In the Workflow Step window, select the Timeout tab.

The Timeout tab opens.
Decision Workflow Step Worksheets
Table A-5. Workflow step [decision], step number ___.
Value
Step Name
Goal / Result of Step
Validation*
Decisions Required w One
(*ote on Step's outcome?) A Least One
Timeot (Days) Y
= Security Group
me
=P g o Token
] fined Token
F'ropenies] Securiwl MNotifications TImEDUt] ] Resu\ts] ——
& Use Yorkflow Step Source Evert
Tirneout | |3 ‘ J Recipient:
" sSpecific valug n:ress
Timeout Type | J Group
ol Token
Timeout | J fined Token
Message
stus ot Step
Complete ot Step
ion Required (Y
ion Type (if ¥

OK Apply | Cancel

Ready

7. Configure the timeout as follows:

e Use Workflow Step Source. Thisisthe default setting. The Workflow
Step Source field determines the workflow step’ s timeout. The Timeout
and Interval fields are disabled.

e Specific Value. You can enter avalue for the workflow step’s timeout
according to the Timeout Type entry.

8. In the Timeout tab of the Workflow Step window, click Apply.

The changes are applied to the workflow.
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Configuring Transitions for Workflow Steps

Transitions are the rules that logically connect workflow steps. They are added
to aworkflow to establish what direction a process should take based on the
results of aworkflow step. For example, arequest is entered into arequest
resolution system. Thefirst step in the workflow is to Review Request. From
thisworkflow step, the request might be Approved or Not Approved. Both
Approved and Not Approved are transitions from the Review Request workflow

step.

Transitions are added to a workflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab of the
Workflow window. Y ou can choose a transition between workflow steps based
on the following workflow step results:

e Specific result. The specific result follows this transition. The specific
resultsisthe default workflow step results. Specific results are based on the
workflow step’s validation.

e Other results. All other results that do not have transitions set follow this
transition.

e All results. All results follow this transition.

e Specific Event. (Demand Management only.) The specific event followsthis
trangition. Specific events are based on the workflow step’s validation.
Used only for Demand Management I T solution.

e Specific Error. The specific error follows this transition.

e Other Errors. All other errors that do not have transitions set follow this
transition.

e All Errors. All errors follow this transition.
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Adding Transitions Based on Specific Results

To add a Specific Result transition:

.1

. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open the Layout tab of the Workflow window.

. Right-click aworkflow step.

The workflow step is highlighted. A menu window opens.

. In the menu window, select Add Transition.

The menu window closes. The workflow step remains highlighted.

. Select the destination workflow step for the transition.

A line with an arrowhead appears between the workflow steps. The Define

Transition and Step Transitions windows opens. The Define Transition window
is enabled and has many options on how to define the transition. The most
common transition is Specific Results. For information on other transitions

definitions, see Adding Transitions not Based on Specific Results

on page 103.

. In the Define Transitions window, from the Specific Results drop-down list,

select the appropriate transition.

. In the Define Transition window, click OK.

The Define Transition window closes. The Step Transitions window is
enabled.
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9. In the Step Transitions window, click Apply or OK.

The trangition is added to the Step Transitions window. Clicking Apply
keeps the Step Transition window open. To add another validation to the
trangition, click New and add another transition value. Click OK to add the
transition value and close the Step Transitions window. The defined
transition name is added to the transition line.

Select - Add Transition

&dd Transition ...
Edit ...
ﬁ Delete ...
Edit Source... % -ﬂd = AND Select the
L. Review Bequedt /b o D Specific Results
to appear on the
Transition
7 Cther Results:
[ x|
From Step: |G N0l J
To Step: |Test
Transitions
Type | Operatar | Value | Require Mote | an
Specific Result |5 |Approved [N |
Add ‘ Cancel
mew | | \
0K | | Cancel |
[Reauy

10. At the bottom of the Layout tab, click Save.

The changes to the workflow are saved.
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Adding Transitions not Based on Specific Results

Transitions are added to a workflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab of the
Workflow window. Specific resultsis the default transition value for the
transition. The following lists other transition values:

e Other results

o All results

e Specific Events
e Specific Error
e Other Errors

e All Errors

Adding Transitions Based on Data in Tables

It is possible to transition based on information stored in atable. To transition
using this method, use a workflow execution step with an execution type of

SQL.

When transitioning from a properly configured execution step (Execution
Type = SQL Statement), trangition based on a specific result. The possible
results are defined in the workflow step source’s validation. The valuesin this
list are determined by a SQL query of a database table.

Aswith any execution step, configure this transition to be an immediate or
manual step.

Adding Transitions Based on All But One Specific Value

It is possible to transition based on all but one specified value. Y ou can use
Other Results when multiple transitions are exiting a single step. Other Results
will act as the transition if none of the other explicit transition conditions are
satisfied.

For example, you might want to transition all Critical requests one way and all
other results (High, Normal, Low) in adifferent way.

To add atransition based on all but one specific value, create atransition from
from aworkflow step based on avalue in Specific Results. Create a second
transition from the same workflow step. For the second transition, specify
Other Results in the Define Transition window.
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Figure 3-15. Transitions using other results

Adding Transitions Based on All Results

It is possible to define arequest to transition regardless of the step’s actual
results. For example, you may want to run a subworkflow to perform server
maintenance after the on-call server contact isidentified. To do this, add a
transition from the Specify Contact step to the subworkflow. Since the next step
in the process does not depend on the result of the step, it is appropriate to use
the All Results transition. To do this, define atransition from the step and select
All Results.

Consider using an All Results transition when kicking off a sub-process. Note
that you can still define transitions based on Specific Results Or errors when you
select All Results. Y ou can bring the process together later using an AND step.

Adding Transitions Based on Errors

It is possible to transition based on a specific error that occurs during an
execution step. The business process may then be branched based on likely
execution errors such as Timeout, Command Execution, Or Invalid Token (See
Table 3-3). When adding atransition, select the Specific Error radio button in
the Define Transition window. From the drop-down list, select the error.

Table 3-3. Workflow transition errors

Transition Option Meaning
Multiple Return When the package level subworkflow receives multiple
Results results from package lines that traversed through it.

When all users of all security groups, or users linked to the

No consensus :
workflow step need to vote, and there is no consensus.

When none of the security groups linked to the workflow
No recipients step has users linked to it, no user can act on the workflow
step.
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Table 3-3. Workflow transition errors [continued]

Transition Option

Meaning

Timeout

When the workflow step times out. Used for executions and
decisions.

Invalid token

Invalid token used in the execution.

ORACLE error

Failed PL/SQL execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the integer field.

Invalid date

Validation includes an invalid value in the date field.

Command execution
error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not included
in the validation.

Parent closed

For wf_receive or wf_jump steps, a package line is
expecting a message from a request that is cancelled or
closed.

For wf_receive or wf_jump steps, a request is expecting a

Child closed message from a package line that is cancelled or closed.
For wf_receive or wf_jump steps, a package line is
No parent :
expecting a message from a request that has been deleted.
No child For wf_receive or wf_jump steps, a request is expecting a

message from a package line that has been deleted.

Multiple jump results

For wf_jump steps in a package line, different result values
were used to transition to the step.

Adding Transitions Back to the Same Step

It is possible to retain the option of resetting failed execution workflow steps,
rather than immediately transition along afailed path. Thisis often helpful
when troubleshooting the execution (see Figure 3-16).

L
p BT
. 3. Cloge - 100%
2. Decign Code

Figure 3-16. Transitioning back to the same step
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When the commands execute successfully, they will follow the Success
trangition path. However, when the commands fail, they will not transition out
of the step because no transition has been defined for the FAILED result. The
user has to manually select the workflow step and select FAILED - RETRY. The
execution will re-run.

Do not use an immediate execution workflow step when a FAILED result is
feeding directly back into the execution workflow step. Thiswould resultin a
continual execution-failure loop.

To transition arequest or package line based on avalue in afield, you must:
e Configure an execution workflow step
e Configure the transition for the execution workflow step

To transition back to the same execution step:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. Open the Layout tab of the Workflow window.
4. Configure an immediate execution workflow step.

a. From the Workflow Step Source window, copy an existing immediate
execution workflow step.

The Execution window opens.

b. Complete the fields in the Execution window as specified in the
following table:
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Field in Execution
Window

Value

Workflow Scope

Requests for request tracking and resolution processes,
Packages for deployment processes, or Release
Distributions for release processes.

Execution Type

Token

Processing Type

Immediate

Validation

Create a validation with the following validation values.

Succeeded

e Failed

e Failed - Reset

e Failed - Rejected

For details on how to create a validation, see Commands,
Tokens, and Validations Guide and Reference.

Enabled

Yes

c. In the Execution window, click OK.

d. The new execution workflow step is saved and the Execution window

closes.

5. Add the new execution workflow step to the workflow.

6. Right-click the immediate execution workflow step.

The workflow step is highlighted. A menu window opens.

7. Add the transition.

a. In the menu window, select Add Transition.

The menu window closes. The workflow step remains highlighted.

b. Select several points near the execution workflow step, then select the
source workflow step.

The Define Transition and Step Transitions windows opens. The Define
Transition window is enabled and has many options on how to define

the transition.
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¢. In the Define Transitions window, from the Specific Results drop-down
list, select the appropriate transition.

The Validations in the Specific Results drop-down list are the validation
created for the execution workflow step. For example, select
Failed - Reset.

d. In the Define Transition window, click OK.

The Define Transition window closes. The Step Transitions window is
enabled.

e. In the Step Transitions window, click OK.

The transition is added to the Step Transitions window. The Step
Transitions window closes. The defined transition name is added to the
transition line.

8. At the bottom of the Layout tab, click Save.

The changes to the workflow are saved.

Adding Transitions Based on Previous Workflow Step Results

It is possible to use workflow parametersto store the result of aworkflow step.
This value can then be used later to define atransition. The basic steps of
adding a transition based on a previous workflow step result are:

1. In the Workflow window, in the Workflow tab, create a workflow parameter.

2. Create atoken execution step to resolve the value in the workflow
parameter.

3. For aworkflow step, in the Properties tab of the Workflow Step window,
specify the name of the workflow parameter in the Workflow Parameter
field.

One step in this example process requires the user to route the request based on
the type of change (code or database). The decision made at this step isthen
considered later in the process to correctly route rework of the specific type.
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Figure 3-17. Add a transition based on a previous workflow step

To add atransition based on a previous workflow step:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens. The Workflow tab is displayed.
3. In the Workflow tab, create a Workflow Parameter.
a. In the Workflow tab, in the parameters section, click Add.
The Workflow Parameters window opens.
b. Complete the fields in the Workflow Parameters window.
c. In the Workflow Parameters window, click OK.

d. The workflow parameter is saved and the Workflow Parameters window
closes.

4. In the Workflow window, select the Layout tab.
The Layout tab opens.

5. Configure an execution workflow step with atoken that resolvesthe value
in the workflow parameter.

Note that the validation used in this step should contain the same values as
the validation specified in the Type of Change decision step.
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a. From the Workflow Step Source window, copy an existing execution
workflow step.

The Execution window opens.
b. Configure the workflow step as displayed in the following illustration:
c. In the Execution window, click OK.

d. The new execution workflow step is saved and the Execution window
closes.

6. Add the new execution workflow step to the workflow.
a. Add aworkflow step to the workflow.
The Workflow Step window opens.

b. In the Workflow Step window, in the Properties tab, select the workflow
parameter from the Workflow Parameter drop-down list.

c. Inthe Properties tab, click OK.
7. Add the steps and transitions as shown in Figure 3-17 on page 109.
8. In the Layout tab, click OK.

The changes to the workflow are saved.

Adding Transitions To and From Subworkflows

A transition to a subworkflow step is made in the same way as atransition to
any other workflow step (execution, decision, or condition). The transition is
graphically represented by an arrow between the two steps. The package line
or request proceeds to the first step designated in the subworkflow definition.

When the package or request reaches the subworkflow step, it follows the path
defined in that subworkflow. It either closes within that workflow (at a Close
step) or returns to the parent workflow.

For a package line or request to transition back to the parent workflow, the
subworkflow must contain areturn step. The transitions leading into the return
step must match the validation established for the subworkflow step. In the
following example, the transitions exiting the Rework and Test Step (Successful
Test and Failed Test) match the possible transitions entering the subworkflow’ s
return step.
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Figure 3-18. Transitioning to and from subworkflows

Users must verify that the validation defined for the subworkflow step is
synchronized with the transitions entering the return step. The subworkflow
validation is defined in the Workflow window.

Users typically define the possible transitions from the subworkflow step
during the subworkflow definition.

The subworkflow step validation cannot be edited if the subworkflow is used
in another workflow definition. The subworkflow field cannot be edited if the
subworkflow is used in another workflow definition.

Configuring Validations for Workflow Steps

Validations determine the acceptable values for fields. Validations maintain
data integrity by ensuring that the correct information is entered in afield
beforeit is saved to the database. For workflow steps, validations ensure the
correct transitions are associated with the correct workflow step.

Validations are defined for each workflow step found in the Workflow Step
Source window. Opening aworkflow step in the Workflow Step Source window
opens the Decision window. The Decision window contains the workflow step’s
default information. One piece of the default information is the validation.
Figure 3-19 on page 112 illustrates the Decisions window of the Approve (One
User) decision workflow step and the validation listed in the Decision window.
In this example, the validation is WF - Approval Step. By checking the
validation, WF - Approval Step has two validation values:

® Approved
e Not Approved

Once aworkflow step is added to a workflow, the transition can be added.
Opening the workflow step’s Define Transition window, the validation values
are displayed as the Specific Results field.
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Figure 3-19. Workflow step sources and validations
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Validations and Execution Type Relationships

There is acorrelation between the validation and the execution type. For
data-dependent transitions (token, SQL, PL/SQL), the validation must contain
all possible values of the query or token resolution. Otherwise, the execution
step could result in avalue that is not defined for the process, and the request or
package line could become stuck in aworkflow step.

For most built-in workflow events and executions that run commands, the
validation often includes the standard workflow results (Success or Failure). If
the commands or event execute without error, the result of Success isreturned,
otherwise, Failure s returned.

Table 3-4 summarizesthis relationship between validations and execution
types.

Table 3-4. Relationship between validation and execution types

Execution Types Validation Notes

Typically use a variation of the WF - Standard
Execution Results validation (Succeeded or
Failed). A few of the workflow events have
Built-in workflow event and specific validation requirements:

workflow step commands e wf return
e wf_jump

e wf_receive

Validation must contain all possible values

PL/SQL function returned by the function.

Validation must contain all possible values for

Token the token.

Validation must contain all possible values for
the SQL query. You can use the same SQL in
the validation (drop-down or autocomplete
list) minus the WHERE clause.

SQL statement
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Integrating Object Types and Workflows

This section detail s the ways in which workflows and object types can
integrate to work together.

Integrating Object Type Commands and Workflows

Object type commands are tightly integrated with Mercury IT Governance
workflow engine. The commands contained in an object type are executed at
execution workflow steps.

It isimportant to note the following concepts regarding command and
workflow interaction:

e To execute object type commands at a particular workflow step, the
workflow step must be configured with the following parameters:

»  Workflow step must be an execution type step.
= Workflow Scope = Packages
m  Execution Type = Built-in Workflow Event

m  Workflow Command = execute_object_commands

e When the object reaches the workflow step (with Workflow Command =
execute_object_commands), all object type commands whose conditions
are satisfied will be run in the order they are entered in the object type's
command panel (Commands tab).

e The object type can be configured to run only certain commands at a
particular step.

e Each object type command can be configured so that only certain steps
(within acommand) are executed within aparticular workflow step. Thisis
set using conditional statements within the command.
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Integrating Environments and Workflows

Environments must be linked to execution workflow steps that require
connection, communication, or transfer between the clients, servers and
databases used in the deployment system.

Environments are specified in the Workflow Step window, accessible from the
Workflow window’s Layout tab. Select the source and destination environment
or environment groups from the fields shown in Figure 3-20.

& B

Properties | security| Motifcatians | Timeaut| | Resuits|

Step Murmber: ‘ q

Step Marne: | Chack Object Type

Action Summary: ‘

Drescription: ‘

Source Type: ‘ Execution

Source Mame: |Gheck Object Type

Enabled: ' Yes " Mo

Dizplay: ‘Only When Active

Wintkflow Parameter: (NOMNE

{* Source Environment: I

" Source Environment Group: I

' Dest Environment: I

" Dest Environmert Group: I

Ay Lead Time: ‘

Project Status: I E

Current 9% Complete: ‘

Patert Azsigned To User: I

Parert Assigned To Group: I

Wotkflowe Step Information ‘

L= mm

Authentication Required |

OK Apply | Cancel |

Reay

Figure 3-20. Workflow step window for environments
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Choosing Source Environments Based on Application Code

Environment groups can be used to dynamically determine the source
environment based on the application code for a package line. The application
codes are picked based on the environments associated with the environment
groups. All application codes associated with an environment are inherited by
the environment group.

To enable the dynamic selection of a source environment:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. From the shortcut bar, select Environments > Environment Groups.
The Environments Workbench window opens.

3. Select an environment group or create a new environment group.
The Environment Group window opens.

4. In the Environment Group window, click the Application Codes tab.

19 =1

Environment Group

Enviranrment Group Marne: | Enabled? * Yes o MNo

Description |

Execution Order |Parallel h Source Environment (Mo App Code) | j

Environments | Hosts Application CDﬂBSI | ownershin| User Accass |

App Code and Ervironmerts [ Primary Source [

oK Save Cancel

Ready

5. Inthe Application Codes tab, select the Primary Source Environment for each
application code.

The primary source environment will automatically be selected as the
source environment in the workflow step when the associated application
code isused in a particular package line.

6. In the Application Codes tab, click OK.

The changes to the environment group are saved.
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Integrating Request and Package Workflows

Request (Demand Management) and package workflows (Change
Management) can be configured to work together, communicating at key
pointsin the request and package processes. A request workflow step can
actually jump to a preselected package workflow step. The package workflow
step receives the request workflow step and acts on it to go to the next step in
the process.

Packages and requests can also be integrated at alevel that does not rely on the
workflow configuration. Attach packages and requests to each entity as
references. Dependencies can then be set on these reference to control the
behavior of the request or package. For example, you can specify that arequest
isaPredecessor to the package. This means the package will not continue until
the request closes.

Two built-in workflow events facilitate this cross-product workflow
integration. These workflow steps are wf_jump and wf_receive. Jump workflow
step (wf_jump) and receive workflow step (wf_receive) are used at the points of
interaction between workflows. Each jump workflow step must be coupled
with a receive workflow step. Workflows can communicate through these
jump and receive workflow step pairs.

As an example of when this kind of communication is useful:

1. A reguest spawns a package for migrating new code to the production
environment.

2. The newly spawned package must go through an Approval step.

3. When the Approval step is successful, the process jumps back to and is
received by the request. The request then undergoes more testing and
changesin the QA Environment.

4. After successfully completing the QA Test, the process jumps from the
request and is received by the package.

5. Since the step has succeeded, the process can now migrate the code
changes to the Production Environment.

This processis graphically represented in Figure 3-21 on page 118.
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Figure 3-21. Jump/Receive workflow steps

The jump and receive workflow step pair must be carefully coordinated. Each
jump workflow step must have an associated receive workflow step, linked
together by a common jump and receive workflow step label defined in the
Workflow Step window. The transition values for entering into and exiting the
jump and receive workflow steps must also be coordinated.

To establish communication between request and package workflows:

1. Set up the WF - Jump/Receive Step Labels validation for use in the Workflow
Step window.

Thisvalidation is used to group ajump and receive workflow step pair. The
selected WF - Jump/Receive Step Labels must match in the paired jump and
receive Workflow Step windows. See Setting Up WF - Jump/Receive Sep
Label Validations on page 119.

2. Create ajump workflow step using the wf_jump Built-in Workflow Event.
See Generating Jump Sep Sources on page 121.
3. Create areceive workflow step using the wf_receive Built in Workflow Event.

See Generating Receive Step Sources on page 123.
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4. Verify that both the jump and receive workflow steps specify the same
WF - Jump/Receive Step Labels.

See Including Jump and Receive Wor kflow Seps in Wor kflows
on page 124.

5. Verify that the transitions exiting the jump workflow step and receive
workflow steps match the possible values entering the jump workflow step.

Setting Up WF - Jump/Receive Step Label Validations
To set up the WF - Jump/Receive Step Labels validation:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. From the shortcut bar, select Configuration > Validations.
The Validation Workbench opens.

3. In the Query tab of the validation Workbench, in the Validation Name field
enter WF - Jump/Receive Step Labels.

4. In the Validation Workbench, click List.
5. In the validation Workbench, click the Results tab.

The WF - Jump/Receive Step Labels islisted in the Results tab.
6. Highlight WF - Jump/Receive Step Labels and click Open.

The Validation window opens.
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7. Click New to define a new validation value that is used to link two
workflows together.

The Add Validation Value window opens.

£ Add Validation Value @

Walug Information I }
Code: |
weaning: |
Deso |
Enable? Detautt: [
Cancel
Ready

8. In the Add Validation Value window, enter the Code, Meaning and Description.
9. In the Add Validation Value window, click OK.
The Add Validation Value window closes. The Validation window is enabled.

10. In the Vvalidation window, click Ownership to select which ownership
groups will have the ability to edit this validation.
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11. In the Validation window, click OK to close the Vvalidation window.

The changesto the validation are saved.

The new validation value is now included in the Jump/Receive Step Label
drop-down list in the Workflow Step window.

For More Information

For more information concerning configuring validations, see Commands,
Tokens, and Validations Guide and Reference.

Generating Jump Step Sources

To create ajump step using the wf_jump built-in workflow event:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. In the Workflow Step Sources window, in the Executions folder, click New.

The Execution window opens.

Execution | ownership| | Used By|
Name | Workflow Scope |ALL j
Desctiption \
Execution Type ‘Bu\ltwnWorkﬂawEvem j Wiorkflon Event |wf,c\nsefsuccess 2
Validation |WF-Standard Execution Results e | pays j
Newe | Open lcan |
Processing Type ‘Manual j Enahled: & Yes " No
Execution
Werify Ok Save Cancel
|Heady
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4. Select either Packages Or Requests from the Workflow Scope drop-down
list, depending on the desired application of the workflow.

Package level subworkflows and Release Distribution workflows can not
include jJump and receive steps.

5. In the Execution window, from the Execution Type drop-down list, select
Built-in Workflow Event.

6. In the Execution window, from the Workflow Event drop-down list, select wf_
jump.

7. In the Execution window, from the validation drop-down list, select or create
avalidation which will be used to transition out of this workflow step.

The validation values exiting the Jump workflow step must match the
possible validation values entering the Jump workflow step.

8. In the Execution window, fill in any other required or optional information,
such as Name, Description, Or Processing Type.

9. In the Execution window, select the Ownership tab.

10. Select which Ownership Groups will have the ability to edit this execution
workflow step.

11. In the Execution window, click OK.

The workflow step is added to the Workflow Step Sources window.

This workflow step can now be used in any new or existing workflow within
the step’s defined workflow scope. Remember that every jump step must have
apaired receive step in another workflow.
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Generating Receive Step Sources

To create areceive step using the wf_receive built-in workflow event:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. In the Workflow Step Sources window, in the Executions folder, click New.

The Execution window opens.

Execution | ownership| | Used By|
MName \ Workflow Scope |ALL hd
Desctiption \
Execution Type ‘Bu\ltwnWorkﬂawEvem j Wiorkflon Event |wf,c\nsefsuccess 2
Validation |WF-Standard Execution Results e | pays j
Newe | Open lcan |
Processing Type ‘Manual j Enahled: & Yes " No
Execution
Werify Ok Save Cancel
|Heady

4. In the Execution window, from the Workflow Scope drop-down list, select
either Packages Or Requests, depending on the desired application of the
workflow.

5. In the Execution window, from the Execution Type drop-down list, select
Built-in Workflow Event.

6. In the Execution window, from the Workflow Event drop-down list, select wf_
receive.
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7. Select or create a validation which will be used to transition out of this
workflow step.

The validation values exiting the Receive workflow step must match the
possible validation values entering and exiting the Jump workflow step.

8. In the Execution window, fill in any other required or optional information,
such as Name, Description, Or Processing Type.

9. In the Execution window, select the Ownership tab.

10. Select which Ownership Groups will have the ability to edit this execution
workflow step.

11. In the Execution window, click OK.

The workflow step is added to the Workflow Step Sources window.
This workflow step can now be used in any new or existing workflow within
the step’ s defined workflow scope. Remember that every receive step must
have apaired jump step in another workflow.
Including Jump and Receive Workflow Steps in Workflows
To include a Jump and Receive workflow step in aworkflow:

1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 63. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.

3. In the Workflow Step Sources window, in the Executions folder, drag and
drop either the Jump or Receive step from the Workflow Step Sources
window into the workflow’ s Layout tab.

The Workflow Step window opens.
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4. In the Workflow Step window, select an item from the Jump/Receive Step

Label drop-down list.

This item must be the same for a paired jJump and receive workflow
step.The Jump/Receive Step Label is the key communication link between
separate workflows. The communicating jump and receive workflow steps
must have a matching Jump/Receive Step Label. It is also important that the
Jump/Receive Step Label is unique for any jJump and receive pair.

5. In the workflow Step window, enter any additional workflow step

information.

6. In the Workflow Step window, click OK.

Repeat this process for the other paired workflow step (jJump or receive
workflow step), depending on which one you configured first.
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Overview of Workflow Step Sources
This chapter covers information concerning Demand Management workflows,
Note Change Management workflows, and Release Management workflows.

Mercury IT Governance Center includes a number of standard workflow step
sources that can be added to a workflow. These sources are pre-configured
with standard validations (transition values), workflow events, and workflow
scope. These available steps specify the following common attributes, which
are expected to remain consistent across all workflows which use that step
source:

e The validation associated with the step (and thus the list of valid transition
values out of the step).

e Thevoting requirements of the step.

e Thedefault timeout value for the step. Each step can be configured to have
aunique timeout value.

e Theicon used for the step within the graphical layout.
Browse through all of the workflow step sources using the Available Workflow

Steps window in the Workflow Workbench. If a step source that meets the
process requirements is not available, one needs to be created.

If Mercury IT Governance Center has aworkflow step source that meets the
process requirements, simply copy and rename it. This can save configuration
effort and avoid user processing errors. For example, if you need a step to route
arequest based on whether it needs more analysis, you could copy and use the
preconfigured Request Analysis workflow step source.

Copy the step source so that it can be used uniquely for the processes. This
allows you to control who can edit the step source, ensuring that the process
will not be inadvertently altered by another user.

Create a new step source when the step requires any of the following:
e A unique validation (transition values) leaving the step

e A unique execution in the step: PL/SQL function, token, SQL function, or
workflow step commands

e A different processing type: immediate versus manual
e A specific workflow scope
e A unique combination of the above settings
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Configuring and Using Workflow Step Source Restrictions

The following restrictions apply to workflow step sources:

A step source that is being used in aworkflow can not be deleted.

A validation for a step source that is being used can not be changed. If the
validation needs to change, copy the step source and configure a new
validation.

The workflow step source must be Enabled before it can be added to a
workflow.

Only add step sources to aworkflow when the workflow has a matching
workflow scope, or the step source has a scope of All.

A workflow step in aworkflow that has processed a request, package line,
or release can not be deleted. Thiswould compromise dataintegrity.
Instead of deleting the workflow step, remove all transitions to and from
the workflow step and disable the workflow step.
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Opening the Workflow Workbench
To open the Workflow Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.
5. From the shortcut bar, select Configuration > Workflows.

The Workflow Workbench window opens.

Workflow Workbench 1 =]
ﬂ:; Query: |Nnma ;l
=]
—g | Worklow Name: [
g | werktiow scope [aLL | Enablect [aLL 2|
.
Subworkfiow: [aLL = | UseinRelease Distributions: [aLL 2|

Descrigtion: |

ey Warkflowy Save Query | Clear | List I

Ready

For More Information

For information on how to search and select an existing workflow, copy a
workflow, and delete aworkflow, see Getting Started.
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Overview of Creating Workflow Step Sources

It is possibleto create new decision and execution workflow step sources from
the Workflow Step Sources window. Subworkflow workflow steps are created
by configuring a standard workflow to be a subworkflow (see Creating
Subworkflow Wor kflow Step Sources on page 153). Condition steps cannot be
added to, deleted or modified.

To create anew workflow step source:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 130. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.

3. Select the Workflow Step Sources window.

Workflow Step Sources 1 =]
Fitter by

|Packages =]
[]

|On|3r items | can edit

£ Yarkflow Step Sources

{7 Decisiong
{27 Conditions
iEEExecutions
{7 Subrworkflowes

ow | o | | |

[ Akways ontop

4. In Filter by, Select Requests, Packages, Or Release Distributions, depending
on the type of workflow.

5. Select the Decisions oOr Executions folder.
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6. At the bottom of the Workflow Step Sources window, click New.

A window corresponding to the selected workflow step source type opens.
For decision workflow steps, the window is Decision. For execution
workflow steps, the window is Execution.

< Decision

Decwsion] ownership | | Used By|

Mame H

‘Warkflow Scope  JALL hd

E E—
Execution | gwnershin | | Used By
Marne | Workflow Scope |ALL j
Description |
Execution Type |E|ui|t—in Workflow Event j Wiorkflow Event |Wf_close_success j
Validation IWF-Slandard Execution Results Timeaut | Days j
Mew | Open lcon |
Processing Type |Manua| j Enabled: * Yes T Ma

Description \

Walidation El

Tirmeout |

lean \

Decisions Reguired [One -

Ok | Save | Cancel

Enabled: & Yes " Mo

Ol | Save | Cancel

Ready

7. Enter the required information and any optional information needed to

define the workflow step.

For information on configuring a specific workflow step source, see:

Creating Decision Workflow Step Sources on page 135

Creating Execution Wor kflow Step Sources on page 139.

8. Configure the ownership of the workflow step source.

For information on configuring the ownership of aworkflow step source,
see: Configuring Ownership of Workflow Step Sour ces on page 133.

9. In the Decision or Execution window, in the Enabled field, select Yes.
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10. In the Decision or Execution window, click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.

Configuring Ownership of Workflow Step Sources

When configuring aworkflow step source, you can specify who will be ableto
edit the workflow step source.

To configure the ownership of a new workflow step source:

1.

Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 130. The Workflow Workbench window opens.

. Open aworkflow.

The Workflow window opens.

. Open a decision or execution workflow step source.

A window corresponding to the selected workflow step source type opens.
For decision workflow steps, the window is Decision. For execution
workflow steps, the window is Execution.

. In the Decision or Execution window, click the Ownership tab.

The Ownership tab opens. Configuring the Ownership tab determines
which security groups will have the ability to edit this Execution or Decision
workflow step. The default isto alow all security groups with the Edit
Workflows access grant to edit aworkflow step source.

. In the Ownership tab, select Only groups listed below that have the Edit

Workflows access grant.

The Add button is enabled.
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< Decision

Decision  Ownership | | Used By
Give ahility to edit this Decision to:
jrd

Ready

T Only groups listed below that have the Edit Workflows Access Grant

| aj

[Coar [ Fems |
Ol | Save | Cancel

6. In the Ownership tab, click Add.

The Add Security Group window opens.

7. In the Add Security Group window, in Security Group, Select a security group

from the autocomplete list.

8. In the Add Security Group window, click OK.

The Add Security Group window closes. The security group is added to the
workflow step source. The only users who can now edit this workflow step
source must belong to alisted security group and the security group must
have the Edit Workflow access grant.

. In the Ownership tab, click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the

corresponding workflow scope.
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Creating Decision Workflow Step Sources

Before creating a decision workflow step source, check the Decision Step
Worksheet. The Decision Step Worksheet contains the information required to
properly configure the workflow step source. Figure 4-1 illustrates the
Decision Step Worksheet.

Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number

Value

Step Mame

Zoal / Result of Step

Validation*

Decisions Reguired w One
ote on Step's outcome?) w it Least One

w Al

Timeout (Days)

Security (who can act on step)
# Security Group

= Uzer Name

= Standard Token

= Uzer Defined Token

Include Matification (YesMo)

Notification Evert

Motification Recipient:
= Uzername

= Email Address

= Securty Group

= Standard Token

= Uszer Defined Token

Motification Message

Request Status at Step

Request % Complete st Step

Authentication Reguired (Y M)

Authentication Type (if ')

Figure 4-1. Information used to create the decision step source.

To create anew decision workflow step source:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 130. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. Select the Workflow Step Sources window.

4. In Filter by, Select Requests, Packages, O Release Distributions, depending
on the type of workflow.
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5. Select the Decisions folder.
6. At the bottom of the Workflow Step Sources window, click New.

The Decision window opens.

< Decision

Decwsion] ownership | Used By

Mame H Workflow Scope  |ALL =

Description \

Walidation El

Decisions Reguired [One -

Timeout | |Days ﬂ

lcon | Enabled: & Yes " Mo

Ol | Save | Cancel

Ready

7. In the Decision window, make sure you are in the Decision tab.
The Decision tab isthe default tab showing.

8. Complete the fields in the Decision tab as specified in the following table:

Field Description

The name that describes the workflow step source. The step can be renamed

Name when added to the workflow.

Describes the type of workflow that will be using this step source. Use the
drop-down list to select a workflow scope. The following lists the possible values:

e ALL. For all workflow types.
Workflow Scope

Requests. For Mercury Demand Management request workflows.

Packages. For Mercury Change Management package workflows.

Release Distributions. For Mercury Change Management release workflows.

Description Description of the workflow step source.

Validations determine the transition values for the workflow step. Use the

Validation drop-down list to select a validation.
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Field

Description

Decisions Required

Defines the number of decisions required for the workflow step. Use the
drop-down list to select a value. The following lists the possible values:

e One. If One is selected, the workflow step can progress if any one user who is
eligible to act on this step makes a decision.

e At Least One. If At Least One is selected, the workflow step waits for the
voters to vote on this step for a predefined amount of time, designated as the
timeout. If all voters mark their decisions before the timeout period, it takes the
cumulative decision as the decision for the step and proceeds forward. If any
of the voting results differ before the timeout period, the step will immediately
result in a No consensus outcome. A timeout period must be defined to use
this choice.

It is possible to define Specific Errors in workflow steps such as Timeout and
No consensus as either Success or Failure in the Define Transition window.
If all voters decide on Approve, the final decision is Approve. If all voters
decide on Not Approved, the final decision is Not Approved. If some voters
decide on Approved and one voter decides on Not Approved, the result is
No consensus.If at the end of the timeout, only a few voters (or only one
voter) have cast their vote, the cumulative decision of the voters that voted will
be used. If at the end of the Timeout no one has voted, the step will result in a
Timeout.

o AIlL If All is selected, the workflow step waits for all of the voters to vote. This
workflow step is used along with a specified timeout period. Selecting All
makes it mandatory for all voters to vote on the workflow step. The workflow
step waits until the timeout period for the voters to vote. If all voters vote, the
cumulative decision is considered. If some or none of the voters voted, the
step remains open or closes due to a timeout, depending on the configuration.

When using All or At Least One, all users must unanimously approve or not
approve one of the validation’s selections. Otherwise, the result is No
Consensus.

Timeout

A timeout specifies the amount of time that a step can stay eligible for completion
before completing with an error (if Decisions Required is All, One, or At Least
One). Timeouts can be by minute, hour, weekday or week. Timeout parameters
for executions and decisions are a combination of a numerical timeout value and
a timeout unit (such as weekdays).

If this workflow step remains eligible for the value entered in the timeout value,
the request, package, or release can be configured to send an appropriate
notification. This field is often used in conjunction with the At Least One and All
settings for Decisions Required.

Timeouts can be uniquely configured for each workflow step in the Layout tab.
The timeout value specified in the workflow step source acts as the default
timeout value for the step. When adding a workflow step to the workflow using
this workflow step source, you can specify a different timeout value for the
workflow step.
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Field Description
A different graphic can be specified to represent steps of this source for use in
| the workflow Layout tab.
con
The graphic needs to exist in the icons subdirectory in the Mercury IT
Governance Server. All icons are in .gif format.
Enabled The workflow step source must be enabled in order to add the workflow step to

the workflow layout.

10.

11.

12.

. In the Decision window, click the Ownership tab.

The Ownership tab configures which security groups will have the ability
to edit this workflow step. The default isto allow all security groups with
the Edit Workflows access grant to edit aworkflow step source. For complete
instructions on how to configure the Ownership tab, see Configuring
Owner ship of Workflow Step Sour ces on page 133.

In the Decision window, click the User Data tab.

Product entities such as packages, workflows, requests and projectsinclude
aset of standard fields that provide information about those entities. While
these fields are normally sufficient for day to day processing, user data
fields provide the ability to capture additional information specific to each
organization. User datais defined under the User Data tab. If there are no
user datafields, the User Data tab is disabled.

In the Decision window, click the Used By tab.

The Used By tab displays reference information concerning the workflow
step.

At the bottom of the Decision window, click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.
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Creating Execution Workflow Step Sources

Before creating an execution workflow step source, check the Execution Step
Worksheet. The Execution Step Worksheet contains the information required
to properly configure the workflow step source. Figure 4-2 illustrates the
Execution Step Worksheet.

Execution Workflow Step Worksheets

Table A-2 Workfiow step [execution], step number

Walue

Step Name

Foal f Result of Step

Walidation®

Execution Typet*

Processing Type

Timeout (Days) Table A-3 Warkfiow step [executicn], step number ____ valichtion.

Source Envirenment (Sroup)

Dest Environment ($roup)

Validation Information*

Value

Security (who can act on stepl
#= UserMame
# Standard Token

# User Defined Token

Existing Walidation™

MNewValidation™

Include Motification (YesNo)

“alidation Type: gext feld,
autocomplete, dmopdown list,
etc.)

Motification Event

Walidation Befinition (list of
values or SBL)

Notification Recipient:
= Usemame

w Email Address

= Security Group

w Standard Token

= User Defined Token

Table A-4. Warkflow step [execution], step number execution Type.

Execution Typs**

Value

Motification Message

Request Status at Step

Request % Complete at Step

Built-in Woikdlow Event:
= Execute Commands
= Close

= Jump { Receive

= Ready for Release

= Return from Subwordlow

Authartication Required (7IN)

Authertication Type (it )

FLSQL Function

Token

S0OL Statement

Wotflow step commands

Figure 4-2. Information used to create the execution step source.

To create anew execution workflow step source:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 130. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.

3. Select the Workflow Step Sources window.
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4. In Filter by, Select Requests, Packages, O Release Distributions, depending
on the type of workflow.

5. Select the Executions folder.
6. At the bottom of the Workflow Step Sources window, click New.

The Execution window opens.

o x|
Execution | ownership | Used By
Marne | Workflow Scope |ALL j
Description |
Execution Type |E|ui|t—in Workflow Event j Wiorkflow Event |Wf_close_success j
yalidalion [WF - Standard Execulion Resulls B3 Timeaut | Days [ |
Mew | Open lcon |
Processing Type |Manua| j Enahbled: & Yes " No
Execution:
Werify Ok | Save | Cancel
|F!eady

7. In the Execution window, make sure you are in the Execution tab.
The Execution tab is the default tab showing.

8. Complete the fields in the Execution tab as specified in the following table:

Field Description

The name of the workflow step source. The step can be renamed when added to the

Name workflow.

Describes the type of workflow that will be using this step source. Use the
drop-down list to select a workflow scope. The following lists the possible values:
e ALL. For all workflow types.

Workflow Scope e Requests. For Mercury Demand Management request workflows.
e Packages. For Mercury Change Management package workflows.

¢ Release Distributions. For Mercury Change Management release workflows.

Description Description of the step source.
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Field

Description

Execution Type

Used to select the type of execution to be performed. Use the drop-down list to
select an execution type. The following lists the possible values:

¢ Built-in Workflow Event. Executes a predefined command and returns its result
as the result of the step.

¢ SQL Statement. Executes a SQL statement and returns its result as the result for
the workflow step.

e PL/SQL Function. Runs a PL/SQL function and returns its result as the result for
the workflow step.

e Token. Calculates the value of a token and returns its value as the result for the
workflow step.

¢ Workflow Step Commands. Executes a set of commands, independent of an
object, at a workflow step.

Workflow Event

For Execution Type Built-in Workflow Event, the specific event to perform must be
selected. The available choices in the drop-down list depend on the workflow scope
selected. The choices include:

e execute_object_commands. Executes the object type commands for a package
line.

e execute_request_commands. Executes the request type commands for a
request.

e create_package. Generates a Mercury Change Management package.
¢ rm_ready_for_release. Generates a Mercury Demand Management request.

e create_package_and_wait. Generates a Mercury Change Management
package. The create workflow step that generates the package holds it until the
package is closed.

e create_request. Generates another request.

o wf_close_success. Sets the request or package line as closed with an end
status of Success.

o wf_close_failure. Sets the request or package line as closed with an end status
of Failed.

¢ wf_jump. (Mercury Change Management and Mercury Demand Management)
Instructs the workflow to proceed to a corresponding Receive Workflow Step in
another workflow.

¢ wf_receive. (Mercury Change Management and Mercury Demand Management)
Instructs the workflow to receive a Jump Workflow Step and continue processing
a request or package line initiated in another workflow.

¢ wf_return. (Mercury Change Management and Mercury Demand Management)
Used to route a subworkflow process back to its parent workflow.

PL/SQL Function

For Execution Type PL/SQL Function, the actual function to run. The results of the
function will determine the outcome of the step.

The results of the function must be a subset of the validation values for that workflow
step.
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Field

Description

Token

For Execution Type Token, the token that will be resolved. The results of the token
resolution will determine the outcome of the workflow step.

SQL Statement

For Execution Type SQL Statement, the actual query to run. The results of the
query will determine the outcome of the workflow step.

The results of the query must be a subset of the validation values for that step.

Workflow step
commands

For Execution Type Workflow Step Commands, the actual commands to run. The
commands will result with a Succeeded or Failed value. Use a validation with those
values to enable transitioning out of the step based on the execution results.

Processing Type

Defines when the execution is performed. Use the drop-down list to select a
processing type. The following lists the possible values:

¢ Immediate executes the workflow step when the workflow step becomes eligible.
¢ Manual executes the workflow step manually by a user.

Validation

Validations determine the transition values for the workflow step. Use the drop-down
list to select a validation.

Timeout

The amount of time that a step is eligible before completing with an error. Timeouts
can be by minute, hour, weekday or week. Timeout parameters for executions are a
combination of a numerical timeout value and a timeout unit, such as weekdays.

If this workflow step remains eligible for the value entered in the timeout value, the
request, package line, or release can be configured to send an appropriate
notification.

Timeouts can be uniquely configured for each workflow step in the Layout tab. The
timeout value specified in the workflow step source acts as the default timeout value
for the step. When adding a workflow step to the workflow using this workflow step
source, you can specify a different timeout value for the workflow step.

For executions, timeouts can also be uniquely configured for the amount of time that
an execution is allowed to run before completing with an error. This applies to the
workflow step commands and object type commands only. Command level timeouts
are set in the Command window of an object type.

Icon

You can select a different graphic to represent this steps of this workflow step
source.

This graphic needs to exist in the icons subdirectory in the Mercury IT Governance
server. All icons are in .gif format.

Enabled

The workflow step source must be enabled in order to add it to the workflow layout.
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9. In the Execution window, click the Ownership tab.

The Ownership tab configures which security groups will have the ability
to edit this workflow step. The default isto allow all security groups with
the Edit Workflows access grant to edit aworkflow step source. For complete
instructions on how to configure the Ownership tab, see Configuring
Owner ship of Workflow Step Sour ces on page 133.

10. In the Execution window, click the User Data tab.

Product entities such as packages, workflows, requests and projectsinclude
aset of standard fields that provide information about those entities. While
these fields are normally sufficient for day to day processing, user data
fields provide the ability to capture additional information specific to each
organization. User datais defined under the User Data tab. If there are no
user datafields, the User Data tab is disabled.

11. In the Execution window, click the Used By tab.

The Used By tab displays reference information concerning the workflow
step.

12. At the bottom of the Execution window, click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.

Setting Up Execution Steps

When setting up execution workflow steps, be sure to include workflow events
(transitions) for both Success and Failure. If a workflow step has failed and
users cannot select Failure as one of the workflow events, the workflow will
not be able to proceed.

Defining Execution Types

Execution workflow steps are used to perform specific actions. Mercury
Change Management provides anumber of number of built in workflow events
for processing common execution events, such as running request type
commands, object type commands, and closing arequest. Y ou can aso create
custom executions based on SQL, PL/SQL, token resolution, and custom
commands.
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Executing Object Type Commands

Different objects stored in the package line require unique processing at
different points in a process. For example, the commands needed to migrate a
file are different than the commands needed to migrate data. Therefore, itis
possible to program the commands on an object type basis. The workflow can
then be configured to execute the object type commands at a specific step in
the process. Each package line will run its own commands, ensuring the
correct execution for that object type.

Mercury Change Management includes the execution workflow step source
DLV Execution w/ Reset that executes object type commands. Use this step
source unlessit does not meet the required specifications, such as validation or
processing type.

To create this execution step source, make a copy of execution workflow step
source DLV Execution w/ Reset and changes the field values as defined in
Table 4-1 on page 144.

Table 4-1. Execution window values to execute object type commands

Field in Execution Value
Window

Name Enter a descriptive name for the step source.

Workflow Scope Packages

Execution Type Built-in Workflow Event

Workflow Event execute_object_commands

Processing Type Manual or Inmediate
WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)

Enabled Yes
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Closing Packages as Success

It ispossible to create an execution workflow step that close a package line and
marks the package line as Success. When all package lines are closed, the
package will close. Each package workflow should resolve with a closed
package. L ater, the packages that were closed successfully can be reported on.

Thistype of step is also required when integrating request and package
workflows. If a package has been created using the request workflow step
Create Package and Wait, the request workflow will not proceed until the
package workflow has closed.

Mercury Change Management includes the execution workflow step sources
Close (Immediate success) and Close (Manual success) that performs this task.
Use one of these step sources unless they do not meet the required
specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Close (Immediate success) Or Close (Manual success) and changes the
field values as defined in Table 4-2 on page 145.

Table 4-2. Execution window values for closing packages as success

Field in Execution Value
Window

Name Enter a descriptive name for the workflow step source.

Workflow Scope Packages

Execution Type Built-in Workflow Event

Workflow Event wf_close_success

Processing Type Manual or Inmediate
WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)

Enabled Yes
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Closing Packages as Failed

It is possible to create an execution step that closes a package and marks the
package as Failed. Each package workflow should resolve with a closed
package.

Thistype of step is also required when integrating request and package
workflows. If a package has been created using the request workflow step
Create Package and Wait, the request workflow will not proceed until the
package workflow has closed.

Mercury Change Management includes the execution workflow step source
Close (Immediate failure) that performs this task. Use this step source unlessit
does not meet the required specifications, such as validation or processing

type.

To create the execution step source, make a copy of execution workflow step
source Close (Immediate failure) and changes the field values as defined in
Table 4-3 on page 146.

Table 4-3. Execution window values for closing packages as failed

Field in Execution Value
Window

Name Enter a descriptive name for the workflow step source.

Workflow Scope Packages

Execution Type Built-in Workflow Event

Workflow Event wf_close_failure

Processing Type Manual or Inmediate
WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)

Enabled Yes
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Marking Packages Ready for Release

Y ou can configure an execution workflow step source to feed a package into
Release Management.

Mercury Change Management includes the execution workflow step source
Ready for Release that performs thistask. Use this step source unless it does
not meet the required specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Ready for Release and changes the field values as defined in Table 4-4.

Table 4-4. Execution window values for marking packages as Ready for

Release
Field in Execution Value
Window
Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages
Execution Type Built-in Workflow Event
Workflow Event rm_ready_for_release
Processing Type Manual or Inmediate
Validation RM - Ready for Release
Enabled Yes

Executing PL/SQL Functions and Creating Transitions Based on the Results

PL/SQL function execution workflow steps are used when a workflow needs
to be routed based on the results of the PL/SQL function. A PL/SQL function
execution workflow step runs a PL/SQL function and returnsits results as the
result of that workflow step.

Create a new execution step source with the field values as defined in
Table 4-5.

Creating Execution Workflow Step Sources 147



Chapter 4: Configuring Workflow Components

Table 4-5. Execution window values for executing PL/SQL functions

Field in Execution Value
Window
Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages
Execution Type PL/SQL Function
Processing Type Manual or Inmediate

Selects or creates a validation that includes all of the
possible values of the SQL query.

Validation
You can create a validation validated by SQL. Use the
same SQL from the execution minus the WHERE clause.
Execution Enter the SQL query.
Enabled Yes

Executing SQL Statements and Creating ITransitions Based on the Results

SQL statement execution workflow steps are used when a workflow needs to
be routed based on the result of aquery. An SQL statement execution
workflow step runs a SQL query and returns its results as the result of that
workflow step.

When creating the SQL statement, you must obey the following rules:
e Useonly SELECT statements

e Tokens can be used within the WHERE clause

e A query must return only one value

Create a new execution step source with the field values as defined in
Table 4-6.

Table 4-6. Execution window values for executing SQL statements

Field in Execution Value
Window
Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages
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Table 4-6. Execution window values for executing SQL statements

Field in Execution
Window

Value

Execution Type

SQL Statement

Processing Type

Manual or Inmediate

Selects or creates a validation that includes all of the
possible values of the SQL query.

Validation
You can create a validation validated by SQL. Use the
same SQL defined for the execution minus the WHERE
clause.

Execution Enter the SQL query.

Enabled Yes
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Evaluating Tokens and Creating Iransitions Based on the Results

Mercury Demand Management includes workflow execution steps that may be
used to set up data-dependent rules for the routing of workflow processes.
Token execution workflow steps enable a workflow to be routed based on the
value of any field within aparticular entity. A token execution workflow step
references the value of a given token and uses that value as the result of the
workflow step. A transition can be made based on the value stored in the
product by using tokens in the execution workflow step.

Create a new execution step source with the field values as defined in
Table 4-7.

Table 4-7. Execution window values for evaluating tokens

Field in Execution Value
Window
Name Enter a descriptive name for the workflow step source.
Workflow Scope Packages
Execution Type Token
Processing Type Manual or Inmediate

Selects or creates a validation that includes all of the
possible values of the resolved token.

Validation . . L
For example, if the token is for the Priority field, use the
validation for the Priority field here as well.
. Enter the token for the value that the transition will be
Execution
based on.
Enabled Yes

For example, IT needs to deploy changesto different servers depending on the
type of object being deployed.
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Ty

Evaluate Other Migrate to Server
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Figure 4-3. Transitioning based on a token

Sucrcess

IT decides to use an execution workflow step to automatically evaluate the
type of object and route the package line accordingly. To accomplish this, an
execution workflow step source, Evaluate Object Type, has been configured
with the parameters listed in Table 4-8.

Table 4-8. Example of execution window values for evaluating tokens

Field in Execution Value
Window
Name Evaluate Object Type
Workflow Scope Packages
Execution Type Token
Processing Type Immediate
Validation DLV - Object Type - Enabled
Execution [PKGL.OBJECT_TYPE]
Enabled Yes

Creating Execution Workflow Step Sources 151



Chapter 4: Configuring Workflow Components

Executing Multiple System Level Commands
System level commands can be run for execution steps of the following
execution type:
e Built-in Workflow Event (execute_object_commands)
e Workflow Step Commands
When either the workflow or the object type commands execute at this step,
the commands will either Succeed or Fail. It may be preferable to retain the

option of resetting failed execution steps, rather than immediately transitioning
along afailed path. Thisis often helpful when troubleshooting the execution.
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Creating Subworkflow Workflow Step Sources

A subworkflow is any workflow that is referenced from within another
workflow. Use subworkflows to model complex business processes into
logical, more manageable and reusable subprocesses.

A subworkflow can be selected from the Workflow Step Sources window and
dragged onto the Layout tab. When the package, request, or release reaches the
subworkflow step, it follows the path defined in that subworkflow. The
subworkflow will either close within that workflow or return to the parent
workflow.

Subworkflows are defined in the Workbench using the same process as when
configuring aworkflow. When creating a subworkflow, be sure to set the
following:

e TheWorkflow window contains a Sub-workflow radio button which should be
Set to Yes.

e Thevalidation for the step leaving the subworkflow layout should match
the subworkflow step in the parent workflow.

Subworkflows Returning to Change Management Workflows

Execution workflow steps can be configured to automatically return from a
subworkflow to its parent Change Management workflow.

For arequest to transition back to the parent workflow, the subworkflow must
contain areturn step. The transitions leading into the return step must match
the validation established for the subworkflow step. Y ou must verify that the
validation defined for the subworkflow step is synchronized with the
transitions entering the return step.

Mercury Change Management includes the execution workflow step source
Return from Subworkflow that performs this task. Use this step source unlessiit
does not meet the required specifications, such as validation or processing

type.

To create the execution step source, make a copy of execution workflow step
source Return from Subworkflow and changes the field values as defined in
Table 4-9.
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Table 4-9. Execution window values for returning from subworkflows

Field in Execution
Window

Value

Name

Enter a descriptive name for the work step source.

Workflow Scope

Packages

Execution Type

Built-in Workflow Event

Workflow Event

wf_return

Processing Type

Manual or Inmediate

WF - Standard Execution Results (This is the default

Validation selection. You can select another existing or create a new
validation.)
Enabled Yes
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Using Workflow Parameters

Use workflow parameters to store the results of aworkflow step. This value
can then be used later to define atransition. The following lists the rules

concerning workflow parameters:
e Workflow parameters can be referenced using the WFI.P token prefix.

e Workflow parameters can be used in PL/SQL and SQL workflow step
executions.

Creating Workflow Parameters

To create aworkflow parameter:

1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Wor kbench
on page 130. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.
3. In the workflow window, make sure you are in the Workflow tab.

The workflow tab is the default tab opened.

Workflow : ExampleWorkflow 19 =] E3
Package Workflows 1 Request Types I Ownership I I
Workflow I Layout } Step Sequence I Change Management Settings
Hame Workflow Scope ‘ J
Description: |
Enatiled: & Yes © No First Step: ‘Hewewﬂequest j
Reopen Step ‘ J
Subworkflows
Subworkflow: € Yes & No Use in Release Distributions: o
Validation
lean Natme:
Parameters
Prompt | Tok | Deserigtion Default Walue
Add ‘ |
Werify Ok Save Cancel

‘Reanv
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4. In the Workflow tab, click Add.

The Workflow Parameter window opens.

&

%)

Prarmpt: |

Token |

Description |

Default Value |

Ok | Add | Cancel

Ready

5. Complete the fields in the Workflow Parameter window as specified in the

following table:

Field

Description

Prompt

The name of the workflow parameter.

Token

The name of the token. For example, LOOP_COUNTER.

Description

A description of the workflow parameter.

Default Value

The initial value given to the workflow parameter.

6. In the Parameters section of the Workflow tab, click Add.

7. The Workflow Parameter window, click OK.

8. The Workflow Parameter window closes. The workflow parameter appears
in the Parameters section of the Workflow tab.

9. In the Workflow tab, click OK.

The changes to the workflow are saved.
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Example: Building a Loop Counter Using Workflow Parameters

A workflow parameter can be used to generate a counter for the number of
times aworkflow step enters a state.

To build aloop counter using workflow parameters:
1. Open the Workflow Workbench.

To open the Workflow Workbench, see Opening the Wor kflow Workbench
on page 130. The Workflow Workbench window opens.

2. Open aworkflow.
The Workflow window opens.

3. In the workflow window, make sure you are in the Workflow tab.
The workflow tab is the default tab opened.

4. In the Workflow tab, click Add.
The Workflow Parameter window opens.

5. Complete the fields in the Workflow Parameter window as specified in the
following table:

Field Description
Prompt Loop Counter
Token LOOP_COUNTER
Description Stores count.
Default Value 0

Frampt [Loop Courntar

Token: |LOOP_COUNTER

Descrigtion: | Stores Count

Ok | Add | Cancel

Default alle: | 1]

Ready
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6. In the Parameters section of the Workflow tab, click Add.
7. The Workflow Parameter window, click OK.

8. The Workflow Parameter window closes. The workflow parameter appears
in the Parameters section of the Workflow tab.

Workflow : ExampleWorkflow M =] E3
Package Workflows 1 Request Types I Ownership I 1
Workflow Lavout 1 Step Sequence Change Management Settings
Marne: |Exarnple Workfow Workflow Scope | J
Description. |
Enahled: & Yes C No First Step: |Hewew Request j
Reopen Step: | J
Subworkflows
Subworkfiow:. € Yes & No Use in Release Distributions: o
Validation:
lcon MName:
Parameters
Prompt | Token ‘ Description | Detault value |
Loop Counter [LooP_COUNTER [Stores Count [o
Add | ‘
erify QK Save Cancel

\Ready

9. In the Workflow tab, click OK.
The changes to the workflow are saved.
10. Create anew immediate SQL execution workflow step.

For details on how to create an SQL execution workflow step, see Creating
Execution Workflow Step Sources on page 139.

There are two key concepts to note about the new step definition.

e Theresult of the SQL execution workflow step returns the result
LOOP_COUNTER + 1. Thisreturn valueislinked back into the
parameter when the workflow step is generated on a workflow.

A validation for aNumeric text field isused. Thisallows <=, <, >=, and
> comparisons to be used in transitions off this step.
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The following illustrates the Execution window for the SQL execution

workflow step.
Execution | gwnership | | usedBy|
Marme |Incrementa\ Loop Counter ‘Workflow Scope |F'ackages j
Description |L00p Counter
Execution Type |SQLStatement j Workflow Event | J
= Timeout | J

RELGEDIINumeric Text Field

MNew | Open lcon |

Processing Type |Manua| j Enahbled: & Yes " No

Execution:

Select]ANFLP LOOP_COUNTER]+1
from dual

Tokens

Werify Ok | Save ‘ Cancel
|Ready

11. Add the workflow step to aworkflow and choose the new workflow

parameter Loop Counter.

By choosing Loop Count, the workflow engineistold to assign the result of
select loop counter val + 1 from dual back into theloop counter

parameter.
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[ wordowsio ]

Properties | security| Motifcatians | Timeaut| | Resuts |

Step urmber: ‘ q

Step Mame: |Incramental Loop Courter

Action Summary: ‘

Description: ‘

Source Type: ‘ Execution

Source Name: |Incremental Loop Counter

Enabled: * Yes " Mo

Wiarkflove Parameter:

" Source Environment: Loop Counter

' Dest Environment: I E
" Dest Environment Group: I E
Save to OMIGLM Archive?  ‘es * N
Ay Lead Time: ‘
Project Status: | E
Current % Complete: ‘

Patert Azsigned To User: I

Parent Assighed To Group: I

Wotkflowe Step Information ‘

L) = Em o

Authentication Required ‘N ane

oK | Apnly | Cancel |

Ready

It is now possible to add transitions to and from the new loop counter step. For
example, the loop counter can be added to each time an execution fails. If the
execution fails three times, a notification can be sent to the user. If the
execution fails five times, management can be notified.
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Modifying Workflows Already In Use

Workflows can be modified while they are going through their workflow steps
after a package or request has been initiated. These modifications include
adding new workflow steps, as well as changing the transitions, security
assignments and notifications from within the workflow.

It is possible to make changes to workflows currently in use with the same
procedures and windows that you used to define the workflows. All of these
procedures are performed in the Workflow Workbench window.

When modifying workflows that are being used, rules exist for which entities
can be added, changed, deleted or renamed. These rules are described in
Table 4-10.

Table 4-10. Rules for modifying production workflows

Entity Procedure
Transitions
Sec.u.nty. All of these entities can be modified or added to a
Notifications

Workflow Steps workflow in use.

Workflow Parameters

Transitions
Security All of these entities can be deleted from a workflow in
Notifications use.

Workflow Parameters

This entity cannot be deleted from a workflow in use,
but can be renamed. Transitions coming into or going
out of a workflow step can be deleted, effectively
removing it from the workflow.

Workflow Steps

When aworkflow that isin use is modified and saved, the changes take effect
immediately. Any changes made to workflow steps are applied to all open
package lines, requests, releases, and distributions.

Changes to aworkflow can have undesirable effects on requests or packages
currently in progress and are using that workflow.

When modifying a workflow that isin use, this can disrupt the normal flow in
and out of the workflow and prevent it from reaching completion. For
example, removing atransition from aworkflow step may result in the requests
or package lines being stuck in that workflow step.
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Performance Considerations when Modifying Security

Updating an existing workflow step’s security with a specific configuration
can impact system performance. When adding dynamic security to a step, such
as based on a standard or user defined token, in the Workflow Step window in
the Layout tab, product database tables are updated to handle this new
configuration. Due to the scope of these database changes, Database Statistics
need to be re-run on your database.

Instructions for this operation areincluded in the System Administration Guide
and Reference. Contact your application administrator for help with this
procedure.

This a so applies when migrating aworkflow with these types of changes into
an instance of the Mercury IT Governance Center.

Performance Considerations when Migrating Workflows

Migrating a workflow with these types of changes into an instance of the
Mercury IT Governance Center can impact system performance. Product
database tables must be updated to handle this new workflow. Due to the scope
of these database changes, Database Statistics need to be re-run on your
database.

Instructions for this operation areincluded in the System Administration Guide
and Reference. Contact your application administrator for help with this
procedure.
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Copying and Testing Trial Versions of Workflows
Before modifying aworkflow that is being used, do the following:
1. Make a copy of the original workflow.

2. Modify the copied version of the workflow with the changed workflow
steps.

3. Test the modified version of the workflow to make sure it works correctly.

4. Determineif the workflow step isin use. To determine which steps are
currently eligible, remove the incoming transition to the step that will be
deleted and run the following reports. The reportswill indicate if the step to
be deleted is Eligible for action by package lines or requests.

e To determine when the requests have flowed out of aworkflow step,
run the Workflow Detail Report. This report indicates if the step to delete
iseligible for user action or has been completed.

e Todetermineif any package lines are eligible for user actionin a
workflow, run the Packages Pending Report.

5. You are ready to make the same changes to the original workflow.
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Modifying Production Workflows

Thefinal step in modifying workflows already in useis to modify the
production workflow. The following sections offer guidance on how to modify
the production workflow.

Disabling Workflow Steps

Asmentioned in Table 4-10, astep can not be deleted from aworkflow when it
isinuse. It can only be disabled. However, you may want to change the
process. Any changes to the process must be reflected in the workflow. This
may require disabling existing steps and adding new steps.

To disable aand add a new step:

1. Remove transitions to the existing workflow step you no longer want to
use.

2. Add a new workflow step to the workflow.

3. Redirect the transitions to the new workflow step.

Redirecting Workflows

When disabling aworkflow step that is currently Eligible for user action, the
requests or package linesin that step will become stuck. Since the step is now
disabled, the user cannot take action on it and will not be able to progress any
further through the workflow.

The outgoing transition to be deleted is still intact, so the eligible package lines
and requests will eventually be acted upon and flow out of the workflow step.

Add a new workflow step to the workflow and redirect the transitions to that
new workflow step so that the movement of package lines and requests avoids
the disabled step and is not interrupted.

For example, consider aworkflow where you wanted to disable workflow step
B in the sequence shown in Figure 4-4.
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Figure 4-4. Redirecting the workflow, step 1

After removing the incoming and outgoing transitions to B, add a new
workflow step D which would connect steps A and C and let the workflow
continue to process requests or package lines (see Figure 4-5).

Figure 4-5. Redirecting the workflow, step 2

Run the appropriate report(s) again to be sure there are no entities Eligible for
action by the user in the step that was disabled.

Moving Requests or Packages Out of Steps

If the requests or packages are stuck in a step after atransition has been
removed from aworkflow in use, add the deleted transition back to the
workflow. After the requests or packages have flowed out of the step, delete
the transition again.
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In This Chapter:

Overview of Object Types
Opening the Object Type Workbench

Configuring General Information for Object Types

Creating Object Type Fields

»  Overview of Object Type Field Validations
Creating Object Type Fields

Configuring Field Dependencies

Copying Object Type Fields

Editing Object Type Fields

Removing Fields

Configuring Layouts for Object Types

= Changing Field Widths

=  Moving Fields

n  Setting Object Names

n  Setting Object Revisions

Configuring Commands for Object Types

s Adding Commands to Object Types

s Editing Commands of Object Types

s Copying Commands in Object Types

Deleting Commands in Object Types
Command Conditions

Configuring Ownership for Object Types

= Adding Owner ships to Object Types

»  Deleting Ownerships from Object Types

s Using Commandsto Change Field Values
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Overview of Object Types

Mercury Change Management automates complex software deployment
processes. While Mercury I'T Governance workflows define the process, object
types are used to define the technical steps required to deploy a particular
object. For example, a File Migration object type may contain the information
and commands required to transfer afile from one machine to another, while a
SQL Script object type might address the migration and execution of database
scripts.

Object types are used by userswho create and process packages. Each package
linein a package consists of one object of a specific object type. When
defining a package line, the user will select an object type in the Add Line
window in the package screen (see Figure 5-1). Fields dynamically appear that
arerequired to process that type of object.

£ AddLine 3
rokiect Type Informstion
Object Type: [File Migration
Sequence: |4 Application Code:
Paramaters ] |
File: Location | j
Sub-Path. | g
File Marne: | E
File Type:  |ASCH |
Clear Ok | Acdd | Cancel |
\'Flle Migration' parameters loaded.

Figure 5-1. Example of an object type

Object types are created and configured in the Object Type window (see
Figure 5-2).
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Object Type : File Migration 1M [=] E3
Object Type Mame: | [FIERRISENy]
Descrigtior: |File Copy frorm Environment to Ervironiment
Extension: | | object Name Corn: [PARAMETER1 =]
Ohject Category: |Standard Ohjects ﬂ Ohject Revision Column: | ﬂ
Meta Layer View: [MPKGL_ |FILE_MIGRATION
Enablec: * Yes { Mo
Figlds ] Laynut] Commandsl ] Ownership]
Prompt Token Parameter Col. Displayed Component Type Yalidation
File Lacation: P_FILE_LOCATI.. |PARAMETER4 A4 Drop Down List DLY - File Location
File Mame: FP_FILENAME PARAMETER )i File Chooser File Chooser- Full File Mz
File Type: P_FILE_TYFPE PARAMETERZ I Drop Down List DLY- File Type
Sub-Path: P_SUB_PATH PARAMETERZ hd Directory Chooser  |Directory Chooser
| i
e | | |
O | | Cancel |
Feady

Figure 5-2. Object Type window

The following isalist of the main components of an object type:

General information. General information includes basic information
concerning the object type, such as the object type name and the object
type category. See Configuring General Information for Object Types
on page 171.

Fields. Every object typeincludesfields. The Fields tab is used to create
fields for the object type. See Creating Object Type Fields on page 172.

Layout. Once all of the fields are created for a object type, the layout of
those fields can be configured using the Layout tab. See Configuring
Layouts for Object Types on page 183.

Commands. Commands can a so be used to control certain behavior of
object type fields. At specific workflow execution stepsin a deployment
process, it is possible to select to run the commands stored in the object
type. These commands can then manipulate the data inside a object type
field. This provides an advantage over the defaulting features in the Field
tab, which can only default based on a single parameter stored on the same
object type. See Configuring Commands for Object Types on page 189.

OraApps. Mercury Change Management Extensions for Oracle E-Business
Suites™ requires specially configured object types. If Mercury Change
Management Extensions for Oracle E-Business Suites is not installed, the
OraApps tab is disabled.
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e Ownership. Configure who can edit the object type. See Configuring
Ownership for Object Types on page 195.

Opening the Object Type Workhench
To open the Object Type Workbench:
1. Log onto the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.

5. From the shortcut bar, select Change Mgmt > Object Types.
The Object Type Workbench window opens.

Object Type Workbench 1 [=]

Ohject Type MName: | Query: INnne

Query

[
Description: | Ohject Category: IALL ;I
=

Extension [ALL =l Enakled: [ALL

hesul‘ls

Mewe Object Type | Save Guery | Clear | List I

Feady

For More Information

For information on how to search and select an existing object type, copy an
object type, and delete an object type, see Getting Started.
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Configuring General Information for Object Types

To configure the general information of an object type:

1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.

The Object Type window opens.

3. Complete thefieldsin the Object Type window as specified in the following

table:
Field Description
Object Type Name The name of the object type.
Description A useful description of how the object type is used.
. For object types created for a Mercury Change Management

Extension : . 7
extension. Select the extension from the drop-down list.
Object categories provide a way of categorizing object types
in Mercury Change Management. The default values are

Object Category Custom Object and Standard Objects. You can configure
the values by changing the validation.
Validation: DLV - Object Category - Enabled
When defining an object type, this field represents the name
of the object in a package line. This field shout link to a field

Object Name defined for the object type.

Column Typically, selecting an entry for the Object Name Column is
done after all of the object type fields are created. For more
information, see Setting Object Names on page 187.
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Field

Description

Object Revision
Column

If integrating with a version control system using this object
type, indicates which parameter field represents the revision
number for the object. The object revisions column should
be set after defining the object type fields.

It is also possible to create a field in the object type to
represent the revision number of the object. This field will
often be a numeric text field. The deployment process can
then be configured to consider the object revision number
when processing the package.

Typically, selecting an entry for the Object Revision Column
is done after all of the object type fields are created. For
more information, see Setting Object Names on page 187.

Meta Layer View

Meta layer views relate information specific Mercury IT
Governance Center.

Enabled

Indicates whether or not the object type is available to
Mercury IT Governance Center. Selecting Yes makes the
object type available to the system.

4. Save the changes to the object type.

Click OK to save the changes and close the Object Type window. Click Save
to save the changes and |leave the Object Type window open. Click Cancel
to lose the changes and close the Object Type window.

Creating Object Type Fields

Y ou can configure each field to behave in a certain way using the Field
configuration window in the Object Type window. The Field window contains
three tabs:

Attributes tab. The Attributes tab is used to set basic display, edit, and
requirement field properties.

Default tab. The Default tab is used to set the value in the field.

Dependencies tab. The Dependencies tab is used set clearing, display and
requirement field properties based on values in other object type fields.
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From the Field window, configure whether the field:

e |sdisplayed (for example, you might need to store avalue for later usein

commands, but do not want to clutter the package line)

e Can be edited under different circumstances
e Isrequired under different circumstances

e Defaultsto acertain vaue

e |Isdependent on valuesin other fieldsin the object type
n Clear thefield’'s value when another field changes
= Display only when another field has a specific value

= Required only when another field has a specific value

Overview of Object Type Field Validations

When configuring the object type, you can specify adifferent validation for

each field. The validation dictates the possible values that can be entered in the

field and the field type (such as text field, drop-down list, or date field).

For example, ACME requires aFile Type field to describe the objects to be

deployed. On their object type, they add afield asillustrated in the following

figure (Figure 5-3).

£ Field: File Type:

Field Prompt: iiﬁm@ Taken: |F‘_FILE_TYF‘E

Description: |none
Enabled: ' Yes " Mo
Component Type: J
walidstion [DLy - File Type
Mewe | Cpen
Muttiselect: g
Adtributes ] Default I Dependencies 1
Parameter Col: |F’ARAMETER’3 j Dizplay Only: |Never j
Display: % Yes " ho Required: |NEVEr A
Editable: {* ‘es " o
Ok | | Cancel
Ready

Figure 5-3. Field window

Creating Object Type Fields
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The validation is validated by alist. Thisis an appropriate choice because the
selection is not expected to change.

For More Information

For more information concerning validations, see Commands, Tokens, and
Validations Guide and Reference.

Selecting Validations

If avalidation does not exist that meets the necessary requirements (such as
having the appropriate values), you will need to create one. Y ou can also select
avalidation that has been configured for use at your site.

Be careful when using avalidation that has been configured for use in another
process. If the owner of the other process changes the validation, it will also be
changed for the itemsin your process. Consider creating a new validation by
copying the existing one. Y ou can then control who can alter the validation
values by setting ownership on that validation.

Creating Object Type Fields

To create an object typefield:
1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.
The Object Type window opens.
3. In the Object Type window, click New.

The Field window opens.
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£ Field: File Type:

Figld Prompt: iium@ Taken: |F‘_FILE_TYF‘E
Description: |none
Enabled: % Ves " Mo
Commponent Type: J
Walickation | DLY - File Type
Mew | Open
Multiselect: g
Adtributes ] Default I Dependencies 1
Parameter Col.: |F’ARAMETER3 j Display Only: |Never j
Display: ™ Yes ™ Mo Required: |Never j
Editable: * Yes " Mo
Ok | | Cancel
Ready

4. Complete the fieldsin the Field window as specified in the following table:

Field Description
Field Prompt Enter the name of the new field.
Enter the name of the token. Tokens must have unique
Token names. Make sure the name you choose for this token
is unique.
Description Enter an explanation of the new field and how it works.

Enabled Make the field available to the system. Select Yes to
make the field available to the system.

5. In the Field window, in Validation, select avalidation from the
auto-complete list.

See Overview of Object Type Field Validations on page 173 for
information regarding the choosing of avalidation. If avalidation does not
exist that meets the necessary requirements, one must be created. See
Commands, Tokens, and Validations Guide and Reference for details on

how to create a validation.
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6. Configure the field' s behavior.

This consists of setting optionsin thefield's Attributes, Default, and
Dependencies tabs. See Creating Object Type Fields on page 172. Note
that some field behavior is dependent on other object type fields. This step
may need to be revisited after creating the other fieldsin the object type.

To configure thefield’ s behavior:

a. Complete thefieldsin the Attributes tab as specified in the following
table:

Field Description

Indicates the internal database column that the field value will
be stored in. These values are then stored in the corresponding
column in the package lines table for each Line of the given
Parameter Col. | object type.

Information can be stored in up to 30 columns and thus allow up
to 30 fields/parameters. No two fields in an object type can use
the same column.

Indicates whether a field should be displayed using the
following options: Always, Never or Use Dependency Rules.
. Select Use Dependency Rules to use the logic defined in the
Display Only Dependencies tab.

Display Only: Always means that the field is not editable.

Display Only: Never means that the field is always editable.

Indicates if this field is visible in the package line region of the

Display package window.
Indicates if a value needs to be specified for this field using the
Required following options: Always, Never, or Use Dependency Rules.

Select Use Dependency Rules to use the logic defined in the
Dependencies tab.

After a package line has been entered and submitted, it starts
moving through its workflow. This attribute determines if the
Updateable field can still be updated. For example, it may be necessary to
ensure that a Filename field is not updateable once package
lines of File object type start getting processed.
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b. Complete the fields in the Default tab as specified in the following

table:
Field Description
Defines if the field will have a default value. Either default the field
Default Type | with a constant value, default it from the value in another field, or
default to a parameter.
If a default type of Constant is selected, the constant value can be
Visible Value | entered here. This value should be what the user would normally
enter in the field.
If defaulting from another field, enter the token name of that field.
Depends On At runtime, when using this object type, every time a value is

entered or updated in the source field, it will automatically be
entered or updated in this destination field.

c. Complete the fields in the Dependencies tab as specified in the
following table:

Field Description
Clear When _ | Indicates that the current field should be cleared when the
__Changes specified field changes.
Indicates that the current field should only be editable when certain
. logical criteria are satisfied. This field functions with two adjacent
Display Only . . i . . . e
When fields: a drop-down list containing the logical qualifier and a text
field. To use this functionality, select Use Dependency Rules from
the first drop-down list.
Indicates that the current field should be required when certain
. logical criteria are satisfied. This field functions with two adjacent
Required . i . . . e .
When fields: a drop-down list containing logical qualifier and a text field.

To use this functionality, select Use Dependency Rules from the
first drop-down list.

7. At the bottom of the Field window, click OK.

The changesto the object type are saved.
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Configuring Field Dependencies

Field behavior and properties can be linked to the value of other fields defined
for that entity. For example, an object type field can become required when the
value in another field in that object type equal s the text Critical.

A field can be configured to:
e Clear when another field changes.

e Become read only when another field meets alogical condition defined in
the following table (Table 5-1).

e Become required when another field meets alogical condition defined in
Table 5-1.

Table 5-1. Field dependencies

Logical qualifier Description

A like condition looks for the specified value to find any

like matching values in the chosen field.

A not like looks for values in the chosen field that are not

not like equal to the specified value.

An is equal to looks for an exact match of the specified

is equal to Value to the contents of the field chosen.

An is not equal to is true when there are no results

's not equal to exactly matching the value of the field contents.

is null An Is null is true when the field selected is blank.

is not null An Is not null is true when the field selected is not blank.

An Is greater than looks for a numerical value in excess

is greater than of the value entered in the Value field.

An Is less than looks for a numerical value below the

's less than value entered in the Value field.
An Is less than equal to looks for a numerical value
is less than equal to below, or the same as, the value entered in the Value

field.

An Is greater than equal to looks for a numerical value
is greater than equal to | in excess of, or the same as, the value entered in the
Value field.
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To configure afield dependency:

.1

. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

. Open an object type.

The Object Type window opens.

. Select and edit an existing field or create a new field.

The Field window opens.

. In the Field window, click the Dependencies tab.

. In the Dependencies tab, set the field dependencies, using one of the

following options:

From the Clear When drop-down list, select afield name to indicate that
the current field should be cleared when the selected field changes.

From the Display Only When drop-down list, select afield nameto
indicate that the current field should not be editable when certain
logical criteriaare satisfied.

Thisfield functions with two adjacent fields. Thesefieldsarea
drop-down list containing logical qualifier, and afield which
dynamically changes to a date field, drop-down list, or text field,
depending on the selected field’s validation.

From the Required When drop-down list, select a field name to indicate
that the current field should be required when certain logical criteriaare
satisfied.

Thisfield functions with two adjacent fields. Thesefieldsarea
drop-down list containing logical qualifier, and afield which
dynamically changes to a date field, drop-down list, or text field,
depending on the selected field’s validation.
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£ Field: File Type:

Fieldl Prompt: | File Type: Token: |P_FILE_TYPE

Description: |none

Enabled: % Ves " Mo
Component Type: J
Walickation | DLY - File Type
Mew | Open
Multiselect: g
Aﬁrlhutas] Defautt Dependencies ]
Clear Vhen: ‘None ﬂ Changes
Display Only YWhen: ‘File Marne: j |Iike ﬂ |
Required When: MHane | J |

File Lacation:

File Mame:

Sub-Path:

QK | Apply | Cancel

Ready

6. In the Field window, click OK.

This adds the field dependencies to the Fields tab of the Object Type
window and closes the Field: New window.

7. In the Field tab, click OK.

The changes to the object type are saved.

Copying Object Type Fields
To copy an object type field:
1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.
The Object Type window opens. The Fields tab is the default tab displayed.
3. In the Fields tab, click New.

The Field window opens.
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4. In the Field window, click Copy From.

The Field Selection window opens.

£ Field Selection

Prarmpt Product: [ALL ]|
Token Component Type: |ALL j Validation:l
Used By Entity

Query Results

Prompt | Token | Prociuct | Yalicdation Used By Entity Cortext Mame Cornpon

4] | i
Max Rows |200 Cancel | Clear | List |

Ready

5. In the Field Selection window, query for the field to be copied.

Fields can be queried by a number of criteria, such as the token name or
field prompt. More complex queries can aso be performed, such aslisting
all fields that reference a certain validation or are used by a certain entity.
Due to the large number of Mercury IT Governance Center fields, limit the
list of fields by one or more of the query criteria.

6. In the Field Selection window, select the desired field and click Copy.

This closes the Field Selection window and copies the definition of the
selected field into the New Field window.

7. In the New Field window, modify the fields as required.
8. In the New Field window, click OK.

The New Field window closes. The new field is added to the Fields tab.
9. In the Fields tab, click OK.

The changesto the object type are saved.
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Editing Object Type Fields

Changesto fields for object types already used by existing package lines can
have a significant impact. For example, if the column where afield value gets
stored in is changed, al existing package linesfor this object type will now
have incorrect data. Also, remember that tokens can be used in object type
commands and notifications. Any changes to these could disrupt the system.

Changing information like the field prompt or description should not affect the
behavior of existing package lines.

To edit an existing field:
1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.
The Object Type window opens.
3. Inthe Fields tab, select afield and click Edit.
The Field window opens.
4. Modify the field as required and click OK.
The Fields window closes. The changes to the field appear in the Fields tab.
5. In the Fields tab, click OK.

The changes to the object type are saved.
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Removing Fields

Removing afield from an object type does not change the historical
information for existing package lines using the given object type. Any values
for the deleted field remain in the package lines table in the column specified
in the field definition.

To remove afield permanently from an object type:
1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.
The Object Type window opens.

3. In the Fields tab, select afield and click Remove.
Thefield isremoved.

4. In the Fields tab, click OK.

The changes to the object type are saved.

Configuring Layouts for Object Types

Y ou can change the look of an object type using the Layout tab of the Object
Type window. Fields can be wide or narrow. Wide fields span two columns.
Narrow fields span a single column. Y ou can also move wide fields up and
down. Narrow fields can move up and down, and side to side. Figure 5-4
on page 184 illustrates the Layout tab of an object type and what the object
type looks like.
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£ AddLine 3
N
Object Type: [File Migration
%plcaﬁon Code:
Paramaters ] |

File: Location | j
Sub-Path. | g
File Marne: | E
File Type: [45CII =1

B Environment to Environment

Extension: | | object Name Column: [PARAMETERA =]
Object Category: [Standard Objacts | Object Revision Calurn: | |
Meta Layer Yiew: [MPKGL_ [FILE_MIGRATION
Enabled: * Yes { No
Fields Layout ] Commands] ] Ownership]
LI File Location: -
|| Sub-Path: —
L File Mame: 1k | Acdd Cancel
LI File Type: j ——————
Field Wicth Compotent Lines Move Figldd f ‘ * * r
Preview
Ok | | Cancel |
Feady

Figure 5-4. Example of an object type and Layout tab

Changing Field Widths
To change the width of an object type field:
1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.
The Object Type window opens.
3. In the Object Type window, click the Layout tab.

The Layout tab opens.
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4. In the Layout tab, select afield.
5. From the Field Width drop-down list, select either 1 or 2.

The Layout editor will not allow changesto be madeif the change conflicts
with another field in the layout (for example, afield’s width cannot be

changed from one to two if another field exists in column two on the same
row).

Additionally, for fields of component type Text Area, the number of lines the
text area displays can be determined by clicking the Text Area type field and
changing the value in the Component Lines attribute. If the selected field is not
of type Text Area, this attribute will be blank and non-updatable.

Object Type : File Migration M [=] E3
Object Type Narme: |File Migration

Descrigtior: |File Copy from Environment to Ervironmment

Extenzion: | j Ohject Mame Colurr: |PARAMETER1 ﬂ
Object Category: [Standard Objects v | Object Revision Colurn: | |
Meta Layer Wisw: |MPKGL7 |FILE7MIGRATION
Enabled: * Yes { No
Fields Layout ] Commands] ] Ownership]
LI File -
Sub.
LI File
LI File Type: |
T Ad|
Field Wicth |1 = | Compaonent Lines Move Figld f ‘ * * I Swap Mode
Preview
Ok | | Cancel |

Feady

6. In the Layout tab, click OK.

The changesto the object type are saved.

Moving Fields
To move an object type field:
1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.
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The Object Type window opens.

3. In the Object Type window, click the Layout tab.
The Layout tab opens.

4. In the Layout tab, select afield.

To select more than one field, use the Shift-key while selecting a range. It
isonly possible to select a continuous set of fields (for example, the
Ctrl-Select functionality is not supported).

5. Use the Arrow icons to move the fields to the desired location in the layout
builder.

A field or aset of fields cannot be moved to an area where other fields
already exist. The other field(s) must be moved out of the way first.

Object Type : File Migration M [=] E3
Object Type Narme: |File Migration

Descrigtior: |File Copy from Environment to Ervironmment

Extension: | | object Name Column: [PARAMETERA =]
Object Category: [Standard Objects v | Object Revision Colurn: | |
Mieta Layer Yiew: [MPKGL_ [FILE_MIGRATION

Enabled: * Yes { No

Fields Layout ] Commands] ] Ownership]
LI File
=

-

Sub
LI File

LI File Type: |
T Ad|
Field Wicth |1 = | Compaonent Lines Move Figld f ‘ CZ' * I Swap Mode
Preview
Ok | | Cancel |

Feady

6. To switch the positions of two fields:
a. Select the first field and check the Swap Mode check box.
An“S” appearsin the check box area of the selected field.
b. Double-click the second field that will switch positions with the first.

This causes the two fields to change positions. Following the switch,
the Swap Mode check box isturned off. To swap another set of fields,
repeat this procedure.
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7. To check what the layout looks like in actual use, click Preview.

This opens a small window that shows the fields as they will appear. It is
important to note that:

e If dl thefields have awidth of one column, all displayed columns will
automatically span the entire available area when a package line of the
given object typeis viewed or generated.

e Any rowswith no fields are ignored. They do not show up as a blank
line.

e Any non-displayed fields do not affect the layout. They are considered
the same as a blank field.

8. In the Layout tab, click OK.

The changesto the object type are saved.

Setting Object Names

When defining an object type, it isimportant to choose one field to represent
the name of this object in a package line. Thisfield is the object name. To
designate afield as the object name, select that field's Parameter Column in the
Object Name Column drop-down list.

For example, to designate File Name as the object name field for aFile Migration
object type, select the File Name field's Parameter Column in the Object Name
Column drop-down list.
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Object Type : File Migration

Object Type Mame: | [FIERRISENy]

19 =] E3

Descrigtior: |File Copy frorm Environment to Ervironimen

Extenszion: |

=]

Ohject Category: |Standard Chjects

Meta Lavyer Wiswn: |MF‘KGL,

G

¥ | Ohject Rewision Lolumn: |

- Y
biect Name Coirnr: |[PARAMETER 1 %

i

Enabled: * Yes { Mo

Figlis ] Laynut] Commands I ]

|FILE_MIGRATION

Crevnership ]

Prompt Token Parameter Col. Displayed Component Type Yalidation
File Lacation: P_FILE_LOCATI.. |PARAMETER4 A4 Drop Down List DLY - File Location
File Mame: FP_FILENAME PARAMETER )i File Chooser File Chooser- Full File
File Type: P_FILE_TYFPE PARAMETERZ I Drop Down List DLY- File Type
Sub-Path: P_SUB_PATH PARAMETERZ hd Directory Chooser  |Directory Chooser
! | i

e | | |
O | | Cancel |
Feady

In the package window, the object name for each package lineis displayed in
the Object Name column of the Status tab.

The object name field drives additional functionality:

e If the object name field is afile chooser Or an auto-complete field,
multi-selection will automatically be enabled on thisfield when usersadd a
lineto a package with this object type. If multiple values are selected, a
new package line for each value will be created, allowing users to add
multiple lines to a package simultaneously.

e All migrations are tracked in the database tables xexnv_env_conTeNnTS and
KENV_ENV_CONTENTS HIST. Thevalue of apackage line's object name
field is stored in these tables (along with other relevant data) whenever a
migration occurs.

e The Object Name can be queried using the Object Type Workbench.

Setting Object Revisions

It isalso possible to create a field on the object type to represent the revision
number of the object. Thisfield will often be anumeric text field. The
deployment process can then be configured to consider the object revision
number when processing the package.
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Configuring Commands for Object Types

Object types can have many commands and each command can have many
command steps. A command can be viewed as a particular function for an
object type. Copying afile can be one command and checking that file into
version control can be another. To perform these functions, a series of events
needs to take place, and these events are defined in the command steps.

An additional level of flexibility isintroduced when some commands must
only be executed in certain cases. Thisis powered by the condition field of the
commands and is discussed in Command Conditions on page 194.

For More Information

For more information concerning how to create commands and special
commands, see Commands, Tokens, and Validations Guide and Reference.

Adding Commands to Object Types
To add commands to object types:
1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.
The Object Type window opens.
3. In the Object Type window, click the Commands tab.

The Commands tab opens.

Configuring Commands for Object Types 189



190

Chapter 5: Configuring Object Types

Object Type : File Migration
Object Type Narme: |File Migration

9 =13

Descrigtion: |File Copy fromm Environment to Ervironmment
Extensior: |

=|  Oblect Name Column: [PARAMETER

Ohject Category: |Standard Ohjects

j Ohbject Revision Colum: |

=]
Meta Layer View: [MPKGL_ [FILE_MIGRATION

Enabled: © Yes © Mo

Fields] Layout Commands]

] Crvnership ]

rCommnarn rCommand Step:
Commanc | Description |
[#- copy_client_clignt |'[F'.P FILE_LQC. | [thot expanded) | |
# copy server_server  |[P.F_FILE_LOC, || {not expanded) [ |
[l | Kl 13

dhan| =an|  rew cmd | | ‘f 4
O | | Cancel |
Feady

4. In the Commands tab, click New Cmd.

The New Command window opens.

£ Edit Command

Commanid: _clie

Conditian [P P_FILE_LOCATION] = ‘GLIENT'
Cescription: |Descrip1iun.
Timeout (s): [110

Enahled:

* Yes Mo
Steps:

ksc_connect_dest_client

if [ ! -d [P.P_SUB_PATH] ]: then mkdir -p [P.P_SUB_PATH]: fi
ksc_exit

ksc_copy client_client SUB_PATH="[P.P_SUE_PATH]" FILENAME="[P.P_ FILENAME]" FILE_TYPE="[P.P_FILE_TY¥PE]"

Taokens Special Cmd Show Desc

QK
Ready

| Cancel
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5. Complete the fields in the New Command window as specified in the
following table:

Field Description

Command A simple name for the command.

A condition that determines whether the steps for the command are
Condition executed or not. (See Command Conditions on page 194 for more
information).

Description | A description of the command.

The amount of time the command will be allowed to run before its
Timeout process is terminated. This mechanism is used to abort commands
that are hanging or taking an abnormal amount of time.

Enabled? Indicates whether the command is enabled for execution.

6. In the New Command window, click OK.

The New Command window closes. The Commands tab lists the new
command.

7. In the Commands tab, click OK.

The changesto the object type are saved.

Editing Commands of Object Types
To edit acommand on an object type:
1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.
The Object Type window opens.
3. In the Object Type window, click the Commands tab.

The Commands tab opens.
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4. In the Commands tab, click Edit Cmd.

The Edit Command window opens.

5. Select the command to edit.

6. Complete the fieldsin the Edit Command window as specified in the
following table:

Field Description
Command A simple name for the command.
A condition that determines whether the steps for the command are
Condition executed or not. (See Command Conditions on page 194 for more
information).
Description | A description of the command.
The amount of time the command will be allowed to run before its
Timeout process is terminated. This mechanism is used to abort commands
that are hanging or taking an abnormal amount of time.
Enabled? Indicates whether the command is enabled for execution.

7. In the Edit Command window, click OK.

The Edit Command window closes. The Commands tab lists the edited

command.

8. In the Commands tab, click OK.

The changes to the object type are saved.

Copying Commands in Object Types

To copy acommand in an object types:

1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.

The Object Type window opens.
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3. In the Object Type window, click the Commands tab.

The Commands tab opens.

4. In the Commands tab, select the command to copy and click Copy Cmd.

The command is copied to another line in the Commands tab.

5. In the Commands tab, click OK.

The changesto the object type are saved.

Deleting Commands in Object Types

To copy acommand in an object types:

.1

. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

. Open an object type.

The Object Type window opens.

. In the Object Type window, click the Commands tab.

The Commands tab opens.

. In the Commands tab, select the command to delete and click Remove.

The command is deleted.

. In the Commands tab, click OK.

The changes to the object type are saved.
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Command Conditions

In many situations, it might be necessary to run a different set of commands
depending on the context of execution. This flexibility is achieved through the
use of conditional commands. The Condition field for acommand is used to
define the situation under which the associated command steps execute.

Conditions are evaluated as boolean expressions. If the expression evaluates to
true, the command is executed. If false, the command is skipped and the next
command is evaluated. If no condition is specified, the command is aways
executed. The syntax of a condition isidentical to the WHERE clause of a SQL
statement, which allows enormous flexibility when eval uating scenarios. Some
example conditions are detailed in the following table (Table 5-2). Be sure to
place single quotes around string literals or tokens that will evaluate strings.

Table 5-2. Example conditions

Condition Evaluates to

BLANK Command will be executed in all situations.

Command will be executed if the parameter

[P.P_VERSION_LABEL] with the token P_VERSION_LABEL in the

IS NOT NULL L

package line is not null.
‘IDEST_ENV.ENVIRONMENT _ Command will be executed when the
NAMETY = ‘Archive’ destination Environment is named “Archive”.
‘[AS.SERVER_TYPE_CODE] = Command will be executed if the application
‘UNIX’ server is installed on a UNIX machine.

For More Information

The condition can include tokens. For more information concerning tokens,
see Commands, Tokens, and Validations Guide and Reference.
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Configuring Ownership for Object Types

Ownership groups are defined by adding security groups to the Ownership tab.
If no ownership groups are associated with the entity, the entity is considered
global and any user with the Edit Access access grant for the entity can edit,
copy or deleteit. Refer to Security Model Guide and Reference for more
information on access grants.

If asecurity group is disabled or |oses the Edit Access access grant, that group
will no longer be able to edit the entity.

Adding Ownerships to Object Types

To add an ownership:
1. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

2. Open an object type.
The Object Type window opens.

3. In the Object Type window, click the Ownership tab.
The Ownership tab opens.

Object Type : File Migration 1 [=] E3
Object Type Narme: |File Migration

Descrigtior: |File Copy frorm Environment to Ervironiment

Extension: | j Ohject Mame Column: |PARAN1ETER1

Led L

Chiect Category: |Standard Objects ﬂ Chject Revision Column: |

Meta Layer Visw: [MPRGL_ [FILE_MIGRATION
Enabled: © Yes { Mo

Fields] Laynut] Commands] Owvnership
Give abilty to edit thiz Object Type to:
&+ all users with the Edit Object Types Access Grant

" Only groups listed below that have the Edit Object Types Access Grant

Security Group Description

ERETT

Ok | | Cancel |

Feady
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4. In the Ownership tab, select the ownership option.

The All user with the Edit Object Type access grant option give all users with
the Edit Object Type access grant ownership of the object type. The Only
groups listed below that have the Edit Object Type access grant option requires
selected groups to be added to the ownership of the object type.

If Only groups listed below that have the Edit Object Type access grant is
selected:

a. In the Ownership tab, click Add.
The Add Security Groups window opens.

b. In the Add Security Groups window, in the Security Groups field, select
the security groups.

The Validate window opens.

c. In the validate window, select one or more security groups and click
OK.

The Validate window closes. The Add Security Groups window lists the
selected security groups.

d. In the Add Security Groups window, click OK.

The Add Security Groups window closes. The selected security groups
are display in the Ownership tab under the Security Group column.

5. In the Ownership tab, click OK.

The changes to the object type are saved.
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Deleting Ownerships from Object Types

To delete an ownership:

.1

. Open the Object Type Workbench.

To open the Object Type Workbench, see Opening the Object Type
Wor kbench on page 170. The Object Type Workbench window opens.

. Open an object type.

The Object Type window opens.

. In the Object Type window, click the Ownership tab.

The Ownership tab opens.

. In the Ownership tab, select an ownership.

The All user with the Edit Object Type access grant option give all users with
the Edit Object Type access grant ownership of the object type. The Only
groups listed below that have the Edit Object Type access grant option requires
selected groups to be added to the ownership of the object type.

. In the Ownership tab, click Remove.

The ownership is deleted.

. In the Ownership tab, click OK.

The changesto the object type are saved.
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Using Commands to Change Field Values

Commands can also be used to control certain behavior of object type fields.
At specific points (execution workflow steps) in the deployment process, it is
possible to run the commands stored in the object type. These commands can
then manipulate the data inside an object type field. For example, you can
construct a command to consider a number of parameters and then default a
field based on those parameters. This provides an advantage over the
defaulting featuresin the Field window, which can only default based on a
single field located in the same object type.

The ksc_store special command can perform this function. For information on
using this and other commands, see Commands, Tokens, and Validations
Guide and Reference.

Controlling field values using commands can be useful in the following
stuations:

e Storing avalue from an execution into a custom field

e Clearing afield after evaluating a number of parameters
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Configuring Releases and Distributions

In This Chapter:

Overview of Releases and Distributions

Wor kflow Scope

Release Management and Package Workflows
Release Distribution Wor kflows

Package Level Subwor kflows

Dependencies and Run Groups

Opening Releases

Submitting Releases

Overview of Using Release Management - Process
Distributions

Overview of Configuring Releases
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Overview of Releases and Distributions

A release is a group of packages and related requests that need to be deployed
together. Release management provides an interface through which users can
group, view and execute these packages. Packages can be added to arelease
either by aReady for Release Step in the package workflow or by the release
manager through the Release window.

For example, a software company has a product update rel ease scheduled five
months from now. In order to ensure a smooth product delivery, they decide to
track al changesto their original code using release management. As
developers complete their packages, those packages are included in arelease
and processed together. By grouping every required change in the release, the
company is able to quickly and easily assess the state of the product delivery.

Workflow Scope

Each workflow has an associated workflow scope. The workflow scope
determines which rel ease management entities can be processed through that
workflow. The workflow scope can be one of the following:

e Packages
® Requests

o Release Distributions

Release management uses workflows with Packages and Release Distribution
scopes. Certain workflow configuration restrictions are enforced by the
workflow scope. For example, release distribution workflows can not include
the wf_jump and wf_receive workflow events.

Release Management and Package Workflows

Y ou can configure your standard package workflows to feed packagesinto a
release. A Ready for Release workflow step can be included in the package
workflow. When a package line enters the Ready for Release step, the developer
(or other release management user responsible for that package) can select
which release they would like to add the package to. The user selectsthe
release and adds the package and its associated package lines to the release.
When al of the package lines are confirmed in the Ready for Release step, the
package is ready to be used in the release.

Figure 6-1 on page 201 illustrates the process by which devel opers can add
packagesto arelease.
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Figure 6-1. Ready for release step in workflow

Release Distribution Workflows

Just as the inclusion of appropriate packages and requestsisintegral to the
release definition, so is the process by which the packages are processed in a
release distribution. Distribution workflows are used to define the process by
which the release’ s packages are properly tested, approved, and executed
against any required environments.

Release distribution workflows need to include package level subworkflowsto
perform key package level processing. All package line (object type) execution
will occur in the subworkflow.

Figure 6-2 on page 202 illustrates the rel ationships between packages and
release workflows.
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'r Change Management (Package) Workflow - Using the Ready for Releasa step

Feeds into Release Distnbution Workflow I

Feads into Package Workflow

e
Figure 6-2. Role of the distribution workflow

The release distribution workflow provides away in which the release
manager can ensure that all files associated with the release deploy properly.
Aswith any workflow, the distribution workflow can be configured to model
your existing or best-practice release processes.

Package Level Subworkflows

Release distributions include package level subworkflows, which are used to
perform key package level processing. Package level subworkflows are any
package subworkflows that have the Use in Release Distributions flag set to Yes.
All package line (object type) execution will occur in these subworkflows.
Also, all package and package line tokens will be resolved when traversing

through these workflows.
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Figure 6-3. Distribution workflow

Package level subworkflows are used within release distribution workflows.
The release distribution workflow istypically used for release approvals and
executing system commands (such as starting or stopping servers). The
distribution is processed as a single unit as it proceeds through the release
distribution workflow. When the distribution hits a package-level
subworkflow, each package line within the distribution is processed. The
package subworkflows are used to process package lines and execute object
type commands.
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Dependencies and Run Groups

Within arelease, the release manager can configure the order in which the
packages are processed. The release manager can select certain packagesto run
before or after other packages in the release. The ordering of packages
segregates them into run groups. When a distribution enters an execution step
in a package-level subworkflow, all package linesin the first run group will be
executed before the package lines in the next run group can begin.

Run groups are automatically determined as you set dependencies between
packages. Run groups present an efficient way to process packages which can
be run in parallel without having to serially wait for non-related dependencies.
Figure 6-4 on page 205 illustrates how package dependencies result in
different run groups.

Run groups are automatically determined when arelease distribution is
created, based on package dependencies specified in the release.
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Figure 6-4. Dependencies and run groups
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Opening Releases

When arelease manager first creates arelease, only rel ease management users
with permission to edit the Release window can add packages. The release
manager can enable other users to add packages to the release by clicking the
Open Release button in the Release window. By creating an open release,
developers processing a Ready for Release workflow step will have the option
of adding the packageto that release. If arelease isnot opened, it will not
appear in thelist used for that Ready for Release Step.

Submitting Releases

When arelease manager submits arelease, the release enters a code freeze
state. In this state, packages cannot be added or removed from the release by
anyone other than the release manager. When the release is submitted, a
distribution is automatically created. Y ou can then process the distribution or
cancel it and create anew one later.

Overview of Using Release Management - Process

Release management introduces repeatable, reliable processes surrounding
software and application releases. Release management provides an interface
for grouping and processing the packages and requests associated with a
specific release.

Release Management Pre-Configuration

Planning for an application or software rel ease should begin immediately upon
recognition that areleaseis pending. Before the release manager creates a
release, it is often necessary to pre-configure the following in release
management:

1. Modify package workflows to include the Ready for Release workflow step.

2. Create all required distribution workflows (including all package-level
subworkflows).

By adding the Ready for Release workflow step to workflows, you provide
devel opers with the ability to add a required package to arelease at the
appropriate time. Development package workflows will typically address
necessary approval and execution steps directly related to that package. The
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Ready for Release workflow step indicates that the devel oper has signed-off on
the package and the package is ready to be integrated and shipped with other
packages related to the release.

The release manager should also create the distribution workflows. This
includes defining any subworkflows (package level or distribution level) that
will be used in the release distribution workflow. These workflows define the
process by which the release’ s packages are properly tested, approved, and
executed against any required environments. The rel ease distribution workflow
and associated subworkflows ensure that all files associated with the release
are properly deployed. Aswith any workflow, the distribution workflow can
be configured to model your existing or best-practice rel ease processes.

Creating Releases

To create arelease in release management:
1. Create anew release in the Release window.
2. Open the release by clicking Open Release.

This allows developers working in the Change Management Package
window to add packages to the release via the Ready for Release workflow

step.
3. Add packages and requests to the release.

Packages can be added through the Ready for Release workflow step in the
Packages window or directly by the release manager through the Release
window.

4. Click Dependencies in the Package tab to set package dependencies.
5. Configure dependencies between packages in the release.

6. Verify therelease.
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Processing Releases

When the appropriate datais collected in the release (packages, requests and
dependencies) and the appropriate workflows have been created, the release
manager can then process the release.

To process arelease the rel ease manager will:
1. Submit the release.

a. Create adistribution. This consists of selecting a workflow for the
distribution and disabling any package lines that you do not want run
with that distribution.

b. Submit the distribution.

2. Send feedback to packages. Y ou can send feedback to the packages at any
time from the Distribution window. Select the value from the feedback
drop-down list and click Feedback. This value is sent back to the package
linein the Ready for Release workflow step and is used to transition out of
that step.

3. Close the release only if you do not need to create additional distributions
for use at alater date.

e Whenthereleaseis closed, any in-progress distributions are cancelled.

e |f adistribution has not been submitted, it will not be cancelled when
therelease is closed. However, after the release is closed the
distribution cannot be edited.

Distributions

A distribution is a deployment of arelease. In adistribution, the release
manager specifies which workflow will control the release process and which
of the release’ s packages will be included.
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For example, a software company has a product update rel ease scheduled five
months from now. As a part of their release process, they need to update their
testing, production, and training instances of the product. The processes
required for delivering the product to these different environments differsin
the following ways:

e Not all of the packages in the release need to be applied to each instance,
such as the training instance requires custom code to establish additional
product security which is not required in the production instance.

e Thereisadifferent review process for each instance, such as the testing
instance does not require the department head sign-off for each iteration of
the release.

The software company creates a distribution for each of these release
instances. For each distribution the release manager defines:

e Which packages are included in the specific release instance.

s Which workflow the release follows.

Overview of Configuring Releases

Setting up a successful software or application release requires a
comprehensive view of the release process. Release management provides the
toolsfor capturing the entire release process. See Overview of Using Release
Management - Process on page 206 for an overview of the itemsand processes
involved in creating a release.

One of the first steps in establishing a controlled releaseis to create a new
release in the Release Workbench.
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Release 19 [=]
Release Mame: Release Status: | Mew
Release Manager: I EH
Release Team: I Release Group: | j
Description: |
Packages I Hequests] ] Nmesl 5] References]
Filter ‘
| Package IO | Description ‘ Run Before | Run &fter Stetus Crrigit Acded Cn Aclded By
4 [>]
Add | |
Open Release ‘ Yerify | Ok | Save | Cancel |

[Ready

Figure 6-5. Release window

The following lists the major section found in the Release window:

General information. General information includes basic information
concerning the environment, such as the environment name and
description. See Creating Releases on page 212.

Packages. The Packages tab allows packages to be added to the release.
See Adding Packages to Releases on page 214.

Requests. The Requests tab allows requests to be added to the release. See
Adding Reguests to Releases on page 219.

Distributions. The Distributions tab creates distributions for releases. See
Creating Distributions on page 223.

Notes. The Notes tab allows you to add notesto arelease.

References. The References tab tracks information regarding the release.
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Opening the Release Workhench
To open the Release Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.

5. From the shortcut bar, select Change Mgmt > Releases.
The Release Workbench window opens.

Release Workbench 19 =]

Releaze Marme: I Gluery: INDne LI

Query

Release Status: IALL ;I Distritaution Warkflow: |

Description: I

hesul‘ls

Mew: Release | Save Gty | Cleat | List I

Feadv

For More Information

For information on how to search and select an existing release, copy arelease,
and delete arelease, see Getting Started.
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Creating Releases

To configure general information and create a release:
1. Open the Release Workbench.

To open the Release Workbench, see Opening the Release Workbench
on page 211. The Release Workbench window opens.

2. In the Release Workbench, click New Release.

The Release window opens.

Release 1 [=]
Release Mame: Release Status: | Mew
Release Manager: I EH
Release Team: I Release Group: | j
Description: |
Packages I Renuests | | Notes | 151 References |
Filter ‘
| Package D | Description ‘ Runh Befare | Ruh After Status Origin Added On Added By
4 [
Addd | |
Open Release ‘ Yerify | Ok | Save | Cancel |
Ready
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3. In the Release window, compl ete the fields as specified in the following

table:

Field

Description

Release Name

The name of the release.

Release Status

The current status of the Release: New, Open, Code
Freeze, or Closed.

Release Manager

The name of the release management user who has
control over the particular release. Only release
management users that have the Manage Releases
access grant will appear in this list.

Release Team

The users who have access to the particular release.
This is a validated list of security groups and is used for
informational purposes only.

Release Group

A generic grouping of releases which allows the
release manager to group releases into logical
categories such as customization.

Description

The description of the release.

4. In the Release window, add packages to the release.

See Adding Packages to Releases on page 214.

5. In the Release window, add requests to the release.

See Adding Requests to Releases on page 219.

6. In the Release window, click Open Release to allow other release
management users to add packages and requests to the release.

7. In the Release window, save the changesto the release.

Click OK to save the changes and close the Release window. Click Save to
save the changes and leave the Release window open. Click Cancel to lose
the changes and close the Release window.
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Adding Packages to Releases

Y ou can add packages to release in one of the following ways.

Adding Packages Through the Release Window

When defining arelease in the Release window, the release manager can
decide to manually add packages to the release.

To manually add a package to a release:
1. Open the Release Workbench.

To open the Release Workbench, see Opening the Release Workbench
on page 211. The Release Workbench window opens.

2. Open arelease.

The Release window opens. The Packages tab is displayed.
3. In the Packages tab, click Add.

The Package Selection window opens.

4. In the Package Selection window, enter any desired search criteriaand click
List.

Packages matching your search criteria are dynamically listed in the Query
Results list.
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AT

Guery Results

Package Mo

Drescription

‘Workflow
ith Em

Ell

Package Stab

30124 Copy of 30122 [TestAlpha = Test Beta Upgrade In Progress

30123 Copy of 30122 [Test Alpha = Test Beta Upgrade ey

30122 Upgrade to patch 4.5.4.7 [TestAlpha = Test Beta Upgrade In Progress

30121 ERP Patch v4.5.4.7 Migration Test [Test Alpha > Test Beta Upgrade Hew

30120 Wlpha With Email Closed [Succes

30119 Blpha With Email Cloged [Succes

30118 lpha With Email In Progress

30117 Wlpha With Email In Progress

30116 Copy of 30111 Alpha Vith Email In Progress

30115 Copy of30114,30110,30109 [Test One Mew

30114 Copy of 30109,30108,30107,30080,30074  [TestOne e

30113 Copy of 30098,30084 Alpha Vith Email Mew

30111 Copy of 30107 Wlpha With Email In Progress

30110 Alpha viith Email In Progress

30109 [Test One In Progress

30108 [Test One In Progress

30107 Alpha Vith Email In Progress ||

30105 Meed information concerning HMW O, [Test Alpha = Test Beta [N

30098 Alpha vith Email ey

30094 Alpha Vith Email Cloged [Succes

200490 Wlpha With Email In Progress

30087 Mlpha to Beta with Submwar... In Progress

30085 lpha to Beta with Subweor... Mew

20084 Wipha to Beta with Subwaor... In Progress

30080 [TestAlpha = Test Beta In Progress -

1 »
Add | Cancel |

Reary

5. In the Query Results list, select the packages to be added to the release.

6. In the Package Selection window, click Add.

If the packages reference any other packages or requests, you will then be
prompted to include or exclude them.

7. In the Package Selection window, click Close.

This returns you to the Release window. The newly added packages are
displayed.
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Release

Release Mame:  |ERF Uporade
Release Manager: | Denise Mewell 3]

Releaze Team: |\TG Change Management Administratar

Release Status: | Mew

Release Group: \Upgraue

19 =1 E3

=

Description: ‘ ERP Upgrade

Fackagea} Requests | | Notes | 51 References|

Filter
| Packegein | Descristion [ RunBefors Runater | Status | orgin | AddedOn | AddedBy
= 30121 |ERF Patchv4.54. | [Mew [ | [Jane Smith
4 [
Add | |
Open Release Werify QK Save Cancel
\Ready

8. In the Release window, click Save.

The changes to the release are saved.

Adding Packages Through the Package Window

Packages can be added to a release through the Package window. To add a
package to arelease through the Package window, reference the release

through the package References tab.

The References window is shown in Figure 6-6.

Package: 30057 19 =] B3

Package Information

Package No: [30062 Package Group:

Crested By: |Jeremiah Smith

Description: |CRM Bug Fix 11023

Crested On: [October 14, 2004

wiorkilow: [Dev = Test » Prod

assigned User: [Janet Ortez &R

Package Status: |Mew
Priority: | Loy - Parent

Assigned Group: Package Type: [Customization  ~ Priority Seg: |50
Percert Complete: [0

Package Lines | Status | (= Notes 151 References I |
Type | Mame | Deteils Status |
Package |30074  [TestAlpha = TestBeta [in Progress [0%

Relatior
|Related to this F

% Compiete | Doserigion__|

£ New Reference - Release

Release Mame

Select the Refationship that the selected Release has to Package 30052

= Cortains this Package - (informational) - Package 30052 is contained in the selected Release

a]
temsin Bold are activel

New Reference |Releasg

[o |
Resty |

Cancel

I\Reauy

Figure 6-6. Package added to a release through the package reference
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Adding Packages by the Ready for Release Workflow Step

Rel ease management provides a Ready for Release Workflow step source which
can add significant value to your release process. When a package line reaches
the Ready for Release workflow step and is executed, the status of the package
lineis changed to Confirmed. As soon as all of the linesin a package are
Confirmed, the entire package' s status becomes Ready for Release. Once an
entire package becomes Ready for Release, the release distribution can feed
back to each of its associated packages so that each of them can transition to
the next workflow step.

Y ou can reject the Ready for Release workflow step by choosing Bypass
Execution Or Override Status. Thiswill stop the package from getting released
but will still allow it to continue through its own workflow.

To act on a Ready for Release workflow step:
1. Open the Release Workbench.

To open the Release Workbench, see Opening the Release Workbench
on page 211. The Release Workbench window opens.

2. From the shortcut menu, select Change Mgmt > Packages.
The Package Workbench opens.

3. Open apackage.
The Package window opens.

4. In the Package window, click the Status tab.

5. In the Status tab, select the workflow step to be acted upon.

Workflows that are eligible for action are displayed in bold. Once an
eligible workflow step is selected, the button at the bottom right of the
Status tab will changeitstitle (originally Action) to the name of the step.
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Package: 30129 1M =] E3
Package Informatio
Packsoeho [30129  Packags Group Crested By: [Jane Smith
Description: [ERP Package No. 12 Created On:
worklow. [Alpha With Release Packege Stetus: [In Progress
Assioned User: [Denise Newell &1 prorty. [High | parert [

Assigned Group | Package Type: |Customization - Priority Seq: |50
Percart Complete: [0

Package Lines Status 1 ] N:rtesl 15 References} 1

1 2 3
& Gy | (B =i Tz | 2pprove Package | Ready For Release Release
1 [ERF_452 12zip_|File Migration | Approved
4 | ]
Reesh | selectan | e =] view— | [ine Bxer Log tLatesy - Ready For Release

ﬁ# Cancel

Ready’

6. In the Status tab, click Ready for Release.

The Package Action window opens.

£ Package #30129- Line #1- Step #2- Ready For ReL... [K]

‘Decide Nuwj Result: |Appru\red j

Decisions Reguired: One Mot Approved

Motes:

Cancel

Ready

7. In the Package Action window, select the workflow step’ s result from the
drop-down list.

Y ou can a'so enter any relevant notes in this window.

8. Inthe Package Action window, select the release you want the package to be
associated with from the Add to Release autocomplete list.

Thisfield may be required, depending on the workflow step configuration.
9. In the Package Action window, click OK to save the result.
10. In the Package window, click OK.

The package is now ready to be released.
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Adding Packages from Requests

When arequest that isincluded in a release spawns a package, that package is
automatically included in the release. This becomes a powerful method for
including packagesin arelease.

For example, a development manager can include a request to fix a software
bug in therelease. That request’ sworkflow can be configured to automatically
create a package to migrate changes into production. That package will
automatically be included in the release.

Adding Requests to Releases

Requests can be added to arelease to track information associated with the
release. For example, the rel ease manager may want to track which software
bugs or enhancements (captured using a request) were implemented during the
release timeframe.

Adding Requests Through the Release Window
To add arequest to arelease from the Release window:

1. Open the Release Workbench.

To open the Release Workbench, see Opening the Release Workbench
on page 211. The Release Workbench window opens.

2. Open arelease.

The Release window opens.
3. In the Release window, select the Requests tab.
4. In the Requests tab, click Add.

The Request Selection window opens.
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£ Request Selection @

AV
Query Results

Reguest Request Type Description Rec
30381 PFM - Proposal NEw -
303580 PFM - Proposal e
30364 DEM - Application Enhancement LUpdate with patch 4.5 Functional Specs Co
30363 PFM - Project A5sign Project Mana
30362 PFM - Project Assign Project Mana
30361 PMO - Issue Meed software upgrade MNew
30360 PMO - Issue Meed More Hardware Iew
30333 PMO - Scope Change Request Sales Demo Migration Project e
30332 PFM - Project A5sign Project Mana

Assign Project Mana

pplication Enhancement e
30302 DEM - Application Enhancement Meed Version Control S Upgrade v5.59.5 e
30301 DEM - Application Enhancement Meed Version Control S/ Upgrade w6 5.5 e
30300 DEM - Application Enhancernent ERF needs additional buffer space. e
30275 DEM - Application Bug ERP 1 not printing to default printer. Pending Reguestar }
30271 HR Reguests Meed infarmation concerning HMO. e
30270 HR Reguests MNeed Eye Prescription information. MNew (Pending Taski
30243 Genetic Request ERP reports hot printing to default printer Cancelled
30240 HR Reguests Meed Dental farms. Cancelled (Pending
30214 Enhancement Ahility to print from Resulis page. e
30213 HR Reguests Meed HMO ir ion e
30212 Generic Request Pavroll S Lpgrade required Mot Submitted
30211 Generic Request Mew Financial s program reguired Not Submitted
30210 PFM - Proposal e
30189 DEM - Application Bug Resource pool not showing all available resourc... |On Hold Jﬂ
[ »

Add Cancel

Ready

5. In the Request Selection window, enter search criteriaand click List.

Requests matching your search criteria are dynamically listed in the Query
Results list of the window.

6. In the Query Results list, select the request to be added to the release.
7. In the Request Selection window, click Add.

If there are any referenced entities, you will then be prompted to include or
exclude them.

8. In the Request Selection window, click Close.

Thiswill return you to the Release window which displaysthe newly added
request.

9. In the Release window, click Save.

The changes to the release are saved.
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Adding Requests Through the Requests Window

Users can only add requests to arelease that is open. Once the Release reaches
the code freeze or closed state, requests can only be added by the release
manager through the Release window.

To add arequest to arelease:
1. From the Dashboard, open arequest.
2. In the request, select the References section.

3. In the References section, from the New Reference drop-down list, select
Release and click Add.

The Reference Release window opens.

4. In the Reference Release window, select the desired release from the
Release autocomplete list.

Only releases that the rel ease manager has opened by clicking Open
Release Will appear in the Release list.

MERCURY

Reference Release

‘Release: |ERF Upgrade -

‘Relationship:

(2 Contins this Request - (Informationsl) - Request 30330 is containes in the selected Release
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Verifying Releases

When you finish assembling the release (packages, requests, and setting
dependencies), you can verify that your release is properly configured.

To verify your release:
1. Open the Release Workbench.

To open the Release Workbench, see Opening the Release Workbench
on page 211. The Release Workbench window opens.

2. Open arelease.
The Release window opens. The Packages tab is displayed.
3. In the Release window, click Verify.

The Verify Release Properties window opens.

= Verify Release Properties

|CheckforPackages without Lines j Submit |
Check for Packages without Lines [
Check for Packages without Associated Requests
Check for Requests without Associated Packages
Check for Dependencies notin the Release

Check for Circular Dependencies

Ready
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4. In the Verify Release Properties window, select the property that you would
like to check for from the drop-down list. The verify options include:

Check for packages without lines

Check for packages without associated requests
Check for packages without associated packages
Check for dependencies not in the release

Check for circular dependencies

5. In the Verify Release Properties window, click Submit.

Any errors will be reported in the window.

6. In the Verify Release Properties window, click OK.

The Verify Release Properties window closes.

Creating Distributions

A distribution is a deployment of arelease. In adistribution, the release
manager specifies which workflow will control the release process and which
of therelease’ s packages will be included.

To create adistribution:

1. Open the Release Workbench.

To open the Release Workbench, see Opening the Release Workbench
on page 211. The Release Workbench window opens.

2. Open arelease.

The Release window opens.

3. In the Release window, click Open Release.

The Distributions tab is enabled.
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4. In the Release window, select the Distributions tab.

Release =153

Release Mame:  |ERP Upgrade Release Status: | Open
Release Manager: | Denise Mewell (&
Releaze Team: |\TG Change Management Administrator Release Group |Upgrade j

Description: ‘ ERP Upgrade

FEEREBEBW Requesla] DISTr\buTIUﬂS} Nutes} Referencea]

Filter
| packeseis | Descrigtion | RunBefore | Runafler | Status | Orgn | Addedon | AddedBy
# 30121 ERF Patchvwd.5.4.. | [ew [ERP Upgr... | Movernber 3...[Jane Smith
4 [+
Add | |
Submit Release Werify QK Cancel

‘Release has bheen moved to Open Status

5. In the Distributions tab, click New.
The Distribution window opens.
6. In the Distribution window, enter the new Distribution Name and Description.

7. In the Distribution window, select the workflow that you would like this
distribution to follow.

8. In the Distribution window, select any packages to disable and click Enable/
Disable.

Disabled packages will appear in italics.
9. In the Distribution window, click Submit Release.

The distribution runs through the workflow specified. The release will
begin running along the assigned workflow.
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Enabling/Disabling Package Lines in a Distribution

To disable a package line in a distribution:

.1

. Open the Release Workbench.

To open the Release Workbench, see Opening the Release Workbench
on page 211. The Release Workbench window opens.

. Open arelease.

The Release window opens.

. In the Release window, select the Distributions tab.

The Distributions tab is displayed.

. In the Distributions tab, click the Package Status tab.

The Package Status tab is displayed.

. In the Package Status tab, locate the package line that you want to disable.

. In the Package Status tab, click the expand Run Groups button to display

all of the packages.

Note that the packages may be filtered. Y ou may have to change your filter
to show the desired package.

. In the Package Status tab, select the package line to disable.

Y ou can also select to disable an entire package. Disabling a package line
in an active run group (within a package-level subworkflow) will cancel
the package line.

. In the Package Status tab, click Disable.

The disabled package line is displayed in italics. Y ou can re-enable the
package lines by selecting the lines and clicking Enable. If you disable a
package line in an active run group, you can’t re-enable the package line
until the run group completes. If the disabled package line was not in an
active run group, you can re-enable it immediately.
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Running Distributions through a Workflow

The last step involved in creating a release is running the release through a
Change Management workflow. Running the release through a workflow
implies running any decisions, commands, token evaluations, or other tasks for
the distribution as awhole.

Processing the distribution requires that you process steps in both the
Distribution Status and Package Status tabs.

Processing Distribution Steps

Active workflow steps appear in bold text. Select the active line and click the
Action button to process that workflow step. From the Distribution Status tab,
you can expand and act on all distribution steps (including distribution-level
subworkflow steps). To process package lines, you must use the Package
Status tab.

Distribution : ERP Upgrade. 1
Distribution Name |ERP Upagrade 1 Relgase: |ERP Upgrade

Workflow: |In5ta|\atmnManagerHe\ease Distribution Status: |\n Progress

Description |

Distribution Status 1 Package Status

%, Package Level Subworkflow, See Package Status Tah for details
{17 Distribution Level Subwarkflow. Click to Expand

Sexf Warkflaw Step Name Status User Dete
o One User)

e s
2| Close (Manual success)

Eligible MNovermber 30, 2004 08:3

Refresh | = Vighiy = ‘Workilow Permissions = Approve (One User)
Feedback--> Confirmed i oK Cancel

‘Reanv

Figure 6-7. Distribution Status tab
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Processing Package Lines

Package lines can be processed individually or in groups. Package lines that
are available for your action appear in bold text. Select an active package line
and click the Action button to process that individual workflow step.

Release management provides a convenient interface for processing groups of
package lines (in the same workflow step) simultaneously. Thisis done by
viewing and selecting the package statuses.

To select al package lines within aworkflow step of a particular status:

1.

Open the Release Workbench.

To open the Release Workbench, see Opening the Release Workbench
on page 211. The Release Workbench window opens.

. Open arelease.

The Release window opens.

. In the Release window, select the Distributions tab.

The Distributions tab is displayed.

. In the Distributions tab, click the Package Status tab.

The Package Status tab is displayed.

. In the Package Status tab, expand all run groups and workflows.

. In the Package Status tab, click the plus sign in the Description column.

This displays a status summary of al the package lines in each workflow
step.
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Distribution : ERP Upgrade. 1

Distribution Name |ERP Upagrade 1 Relgase: |ERP Upgrade
Workflow: |In5ta|\atmnManagerHe\ease Distribution Status: |\n Progress
Description |
Distribution Status Package Status
Filter
ackage 1

ERF Patchwd 5.4 7 Migration Test
File Client-=Client - erwd 5.4 7 zip
File Client-=Client - patch4.5.4.7 zip
File Client-=Client - confind 5.4.7 zip

g al| ==al| Run Groups Rl =al | Warkfows Refresh
Wiew --= Line Exec Log iLatesty =
Feedback--> Confirmed i oK Cancel

‘Reanv

7. In the Package Status tab, select the summary.

Again, itemsthat are available for your action appear in bold text. When
you select the summary, all package linesin that state are automatically
selected. You can deselect individual items using Ctrl + click.

8. In the Package Status tab, click the Action button to process all of the
selected package lines.

9. In the Package Status tab, proceed to the next workflow step in the
package process or distribution process (depending on your pre-configured
process).

To view updates in the Distribution Status tab, click in the Distribution
Status and click Refresh.

Completing Distributions

When the distribution completes and the workflow closes, a value can be
returned to the Ready for Release workflow steps. Those packages can then
continue to process based on that validation. That value is sent by clicking
Feedback in the Distribution window.
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In This Chapter:

Overview of Environments

Overview of Configuring Environments

Opening the Environments Workbench

Configuring General Information for Environments
Creating Environments

Using Application Codes Environments

= Copying Application Codes from Other Environments
Setting Ownership for Environments

= Adding Owner ships to Environments

= Deleting Ownerships from Environments
Adding Participants to Environments

= Deleting Participants from Environments
Environment Maintenance and Utilities

= Testing Environment Setups

= Mass Updates of Base Paths

= Environment Password Management Utility
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Overview of Environments

When migrating objects, Mercury Change Management logs onto remote
computersin the same way any other user would (using FTP, SCP, SSH, or
Telnet). Mercury Change Management can log on using any existing username
and password. However, it is recommended that a new user (such asMercury IT
Governance) be generated on each computer that Mercury Change
Management will access. This helpsto clarify the setup and relieve some
administrative burden.

Y ou should have full accessto the ITG_Home directory on the Mercury IT
Governance Center Server aswell asthe correct read and write permissions on
other required directories. In addition, on Windows NT computers, the
Administrators group must have read access to the Mercury IT Governance
Center Server home directory. Any Windows NT computer that Mercury
Change Management will access should have been configured as directed in
System Administration Guide and Reference.

Environment Connection Protocols

The communication protocol that will be used to connect to the server or client
must be specified in the environment. This protocol will be used by commands
to connect to source and destination environments in the deployment system.
Work with the application administrator to determine which connection
protocols are supported at your site for the machines housing the deployment
environments.

Mercury Change Management supports the following connection protocols:
o Telnet

e SSH

e SSH2
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Environment Transfer Protocols

The transfer protocol that will be used to transfer files to the server or client
must be specified in the environment.

Mercury Change Management supports the following transfer protocols:
e FTP

e FTP (active)

e FTP (passive)

e Secure Copy

e Secure Copy 2

Transfer Protocol Configuration Notes

Choose the transfer protocol best suited to the business and technology needs.
Consider factors related to security and performance when selecting the
transfer protocol. Work with the application administrator to determine which
connection protocols are supported for the machines housing the deployment
environments. The following list provides some suggestions for when to use
the above protocols.

No additional product configuration is required to enable one FTP mode over
another. Application administrators need to consider their FTP server
configuration (particularly asthey relate to security and firewall settings) when
selecting an FTP protocol for transferring data.

Selecting the FIP Protocol

The following capabilities must be enabled on the source and destination
machines for the following FTP protocol selection to function properly.

e FTP (server to server). See Figure 7-1 on page 232.

s Either the source or the destination environment needs to allow
outgoing connections to athird party

s  FTPPORT command must be enabled on one of the environments

s  FTPPASV command must be enabled on the other environment
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e !
Y
Change File's
Management - SOURCE

Sarver machime

File's
P DESTINATION
machine

.
.\_FI'F (Server o Server)

’f.ﬁ.rrow Conwention | A » B |

@ opens a port and listens for A, and A connects (o B

Figure 7-1. FTP (server to server)

e FTP (active). See Figure 7-2.

= PORT command must be enabled on both the source and destination
environments (allows outgoing back to the requestor)

. N
0y
Change - File's
Management SOURCE
Sarver machineg
File's
DESTINATION
I machine
i - v
.\_FI'F {Active)
’f.ﬁ.rrow Convention | A » B |

@ opens a port and listens for A, and A connects (o B

Figure 7-2. FTP (active)
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e FTP (passive). See Figure 7-3.

= PASV must be enabled on both the source and destination
environments. In this configuration, the Mercury Change Management
server sends a command to the source or destination instructing that
environment to open a port. The Mercury Change Management server
then connects to that port.

. N
Y
Change - File's
Management SOURCE
Sarver P machine
" .
I File's
DESTINATION
I machine
- .
.\_FI'F (Passive) y,
(Arrow Convention x —» & |

@ opens a port and listens for A, and A connects (o B

Figure 7-3. FTP (passive)
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Overview of Configuring Environments

Environments are configured in the Environments window. Some of the
information entered on the Environments window can be gathered from the
appropriate Workflow Step Worksheets (see Figure 7-4).

Execution Workflow Step Worksheets

Table A-2 Workflow step [execution], step number

Value
Step Name
Gaal i Result of Step
validatior®
en
— 4
Environment : test_beta 9 [=] 3
Enwviranment Marme: |]e§,]_be]a omputer and database hosting the application serve
Location: |
Host | |
rver E}
Server:
Mame: [machine.namet.com Type: |UN\X(Geﬂenc) j v
v
Username: |jasmith Password; [#rren ﬂ
Notification Messags NT Domirt: | Base Path: [Justity
Request Status at Step Conrection Protocal: [Telnet | Transter Protocat. [FTP =1
Fequest % Complete at Step o
thentication R d (TiNY Client Enahiz
Authentication Require
Clientt:
— Marne: Type: -
Athentioation Type (f 1) laine: [ riaching.name2.com ¥ |Sun Solaris J 5
Usernare: |jasmith Password: [#r7rs ﬂ
NT Dormsir: | Base Path [Justity
Connection Protocol: [Telnet | Transfer Protocal: [FTP I ‘
D: Enble
Database:
Server Type: | |
=
Host Name: | Cannect String: |
Username: | Passward | J
Oreacle SID: | Port Nurmber, |
DB Link: | wersion: |
JDEC URL |
oK Save Cancel

Ready

Figure 7-4. Worksheet and Environments window

The following lists the major section found in the Environments window:

e General information. General information includes basic information
concerning the environment, such as the environment name and
description. See Configuring General Information for Environments
on page 237.

e Host. The Host tab defines basic information about the client, server, and
database for the environment. The fields for the client and server sections
areidentical. See Creating Environments on page 238.
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Applications. Every Mercury Change Management environment can
contain its own set of applications. See Using Application Codes
Environments on page 243.

Extension Data. Mercury Change Management Extensions requires
gpecially configured environments. If Mercury Change M anagement
Extensions products are not installed, the Extension Data tab is disabled.

Ownership. Configure who can edit the environment. See Setting
Ownership for Environments on page 248.

User Access. Configures participants of the environment. Participants can
then be given specific access rights to the environment. See Adding
Participants to Environments on page 251.

User Data. Product entities such as packages, workflows, requests and
projectsinclude a set of standard fields that provide information about
those entities. While these fields are normally sufficient for day to day
processing, user data fields provide the ability to capture additional
information specific to each organization. User data is defined under the
User Data tab. If there are no user datafields, the User Data tab is disabled.
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Opening the Environments Workbench

To open the Environments Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.

5. From the shortcut bar, select Environments > Environments.
The Environments Workbench window opens.

Environment Workbench 19 =]

Query

Query: INUHB LI

Environment MName: I Server Marme: I

Client Marne: I DE Marne: I

hesul‘ls

Application Code: I Enahbled: IALL LI

Mew Enviranment | Save GUery | Clear | List I

Feadv

For More Information

For information on how to search and select an existing environment, copy an
environment, and delete an environment, see Getting Started.
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Configuring General Information for Environments

To configure the general information of an environment:
1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.
The Environment window opens.

3. Complete the fields in the Environment window as specified in the
following table:

Field Description

Environment Name The name of the environment.

. The location of the environment. For example, In the
Location

server room.
. A brief description of how the environment is being
Description
used.
Makes the environment available to the system. Select
Enabled

Yes to make the environment available to the system.

4. In the Environments window, save the changes to the environment.

Click OK to save the changes and close the Environment window. Click
Save to save the changes and |eave the Environment window open. Click
Cancel t0 lose the changes and close the Environment window.
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Creating Environments

To define a new environment:
1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.

The Environment window opens. The Hosts tab is displayed. The Hosts tab
isdivided into three parts:

e Server
e Client
e Database

Environment : test_beta 9 =15

Erwironment Marme: |]e§,]_be]a (el omputer and datahase hosting the application server

Location: | Enakled: ©* Yes Mo

Host | Applications | Extension Data | Gwnershin | User Access |

Senver Enable
Narme: [machine.name1.cam Type: |UN‘X(GE”E"C) j 5‘;"’5’-
Username: |jasmith Password; [#rren ﬂ
NT Domirt: | Base Path: [Justity
Connection Protocol: [Telnet = Transter Protocot [FTP [
Client Enable
Maing: |mach|ne.nam92.cam Type: |Sun Solaris j CI;""
Usernare: |jasmith Password: [#r7rs ﬂ
NT Dormsir: | Base Path [Justity
Connection Protocol: [Telnet = | Transter Protocot [FTP ]
Database Enable
Server Type: | = | Potee
=
Host Name: | Cannect String: |
Username: | Passward | J
Oreacle SID: | Port Nurmber, |
DB Link: | wersion: |
JDEC URL |
oK Save Cancel
Ready
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3. Completethefieldsin the Server section as specified in the following table:

Fields

Description

Name

The DNS name or IP address of the computer.

Type

A drop-down list of supported server/client operating systems.
Should be set to the operating system for the computer defined
in the Name field.

Username

The username that Mercury Change Management uses to log
onto the server/client in order to transfer files or execute
commands. This will usually be “Mercury ITG” if that user
account has been generated on this computer.

Password

The password for the given username. The password is hidden,
and can be changed by clicking the button to the right of the
field.

NT Domain

The domain name to use if this is a Windows NT computer.

Base Path

The path for applications on this computer. In many instances,
this is the home directory of the defined username. When
Mercury Change Management transfers a file or executes a
command on this server, it logs in and changes directories to
this base path before proceeding. Note that the directory
separators should utilize forward slashes (‘/’), even for
Windows systems.

Connection
Protocol

The protocol to be used for server or client connections. SSH is
a secure connections protocol, whereas Telnet is not. In order
to use SSH as your connection protocol, you must first setup
SSH on the destination machine.

Transfer Protocol

The protocol to be used for moving files between various clients
and servers. SCP is a secure transfer protocol, whereas FTP is
not. In order to use SCP as your transfer protocol, you must
first setup SCP on the destination machine.

Enable Server

Make the server information available to the system. Select the
checkbox to make the server information available to the
system.
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4. Complete the fields in the Client section as specified in the following table:

Fields Description

Name The DNS name or IP address of the computer.

A drop-down list of supported server/client operating systems.
Type Should be set to the operating system for the computer defined
in the Name field.

The username that Mercury Change Management uses to log
onto the server/client in order to transfer files or execute

Username commands. This will usually be “Mercury ITG” if that user
account has been generated on this computer.
The password for the given username. The password is hidden,

Password and can be changed by clicking the button to the right of the
field.

NT Domain The domain name to use if this is a Windows NT computer.

The path for applications on this computer. In many instances,
this is the home directory of the defined username. When
Mercury Change Management transfers a file or executes a
Base Path command on this server, it logs in and changes directories to
this base path before proceeding. Note that the directory
separators should utilize forward slashes (‘/’), even for
Windows systems.

The protocol to be used for server or client connections. SSH is
Connection a secure connections protocol, whereas Telnet is not. In order
Protocol to use SSH as your connection protocol, you must first setup
SSH on the destination machine.

The protocol to be used for moving files between various clients
and servers. SCP is a secure transfer protocol, whereas FTP is
not. In order to use SCP as your transfer protocol, you must
first setup SCP on the destination machine.

Transfer Protocol

Make the client information available to the system. Select the
Enable Client checkbox to make the client information available to the
system.
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5. In the Environment window, in the Database section, enter the database
server type in the Server Type field.

e If Oracle Server is selected, complete the fields as specified in the
following table:

Fields Description
The DNS name or IP Address of the system running the Oracle
Host Name .
database instance.
The Oracle SQL*NET connection string used to connect to this
Connect o
. database from a remote system. This is usually the same as the
String
Oracle SID.
The username for the schema in the database that will be used by
User Name Mercury Change Management to make remote database
connections.
Password The password for the given username. The password is hidden,
and can be changed by clicking the button to the right of the field.
The SID of the database. This is used in conjunction with the Port
Oracle SID . . :
Number for Environment Comparison reporting.
The port number of the TNS Listener database. Used for
Port Number . . .
Environment comparison reporting.
DB Link Reference to a remote Oracle database, if applicable.
Version The Oracle version number for this database. Used for reporting
purposes.
Enable Make the database information available to the system. Select the
Database checkbox to make the database information available to the system.
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e If sQL Server is selected, complete the fields as specified in the
following table:

Fields Description
The DNS name or IP Address of the system running the SQL
Server Name
database.
DB Name The DB name used by Mercury Change Management when
connecting to the SQL database.
User Login The login ID used by Mercury Change Management when
9 connecting to the SQL database.
Password The password for the given login ID.
The port number of the database. Used for Environment
Port Number . .
comparison reporting.
Version The SQL version number for this database. Used for reporting
purposes.
Make the database information available to the system. Select the
Enable : . .
checkbox to make the database information available to the
Database system

6. At the bottom of the Environment window, click OK.

The changes to the environment are saved.

242

Mercury Change Management™: Configuring a Deployment System




Chapter 7: Configuring Environments

Using Application Codes Environments

Complex environments are often segmented into subsections called
environment applications. The environment information consists of the default
set of attributes for an environment. It is rare, however, that an actual
environment could be described simply by this set of defaults. For example,
files belonging to different applications may reside at different paths and may
be owned by different users. SQL scripts may need to be run against adifferent
schema than the one defined in the Host tab.

When adding alineto a package, there is the option of choosing the application
code to specify the application that the migration object belongs to. When that
object is subsequently migrated, the application-specific environment items are
referenced in place of the default environment items. Asageneral rule, any
application specific environment item that has no value is substituted by the
corresponding environment value.

Environment User Data fieldswill be inherited by each application code and will
appear in the application cod’ s User Data tab. Application Code User Data fields
behave like other application code fields (such as host name and base path), in
that blank field values indicate that the application code has the same value as
its parent environment. Therefore, required Environment User Data fields are not
also required at the application code level.

Each environment can contain its own set of applications. The Applications tab
of the Environment window is shown in Figure 7-5.

Enwviranment Marme: heguge‘a Description: | and database hosting the Kintana application server

Location: | Enabled: & ‘es " o

Host Applications | Extension Deta | Gwmership | User Access | |

AppCods | ApplcationName | Descripfon | ServerUser Nams Server Bass Path Client Usernams

a \ I

Hew App ‘ Copy Apps From |

Mﬂ Cancel

Feady

Figure 7-5. Applications tab
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The Applications tab consists of the various fields and buttons shown in the
Figure 7-5 on page 243. Application fields do not always have to be popul ated.
Click New App to open the New Application Code window, where a new
application code can be defined.

To define the application codes:
1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.
The Environment window opens.
3. Select the Applications tab.
The Applications tab opens.
4. In the Applications tab, click New App.

The New Application Code window opens.

£ New Application Code

Details | |

Application Code: | Application Marme: |

Description: |

Server Usemame: | Server Password: | ﬂ
Server Base Path: |fustity
Client Usemarne: | Client Pagsward: | ﬂ
Client Bage Path: [fustity
DB Username: | DB Password: | J
DB Link; | Enabled: & Yes  No

Ok Acled | Cancel |

Ready
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5. Complete the fields in the New Application Code window as specified in the

following table:

Field Name

Description

App Code

Short name abbreviation for the application.

Application Name

Long name for the application.

Description

A description of the application.

Server User
Name

User name that Mercury Change Management should log on
as when transferring files or running commands on the
environment server for this application, if it is different from the
default server username.

Server Password

Password for logging on to the server, if different from the
default server password. This field is encrypted.

Server Base Path

Base path for the application on the server machine.

Client User Name

User name that Mercury Change Management should log in as
when transferring files or running commands on the
environment client for this application, if different from the
default client name.

Client Password

Password for logging on to the client, if different from the
default client password. This field is encrypted.

Client Base Path

Base path for the application on the client machine.

DB Username

Database username for the application. It is used when
running database level commands (such as SQL scripts) for
this application.

DB Password

Database password for the application. It is used when running
database level commands (such as SQL scripts) for this
application. This field is encrypted.

DB Link

Name of the database link for this application, if different from
the default environment database link.

Enabled

Identifies if this application environment is currently enabled.

6. In the New Application Code window, click OK.

The New Application Code window closes. The Applications tab opens.

7. In the Applications tab, click OK.

The changesto the environment are saved.
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Copying Application Codes from Other Environments

When generating a new environment, all or some of the applications attached
to an existing environment can be copied to the new environment to speed up
the setup process.

To copy the application codes:
1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.
The Environment window opens.
3. Select the Applications tab.
The Applications tab opens.
4. In the Applications tab, click New App.
The New Application Code window opens.
5. In the New Application Code window, click Copy Apps From.

The Copy From Dialog window opens.

i Copy From Dialog

Environment Marme: | ‘

Lpp Code | A pplication Matme Description Server User Mame Server Base Patl

‘ | 2
Old Server Path Segment Mew Server Path Segment
Old Client Path Segment Mew Client Path Segment

Ok | Cancel |

Flease enter an environment name and hittab

6. Select the environment from which the applications are to be copied from
the Environment Name autocompl ete list.

The names of application codes are displayed in the list.
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7.

10.

To change the base path segment of all the application codes selected, enter
the old server and client base path segment and the new server and client
base path segment in the appropriate fields.

. Select all the applicationsto be copied and click Add.

These fields have, by default, the server or client base path of the
environment from which the applications are being copied. For example,
suppose that two applications have been selected. The server base pathsfor
these two applicationsare /u2/apps/isi and /u2/apps/demo_107. TO
change u2 to u3, enter u2 in OId Server Base Path and u3 in New Server Base
Path before copying these applications. Every occurrence of the old server
and client base path segment will be changed to the new base path segment
in al the applications selected. The changes will be reflected in the
applications in the environment into which they were copied.

. After copying the application codes, any necessary modifications such as

adding additional applications, deleting applications, or editing any of the
applications can be made.

In the Applications tab, click OK.

The additions to the new environment are saved.
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Setting Ownership for Environments

Ownership groups are defined by adding security groups to the Ownership tab.
If no ownership groups are associated with the entity, the entity is considered
global and any user with the Edit Access access grant for the entity can edit,
copy or deleteit. Refer to Security Model Guide and Reference for more
information on access grants.

If asecurity group is disabled or |oses the Edit Access access grant, that group
will no longer be able to edit the entity.

Adding Ownerships to Environments
To add an ownership:
1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.
The Environment window opens.

3. In the Environment window, click the Ownership tab.

Environment : test_beta 1 J=]
Enwviranment Marme: heguge‘a Description: | and database hosting the Kintana application server
Location: | Enabled: & ‘es " o

Host | Applcations | Extension Deta 2wnershis | User Access | |

ive: shility to ect this Ervironmert ta:

" Al users with the Edit Environments Access Grant

(¥ Only graups listed below that have the Edit Environments Access Grant

Security Graup Description

ITG Adrministrator Provides ITG Administrator access arants

ITG Change Management Administrator Provides administrative access fo Change Management

ITG Demand Management Administrator Pravides administrative access to Demand Management

ITG Project Manager Provides access to Projects, Project Templates, and Calendars
ITG Service Security Group Used for itg_service user only - Please do not modify

Addd
Ok Save Cancel
Feady
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4. In the Ownership tab, select the ownership option.

The All user with the Edit Environment access grant option give all users with
the Edit Environment access grant ownership of the environment. The Only
groups listed below that have the Edit Environments access grant option
requires selected groups to be added to the ownership of the environment.

To select ownerships:

a.

In the Ownership tab, deselect Only groups listed below that have the Edit
Environments.

. In the Ownership tab, click Add.

The Add Security Groups window opens.

. In the Add Security Groups window, in the Security Groups field, select

the security groups.

The Validate window opens.

. In the validate window, select one or more security groups and click

OK.

The Validate window closes. The Add Security Groups window lists the
selected security groups.

. In the Add Security Groups window, click OK.

. The Add Security Groups window closes. The selected security groups

are display in the Ownership tab under the Security Group column.

5. In the Ownership tab, click OK.

The changesto the environment are saved.
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Deleting Ownerships from Environments

To delete an ownership:

.1

. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

. Open an environment.

The Environments window opens.

. In the Environments window, click the Ownership tab.

The Ownership tab opens.

. In the Ownership tab, select an ownership.

The All user with the Edit Environments access grant option give all userswith
the Edit Environments access grant ownership of the object type. The Only
groups listed below that have the Edit Environments access grant option
requires selected groups to be added to the ownership of the environment.

. In the Ownership tab, click Remove.

The ownership is deleted.

. In the Ownership tab, click OK.

The changes to the environment are saved.
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Adding Participants to Environments

It is possible to control which users can access an environment for use in
environment groups and workflows.

To add participants to the environment:
1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.
The Environment window opens.
3. In the Environment window, click the User Access tab.

The User Access tab opens.

Environment : test_beta 1 J=]
Erwiranment kame: hest_beta Descrigtion: | and database hosting the Kintana application server
Location: | Enabled: = Yes " Mo
Host | Appiications | Extension Data | Ownership User Accsss | |
This Environment can be used in Environment Groups and Workflovs by:
Al users
(¥ Only users in the groups listed below
Security Groug Description ‘
ITG Change Management Administrator Provides administrative access to Change Management |
ITG Adrministrator Provides ITG Administrator access grants |
ITG Service Security Group Used for itg_service user only - Please do not modify |
ioAdd i
Ok Save Cancel
Feady

4. In the User Access tab, in the This Environment can be used in Environment
Groups and Workflows by field, select one of the options.

e Select All Users so that all users can edit this environment.

e Select Only Users in the groups listed below S0 that only the users
belonging to alisted security group can edit the environment.
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If Select Only Users in the groups listed below, is selected:
a. Inthe User Access tab, click Add.
The Add Security Group window opens.

b. In the Add Security Group window, select the group from the drop-down
list.

c. In the Add Security Group window, click OK.
The security group is added to the User Access tab.
5. In the User Access tab, click OK.

The changes to the environment are saved.

Deleting Participants from Environments
To delete participants from the environment:
1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.
The Environment window opens.
3. In the Environment window, click the User Access tab.
The User Access tab opens.
4. In the User Access tab, select a participant to delete.
5. In the User Access tab, select, click Remove.
The participant is del eted.
6. In the User Access tab, click OK.

The changes to the environment are saved.
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Environment Maintenance and Utilities

This section provides information on validating and maintaining the
environment definitions in Mercury Change Management.

Testing Environment Setups
To check the validity of the Environment:
1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.
The Environment window opens.
3. In the Environment window, click Check.

The Check Environment window opens.

£ Check Environment

To test a set of related connections, select the folder containing the connections and click check. You can also test specific
connections by selecting one or more connection items and clicking Check.

To view the execution log for a connection test, select a single connection.

5 Environment
[C-9 Server
FTP Server: galiiurm. kintana.corm:apnimagr
Telnet Senver: gallivm kintana.camagpimar
-9 Client
': FTFR Client | Unabie to check - No host entered
Telnet Ciient: : Unabie fo check - No host entered
4 Datahase
{77 Ora Apps
=5 App Codes
Successful Failed
] Mot Checked Uncheckahble
Cancel
Reay
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4. In the Check Environment window, select the environment connections to
check.

Select afolder, such as Server, to check all connections defined for that
category. Specific connections can also be tested by selecting the
individual check boxes by the connection item.

5. In the Check Environment window, click Check.

The system verifies the environment definition. Results from the
environment check commands are displayed in the Log File area of the
Check Environment window. Use log file output to troubleshoot any
connection problems identified during the environment check.

Environment definition testing includes actions performed during regular
code migration, such as opening a Telnet session to the server, opening an
FTP session to the server, and connecting to the database. While the
environment checker cannot guarantee that all migrations will be
successful, it can help catch some of the most common setup problems.

While the check process can take a significant amount of time, it is
recommended that any new environment is checked once al the data for it
isentered. Additionally, it isgood practice to periodically check all
environments to catch any obvious problems, such as changed passwords
or disabled accounts.

6. In the Check Environment window, click Cancel.
The Check Environment window closes.
7. In the Environment window, click Cancel.

The Environment window closes.

254  Mercury Change Management™: Configuring a Deployment System



Chapter 7: Configuring Environments

Mass Updates of Base Paths

It is possible to update server and client base path segments in the environment
and all of its applications at the same time. This functionality is useful to
relocate a particular environment and all of its applications onto a new disk or

partition.

To perform a mass update of the base paths:

1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.

The Environment window opens.

3. From the menu, select Environment > Update Base Paths.

The Update Base Path window opens.

File Edit Tools Mavigate Windo

Demand Marnt
Project Mgmt

Change Morrt
Time Mgmt

Environment  Procuc
Update Base Paths
Update Password

’g B

Configuration

Daghboard

Environments

Sys Admin

Flease enter serverclient hase path segments for mass update of hase paths. All occurrences of
the old segment will be replaced by the new seament in the environment and all of its app codes.

Qld Server Base Path: | [RELE

Mew: Server Base Path: \Iusrfitg

Old Client Base Path: \Iusrfitg

MNew Client Bage Path: [jusnity

Ok | | Cancel

Ready

4. In the Update Base Path window, enter the old server/client base path
segment and the new server/client base path segment in the fields provided.

The default value in the old server/client base path field isthe
environment's current server/client base path segment.

5. Inthe Upd

ate Base Path window, click Apply or OK.

Every occurrence of the old server/client base path segment will be
replaced by the new server/client base path segment in the Environment
and all of its applications.
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For example, suppose that two applications have been selected. The server
base paths for these two applications are /u2/apps/isi and /u2/apps/
demo_107. TO change u2 to u3, enter u2 in OId Server Base Path and u3 in
New Server Base Path before copying these applications. Every occurrence
of the old server/client base path segment will be changed to the new base
path segment in all the applications selected. The changes will be reflected
in the applications in the Environment into which they have been copied.

The Environment window opens.
6. In the Environment window, click OK.

The changes to the environment are saved.

Environment Password Management Utility

A single user can have access to multiple password protected environments. It
is often convenient to use a single username and password for al of the
environments that a single user encounters. If the user decided to change their
password or if that user’ sjob functions were transferred to another user, it
would take hours to update the environment passwords in each environment
window.

The Environment Password Management Utility enables a user to update their
password in all of the environments located on a single host, simultaneoudly.
This utility only updates passwords with matching parameters, such as
Hostname, Username, Old Password, and Connect String. These updates can be
made using the Mercury IT Governance Environment interface.

To change a user’s environment password:
1. Open the Environments Workbench.

To open the Environments Workbench, see Opening the Environments
Wor kbench on page 236. The Environments Workbench window opens.

2. Open an environment.
The Environment window opens.
3. From the menu, select Environments > Update Password.

The Update Environments Password window opens.
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Dernand Mgmt

File Edit Tools Mavigate Window, mvironment  Prod nformation
Update Base Paths

Project Mgmt
Change Mymt
Time Mgmt
Configuration

Daghboard

Environments

Sys Admin

E Update Environments Pass... E]

Host Type|ComputerMNT -

Hostname;
MT Domain

Usernarme;

Old Password: o
o]

Mews Passward)

Ok | | Cancel |

Ready

4. In the Update Environments Password window, select the Host Type from the
drop-down list.

The required fields will change to match requirements of the selected host

type.

5. Complete the fields in the Update Environments Password window as
specified in the following table:

Fields Description

The DNS name or IP Address of the system running the Oracle
Host Name .

database instance.
NT Domain The domain name to use if this is a Windows NT computer.

The username for the schema in the database that will be used by
Username Mercury Change Management to make remote database

connections.
Ooid The old password for the given username. The password is hidden,
Password and can be changed by clicking the button to the right of the field.
New The new password for the given username. The password is hidden,
Password and can be changed by clicking the button to the right of the field.
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6. In the Update Environments Password window, click OK.

The changes are implemented. The Update Environments Password window
closes. The Environment window opens.

7. In the Environment window, click OK.

The changes to the environment are saved.
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In This Chapter:

Overview of Environment Groups

Overview of Configuring Environment Groups
Opening the Environment Group Workbench
Configuring General Information for Environment Groups
Creating Environment Groups

Setting the Order of Executions

Setting Ownership for Environment Groups

= Adding Owner ships to Environment Groups

= Deleting Ownerships from Environment Groups
Setting Participants for Environment Groups

= Deleting Participants from Environment Groups
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Overview of Environment Groups

Environment groups define a set of environments which can be referenced as
the source or destination for object migrations. Environment groups are
defined and edited using the Environment Group Workbench.

Use environment groups where it is desirable to execute aworkflow step on
multiple environments. For example, it may be necessary to migrate an object
to multiple testing environments for different targeted tests. These multiple
environments can be referenced together in one environment group (see
Figure 8-1).

"En-.-lrnnmant Group

| o
DEVELOPMENT P Test One

J —_

'
P Test Two

-

Figure 8-1. Environment group
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Overview of Configuring Environment Groups

Environment groups are configured in the Environment Group window. The
following lists the main sections found in the Environment Group window:

General information. General information includes basic information
concerning the environment group, such as the environment group name
and description. See Opening the Environment Group Workbench

on page 262.

Environments. The Environments tab is used to add existing Mercury
Change Management environments to an environment group.

Host. The Host tab lists basic information about the client, server, and
database for the associated environments. See Creating Environment
Groups on page 264.

Applications Codes. The Applications Codes tab lists basic information
concerning the application codes linked to the associated environments.

Serial Execution Order. The Serial Execution Order tab displaysthe order in
which environments are acted on. See Setting the Order of Executions
on page 265.

Ownership. Configure who can edit the environment group. See Setting
Ownership for Environment Groups on page 266.

User Access. Configures participants of the environment group.
Parti cipants can then be given specific access rights to the environment
group. See Setting Participants for Environment Groups on page 269.
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Opening the Environment Group Workbench

To open the Environment Group Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.
5. From the shortcut bar, select Environments > Environment Group.

The Environment Group Workbench window opens.

Environment Group Workbench 1 =]
E‘ Query: |Maone LI
T | Environment Group Mame: |
% Environment: I
_i_ Application Code I
Enabled! [ALL =]

Mewy Environment Groug | Save CUery | Clear | Lizt I

Feadv

For More Information

For information on how to search and select an existing environment group,
copy an environment group, and delete an environment group, see Getting
Sarted.
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Configuring General Information for Environment Groups

To configure the general information of an environment group:

1.

Open the Environment Groups Workbench.

To open the Environment Groups Workbench, see Opening the Environment
Group Workbench on page 262. The Environment Group Workbench window
opens.

. Open an environment group.

The Environment Group window opens.

. Complete the fields in the Environment Group window as specified in the

following table:

Field Description

Environment Group Name | The name of the environment group.

Enabled

Makes the environment available to the system. Select
Yes to make the environment available to the system.

Description

A brief description of how the environment group is
being used.

Execution Order

Indicates whether the environments associated with an
environment group are executed in parallel order (all at
once) or in a specific serial order. Enables the Serial
Execution Order tab when Serial is selected.

Indicates the default environment selected when the

Source Environment (No | environment group is used as the source environment
App Code) in an execution workflow step with no application code

specified.

4. In the Environment Group window, save the changes to the environment.

Click oK to save the changes and close the Environment Group window.
Click save to save the changes and |eave the Environment Group window
open. Click cancel to lose the changes and close the Environment Group
window.
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Creating Environment Groups

To define a new environment group:
1. Open the Environment Groups Workbench.
To open the Environment Groups Workbench, see Opening the Environment
Group Workbench on page 262. The Environment Group Workbench window
opens.
2. Open an environment group.

The Environment Group window opens. The Environments tab is displayed.

3. In the Environments tab, select an existing environment in the Available
Environments field.

4. In the Environments tab, click aright-pointing Arrow icon.

The selected environment is moved to the Associated Environments field

Environment Group 1 [=] E3
Ervitanment Group Marne: [test! Enabled? & Yes (Mo
Description |
Exacution Order [Parallel  ¥|  Snurce Emviranment (No App Cods) | |
Environments ] Hosts] Application Codesl ] Ownershlp] User Access

rAssociated Environment:

Available Environments Associated Environments
est_slpha

)

QK | Save | Cancel

Ready

5. In the Environments tab, click OK.

The changes to the environment group are saved.
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Setting the Order of Executions

The environments are executed in sequential order until all executions have
completed. Each environment execution waits for the previous environment
execution to complete (success or fail) before beginning.

To set the environment execution order:
1. Open the Environment Groups Workbench.

To open the Environment Groups Workbench, see Opening the Environment
Group Workbench on page 262. The Environment Group Workbench window
opens.

2. Open an environment group.
The Environment Group window opens.
3. In the Environment Group window, click the Serial Application Order tab.

The Serial Application Order tab opens.

Environment Group : test1 19 [=] E3
Ervitanment Group Marne: [test! Enabled? & Yes (Mo
Description |
Exacution Order [Serial ¥|  Source Environment (Mo App Code) [test_alpha |

En\nronments] Hosts] Application Codes  Serial Execution Order Ownershlp] User Access

< i

e
QK | | Cancel |

"Save” Successiul

4. In the Serial Application Order tab, select arow to be moved.

5. At the bottom of the Serial Application Order tab, click the Up or Down
icons to move the selected environment to a new sequence position.

6. At the bottom of the Serial Application Order tab, click OK.

The changes to the environment group are saved.
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Setting Ownership for Environment Groups

Ownership groups are defined by adding security groups to the Ownership tab.
If no ownership groups are associated with the entity, the entity is considered
global and any user with the Edit Access access grant for the entity can edit,
copy or deleteit. Refer to Security Model Guide and Reference for more
information on access grants.

If asecurity group is disabled or |oses the Edit Access access grant, that group
will no longer be able to edit the entity.

Adding Ownerships to Environment Groups

Different groups of users can have exclusive control over the environment
groups used by their group. These groups are referred to as ownership groups.
Members of the ownership group are the only users who can edit, delete or
copy the environment group. Each environment group can be assigned
multiple ownership groups.

Ownership groups are defined by adding security groups to the Ownership tab.

To set the ownership for an environment group:
1. Open the Environment Groups Workbench.

To open the Environment Groups Workbench, see Opening the Environment
Group Workbench on page 262. The Environment Group Workbench window
opens.

2. Open an environment group.
The Environment Group window opens.
3. In the Environment Group window, click the Ownership tab.

The Ownership tab opens.
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Environment Group : test1 1 [=] E3
Ervitanment Group Marne: [test! Enabled? & Yes (Mo
Description |
Exacution Order [Serial ¥|  Source Environment (Mo App Code) [test_alpha |

Enwronments] Hosts] Application Codes] Setial Execution Order  Cwnership ] UserAccess
Give ahility to edit this Emvironment Group to
" All users with the Edit Environments Access Grant

& Only groups listed below that have the Edit Environments Access Grant

Security Group Description
ITG Administrator Provides TG Administrator access grants
ITG Change Management Administrator Provides administrative access to Change Managem...
ITE Demand Management Administrator Frovides administrative access to Demand Managem..

i

QK | Save | Cancel

Ready

4. In the Ownership tab, select the ownership option.

The All user with the Edit Environment Group access grant option give all users
with the Edit Environment Group access grant ownership of the environment
group. The Only groups listed below that have the Edit Environment Group
access grant option requires selected groups to be added to the ownership
of the environment group.

To select ownerships:

a.

In the Ownership tab, deselect Only groups listed below that have the Edit
Environment Group.

. In the Ownership tab, click Add.

The Add Security Groups window opens.

. Inthe Add Security Groups window, in the Security Groups field, select

the security groups.

The Validate window opens.

. In the validate window, select one or more security groups and click

OK.

The Validate window closes. The Add Security Groups window lists the
selected security groups.
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e. In the Add Security Groups window, click OK.

f. The Add Security Groups window closes. The selected security groups
are display in the Ownership tab under the Security Group column.

5. In the Ownership tab, click OK.

The changes to the request type are saved.

Deleting Ownerships from Environment Groups

To delete an ownership:

.1

. Open the Environment Groups Workbench.

To open the Environment Groups Workbench, see Opening the Environment
Group Workbench on page 262. The Environment Group Workbench window
opens.

. Open an environment group.

The Environment Group window opens.

. In the Environment Group window, click the Ownership tab.

The Ownership tab opens.

. In the Ownership tab, select an ownership.

The All user with the Edit Environment Group access grant option give all users
with the Edit Environment Group access grant ownership of the environment
group. The Only groups listed below that have the Edit Environment Group
access grant option requires selected groups to be added to the ownership
of the environment group.

. In the Ownership tab, click Remove.

The ownership is deleted.

. In the Ownership tab, click OK.

The changes to the environment group are saved.
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Setting Participants for Environment Groups

To add participants to the environment:
1. Open the Environment Groups Workbench.

To open the Environment Groups Workbench, see Opening the Environment
Group Workbench on page 262. The Environment Group Workbench window
opens.

2. Open an environment group.
The Environment Group window opens.
3. In the Environment Group window, click the User Access tab.

The User Access tab opens.

Environment Group : test1 19 [=] E3
Ervitanment Group Marne: [test! Enabled? & Yes (Mo
Description |
Exacution Order [Serial ¥|  Source Environment (Mo App Code) [test_alpha |

Enviranments | Hosts | Application Codes | Serial Execution Order | ownership User Access
This Environment Group can be used in Workflows by
" Allusers

& Only users inthe groups listed helow

Security Graup Description |
ITG Change Management Administrator Provides administrative access to Change Managem...
ITG Dermand Management Administrator Provides administrative access to Dermand Managem..
IT Setvice Security Group Used for itg_serice user only - Please do not modify

i

QK | Save | Cancel

Ready

4. In the User Access tab, in the This Environment Group can be used in
Workflows by field, select one of the options.

e Select All Users so that all users can edit this environment.

e Select Only Users in the groups listed below S0 that only the users
belonging to alisted security group can edit the environment.
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If Only Users in the groups listed below, is selected:
a. Inthe User Access tab, click Add.
The Add Security Group window opens.

b. In the Add Security Group window, select the group from the drop-down
list.

c. In the Add Security Group window, click OK.
The security group is added to the User Access tab.
5. In the User Access tab, click OK.

The changes to the environment group are saved.

Deleting Participants from Environment Groups
To delete participants from an environment group:
1. Open the Environment Groups Workbench.

To open the Environment Groups Workbench, see Opening the Environment
Group Workbench on page 262. The Environment Group Workbench window
opens.

2. Open an environment group.
The Environment Group window opens.

3. In the Environment Group window, click the User Access tab.
The User Access tab opens.

4. In the User Access tab, select a participant to delete and click Remove.
The participant is del eted.

5. In the User Access tab, click OK.

The changes to the environment group are saved.
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In This Chapter:

e Overview of Notification Templates
e Opening the Notification Templates Workbench
= Deleting Notification Templates
e Creating Notification Templates
= Configuring Ownership of Notification Templates
= Deleting Ownerships from Notification Templates
e Configuring Notification Intervals
e Checking the Usage of Notification Templates
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Overview of Notification Templates

Notification templates are pre-configured notifications that can be used to
quickly construct the body of your message (see Figure 9-1). Notification
templates are used with the following Mercury IT Governance Center entities:

e Tasks

e Projects

e Requests

e Packages

e Releases

o Workflows

o Reports

Notification Template : Standard Message 1M =] E3
Template Name: |SEUDENIEEEEDE
Muotification Scope | J
Muotification Format | J
Enabled: & o Default. o
From | | | ‘
RevaTn| | | ‘
Subject: |\T Governance - Change Management Alert
Body:
Description: [ PEG.DESCRIPTION] B
Workflow: [WF. WOREFLOW_MAINE ]
Torkflow Step: [WFS.STEF_NO1. [UFS.STEP_NAME]
Priority: [ PEG. PRIORITY_MAME] -
Available Tokens Linked Tokens
Taken Marne Taken Calg Token Mame: Taken
Execution Batch ID [WST.EXECUTION_BAT « 1 PKGL Seq [PKGLSEQ]
Hidden Status [WET.HIDDER_STATUE. 2 PKGL Ohject Mame [PRGLOBJECT_MAME]
Last Updated By [WST.LAST_UPDATED_ had|E PEGL Ohbject Type [[PKGL.OBJECT_TYPE]
Ohbject Revision [PKGL OBJECT_REWISI 4 LastUpdated By [AWST LAST _UPDATED_BY_f
Qbject Type ID [PKGL.OBJECT_TYPE_|
Object Type Workbench URL  [[PKGL WORKBEMNCH_C ‘
| [ ] < (. =
¥

‘ Used By ‘ Ownership ‘ QK Cancel

[Ready (Read-Only, Seed Data)

Figure 9-1. Notifications Template window
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Opening the Notification Templates Workbench

To open the Notification Template Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.
5. From the shortcut bar, select Configuration > Notification Templates.

The Notification Template Workbench window opens.

Motification Template Workbench 19 [=]
=

g Guery: INone LI
:; Tetnplate Mame: I

E Nification Scope: [ALL | Enabieat [ALL =l
X

Mewy Matification Tetnplate | Save GIUery. | Clear | Lizt I

Feadv

For More Information

For information on how to search and select an existing notification template,
and copy a notification template, see Getting Sarted.

Deleting Notification Templates

Y ou can not del ete notification templates that are referenced from an existing
notification. To delete a notification template you must first remove these
references. Referenced notification templates can be disabled. To seeif a
notification template is references, see Checking the Usage of Notification
Templates on page 285.

For information on how to delete a notification template type, see Getting
Sarted.
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Creating Notification Templates

To create anew notification template:
1. Open the Notification Template Workbench.

To open the Notification Template Workbench, see Opening the Notification
Templates Workbench on page 273. The Notification Template Workbench
window opens.

2. Click New Notification Template.

A Notification Template window opens.

Notification Template : Standard Message 1M =] E3

Template Name: |SEUDENIEEEEDE
Motification Scape | J
Maotification Format | J

Enabled: & o Default: © o

From | | | ‘
RepIyTo| | | ‘
Subject: |\T Gaowvernance - Change Management Alert
Body:

Description: [ FEG. DESCRIFTION] B

Workelow: [WF. WORKEFLOW_HAME ]

Workflow Step: [WFS.STEP NO1. [UFS.STEP NAME]

Priority: [ PEG. PRIORITY NAME ] <

Awailable Tokens Linked Tokens
Token Mame Token Cal# Token Name Token

Execution Batch ID [\NST.EXECUT\ON_EATE‘ 1 PKGL Seq [PHGL.SEQ]

Hidden Status [WST.HIDDERM_STATUS. 2 PKGL Object Mame [[PIIGL.OBJECT_MNAME]

Last Updated By [WET.LAST_UPDATED_ hald|E PKGL Object Type [[PRGL.OBJECT_TYPE]

Object Revision [PKGL OBJECT_REWISh [ Last Updated By |[WST.LAST_UPDATED_BY_I

Ohject Type 1D [PKGLOBJECT_TYPE_|

Ohject Type Workbench URL | [PKGLWORKBENCH_C ~ \

< [ o] d [ B

+¥
‘ Used By Ownership ‘ QK Cancel

[Ready (Read-Only, Seed Data)

3. Complete the fields in the Notification Template window as specified in the
following table:
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Field

Description

Template Name

Enter the name of the new notification template.

Notification Scope

Include the product area where this notification
template will be used. Select an entry from the
drop-down list. Entries include:

e Packages

e Projects

e Release Distribution

e Reports

e Request Field Changes
¢ Requests

e Task Dates

e Task Exceptions

The default notification scope is Packages. Selecting
another notification scope changes the format of the
notification template.

Notification Format

Include the format of the body of the notification. Select
an entry from the drop-down list. Entries include:

e Plain Text
e HTML

Make the notification template available to the system.

Enabled Select Yes to make the notification available to the
system.
Make the notification template the default notification
Default template for the system Select Yes to make the

notification template the default notification template.

4. In the Notification Template window, enter a From address.

a. In the Notification Template window, in From, click Choose....

The Email Header Field window opens.
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b. Select the recipient category from the drop-down list (Username, Email
Address, Standard Token, Or User Defined Token).

The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if Enter an
Email Address is selected from the drop-down list, then it is necessary
to enter an Email Address. If aUser Defined Token is selected, click
Tokens to bring up afull list of available tokens or type in a specific
token.

£ Email Header Field £ Email Header Field

Stancard Token: I
Type:

Emsil Address:
Type: |Email Address

\ £ Email Header Field

Read
‘ v |EnteraUsemamE j nter a User Defined Token
Uszernarme: I Uszer Defined Toker:
Type: |Usetname Type: |User D =
| 019 | Cancel | Tokens | 0K Cancel |
Ready Ready

c. Enter the appropriate information in the required field.

d. If aUser Defined Token has been entered, select the token type that
corresponds with the evaluated token value.

e. In the Email Header Field window, click OK.
The Email Header Field window closes.
5. In the Notification Template window, enter a Reply address.
a. In the Notification Template window, in From, click Choose....
The Email Header Field window opens.

b. Select the recipient category from the drop-down list (Username, Email
Address, Standard Token, Or User Defined Token).
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The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if Enter an
Email Address is selected from the drop-down list, then it is necessary
to enter an Email Address. If aUser Defined Token is selected, click
Tokens to bring up afull list of available tokens or type in a specific

token.
c. Enter the appropriate information in the required field.

d. If aUser Defined Token has been entered, select the token type that
corresponds with the evaluated token value.

e. In the Email Header Field window, click OK.
The Email Header Field window closes.

6. In the Notification Template window, in Body, enter the body of the
notification text.

Make sure the format of the body of the notification is the same as
specified in Notification Format. HTML notifications for Mercury Change
Management should include the token ‘[NOTIF.NOTIFICATION _
DETAILS]" within the <body> tags to incorporate linked tokens.

Motification Template : Standard HTML Message M [=] E3
Template Marne: |EElsEsE R
motification Seope: | =l
Motification Format: | J
Enabled: & o Default: & iy
Fram: | |
Reply To:| |
Suhject |IT Governance - Change Management Alert
Bodhy:
-
<td colspan="2a">[NOTIF.NOTIFICATION DETATILS]</td-
I |
</table> j

Uze the token [MOTIF.MNOTIFICATIORN_DETAILS] to include an HTML table of linked tokens for associated
Fackage lines

Available Tokens Linked Tokens
Taoken Narme Col# Token Mame T
Execution Batch [D MST.EKECS 1 PKGL Seq [PKGLSER]
Hidden Status [WST.HIDD <::|::>\ 2 PKGL Dbject Name |[PKGLOBJECT,
Last Updated By [WST.LAST. 3 PKGL Ohject Type  |[PKGL.OBJECT
Chbject Revision [PHGL.OBJE - 4 Last Updated By MWST.LAST_UP
— T q | ﬂ
+| ¥
| Used By | Ownership ‘ Ok | | Cancel |

Ready (Read-0nly, Seed Data)
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7. In the Notification Template window, in Body, add tokens to the body of the
text.

If you need to add tokens to the body of the notification template:
a. At the bottom of the Notification Template window, click Tokens.
The Token Builder window opens.
b. From the Token Builder window, select a token.

c. In the Token Builder window, in the Token field, copy the name of the
token and paste the name in the Body field.

d. In the Token Builder window, click Close.
The Token Builder window closes.

8. In the Notification Template window, configure the ownership of the
notification template.

For detailed information on how to configure the ownership of the
notification template, see Configuring Ownership of Notification
Templates on page 279.

9. In the Notification Template window, click OK.

The changes to the notification template are saved.
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Configuring Ownership of Notification Templates

Ownership groups are defined by adding security groups to the Ownership
window. If no ownership groups are associated with the entity, the entity is
considered global and any user with the Edit Access access grant for the entity
can edit, copy or delete it. Refer to Security Model Guide and Reference for
more information on access grants.

If asecurity group is disabled or |oses the Edit Access access grant, that group
will no longer be able to edit the entity.

To configure the ownership of a notification template:
1. Open the Notification Template Workbench.

To open the Notification Template Workbench, see Opening the Notification
Templates Wor kbench on page 273. The Notification Template Workbench
window opens.

2. Open anotification template.
A Notification Template window opens.

Motification Template : Standard HTML Message 1 [=] E3

Template Mame: |EEEERNILMUEEEERE

motification Seope: | =1
Motification Format: | =l
Enabled: & o Default: & v
Fram: | |
RepIyTo:| |
Subject: |IT Governance - Change Management Alert
Boy:
<tr>» j
<td colspan="Z">[NOTIF.NOTIFICATION DETAILS]</td>
</t |
</tablex j

Use the token [MOTIF.NOTIFICATION_DETAILS] to include an HTWL table of linked tokens for associated
FPackage lines.

Available Tokens Linked Tokens
Token MName Col# Token Mame T
Execution Batch 1D DNST.E)(ECS 1 PRGL Seq [FKGL.SEG]
Hidden Status [WST.HIDD 4=|=|]2 PKGL Object Mame |[PKGL.OBJECT,
Last Updated By [W3T.LAST 3 PKGL Ohject Type | PRGL.OBJECT
Ohject Revision [PKGL.OBJE 4 Last Updated By |WST.LAST_UP
e e q | ﬂ
+|¥
| Used By | Ownership ‘ Ok | | Cancel |

Ready (Read-0nly, Seed Data)
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3. At the bottom of the Notification Template window, click Ownership.
The Ownership window opens.
4. In the Ownership window, select the ownership option.

e Alluser with the Edit Notification Template access grant gives all userswith
the Edit Notification Template access grant can have ownership of the
notification template.

® Only groups listed below that have the Edit Notification Template access
grant requires selected groups to be added to the ownership of the
notification template.

To select ownerships:

a. In the Ownership window, deselect Only groups listed below that have the
Edit Notification Template.

b. In the Ownership window, click Add.
The Add Security Groups window opens.

c. Inthe Add Security Groups window, in the Security Groups field, select
the security groups.

The Validate window opens.

d. In the validate window, select one or more security groups and click
OK.

The Validate window closes. The Add Security Groups window lists the
selected security groups.

e. In the Add Security Groups window, click OK.

f. The Add Security Groups window closes. The selected security groups
are display in the Ownership tab under the Security Group column.

5. In the Ownership window, click OK.

The changes to the notification template are saved.
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Deleting Ownerships from Notification Templates

To delete an ownership:

.1

. Open the Notification Template Workbench.

To open the Notification Template Workbench, see Opening the Notification
Templates Workbench on page 273. The Notification Template Workbench
window opens.

. Open anoatification template.

A Notification Template window opens.

. At the bottom of the Notification Template window, click Ownership.

The Ownership window opens.

. In the Ownership window, select an ownership.

The All user with the Edit Notification Template access grant option give all
users with the Edit Notification Template access grant ownership of the
notification template. The Only groups listed below that have the Edit
Notification Template access grant option requires selected groups to be
added to the ownership of the notification template.

. In the Ownership window, click Remove.

The ownership is deleted.

. In the Ownership window, click OK.

The changes to the notification template are saved.
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Configuring Notification Intervals

To create anew notification template:
1. Open the Notification Template Workbench.

To open the Notification Template Workbench, See Opening the Notification
Templates Workbench on page 273. The Notification Template Workbench
window opens.

2. From the menu, select Notification Templates > Intervals.

The Notification Intervals window opens.

File Edit Tools Mavigate Windg ates  Product Infarmation

Dermand Marnt
Praject Mgmt
Change Mgrnt
Tirne Mgrmt £ Notification Intervals

Configuration Interval Mame Interval Description Enabled |
Dashhboard 8:00 AM Daily M-F Send email messages once daily at 8:00 AM.)Y
N Hourly W-F Send email messages every hour, Monday - .Y
Environments
Immediate Send notification immediately upon event id
Sys Admin
Mewr | | Refresh Cloge
3 Notification Interval Records Loaded

3. In the Notification Intervals window, click New.
The the Notification Intervals window opens.

4. Complete thefields in the Interval tab as specified in the following table:
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£ Notification Interval : New

Interval | Used By

Interval Mame: |

Description: |
Interval Type: | J
Start Time: |
End Time: |

Time Interval (Hours): |
Days: [ Sun ¥ Mon ¥ Tue v Wied ¥ Thu ¥ Fri [~ Sat

Enahled: * Yes " Mo

Ok Save | Cancel

Ready

Field Name Description

Interval Name | This is the name assigned to the interval.

Description Free form description of this interval.

For internal use. This is always set to Periodic, unless Inmediate

Interval Type Interval is used.

Time to start sending out notifications and to start counting down

Start Time the time interval until the next batch.
End Time Time to stop sending out notifications.
. Number of hours to wait after the Start Time or the last batch sent,
Time Interval . -
before sending out the next batch of notifications.
Days Used to select which days this interval should execute on.
If Yes is set, this interval is selectable. If No is set, this interval is
Enabled

unavailable.

5. In the Interval tab, click OK.

The Notification Interval window closes. The new interval is added to the
system.
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6. In the Notification Intervals window, click Close.

The Notification Intervals window closes. The new notification interval can
now be used in any workflow step notification.

When notifications are sent with an hourly or daily interval, there are
sometimes several notifications pending for a particular user. In this case, all
notifications are grouped together in one email message. The subject of each

individual notification appears at the top of the email message in a Summary
section.
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Checking the Usage of Notification Templates

To check the usage of a notification template:
1. Open the Notification Template Workbench.

To open the Notification Template Workbench, see Opening the Notification
Templates Workbench on page 273. The Notification Template Workbench
window opens.

2. Open notification templ ate.

A Notification Template window opens.

Motification Template : Standard HTML Message M [=] E3
Template Marne: |EElsEsEe I
motification Seope: | =l
Motification Format: | J
Enabled: & o Default: & iy
Fram: | |
Reply To:| |
Suhject |IT Governance - Change Management Alert
Bodhy:
LI ﬂ
<td colspan="2a">[NOTIF.NOTIFICATION DETATILS]</td-
</t o
</table> j

Uze the token [MOTIF.MNOTIFICATIORN_DETAILS] to include an HTML table of linked tokens for associated
Fackage lines

Available Tokens Linked Tokens
Taoken Narme Col# Token Mame T
Execution Batch [D [WIT.EXEC = 1 PKGL Seq [PKGLSER]
Hidden Status [WST.HIDD 4-|-}\ 2 PKGL Dbject Name |[PKGLOBJECT,
Last Updated By [WST.LAST. 3 PKGL Ohject Type  |[PKGL.OBJECT
Chbject Revision [PHGL.OBJE - 4 Last Updated By MWST.LAST_UP
— T q | ﬂ
+| ¥
| Used By | Ownership ‘ Ok | | Cancel |

Ready (Read-0nly, Seed Data)

3. At the bottom of the Notification Template window, click Used By.

The Used By window opens. All references to the notification template are
listed.

4. In the Used By window, click OK.
The Used By window closes.
5. In the Notification Template window, click OK.

The Notification Template window closes.
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Configuring User Data

In This Chapter:

e Overview of User Data

» Referring to User Data

= Migrating User Data

= Overview of Configuring User Data
e Opening the User Data Workbench
e Configuring General Information for User Data Types
e Creating User Data Fields

= Copying a Field’s Definition

» Editing User Data Fields

= Configuring User Data Field Dependencies

= Removing Fields
e Configuring User Data Layouts

= Changing Column Widths

=  Moving Fields

= Swapping Positions of Two Fields

= Previewing the Layout
e Configuring Project and Task User Data Roll-Ups
Example Using Project and Task User Data Roll-Up
Overview of Configuring User Data Roll-Ups
Configuring Task User Data for User Data Roll-Ups
Configuring Project User Data for User Data Roll-Ups
Configuring User Data Roll-Ups
Editing User Data Roll-Ups
Deleting User Data Roll-Ups
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Overview of User Data

Product entities such as packages, workflows, requests and projects include a
set of standard fields that provide information about those entities. While these
fieldsare normally sufficient for day to day processing, user datafields provide
the ability to capture additional information specific to each organization. For
example, you might want to include an additional field on every package. To
accomplish this, you would open Validation Value User Data and define the
extrafield. Once defined, the field would appear on avalidation’ s User Data
tab.

User data types are configured in the User Data Workbench in the User Data
Context window. Figure 10-1 illustrates a partial list of the available user data

types.
User Data Workbench 1 []
= User Data Type Scope Context Field Cortest Value Enakbled
:=':; Resource Pool User Data Global v = |
®» Security Group User Data Global i
S |Skill User Data Glohal i
3 Staff ProfLine User Data Global v
& Staffing Profile User Data Global id
Task User Data Global i
Uger User Data Global u
Walidation Value User Data G i
alidation Value User Data atioh Mame COMNECTION_PR.. ¥
Walidation Value User Data Context [Walidation Name DATA_MASK i
Validation Value User Data Context [Validation Mame TRAMNSFER_PROT... |V
Wiorkflow Step User Data Global v
Workflow User Data Global v =z
4 [ 2]
My | Open | Copy | Delete | Refresh

b2 User Data Context Records are loaded

Figure 10-1. User data types

Each user data type consists of four components. All four of these components
arerequired to fully identify a user data type. The following lists these
components:

e User Data Type. The User Data Type fidld liststhe name of the user data
type. All available user data types are created by Mercury IT Governance
Center. You can only define fields for a user datatype. Y ou cannot create a
new user data type.
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e Scope. The scope refersto the category of the user data type. There are two
available scopes for user data types:

= Global. The standard user data type scope. When Scope is defined as
Global, every designated entity has the defined field added to the User
Data tab.

= Context. A context sensitive user datatype. When Scope is defined as
Context, only those entities with the correct Context Field definition and
Context Value definition receive the defined user data field.

e Context Field. The Context Field iSthe name of the context sensitive field.
The Context Field is only applicable to user data types with a scope of
Context. There is only one Context Field value available for each user data
type. Asaresult, Context Fields are filled in automatically.

e Context Value. The Context Value is the value (context) of the context
sensitive field. The Context Value is only applicable to user data typeswith
ascope of Context. There are multiple, pre-defined values for Context
Value. Y OU cannot create a new Context Value, you can only assign an
available Context Value.

Mercury IT Governance Center can contain up to twenty user data fields that
can be defined. These fields are displayed in the User Data tab of the defined
entity. The major attributes of each of these fields, such as their graphical
presentation, the validation method, and whether or not they are required can
be configured.

Referring to User Data

Once auser data field has been created, it is possible to refer to it from other
parts of the product by its token name, proceeded by the entity abbreviation
and the UD qualifier.
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Migrating User Data

For any configuration entity with user data fields the datain the user datafields
ismigrated along with the entity.

If two instances have identical user data configurations, then the user data
will be migrated correctly.

If two instances do not have identical user data configurations, then the
user datawill be mapped into the data model according to the storage
configuration in the source instance. For this reason, the two instances
should be configured with the same user datafields, or the user data should
be corrected after migration.

If the user datais context sensitive, then a corresponding context sensitive
configuration must exist in the destination instance, or the migration will
fail.

User datafields that have different hidden and visible values may be
problematic. When the hidden value of a user datafield refersto a primary
key such as, Security Group ID, that can be different in the source and
destination instances, then the migrator does not correct the hidden value.
The user data should be corrected manually after migration.

Overview of Configuring User Data

The following isalist of the main components of User Data Context window:

General information. Genera information includes basic information
concerning the user data, such as the user data type and the user data
context value. See Configuring General Information for User Data Types
on page 292.

Fields. TheFields tab is used to create additional fieldsfor auser datatype.
See Creating User Data Fields on page 295.

Layout. Once all of the fields are created for a user data type, the layout of
those fields can be configured using the Layout tab. See Configuring User
Data Layouts on page 306.
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Opening the User Data Workbench
To open the User Data Workbench:
1. Log on to the Mercury IT Governance Center.
2. From the menu bar, select Administration > Open Workbench.

3. A Workbench status window opens. A few minutes later, a
Warning - Security window opens.

4. In the Warning - Security window, select Yes.
The Workbench opens.

5. From the shortcut bar, select Configuration > User Data.
The User Data Workbench window opens.

User Data Workbench 1A =]

Cuery: INone LI
| Erabiect [

Query

User Data Type: IALL

Meswe User Data Context Save ety | Clear | List I

Reacy

For More Information

For information on how to search and select an existing user data, copy user
data, and delete user data, see Getting Sarted.
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Configuring General Information for User Data Types

To configure the general information for a user data type:

1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. Select an existing user datatype or create a new user data type.

When configuring a global user data type, you must open an existing user
data type. For example, Skill User Data is already created by Mercury IT
Governance Center.

When configuring a context sensitive user data type, you can select an
existing context sensitive user data type or click New to create a context
sensitive user data type.

The User Data Context window opens.

User Data Context : Yalidation Value User Data 1= =13

(A EREER o lidation Walue User Data

Cortext Fielet [Walidation Name Cortest Value: [CONNECTION_PROTOCOL
Enabled: o Scope: | Gontext

Meta Layer Wisw: | |

Fields ] Laynm]
Prarmpt | Token | User Data Col | Dizplayed | Cotnponent Type | Walidation | Hequ\red| Dizplay Only |
Class Name:|CLASS_N... [USER_DATAL |y [Text Area [Textarea [N M |

Ok | | Cancel |

Feadly (Read-Only, Seed Dat)
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3. In the User Data Context window, complete the fields in the User Data
Context window as specified in the following table:

Field Description
Selects the name of the user data type.
For global user data types, this field is automatically
populated.
For context sensitive user data types, select the context
User Data Type sensitive user data type from the drop-down list. You can

choose one of the following context sensitive user data
types:

e Package User Data

e Validation Value User Data

Context Field

The name of the context sensitive field. This field is disabled
for user data types where Scope = Global. This field is
automatically filled in for context sensitive user data. The
following lists the User Data Types and the Context Field:

e Package User Data - Priority
e Validation Value User Data - Validation Name

Context Value

Selects the value for the Context Field. This field is disabled
for user data types where Scope = Global. For context
sensitive user data types, select the context value from the
drop-down list. Only one Context Value can be defined at a
time. For example, you cannot have two context sensitive
user data types with the same Context Field and Context
Value (such as Priority = Critical).

Enable

Indicates whether or not the user data type is available to
Mercury IT Governance Center.

Configuring General Information for User Data Types 293




Chapter 10: Configuring User Data

Field

Description

Scope

The category of user data type. This field is automatically
filled in based on the user data type. The possible scopes for
a user data type are:

e Global. The standard user data type scope. When Scope
is defined as Global, every designated entity has the
defined field added to the User Data tab.

e Context. A context sensitive user data type. When Scope
is defined as Context, only those entities with the correct
Context Field definition and Context Value definition
receive the defined user data field.

Meta Layer View

Meta layer views relate information specific Mercury IT
Governance Center. For example, the reporting meta layer
view MREQ_OPENED_CLOSED_BY_TYPE_D provides
summary information for request submission and completion
activity, broken down by request type and by calendar day.

4. Save the changes to the user data type.

Click OK to save the changes and close the User Data Context window.
Click save to save the changes and leave the User Data Context window
open. Click cancel to lose the changes and close the User Data Context
window.
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Creating User Data Fields

To create anew user datafield:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. Select an existing user datatype or create anew user data type.
The User Data Context window opens. The Fields tab is displayed.
3. In the Fields tab, click New.

The Field window opens.

i
& x|
I Field Prompt: | Token:
Descriptior: |
Enabled: * Yes " Mo
Component Type: J
Walidation E
Mewy
Muttiselect: o
Adtributes ] Default 1 Dapendencies]
U=zer Data Col: |USER’_DATA1 j Display Only: |Never j
Display: = Yes " Mo Required: |Never j
Copy From... Ok | Cancel
Ready

4. Complete thefieldsin the Field window as specified in the following table:

Field Description

Field Prompt The prompt visible for the user data field in the request.

An uppercase text string used to identify this field. The token
Token name must be unique for the specific user data. An example of
a token name is ASSIGNED_TO_USER_ID.

Description A description of the user data field.

Enabled Indicates whether or not the field is turned on for this user data.
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Field

Description

Validation

Indicates the validation logic to determine the valid values for
this field. This could be a list of user-defined values, a rule that
the result has to be a number, and so on.

Defines the visual characteristics of the field (drop-down list,

Component Type | free form text field, and so on.). This is derived from the

validation chosen. This field cannot be edited.

Multiselect

Indicates whether or not the field allows users to select more
than one entry. Only valid for fields with an autocomplete
component for the validation.

5. In the Field window, click the Attributes tab.

6. Complete the fields in the Attributes tab as specified in the following table:

Field

Description

User Data Col

Indicates the internal column that the field value will be stored in.
These values will then be stored in the corresponding column in
the table for the given entity (such as KNTA_USERS for the users
entity).

User data provides the ability to store information in up to 20
columns, therefore allowing up to 20 fields. No two fields in user
data can use the same column.

Display Only

Indicates whether the field is only displayed and cannot be
updated. Select Use Dependency Rules to use the logic defined
in the Dependencies tab.

Display

Indicates if the user sees this field in the User Data tab.

Required

Indicates if the user is required to specify a value for this field.
Select Use Dependency Rules to use the logic defined in the
Dependencies tab.

7. In the Field window, click the Defaults tab.
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8. Complete the fields in the Defaults tab as specified in the following table:

Field Description
Defines if the field will have a default value. Either default the field
Default Type | with a constant value or default it from the value in another user
data field.
- If a default type of Constant is selected, the constant value can be
Visible Value
entered here.
To default from another field, choose the token name of that field.
When using this user data, every time a value is entered or
Depends On

updated in the source field, it will automatically be entered or
updated in this destination field.

9. In the Field window, click the Dependencies tab.

10. Complete the fields in the Dependencies tab as specified in the following

table:
Field Description
Clear When _ | Indicates that the current field should be cleared when the
__Changes specified field changes.
Indicates that the current field should only be editable when certain
. logical criteria are satisfied. The field functions with two adjacent
Display Only . i . - . e ,
When fields, a drop-down list containing logical qualifiers, and a text field.
To use this functionality, select Use Dependency Rules in the
Attributes tab.
Indicates that the current field should be required when certain
Required logical criteria are satisfied. The field functions with two adjacent
then fields, a drop-down list containing logical qualifiers, and a text field.

To use this functionality, select Use Dependency Rules in the
Attributes tab.

11. In the Field window, click the Security tab to define which users can view
or update thisfield.

Enter the information as follows:

a. In the Security tab, click Edit.

b. Complete the fields in the Edit Field Security window as specified in the
following table:
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Field / Button

Description

Visible to all users

Checking this checkbox allows all users to see the field. If
this checkbox is not checked, you can set who can see the
field. The default is for all users to be able to see a field. If
this checkbox is not checked, the Select User/ Security
Group that can view this field area is activated.

Deselecting the Visible to all users or Editable by all users
checkboxes enables the Select Users/Security Groups that
can view this field area of the Edit Field Security window.

Editable by all users

Checking this checkbox allows all users to edit the field. If
this checkbox is not checked, you can set who can edit the
field. The default is for all user to be able to edit a field.

De-selecting the Visible to all users or Editable by all
users checkboxes enables the Select Users/Security
Groups that can view this field area of the Edit Field Security
window.

Enter a Security
Group

(drop-down list)

To select the format for specifying users to grant visibility and
edit permission, use the Enter a Security Group drop-down
list. The drop-down lists the formats to choose users. The
drop-down list dynamically updates the Security Group
Validate autocomplete window list.

The choices are:

¢ Enter a Username. Select a specific user a to see and/or
edit the field. The user must have an email address.

e Enter a Security Group. Select a specific security group
to see and/or edit the field.

¢ Enter a Standard Token. Select a standard token to see
and/or edit the field.

o Enter a User Defined Token. Select a user defined token
to see and/or edit the field. Selecting the Enter a User
Defined Token format enables the Tokens button.

Selecting an item from the Enter a Security Group drop-down
list dynamically updates the Security Group field.

Security Group

Provides a field for specifying the recipient. If the Enter a
Security Group drop-down list is:

¢ Enter a Username, then the Validate: Username window
is returned.

e Enter a Security Group, then the Validate: Security
Group window is returned.

o Enter a Standard Token, then the Validate: Standard
Token window is returned.

¢ Enter a User Defined Token, then the Validate: User
Defined Token window is returned.
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12. In the Edit Field Security window, click OK.

The Edit Field Security window closes. The new field appears in the Field
window.

13. In the Field window, click OK.

The changes to the User Data Context field are saved.

Copying a Field’s Definition

The Copy From functionality can also be utilized to streamline the process of
adding fields by copying the definition of existing fields.

To copy afield’ s definition:

.1

. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

. Select an existing user datatype or create anew user data type.

The User Data Context window opens. The Fields tab is displayed.

. In the Fields tab, click New.

The Field window opens.

. In the Fields tab, click New.

The Field window opens.

. Click Copy From.

The Field Selection window opens.

. In the Field Selection window, complete the fields and click Copy From.

The Field Selection window refreshes with fields matching the search
criteria.

Creating User Data Fields 299



Chapter 10: Configuring User Data

ke x]
Frompt: Product: |ALL j
Token: Companent Type: AL = | wvalidation: E
Used By Entity.

Query Results

Promt Takeh Procuct Walidztion
Last Mame Fror: F_FROM_LAST_NA.|Change Managern.. [Text Field - 200 ﬂ
Last Mame To Change Managem... [TextField - 200

User: P_USER_ID Change Managem... |[KNTA- User [d - All

Security Group: P_SG_ID Charge Managem... [KNTA- Security Group Id - Enabled
Organization Unit: P_ORG_UNIT_ID Change Managem... [KMTA- Organization Unit Names - Enabled
Emvironment Mame 1: P_ERV_1 Change Managem... |EMNY - Environment Mame - All

Ohject Type: F_OBJ_TYPE Change Managem... [DLY - Ohject Type - All

File Extension: P_FILE_EXTEMNSION |Change Managem... [TextField - 40

Spetific Object F_OBJ_MNAME Change Managerm.. |DLY - Object Mame - Al

Include Matches

P_INCL_ALL FLAG

Change Managem..

Radio Buttons (YiN)

Emvironment Mame 2:

Change Managem..

ENY - Enviranment Marme - All

L .H
Cancel | Clear | List |

200 Parameter Set Field Records are loaded. Query results limited by max rows parameter

Max Rows | 200

7. In the Field Selection window, select afield to copy.

Query fields by a number of criteria, such as the token name or field
prompt. It isaso possible to perform more complex queries such as listing
all fields that reference a certain validation or are used by a certain entity.

8. In the Field Selection window, select the desired field and click Copy.

This closes the window and copies the definition of the selected field into
the Field window.

9. In the Field window, make any necessary modifications and click OK.

The changes to the user data type are saved.

Editing User Data Fields
To edit an existing field:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. Select an existing user datatype or create a new user data type.

The User Data Context window opens. The Fields tab is displayed.
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3. In the User Data Context window, select the field and click Edit.

The Field window opens.

WFicis prompt [

Token: |

Descriptior: |

Enabled: * Yes " Mo

“alicktion

Adtributes ] Default 1 Dapendencies]

Component Type:

Muttiselect:

Liser Data Col: [USER_DATAT

Display: = Yes

j Display Only: |Never

Required: |Never

Led Lo

Copy From...

| Cancel

o« |

Ready

4. In the Field window, make the desired changes in the header region,
Attributes tab, Default tab, and Dependencies tab.

For information concerning the Attributes tab, Default tab, and
Dependencies tab, see Creating User Data Fields on page 295.

5. In the Field window, click OK.

The Field window closes. The User Data Context field opens.

6. In the User Data Context window, click OK.

The changesto the user data type are saved.
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Configuring User Data Field Dependencies

Field behavior and properties can be linked to the value of other fields defined
for that entity. A Report Type field can become required when the value in
another field in that report type is Critical.

A field can be configured to:

e Clear when another field changes.

e Become read only when another field meetsalogical condition, defined in

Table 10-1.

e Become required when another field meets alogical condition, defined in

Table 10-1.

Table 10-1. Field dependencies

Logical qualifier

Description

A like condition looks for close matches of the value to

like the contents of the field chosen.

not like A not like condition looks for contents in the selected field
that are not close matches to the Value field.

. An is equal to condition looks for an exact match of the

is equal to

Value to the contents of the Field chosen.

is not equal to

An is not equal to condition is true when there are no
results exactly matching the value of the field contents.

is null

An Is null condition is true when the field selected is
blank.

is not null

An Is not null condition is true when the field selected is
not blank.

is greater than

An Is greater than condition looks for a numerical value
larger than the value entered in the Value field.

is less than

An Is less than condition looks for a numerical value
below the value entered in the Value field.

is less than equal to

An Is less than equal to condition looks for a numerical
value below or the same as the value entered in the Value
field.

is greater than equal to

An Is greater than equal to condition looks for a
numerical value larger than or the same as the value
entered in the Value field.
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To configure auser data field dependency:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. Select an existing user datatype or create anew user data type.
The User Data Context window opens. The Fields tab is displayed.

3. In the User Data Context window, select the field and click Edit.
The Field window opens.

4. In the Field window, click the Dependencies tab.

The Dependencies tab opens.

IFiBId Prompt: | Token |

Description: |

Enabled: * Yes " No

Component Type:
Validation | -
Mew
Muttiselect: )
Atrioutes | Defaut  Dependencies |
Clear Wheh: |Nnne ﬂ Changes

Displary Oy When: |NUr|E j ‘ J ‘

Reguired VWhen: |N0ne j ‘ J ‘

Copy Fram.. [6]7¢ | | Cancel

I|Ready
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5. In the Dependencies tab, set the field dependencies. It is possible to:

e Select afield name from the Clear When drop-down list to indicate that
the current field should be cleared when the selected field changes.

e Select afield name from the Display Only When drop-down list to
indicate that the current field should for display only (for example, not
editable) when certain logical criteriaare satisfied. Thisfield functions
with two adjacent fields. These are a drop-down list containing logical
qualifier and another field which dynamically changes to adate field,
drop-down list, or text field, depending on the selected field's
validation.

e Select afield name from the Required When drop-down list to indicate
that the current field should be required when certain logical criteriaare
satisfied. Thisfield functions with two adjacent fields. These area
drop-down list containing logical qualifier and another field which
dynamically changesto a date field, drop-down lit, or text field,
depending on the selected field’s validation.

6. In the Dependencies tab, click OK.

The Dependencies tab closes. The Field window opens.
7. In the Field window, click OK.

The Field window closes. The User Data Context window opens.
8. In the User Data Context window, click OK.

The changes to the user data type are saved.
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Removing Fields
To remove afield permanently from a user data type:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. Select an existing user datatype or create anew user data type.
The User Data Context window opens. The Fields tab is displayed.

3. In the User Data Context window, select the field and click Remove.
The row isremoved.

4. In the User Data Context window, click OK.

The changesto the user data type are saved.
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Configuring User Data Layouts

The layout of user data fields can be changed in the Layout tab of the User Data
Context window.

User Data Context : Validation Value User Data 1= =] E3
(NEC AV EREER [ lidation Value User Data
Cortext Fielet [Validation Narme Cortext Value: |[TRANSFER_PROTOCOL
Enabled: o Scope: |Context

Meta Layer Wisw: |

Fields Layout ]

LI Class Name:
LI Transfer Type:

Field Width Componert Lines Move Field 4 |4 | 4= |[=p r
Preview
(o4 | | Cancel |

Feadly (Read-Only, Seed Data)

Figure 10-2. User Data window Layout tab

Changing Column Widths
To change the column width of afield:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. Select an existing user datatype or create a new user data type.
The User Data Context window opens. The Fields tab is displayed.
3. In the User Data Context window, click the Layout tab.
The Layout tab opens.

4. In the Layout tab, select the field.
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Moving Fields

5. In the Layout tab, in Field Width, select either 1 or 2 inches.

The Layout editor will not allow changes to be made if it conflicts with
another field in the layout (for example, afield’s width cannot be changed
from oneto two if another field exists in column two on the same row).

Additionally, for fields of component type Text Area, it is possible to
determine the number of lines the text areawill display. Select the Text
Area typefield and change the value in the Component Lines attribute. If the
selected field is not of type Text Area, this attribute will be blank and
non-updateable.

. In the Layout tab, click OK.

The changesto the user data type are saved.

To move afield or a set of fields:

1.

Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

. Select an existing user datatype or create anew user data type.

The User Data Context window opens. The Fields tab is displayed.

. In the User Data Context window, click the Layout tab.

The Layout tab opens.

. In the Layout tab, sdlect the field.

To select more than onefield, press the Shift key while selecting the last
fieldin aset. Itisonly possible to select a continuous set of fields.

A field, or aset of fields, cannot be moved to an area where other fields
already exist. Those other fields must be moved out of the way first.

. At the bottom of the Layout tab, use the Arrow icons to move the fields to

the desired location in the layout builder.

. In the Layout tab, click OK.

The changesto the user data type are saved.
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Swapping Positions of Two Fields

To swap the positions of two fields:

.1

. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

. Select an existing user datatype or create a new user data type.

The User Data Context window opens. The Fields tab is displayed.

. In the User Data Context window, click the Layout tab.

The Layout tab opens.

. In the Layout tab, sdlect the field.

. In the Layout tab, select the Swap Mode check box.

This causes an S to appear in the check box area of the selected field.

. Once the s appears, double-click on the field to be swapped with.

This causes the two fields to change positions. Following the swap, the
swap mode is turned off.

. In the Layout tab, click OK.

The changes to the user data type are saved.
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Previewing the Layout

Y ou can check to see what the layout will look like in actual use. In the User
Data Content window, in the Layout tab click Preview. This opens a small
window that shows the fields as they will appear in the window, shown in
Figure 10-3.

£ Field Layout Preview

Class Mame:

Transfer Type: | eI

Reay

Figure 10-3. Preview mode

If all fields have awidth of one column, al displayed columnswill
automatically span the entire available area when an entity of the given user
datais being viewed or generated.

Non-displayed fields do not affect the layout. The layout engine considers
them the same as a blank field.

Configuring User Data Layouts 309



Chapter 10: Configuring User Data

Configuring Project and Task User Data Roll-Ups

@: The scope of this section is limited to Project Management.

Values from Task User Data fields can be configured to roll-up (combine and
process values in ameaningful way) into parent Project User Datafields. The
following types of task user data can roll up into project user data:

Numeric fields (Text field component type with numeric data mask)
Date fields

For each project, a Project User Data field can show aroll-up of Task User Data
values using one of the following methods:

Average. Showsthe average of all values of a specified Task User Data field
for every task under the project (numeric fields).

Maximum. Showsthe largest of all values of aspecified Task User Data field
for every task under the project (numeric and date fields).

Minimum. Shows the smallest of all values of a specified Task User Data
field for every task under the project (numeric and date fields).

Sum. Shows the summation of all values of a specified Task User Data field
for every task under the project (numeric fields).

Project and task user data roll-up can be used to capture various important
aspects of a project. For example:

Using the Average roll-up method, the average cost of all aproject’s tasks
can be easily determined and automatically recalculated eachtime atask is
updated.

Using the Maximum roll-up method, the latest date out of a project’ s tasks
can be captured.

Using the Minimum roll-up method, the earliest date out of aproject’ stasks
can be captured.

Using the Sum roll-up method, the total cost of a project’ stasks can be
easily determined and automatically recalculated each timeaTask is
updated.

310

Mercury Change Management™: Configuring a Deployment System



Chapter 10: Configuring User Data

Example Using Project and Task User Data Roll-Up

A company needs to capture the total cost for atesting project. Total project
cost in this case isto be calculated by adding the costs of individual tasks. User
datafieldsfor task cost and project total cost are each defined. The relationship
isillustrated in Figure 10-4.

Figure 10-4. Project and task example

Each task hasits own Cost User Data field (Task Cost). The valuesfor each Task
Cost User Data field are rolled up using the Sum roll-up method into the Project
Total Cost User Data field (Total Cost). Figure 10-4 illustrates the project’s User
Data tab and two of the project’ s task User Data tabs.

= Task Information: Phase One Testing

Task Name:

Actiity [ Task State: [New |
Details | Resources | Cost | Exceptions | Predecessors
= 1= Notes | =] Motifications | Easeline |E| Referance User Data

Task Cost |18

= Task Information: Phase Two Testing

Task Name: | [FEEENEEE T

Actiity [ E Task State: [New |

Details Resources | Cost | Exceptions | Predecessars

@Nulesl 1= Motifications | Baselines | =] References User Data

_—

Fraject Manager. |.Jane Srnith 24 Project State: INeW LI

&gessors | (51 Action ems | Motes | Baselines | =) References User Data I

Total Cost |30
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Overview of Configuring User Data Roll-Ups

User Data must be configured for the project and tasks before specifying user
data roll-up methods. The following lists the main steps required to configure
user dataroll-ups:

To configure user dataroll-ups:
1. Configure the Task User Data field.
2. Configure the Project User Data field.

3. Configure the User Data Roll-Up Method.

Configuring Task User Data for User Data Roll-Ups

Only two User Datafields of the same type can be selected for user data
roll-up. For example, a Numeric text field cannot roll up into a Date field.

While aTask User Data field can have multiple user dataroll-up relationships
associated with it, a Project User Data field can have only one user dataroll-up
rel ationship defined.

To configure task user datafor user data roll-ups:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. From the User Data Workbench, open Task User Data.
The User Data Context window opens. The Fields tab is displayed.
3. Inthe Fields tab, select New.

The Fields window opens.
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User Data Context : Yalidation Value User Data 19 [=] F3
(NEE A EREER o lidation Value User Data !
Cartest Field: [Validation Name Cortest Value: [CONMECTION_PROTOCOL EE
Enabled; O Scope: |Context
Meta Layer Wiesee: | |
Fields l Laynut]
Pronpt | Tokeh | User Data Col. | Displayed | Component Type | Y alidation | Hequ\red| Display Cnly |
Class Mame: [CLASS_N.. [USER_DATAT [ [Text area [Tetarea [N [ |
O | | Cancel |
Readly (Read-Only, Seed Data)

4. Complete thefieldsin the Field window as specified in the following table:

Field Description

The prompt visible for the user data field in the request. For

Field Prompt example: Task Cost.

An uppercase text string used to identify this field. The token
Token name must be unique for the specific user data. An example of
a token name is USER_DATA_TASK_COST.

Description A description of the user data field.

Enabled Select Yes.

Selects the validation. The validation must be the same as the
validation for the Project User Data field. The validation must be
o one of the following:

Validation e Numeric fields (Text field component type with numeric data
mask)

e Date fields

Component Type | Automatically set by the validation type.

Multiselect Automatically set by the validation type.
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5. In the Field window, select OK.

The Field window closes. The new field is added to the User Data Context
window.

6. In the User Data Context window, click OK.

The changesto the user data type are saved.

Configuring Project User Data for User Data Roll-Ups

Only two User Datafields of the same type can be selected for user data
roll-up. For example, a Numeric text field cannot roll up into a Date field.

While aTask User Data field can have multiple user dataroll-up relationships
associated with it, a Project User Data field can have only one user data roll-up
rel ationship defined.

To configure project user data for user data roll-ups:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. From the User Data Workbench, open Project User Data.
The User Data Context window opens. The Fields tab is displayed.
3. In the Fields tab, select New.

The Fields window opens.
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User Data Context : Yalidation Value User Data 19 [=] F3
(NEE A EREER o lidation Value User Data !
Cartest Field: [Validation Name Cortest Value: [CONMECTION_PROTOCOL EE
Enabled; O Scope: |Context
Meta Layer Wiesee: | |
Fields l Laynut]
Pronpt | Tokeh | User Data Col. | Displayed | Component Type | Y alidation | Hequ\red| Display Cnly |
Class Mame: [CLASS_N.. [USER_DATAT [ [Text area [Tetarea [N [ |
O | | Cancel |
Readly (Read-Only, Seed Data)

4. Complete thefieldsin the Field window as specified in the following table:

Field Description

The prompt visible for the user data field in the request. For

Field Prompt example: Total Cost.

An uppercase text string used to identify this field. The token
Token name must be unique for the specific user data. An example of
a token name is USER_DATA_PROJECT_TOTAL_COST.

Description A description of the user data field.

Enabled Select Yes.

Selects the validation. The validation must be the same as the
validation for the Task User Data field. The validation must be

o one of the following:
Validation e Numeric fields (Text field component type with numeric data
mask)

e Date fields

Component Type | Automatically set by the validation type.

Multiselect Automatically set by the validation type.
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5. In the Field window, select OK.

The Field window closes. The new field is added to the User Data Context
window.

6. In the User Data Context window, click OK.

The changesto the user data type are saved.

Configuring User Data Roll-Ups

Only two User Datafields of the same type can be selected for user data
roll-up. For example, a Numeric text field cannot roll up into a Date field.

While aTask User Data field can have multiple user dataroll-up relationships
associated with it, a Project User Data field can have only one user data roll-up
rel ationship defined.

To configure user dataroll-ups:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. From the User Data Workbench, open Project User Data.
3. In the Project User Data window, select the Roll-Up tab.

The Roll-Up tab opens.
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User Data Context : Project User Data 1 [=] F3
J: ata E

User Data Type: | (]
Contesxt Value: I ER

Cantest Field: [
Scope: |Glabal

Enabled: * Yes { Mo

Meta Layer Vieswr: |

Figlds | Layout Roll-Up l
Atoll-up defines a computation on a task user data field for all tasks under a project and displays the resultin a
project user data field. For example, a project can have a Total Cost field that displays the summation of a Cost

Enahled

field for all tagks under that project.
Task User Data Fisld Rol-Up Method

Project User Data Field

Mewy | ‘

OK|

| Cancel |

Feady

4. In the Roll-Up tab, click New.

The Add New Roll-Up window opens.

£ Add New Roll-Up X

Enabled: ' Yes " No

Froject User Data Fisld: [Total Cost =l
Task User Data Field: [Task Gost El
[=]

Roll-Up Method: |

Cancel

Ready

5. Complete the fieldsin the Add New Roll-Up window as specified in the

following table:
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Field

Description

Enabled

Makes the user data roll-up method available to the
system. Yes makes the user data roll-up method
available to the system.

Project User Data Field

Selects from the available Project User Data fields. The
Project User Data field must already exist. The Project
User Data field validation type must be the same as the
Task User Data field validation type. For example,

¢ Numeric Task User Data fields cannot roll-up to a
date Project User Data field.

e Date Task User Data fields cannot roll-up to a
numeric Project User Data field.

Task User Data Field

Selects from the available Task User Data fields. The
Task User Data field must already exist. The Task User
Data field validation type must be the same as the
Project User Data field validation type. For example,

¢ Numeric Task User Data fields cannot roll-up to a
date Project User Data field.

e Date Task User Data fields cannot roll-up to a
numeric Project User Data field.

Roll-Up Method

Selects the method of the user data roll-up. The
following lists the types of user data roll-up:

e Average. Shows the average of all values of a
specified Task User Data field for every task under
the project (numeric fields). The output is displayed
in the specified Project User Data field.

¢ Maximum. Shows the largest of all values of a
specified Task User Data field for every task under
the project (numeric and date fields). The output is
displayed in the specified Project User Data field.

e Minimum. Shows the smallest of all values of a
specified Task User Data field for every task under
the project (numeric and date fields). The output is
displayed in the specified Project User Data field.

e Sum. Shows the summation of all values of a
specified Task User Data field for every task under
the project (numeric fields). The output is displayed
in the specified Project User Data field.
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6. In the Add New Roll-Up window, click OK.

The Add New Roll-Up window closes. The user data roll-up relationship is
added to the Roll-Up tab.

7. In the Roll-Up tab, click Save.

The changesto the user data type are saved.

Editing User Data Roll-Ups

To edit an existing user data roll-up:

.1

. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

. From the User Data Workbench, open Project User Data.

. In the Project User Data window, select the Roll-Up tab.

The Roll-Up tab opens.

. In the Roll-Up tab, select the user dataroll-up and click Edit.

The Edit New Roll-Up window opens.

. In the Edit New Roll-Up window, edit the user dataroll-up.

For details on the fields of the Edit New Roll-up window, see Configuring
User Data Roll-Ups on page 316.

. In the Add New Roll-Up window, click OK.

The Add New Roll-Up window closes.

. In the Roll-Up tab, click Save.

The changesto the user data type are saved.
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Deleting User Data Roll-Ups
To delete an existing user data roll-up:
1. Open the User Data Workbench.

To open the User Data Workbench, see Opening the User Data Wor kbench
on page 291. The User Data Workbench window opens.

2. From the User Data Workbench, open Project User Data.

3. In the Project User Data window, select the Roll-Up tab.
The Roll-Up tab opens.

4. In the Roll-Up tab, select the user dataroll-up and click Remove.
The user data roll-up method iS removed.

5. In the Roll-Up tab, click Save.

The changesto the user data type are saved.
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11

Rolling Out Your Deployment Process

In This Chapter:

General Deployment System Configuration Checklist
Wor kflow Checklist

Object Type Checklist

Environments Checklist

Security and User Access Checklist

Dashboard and Portlet Checklist

Cross-Entity Checklist

Migrating Configuration Data into Production
Enabling Entities and User Access

Educating Your Users
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General Deployment System Configuration Checklist

The following items have to be configured to enable the deployment system.
For additional details/instructions on configuring each of the entities, see the
referenced sections in the Notes column.

Table 11-1. General configuration checklist

Done Entity Defined? Notes
One or more workflows that will be used to process the
packages (deploy your objects) must be available. See the
Workflow following for details on workflow construction:
e Configuring Workflows on page 57
e Configuring Workflow Components on page 127
Define an object type for each type of object to be deployed.
This includes creating fields that describe the object and
. commands required to process it during deployment. See the
Object Types following for details on object type and command construction:
e Configuring Object Types on page 167
e Commands and Tokens Guide and Reference
Define the source and destination environments for the objects
, being deployed. See the following for details on environment
Environments definition:
e Configuring Environments on page 229
Define the security groups used to control different aspects of
the deployment process: package creation, package
processing, and deployment system configuration. See the
Security Groups/User follgvyi.ng .for details on security group and user participant
Access definition:
e Security Model Guide and Reference
Work with the application administrator to configure user and
security group definitions.
Decide which portlets can be added to the Dashboard. If none of
the default system portlets suit the business needs, construct
Dashboard/Portlets custom portlets. See the following for details on portlet
construction and Default Dashboard creation:
e Configuring the Standard Interface
322  Mercury Change Management™: Configuring a Deployment System




Chapter 11: Rolling Out Your Deployment Process

Workflow Checklist

Table 11-2. Workflow configuration checklist

Done

Workflow Check Item

Notes

Business process is
modeled on the Workflow

Execution, decision and condition steps have been added to the
Layout tab on the workflow window. See the following for
details:

e Configuring Workflows on page 57

Command execution points
are set

The points at which commands will run have been determined. If
they are object-specific commands, or commands that need to
run for each package line, then you should execute the object
type commands. If they are other, non-object-specific
commands, consider setting them in the workflow step source.

Decision steps set

See the following for details:
e Configuring Workflows on page 57

Timeouts are set

Timeout values have been placed on how long workflow steps
can remain in a single state, and have added timeouts to
command executions. This ensures that the deployment
process is not delayed from lack of user action or complications
during executions. See the following for details:

e Configuring Workflows on page 57

Automatic transitions are
properly set

Ensure that the package will not become “stuck” in a step. This
can happen when the results of an execution or query yield a
result that is not linked to a transition out of the step. See the
following for details:

e Configuring Workflows on page 57

Manual transitions are set

Ensure that the step has a transition path for each available
decision result. See the following for details:

e Configuring Workflows on page 57

Deployment steps specify a
source and destination
Environment

Execution steps (and the included commands) need to
recognize which environments to connect to for machine
connections and object transfers. See the following for details:

e Configuring Workflows on page 57

Notifications are set on
appropriate Workflow Steps

You need to configure notifications to be sent at specific points
in the process. See the following for details:

e Configuring Workflows on page 57
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Table 11-2. Workflow configuration checklist [continued]

Done Workflow Check Item Notes

The process should conclude with a “Closed” package at all exit
Includes a Close step points. See the following for details:

e Configuring Workflows on page 57

Use the workflow’s Verify tool to avoid any serious configuration
errors. The workflow verification tool checks for the possible
Verify the Workflow configuration errors described in the following table

(Table 11-3). See the following for details:

e Configuring Workflows on page 57

Table 11-3. Workflow logical guidelines

Guideline Returns Reason
Workflow should have at least one step. Error No processing can be done if the workflow has
no steps.
Workflow should have at least one Close Error The package line cannot be closed without a
step. Close step in the workflow.
Each enabled workflow step should have Error It is not possible to flow to a workflow step
at least one incoming transition without an incoming transition.

Each decision step should have at least
one security group, user or token defined | Error
in the Security tab.

No one is authorized to act on the step without
a security group.

Each manual execution step should have
at least one security group, user or token | Error
defined in the Security tab.

No one is authorized to act on the step without
a security group.

First workflow step should not be a Workflow processing may not be correct if the

condition. Error first step is a condition.

A condition step should not have a A condition with a transition to itself could cause
o . Error : -

transition to itself. the workflow to run indefinitely.

Transition value is not a valid validation Error The validation value has changed since the

value (error). transition has been made.

Close steps should not have a transition
on ‘Success’ or ‘Failure.” Return steps Error
should have no outgoing transitions.

The package or request will not close if a
transition exists on ‘Success.’

An immediate execution step should not
have a transition to itself on ‘Success’ or Error The workflow could loop indefinitely.
‘Failure.’
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Table 11-3. Workflow logical guidelines [continued]

Guideline Returns Reason
‘Other Values’ and ‘All Values’ transitions . ‘Other Values’ transition is always ignored if an
. Warning | . , o .
should not exist at the same step. All Values’ transition exists.
Each workflow step should have at least Warnin The branch of the workflow stops indefinitely
one outbound transition. g without closing the package line or request.
Each value from a list-validated validation . There are validation values that do not have
" Warning . .
should have an outbound transition. transitions defined.
Step with text or numeric validation should Since text and numeric Validations are not
have an ‘Other Values’ or ‘All Values’ Warning | limited, an ‘Other Values’ or ‘All Values’
transition. transition should be defined.
. i t nnot k
All steps should be enabled. Warning leabled steps cannot be used by a package
line or request.
AND or OR condition step should have at . An AN.D or QR condlt!on Wlth only one incoming
) . o Warning | transition will always immediately be true and
least two incoming transitions.
have no effect.
Subworkflow should have at least one Error Should include a Return step.
Return step.
Notifications with reminders should not be Transition into the Return Step does not match
. Error L
set on results that have transitions. the validation.
Close step in subworkflow will close entire Warning | Has a Close step.
package line or request.
Top-level workflow should not have a Error Only subworkflows have a Return step.

Return step.
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Object Type Checklist

Table 11-4. Object type configuration checklist

Done

Object Type Check Item

Notes

Fields defined

Fields are required to define the object. Ensure that the correct
parameters describe the object to be deployed. See the
following for details:

e Configuring Object Types on page 167
e Commands, Tokens, and Validations Guide and Reference

Commands defined

All commands needed to process and deploy the object have
been constructed. See the following for details:

e Configuring Object Types on page 167
e Commands, Tokens, and Validations Guide and Reference

Conditions set in commands

Conditions to steps within the command that dictate when the
specific command steps run have been added. See the
following for details:

e Commands, Tokens, and Validations Guide and Reference
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Environments Checklist

Table 11-5. Environment definition checklist

Done

Environment Check ltem

Notes

Define the “source”

See the following for details:

Environment ¢ Configuring Environments on page 229
Define the “destination” See the following for details:
Environment ¢ Configuring Environments on page 229
Select the appropriate See the following for details:
connection protocol e Configuring Environments on page 229
Select the appropriate See the following for details:
transfer protocols e Configuring Environments on page 229

Define Environment Groups

See the following for details:

e Configuring Environment Groups on page 259

Verify the Environment
Definitions

See the following for details:

e Configuring Environments on page 229

Environments Checklist
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Security and User Access Checklist

Table 11-6. Security/user access configuration checklist

Done Security/User Access Notes
Check Item
Created security groups (for | Security groups to be used to grant access to certain screens
access to screens and and functions have been created. See the following for details:
functions) e Security Model Guide and Reference
Created security groups (for | security groups to allow users to act on a specific workflow step
association with Workflow have been created. See the following for details:
Steps) e Security Model Guide and Reference
. All available options for restricting who can create and submit
get stgcur|ty on Package packages have been set. See the following for details:
reation
e Security Model Guide and Reference
) All available options for restricting who can process packages
Set security on Package have been set. See the following for details:
processing ] ]
e Security Model Guide and Reference
You have specified who can modify the deployment process.
Set security on deployment | This includes editing the workflow, object type, environment,
system configuration security groups, and so on. See the following for details:
e Security Model Guide and Reference
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Dashhoard and Portlet Checklist

Table 11-7. Dashboard/portlet configuration checklist

Done Dashboard Check ltem Notes

Advanced users with a knowledge of SQL programming can

Created custom Portlets to | ¢reate their own Dashboard. See the following for details:

display desired data o
e Configuring the Standard Interface

See the following for details:
Enable Portlets for use on

the Dashboard e Configuring the Standard Interface

e Security Model Guide and Reference

See the following for details:
Specify which users can add

use certain Portlets e Configuring the Standard Interface

e Security Model Guide and Reference

Create a default Dashboard
or distribute a Dashboard to
your users.

See the following for details:
e Configuring the Standard Interface
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Cross-Entity Checklist

Table 11-8. Cross entity configuration checklist

Done

Entities

Configuration Considerations

Workflow and Object Type

The following items should be coordinated between the
workflow and object type:

e Decide which workflow steps will execute the object type
commands.

e Decide which object type commands will run at specific
workflow steps (using command conditions)

¢ Workflow step source validations and object type field
validations are in agreement. This is required when
transitioning based on a field value (using token, SQL or PL/
SQL execution types)

e Allow the object type use for the workflow (set in the workflow
window - Change Management Settings tab).

Workflow and Environments

The following items should be coordinated between the
workflow and environments:

e Specify the source and destination environments (or
environment groups) on the appropriate workflow execution
steps.

Workflow and Security
Groups

The following items should be coordinated between the
workflow and security groups:

e Associate security groups with workflow steps. Users in the
included groups can act on the step.

e Set workflow and workflow step ownership.

Object Types and
Environments

The following items should be coordinated between the object
types and environments:

e Specify any environment overrides in the object type
commands.

Security Groups and other
entities (Object Types,
Environments, and so on)

Set ownership groups for these entities. Members of the
ownership group (determined by associating security groups)
are the only users who can edit the entities.
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Migrating Configuration Data into Production

After al entities have been validated in a Development or Testing
Environment, perform the final migration into production. The following
entities can be transferred using the migrators:

o Workflows

o Object Types

e Validations

e User Data Context

e Specia Commands

e Report Types

o Request Types

e Request Header Types
e Project Template

e Portlet Migrator

When migrating the above entities, related configuration information is also migrated.
For example, when migrating the object type the following information is also
migrated: validations referenced by the object type fields, environments referenced
by the validations, and special commands referenced by commands or validations.

It is possible to process all of the migrations in a single package. Each
individual entity (such as Workflow A, Workflow B, Object Type 1, or Object
Type 2) is added as a separate package line.

The entity will inherit the Enabled or Disabled status. For example, if the
object type is disabled in the test instance, then it will be disabled in the
production instance upon migration. Ensure that each entity has the desired
enabled or disabled status in the production instance.
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Enabling Entities and User Access

Each entity used in the deployment process includes an Enabled parameter.
This parameter needs to set to Yes in order to provide general access. Ensure
that the following entities are enabled in the system:

Workflows (including subworkflows)
Object Types

Environments

Environment groups

Security groups

Users

Portlets

Educating Your Users

Thefinal step in rolling out a deployment system is training your users. This
includes the educating the users on the following activities:

Basic Product Use. Ensure that each user understands how to create,
process, and report on packages.

Process-specific training. Ensure that each user understands the
deployment process. Consider holding aformal rollout meeting or publish
documents on the configurations and processes.

User Responsibilities. Ensure that each user understands their individual
role in the deployment process. For example, the QA team may be
restricted to only approve the testing phase of the deployment. Also, take
advantage of the product’ s email notification functionality. The
notifications can be very specific, instructing individual userswith their
required deployment tasks.
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Worksheets

In This Appendix:

Configuration Wor kfl ow Worksheets
Execution Workflow Step Wor ksheets
Decision Workflow Sep Worksheets
Subwor kflow Wor kflow Step Wor ksheets
Object Type Configuration Sheets
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Configuration Workflow Worksheets

Table A-1. Workflow skeleton

#

Step Name

Description

Type*

Transition Values

—
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—_
o

—
—

—_
N

—_
w

—_
N

—_
(3]
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»

—
~

—_
oo

—_
©

20

* Type = Workflow Step Type: Decision (D), Execution (E), Condition (C), Subworkflow (S)
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Execution Workflow Step Worksheets

Table A-2. Workflow step [execution], step humber

Value

Step Name

Goal/Result of Step

Validation*

Execution Type**

Processing Type

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):
e User Name

e Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username
Email Address

Security Group
Standard Token
e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)

Authentication Type (if Y)
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Table A-3. Workflow step [execution], step humber validation

Validation Information* Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on)

Validation Definition (list of
values or SQL)

Table A-4. Workflow step [execution], step humber execution type

Execution Type** Value

Built-in Workflow Event:

e Execute Commands

e Close

e Jump/Receive

e Ready for Release

e Return from Subworkflow

PL/SQL Function

Token

SQL Statement

Workflow step commands
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Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number

Value

Step Name

Goal/Result of Step

Validation*
Decisions Required e One
(Vote on Step’s outcome?) e At Least One

o All

Timeout (Days)

Security (who can act on step):

Security Group

e User Name

e Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username
e Email Address

Security Group
Standard Token
e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)

Authentication Type (if Y)
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Table A-6. Workflow step [decision], step number validation

Validation Information* Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on)

Validation Definition (list of
values or SQL)
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Subworkflow Workflow Step Worksheets

Table A-7. Workflow step [subworkflow], step number

Value

Step Name

Goal/Result of Step

Validation*

Vote on Step’s outcome?

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):

Security Group
User Name
Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username
Email Address

Security Group
e Standard Token
e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)
Authentication Type (if Y)
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Table A-8. Workflow step [subworkflow], step number validation

Validation Information* Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on)

Validation Definition (list of
values or SQL)
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Object Type Configuration Sheets

Table A-9. Object type information

Value

Object Type Name

Description

Table A-10. Object type fields

# | Field Names Description

—
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Object Type Configuration Sheets 341



Appendix A: Worksheets

Table A-11. Object type commands

Goal of Commands

Command Steps

Conditions
(When to execute)
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Table A-12. Object type field information

Field Name

Validation*

Field Behavior:

Attributes (select one):

Display
Editable
Display Only

Required

Default Value

Dependencies:

Clear field when

Display only when

Required when

Table A-13. Field validation information

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on.)

Validation Definition (list of
values or SQL)

Object Type Configuration Sheets 343



Appendix A: Worksheets

Table A-14. Object type field information

Field Name

Validation*

Field Behavior:

Attributes (select one):

Display

Editable

Display Only

Required

Default Value

Dependencies:

Clear field when

Display only when

Required when

Table A-15. Field validation information

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, drop-down list,
and so on.)

Validation Definition (list of
values or SQL)

344  Mercury Change Management™: Configuring a Deployment System



A

access grants

adding
notification intervals to notification
templates
ownerships to environment groups
ownerships to environments
packagesto rel easesusing Packagewindow

packages to rel eases using Rel ease window

participants to environments
requests to releases
requests to releases with Release window

requests to releases with Requests window

transitions back to the same step
AND condition workflow steps

application codes
copying from other environments
environments

base paths 239,
mass updates

business flows defined

Index

C

closing
packages as failed
packages as success
workflow steps

commands
changing field values
conditions
conditions examples
requirements

communication requirements
example
condition workflow steps
configuration-level restrictions
configuring
dynamic security for workflow steps
environment groups information
environments information
environments overview
field dependencies
field widthsin object types
first workflow step
follow up notifications
intervals for notifications
marking packages ready for release
moving object type fields
notification intervals on notification
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Index

templates

notification message for workflow steps

notification setup for workflow steps

notification templates

notification templates creating
notification templates

notifications for workflow steps

object type field dependencies

object type fields

object type names

ownership for environments

ownership of notification templates

ownership of workflow step sources

recipients for notifications

releases

releases overview

security for workflow steps

sending notifications at specific times

sending notifications on specific errors

sending notifications on specific results

sending notifications when workflow step

eligible

swapping object type fields

timeouts for workflow steps

transitions back to step

transitions based on all but one specific

value

transitions based on all results

transitions based on data

transitions based on errors

transitions based on specific results

transitions based on workflow results

transitions for subworkflows

transitions for workflow steps

transitions not based on specific results

USEr access

user access for environment groups

user data column widths

user datafield dependencies

user data field widths

user datafields 295, :

user data general information

user datalayouts

user data overview

user dataroll-up fields
validations and execution types
validations for workflow steps
workflow general information
workflow step sequences
workflow step source restrictions
workflow steps 75,

workflows and performance considerations

connection protocols for environments
copying

application codes from other environments

object type fields

user datafields

workflows for trial versions
creating

decision workflow step sources

distributions

environment groups

environments

execution workflow steps

notification templates

releases

subworkflow workflow step sources

user datafields

workflow parameters

workflow step sources

workflow step sources overview

workflows

cross-entity checklist

D

decision workflow step sources

decision workflow steps
worksheets
deleting
notification templates
object type fields
ownerships from environment groups
ownerships from environments
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ownerships from notification templates
participants from environment groups

participants from environments

user datafields
dependencies and run groups
deployments

business flow

checklists

command requirements

communication requirements

environment maintenance

environment requirements

migrating finished

object requirements

object revision

participants and security

process requirements

release management

step information requirements

subworkflows

technical flow requirements
distributions

creating

disabling package lines

enabling package lines

processing

running through aworkflow

workflow

dynamic security for workflow steps

E
editing
user datafields
enabling workflows
entity-level restrictions
environment groups
adding ownership
configuring
creating
deleting ownerships
deleting participants
overview

Setting ownership
setting the execution order
setting user access

Environment Groups Workbench
environments

adding ownerships

adding participants

checklist

choosing based on application code
configuring general information
configuring overview
connection protocols

copying application codes
creating

deleting environments

deleting participants

integrating with workflows

mai ntenance

mass update of base paths
opening the Workbench
overview

password management
requirements

selecting FTP protocols

setting ownership

testing setup

transfer protocols

transfer protocols notes

using application code environments

executing

multiple system level commands for
packages

transitions for packages based PL/SQL
function results

transitions for packages based SQL
function results

transitionsfor packages based token results

execution order

in environment groups

execution step source

creating
defining executions
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execute object type commands

execution workflow steps
set up rules
worksheets
executions
configuring workflow steps with
validations
defining
execute object type commands
types in workflows

F

field-level restrictions

fields
changing widths in object types
configured in object types
configuring
dependenciesfor object types
configuring user data dependencies
configuring user data fields 295,
copying in object types
copying user data
copying user data fields
creating for user data
deleting from user data
deleting in object types
deleting user data fields
moving in object types
moving user datafields

selecting validations for object types

swapping in object types
user data
user data dependencies

FIRST LINE condition workflow steps
FTP protocols for environments

integrating
environments and workflows

object type commands and workflows

object types and workflows
requests and packages

J
jump step generation
jumpl/receive
step labels
workflow steps

L

LAST LINE condition workflow steps
licenses
loop counter example

mapping workflows to processes
mass updates or base paths
migrating user data
modifying

active workflows

production workflows

N

notification templates
adding notification intervals
checking usage
configuring ownership
creating
deleting
deleting notifications
opening Workbench
overview

notifications
configuring
configuring message
configuring messages
sending at specific times
sending follow ups
sending on specific errors
sending on specific results
sending to recipients
sending with step eligible
smart URL tokens
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specifying intervals
using smart URLs
using tokens

(0

object requirements

object revision

object types 21,
changing field widths
checklist
command requirements
configuring fields
copying fields
deleting fields
fields changing values with commands
fields selecting validation
fieldstext area
integrating commands with workflows
integrating with workflows
moving fields
naming
previewing
setting revisions
swapping fields
worksheet

opening
environment groups Workbench
Environments Workbench
Notification Templates Workbench
releases
User Data Workbench
Workflow Workbench 63,

OR condition workflow steps

P
package level subworkflow
package lines
packages
adding to releases using Package window

adding to releases using Release window

closing asfailed

closing as success

disabling package linesin distribution
enabling package lines in distribution
integrating with requests

marking ready for release

moving out of workflow steps
package level subworkflows
processing package lines

ready to release workflow steps
workflow

parameters in workflows
participants requirements
password maintenance for environments
previewing object types
process requirements
business flow
rel ease management
step information
subworkflow considerations

technical flow
workflow considerations
processing
distribution steps
package lines
releases 206,
R
receive steps
rel ease management
releases

adding packages using Package window
adding packages using Release window
adding requests

adding requests using Rel ease window
adding requests using Requests window

configuring overview
creating
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dependencies
distribution workflows
open releases
overview
package workflows
pre-configuration
processing
processing overview
submitting releases
verifying

requests
adding to releases
adding to releases using Release window

adding to releases using Requests window

integrating with packages

moving out of workflow steps
requirements for deployment processes
rollout migration deployment system
run groups

S

security
access grants
checklists
configuration-level restrictions
configuring workflow steps
entity-level restrictions
field-level restrictions
licenses
requirements
selecting
FTP protocol for environments
validations for object types
sending
notification follow ups
notification recipients
notifications at specific times
notifications on specific errors
notifications on specific results
notifications when workflow steps become

eligible
setting execution workflow steps rules
smart URL tokens
step sources
execution
overview
submitting releases

subworkflows
configuring to and from workflow steps

consideration example
considerations

returning to Change Management
workflows

workflow steps

worksheets

SYNC condition workflow steps

o

technical flow
example
text areas in object types
timeouts in workflow steps
tokens
using in notifications
transfer protocols
configuration notes for environments
for environments

transitions
back to same step
based on workflow results
configuring for specific results
configuring for workflow steps
configuring for workflow stepsbased on al
but one specific value
configuring for workflow stepsbased on al
results
configuring for workflow steps based on
data
configuring for workflow steps based on
errors
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configuring not based on specific results

executing multiple system level commands
for packages

package transitions based on PL/SQL
function results

package transitions based on SQL function
results

package transitions based token results

to and from subworkflows

user data

changing column widths
configuring field dependencies
configuring fields

configuring general information
configuring layouts

copying fields

creating fields

deleting fields

editing fields

field dependencies

migrating

moving fields

opening Workbench

overview ,

previewing the layout

referring to

removing fields

roll-up fields

swapping field positions

using

application codes environments
commands to change object type fields
smart URLsin notifications

tokens in notifications

workflow step source restrictions

validations

configuring for workflow steps

configuring workflow steps with execution
types
validationsin jump/receive workflow steps
verifying
releases
verifying workflows
visbility

w

workflow considerations
immediate or manual
timeouts

workflow steps
AND condition
choosing
closing
condition
configuring
configuring first step
configuring general information
configuring notification messages
configuring notification setup
configuring notifications
configuring security 79,
configuring sequences
configuring step source ownership
configuring subworkflows
configuring timeouts
configuring to and from subworkflows
configuring transitions
configuring transitions based on al but one
specific value
configuring transitions based on all results

configuring transitions based on data
configuring transitions based on errors
configuring transitions based on results
configuring transitions based on specific
results

configuring transitions not based on
specific results

configuring validations
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configuring validationsand executiontypes

creating decision sources
decision

disabling

execution

execution set up rules

FIRST LINE condition
LAST LINE condition
moving packages out of steps
moving requests out of steps
OR condition

ready to release

restrictions

Sources overview
subworkflow

SYNC condition

using smart URLs in notifications
using tokens in notifications

workflows

adjusting step sequence

AND condition workflow steps
checklist
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