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Revisions

The version number on the title page of this document indicates the software
version. The print date on the title page changes each time this document is
updated.

You will receive updated or new editions if you subscribe to the appropriate
product support service. Contact your HP sales representative for details.

Chapter 1:
Introduction

e Page 16, About the Inventory Manager: revised the text to include the
role of the HP-OpenView Messaging Server Using Radia (Messaging
Server). You can use the Messaging Server instead of the Inventory
Manager Server to post discovered inventory data to an ODBC-
compliant database.

e Page 17, Overview: added the following note regarding the role of the
new Messaging Server: "As of Radia 4.1, the Messaging Server handles
the actual delivery of the inspection results to the Radia Integration
Server (or directly to the back-end Inventory Manager Database),
which frees up Configuration Server resources. See the Messaging
Server Guide for more information."

Chapter 2:
Installing the Radia Clients

EXJ Page 31, About the Installation Process: The sample install.ini is now
in the win32\ directory and not the win32\samples directory.

m Page 31, About the Installation Process: Radia40.msi has been
renamed to Radia401.msi.



gX) Page 35, [PROPERTIES] Section of INSTALL.INI: The following have
been added to the properties section of the install.ini file:
NVDSTARTWMICFGMGR, NVDRAMSHORTCUT,
NVDRAMSTARTMENUSHORTCUT; NVDRAMCONNECT,
NVDMAINTDIR, NVDNOTIFYINTERACT,
NVDREDIRECTORINTERACT, NVDSCHEDULERINTERACT.

XX Page 36, [PROPERTIES] Section of INSTALL.INI: NVDINSTALLSVR
has been added as a value of ADDLOCAL. This allows you to install
the Radia Server Management Client. This change also affects
Specifying the Radia Client Features to Install. Only install the clients
for which you are licensed.

€X) Page 52, Specifying the Radia Client Features to Install: The Radia
Patch Manager and Radia OS Manager clients have been added to the
Radia Client installation. Only install the clients for which you are
licensed.

Chapter 4:
Installing the Inventory Manager Server

e Page 109, Installing the Inventory Manager Server: added the
following Note: The data posting and reporting functions of the RIM
server running on Windows have been superseded by Radia Messaging
Server v3.0 and Radia Reporting Server, respectively.

e Page 110, Installation: added a caution that the Messaging Server can
be used instead of the Inventory Manager Server, and is the
recommended configuration as of the Radia 4.1 release.

e Page 118, Configure the EDMPROF.DAT: added the following caution:
"This step is not necessary if you are running the Configuration Server
with the Messaging Server."

e Page 126, Table 12: corrected a typo - changed COMMIT_INTERNAL
to COMMIT _INTERVAL.

e Page 126, Table 12: The default for N_workers is 2.



Chapter 5:
The AUDIT Domain

e Page 136, Table 16: AUDIT.FILE Class Instances: Added clarification
that FILESCAN and FILTER classes are only for UNIX devices.

Chapter 6:
Software and Hardware Auditing

m Page 154, Table 16: AUDIT.FILE Class Instances: ZMD5INFO row
added. The ZMD5INFO attribute permits the collection of MD5
information for a file.

e Page 155, Table 17: Added a description for the RESOLVE attribute.
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1 Introduction

At the end of this chapter, you will:

e Understand the components of the Inventory Manager client.

e Understand the terminology associated with the Inventory Manager
client.

¢ Be familiar with supported platforms.
e Be familiar with WBEM and the Radia client.
o Be familiar with the Radia Integration Server.

e Be familiar with related Radia Infrastructure components for processing
Inventory client data, such as the Messaging Server, the Reporting
Server, and the Management Portal.

15
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About the Inventory Manager

The Inventory Manager client is a utility used to discover configuration
information on remote computers. It enables centralized reporting and
administration based upon the discovery results.

The Inventory Manager client is used with the Inventory Manager Server or
the HP-OpenView Messaging Server Using Radia (Messaging Server) to
maintain the discovery information within an ODBC-compliant (Open
Database Connectivity) database.

The preferred method for viewing the reported data from the Inventory
Manager is to use the HP-OpenView Reporting Server Using Radia
(Reporting Server), discussed on page 18. The Radia Integration Server
component of the Inventory Manager Server provides an alternate method of
viewing the reports via a Web browser interface.

This manual explains how to install and use the Inventory Manager client
and server components. Choose the appropriate strategies suited for your
enterprise needs.

¢ For more information on using the Radia Messaging Server to post data
using ODBC to your Inventory database, refer to the Installation and
Configuration Guide for the Messaging Server (Messaging Server Guide,
version 3.0. The Data Delivery Agents for CORE, INVENTORY and
WBEM objects provide this capability.

e For more information on using the Radia Reporting Server for creating
and obtaining reports, refer to the Installation and Configuration Guide
for the Reporting Server (Reporting Server Guide).

Chapter 1



Overview

Introduction

Systems administrators use the System Explorer or the Management Portal
to manipulate the contents of the Radia Database. They specify what
inventory management tasks to perform and on which client computers to
perform them.

The collection of inventory information is performed on the Inventory
Manager computer when a subscriber connects to and installs the auditing
software with the Configuration Server as follows:

¢ Software Manager installs the software when the user visits his Radia
Web page.

e Application Manager installs the software in one of the following ways:
— through a logon script.
— when the user double-clicks a desktop Radia Connect icon.
— according to a schedule.

— using the Notify capabilities of the Management Portal or the
Configuration Server.

The results of the inspection are then sent back to the Configuration Server.
Any unwanted files discovered on a user's computer can be captured and/or
deleted. This enables administrators to remove unauthorized content, such as
games, from end users' computers.

The Configuration Server can store these inspection results in the Radia
Database PROFILE file and/or have the Messaging Server route them for
posting to an SQL-compliant database using ODBC.

) The Data Directory Agents of the Messaging Server v3.0 can post
the inspection results directly to the ODBC database.

As of Radia 4.x, the Messaging Server handles the actual delivery of the
inspection results directly to the Inventory Manager database, or, indirectly
to the Radia Integration Server or another Messaging Server. Both of these
options free up Configuration Server resources. Refer to the Messaging Server
Guide for more information.



About the Reporting Server

As part of the Radia extended infrastructure for Radia 4.x Windows, the web-
based Reporting Server allows you to query the combined data in existing
Inventory Manager, Patch Manager, and Usage Manager databases and
create detailed reports. In addition, you have the option of mounting an
existing LDAP directory, which allows you to filter your data using your
LDAP directory levels. The Radia Reporting environment is illustrated in the
figure below.

‘IH! | |i|n;i

Directory
Service

Reporting
System

Figure 1: Radia Reporting Environment

The Reporting Server interface provides a dynamic and intuitive way to use
Radia SQL data for reporting and overall environmental assessment.
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Figure 2: Reporting Server Web interface supports Inventory Manager auditing.

Refer to the Reporting Server Guide for more information on how to install
the Reporting Server and create a Radia Reporting environment for your

SQL databases for Radia, such as inventory, patch, and usage databases, as

well as an optional LDAP directory.

The Reporting Server Guide also explains how to use the Reporting Server
interface to create, filter, and export reports, as well as browse reports for

specific entries.
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Inventory Manager Terminology

CIM (Common Information Model)

(noun) a standardized framework for WBEM. It is an object oriented set of
schemas for cross-platform network management. Some of these objects
include computer systems, devices (like printers and batteries), controllers
(for example, PCI and USB controllers), files, software, etc.

clean machine

(noun) a desktop computer on which the operating system has just been
installed, and no further changes have been made.

client computer

(noun) the computer on the end user's desktop that has the Radia client
software installed on it.

Management Portal

The Management Portal is a Web-based interface used to manage your Radia
infrastructure. The core functionality of the Management Portal includes:
Authentication, Entitlement, Scheduling, Querying, Auditing/Logging, Policy
Administration, and instance-level Radia Database Administration. Refer to
the Management Portal Guide for additional information.

Messaging Server

The Messaging Server is the Radia Infrastructure component that provides a
common routing and inter-server data delivery service, especially for report-
bound data. When servicing a Configuration Server, the Messaging Server
handles the delivery of Inventory, Patch, and Management Portal data
collected from clients to the appropriate external location. Data Delivery
Agents are used to post data directly to an SQL-compliant database using
ODBC.

Radia client

(noun, capitalized) the Radia software component that is installed on the end
user's desktop computer.

Radia Integration Server

The Inventory Manager client is used with the Radia Integration Server. The
Radia Integration Server stores and maintains the discovery information to

Chapter 1
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be viewed within an ODBC (Open Database Connectivity) compliant
database. The Radia Integration Server then provides the reports via a WEB-
browser interface.

Reporting Server

The Reporting Server is a Web-based interface to the reportable data
captured by the Radia extended infrastructure product suite. It allows you to
query the combined data in existing Inventory Manager, Patch Manager, and
Usage Manager databases and create detailed reports. You have the option of
mounting an existing LDAP directory, which allows you to filter your data
using your LDAP directory levels.

Reporting Extensions for the Radia Integration Server

Any Open Database Connectivity (ODBC) compliant database used to view
and manipulate the audited information obtained by the Inventory Manager
client.

subscriber

(noun) the person (end user) who uses Radia-managed applications on a
remote desktop computer (client computer).

Web-Based Enterprise Management (WEBM)

Web-Based Enterprise Management enables information such as the amount
of RAM in a computer, hard disk capacity, process type, and versions of
operating systems to be extracted from computers, routers, switches, and
other networked devices.

Windows Management Instrumentation (WMI)

Windows Management Instrumentation (WMI) is Microsoft's implementation
of WBEM for Microsoft Windows platforms.

WMI Repository

WMI repository is a central storage area designed to hold managed
information.
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Radia Prerequisites

The Inventory Manager 4.1 requires the following Radia components:

Configuration Server version 4.5.3 or higher
Radia client at version 3.1 or higher

— Application Manager

and/or

— Software Manager

Messaging Server 3.0 is highly recommended. See the Messaging Server
Guide for more information on installing or migrating to the Messaging
Server, and how the Messaging Server transfers data directly, or
indirectly, to the Radia Inventory Database.
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Necessary Skills

With Radia Products

This document assumes that the reader is familiar with the Radia Database,
with administering Radia using the System Explorer and the Management
Portal. Refer to the System Explorer Guide and the Management Portal Guide
for more information.

With Web-Based Enterprise Management

This document assumes that the reader is familiar with Web-Based
Enterprise Management (WBEM). Resources for familiarizing yourself with
WBEM can be found at the following Web site:
http:/www.dmtf.org/spec/wbem.html.

With Microsoft Implementations of WBEM

This document also assumes that the reader is familiar with Windows
Management Instrumentation (WMI). Information concerning WMI can be
found at the following Web site:
http:/msdn.microsoft.com/library/default.asp?url=/library/en-
us/w98ddk/hh/w98ddk/wmi_wp_03se.asp.

Inventory Manager Technology

While an administrator with little Web-based knowledge can use the
Inventory Manager with success, it is important to understand some of the
technology behind the product. The information that is provided below is
intended to give you a preliminary understanding of the technology behind
the Inventory Manager client. As indicated in Necessary Skills above, we
recommend you become more familiar with web-based technology.

Common Information Model (CIM)

The Common Information Model (CIM) is an object-oriented model, or
schema, that represents and organizes information within a managed
environment. This includes:
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e Defining objects, such as computer systems, devices, controllers,
software, files, people, and so forth.

e Allowing for the definition of associations, such as describing
relationships between object-dependencies, component relationships, and
connections.

e Allowing for the definition of methods, such as input/output parameters
and return codes.

By using object-oriented designs and constructs, one of the goals of the CIM
model is to consolidate and extend management standards. Some of these
management standards include Simple Network Management Protocol
(SNMP) and Desktop Management Interface (DMI).

Web-Based Enterprise Management (WBEM)

Web-Based Enterprise Management (WBEM) is a set of management and
Internet standard technologies developed to unify the management of
enterprise computing environments. The Distributed Management Task
Force (DMTF) has developed a core set of standards that make up WBEM.
The core set includes a data model, the CIM standard, an encoding
specification, xmlCIM encoding specification, and a transport mechanism,
(CIM Operations over HTTP).

Windows Management Instrumentation (WMI)

Windows Management Instrumentation (WMI) is the Microsoft
implementation of the Web-Based Enterprise Management (WBEM) that
supports the CIM model as well as Microsoft-specific extensions of CIM. To
put it simply, it is a set of services designed to input data into a repository via
WBEM providers.

The WMI repository is a central storage area designed to hold managed
information. It is organized by a series of schemas that are loaded into
namespaces. A namespace provides a container, or domain, for the instances
of the classes in that schema.

WMI comes installed on Windows 2000 and Windows ME. For Windows 9X
and Windows NT machines, the WMI core must be installed. This module can
be downloaded from the Microsoft Web site at:
http://www.microsoft.com/downloads/details.aspx?FamilyID=afe41f46
-€213-4cbf-9¢5b-fbf236e0e875&DisplayLang=en.
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If you do not choose to download the core from the Microsoft Web site, the
WDMI installation program is available in the \win32\wMI sub-folder on the
Radia Management Applications CD-ROM. If WMI does not exist on the
client computer, the WMI installation program runs automatically.

) For the purpose of this document, when we refer to WBEM, this
includes WMI.

Radia and WBEM

The Radia Inventory Management client queries the WBEM namespace (that
is, the WBEM database) and sends the results back to the Configuration
Server. All information collected by WBEM is available to the Inventory
Manager client. The collected information is then stored in the Radia
Integration Server.

) WMI version 1.5 is available for download by licensed end users
from the Microsoft download center at
http:/www.microsoft.com/downloads/details.aspx?FamilylD
=afe41f46-e213-4cbf-9c5b-fbf236e0e875&DisplayLang=en.
This download is for Windows 95, Windows 98, Windows 98 SE,
and Windows NT4 SP4 or higher. Windows 2000 and Windows
ME, WMI has been natively installed. The WMI installation
program is available in the \win32\wMI folder on the Radia
Management Applications CD-ROM. If WMI does not exist on the
client computer, the WMI installation program runs automatically.

For client computers with WBEM (Web-Based Enterprise Management)
installed, the Inventory Manager executes an HP-proprietary method
(RIMWBEM) to query the WBEM namespace.

For client computers that do not have WBEM installed, the Inventory
Manager executes HP proprietary methods to directly inspect the hardware
(built into the Radia client — ZCONFIG) and/or the file system
(RIMSFSCAN).
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HP OpenView Inventory Manager using Radia for Windows
leverages Microsoft's Windows Management Instrumentation
(WMI) to collect hardware and software inventory data by using
WMI queries. Some WMI queries can traverse the network
contacting other servers in the enterprise to collect the requested
information. This may result in large volumes of data being
returned, and could have a significantly negative effect on network
performance. An example of this would be querying all users on the
network using the W32_UserAccount WMI class. Extreme caution
must be taken to understand the scope of these queries to ensure
unexpected results do not occur. While Inventory Manager provides
an interface to WMI and its providers, it cannot control how these
queries are satisfied. It is the customer’s responsibility to safeguard
against using WMI queries that span the network, if this behavior
is not desired.

The Radia Integration Server

The Radia Integration Server is a Tool Command Language (Tcl) based Web
server that resides where the Inventory Manager Server is installed. It builds
and updates a structured query language (SQL) database of your choice via

ODBC.

The ODBC driver for the database you choose must be installed prior to
installing the Radia Integration Server. Depending upon which database you
choose, you may have to perform administrative tasks for allocating space
and establish a user ID and password for the Radia Integration Server's use.

The Radia Integration Server will automatically create the necessary tables
in the database you choose.

>

For demonstration purposes only, a sample Access 97 database with
predefined queries is provided on the Inventory Manager. Use this
sample to display the query results in a Web browser.

About this Guide

In addition to this chapter, this book contains the following information.
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Introduction

Installing the Radia clients
This chapter describes how to install the Radia Inventory Clients.

Installing the Administrator Workstation
This chapter describes how to install the Radia Administrative
Workstation.

Installing the Inventory Manager Server
This chapter describes how to install and configure the Inventory
Manager Server on a Windows platform.

The Audit Domain
This chapter discusses the Audit domain within the Configuration Server
Database.

Software and Hardware Auditing
This chapter discusses the different types of auditing, how to configure a
supplied audit service, and how to create your own audit service.

Configuring Timers for Audit Collection
This chapter discusses how to perform audits using a timer.

Viewing Inventory from the Radia Integration Server

This chapter discusses the topics related to viewing inventory from the
Radia Integration Server page. (As of Radia 4x, the Reporting Server is
the preferred method of viewing inventory data.)
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Summary

The Inventory Manager client is a utility used to discover hardware and
software configuration on remote computers.

The Inventory Manager Server can be used to store and maintain
discovered information in an ODBC-compliant database.

The collection and reporting of inventory information is performed on the
Inventory Manager when a subscriber/user connects to the Configuration
Server.

The Messaging Server delivers the data collected from subscribers to an
external Inventory Manager Server location, or, directly to a SQL-
compliant database using the Data Delivery Agents and ODBC.

The ODBC driver for the database you choose must be installed prior to
installing the Inventory Manager Server.

The Inventory Manager Server or the Messaging Server will
automatically create the necessary tables in the database you choose.

The Reporting Server offers a Web-based interface to the reportable data
captured by the Radia Extended infrastructure product suite. It allows
you to query the combined data in existing Inventory Manager, Patch
Manager, and Usage Manager databases, create detailed reports, and
filter data using your LDAP directory levels.

It is suggested that the administrator be familiar with Radia products as
well as Web-Based Enterprise Management, and Microsoft's
implementations of WBEM.

All information collected by WBEM is available to the Inventory
Manager.

The Inventory Manager queries the WBEM namespace (that is, the
WBEM database) and sends the results back to the Configuration Server.

RIMWBEM queries WBEM namespaces.
RIMFSCAN directly inspects the software and/or the file system.
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2 Installing the Radia Clients

At the end of this chapter, you will:

Understand the system requirements for installing Radia clients.
Know how to customize the installation process.

Be able to modify the [PROPERTIES] section of the INSTALL. INT in
order to customize the behavior of the installation process.

Be able to modify the [ARGS] section of the INSTALL. INT in order to
customize the behavior of the HP OpenView Software Manager Using
Radia (Software Manager).

Be able to modify the [OBJECTS] section of the INSTALL.INI in order to
specify Radia objects to be created on the client computer.

Know how to use the Installation Wizard.

Know how to remove and repair Radia clients using the Installation
Wizard and command lines.

Know how to modify the installation of the Radia clients using the
Installation Wizard and command lines.

Know how to use pre-install script to customize MSI properties that affect
installation.

Know how to use a post-install script to run processes after installing
Radia clients.
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The Radia client installation program uses Microsoft Windows Installer. The
program consists of one MSI package with six feature sets:

HP OpenView Application Manager Using Radia (Application Manager)
HP OpenView Software Manager Using Radia (Software Manager)

HP OpenView Inventory Manager Using Radia (Inventory Manager)
HP OpenView OS Manager Using Radia (OS Manager)

HP OpenView Patch Manager Using Radia (Patch Manager)

HP OpenView Server Management Using Radia (Server Management)

A Install only the Radia clients for which you have licenses. If you do

not have a license, the Radia client will not authenticate with the
HP OpenView Configuration Server Using Radia (Configuration
Server).

System Requirements

Windows 95, 98, NT 4 with Service Pack 6a, 2000, Server 2003, or XP.

) The Software Manager 4.x client is not available for computers
running Windows 95, as it requires Microsoft .NET runtime.

Microsoft .NET runtime (required for Software Manager only).

The .NET installation program is available in the \DotNet folder on the
Radia client CD-ROM. If .NET does not exist on the client computer, the
.NET installation program runs automatically. Microsoft .NET requires

Microsoft Internet Explorer 5.01 or later.

MS Windows Installer Version 2.0 or higher.

The MSI 2.0 installation program is available in the \MST folder on the
Radia client CD-ROM. If Windows Installer does not exist, or if an earlier
version is detected on the client computer, the MSI 2.0 installation
program runs automatically.

TCP/IP connection to a computer running the Configuration Server.

WMI (required for the Inventory Manager only).

The WMI installation program is available in the \wMI folder on the
Radia client CD-ROM. If WMI does not exist on the client computer, the
WMI installation program runs automatically.
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e For Windows NT, 2000, Server 2003, or XP, you must have administrator
rights to the computer to install the Radia clients.

About the Installation Process

Whether the Radia client installation program is distributed as an executable
(setup.exe) or an Administrative Installation Point (AIP), the installation
process is the same. You can customize many aspects of the installation
including which Radia clients to install and to what directory the installation
files should be copied. If you want to customize the installation process, you
should be familiar with the following files.

e setup.exe
setup.exe is stored in the \win32 directory on the Radia client CD-
ROM. It accepts any standard Windows Installer command line
parameters and passes them to the Windows Installer service.

You can also create an AIP for network installations.

A Windows Installer Administrative Installation Point (AIP) is
also known as an Administrative Control Point (ACP).

To create the Windows Installer AIP in a specified target directory, type:

SETUP.EXE /a TARGETDIR=drive:\targetdirectory /gb

The target directory contains RADIA401.MSI, the installation folders,
setup.exe, and any files (such as INSTALL. INT or Visual Basic scripts)
stored in the same directory as setup.exe. Next, copy the \DotNet and
\MsT folders into the target directory.

) If you do not have Windows Installer version 2.0 installed,
setup.exe looks for the standard MSI installation programs
(INSTMSI.EXE or INSTMSIW.EXE) in the current directory and in
the MSI subdirectory. If found, the appropriate MSI installation
will run before the Radia client installation.

¢ RADIA401.MSI
RADIA401.MSI is the MSI database file, which contains the default
configuration information for the installation. This file is stored in the
\win32 directory on the Radia client CD-ROM.

e INSTALL.INI
Use INSTALL.INI to customize the installation or the Radia client
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arguments file, or to create or set attributes for Radia objects. Settings in
INSTALL. INT override the defaults stored in RADTA401 .MST.

A sample INSTALL. INI is available in the \win32 directory on the Radia
client CD-ROM.

args.xml

args.xml is the Software Manager arguments file created from
information stored in the [ARGS] section of INSTALL. INI. This file,
stored in IDMLIB on the client computer, controls the behavior of the
Software Manager. The default directory for IDMLIB is
SystemDrive:\Program Files\Novadigm\Lib\.

Pre-install scripts

(Recommended for experienced users only.)

Use custom Visual Basic scripts to customize MSI properties that affect
the installation. For an example of a simple script, see Using a Pre-
Install Script on page 77.

Post-install scripts

(Recommended for experienced users only.)

Use custom Visual Basic, REXX, or Tcl scripts to run processes such as
the first Client Connect. For an example, see Using a Post-Install Script
on page 79.
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Figure 3: Radia client installation process.

Preparing INSTALL.INI

Create an installation file, INSTALL.INI. Use this file to:
e Customize the installation.

e Customize the Software Manager.

e Create or set attributes for Radia objects.

Below is a sample INSTALL. INI. A description of the three sections and the
attributes in each of these sections follows.

) A semi-colon (;) at the beginning of attributes, properties, and
object names indicates that this item is commented out and will
be ignored. If you want to specify a value for any of these items,
delete the semi-colon (;) and then type the appropriate value.

The following is a sample INSTALL.INI.
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[Properties]
; .MSI Property overrides (Novadigm properties have the "nvd" prefix)

;Uncomment and specify the installation directory to replace the default directory
7 INSTALILDIR=

;Uncomment to prevent subscribers from using Add/Remove Programs in the Control Panel to remove
the Radia Client
7 ARPNOREMOVE=1

;Uncomment and specify the features that you want to install
; ADDLOCAL=NVDINSTALLRAM, NVDINSTALIRSM, NVDINSTALIRTM, NVDINSTALLROM, NVDINSTALLPATCH,
NVDINSTALIRTAE, NVDINSTALLSVR

;Uncomment to show/hide panels in the installation wizard (defaults shown below)
; NVDENABLEUSER=Y

s NVDENABLETIP=Y

s NVDENABLEPROXY=N

» NVDENABLESHORTCUT=Y

s NVDSHORTCUT=Y

s NVDSTARTMENUICON=Y

; NVDSTARTWMICFGMGR=Y

;Uncomment and specify the location of maintenance files
s NVDMAINTDIR=

;Uncomment to allow notifies only from the local host.
» NVDLOCALNOTIFYONLY=Y

;Uncomment to start the System Tray automatically if RAM is selected during the client install
process.
s NVDRADTRAYSTART=Y

;Unconment to disable "Allow service to interact with desktop" flag for Radia Services
s NVDNOTTFYINTERACT=N

; NVDREDITRECTORINTERACT=N

» NVDSCHEDULERINTERACT=N

;Uncomment and specify the file names of pre- and post-install custom action scripts
» NVDPRECAPATH=
s NVDPOSTCAPATH=

(Args]

; Tags to be placed into the Radia Software Manager ARGS.XML file
; A value of NONE removes the tag from the file

;askconfirme=

; channelname=software

;dataurl=

;enterprisemanagement=

;identification=SUSER

; log=connect.log
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;logsize=

; logonpanel=
;managerurl=
;providername=Radia
;redirect=

; resolutionmanager=
;resolutionport=

; sslmanager=
;sslport=
;startdir=
;uioption=

[Objects]
; Set Radia object attribute values
; A value of NONE will set the attribute to blank

7 ZMASTER ZDSTSOCK=3464

7 ZMASTER ZTPADDR=XXX . XXX . XXX . XXX
; ZMASTER_ZNTFPORT=34 05

7 ZMASTER ZNTFYSEC=Y

7 ZMASTER ZTIMEC=240

7 ZMASTER ZTRACE=N

7 ZMASTER ZTRACEL~= NONE

7 ZMASTER ZUSERID=

; ZMASTER ZVREYUID=N

7 PROXYINE' USEPROXY=
7 PROXYINEF' DISCOVER=
7 PROXYINEF' PROXADDR=

’

; Uncomment to enable Client Operations Profile (COP)
7RADSETUP COP=Y

; Uncomrent to disable collection of AD information
;RADSETUP ADINFO=N

; Uncomment to disable collection of NT Group information
7RADSETUP ZGRPINFO=N

[PROPERTIES] Section of INSTALL.INI

Use the [PROPERTIES] section to modify Windows Installer properties or
HP-specific properties to customize the behavior of the installation program.
The values that you set in this section override the default values stored in
the RADIA401.MST database file.

) All properties such as INSTALLDIR must be typed in all
uppercase.
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Table 1: [PROPERTIES] Section of INSTALL.INI

Argument

Description

Default

Value*

ADDLOCAL

Specify the features that you
want to install on the local hard
drive. You must be properly
licensed to use these products.
The features may be:

e NVDINSTALLRAM =
Application Manager

e NVDINSTALLRSM =
Software Manager

e NVDINSTALLRIM =
Inventory Manager

e NVDINSTALLROM =
OS Manager

e NVDINSTALLPATCH =
Patch Manager

e NVDINSTALLSVR =
e Server Management

e NVDINSTALLRLAE =
Radia Local AIP Extension

Note: This must be installed to
use the Local AIP support for the
Radia MSI Redirectory feature.
Refer to the Installation and
Configuration Guide for the
HP-OpenView Application
Manager for more information.

N/A

36

Chapter 2



Argument Description Default
Value*
ARPNOREMOVE Set ARPNOREMOVE to 1 to Subscribers
indicate that you want to disable | can remove
the ability to remove the Radia the Radia
client from the computer using client from
Add/Remove Programs in the the computer
Control Panel. using
Note: Setting ARPNOREMOVE | Add/Remove
to 0 will not disable this option Programs in
due to a Windows Installer issue. | the Control
If you want to allow your Panel.
subscribers to remove the Radia
client from the computer using
Add/Remove Programs in the
Control Panel, place a semi-colon
(;) in front of the
ARPNOREMOVE argument in
INSTALL.INI.
e For Windows 2000 or XP,
the Remove button is
disabled.
e For earlier operating
systems, the Radia client
will not be listed in
Add/Remove Programs in
the Control Panel.
INSTALLDIR Specify the directory where you SystemDrive
want to install the Radia client. : \Pr ogram
This value will be overridden if a zéies \Novad
new directory is specified in the
Destination Folder window in the
Radia 4.x Client Installation
Wizard.
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Argument

Description

Default
Value*

NVDENABLEUSER

Indicate whether to show or hide
the Set User window in the
Installation Wizard.

e Y — Show the window.
e N — Hide the window.

Note: If you hide the window, the
Create a Radia Software Manager
icon on the desktop check box will
no longer be available to your
subscribers.

e D — Show the window, but

disable the User Name field.

The Create a Radia Software
Manager icon on the desktop
check box is still available.

Y

NVDENABLEIP

Indicate whether to show or hide
the Configuration Server window
in the Installation Wizard.

NVDENABLEPROXY

Indicate whether to show or hide
the Proxy Information window in
the Installation Wizard.

If you want to use a Proxy Server
during the Radia Client Connect,
show this window.

The information entered in the
Proxy Information window is
stored, by default, in the
PROXYINTF object in the client
computer's IDMLIB directory.
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Argument

Description

Default
Value*

NVDENABLESHORTCUT

Indicate whether to show the
Create a Radia Software Manager
icon on the desktop check box in
the Set User window.

Selecting this check box installs
a desktop shortcut for the
Software Manager on the
subscriber's desktop.

Reminder: This property does not
apply to computers running
Windows 95 because the
Software Manager 4.x client is
not available for computers
running Windows 95, as it
requires Microsoft's NET
runtime.

Y

NVDSHORTCUT

Indicate whether to install a
desktop shortcut for the Software
Manager on the subscriber's
computer.

Reminder: This property does not
apply to computers running
Windows 95 because the
Software Manager 4.x client is
not available for computers
running Windows 95, as it
requires Microsoft's NET
runtime.
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Argument

Description

Default
Value*

NVDSTARTMENUICON

Indicate whether to install an
icon in the Start Menu for the
Software Manager on the
subscriber's computer.

Reminder: This property does not
apply to computers running
Windows 95 because the
Software Manager 4.x client is
not available for computers
running Windows 95, as it
requires Microsoft's .NET
runtime.

Y

NVDSTARTWMICFGMGR

Indicates whether to install the
shortcuts for WMI on Windows
NT and 9x systems.

NVDRAMSHORTCUT

Indicate whether to install a
desktop shortcut for the
Application Manager on the
subscriber's computer.

NVDRAMSTARTMENUSHORTCUT

Indicate whether to install an
icon in the Start Menu for the
Application Manager on the
subscriber's computer.

NVDRAMCONNECT

Specify a command line to run if
an Application Manager shortcut
is created on the desktop or the
Start Menu.

Blank
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Argument

Description

Default
Value*

NVDMAINTDIR

Specify a directory that stores
the Radia client maintenance
files.

Note: Type a value only if you
want to store maintenance files
in a directory other than the
MAINT subdirectory in the folder
containing setup.exe.

If files exist in this directory that
are newer than the installation
files, they will be copied into the
Radia client's IDMSYS directory.

MAINT
subdirectory
in the folder
containing
setup.exe

NVDLOCALNOTIFYONLY

If set to Y, the Client will allow
Radia Notifies only from the local
host.

NVDRADTRAYSTART

Set to Y to start the System Tray
automatically, if the Application
Manager is selected during the
Client installation process.

NVDNOTIFYINTERACT

Set to Y to enable the Radia
Notify Daemon to interact with
the desktop.

NVDREDIRECTORINTERACT

Set to Y to enable the Radia MSI
Redirector to interact with the
desktop.

NVDSCHEDULERINTERACT

Set to Y to enable the Radia
Scheduler to interact with the
desktop.

Installing the Radia Clients
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Argument

Description

Default
Value*

NVDPRECAPATH

Specify the fully qualified path
and filename of a custom Visual
Basic pre-install script.

Note: New objects or properties
must be defined in INSTALL. INT.

You can use a pre-install script
to override a value for the object
or property, but if you attempt to
specify a new object or property
in the pre-install script, it will be
ignored.

For an example of a simple

script, see Using a Pre-Install
Script on page 77.

N/A

NVDPOSTCAPATH

Specify the fully qualified path
and filename of a custom Visual
Basic or REXX post-install script.

For an example, see Using a
Post-Install Script on page 79.

N/A

[ARGS] Section of INSTALL.INI

Use the [ARGS] section to control the behavior of the Software Manager. The
information in this section is used to build the Software Manager arguments
file, args.xml, which is stored in IDMLIB on the client computer. The

default directory for IDMLIB is SystemDrive:\Program

Files\Novadigm\Lib\.

Below is an example of args.xml.

<?xml version="1.0" ?>

<RADIA ARGUMENTS>

<ARGUMENTS><CHANNELNAME>software</CHANNELNAME>

<IDENTIFICATION>jsmith</IDENTIFICATION>

<PROVIDERNAME>radia</PROVIDERNAME>

<RESOLUTIONMANAGER>10.10.10.1</RESOLUTIONMANAGER>

<LOG>connect.log</LOG>
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<RESOLUTIONPORT>3464</RESOLUTIONPORT>
</ARGUMENTS>

</RADIA_ ARGUMENTS>

) The XML tags (arguments) described in this section are not case-
sensitive when you type them in INSTALL. INI. However, the
arguments will automatically be converted to all uppercase in
args.xml.

If you are using the Application Manager, any of the parameters in
the [ARGS] section can be added to the radskman command line.

Table 2: [ARGS] Section of INSTALL.INI

Argument Mandatory | Description Default Value
or Optional

askconfirm Optional Controls the display of a Y
confirmation message to
your subscribers. For
example, some instances in
which a confirmation
message may display are:

e A reboot is required.

o There is insufficient
disk space during

deployment.
e A data download is
interrupted.
channelname Mandatory The domain in the Radia SOFTWARE

Database from which
applications are retrieved.
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Argument

Mandatory
or Optional

Description

Default Value

enterprisemanagement

Optional

For use with the Software
Manager only.

Deploys mandatory
applications from the
Software Manager.

Set Enterprisemanagement
=auto to deploy mandatory
applications.

Remove the
Enterprisemanagement tag
if you do not want to deploy
mandatory applications.

N/A

identification

Optional

Identifies the client to the
Configuration Server by
defining the value for the
ZUSERID variable in the
ZMASTER object.

This value will be
overridden if a different
User Name is specified in
the Set User window in the
Radia 4.x Client Installation
Wizard. If you do not want
this value to be modified, set
NVDENABLEUSER = N in
the [PROPERTIES] section
of INSTALL.INI.

$MACHINE - The Radia
user ID is the name of the
subscriber's computer.

$USER - The Radia user ID
is the logon ID for the
subscriber currently logged
on.

CUSTOM - literal custom
specification.

$USER
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Argument

Mandatory
or Optional

Description

Default Value

log

Optional

Specifies the name of the log
stored in IDMLOG.
IDMLOG is specified in
NVD. INT.

NVD. INT is stored in
SystemDrive:\Program
Files\Novadigm\LIB, by
default.

Connect.log

logsize

Optional

Specifies the size of the log
file in bytes.

When the logsize is reached,
a backup file (.BAK) is
created. By default, this file
is connect.bak. If a backup
file already exists, it will be
overwritten.

1000000

logonpanel

Optional

Controls the display of the
logon panel.

managerurl

Optional

Specifies the address of the
Configuration Server to be
used for HTTP object
transfer.

The managerurl
specification takes the form
http://hostname:port/nv
durl.

N/A

providername

Mandatory

The name of the
Configuration Server, which
is set during the standard
installation.

This is used to name the
folder below the STARTDIR
on the client computer. See
Startdir on page 48 for more
information.

Radia
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Argument

Mandatory
or Optional

Description

Default Value

redirect

Optional

Used. for the Software
Manager only.

Specifies an alternate start-
up file (filename.xml),
which can be accessed via a
network path or URL.

If the redirect tag is set in
args.xml, the Software
Manager uses the properties
specified in the alternate
file.

For example, you might set
redirect to point to a start-

up file on the network that
is shared by all users.

N/A

resolutionmanager

Mandatory

Identifies the IP address for
the Configuration Server.
You can also use the server
name.

This value will be
overridden if a different IP
address is specified in the
Configuration Server
window in the Radia 4.x
Client Installation Wizard.
If you do not want this value
to be modified, set
NVDENABLEIP = N in the
[PROPERTIES] section of
the INSTALL. INT.

N/A
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Argument

Mandatory
or Optional

Description

Default Value

resolutionport

Mandatory

Identifies the port for the
Configuration Server.

This value will be
overridden if a different port
is specified in the
Configuration Server
window in the Radia 4.x
Client Installation Wizard.
If you do not want this value
to be modified, set
NVDENABLEIP = N in the
[PROPERTIES] section of
the INSTALL. INT.

N/A

sslmanager

Optional

Specifies the address of the
Configuration Server to be
used for SSL
communications.

If you want self-
maintenance to use SSL
communications,
concatenate ::SM to the end
of the specified IP address or
host name. For example,
sslmanager=hostname::SM

Warning: Use the ::SM
switch with the following
caveat in mind; the file
(cacert.pem) that contains
the CA root certificates
cannot be maintained. If the
corresponding CA root
certificate for the certificate
in use by the Radia
Configuration Server should
ever become expired,
revoked, or corrupt, it will
result in disabling SSL
communications to the
Configuration Server.

N/A
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Argument

Mandatory
or Optional

Description

Default Value

sslport

Optional

Specifies the TCP/IP port
that the SSL manager is
listening on. This is
normally 443. The sslport
specification takes the form
sslport=port.

N/A

startdir

Optional

Specifies the starting
IDMLIB directory (by
default,
SystemDrive:\Program

Files\Novadigm\Lib\).

$MACHINE - Uses the
current computer name.

$USER - Uses the

subscriber who is logged on.

CUSTOM - Literal custom
specification. Type
startdir=foldername. If
the folder name contains
embedded spaces, enclose
the entire name in double
quotes.

Note: You might want to do
this to distribute a set of
common applications to be
shared by all subscribers of
a multi-user computer.

$USER

uioption

Optional

Controls the display of the
status window.
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[OBJECTS] Section of INSTALL.INI

Use the [OBJECTS] section to specify Radia objects to be created on the
client computer and to set their default values. The format is
clientobject attbribute. For example, if you wanted to set the IP
address for your Configuration Server, set ZMASTER_ZIPADDR.

Table 3: [OBJECTS] Section of install.ini

Argument Description Default Value
ZMASTER_ZDSTSOCK | The port setting for the 3464
Configuration Server.
ZMASTER_ZIPADDR The IP address for the Configuration | N/A
Server.
ZMASTER_ZNTFPORT The port that the Radia client's 3465
notify daemon is 'listening' on.
ZMASTER_ZNTFYSEC This attribute allows a Notify Y
operation to execute programs only
from the IDMSYS directory. This is
used for security during Notify
operations.
ZMASTER_ZTIMEO Amount of time that the Radia client | 240

will wait for a response from the
Configuration Server before the
Radia client program is deactivated
(timed out).

Numeric value between 0 and 3200,
in seconds.
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Argument

Description

Default Value

ZMASTER_ZTRACE

Enables log to include
communications buffer information,;
also generates unique logs for create
methods.

Y Turns on Communication and
Client Method Tracing.

S Turns on Communication
summary information; Client
Method Tracing is not enabled.

N Communication Tracing and
Client Method Tracing are disabled.

N

ZMASTER_ZTRACEL

Level of tracing generated in the
Radia client log files.

0 to 999, where O=minimal tracing,

40=acceptable for most activity, and
999=maximum.

040

ZMASTER_ZUSERID

The subscriber's user ID.

The name of the user
currently logged on to
the computer.

ZMASTER_ZVRFYUID

Verify the user ID sent by the
Configuration Server's Notify
command with the ZUSERID field
found in the Radia client's
ZMASTER object.

N

PROXYINF_USEPROXY

Indicates whether you use a proxy
server to connect to the
Configuration Server.

PROXYINF_DISCOVER

For use with Microsoft Internet
Explorer.

Set to the proxy address and port
that your Web browser is using.

PROXYINF_PROXADDR

The IP address and port number of
your proxy server.

XXX.XXX.XXX.xxx:1080

RADSETUP_COP

Set this to Y to enable Radia client
Operations Profiles.

N
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Installing the Radia 4.x Clients

Before installing the Radia clients, you must decide whether to initiate the
installation from:

e acommand line that initiates the installation from a Web page, FTP site,
mapped drive, CD-ROM, or e-mail. See Initiating the Radia Client
Installation from a Command Line below.

e alogon script. See Initiating the Radia Client Installation from a Logon
Script on page 54.

e the Radia Management Portal. This is recommended for mass rollouts in
a Windows NT, 2000, or XP environment. Refer to the Installation and
Configuration Guide for the HP OpenView Management Portal Using
Radia (Management Portal Guide) for more information.

After initiating the installation, the Radia Client 4.x Installation Wizard
runs. This section describes some of the ways that you can initiate the Radia
client installation, and then describes the standard Radia Client 4.x
Installation Wizard.

Initiating the Radia Client Installation from a Command Line

Before performing an installation from a command line, you must determine:

e how you are going to make the Radia client installation program
available to your subscribers. You can do this via a Web page, FTP site,
mapped drive, CD-ROM, or e-mail.

e what Radia client features (Application Manager, Software Manager, and
Inventory Manager) you want to install and pass any additional
arguments to the command line.

Example

The following is an example of a command line that will install the Software
Manager silently and create a detailed Windows Installer log.

SETUP.EXE ADDLOCAL=NVDINSTALLRSM /gn /L*v
C:\Novadigm\install.log

The arguments in this command line, and others, are described in Table 4 on
page 52 and Table 5 on page 53.
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Specifying the Radia Client Features to Install

To specify the features that you want to install, use the appropriate feature
state argument, such as ADDLOCAL, and specify the features that you want
to install.

Table 4: Radia Client Feature State Arguments

Specify the To set the feature state

following

arguments

ADDLOCAL Type a comma-delimited list of features that you want
set to "Will be installed on local hard drive."

REMOVE Type a comma-delimited list of features that you want

set to "Entire feature will be unavailable."

This only removes the features—not the entire product.
Therefore, if you use the REMOVE property and type
each of the feature names, the core product will still be
stored on your computer.

If you want to remove the entire product, type
REMOVE=ALL.

When specifying features on the command line, reference the Radia client

features as follows:

NVDINSTALLRAM installs the Application Manager.
NVDINSTALLRSM installs the Software Manager.
NVDINSTALLRIM installs the Inventory Manager.
NVDINSTALLROM installs the OS Manager.
NVDINSTALLPATCH installs the Patch Manager.
NVDINSTALLSVR installs Server Management

For example, if you want to install the Application Manager and the Software
Manager to the computer, the command line might be:

SETUP.EXE ADDLOCAL= NVDINSTALLRAM, NVDINSTALLRSM
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Additional Command Line Arguments

Some additional arguments that you can pass to the installation program on
the command line are described Table 5 below.

Table 5: Command Line Arguments

Sample Sample

/qn Performs a silent installation.
Note: A silent installation is one that takes place without a
user interface. Throughout our literature, the terms "silent
installation," "quiet installation," and "unattended
installation" are all used to refer to the same process.

/gb Displays the progress bar only during the installation.

/L*v Creates a detailed Windows Installer log.

drive:\install.log

Note: Using this option may impact the performance of the
installation.

/a TARGETDIR= drive:

\targetdirectory

Creates a Windows Installer AIP in the specified target
directory.

Note: A Windows Installer Administrative Installation Point
(AIP) is also known as an Administrative Control Point (ACP).

The target directory contains RADIA.MSTI, the installation
folders, setup.exe, and any files (such as INSTALL.INI or
Visual Basic scripts) stored in the same directory as setup.exe.

Once you have created the AIP, you can run setup.exe and
pass the appropriate command line parameters. This starts
the Windows Installer and passes the specified parameters to
it.

NVDINIFILE=path
\INIfilename

If you want to rename the installation INI file, pass this
parameter to the command line. Be sure to include the fully
qualified path.

By default, the installation program refers to INSTALL. INT
located in the current directory.

If you initiate a Radia client installation with a command line that does not
contain the silent installation arguments (/qn), the Radia client Installation
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Wizard opens. See Using the Radia Client Installation Wizard on page 55 for
more information.

Initiating the Radia Client Installation from a Logon Script

You can use a logon script on an NT, Windows 2000, Windows Server 2003,
XP, or Netware client to automate installation of the Radia clients.

) To install the Radia clients automatically on subscriber's NT 4.0,
Windows 2000 Professional, or XP computer, subscribers must
have administrator rights on their local computers, and a domain
controller must authenticate each subscriber's logon.

The following is an example of code that can be added to your logon script
that installs the Radia 4.x Clients. If the Radia clients are not already
installed when the subscriber logs on to the server, this logon script runs the
Radia 4.x Client installation program.

Here is a sample logon script:
:begin
@echo off
if exist C:\progra~1\Novadigm\LIB\zmaster.edm goto skipinst
start setup.exe /gn
:skipinst
if exist C:\progra~1\Novadigm\lib\zmaster.edm goto skipinst

To determine if the Radia clients already exist, the script checks to see if the
ZMASTER object (ZMASTER . EDM) exists in its default location on the local
computer.

) The ZMASTER object begins the resolution process and is the first
object exchanged during the Client Connect process.

If ZMASTER.EDM exists, the script skips the installation. If ZMASTER . EDM
does not exist, the Radia 4.x Client installation program launches.

start setup.exe /qn

This command line performs a silent installation of the Radia clients.

) Modify this script to reflect your organization's needs.

If you initiate a Radia client installation using a command line that does not
contain the silent installation arguments, the Radia Client Installation
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Wizard opens. See Using the Radia Client Installation Wizard below for more
information.

Using the Radia Client Installation Wizard

If you initiate a Radia Client installation without the arguments for a silent
installation, the Radia Client Installation Wizard opens. The following steps
describe the standard installation procedure. These steps may vary based on
INSTALL.INI or any arguments passed when running the installation.

To install Radia Clients using the Installation Wizard

1 From the folder containing the Radia Client installation files, run
setup.exe.

You can initiate setup.exe from a command line, logon script, or
from the Management Portal. Go to the beginning of this
chapter for more information.

The Radia Client Installation Wizard opens.
_icix

Welcome to the Radia Client
Installation Wizard

It iz =trongly recommended that you exit all Windows progranms
befare running this setup prograr.

Click. Cancel to quit the setup program, then cloze any programs
wou have runhing. Click Mewt to continue the ingtallation,

WBRMIMG: Thiz program iz protected by copyright law and
international treaties.

Unauthorized reproduction or digtibution of thiz program, or any
partian of it, may result in zevere civil and criminal penalties, and
will b progecuted to the masimum extent pozzible under law,

Cancel |

Installing the Radia Clients 55



2 Click Next.

The License Agreement window opens.

i& Radia Client License Agreement

End-User License Agreement

Pleaze carefully read the following license agreement

HP SOFTWARE LICENSE TERMS

Upon payment of the applicable License Fee as set forth in the

applicable HP guotation andfar invoice, your right to store, load, install,
execute, or display (collectively, "Use" the enclosed Software will be
gaverned by the terms and conditions of the Software License terms

that have been previously executed by you and Hewlett-Packard 3

L1 R

o~ anorean 1] 0

(%31 accept the licenze agreement
(1| do not aceept the license agreement

Hewlett-Fackard Cormpary

¢ Back ” Mest » ] [ Cancel

3 After reading and accepting the license agreement, click Next.

The Destination Folder window opens. The default location for the Radia
Clients is SystemDrive: \Program Files\Novadigm.
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i'-§' Radia Client

Destination Folder

Select a folder where the application will be installed.

The HP Installation *wizard will install the files far Radia Chent in the fallowing falder.

Y'ou can choose not to install Badia Clent by clicking Cancel to exit the HP Installation
Wizard.

[reztination Folder

C:%Program Filez\Movadigm®

Hewlett-Packard Company

<Back [ Mest> | [ Cancel

If you want to select a different destination for the Radia Client, click
Browse and then navigate to the appropriate destination folder. This
overrides the value set for INSTALLDIR in INSTALL. INT.

4  Click OK to continue.
Click Next.

The Set User window opens.
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_icix

Set User

Enter your Uzer [dentification.

zer Mame: I

v i Create a Fadia Software Manager icon on the deskiop.

Hewlett-Packard Company

¢ Back | et > I Cancel

6 In the User Name text box, type the name of the subscriber for whom you
are installing the Radia Clients. This overrides the value set for
IDENTIFICATION in INSTALL. INT.

7 Select the Create a Radia Software Manager icon on the desktop check box if
necessary.

) This check box is not available in Windows 98. By default
NVDSHORTCUT=Y, which means a shortcut will appear on
the subscriber's desktop. Use NVDSHORTCUT=N to hide the
shortcut. See the description of NVDSHORTCUT in Table 1 on
page 36.

8 Click Next.

The Radia Configuration Server window opens.
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_icix

Radia Configuration Server

Frovide an IP Addrezs and Port below to proceed.

IP Address IHHH.HHH.HHH.HHH

Part: I3454

Hewlett-Packard Company

Cancel |

9 In the IP Address text box, type the IP address for the Radia
Configuration Server. This overrides the value set for
RESOLUTIONMANAGER in INSTALL. INT.

10 In the Port text box, type the port number. This overrides the value set for
RESOLUTIONPORT in INSTALL. INT.

11 Click Next.

The Select Features window opens.
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i Radia Client 5|

Select Features

Pleaze select which features pou would like to install

Radia Client

=3~ | Radia Software Manager
= ~ | Radia Application Manager
= ~ | Radia Inventory Manager
» - | Radia 05 Manager

- | Radia Patch Manager

X ! Thiz feature will be installed on the
¥ ~| Radia Server Management local hard drive.

Feature Description:

This feature requirez 516KE an your hard
drive. It has 3 of B subteatures selected.
The subfeatures require 15ME on your
hard drive.

Hewlett-Packard Company
QiskEost] [ Rezet ] [ < Back H Mest » ] [ Cancel

) The Radia Software Manager Client is not available for computers
running Windows 95. If you use this installation program, the
Radia Software Manager will not be an option.

12 Click gl to select the features that you want to install.

Each time you click gl, a shortcut menu for that feature opens (see the
next figure).

) Only install the Radia Clients for which you are licensed.

=1 Wil be installed on local hard drive

=38 Entire feature will be installed on local hard drive

¥ Enkire feature will be unavailable
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13 From the shortcut menu, select an installation option. These options are
described in Table 6 below.

Table 6: Feature Settings for Radia Clients

Option Description

Will be installed on Installs the top-level feature on the local hard
local hard drive drive, but not any sub-features listed below.
Entire feature will be Installs the entire feature, including any sub-

installed on local hard features listed below.

drive Note: In this installation program, selecting this
option or the "Will be installed on local hard
drive" option for the Software Manager,
Application Manager, or Inventory Manager
results in the same installation because these
features do not contain sub-features.

Example: If you selected this option for the
Radia Client feature in the Select Features
window, all of the Radia Clients would be
installed on the local hard drive.

Entire feature will be The feature will not be installed. If previously
unavailable installed this feature will be removed.

) If you want to set the same options for all of the features, you can
click =2~ | Radia Client and select the appropriate option to apply
the setting to all features.

Click Disk Cost to see an overview of the disk space needed for the
installation.

14 Click Next.

If .NET is not installed on the client computer and you have chosen to
install the Radia Software Manager, .NET will be installed during the
Radia Client installation. However, if you copied the installation program
to your computer and did not include the \DotNet folder, the DotNet
Settings message in the next figure opens.
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iz DotNet Settings

The Radia Software banager feature requires that
the .MET runtime be inztalled. The MET muntime can
haot be located. You have to unzelect the Badia
Software b anager feature to procesd.

]

15 Click OK.

If you do not want to install the Software Manager, you can set this
feature to be unavailable and then proceed. If you want to install the
Software Manager, you must copy the \DotNet folder to your computer.
Be sure to copy this folder to the same directory where setup.exe is

stored. Then, run setup.exe again.

16 If necessary, click Next again.

If .NET is not already installed on the computer, the .NET Installation

window opens.
L] Radi :
jis Radia Client

HET Installation

Click Inztall to begin Installation

Microsoft NET will be installed.

P[] E3

Hewlett-Packard Compang

Cancel
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17 Click Next.

A If you have installed .NET Beta, be sure to remove it before
installing NET.

The Ready to Install the Application window opens.
18 Click Install to begin the installation.

If necessary, the NET Framework Setup wizard opens. Follow the
prompts to install .NET on the client computer. After .NET is successfully
installed, the Radia Client installation begins.

When the installation is done, the next window opens.
jiz Radia Client o i F

Radia Client has been
successfully installed.

Click. the Finizh button to exit this inztallation.

Cancel |

19 Click Finish to close the Installation Wizard.
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Removing the Radia Clients

The Windows Installer installation program offers the ability to remove your
Radia 4.x Clients. This section describes how to remove the Radia Client
using the Installation Wizard and using a command line.

Using the Installation Wizard to Remove Radia Clients

This section describes how to remove the Radia Client using the Installation
Wizard.

A To remove specific features of the Radia Client, use the Modify
option on the Application Maintenance window. This is discussed
in Modifying the Radia Client Installation on page 72.

To remove Radia Clients using the Installation Wizard

1 From the folder containing the Radia Client installation files, double-click
setup.exe. The Application Maintenance window opens.
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i'-‘% Radia Client

Application Maintenance

Select the maintenance operation ba perform.

= Modify

Hewlett-Packard Company

Change which application features are installed. Dizplays the

Select Features dialog, which lets pou configure indisidual features.

Reinstall mizzing or corrupt files, registry keps, and shortcuts,
Freferences stored in the registy may be rezet to default values.

Uninztall B adia Client from this computer.

< Back | et > I

Cancel

2 Select the Remove option.

3 Click Next.

The Radia Client Uninstall window opens.
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ji& Radia Client

Radia Client Uninstall

you want to continue’?
Click the Remove button to uningtall the application.

Click the Cancel button to exit the uninstall process.

Thiz will remove Radia Client from pour machine. Are you sure

=101

Cancel |

4  Click Remove.

The files for all Radia Clients are removed from the computer.

The Radia Client has been successfully uninstalled window opens.
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i'._w!;'- Radia Administrator Workstation . =101 ]

Radia Administrator Workstation
has been successfully
uninstalled.

Click. the Finizh button to exit thiz installation.

[Cancel |

5  Click Finish.

Using a Command Line to Remove Radia Clients
This section describes how to remove Radia Clients using a command line.

To remove Radia Clients using a command line

e From the folder containing the Radia Client installation files, type the
following command line:

SETUP.EXE REMOVE=ALL

See Initiating the Radia Client Installation from a Command Line on
page 51 for additional arguments.

OR

If you would like to remove a single Radia Client, type a comma-delimited
list of the features that you want to remove on the command line.
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) Reference the features for the Radia 4.x Client installation as
follows:

Example

Application Manager
Software Manager
Inventory Manager
OS Manager

Patch Manager
Server Management

NVDINSTALLRAM
NVDINSTALLRSM
NVDINSTALLRIM
NVDINSTALLROM
NVDINSTALLPATCH
NVDINSTALLSVR

If you want to silently remove the Software Manager and Application

Manager, type:

SETUP.EXE REMOVE=NVDINSTALLRSM,NVDINSTALLRAM /gn

) This only removes the features—not the entire product. Therefore,
if you use the REMOVE argument and type each of the feature
names, the core product will still be stored on your computer.
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Repairing the Radia Clients

The Windows Installer installation program offers the ability to repair your
Radia 4.x Clients. For example, if you have a missing Radia Client module,
you can use this tool to repair the installation. This tool will not overwrite

modules that exist on the client computer if they are newer than the ones
provided with the installation.

This section describes how to repair Radia Clients using the Installation
Wizard and using a command line.

Using the Installation Wizard to Repair Radia Clients

This section describes how to repair Radia Clients using the Installation
Wizard.
To repair Radia Clients using the Installation Wizard

1 From the folder containing the Radia Client installation files, double-click

setup.exe.

The Application Maintenance window opens.

jii Radia Administrator Workstation

=101

Application Maintenance

Select the maintenance operation ta perform,

g~ Change which application features are installed. Displays the
%% Select Features dialog, which lets you canfigure individual features.
—_

Reinstall miszing or corupt files, registry keps, and shortcuts.
%"f Freferences stored in the registry may be rezet to default values.
pr—y

z Uninztall B adia Adminiztrator Work ztation from this computer.
= |
=)

Hewlett-Packard Company

¢ Back | MHesxt » I Cancel
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2 Select the Repair option.

3 Click Next.
The Ready to Repair the Application window opens.

jii Radia Client

Ready to Repair the Application

Click Inzstall ta begin installation.

Click the Back button to reenter the inztallation nformation or click Cancel to exit
the wizard.

Hewlett-Packard Compang

Cancel

4  Click Next.

When the repair is done, the Radia Client has been successfully installed
window opens.
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i Radia Client =10l x|

Radia Client has heen
successfully installed.

Click the Finizh button to exit thiz ingtallation.

Cancel |

5  Click Finish.

Using a Command Line to Repair Radia Clients
This section describes how to repair Radia Clients using a command line.

To repair Radia Clients using a command line

e From the folder containing the Radia Client installation files, type the
following command line:
msiexec /f RADIA401.MSI
Additional parameters can be used with this command line.

For more information, see your Windows Installer
documentation.
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Modifying the Radia Client Installation

The Windows Installer installation program offers the ability to modify your
Radia 4.x Client installation by adding or removing individual features. This
section describes how to modify the installation of Radia Clients using the
Installation Wizard and using a command line.

Using the Installation Wizard to Modify the Installation of Radia
Clients

This section describes how to modify the installation of Radia Clients using
the Installation Wizard.

To modify the installation of Radia Clients using the Installation Wizard

1 From the folder containing the Radia Client installation files, double-click
setup.exe.

The Application Maintenance window opens.

i'é'- Radia Client

Application Maintenance

Select the maintenance operation ba perform.

& Change which application features are installed. Displays the
%D ~ Select Features dialog, which lets vau canfigure indirvidual features.
g

Reinstall mizzing or corrupt files, registry keps, and shortcuts,
%ﬂr Freferences stored in the registy may be rezet to default values.
g

5 Uninztall B adia Client from this computer.
" |
L

Hewlett-Packard Company

< Back | et > I Cancel
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2 Select the Modify option.
3 Click Next.

The Select Features window opens. See Using the Radia Client
Installation Wizard on page 64 for information about how to use this
window.

ji Radia Client o ] A

Select Features

Pleaze select which features pou would like to install

e Feature Description:
Fadia Software Manager

F adia Application bManager
Fadia nventary banager
Fadia 05 Manager

= Radia Patch Manager Thiz feature will remain an your lacal

hard drive

Thiz feature requires OKB on vour hard
drive. It haz 0 of & subfeatures selected.
The zubfeatures require OK.B on pour
hard drive.

Hewlett-Packard Company

Digk Cost Reszet ¢ Back | et > I Cancel

4 Click Next.
The Ready to Modify the Application window opens.
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fi Radia Client

Ready to Modify the Application

Click Inztall to begin installation.

Click the Back button to reenter the inztallation information or click Cancel to exit
the wizard.

Hewlett-Packard Company

< Back Ingtall >

Cancel

Click Next.

The Radia Client has been successfully installed window opens.
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i Radia Client =10l x|

Radia Client has heen
successfully installed.

Click the Finizh button to exit thiz ingtallation.

Cancel |

6 Click Finish to close the installation program.

Using a Command Line to Modify the Installation of Radia
Clients

This section describes how to modify the installation of Radia Clients using a
command line.

To modify the installation of Radia Clients using a command line

e From the folder containing the Radia Client installation files, type the
following command line:

SETUP.EXE FeatureStateArgument=featurel, feature?2
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Table 7: Radia Client Feature State Arguments

Specify the following | To set the feature state

arguments

ADDLOCAL Type a comma-delimited list of features that you
want set to "WIill be installed on local hard
drive."

REMOVE Type a comma-delimited list of features that you

want set to "Entire feature will be unavailable."

This only removes the features—not the entire
product. Therefore, if you use the REMOVE
property and type each of the feature names, the
core product will still be stored on your
computer.

If you want to remove the entire product, type
REMOVE=ALL.

) Reference the features for the Radia 4.x Client installation as

follows:
e Application Manager = NVDINSTALLRAM
e Software Manager NVDINSTALLRSM
e Inventory Manager NVDINSTALLRIM
e OS Manager NVDINSTALLROM
e Patch Manager NVDINSTALLPATCH

e Server Management NVDINSTALLSVR

Example

If you want to install the Software Manager, and to make the Inventory
Manager and Application Manager unavailable, you would use the following
command line:

SETUP.EXE ADDLOCAL=NVDINSTALLRSM
REMOVE=NVDINSTALLRIM, NVDINSTALLRAM

See Initiating the Radia Client Installation from a Command Line on page 51
for additional arguments.
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Using a Pre-Install Script

Use Visual Basic scripts to customize MSI properties that affect the
installation. The following is a very simple Visual Basic script, which is
intended to be an example only.

A Be sure to use the NVDPRECAPATH argument to specify the
fully qualified path and filename of a custom Visual Basic pre-
install script in INSTALL. INI or on the command line. See the
description of NVDPRECAPATH in Table 1 on page 36.

Here is a sample pre-install script:
' The following sample demonstrates fetching an MSI property, then setting the
same property.
' The property values are displayed in message boxes for debugging purposes.
Option Explicit
msgbox Session.Property ("ALLUSERS")
Session.Property ("ALLUSERS") = "1"
msgbox Session.Property ("ALLUSERS")

You can use a pre-install script to override the property settings of the
arguments that control the behavior of the Software Manager, such as those
in the [ARGS] section of INSTALL. INI, as well as the attribute values for
Radia objects, such as those specified in the [OBJECTS] section of
INSTALL.INTI.

A New objects or properties must be defined in INSTALL. INI:

You can use a pre-install script to override a value for the object or
property, but if you attempt to specify a new object or property in
the pre-install script, it will be ignored.

To override property settings or attributes for objects

A Be sure to type the name of the property or the object and its
attribute such as NVDOBJZMASTER_ZDSTSOCK in all

uppercase.

e Use the prefix NVDARG to override property settings.
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For example, if you want to override the value set for the identification
property, which identifies the subscriber session to the Configuration
Server, type:

Session.Property ("NVDARGIDENTIFICATION")="jenns"
Use the prefix NVDOBJ to override object attributes.

For example, if you want to override the value set for the ZDSTSOCK
attribute of the ZMASTER object, which is the port setting for the
Configuration Server, type:

Session.Property ("NVDOBJZMASTER ZDSTSOCK")="3462"
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Using a Post-Install Script

Use custom Visual Basic, REXX, or Tecl scripts to run processes after
installing Radia Clients. For example, your post-install script can initiate a
connection to the Configuration Server in order to process mandatory
applications.

A Be sure to use the NVDPOSTCAPATH argument to specify the
fully qualified path and filename of the custom Visual Basic or

REXX post-install script in INSTALL.INI or on the command line.

See the description of NVDPOSTCAPATH in Table 1 on page 36.
For example, if you want to run a script called redstart.rex,

uncomment and set
NVDPOSTCAPATH=C:\Progra~1\Novadigm\radstart.rex.

Include the script in the \maint folder of the client install. It will
automatically get copied into IDMSYS. A script example is shown below:

The following is a sample REXX from a post install script.

/** RADSTART.REX **/
/** **/
/** DESCRIPTION: **/
/** Client Rexx will perform a Radia connection to an RCS defined in the **/
/** install.ini to process all mandatory applications. **/
/** **/
/** AUTHOR: HP *%/
/** LANGUAGE: REXX *%*/
/** **/

/**************************************************************************/

/* trace i */

fullcmd = 'HIDE radntfyc localhost wait radskman context=m,log=connect initial.log'
call edmemd fullcamd;

Installing the Radia Clients
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Summary

o The Radia Client installation program consists of one package with six
feature sets: Application Manager, Inventory Manager, Software
Manager, OS Manager, Patch Manager and Server Management.

e You can install the Radia Clients using a command line or using the
Installation Wizard.

e Customize your installation to suit your enterprise.

e Create pre-install and post-install scripts to run processes before or after
the clients are installed.
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3 Installing the Administrator
Workstation

At the end of this chapter, you will:

e Understand the system requirements for installing the Administrator
Workstation.

e Be familiar with the installation files.

e Know how to install the Administrator Workstation using the
Installation Wizard and command lines.

e Understand the feature settings of the Administrator Workstation.

e Know how to remove and repair the Administrator Workstation using the
Installation Wizard and command lines.
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The Administrator Workstation installation program uses the Microsoft MSI
format for Windows Installer. The program consists of one MSI package with
four feature sets— Packager, System Explorer, Client Explorer, and Screen
Painter.

System Requirements

e C(Clean computer. (A clean computer is a computer with only the target
subscriber's operating system installed.)

e  Windows 98, NT 4.0, 2000, XP, or Server 2003.
e TCP/IP connection to the Configuration Server.
e Minimum resolution of 800 x 600.

e MS Windows Installer Version 2.0 or higher.
The MSI 2.0 installation program is available in the
management infrastructureladministrator workstation\win32\m

si folder on the Radia Infrastructure CD-ROM. If Windows Installer does
not exist, or if an earlier version is detected on the computer, the MSI 2.0
installation program runs automatically.

e For Windows NT, 2000, XP, or Server 2003, you must have administrator
rights to the computer to install the Administrator Workstation.

About the Installation Files

setup.exe

setup.exe is stored on the Radia Infrastructure CD-ROM in the
management infrastructureladministrator workstation\win32\

folder. It accepts any command line parameters and passes them to Windows
Installer.

You can also create a Windows Installer Administrative Installation Point
(AIP) for network installations.

) A Windows Installer Administrative Installation Point (AIP) is also
known as an Administrative Control Point (ACP).
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The AIP starts Windows Installer and passes any command line parameters
to it. To create the Windows Installer Administrative Installation Point (AIP)
in a specified target directory, type:

SETUP.EXE /a TARGETDIR=drive:\targetdirectory /gb

The target directory contains RADADMIN40.MSI, the installation folders,
and setup.exe.

RADADMIN40.MSI

RADADMIN40.MSTI is the MSI database file, which contains the default
configuration information for the installation. This file is stored on the Radia
Infrastructure CD-ROM in the management infrastructure
\administrator workstation\win32\ folder.
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Installing the Administrator Workstation

This section describes how to install the Administrator Workstation using the
Installation Wizard and using a command line.

Using the Installation Wizard to Install the Administrator
Workstation

This section describes how to install the Administrator Workstation for
Windows using the Installation Wizard.

To install the Administrator Workstation using the Installation Wizard

1 From the folder containing the Administrator Workstation installation
files, run setup.exe.

The Administrator Workstation Installation Wizard opens.

i'-.%l' Radia Administrator Workstation =10 =]

Welcome to the Radia
Administrator Workstation

It iz gtrohgly recommended that you edit all Windows programs
before mnning thiz zetup program.

Click Cancel to guit the zetup program, then cloze ary programs
you have running. Click Mest to continue the installation,

wWARMIMG: This program is protected by copyright law and
international reaties.

Unauthorized reproduction or digtribution of thiz program, or any
portion of it, may result in severe civil and criminal penalties, and
will be prozecuted to the mawimunm extent pozzible under law,

Cancel

2 Click Next.

The License Agreement window opens.

84 Chapter 3



i%”' Radia Administrator Workstation License Agreemenk

End-Uszer License Agreement

Pleaze carefully read the following licenze agresment

HP SOFTWARE LICENSE TERMS

Upan payment of the applicable License Fee as set forth in the

applicable HP quotation andfor invoice, your right to store, load, install,
execute, or display (collectively, "Use") the enclosed Software will be
gaverned by the terms and conditions of the Software License terms that
have been previously executed by you and Hewlett-Packard Company |

[Tk o B

Al en

| acoept the license agreement
{* i do not accept the license agreement

Hewlett-Packard Compary

< Back I Hent > I Cancel

3 After reading and accepting the license agreement, click Next.

If the Radia client is not installed on the computer, the Destination
Folder window opens.

) If the Radia client is already installed on the computer, this
window will not open and the Administrator Workstation is

installed in the same location as the Radia client.
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ii-.;l' Radia Administrator Workstation ;IQIEI

De=stination Folder

Select a folder where the application will be installed.

The HF Installation “izard will inztall the files for Badia Administrator \Work station in the
following folder.

Toinztall into a different folder, click the Browse button, and select another folder.
Y'ou can choose not to install B adia Administrator ' ork station by clicking Cancel to exit
the HP Inztallation “wizard,

C:AProgram FileshMovadigm®, Browse |

" Destination Folder

Hewlett-Fackard Compary

< Back

Cahcel |

If you want to select a different destination for the Administrator
Workstation, click Browse, and then navigate to the appropriate
destination folder.

Click OK to continue.
Click Next.

The Configuration Server window opens.
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i'._% Radia Administrator Workstation

Radia Configuration Server

Provide an IP Addresz and Part to proceed.

P &ddress IHHH.HHH.HHH.HHH

Port: |3454

Hewlett-Packard Comparny

< Back | Mest » I Cancel

5 In the IP Address text box, type the IP address for the Configuration
Server.

In the Port text box, type the port number (default is 3464).
Click Next.

The Select Features window opens.

Installing the Administrator Workstation
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i'x‘!cl‘ Radia Administrator Workstation

Select Features

Pleaze select which features pou would like to install

Feature Description:

| Fadia Packager
Fadia System Esplorer
Radia Client Explaorer
Radia Screen Painter
Radia Publizher

Thiz feature will remain on pour local hard drive

Thiz feature requires OF.B an your hard dive. [t
haz 0 of & subfeatures selected. The
zubfeatures require OKB on vour hard drive.

Hewlett-Packard Compary

Digk Cost Rezet ¢ Back I et = I Cancel

8 Click =2-| to select the features that you would like to install.

) Tips!

e Ifyou want to set the same options for all of the features,

you can click gl next to Administrator Workstation and
select the appropriate option to apply the setting to all
features.

¢ Click Disk Cost to see an overview of the disk space
needed for the installation.

Each time you click 2| a shorteut menu for that feature opens.

=1 Wil be installed on local hard drive

=18 Enkite Feature will be installed on lacal hard drive

¥ Entire feature will be unavailable

9@  From the shortcut menu, select an installation option. These options are
described in Table 8 on page 89.
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Table 8: Feature Settings for the Administrator Workstation

Option

Description

Will be installed on
local hard drive

Installs the top-level feature on the local hard
drive, but not any sub-features listed below.

Entire feature will be
installed on local hard
drive

Installs the entire feature, including any sub-
features listed below.

Note: In this installation program, selecting this
option or the "Will be installed on local hard
drive" option for any of the features results in
the same installation because these features do
not contain sub-features.

Entire feature will be
unavailable

The feature will not be installed. If previously
installed, this feature will be removed.

10 Click Next.

The Ready to Install the Application window opens.

i'é'- Radia Administrator Workstation

Ready to Install the Application

Click Install to begin inztallation.

Click the Back button ta reenter the installation infarmation or click Cancel to exit

the wizard.

Hewlett-Fackard Compary

¢Back | instally Cancel
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11 Click Install to begin the installation.

When the installation is done, the Administrator Workstation has been
successfully installed window opens.

i'-‘% Radia Administrator Workstation ;Iglil

Radia Administrator Workstation
has been successfully
installed.

Click. the Finish button to exit this installation.

< Back

[Cancel |

12 Click Finish to exit the installation.

Using a Command Line to Install the Administrator Workstation

You can also use the command line to run the Administrator Workstation
installation program For example, if you want to install only the Packager on
a computer, the command line that you run from the directory containing the
Administrator Workstation installation files might be:

SETUP.EXE ADDLOCAL=NVDINSTALLPACKAGER
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Specifying the Features to Install

To specify the features that you want to install, use the appropriate feature
state argument, such as ADDLOCAL, and specify the features that you want
to install.

Table 9: Radia Administrator Workstation Feature State Arguments

Specify the following | To set the feature state

arguments

ADDLOCAL Type a comma-delimited list of features that you
want set to "Will be installed on local hard
drive."

ADDSOURCE Type a comma-delimited list of features that you
want set to "Will be installed to run from
network."

ADVERTISE Type a comma-delimited list of features that you
want set to "Feature will be installed when
required."

REMOVE Type a comma-delimited list of features that you

want set to "Entire feature will be unavailable."

This only removes the features—not the entire
product. Therefore, if you use the REMOVE
property and type each of the feature names, the
core product will still be stored on your
computer.

If you want to remove the entire product, type
REMOVE=ALL.

When specifying features on the command line, reference the Administrator
Workstation features as follows:

NVDINSTALLPACKAGER Packager
NVDINSTALLPUBLISHER Publisher
NVDINSTALLSYSTEMEXPLORER System Explorer
NVDINSTALLCLIENTEXPLORER Client Explorer
NVDINSTALLSCREENPAINTER Screen Painter

Installing the Administrator Workstation
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For example, if you want to install the System Explorer and the Client
Explorer to the computer, the command line might be:

SETUP.EXE ADDLOCAL=

NVDINSTALLSYSTEMEXPLORER, NVDINSTALLCLIENTEXPLORER

A If you run the installation from a command line, be sure to pass the
IP address for the Configuration Server to the installation. For

example:

SETUP.EXE NVDOBJZMASTER_ZIPADDR=10.10.10.1

Additional Command Line Arguments

Some additional arguments that you can pass to the installation program on
the command line are described in Table 10 below.

Table 10: Command Line Arguments

Argument Description

/an Performs a silent installation.

/ab Displays the progress bar only during the
installation.

/1*v Creates a detailed Windows Installer log.

drive:\install.log

Note: Using this option may impact the
performance of the installation.

/a TARGETDIR=
drive:
\targetdirectory

Creates a Windows Installer AIP in the specified
target directory.

Note: A Windows Installer Administrative
Installation Point (AIP) is also known as an
Administrative Control Point (ACP).

The target directory contains RADADMIN40 .MST,
the installation folders, and setup.exe.

Once you have created the AIP, you can run
setup.exe and pass the appropriate command line
parameters. This starts the Windows Installer
and passes the specified parameters to it.
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Removing the Administrator Workstation

The Windows Installer installation program offers the ability to remove the

Radia Administrator. This section describes how to remove the Administrator

Workstation using the Installation Wizard and using a command line.

Using the Installation Wizard to Remove the Administrator
Workstation

This section describes how to remove (uninstall) the Administrator
Workstation using the Installation Wizard.

) To remove specific features of the Administrator Workstation, use
the Modify option on the Application Maintenance window. This is
discussed in Modifying the Administrator Workstation Installation
on page 102.

To remove the Administrator Workstation using the Installation Wizard

1 From the folder containing the Administrator Workstation installation
files, double-click setup.exe.

The Application Maintenance window opens.

Installing the Administrator Workstation
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i'-‘% Radia Administrator Workstation

Application Maintenance

Select the maintenance operation to perform.

' Modify

Change which application features are installed. Dizplays the
Select Features dialog, which letz you configure individual features.

Fieinztall mizzing or corupt files, registry keps, and shartcuts.
Freferences stored in the regigtry may be rezet to default values.

Uninztall B adia Admiristratar Warkstation fram this computer.

Hewlett-Packard Campany

< Back | et » I Cancel

2 Select the Remove option.
3 Click Next.

The Administrator Workstation Uninstall window opens.
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& Radia Administrator Workstation

Radia Administrator Workstation
Uninstall

Thiz will rermove Radia Administratar Wark station fran pour
machine. Are you sure pou want to continue?

Click the Remove buttan to uninztall the application.

Click the Cancel button to exit the uninstall process.

=101 ]

Cancel |

¢ Back

4  Click Next.

The files for the Administrator Workstation are removed from the

computer.

The Administrator Workstation has been successfully uninstalled window

opens.

Installing the Administrator Workstation
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i'-‘% Radia Administrator Workstation : ;IEIEI

Radia Administrator Workstation
has been successfully
uninstalled.

Click. the Finish button to exit this installation.

< Back

Cance| |

5  Click Finish.

Using a Command Line to Remove the Administrator Workstation

This section describes how to remove (uninstall) the Administrator
Workstation using a command line.

To remove the Administrator Workstation using a command line

e From the folder containing the Administrator Workstation installation
files, type the following command line:

SETUP.EXE REMOVE=ALL

or

If you would like to remove a single Administrator Workstation feature, type
a comma-delimited list of the features that you want to remove on the
command line.
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Example

If you want to silently remove the System Explorer and Client Explorer, type:

SETUP.EXE REMOVE=NVDINSTALLSYSTEMEXPLORER,
NVDINSTALLCLIENTEXPLORER /qn

) Reference the features for the Radia 4.x Administrator
Workstations as follows:

Packager NVDINSTALLPACKAGER
Publisher NVDINSTALLPUBLISHER

System Explorer NVDINSTALLSYSTEMEXPLORER
Client Explorer NVDINSTALLCLIENTEXPLORER
Screen Painter NVDINSTALLSCREENPAINTER

A This only removes the features—not the entire product. Therefore, if

you use the REMOVE property and type each of the feature names,

the core product will still be stored on your computer.

Installing the Administrator Workstation
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Repairing the Administrator Workstation

The Windows Installer installation program offers the ability to repair the
Administrator Workstation. For example, if you have a missing
Administrator Workstation module, you can use this tool to repair the
installation. This tool will not overwrite modules that exist on the computer if
they are newer than the ones provided with the installation.

This section describes how to repair the Administrator Workstation using the
Installation Wizard and using a command line.

Using the Installation Wizard to Repair the Administrator
Workstation

This section describes how to repair the Administrator Workstation using the
Installation Wizard.

To repair the Administrator Workstation using the Installation Wizard

1 From the folder containing the Administrator Workstation installation
files, double-click setup.exe.

The Application Maintenance window opens.
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i'-;{'l' Radia Administrator Workstation ;IEIEI

Application Maintenance

Select the maintenance operation o perform.

Change which application features are installed. Displays the
Select Features dialog, which lets vou configure individual features.

Reinztall miszing or corrupt files, registy keys, and shortouts,
Preferences stored in the registry may be reset to default values.

Urinztall B adia Adrinistrator 'Workztation from this computer.

Hewlett-Packard Company

¢ Back | Hest » I Cancel

2 Select the Repair option.
3 Click Next.
The Ready to Repair the Application window opens.

Installing the Administrator Workstation
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{i Radia Administrator Workstation =101x]

Ready to Repair the Application

Click Install ta begin installation.

Click, the Back button ta reenter the installation information or click Cancel to exit
the wizard.

Hewlett-Pack ard Company

Cancel

¢ Back

4  Click Next.

When the repair is done, the Administrator Workstation has been
successfully installed window opens.
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i'-‘% Radia Administrator Workstation ;Iglﬂ

Radia Administrator Workstation
has been successfully
installed.

Click. the Finish button to esit thiz installation,

LCancel |

5  Click Finish.

Using a Command Line to Repair the Administrator Workstation

This section describes how to repair the Administrator Workstation using a
command line.

To repair the Administrator Workstation using a command line

e From the folder containing the Administrator Workstation installation
files, type the following command line:

msiexec /f radadmind4O.msi

Additional parameters can be used with this command line. For
more information, see your Windows Installer documentation.
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Modifying the Administrator Workstation Installation

The Windows Installer installation program offers the ability to modify the
Radia Administrator Workstation installation by adding or removing
individual features. This section describes how to modify the installation of
the Administrator Workstation using the Installation Wizard and using a
command line.

Using the Installation Wizard to Modify the Administrator
Workstation

This section describes how to modify the installation of the Administrator
Workstation using the Installation Wizard.

To modify the Administrator Workstation installation using the Installation Wizard

1

From the folder containing the Administrator Workstation installation
files, double-click setup.exe.

The Application Maintenance window opens.

i'é'- Radia Administrator Workstation

Application Maintenance

Select the maintenance operation to perfarm.

Change which application features are installed. Dizplays the
Select Features dialog, which lets pou configure individual features.

Fieinztall mizzing or corrupt files, registry keps, and shortcuts,
Preferences stored in the registry may be reset to default values.

Uninztall B adia Adminiztrator bW orkztation fram thiz computer.

Hewlett-Packard Compang

< Back | et > I Cancel
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2 Select the Modify option.
3 Click Next.

The Select Features window opens. See Installing the Administrator
Workstation on page 84 for information about how to use this window.

jii Radia Administrator Workstation ' B ] 54|

Select Features

Fleaze select which features pou would like ta install

------ ia Adrn i Feature Description:

Fadia Client Explarer

E Fadia Screen Painker
= - | Fadia Publizher

Thiz feature will remain on your local hard dive

Thiz feature requires OKB on pour hard drive. [t
haz & of b subfeatures selected. The
zubfeatures require 5875KE on vour hard dive.

Hewlett-Packard Comparny

Disk Cost Reset < Back | Mest > I Cancel

4 Click Next.
The Ready to Modify the Application window opens.
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i‘._% Radia Administrator Workstation

Ready to Modify the Application

Click Inztall to begin inztallation,

Click the Back button ta reenter the inzstallation information or click Cancel to exit
the wizard,

Hewlett-Packard Company

< Back Cancel

5 Click Next.

The Administrator Workstation has been successfully installed window
opens.
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i'-:!:l‘ Radia Administrator Workstation ;IEIEI

Radia Administrator Workstation
has been successfully
installed.

Click. the Finizh button bo exit thiz installation.

[Cance! |

6  Click Finish to close the installation program.

Using a Command Line to Modify the Administrator Workstation
Installation

To modify the Administrator Workstation installation using a command line

e From the folder containing the Administrator Workstation installation
files, type the following command line:

SETUP.EXE FeatureStateArgument=featurel, feature?2

See Table 9 on page 91 for more information.

Example

If you want to install the Packager to the local hard drive, and to make the
System Explorer and Client Explorer unavailable, use the following
command line:
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SETUP.EXE ADDLOCAL=NVDINSTALLPACKAGER
REMOVE=NVDINSTALLSYSTEMEXPLORER, NVDINSTALLCLIENTEXPLORER

See Additional Command Line Arguments on page 92 for additional
arguments.
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Summary

e The Administrator Workstation consists of one MSI package with five
feature sets: Client Explorer, Packager, Publisher, Screen Painter, and
System Explorer.

e Install the Administrator Workstation on a clean computer.

e You can install the Administrator Workstation using a command line or
using the Installation Wizard.
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4 Installing the Inventory Manager
Server

At the end of this chapter, you will:

Understand the installation media.

Have installed the Inventory Manager Server.

Have installed the Radia Sample Reporting Database (optional).

or

Have installed your own reporting database.

>

The data posting and reporting functions of the RIM server
running on Windows have been superseded by Radia
Messaging Server v3.0 and Radia Reporting Server,
respectively.

For more information on using the Radia Messaging Server to
post data using ODBC to your Inventory database, refer to the
Installation and Configuration Guide for the HP-OpenView
Messaging Server Using Radia, version 3.0. The Data Delivery
Agents for CORE, INVENTORY and WBEM objects provide
this capability.

For more information on using the Radia Reporting Server for
creating and obtaining reports, refer to the Installation and
Configuration Guide for the HP-OpenView Reporting Server
using Radia.
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Installation Media

The

Inventory Manager Server is one of the Extended Infrastructure

products provided on the Radia Infrastructure CD.

Tips

Click Cancel in any of the windows to exit the installation. If you click
Cancel accidentally, there are prompts that enable you to return to the
installation program.

Click Back at any time to return to previous windows. All the information
that you have entered thus far will remain unchanged.

Most windows have an error message associated with them. If your
specifications are not acceptable, an error message will appear. Click OK,
and enter the correct information.

Installation

The
the

»

The

installation CD-ROM contains an installation process that will install
Inventory Manager.

The data posting and reporting functions of the RIM server running
on Windows have been superseded by Radia Messaging Server v3.0
and Radia Reporting Server, respectively. It may not be necessary
to install a Radia Inventory Server in your environment. Refer to
the Messaging Server Guide and Reporting Server Guides for more
information.

re are a few important points to remember prior to installing the

Inventory Manager.

If a current installation of the Radia Integration Server (httpd.tkd) exists
on the drive where you are installing the Radia Inventory Server, the
product is automatically installed to the existing Radia Integration
Server location. The Radia Integration Server is a foundation component
of various Radia products.

If you have not already installed a Radia product with your current
license to the selected directory, you must install the license file,
license.nvd, during the Inventory Manager installation.
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If your current Radia license exists in the selected installation directory
from a previous install, you will not need to install the 1icense.nvd file.

) If you are currently running Radia as a service, you must stop
the service prior to this installation.

Close all other applications prior to beginning installation of
the Inventory Manager.

To install the Inventory Manager

1

o A 0O N

6

Insert the installation CD-ROM for the Inventory Manager into the CD-
ROM drive.

Using the Windows Explorer, select and open your CD-ROM drive.
Open the extended infrastructure folder.
Expand the inventory manager server folder.

Expand the win32 folder.

Folders x| = | Hame ¢ [ Size |
[ System (C:) ;I ﬁ L dmedia
=45} Infra_D60E03.is0 (D:) e Crwdkit.exe 1,435 KB
B extended_infrastructure win32 setup.cfg ZKB
{2 comman_companents [ Isetup.exe TI6 KB
D distributed_configuration_server Select an item to view its description, setup,tl 11KB
EH_ inventory_manager_server
-] hpux See also:
s | s = [y Documents
My Network Places
m-L ] media My Computer
D management_portal
{271 multicast_server
{7 proxy_server
{:l skaging_server
-] management_extensions
[-{_] management_infrastructure -
. | o J o
|5 object(s) (Disk free space: O bytes) |2.1? ME |@‘ My Computer 4

Double-click setup.exe (in the list view).

Marne  / | Size | Tvpe |
Cmedia File Folder
Envdkit.exe 1,438 KB  Application
setup.cfg ZKE CFGFile
Esetup.exe 776 KB  Application
setup. kel 11KB TCLFile
1] | ha
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The Welcome window opens.

:_'__|. Radia Inventory Manager Install ;Iglil

Wielcome to Badia [nventary M anager Setup
= progran. T hiz prograrm will inztall B adia lnventory

fdanager on your computer,

It iz =trangly recommended that you hawve system administrator
priviledges and exit all desktop programs before running this
Setup Program.

Click. Cancel to quit Setup and cloze any programs pou have
running. Click Mext to continue with the Setup program.

WARMIMG: Thiz program iz protected by copyright law and
international treaties.

Unauthorized reproduction ar distribution of this program, or any
partion of it, may rezult in severe civil and criminal penalties, and
will be prozecuted to the masimum extent possible under the
lat,

7 Click Next to proceed.

The End-User License Agreement window opens for you to read the
licensing terms for this product. You must accept the terms before the
Proxy Server can be installed.
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42 Radia Inventory Manager Install B ] [

The End zer Licenzsing Agreement muzst be accepted before
the Fadia Inventory Manager can be installed.

Click &ccept to begin the ingtallation.

HF SOFT'wWARE LICEMSE TERMS ﬂ

Upon pavment of the applicable Licenze Fee as zet forth in the
applicable HF quatation and/ar invoice, your right to store, load,
install, execute, or dizplay [collectively, "Usze"] the enclosed
Saftware will be governed by the termz and conditions of the
Software License terms that have been previously executed by pou
and Hewlett-Packard Company ['HP"] az well az third party licenze
terms ["Third Party Licensze Terms'] accompanying the Software. In
the event you have not executed such terms with HP, then HP iz
willing to license the enclosed Softvare o you subject to these
Software License terms and the applicable HF Y arranty Statement

accompanying the Sofbware az wel as the Third Party Licenze Terms.
i mmmn e e rialabs b Hem ©AF s mbar Hemie Flmns mimrmmalo ;I

<Back Accept LCancel |

8 Click Accept to agree to the terms of the software license and continue
with the installation.

If this is the first installation of a Radia product containing the
foundation Radia Integration Server component, the Inventory Manager
Location window opens.
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42 Radia Inventory Manager Install B ] [

Setup will inztall Badia lnventony Manager in folders under the
following folder.

Toinztall under a difterent folder, click Browse, and select
anather folder.

fou can choose not ta install Radia lnventory Manager by
clicking Cancel to exit Setup.

C:\MovadigmiIntegrationS erver Browse |

@ack | {Hew | cancel

’, Fadia Inveentory Manager

In this window, you are prompted to enter or accept the location for the
files that will install the Inventory Manager, and the foundation Radia
Integration Server component.

) The window to select an install folder is bypassed when an
existing Radia Integration Server component exists on the
target directory. In this case, the Inventory Manager is
installed automatically to the location of the existing Radia
Integration Server.

9  After selecting the installation location, click Next.

The Select Location of License File window opens.
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42 Radia Inventory Manager Install B ] [

Setup will uge the selected license file duning the installation of
Fadia Inventory Manager.

To uze a different licenze file, enter anather file name.

HF Licenze File
’7| Browse |

In this window, you are asked to enter the location of your License File.
Use the Browse button to identify the location of your LICENSE.NVD file.

The License File window is bypassed when a valid Radia license
exists on the target machine due to a previous Radia product
install.

10 After locating your license file, click Next.

The Installation Settings window opens.
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42 Radia Inventory Manager Install B ] [

Yiou are now ready to install the Badia lnventony M anager.

Click. Inzstall to begin the installation or Back button ba modify
any information.

Installation Settings:

Tao Directary = C:AMovadigmilntegrationS erversmoduleshlicense. rvd
Install B adia Inventon Manager

Ta Directary = C:A\MovadigmilntegrationS erver

Inztall Component Configure

Install Start the Radia Intearation Server

This window contains all the information that you specified during the
Inventory Manager installation process. This is your final opportunity to
review and modify the settings you have indicated.

) The Install Inventory Manager summary window may appear
slightly different if you have not entered the license file
location.

If you discover any errors, or want to modify any of your entries, click
Back. After making your changes, click Next to review your installation
changes in the Installation Settings window.

Click Install to begin the installation.

The next figure shows the installation in progress.
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42 Radia Inventory Manager Install B ] [

— Current Task

Copying file: ... ediahmoduleshnim.tk.d

— Al Tazks

Percent complete: 58.00%

<Back | Inztall - LCancel

Upon completion of the installation, the Finish window opens.

42 Radia Inventory Manager Install B ] [

Radia Inventory Manager haz been succezsfully inztalled.

Press the Finizh buttan ta exit thiz installation.

<Back Finizh » LCancel
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12 Click Finish to exit the installation program.

The Radia Integration Server will be started automatically.

Configuring the Configuration Server

Once the Inventory Manager components have been installed, it is necessary
to configure two additional options on the Configuration Server.

Configure the EDMPROF.DAT

) This step is not necessary if you are running the Configuration
Server with the Messaging Server.

The [MGR_RIM] section of the EDMPROF . DAT file specifies the HTTP HOST
for the Radia Integration Server. As shipped from HP, the assumption is that
the Radia Integration Server and the Configuration Server will be running on
the same computer.

If the Radia Integration Server is running on a computer other than the one
running the Configuration Server, you must edit the [MGR_RIM] section of
the EDMPROF . DAT file to direct the HOST and PORT to the proper URL.

The format for this addition is:

HTTP_HOST = localhost
HTTP PORT = 3466

OR

HTTP HOST = IPADDRESS

HTTP PORT = 3466

The default settings are:

HTTP_HOST = localhost
HTTP PORT = 3466

To change the MGR_RIM section of the edmprof . dat file, use the procedures
outlined below.
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To edit the EDMPROF.DAT file

1 Using your Windows Explorer, navigate to the bin file of your
Configuration Server.

2 Expand the bin file and locate the edmprof.dat file.

MEIET
| Fie Edt Vew Favortes Toos Help |
| sBack + =» - Qisearch | Folders sty | 1 0% < o | -
| aderess |3 cam rigin o fw |
Folders x || = 4 = Mame * | Size | Type | Modified [ &l
7] Deskton - "D L [“lecHMRPRO 6xe 212KB  Application 11/13/2001 9:54 AM
£ 45 docserverd3wak (8 [Flesmmsanr exe 96KB  Application 11/13/2001 9:58 M
=5 3% Flopoy (a) bin Flecmmsian £ 172KE  Application 117132001 9:57 AM
- Local Disk (C:) T [CleoMmMscRTexe 52KB Application 11/13(2001 9:5¢ AM
] Documents and Settings edmprof.dat [FlectmsoLe.exe 88 KB Application 11132001 9:54 AM
(1 Evalcom DAT File [FleommsaLe exe gake Application 11/13/2001 9:55 AM
2 greggsrim Modifisd: 12/1502001 522 PH lectmTucH.exe 376KB  Application 11/13(2001 9:56 AM
% ]”‘D”";"'D‘jg Files FleommuLoG exe 52kB  Application 11/13/2001 9:56 AM
a Inetpu 5 Size: 34.9 kB [FJEDmmvDEL exe s2kB  Application 11/13/2001 9:57 A
0 m:;gem Attrbutes: (normal) lecmmvasL exe S2KB Application 11132001 9:57 &M
5 Nowacian [TlECMHREF. exe 52KB  Application 11/13/2001 9:57 AM
3 o " EDMNTHES. dl S6KB  Application Extension 11132001 9:57 M
23 Provgram Files Flednntsrv.exe 128KE  Application /672000 6:18 AN
1 rap_man 35KB DATFie 12/13/2001 3:22 PH1
501 Radia KB THPFile L2/4{2001 10:19 M
21 Configurationsarver [Flecmstan.exe 172K Application 11/13(2001 9:57 AM
lecmsiair exe 96KB  Application 11/13(2001 9:55 &M
EDMSHMPX.DLL 60KB Application Extension 1312001 4:27 PM
Flecmware.exe S6KB Application 6/L2j2001 2:02 P11
[3] EDMLLG2.dI 89KB  Application Extension  11/13/2001 9:58 AM
EDMKTCP.dl 76KB  Application Extension  11/13/2001 9:59 AM
] icense.nvd 1KB WD Fle 12/3{2001 10:10 M
B ! [Fmpirr.exe 84KE  Application 11{13/2001 9:59 AM
9) ““:"D oDy - [mgrntsry exe 401K Application (2242001 11:00 AM
~52 public on ‘novahome’ (E: [FmpatcH.exe 64KB Application 11/13/2001 9:59 AM
g de";hp?’e”; ”"hr"'fhw‘ah (G:)l‘ " [=]rs_pata.di 208KE  Application Extension  11§13/2001 10:00 &M
= :t’:nzm ;‘i‘nzja:‘;’: E';';E" () HLSHAMES. I 312KE  Application Extension 117132001 10:00 AM
P %] HvDBDIFF ol 104KE  Application Extension  11/13/2001 9:41 AM
+52 documentation on 'novadoc’ (:)
oo 3] mvDcpEx d 136 KB Application Extension  L1/13/2001 9:42 AM
‘52 customer on ‘ftp2' (K:) "
25 sorateh on novascrateh (51 3] mvDHTTP.dI 89KB  Application Extension  11/13(2001 10:01 AW
23 public on ovahame' () HYDTCPS. di 96KB Application Extension  11/13/2001 10:01 AM
(= Control Panel cBpLdl 108KB  Application Extension  11/13/2001 9:40 AM
[TltreecrC.exe 108KE  Application 11{13/2001 10:01 AM
— [Flza0mmexe 1,324KE  Application 11132001 10:04 AW
-8 Ttermet Explorer = Flzconrect.exe 160KE  Applcation sl A |
e A
[Type: DAT File Size: 3¢ 9 KB 3K i vy Computer
3 Using the text editor of your choice, open the edmprof .dat file.
4  Locate the [MGR_RIM] section.
HTTP HOST = localhost
K o e e *
* Manager Management Portal Section
* HTTP HOST = Host name of Management Portal (RMP)
* Multiple hosts may be specified (space or comma separated)
for fail over *
* HTTP PORT = IP Port number of RMP
* NO restart required
K e e *
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5 Enter the location of the HTTP_HOST. This can be either local host or
the IP address of the host machine.

[MGR_RIM]
HTTP HOST = 111.111.111.111
HTTP PORT = 3466

In the example above, the IP address of the Radia Integration Server has
been used. Instead of an IP address, you can use the host name. The port,
3466, is the default port number attended by the Radia Integration
Server.

6 When you have completed editing the edmprof .dat file, save your
changes and exit the text editor.

Limiting Access to Inventory Manager Web-Pages

A Use the following information only if you would like to restrict
access to a specific Radia Integration Server URL. For additional
information on this topic, refer to the Engineering Technotes for
Radia available on the HP OpenView support web site.

In some situations, it may be desirable for a Radia administrator to want to
restrict access to specific Inventory Manager Web pages. To restrict access to
a specific Radia Integration Server URL, edit the httpd. rc file. This file is
located in the etc folder at the root of the Radia Integration Server
directory.

For example, if you would like to restrict access to a specific Radia
Integration Server URL such as /rim (this is the top URL for the Inventory
Manager), add the following line to the Examples of Setting URL Security
section of the httpd. rc file:

SetAccess /rim "" NTLM/Group Administrators

This particular command restricts access of the Inventory Manager to
members of the Administrators group on the local machine.

The httpd. rc file that is shipped with the Radia Integration Server has
additional examples built into it.

Installing the Sample Reporting Database (optional)

After installing the Inventory Manager, you may choose to install the sample
reporting database. The sample database provided is Microsoft's Access
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database. Other ODBC databases supported for production are SQL, Oracle,

and Sybase.

To install the sample database (through the Management Portal)

1 In Services, ensure that the Radia Integration Server is started

¥ Services =101 x|
| aton yew || & » [B[m FRE (R = 0= |
Tree | Name | Description |status | StartupType |
& Services (Local) S OfficeScanNT Listener Started  Automatic
%Offxes:&nm Reallime Scan Started Automatic
%Perﬂ:rmance Logs and Alerts Configures performance logs and alerts, Manual
%Plug and Play Manages device installation and configuration a...  Started Automatic
SaPrint Spooler Loads files to memory for later printing. Started  Automatic
%Prdected Storage Provides protected storage For sensitive data, s... Started Automatic

2 i =LA K = = wl=| 3 i 2l L =10 3
l%ﬂada Integration Server (httpd) Foundation for Radia Infrastructure Components  Started Automatic
Radia Management Agent Agent For Radia Management Portal Started Automatic
%Rada M5I Redirector Radia M5I Redirector Started Automatic
%Rada Motify Daemon Radia Motify Daemon Started Automatic
SR adia Scheduler Daemon Radia Scheduer Dasmon Started Automatic
%Remte Access Auto Connection .., Creates a connection to a remote network whe... Manual
%Remte Access Connection Manager Creates a network connection, Manual
%Remte Procedure Call (RPC) Provides the endpoint mapper and other miscell...  Started Automatic
%Remte Procedure Call(RPC) Loc...  Manages the RPC name service database. Manual
e . . - - S

s

2 Start your Web browser and type the address and port number of the

Radia Integration Server into the address text box:

http://IP Address or Hostname: Port

— The TP Address is the IP address of the computer running the

Radia Integration Server.

— The Hostname is the host name of the computer running the Radia

Integration server.

— The Port is the port number of the Radia Integration Server. This

default port number is 3466.

&ddress http: #4111.111.111.11: 3466

The Logon screen opens.

3 Enter the User Name and Password and click Login.

) As shipped from HP, the User Name is admin and the

Password is secret. This may have been changed. It may be
necessary to obtain your own User Name and Password from

your Radia administrator.

Installing the Inventory Manager Server
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If your Inventory Manager will be running from the Management Portal,
the following screen opens:

INWVENTORY | HOME

(bln Radia Management Portal

® B
Navigation (History) [ @ e J} @ O[] %1 Detais | Large | Small | List [0-9]14-210 Fa10 k01 A7 ezacl] (D@
€ Portal Administrator
T 7| Desktop |7

Directory [ Zone: MasterZone |
Group of Tasks

Directory Management
Y Export
5 Import

Model Administration

»)

o Modify

£ Quary

H Remove

A Remove Desktop Shotcuts

J | o

4 In the upper right corner, click INVENTORY.

) It is possible that the Inventory Manager is not running from
the same location as the Management Portal. If this is the case,
then the home page of the Radia Integration Server is
displayed. See To install the sample database on page 124 for
information on how to complete the installation of the sample
database.

The next window opens.

Radia Inventory Manager Setup/Configuration

Auto-Create Demo Database © Tes & Mo

Data Source Name IRlMDEMO
DSEN: User ID |
DS Pazsword |

Submit | Reset

The Inventory Manager Setup/Configuration window opens upon the first
connection to the Reporting section.

5 Use Table 11 on page 123 to complete the configuration information for
the Inventory Manager Setup/Configuration.
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Table 11: Inventory Manager Setup/Configuration

Item

Description

Auto-Create Demo
Database

Select Yes to create the reporting database sample.

Data Source Name

This is a unique name used to create a data connection
to a database using open ODBC. The data source name
is used by applications that need to access or manage
data in the database.

The default, RIMDEMO, is automatically filled in for
you. If you wish to use the sample database installed
with the Radia Integration Server, leave this entry.

If you wish to use an ODBC driver for a different
database, enter that data source name here.

Note: The ODBC driver for the database you choose
must be installed prior to installing the Radia
Integration Server.

DSN: User ID

If the data source database requires a user ID, enter
that ID here. The sample data source does not require
a user ID.

DSN: Password

If the data source requires a password, enter that here.
The sample data source does not require a password.

If you accept the default of Auto Create, the Integration Server will create
a Microsoft Access 97 DSN named RIMDEMO automatically.

As received from HP, the Sample data source does not require
a user ID or a password

6 Select Yes for the Auto-Create Demo Database option to create the demo
database, and then click Submit.

An alert message is displayed indicating a successful installation.

& rim.cfg has been updated, click on reporting tah to continue...

The Radia Integration Server is now ready to process data received from
the Configuration Server.

7 Click on the INVENTORY button to exit setup.
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To install the sample database (non-Management Portal installation)

1 In Services, ensure that the Radia Integration Server is started.

2 Start your Web browser and type the address and port number of the
Radia Integration Server into the address field:

http://<IP Address or Hostname>:<Port>

— The TP Address is the IP address of the computer running the
Radia Integration Server.

— The Hostname is the host name of the computer running the Radia
Integration server.

— The Port is the port number of the Radia Integration Server. This
port number is usually 3466.

&ddress http: #4111.111.111.11: 3466

The Radia Integration Server home page opens.
8l

Fle Edb Wew Favarkes Tods Help |

GBack - = - @D [2] A | Dsearch GlFavorites Aoy | Eh- Sl 5 &

Address [&] hitpu/f192, 166, 102.220:3466 =] Poo Junks >

RADIA Integration Server NIVRIT 6N

MANAGER | REPORTING | SITE | SERVER HOME | SUPPORT [ INFO
ADMIN ADH

Radia Integration Server, Version 2.3
The policy manageris & custom Web server thatallows you to intertace with e following sources to policy infarmation inyour enterprise: -

* LDAP/X.500 Directory - & sophisticated policy resolution model is responsible for discovering and arbitrating the conflicting pelicies that vour directary may
contain that effect & computing device or user,

« Web Administration - a range of options for viewing and changing the configuration of the web server are available

+ Entensible Namespace - the URL namespace of the web server can be extended by arbitrary Tel Functions - suitable for more advanced customer
integration ta LDAP, ODBC or other unspecified sources of information. Leverage the power of Td - The titimate Entsrprise Giue.

When this server is interfaced into your existing EDM or Badia infrastrucure the resultis a powerful policy-hased delivery and management of applications
throughout your enterprise. Leveraging your irvestment in either Datawarehousing or directary services and reducing the total cost of ownership of your
enviranment, whilst atthe same time significantly increasing the reliability and availahility.

Ifyou hawe any comments or questions on how this technology can helpyou please email policy@novadigm.com

& [ [ |4 ntemet

3 Click the Reporting tab.

The Inventory Manager Setup/Configuration window opens.
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Radia Inventory Manager Setup/Configuration

Auto-Create Demo Database © Tes & 1o

Data Source Narme IRIMDEMO
DEN: User ID |
DEN: Password |

Submit | Reset

The Inventory Manager Setup/Configuration page opens upon the first
connection to the Reporting section.

Use Table 11 on page 123 to complete the configuration information for
the Inventory Manager Setup/Configuration.

If you accept the default of Auto Create, the Radia Integration Server will
create a Microsoft Access 97 DSN named RIMDEMO automatically.

) As received from HP, the sample data source does not require a
User ID or a Password.

4 Select Yes for the Auto-Create Demo Database option to create the demo
database, and then click Submit.

An alert message is displayed indicating a successful installation.

& rim.cfg has been updated, click on reporting tab to continue...

The Radia Integration Server is now ready to process data received from
the Configuration Server.

Radia Integration Server Configuration File: rim.cfg

The Inventory Manager configuration file, rim. cfg, contains parameters you
can use to adjust specific Inventory Manager settings. The configuration file
is located in the Radia Integration Server /etc directory. Some parameters
may vary depending on your configuration.

# SHeader: /cvs/nvd/rim/default.rc,v 1.11 2003/04/09 16:16:28 1fu Exp $
# Copyright (c) 1997-2000 Novadigm Inc. All Rights Reserved.
#

# RIM Module (Inventory Manager)

#

# This section provides the core configuration for the

# RIM Sub-system. Please take care when hand-editing this.
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#

rim:

#

:init {

BUILD

COMMIT INTERVAL
DB AUTOCREATE
DI, DATEEMT

DSN
DSN_ATTEMPTS
DSN_DATEFMT

DSN DELAY
DSN_PASSWD
DSN_PING

DSN USER

HOME

LABEL

MAXROWS

MODULE

N WORKERS
QUERY_VISIBLE
ROWS PER PAGE
STATUS INTERVAL
STATUS RESET
TITLE

URL

VERSION

WBEM AUTOCREATE
WBEM AUTOLOAD
WORKER RETRY
WORKER TIMEOUT

# END OF CONFIG

#

403

5000

0

{Sm/%d/SY SI:%M:%S %p}
RIMDEMO

3

{3Y-2m-3d *H:¥M:3S}

10

{{DES}:0}

60

V74

C:/Novadign/IntegrationServer/modules/rim. tkd

Reports
500000
RIM

2

0

10

600

{12:00 am}
{Radia Inventory Module}
/rim

4.0

0

0

3

180}

Table 12: rim.cfg Parameters

Parameter

Default Value

Description

BUILD

N/A

Build number of rim. tkd, the
Inventory Manager module.

COMMIT_INTERVAL 5000

Number of transactions
successfully processed to the
backend database between each
commit of the temporary queue
used to hold all incoming data
(odbc_queue.mk). Not usually
modified.
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Parameter

Default Value

Description

DB_AUTOCREATE

0

Controls the loading of the demo
database:

1 — Will automatically load the
sample database.

0 — Will not automatically load
the sample database.

DL_DATEFMT (%m/%d/%Y %1:%M:%S %p) | Date format displayed on the
Radia Integration Server web
pages.

DSN RIMDEMO Data Source Name (DSN).

DSN_ATTEMPTS 3 Number of attempts to connect to

the Inventory Manager database
DSN.

DSN_DATEFMT

{%Y-%m-%d %H:%M:%S}

Date format for the storage of the
date string in the Inventory
Manager database.

DSN_DELAY 10 Delay in seconds between
attempts to connect to the RIM
DSN.

DSN_PASSWD N/A DSN password.

DSN_PING 60 Delay in seconds between
pinging the database connection
to verify the DSN is available.

DSN_USER N/A User name used to connect to the
DSN.

HOME C:/Novadigm/IntegrationSer | Home directory for the Inventory

ver/modules/rim.tkd Manager module, rim. tkd.

LABEL Reports Label for this module.

MAXROWS 500000 Do not modify. Maximum
number of rows to retrieve from
the RIM database to display.

MODULE RIM Do not modify. Name of this

module.
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Parameter

Default Value

Description

N_WORKERS

2

Number of open ODBC
connections.

QUERY_VISIBLE

Specify 0 or 1 to determine
whether the UNIX Query
function is to be displayed.

1 — UNIX Query hyperlink is
visible. Set to 1 if tables in the
database have been populated
with UNIX clients.

0 — UNIX Query hyperlink is not
visible.

ROWS_PER_PAGE

10

Number of rows displayed on
each Radia Integration Server
query result page.

STATUS_INTERVAL

600

Time interval (seconds) used to
display the status message.

STATUS_RESET

{12:00 am}

Time status is rolled over.

URL

/rim

Do not modify. Url of this
module.

VERSION

4.0

Version.

WBEM_AUTOCREATE

0

The switch to enable the creation
of a new sql file and table in the
database when a new object class
is received.

1 — Will create a new SQL file
and table entry for a new object
class.

0 — Does not create a file or table
entry for a new object class.
Note: If WBEM_AUTOCREATE

is set to 1, set
WBEM_AUTOLOAD to 0.
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Parameter

Default Value Description

WBEM_AUTOLOAD 0 Controls the WBEM Autoload

1 - Will load WBEM audit objects
on demand.

0 - Audit objects are loaded at
startup.
Note: If WBEM_AUTOLOAD is

set to 1, set
WBEM_AUTOCREATE to 0.

WORKER_RETRY 3 Number of times to retry before a

message is discarded.

WORKER_TIMEOUT 180 Wait time (seconds) before an

ODBC connection is dropped.

The default values for each rim.cfg parameter are set for optimal
performance. Changing any of these settings will alter the performance of
your Inventory Manager.

Changing the DSN

If you would like to change the Data Source Name (DSN) to a different
database at any time, change the correct parameters in the rim.cfqg. Edit
this text file using any text editor and update the following parameters at a
minimum:

e DSN with the appropriate Data Source Name.
e DSN_USER with the user name you will be using to connect to the DSN.
e DSN_PASSWD with the required password.

Inventory Manager Enhancements

Installing the Inventory Manager Server

Previous versions of the Inventory Manager supported only one ODBC
connection to the Radia Integration Server. With only one open connection,
the inventory collection process could, in some cases, be slow. Running
multiple sessions of the Radia Integration Server was one way to increase
production and remedy this problem. With Radia version 3.0 and higher, the
Inventory Manager supports multiple concurrent ODBC connections, which
optimizes throughput, and eliminates any need to run multiple sessions of
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the Radia Integration Server. These connections are represented in the
rim.cfg by the parameter N_WORKERS. The default number of connections
is 2. Along with this parameter, other parameters are available in rim.cfg to
maximize performance. See Table 12 on page 126, for further explanations.

Deploying the Inventory Manager Client Modules to Radia client

There are two ways to deploy the client modules to end users.

e Deploy the modules using the Management Portal. Refer to the
Management Portal Guide for information.

e Deploy the modules by using the Radia client installation. See Installing
the Radia Clients on page 29.
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Summary

e The installation CD-ROM contains a single installation process that will
install the Inventory Manager Server. The foundation Radia Integration
Service is installed automatically.

e The Inventory Manager Server is generally installed on a separate
computer from the Configuration Server.

e Determine ahead of time the best method of installation for your
enterprise.

e The Inventory Manager is installed to the IntegrationServer (RIS)
subdirectory of the target location. The default is:
SystemDrive:\Novadigm\IntegrationServer.

e We recommend installing the Messaging Server on the Configuration
Server to offload the work of forwarding inventory and other client-
collected data to the Inventory Manager Server.

e Ifyou accept the default of Auto Create, the Radia Integration Server will
automatically create a Microsoft Access 97 DSN named RIMDEMO.

e We also recommend installing the Reporting Server for viewing the
inventory reports.
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5 The AUDIT Domain

At the end of this chapter, you will:
e Understand the AUDIT domain in the Radia Database.

e Understand the Inventory Manager database.
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This manual is provided to assist you with installing and using the Inventory
Manager. Choose the appropriate strategies suited for your enterprise needs.

The AUDIT Domain in the Configuration Server
Database

The AUDIT domain is located in the PRIMARY file of the Radia Database.
The AUDIT domain contains the classes required to:

e Configure the tasks needed to collect the inventory information.
e Manage the client computers' assets.

@ Databaze

LICENSE
PRIMARY

3 ADMIN

_
NOYADIGM
-5 paTCH
A8 poLICy
-5 SOFTWARE
-] SYSTEM
----- i PROFILE

AUDIT Domain Defined

The AUDIT domain is structured very much like the SOFTWARE domain.
The next figure shows its tree structure in the System Explorer.
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@ Databas

:

PRI

=

LICEMSE

MARY

ADMIN

j Application [ZSERVICE]
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Table 13 below describes the classes in the AUDIT domain.

Table 13: AU

DIT Domain

Class

Description

Application

(ZSERVICE

These are sample services distributed with the
Inventory Manager. The AUDIT.ZSERVICE
instance is connected to a policy instance. A
policy instance can be an instance of the Users,
Departments, or Workgroups class. It can also be
a customer-defined class within the POLICY
domain. Each of the sample ZSERVICE classes is
connected to the PACKAGE instances.

)

The AUDIT Domain
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Class

Description

Audit Packages
(PACKAGE)

Defines what information to collect, and then
what actions to take. These packages would
contain various audit components. A good
example is an audit of running services on a
desktop. The AUDIT.ZSERVICE instance must
contain a connection to an AUDIT.PACKAGE
instance.

Behavior Services

Defines instances that enable the execution of

(BEHAVIOR) auditing on the client. Normally, there is no need
to add or modify instances in this class.

Client Methods This class is used to configure method points for

(CMETHOD) Tel inventory scans. The base instance of the
SCANNER class is connected to the
CMETHOD.INV_FULL instance. This instance
can be used for all inventory scans defined in the
SCANNER class.

Desktop This class is reserved for future use.

(DESKTOP)

File Defines file scans, such as auditing system DLLs.

(FILE)

File Scanner
(FILESCAN)

For UNIX devices only, persistent component
class used to configure an inventory scan. Adding
File Scanner components to an audit package
creates instances of the FILESCAN class.

File Scanner Filters
(FILTER)

For UNIX devices only, persistent component
class used to configure an inventory scan. Adding
FILE Scanner Filters components to an audit
package creates instances of the FILTER class.

Inventory Options
(RIMOPTS)

Contains the attributes that offer options that
control an inventory management task. For
additional information, see RIMOPTS Class on
page 137.

Inventory Scanners
(SCANNER)

This persistent component class is used to
configure an inventory scan. Create instances of
the SCANNER class by adding Inventory
Scanners components to an audit package.
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Class

Description

Path This class stores the drive and directory required
(PATH) to install a resource. Packages can be relocated
by updating instances of this class.
Registry This class uses WMI to obtain a Registry scan of
(REGISTRY) a Windows machine. Create instances of the
REGISTRY class to run scans of the Windows
Registry and obtain a Registry Scan report.
Scheduling This class contains the instances that enable the
(TIMER) Radia administrator to set a timer on end users'
computers. One or multiple auditing services can
be processed whenever the timer expires.
Virtual Mgr This class is used to specify the initial path for
Location files being transferred to the Configuration
(MGRVLOC) Server during a FILE audit.
WBEM This class contains instances that define
(WBEM) Inventory Manager scans of WMI classes. These

can include any class in the WMI database such
as Win32_ Services. This example would provide
information on Windows NT or Windows 2000
services.

RIMOPTS Class

The RIMOPTS class is also known as the Inventory Options Class. This class
contains the attributes that control an inventory management task. Table 14
on page 138 describes these attributes.

The AUDIT Domain
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Table 14: RIMOPTS Class

Attribute | Usage

COLLECT Audit Collection Type by selecting Diff or Full

e Select Diff to report the difference between the
previous information collected for the service and the
information collected during the current client audit.
This is the default setting.

Note: The first or initial scan of the DIFF setting will be a
FULL scan as defined below. All subsequent scans will then

be differenced unless the administrator changes the setting
to FULL.

e Select Full to report the information collected for the
service during the current Client Connect process
without differencing against the previous collection for
that service.

RUNEXEC This string indicates what actions the Inventory Manager
will take upon connection:

e Select I to invoke collection of information when the
service is installed

e Select U to invoke collection of information when the
service is updated.

e Select V to invoke collection of information when the
service is verified.

The default settings are I and U.

ZSVCTYPE Contains code that is used internally by the Inventory
Manager client. In all cases, this value should remain 1.

NAME Contains the friendly name of the instance. It is the name
displayed for the instance in the tree view of the System
Explorer.

To apply an option expressed in the RIMOPTS instance to the inventory
management task, the RIMOPTS instance must contain a connection to an
audit service.

Prior to beginning any tasks using the Inventory Manager, you must enable
the drag-and-drop feature for the newly created RIMOPTS class instances.
For additional information about editing instances, refer to the System
Explorer Guide, Chapter 3: Radia Database Overview.
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To enable drag-and-drop connections for RIMOPTS class instances

1

2 Double-click on CONNECT_ZSERVICE_TO_RULES.

Open the System Explorer and go to PRIMARY — ADMIN — Name Lists (32)

(ZLIST32) > CONNECT_ —» CONNECT_ZSERVICE_

= il CONMECT_PACKAGE_
& W CONNECT_PANEL_
=il CONNECT_PATH_
+ W CONMECT_REGISTRY.
w1 il CONNECT_USER_
- CONNECT winl,
+0- i COMMECT_WORKGRP_
I CONNECT_ZADMIN_
+ i COMNECT_ZCOMMECT_
= CONMECT_ZSERMICE_
a

= CONNECT_ZVERC_
+- @ CONNECT_2VERD_
= I CONNECT_ZVERF_
+- I CONNECT_ZVERFDCI
-l COMMECT_ZVERI_

« i DEFT_

=i L

« i N

=il PRGA_

« i seC_

Mame
Mame
M ame
Mame
Mame
Mdllll.‘
Mame
MName
Mame
Mame
MName
MName
MNarme
Mame
Mame
Mame
Mame
Mame
Mame
MName

PACKAGE
FILE
HEH&WIOA
DIALOG
DEPT
‘WilREGRP
TIMER
YGEROUP
STAGER
HTTP
EXECUTE

4  Set the value of the ZNAME n attribute to RIMOPTS.

&. Editing CONNECT_ZSERVICE_TO_RULES Instance - Last Update:

- 09711799 10:31:30

M
MName

[RIMOPTS]

[ Vake

L]

DEPT
WORKGRP
TIMER
VGROUR
STAGER
HTTP
EXECUTE
RIMOPTS

The drag-and-drop feature is now available for all attributes in RIMOPTS.
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REGISTRY Class

The Registry class uses WMI to obtain a Registry scan of a Windows
machine. Most of the attributes are copied from the existing WBEM class of
the AUDIT domain, with descriptions adjusted for registry-specific needs. For

example, the PROPERTY and CNDITION attributes define the current
Registry hive and subkey to scan, respectively. Three new Registry-specific
attributes have been added to the class. They include:

¢ RPTCLASS — The Report Class Name in RIM.
o FORMAT - The Output format- requires REGISTRY (do not change).
e DEPTH - Defines the levels below the current subkey to scan.

Table 15 below summarizes the attributes and values for the Registry class
instances. Attributes in bold are new to this class (not in the WBEM class).

Table 15: Registry Class Instance Attributes

Attribute Description Default Value Valid Values
ACTION Report Flags YYYYXXN Y, X, or N for each flag.
(I7 N? C’ D’ S’
D, 0)
NAMSPACE | Name Space root\default root\default — Do not
change.
CLASS WBEM Class StdRegProv StdRegProv — Do not
change.
RPTCLASS | Report Class Registry A valid table name. If
Name blank “StdRegProv” will be
used.
PROPERTY | Registry hive. HKEY_LOCAL_MACHIN | Any Windows registry hive:
E HKEY CLASSES ROOT
HKEY CURRENT USER
HKEY LOCAL MACHINE
HKEY USERS
HKEY CURRENT CONFIG
HKEY DYN DATA
CNDITION | Registry SOFTWARE \Microsoft\In | Any Windows registry
subkey ternet Explorer subkey.
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Attribute Description Default Value Valid Values
FORMAT Output format. | REGISTRY REGISTRY - Do not
change.
DEPTH Starting at the | 0 0,-1,orn
registry subkey e Set to 0 to only scan
named in the current subkey.
CNDITION
attribute, e Set to -1 to scan all
depth specifies subkey levels.
the number of e Set from 1 through n
descendent key to scan the current
levels to subkey and the
include in the specified number of
scan. subkey levels deep.
OUTPUT Output Object | WBEMAUDT WBEMAUDT
Name
TYPE Scan Type WBEM WBEM - Do not change.
(WBEM)
NAME Friendly Name | Default Friendly name for this
instance displayed in the
System Explorer.

Implementing Registry Scans

Use the following high-level procedures to create and run scans of the
Windows Registry using the REGISTRY class in the AUDIT domain.

Create an AUDIT.REGISTRY scan instance and modify the attributes, as
necessary. The PROPERTY, CNDITION and DEPTH attributes define
the hive, registry subkey and depth of the scan, respectively.

1

The AUDIT Domain

or users.

Attach the registry scan instance to an audit service package.

Entitle the audit service for the registry scan to the appropriate machines

The registry scan service is deployed during the first connection to an

entitled client. Upon the next connection, the registry scan inventory is
collected and passed to the Inventory Manager server.

View the Registry Scan report from Inventory Manager.
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Updating the Radia Database for Windows Registry Scans

To be able to scan the Registry of Windows machines using WMI, HP
includes the Registry class in the AUDIT domain of the Radia Database. If
your existing database does not include the Registry class, see the following
import procedure to add the class to your database.

The import deck is available as enhancement fix: ER3201044, available from
HP OpenView Technical Support.

© Radia System Explorer - [ABC:RCS - 1] =10 x|
[ File Edt View Window Help =12 x|
Slzlelx| o T ==l
atabase Tree View: Fteg'stry class Default Instance Attibutes:
@ Database =] [Name [ Attibute Description [ Value
B LiceEnsE B :crion RepoitFlags (I, N,C,D,5.0,C) Yy
NOTIFY R NAMSPACE  Name Space roathdefault
=-O PRIMARY B cLass WEEM Class StdRegProv
@ L) ADMIN BErPTcLess  Report Class Mame Fegisty
55 AUDIT BB PROPERTY  Registy Hive HKEY_LOCAL_MACHINE
=) Application [ZSEAVICE) CNDITION  Registy Subkey
%) Audt Packages (PACKAGE) PIFORMAT  Output Fomat REGISTRY
:F Behavior Services [BEHAVIOR) -
& Chient Methods (CMETHOD) DEWH Search Depth 0
Fal] Deskiop DESKTOP) M oureur Output Object Name WBEMALDT
= Fie (FILE) TYPE Scan Type [WBEM] WBEM
T8 File Scanner FILESCAN) K0 e Friendly Name Defaul
File S canner Filterz [FILTER]
ﬁ Inventary Options [RIMOPTS)
:lﬂ Irweentory Scanners [SCAMMNER)
Path [PATH 5
E- 4y Ft:‘gistry[HEGISTHY]
%%, Scheduling (TIMER)
2] Vitual Mar Location (MGRYVLOC)
3 wBEM (WBEM) =l [ >
PRIMARY\AUDIT\Registry (REGISTAY)\Defaulty [7/21/2004 [7:27PM

Figure 4: REGISTRY class added to the AUDIT domain.

142 Chapter 5



To install the Radia Database update for the AUDIT Registry class

A Do not use this procedure to add a class already on your Radia

6

Database.

Stop the Configuration Server.

From the downloaded installation media, go to the db_import directory.
This folder contains the import deck for the new class to be added to the
Radia Database.

AUDIT .Registry (REGISTRY) REGISTRY .XPC

Copy the REGISTRY.XPC file into the Configuration Server's bin
subdirectory.

The default location of the bin directory is: System Drive:
\Novadigm\ConfigurationServer\bin.

Open a command prompt and navigate to the Configuration Server's bin
directory.

Execute the following command from the bin directory to import the
AUDIT.REGISTRY class to your database.

A Do not import classes already on your database.

ZEDMAMS VERB=IMPORT_CLASS,FILE=REGISTRY.XPC, PREVIEW=NO

A return code of 0 indicates that there were no errors reported during the
import, and the updates are applied to the database. If there were errors,
you can type zedmams . log to open and view that log.

Restart the Configuration Server.

The Registry class is newly available in the AUDIT domain, as shown in
Figure 4 on page 142.

The AUDIT Domain
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Sample Inventory Database Tables

As previously discussed, when you install the Inventory Manager Server, you
have the option of installing the sample reporting database. HP provides a
Microsoft Access '97 Database, RIMDEMO, to sample the features of the
Inventory Manager. If installed, the information obtained by auditing client
computers is stored here. An administrator can then view the information
obtained in an easy to read format.

Whether you have installed the sample reporting database or your own
ODBC-compliant database, the same tables with the same names and data
field names will be created in any database indicated by the DSN supplied.

The sample reporting database contains the tables shown in Figure 5 on page
145.
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BEEEEEEEDREDAEEEEREEEEEEEEES

Create table in Design view
Create table by using wizard
Create table by entering data
AppEvent

DeviceConfig

DeviceErrars

DeviceMap

Devicehatify

DeviceServices

Devicedtate

DeviceStatus

Fileydit

HAppEwenk

HDweviceErrars

HDevicesStake

HDweviceStatus

riZIM_Produck

r'win3z_BICS
rin32_BooktConf
riwin3Z_Bus
rwin3z_CacheMemory
riin3Z_COROMDrive
riin3Z_ComputerSystem
rWin3z_CompukerSystemProduct
rwin3z_Desktop
rwin3z_DesktopMonitar
rwin3z_DeviceMemoryAddress
rin3z_DiskDrive
rin3z_DiskPartition

rwin32_DisplayConf
rwin32_DisplayControllerConf
rwin3z_DMAChannel

rhin32 _Environment
rWin32_FloppyController
rWin32_FloppyDrive
rhin32_Group
rWin32_IDEContraller
rhin32_IRQResource

rwin32_LoadCrderGroup
rin3z _LogicalDisk,

rin3z _LogicalMemnoryConf
rin32 _LogicalProgramiGroup
tina2_Mernoryarray
rin32_MermoryDevice
rin3z_MotherboardDevice
rin3Z _Metworkadapter
rwin32_MetworkadapterConf
rwin32 _MetworkiZonnection
rfin3Z_OperatingSystem
rwin3Z_PageFile
rwin3Z_PageFileSetting
r'win32_PageFileUsage
rwin32_ParallelPort

rhina3Z2 _PnPEnkity

rhina2 _PoinktingDevice
rhin32_PortResource
rhin32_Printer

O O O O

rAinsZ _Process

rAin3Z _Processar
rWin32_Product
rWin32_SerialPaort

PWIna2 _Service
rWin32_Share
rWin3Z_SoftwareElement
rWin3Z_SoftwareFeature
rWin3z_SoundDevice
rWin3Z_StartupCommand
Pin32_SystemDriver
rWin3z _SwstemEnclosure
riin32_TimeZone

rWin3z _JSBContraller
riin32 _UserAccount
riwindz _MideoZontroller

Figure 5: Sample Inventory Database — Tables.

The table names denote the origin of the data that they contain. For example,
the rWin_LogicalMemoryConf table will be populated with data from the
Win32_LogicalMemoryConfiguration WBEM class.

Tables that begin with rWin32_ are populated with the data from WBEM
queries. Tables that do not start with rWin32_ are populated with data from
non-WEBM sources.

The recommended product for viewing Radia Inventory is the Reporting
Server. Refer to the Reporting Server Guide for more information.
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Alternatively, you can view Radia Inventory tables through the Radia
Integration Server, with or without the Management Portal. See Viewing

Inventory from the Radia Integration Server starting on page 225 for more
information.
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Summary

The AUDIT Domain

The AUDIT domain contains the classes required to configure the tasks
needed to collect the inventory information and to manage the client
computer's assets.

The RIMOPTS class is also known as the Inventory Options class. This
class contains the attributes that control an inventory management task.

Prior to beginning any tasks using the Inventory Manager, you must
enable the drag-and-drop functionality for the newly created RIMOPTS
class instances.

If installed, use the Reporting Server for viewing the information
obtained by auditing client computers. Alternatively, inventory reports
can also be viewed from the Radia Integration Server, with or without the
Management Portal.
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6 Software and Hardware Auditing

At the end of this chapter, you will:

e Understand file auditing.
e Understand WBEM auditing.
e Understand hardware auditing and the ZCONFIG object.
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This manual is provided to assist you with installing and implementing the
Inventory Manager. Choose the appropriate strategies suited for your
enterprise needs.

Auditing Types

When configuring your audits, it is beneficial for the administrator to
understand exactly what types of things can be audited and what the
expected results from an audit will be.

The Inventory Manager allows for three types of audits:
e File auditing
e WBEM auditing

e Hardware auditing

File Auditing

The AUDIT.FILE class instances in an audit package control the auditing
function for files on the client computer. The RIMFSCAN and the RIMDIFF
methods on the client computer perform the actual file auditing operations by
specifying what files to look for. There can be one or more AUDIT.FILE
instances in an audit package. Each AUDIT.FILE instance can specify a scan
for one or more files.

See What Happened during the Scan on page 178 for additional information
on the RIMFSCAN and the RIMDIFF methods.

The following table summarizes the attributes in an AUDIT.FILE class
instance and their effects on the RIMFSCAN method.

Table 16: AUDIT.FILE Class Instances

Attribute Description and Examples

SCANFOR Indicate a fully qualified path and file name to search for.
Wildcards are permitted.

SystemDrive: \WinNt\*\*.d1l1l

ACTION The RIMDIFF method performs actions on the files
discovered on the user's computer during the Client
Connect.
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Attribute

Description and Examples

¢ Y configures RIMDIFF to perform the action.
e N configures RIMDIFF to not perform the action.

The first four flags determine when to report that the files
were found:

Report on: Initial, New, Changed, Deleted

e Initial means that the file was found during the first
scan of the client computer.

¢ New means that the file was found during the
current scan. The file was not present during the
previous scan.

¢ Changed means that the file was present during the
previous scan and is different from the file found
during the current scan.

¢ Deleted means that the file was found during the
previous scan. The file is not present for the current
scan.

The last three flags control the actions to take on the files
detected during the current scan.

Action to take on discovery: Send, Delete, Custom

¢ Send means to send the files to the Configuration
Server and store them in the location indicated by
the ZRSCVLOC attribute (see ZRSCVLOC in this
table).

e Delete means to delete the files from the user's
computer.

e Custom means to execute the method indicated in
the CUSTOM attribute.

YYYYNYN - Report whenever encountered and delete the
files.

NNYYNNN - Report when changed or deleted and take no
action.

NYYNYYN - Report when the files are new or changed.
Then send and delete the files.

OUTPUT

Output object name.

Software and Hardware Auditing
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Attribute

Description and Examples

TYPE

Scan different file locations. Available scans are Behavior
Services, Desktop, File, Path, Registry, and WBEM.

File.

GROUP

Optional way to identify a set of scan results. This maybe
useful for querying and reporting on the audited files from
the database where audit results can be stored.

Games, MPEGs.

ZVERINFO

Collect extended information.

e Set the value to 1 to collect additional information
for a file.

e Set the value to 0 to not collect additional
information.

In order for this data to be collected, the associated
attribute must exist in the AUDIT.FILE class template.

You can limit the scan to only those files that have some
particular values in their extended information. You do so
by supplying a value (either 1 or 0) for any of the associated
attributes in an AUDIT.FILE instance. This causes the
scan to be filtered. Only those files whose extended
information data element contains the value you specify in
its associated attribute will be scanned.

Extended file information consists of one ore more of the
following data elements. The associated attribute name for
the data element is in parentheses:

e (VENDOR) — The seller of the file/product

e (PRODUCT) — The name of the item for which the
file is a part.

e (PRODVERS) — The version of the product which the
file is a part.

e (ORGNAME) — The name of the organization.

e (INTERNAL) — The internal data element encoded in
the file.

e (VERSION) — The version of the file.
e (LANGUAGE) — The language of the file.

ZRSCSTYP

Server file type. This can be either Binary or Text. The
administrator does not set this.
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Attribute

Description and Examples

ZRSCMFIL

Manager directory location.

ZRSCVLOC

The location on the Configuration Server where the files

are stored because of the Send Action (see ACTION in this
table). This variable needs to be configured when sending a
file back to the Configuration Server. The variable should

contain the name of the MGRVLOC instance that will be
used to resolve the location to store the uploaded file.

SystemDrive:\Data\& (ZOBJPID) \ & (name)

ZRSCMMEM

PDS member name. This field is optional.

PRODUCT

The product name.
See ZVERINFO on page 152 for more detail.

PRODVERS

The product version.
See ZVERINFO on page 152 for more detail.

ORGNAME

The organization name.
See ZVERINFO on page 152 for more detail.

INTERNAL

The internal data element encoded in the file.

See ZVERINFO on page 152 for more detail.

VERSION

The version of the file.
See ZVERINFO on page 152 for more detail.

LANGUAGE

The language of the file.
See ZVERINFO on page 152 for more detail.

VENDOR

The product vendor.
See ZVERINFO on page 152 for more detail.

ZRSCCRC

Resource CRC.

Software and Hardware Auditing
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Attribute

Description and Examples

ZCRCINFO

Collect file CRC. [Y/N]
Default is N.

e Set the value to Y to collect CRC information for a
file.

e Set the value to N to not collect CRC information.
o If blank, defaults to N.

Caution: Collecting file CRC information can dramatically
extend the time it takes to collect information on the target
machine.

ZMD5INFO

Collect file MD5 information. [Y/N] MD5 information is a
32-character value that can be used to uniquely identify a
file based on its content.

Default is N.

e Set the value to Y to collect MD5 information for a
file.

e Set the value to N to not collect MD5 information.
e If blank, defaults to N.

Caution: Collecting MD5 information can dramatically
extend the time it takes to collect information on the target
machine.

ZRSCOBJN

Persistent object name.

ZRSCPADM

Administrator ID.

ZRSCSRC

Resource Source, i.e., Publisher.

ZINIT

Not applicable at this time.

NAME

Not applicable at this time.

LOCATION

Not applicable at this time.

Use the Client Explorer to view the FILEAUDT object results as shown in
Figure 6 on page 155.
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i FILEAUDT (486] - [C:\Program Files\NDVADIGMALIBActanzilloARADIANSOFTWARE .. [Hi[=] E3

Object Yarable Heap Options

Wariable | Lenath | 10f 488 |-
! ooa 03/23/M

A [ ooa 00:00:00

ACTION oov YN

ATRIBUTE 005 A

DATE 003 08/23/00

DIRFPATH 7 WPrograr Fileshy shooMeszenger

DRIVE ooz [

FULLPATH 255 C:\Program Fileshy'shookessengervmsar. exe

GROUF 050

INTERMAL 080

LANGUAGE 080

LOCATION 255 .
MHakE 255 YISO ExHE

DRGMAME 080

DUTPUT ooa FILEAJDT

PATHCRC ooa 00624763

PRODUCT 080

PRODVERS =]

RESOLYE oo &

SCANFOR Qa0 =4progran filesy* EXE

SIZE [k 00001641832

STATUS oog ExISTS

TIME oog 10:33:14

TYPE ooa FILE

YENDOR 080 .
YERSION 080 j

<< | 3> | Save}'Exitl

Figure 6: FILEAUDT object.

The FILEAUDT object contains one heap for each file discovered during the
scan for the audit service. It contains the attributes from the AUDIT.FILE
class instance that controlled the scan, as described above. It also contains
the following attributes:

Table 17: FILEAUDT Object

Attribute Description

ACCESSDT The date of the most recent access of this file.
ACCESSTM | The time of the most recent access of this file.
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Attribute Description

ATRIBUTE A string listing the attributes of the file:

R = Read only

A = Archive

S = System

H = Hidden

C = Compressed
DATE The date of the most recent modification to this file.
DIRPATH The directory path of the file.
DRIVE The system drive location of the file.

FULLPATH | Fully qualified path and file name of the file.

PATHCRC A unique number that indicates the CRC path used for
differencing.

RESOLVE The value of M indicates that the Configuration Server
resolves each heap of the FILEAUDT object individually.
This value cannot be modified.

SIZE File size in bytes.

STATUS Indicates the status of the file on the client computer.
Possible values are:

¢ Exists
This is the first time scanning for this file and it was
found.

¢ New
This file was added to the file system of the client
computer since the last scan was performed.

e Update
This file exists in the new and previous scans. There
have been changes to the date, time, size, and/or
version.

e Deleted
This file was present in the previous scan but is
missing in the new scan.

e Not found
No files were found that matched this request.
TIME The time of the most recent modification to this file.

156 Chapter 6



Attribute Description

XTENSION | The file extension. This is useful for sorting and querying
back-end database tables that store the data found in this
object.

WBEM Auditing

Use the RIMWBEM method to query the WBEM namespaces to retrieve
information about how a system's hardware and software is used. The
RIMWBEM method constructs a query from the information contained in an
instance of the AUDIT.WBEM class. WBEM has a query engine that
processes the query statement and returns the query results to RIMWBEM.
There is one heap in the query result object for every discovered instance.

A HP OpenView Inventory Manager using Radia for Windows
leverages Microsoft's Windows Management Instrumentation
(WMI) to collect hardware and software inventory data by using
WMI queries. Some WMI queries can traverse the network
contacting other servers in the enterprise to collect the requested
information. This may result in large volumes of data being
returned, and could have a significantly negative effect on network
performance. An example of this would be querying all users on the
network using the W32_UserAccount WMI class. Extreme caution
must be taken to understand the scope of these queries to ensure
unexpected results do not occur. While Inventory Manager provides
an interface to WMI and its providers, it cannot control how these
queries are satisfied. It is the customer’s responsibility to safeguard
against using WMI queries that span the network, if this behavior
is not desired.

An AUDIT.WBEM class instance defines a query into the WBEM namespace.
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Figure 7: AUDIT.WBEM class instances.

| 3/5/2002

| 226 PM

Table 18 below describes the attributes of the AUDIT.WBEM instance.
Table 18: AUDIT.WBEM Instance

Attribute Name

Description

ACTION

The RIMDIFF method performs actions on the WBEM
namespaces (s) instances discovered on the user's
computer during the Client Connect.

action.

reporting action.

Y configures RIMDIFF to perform the reporting

N configures RIMDIFF to not perform the
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Attribute Name

Description

The first four flags determine when to report that the
WBEM namespace instance was found:

Report on: Initial, New, Changed, Deleted, Scan,
Delete, Custom

e Initial means that the file was found during
the first scan of the client computer.

o New means that the file was found during the
current scan. The file was not present during
the previous scan.

¢ Changed means that the file was present
during the previous scan and is different from
the file found during the current scan.

e Deleted means that the file was found during
the previous scan. The file is not present for the
current scan.

e Scan means that the file was found during the
current scan.

e Delete means that the file was found during
the previous scan. The file is not present for the
current scan.

¢ Custom means that the file was found during a
custom scan.

The last three flags are not applicable to WBEM
audits.

NAMESPACE The name of the WBEM namespace to query or
HARDWARE.

CLASS The name of the WBEM class to query or
HARDWARE.

PROPERTY Specify one or more property names to be queried and
reported. Use commas to separate more than one
property name.

If this attribute is blank, all properties in the class
will be queried and reported.

CNDITION An optional condition to narrow results of an audit.

OUTPUT This is the name of the object to send to the

Configuration Server.

Software and Hardware Auditing
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Attribute Name | Description

TYPE Indicates that WBEM scan is to be employed for this
audit package.
NAME Friendly name for this instance. This name will

appear in the System Explorer's tree view to identify
this instance.

) When the keyword HARDWARE is used in the NAMESPACE
and/or CLASS attributes of AUDIT.WBEM, hardware information
is collected. This information is essentially the same as the
ZCONFIG object.

The Inventory Manager client stores the results of a WBEM scan in a WBEM
object. This object can be found in the service node of the client object tree.
The results are also sent to the Configuration Server.

In addition to the attributes described in Table 18 on page 158, the WBEM
object also contains the following:

Table 19: WBEM Object Attributes in the Client

Attribute Description

ZOBJCID Object child ID.

ZOBJCLAS The targeted class for the audit such as ZRSOURCE or
ZSERVICE.

ZOBJCRC The CRC of all persistent and transient objects under the
current node.

ZOBJDATE The last date under the current node.

ZOBJDOMN | The domain name of the object.

ZOBJID The object ID of the instance used to obtain information
from the Resource file.

ZOBJNAME | The instance name of the object.

ZOBJPCLS The parent class name.

ZOBJPID The parent class ID.

ZOBJRCRC The resource CRC maintained by the Configuration Server.

ZOBJRSIZ The resource size maintained by the Configuration Server.
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Attribute Description

ZOBJTIME The latest time under the current node.

ZRSCSRC The name of the program promoted the resource.

WBEM Objects and the Configuration Server

When the Inventory Manager client sends a WBEMAUDT object to the
Configuration Server, the processing is defined by the
SYSTEM.PROCESS.WBEMAUDT instance in the Radia Database.

D atabase Tree View: Radia Processes class WBEMAUDT Irstance Attributes:
-5) SOFTwARE ] [Mame [ tribute Description [ ialue
{2 svsTem ] _alwars_ Methad STSTEM.ZMETHOD.POST_WBEM
i Application Manager ZCOMMAND) ] _aLwevs_ Method
- [l Consoles ZCONSOLE) e _ALweirs_ Connect To
o E ge:_'ﬂis QMETHEEIDEEES g _avwars_ Connect To
S "*B;;;?TSNE;T[AN o ) AL Method
Ay UL NSTaNCE ] awevs. Hethed
3 PPEVENT - ] ALwas_ Method
" ] _aLwiss_ Method
] ALwimys_ Method
] _aLwiss_ Method
] alwiss_ Mathad
DESEH\PT Process Description Praocessing Client Request for &ZCURDB.
| v B Max acceplable method Retum Code a8

Figure 8: SYSTEM.PROCESS.WBEMAUDT instance.

This instance calls upon the method in the
SYSTEM.ZMETHOD.POST WBEM instance.

] LOGSYES - | Attibute Description [ Walue
= ‘ﬂ MFREPORT Parameters Passed to Method post: /proc/whemn &2 CURINOB
9] MopusT Method Type [RER/ASM/ERE] EXE
-] HOTFYSVC Member Name of Method radish
[]"- NT_ ethod Description tdanager Method SZMTHMAME
L] PCREPORT Made INTERNAL] or [EXTERNAL] EXTERNAL
W POST_ V T Synchrarization Flag ] [N] v
H ﬂ FOST_APPEVENT B 2t THDSCY Method Description 1
4 i"ETPUSLWBEM Wl THDSC2 Method Diescription 2
ol ITF)ATA VB ZMUSTRUN Return Code critical to Resalution? Y

Figure 9: SYSTEM.ZMETHOD.POST_WBEM instance.

The method executed in the Configuration Server is RADISH.EXE. This
method is responsible for performing the following tasks:
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e Compressing and encoding the information in the WBEMAUDT object
and sending it to RIS for processing.

e Issuing an HTTP POST to transmit information to the Radia Integration
Server.

The HTTP POST is specified in the MGR_RIM section of the edmprof.dat. As
shipped from HP, this instance assumes that the Radia Integration Server is
running on the same computer as the Configuration Server. By default, the
RADISH.EXE method will issue the POST to: http:/localhost:3466.

The Radia Integration Server receives the information from the HTTP POST.
It processes this information by executing SQL statements to append or
update the information to the ODBC-compliant database.

The new information is immediately available for query and reporting
purposes.

Hardware Auditing

Each time a client connects to the Configuration Server, information about
the Radia client's hardware configuration is stored in the ZCONFIG object.
The ZCONFIG object is calculated and stored in the application service
directory of the Radia client's object directory tree as follows:

File Edit View - Window Help

DL

[:I Radia | Instances | Size | Modified

= [“__'| C:\Program FilesiMovadigmiLib', ASERVICE 7 29KB  8/13/2001 10:02:52 PM
----- 1 pata nCONNECT 1 SKE  §/13/2001 10:02:24 PM
B (3 GTanzilo Bl omsvnc SKE G/13/2001 10:01:00 PM

BKE 13/2001 10:02:27 PM
13/2001 10:01:09 PM
13/2001 10:02:26 PM
13/2001 10:02:28 PM
13/2001 10:02:24 PM

13f2001 10:02:27 PM

g,

g,
19KE &
SKE 8§
g,
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g,

o
fa]
~
=
o
=
=]
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[
[
[
/
[
I
[
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21 INIBEUP
Z3 MEW
@

SYSTEM

Figure 10: ZCONFIG object.

A separate ZCONFIG object is calculated and stored for each service installed
or updated during the Client Connect. To force the transfer of the hardware
information, the ZCONFIG attribute must be set to Y in the POLICY.USER
class.
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http://localhost:3466/

= E'SE Departments [DEPT)
E Server Stagers [STAGER)
- f¥ Users (USER)
_BASE_INSTANCE_
_MULL_INSTANCE_
Adminiztrator

Drefault
@ Department spreadsheet
@ Client Self Maintenance

68 SOFTWARE
w-[E) SvsTEM
-8 FROFILE

1]

Figure 11: POLICY.USER Class - ZCONFIG attribute.

The ZCONFIG object contains a wealth of information about the client

computer's hardware.

Software and Hardware Auditing

| Attribute Description | Walue | -
Mame
Collect Hardware Info [v'/N] N
Send Message to Audit Resource | DAILY
tawimum Disk Space 1]
Enterprise Usger 1d
Client Timeout (Seconds) 240
Trace Log Level [0-939] 040
Trace Onar Off [v/N] M
Exec. Priority aan
Diisplay Status Indicatar [¥/N] M
Utility Fethad
Member of POLICY WORKGRP.DEFAULT
[E_ALW’AYS_ tember of SOFTWARE ZSERVICE WEEKL...
flo_slwars. | Member of
fle_slwars. | Member of
flo_siwars. | Member of
fe_stwars. | Memberof
g _stwars. | Member of -
fle_alwars. | Member of
e _stwars. | Memberof
_ALwaAYS_ Member of HOWADIGM.ZSERVICE.CLIENT
MHAME Friendly name ctanzilla
ZVERDT Verify Desktop [r/D/RA] ¥ [
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Egs?ect Wariahle Heap Options

Variable | Lenath [ 1ci1

GATE i 208.244.231.1
IPADDROT 007 0.0.0.0
IP4DORO2 o7 0.0.0.0
IPADDRO3 015 208,244,231 104
LADAPTO 012 444553540000
LADAPTOZ 01z 444553540001
LADARTO3 01z 0050da544154
REEOOTD 003 20010608
REEOOTT 00g 11:15:40
SUBNETO Ty 00.0.0
SLEBMETOZ iy 0.0.0.0
SLBNETO3 013 255, 255,255.0
ZEATEWAY 011 HGATEWY3]
ZHOWEIDS 037 04/22/99 PhoenixBlOS 4.0 Release £.0
ZHDWCDDR 002 E:
ZHDWCOMP 009 ctanzilo
ZHONW/CRU iy Fentium
ZHDWCPUS 005 450MHz
ZHDWDO0 oz C
ZHDWDOOC 005 Fived
ZHDWDOOF 014 10,109.403.136
ZHDWDOOS 005 FAT32
ZHDWDOOT 014 13,689,988, 765
ZHDWDI 002 E:
ZHDWDOIC 005 COROM
ZHDWDOZ 00z F:
ZHDWDOZC 005 Femote
ZHDWDOZF 01 541,196,260
ZHDWDOZS 007 NWCOMPA
ZHDWDOET 013 1,048 575,000
ZHDWDO3 a0z G
ZHDWDOEC 005 Femate
ZHDWDOIF 014 51,560,579,072
ZHDWDOES 004 NTFS

<<

o>

Figure 12: ZCONFIG object.

The ZCONFIG object stores hardware information discovered by the Radia
client's standard hardware auditing method. Certain types of hardware can
occur multiple times. The ZCONFIG object automatically expands to allow
additional information to be stored.

The following table describes the attributes that are stored in the ZCONFIG

object.
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Table 20: ZCONFIG Object

Attribute Description

GATEWAY Router for your subnet.

HALCOMP Company of HAL.DLL

HALDATE Date and time of HAL.DLL

HALFNAME Original name of HAL.DLL

HALFVER Internal version of HAL.DLL

HALINAME Name of HAL.DLL

HALLANG Language of HAL.DLL

HALPNAME Product name of HAL.DLL

HALPVER Product version of HAL.DLL

HALSIZE Size of HAL.DLL

IPADDR## IP address of network adapter (there can be multiple
addresses).

LADAPT## Network card (there can be multiple network cards).

REBOOTD Last re-boot date.

REBOOTT Last re-boot time.

SUBNET## Subnet mask.

ZGATEWAY Looks at GATEWAY attribute.

ZHDWBIOS BIOS type.

ZHDWCDDR Radia client's CD-ROM drive letter.

ZHDWCOMP Computer name.

ZHDWCPU Current CPU type.

ZHDWFPU Current FPU type.

ZHDWIPAD The IP address of the computer.

ZHDWKYBD Keyboard type.

ZHDWLANA LAN adapter.

ZHDWLANG Language setting.

ZHDWMEM Total physical memory (RAM).
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Attribute Description

ZHDWMEMF | Total free memory (RAM).

ZHDWMOUS Mouse type.

ZHDWNET# Network card information (can be multiple cards).
ZHDWNNET Number of network cards.

ZHDWOS Computer's operating system and version.
ZHDWOSCL Operation system classification (Workstation or Server)
ZHDWOSDB Operating system's build number.

ZHDWOSOG Organization.

ZHDWOSOW | Owner.

ZHDWOSSR Windows 9x Sub-Version Number (i.e., A, B, C)
ZHDWPA## Printer information.

ZHDWPPAR Number of parallel ports.

ZHDWPPRN Number of printers available.

ZHDWPSER Number of serial ports.

ZHDWVIDO Video type.

ZHDWVMSI MSI Version

ZHDWVRES Video resolution.

ZHDWXPAG Page size.

ZHWCPUO1 CPU type.

ZHWFPUO1 FPU type.

ZMODEM Modem present? Y or N

ZOBJDATE The date of the Client Connect for this particular service.
ZOBJNAME HARDWARE_SCAN (hard coded).

ZOBJTIME The time of the Client Connect.

ZSUBNET The subnet mask.

ZUSERID The name of the user who connected.
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Whenever a client connects to the Configuration Server, certain hardware
information concerning the subscriber is automatically forwarded to the
Radia Integration Server.
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Summary

The Inventory Manager allows for file auditing, WBEM auditing, and
hardware auditing.

The RIMFSCAN and the RIMDIFF methods on the client computer
perform the actual file auditing operations by specifying what files to look
for.

The FILEAUDT object contains one heap for each file discovered during
the scan for the audit service.

The RIMWBEM method constructs a query from the information
contained in an instance of the AUDIT.WBEM class.

Each time a client connects to the Configuration Server, information
about the subscriber's hardware configuration is stored in the ZCONFIG
object.

To force the transfer of the hardware information, the ZCONFIG
attribute must be set to Y in the POLICY.USER class.

The ZCONFIG object stores hardware information discovered by the
Radia client's standard hardware auditing method.
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7 Successtul Auditing

At the end of this chapter, you will:

¢ Know how to use the pre-packaged Audit Applications (ZSERVICE).
e  Know how to design your own Audit Packages (PACKAGE).
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This manual is provided to assist you with installing and implementing the
Inventory Manager. Choose the appropriate strategies suited for your
enterprise needs.

Sample Auditing

To illustrate the concepts of inventory information collection, the Inventory
Manager installation contains a set of representative audit service examples.
These samples are located in the PRIMARY.AUDIT.Audit Application
(ZSERVICE) class as follows:

@ Databaze
- [ LICEMSE
= BF PRIMARY
o ADMIN
AUDIT

=8 atian E]
..... L _BASE_INSTANCE_
..... 22D Awidit Mu Files
..... L2 CE PDA HML Inventory
----- j Delete Discovered Application Comporent
----- L Individual File Audit
----- j MY DM Dizcovery of Applications
----- j Palm PDA XML Inventonye
----- j Rk Feporting
..... L2 Uni: File Sean Audit
----- j Urix Hardware Inventony
----- j Ui S oftware Inventony
----- j ‘WEBEM MSI| Based Applications
----- j ‘WEEM Running Services
----- ﬂ WEBEM Scan for Hardware
----- j ‘WEBEM Scan with Condition Statement
----- j ‘WEBEM Stopped Services
----- j WEBEM System Drivers
----- j WEEM Windows Services

----- j Windows Spstem DLL
----- % Audit Packages [PACKAGE]

Figure 13: Sample Auditing services.

These sample services represent common scenarios for inventory collection
and management. The best way to develop your own audit services is to study
the samples that were installed with the Inventory Manager upgrade.

The sample audit services are described in the following table:
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Table 21: Sample of Auditing Services

Service

Connected to Audit
Package (PACKAGE)

Description

_BASE_INSTANCE_

This service instance is the
base instance for the Audit
Application (ZSERVICE)
class.

Audit Multi Files

Audit to find and Capture
Multiple Files

This service scans for a file
name or pattern and reports
that information back to the
administrator.

CE PDA XML Inventory

CE PDA XML Inventory

This service scans for and
reports back information on
installed Windows CE PDA
devices. Will only report
back if a device is found.

Delete Discovered
Application Component

Audit to Find and Remove
Local File

This service looks for a
specific file on the user's
computer. If it is found, it
will be deleted.

Individual File Audit

Audit to Find and Capture
Local File

This service performs an
NVDM scan of the user's
computer for a specified file
of an instance of the
AUDIT.FILE classes.

NVDM Discovery of
Applications

NVDM Discovery of
Applications

Used to discover software
applications that are
installed on a client
machine.

Palm PDA XML
Inventory

Palm PDA XML Inventory

This service scans for and
reports back information on
installed Palm PDA devices.
Will only report back if a
device is found.
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Service

Connected to Audit
Package (PACKAGE)

Description

RIM Reporting

RIM Reporting

This service performs a scan
of a systems Win32 devices
such as:

Bios, Computer System,
environment, keyboard,
logical disk, logical memory
configuration, network
adapter, operating system,
pointing device, printer,
processor product, serial
port, service, software
element, and video
controller.

Note: This is a very large
scan and may take several
minutes to complete.

Unix File Scan Audit

UNIX File Scan Audit

This service performs a
NVDM scan of the user's
computer for a specified file
of an instance of the
AUDIT.FILE classes on
UNIX platforms.

Unix Hardware
Inventory

Unix Hardware Inventory

This service scans for and
reports on a user's hardware
on UNIX computers.

Unix Software Inventory

Unix Software Audit

This service performs an
audit to find UNIX-based
software.

WBEM MSI Based
Applications

WBEM Scan for Windows
Installer Applications

This service performs a
WBEM scan of the user's
computer for components
registered in the WMI
database that have been
installed by Microsoft
Windows Installer.
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Service Connected to Audit Description
Package (PACKAGE)
WBEM Running Services | WBEM Scan for Running This service scans the user's
Services computer for system
services that are running at
the time of the scan.
WBEM Scan for WBEM Scan for System This service scans for and
Hardware Software reports on a user's

hardware.

WBEM Scan with
Condition Statement

WBEM Scan with Condition
Statement

This service performs scans
based on a conditional
statement set in the

CONDITION attribute.
WBEM Stopped Services | WBEM Scan for STOPPED | This service scans the user's
Services computer for system
services that are stopped at
the time of the scan.
WBEM System Drivers WBEM Scan for Windows This service scans the user's

System Drivers

computer for Win 32 system
drivers.

WBEM Windows Services

WBEM Scan for Windows
Services

This service scans for and
reports on Windows
Services.

Windows System DLL

Audit System DLL

This service scans for
system DLLs and reports on
them.

Configuring a Sample Audit

All of the examples presented can be configured for individuals, departments,
work-groups, and so forth. Refer to the System Explorer Guide for additional
information on manipulating the database components.

For documentation purposes, we will configure the sample audit service
Audit Multi Files. The file type we will be auditing is indicated in the
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SCANFOR attribute within the instance. This instance directs the Inventory
Manager client to scan for any *:\program files\*\*.exe files on the
client computer. The ACTION attribute indicates that the discovery of the
file will be reported and sent to the Configuration Server for storage.

Database Tree Yiew: Iﬁe class Audit To Find and Capture MULTIPLE FILES:Multi File Colllection Instance
- LICEMSE ;I Attribute Description -
] PRIMARY NFOR File name or pattern to search for
--ffa ADMIN CTION Fieport Flags (1, N, C.D,5, 0, C)
E@ AUDIT @ ourrur Output Object Name FILEAUDT
= [A80 Awudit Application [ZSERVICE) e Scan Tope [FILE] FILE
=l E"..—DF At Ml’f"' Fllef GF!DLIF' Group Name far audited companent
Eé‘g; udit To Fiet and Capture MULTIPLE FIL | |92 e eien Coallsct Evtanded I [1/0] 1

E|- Audit Ta Find and Capture MULTIPL
Audit To Find and Capture MUL
ﬁ £ Differenced Audit on Install and Update
é’g Audit Execute Behavior

@ Default

g] Delete Digcovered Application Component
g] Individual File Audit

@ R Reporting

m] Unix Software [mwventary Audit

E.'DF WEEM MS| Based Applications

ZFHSCS P Server File Type [BINARY/TEXT] | BINARY
ZHSCMFIL I anager Directory Location

ZHSEVLDE “irtual Manager Location RaDla_UPLOAD
ZHSEMMEM PDS tember Name

FRODUCT | Product Name

PRODVERS | Version

ORGHAME COriginal File Name

INTERMAL | Intemal Name

VEHSIDN Product Version

Figure 14: SCANFOR attribute of the Audit Multi Files instance.

To configure a sample Audit package

1 If you have not already done so, start the System Explorer.
2 Navigate to and expand the PRIMARY.AUDIT domain.
3 Double-click on Application (ZSERVICE) to expand the class.
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f)atabase Tree Yiew: ¥pplication [ZSERVICE] Class Instances:
@ Database | [Mame [_Instance Name
g LICENSE A3 BASE_INSTANCE_ _BASE_INSTANCE_
= PRIMARY 23 it Muli Files AUDIT_MULTI_FILES
2 CE PDARML Inventory CE_PDA_KML_SVT
23 Delste Discovered Application Component DELETE_SAMPLE_COMPONENT
=8 [ZSERVICE) £ nividual File udt INDIVIDUAL_FILE_AUDIT
BASE_INSTANCE_ £ DM Discavery of Applications NYOM_DISCOVERY_OF_APPLICATIONS
% ﬁ;d:g’:;‘}:’::'_e;vemw 23 Palm FDA ML Inventary PALM_PDA_-ML_SVT
- 23 AIM Reporting RIM_REPORTING
----- XD Delate Discovered Application Companent
_____ B il Fils A 2 Uni File Scan Audi UNIX_FILE_SCAN_AUIDIT
33 140 Discoveny o Agplcations 22 Unix Hardware Inventory UNIX_HARDWARE_INVENTORY
T Paim PO XL Invenay 2 Unis Software Inventory UNIX_SOFTWARE_INVENTORY
_____ I3 Byt Feparting L wBEM M Based Applications MSLINSTALLED_SOFTWARE
_____ D) i File Scan Audt 3 WBEM Running Services WBEM_RUNNING_SERVICES
I3 iy Hardware Inventory 23 WBEM Scan for Hardware WBEM_SYSTEM_HARDWARE_AUDIT
B Uiy Software Inventory 3 WBEM Scan with Condition Statement WBEM_CONDITION
----- D) \WBEM MS1 Based Applctions L WBEM Stopped Services WEEM_STOFPED_SERVICES
----- I3 WBEM Rurning Services 3 wBEM System Drivers WBEM_SYSTEM_DRIVERS
8 WBEM Scan for Hardware 2B\/BEM Windows Services WiIN32_SERVICE_AUDIT
ﬁ WEBEM Scan with Condition Statement jwmuws Spstem DLL AUDIT_SYSTEM_DLL
----- X8 WBEM Stopped Services
----- 23 WBEM System Drivers
23 WBEM Windows Services
X8 windaws System DLL
----- A Audit Packages (PACKAGE]
----- L Behavior Services (BEHAVIOR) -

4 Scroll to and expand the POLICY domain.

For our example, we would like all users that are members of the
Workgroup class to select this audit package from their Software
Manager.

5 Expand the POLICY.WORKGROUPS class.

' paTCH
=48 PoLICY
%5 Countries [COUNTRY)

ﬁg Diepartments (DEFT)

A PDACONFG PDACONFG)
E'.J Server Stagerz [STAGER)
¥ Users [USER)

ot

(u]¥ ]
-l _BASE_INSTAMCE_
) _MULL_INSTAMCE_

@ D efault

6 Select the Audit Multi Files package from the ZSERVICE class and drag it to
the POLICY.WORKGROUPS class and drop it on the Default instance.

The Select Connections Attribute window opens.
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. Select Connection Attribute

Fram: "waorkgroups. Default
Tor  Audit Application.Audit Multi Files

Offers
Offers
Offers
Offers
Offers

Offers
fle_auwevs_ Difers
=

Chl|

| Attribute Deseription | Walue -
Offers SOFTWARE ZSERVICE.AMORTIZE

SOFTWARE ZSERVICE.DRAGYIEW
SOFTWARE ZSERVICE GS-CaALC
SOFTWARE ZSERYICE REDBOR
SOFTWARE ZSERVICE.SALES
SOFTWARE ZSERVICE.STRATUS_PAD

Select the attribute to use for thiz connection,

then pressz Copy or Move

Mote: Double clicking or preszing the Enter keyp will
g lected attrit

copy the tion to the

Copy | hfave | Cancel |

=& poLICY

%3 Countries [COUNTRY)
E'EE Departments [DEPT)
,@ POACOMFG [PDACOMFG)
E'._, Server Stagers [STAGER)

¥ Users (USER)
- fad Workgroups (WORKGRP)
B BASE_INSTANCE_

-8

----- j Amortize

..... j Dirag & Wiew

..... £ Gs-caLc

----- j Redbox Organizer
----- j S ales Infarmatian
----- j StratuzFPad

..... 3 sudit Multi Files

Click Copy to add this package.
The Confirm Connection dialog box opens.
Click Yes to confirm the connection.

The Audit Multi Files package is added to WORKGRP class.

The collection of inventory information occurs on the Inventory Manager
client computer when a user connects to the Configuration Server as follows:
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e Through the Software Manager Client Connect when the user visits a
Radia Web page.

or

e Through the Application Manager client when the user double-clicks the
Radia Connect icon on his desktop, or is scheduled or notified to connect.

A Software Manager client would see the following when connecting:

ﬂD Radia Software Manager - Home/All Software

File Actions Services Help

Radia® Software Manager

@0e

hame

JI=E

RADIAlsOftware

Demo Applications

Status

Compressed Size

Amortize

Audit Multi Files

Available

Drag & Yiew
G5-CALC

Redhox Orgarizer
Sales Information
StratusPad

Yersion 1.0

Awailable

Available
Available
Awailable
Awailable
Awailable

na

2.51 MB
nja
nja
nja
nja

Deseripkion

Mandator

0

coo0o0o

Size 6,67 KB
Compressed Size 234 KB

i ]

Connected

When the subscriber selects and installs the Audit Multi Files package from
his Software Manager, there are really two connections. The first connection
downloads the Audit service. The second connection sends the audit results

back to the Configuration Server. The audit-related scans are done between
the two connections.

) Some scans may take several minutes to complete. This is a normal

behavior of the audit scanning process.
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What Happened during the Scan?

Use the Client Explorer to locate the ZSERVICE for the Audit Multi Files
package in the LIB directory.

HE Edt View Window Help

O] = W = PN

(] Radia [ Instancesl Size | Modified
= I C:\Program FilesiNovadigmiLibl, 1 6KB  5{13/2001 10:10:19 PM
@ ) DaTA 1 SKB §{13/2001 10:10:13 PM
= [ GTanzilo 1 SKB {13/2001 10:10:13 PM
-1 DTA 370 IMB 8132001 10:11:05 PM
= u S'OF“;’:;:rce 370 1MB 8/13{2001 10:11:05 PM
o —_' S Mm W— 14 19KB  8/13/2001 10:10:19 PM
T B8 00000000.000 1 SKB  §{13/2001 10:10:20 PM
i & Fereare.001 Ml z1n57er 1 6KB  §{13/2001 10:13:07 PM
G- @8 STRATLS.PAD il zuser 1 SKB {13/2001 10:10:13 PM

® - L] WBEM_RUNNING_SERVICES
B (2] NOVADIGM
3 InIBKUP
1 MEW
- (] SYSTEM

Figure 15: AUDIT MULTI_FILES in the LIB directory.

Within the ZSERVICE, note the two objects, FILEAUDT and FILEPREV. These
objects are created and stored in the ZSERVICE of the LIB directory
whenever an audit package is installed. The FILEAUDT object contains one
heap for each file discovered during the auditing scan. It also contains the
attributes from the AUDIT.FILE instance that controlled the scan.

The AUDIT.FILE class instances in an audit package control the auditing for
files on the client computer. The RIMFSCAN and the RIMDIFF methods on
the client computer perform the actual file auditing operations by specifying
what files to look for.
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RIMFSCAN
method RIMDIFF
method
Filenew
FILENEW Fileprev
object

FILEAUDT
object @

Subscriber AUDIT.FILE

2

Integration
Server

Explorer
Workstation

Figure 16: Auditing with the RIMFSCAN and RIMDIFF methods.

¢ The RIMFSCAN method scans the client's file system based on the values
in the AUDIT.FILE class instance in the audit package. It constructs an
object called FILENEW. The FILENEW object contains one heap per file
discovered during the current scan.

e The RIMDIFF method compares scan results from the current scan (the
scan done during the current Client Connect stored in the FILENEW
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object) with scan results from a previous scan (the scan done during a
previous Client Connect process stored in the FILEPREV object). It will
construct the FILEAUDT object that is then sent to the Configuration
Server. The RIMDIFF method then deletes the FILEPREV object and
will rename the FILENEW object to FILEPREV.

For our particular example, there were 486 instances for both the FILEAUDT
and the FILEPREV object located on the Radia client's computer.
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Summary

Successful Auditing

To illustrate the concepts of inventory information collection, the
Inventory Manager installation contains a set of representative audit
service examples.

The best way to develop your own audit services is to study the samples
that were installed with the Inventory Manager.

Inventory information is collected on the Inventory Manager client
computer when a user connects to the Configuration Server.

The first connection downloads the audit service. The second connection
sends the audit results back to the Configuration Server. The audit-
related scans are done between the two connections.

The RIMFSCAN method scans the client's computer file system based
upon the values contained in the AUDIT.FILE class instance in the audit
package. It constructs an object called FILENEW.

The RIMDIFF method compares the scan results from the current scan
(the scan done during the current Client Connect process stored in the
FILENEW object) with the scan results from a previous scan (the scan
done during a previous Client Connect process stored in the FILEPREV
object). It constructs the FILEAUDT object that is then sent to the
Configuration Server.
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8 Creating Audit Packages

At the end of this chapter, you will:

e Have created a new file audit package.

e Have created a new ZSERVICE for your package.
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This manual is provided to assist you with installing and implementing the
Inventory Manager. Choose the appropriate strategies suited for your
enterprise needs.

Audit Packages or PACKAGE Class

Once you are comfortable auditing using the sample packages provided by
HP, you will probably want to take the next step in designing your own audit
packages.

By expanding the Audit Packages (PACKAGE) class, you will see the audit
package instances.

@ Database
B LICENSE
- [ PRIMARY

A ADMIN
- AUDIT
j Application [ZSERVICE)

j‘l:] Audit Packages || J1E]

----- Ay _BASE_INSTANCE
----- % Adit Execute Behavior
----- % Audit Execute Behavior
----- A dudit System DLL
----- -_'E] Audit To Find and Capture a Local File
----- -_';I-E] Audit To Find and Capture MULTIPLE FILES
----- -_';I-E] Audit to Find and Remove Local File
..... Al CF PO ML Inventory
----- & MWD Dizcovery of Applications
----- % Palm PDA XML Inventary
----- % RIM Reporting
----- A Uri File Sean Audi
----- % Uniz Hardware |reventaory
----- % Unix Saoftware [reventary
----- % WEBEM Scan for RUNMING Services
----- % “WEEM Scan for STOPPED Services
----- % WEBEM Scan for System Softwane
----- -_'E] “WEBEM Scan for Windows Ingtaller Applications
----- -_';I-E] “WBEM Scan for wWindows Services
.. -_‘;l-h “WBEM Scan for windows System Drivers
----- & WEBEM Scan with Condition Statement

Figure 17: Audit Package (PACKAGE) class.
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A complete audit service consists of several connected instances in the
AUDIT domain. The audit package instance is a container that "owns" the
instances connected to it. For example, open the AUDIT.ZSERVICE class and
double-click on the Individual File Audit instance.

EE:F Audit Application [Z5ERVICE]

..... FL) it Muli Files

----- @ Default

----- @ Delete Discoverad Application Corponent

=1 520 Individual File Audit

----- # Audit To Find and Capture a Local File
E Differenced Audit on Install and Update

------ @ Audit Execute Behavior

Figure 18: Individual File Audit instance.

In the example, the Individual File Audit ZSERVICE instance "owns" the Audit
to Find and Capture a Local File instance. The fact that a package instance
owns a component class instance means that all of the instances are managed
as a package unit. If the package instance is deleted, all of its owned class
instances are automatically deleted as well.

A Sound database management practices dictate that the component
class instances owned by a package are not connected to any other
package instance.

The audit service instance must also contain a connection to an instance of
the RIMOPTS class. Connecting an instance of the RIMOPTS class to an
audit service instance causes the expressed behavior to be performed.
Specified behaviors are listed in the following table.

Table 22: Inventory Options (RIMOPTS) Class

Instance Description
Default Contains the base instance attributes for the
RIMOPTS class.

e Collect attribute is set to Diff.
¢ Runexec attribute is set to IU.
e ZSVCTYPE attribute is set to I.
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Instance Description
Differenced When connected to an audit service will difference
Audit on Install the audited information on installation and when the
and Update audited target is updated.

e Collect attribute is set to Diff.

¢ Runexec attribute is set to IU.

e ZSVCTYPE attribute is set to I.
Differenced When connected to an audit service, will difference

Audit on Install,
Verify, and

the audited information in initial installation, on
subsequent connects, and when updated.

Update e Collect attribute is set to Diff.
¢ Runexec attribute is set to IVU.
e ZSVCTYPE attribute is set to I.
Full Audit on When connected to an audit service, will difference
Install and the audited information on installation and update.
Update e Collect attribute is set to Full.
e Runexec attribute is set to IU.
e ZSVCTYPE attribute is set to I.
Full Audit on When connected to an audit service, will
Install, Verify e Collect attribute is set to Full.
and Update

e Runexec attribute is set to IVU.
e ZSVCTYPE attribute is set to I.

See Chapter 5, The AUDIT Domain for additional information about

RIMOPTS attributes.

Finally, a connection to an auditing behavior is needed.
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- FEB) Individual File Aud
: ----- Audit To Find and Capture a Local File
£ Differenced Audit on Install and Update

Figure 19: Connection to an Audit Behavior.

The audit behavior owned by the Individual File Audit ZSERVICE is
connected to the Behavior Services (BEHAVIOR) class within the AUDIT
domain.

The BEHAVIOR class in the AUDIT domain remains unchanged from the
BEHAVIOR class within the SOFTWARE domain. Refer to the Radia
Database Reference Guide, Chapter 8: The SOFTWARE Domain for the
description of the attributes found within this class.
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Using System Explorer to Create/Maintain Audit
Services

By using the System Explorer, we will walk through the construction of a file
audit. An instance of the AUDIT domain's Audit Package (PACKAGE) class
contains information about the inventory information to collect, and what
action to take with that collected information.

Prior to beginning the creations package, you should ask yourself the
following questions:

e  What am I auditing for? Will it be a hardware audit, a file audit, or a
WBEM object audit?

e Will I be deploying to all users, or a select few?

e Will I want this to be connected to a timer for scheduled deployment?
(See Configuring Timers for Audit Collection starting on page 201 for
information concerning timers.)

By viewing and deploying the sample audits provided by HP, system
administrators will be able to create and use their own auditing packages.

A If you are creating a WBEM Audit Package, be aware that HP
OpenView Inventory Manager using Radia for Windows leverages
Microsoft's Windows Management Instrumentation (WMI) to collect
hardware and software inventory data by using WMI queries. Some
WMI queries can traverse the network contacting other servers in
the enterprise to collect the requested information. This may result
in large volumes of data being returned, and could have a
significantly negative effect on network performance. An example of
this would be querying all users on the network using the
W32_UserAccount WMI class. Extreme caution must be taken to
understand the scope of these queries to ensure unexpected results
do not occur. While Inventory Manager provides an interface to
WMI and its providers, it cannot control how these queries are
satisfied. It is the customer’s responsibility to safeguard against
using WMI queries that span the network, if this behavior is not
desired.

To create a new Audit package

1 Go to Start - Programs — Radia Administrator Workstation —» Radia System
Explorer. The System Explorer Security Information dialog box opens.
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) The User ID, as shipped from HP, is RAD_MAST. No password is
necessary. This may have been changed during installation. Check
with your Radia security administrator to obtain your own User ID
and Password, if necessary.

2 Ifnecessary, type a User ID and Password, and then click OK. The System
Explorer window opens.

Double-click PRIMARY.
4  Expand the AUDIT domain.
Double-click on Audit Packages (PACKAGE) class.

= B PRIMARY
- B ADMIN
=-£& AUDIT

| Audit Application [ZSERYICE]
E% Audit Packages [PACKAGE)
A _BASE_INSTANCE_
i}b'l Audit Execute Behaviar
igh'. Audit Execute Behaviar
A Audit Systern DLL
----- .}".h Audit To Find and Capture a Local File
i}b’. Audit Ta Find and Capture MULTIPLE FILES
i}b’. Audit ta Find and Remove Local File
----- .;.'.‘.1 Rk Reporting
i}b’. Urix Software Audit
i}h'l WEEM Scan for RUNMIMG Services
ig.',h WEBEM Scan for STOPPED Services
i}b’. WEEM Scan for System Software
i}b'l WEBEM Scan for Windows Installer Applications
igh'. WEHEM Scan for Windows Services
i}b’. WEEM Scan for Windows System Drivers
A7 WEBEM Scan with Condition Statement

As an example, we will create a new auditing package called Log Finder.
This package will scan a user's computer for .log files, capture them, and
return the results to the administrator.

6 Right-click on the Audit Packages (PACKAGE) class.

A shortcut menu opens.
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g [ atahaze o
- [ LICENSE
B [ FRIMARY
-5 ADMIN
=8 AUDIT

Filter Instances...

E Audit Execute Behavi plew Class
& Audit Execute Behavi  Copy Class
E Audit Spgtern DLL Delete Class
<A fudit To Find and Cay Edit Class...
& Audit To Find and Cay
- MYy &udit to Find and Ren
E RIM Feporting Prune Below
E Unix Software Audit Refresh

7  Select New Instance from the shortcut menu.

The Create Instance dialog box opens.

Create Instance

Enter the new dizplay name:

|Log Finder

Create a new Audit Packages [PACKAGE] instance named:

|LOG_FINDER

] I Cancel

8 Enter a new display name for the package instance. This friendly name
will appear in the tree view.

9 Enter a name for the Create a new Audit Packages (PACKAGE) instance
name. This name appears in the title bar of the list view of the System
Explorer window when the instance is selected and opened in the tree
view.

10 Click OK to continue.
The new Log Finder package is added to the AUDIT.PACKAGE class.
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=B PRIMaAy

-5 ADMIN

B3 suDIT

j &pplication [ZSERYICE)

=4 Audit Packages PACKAGE]

----- & BASE_INSTAMCE_

----- -_'E] Audit Execute Behavior

----- -_'E] Audit Execute Behavior

----- A audit System DLL

----- E Audit To Find and Capture a Local File
E Audit To Find and Capture MULTIPLE FILES
----- % Audit ta Find and Remove Local File

..... A% CE PDA ML Inventory

----- % [

----- % MY DM Discoveny of Applications

E Palm PO 3L [ventary

----- % RIM Reporting

..... A3 Unix File Scan Audi

----- -_'E] riz Hardware [reventory

----- % |Irix Software Inventory

----- E WEBEM Scan for RUMMIMNG Services

----- E WEEM Scan for STOPPED Services

_'E] WEBEM Scan for System Software

----- -_'E] WEBEM Scan for Windows Installer Applications
----- % WEEM Scan for windows Services

----- % WEEM Scan for Windows System Drivers
----- E WEBEM Scan with Condition Statement

Once the Log Finder package is created, you will need to add its components.

To add a component to an Audit package

1 Right-click on the Log Finder package.

2 A shortcut menu opens.
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@ Databaze
LICENSE
= PRIMARY
A ADMIN
= I8 ADIT

: ﬂ Audit Application (ZSERWICE]

= A Audit Packages (PACKAGE)

MY _BASE_INSTANCE_
E Audit Execute Behavior
% Audit Execute Behavior
& Audi System DLL
& Audit Ta Find and Capture a Local File
& Audit To Find and Capture MULTIFLE FILE
& Audit to Find and Remowe Local File
%ﬁ Mew Instance
-_‘E"h Unix S of Delete Instance
& Unix S of Re-name Instance
__?] \WEEM dlt stance...
E WEEM © add Components...
E WEEM S Copy Package. ..
& WBEM © Mew Application Wizard, ..

% WBEM = Show Connections...

E "WEEM ©
E WBEM ©  Refresh
' Behavior Ser Expand all Connections

3 Select Add Component from the shortcut menu.

The Add Components dialog box opens.

% Add Components S

Fackage Mame: Log Finder

Awailable Components

MHew Component Mame

Tz | Add Add+Edi
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4 Click on the Available Components drop-down arrow, and select File.

& Add Components 2lx

Package Mame: Log Finder

Avallable Componentz

=]

Behavior Services

Desktui

Fath

Registry

Irventan Scanners

WEEM

Bigis | Add Add+Edit

5 In the New Component Name text box, enter the new component name.

& Add Components 2lx

Package Mame; Log Finder

Avallable Components

File |

Hew Component Mame

|L|:ug Firded

Bigis | Add Add+Edit

6 Click Add+Edit. The component is added to the package and the Editing
Instance dialog box opens.
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. Editing Log Finder Instance - Last Update: - 06/22/01 12:01:27

2]

"File name or pattern to zearch for

|Cvlog
MHame | Attribute Description | Yalue -
SC&NFDH File name or pattern to search for - G4 log
ACTIDN Report Flags (LM, C. 0.5, D.C1 YWy rNNN b
W OUTPUT Output Object Name FILEAUDT
W T+PE Scan Type [FILE] FILE
GHDUP Group Mame for audited compo...
ZVEF!INFD Collect Extended Infa [1/0] 1
ZHSCSTYF‘ Server File Type [BINARY/TEXT]  BINARY
W ZRSCMFIL Manager Directary Lacation

4| | _'l_l
Ok I Cancel | Festare |

In the Editing Instance dialog box, you can edit the instances that will be
used in your audit.

Use the AUDIT.FILE class instances to help you decide which
instances you may want to edit.

For our example, we changed the SCANFOR attribute to C:\*\*.1log.
Continue to edit, line-by-line, as necessary.
7 Click OK when you are done with your edit.

Click Yes to save your changes.

Next, you will need to create a ZSERVICE instance to contain the Log
Finder package.

To create a ZSERVICE instance

While working in the Audit domain, note that the New Application
Wizard is not available to connect a package to a service. You need
to either copy an existing instance or create a new one.

1 In the System Explorer, expand the AUDIT.ZSERVICE class in the tree

view.

2 Right-click Audit Application (ZSERVICE) and a shortcut menu opens.
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g Database
LICENSE
= FRIMARY

-9 ADMIN
rzzgiﬁunn
[l | 4 pplication [ZSERVIC

&8 _BASE_INSTANC]  Fiter Instances...
A8 Audit Mult Files New Class
ﬁ Delete Discovered  Copy Class
2 Individusl Fle Audi  Delete Class
=l [TA Audit Edit Class..,
3 RIM Repoting
j Urix Hardweare Inv
j Uriix: Software Inve  Prune Below
Q WBEM MSI Based  Refresh

Mew Instance

3 Select New Instance from the shortcut menu.

The Create Instance dialog box opens.

Create Instance |

Enter the new dizplay name:

ILDg Finder

Create a new Audit Application [ZSERYICE] instance named:

|LOG_FINDER

(] I Cancel

4  Type a display and an instance name.

5 Click OK. The ZSERVICE Log Finder is added to the AUDIT.ZSERVICE
class.
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@ Databaze
----- LICEMSE
= [ PRIMARY
o ADMIM
-8 AUDIT
Hjﬂ Application [ZSERWVICE)
..... L _BASE_INSTANCE_
..... L Swdit Multi Files
..... L2 CE PDAXML Inventary
----- j Delete Discovered Application Companent
----- L2 Individual File Sudi
----- B o
----- j MWDk Discovery of Applications
----- j Palm POA <ML Inventory
..... L RIM Reporting
..... L2 Ui File Scan Audi
----- j Unix Hardware Inventary
----- j Unix Software lnventary
----- j WwHEM MSI Bazed Applications
----- j WHBEM Running Services
----- j 'WEBEM Scan for Hardware
----- j WEEM Scan with Condition Statement
----- j ‘WEBEM Stopped Services
----- j WEHEM System Drivers
----- j WEBEM Windows Services
----- j ‘windows Spstermn DLL

6 Use the System Explorer to connect the Log Finder package to the Log

Finder service.

-3 suoir

Eliﬁ Application [ZSERVICE]

..... L _BASE_INSTAMCE_

..... 230 st Mult Files

..... L3 CE PD& HML Inventory

----- j Delete Dizcovered Application Component
..... 23 Individual File Audit

%) Log Finder
= Differenced Audit on Install and Update

Once the connection to the ZSERVICE has been completed, various optional

steps can be taken.

You might want to ask yourself the following questions:
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e Will the service appear in the Software Manager? Should the
ZSVCNAME be changed? Should I enter additional information that may
appear in the Software Manager?

e  Will this be a mandatory or optional service?
e Will the service have a certain length of time to be active?
e Do I want to confirm if the service is installed or not?

The answers to these questions can help you decide how to customize the
service.

For our example, we wanted to change the service name from Unknown to
Log Finder. We also wanted to make this service available to users in the
Software Manager, so we have changed the ZSVCMO attribute from
mandatory to mandatory and optional. We would like the Configuration
Server to report back and store any .log files that are found. Therefore, we
will change the ZRSCMFIL attribute to capture and store this information on
the Configuration Server's directory.
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|.-’-'«|:u|:u|ic:atinn clazz Log Finder Instance Attibutes:

Mame | Attribute Description | W alue

& Z5TOPOND Expression Fesalution Method

& ZSTOPONT E xprezsion Bezolution Method - 001

9 ZSTOPOOZ E xprezsion Bezolution Method - 002

2 Z5TOPI99 Stop Unlezs Radia Connect

‘CHAME Service Mame/D escription Log Finder
R ZSYCTTYP Application Target Type [445]
ZEWCO M andatary or Optional Service [MA0] 3]
SSWLCCSTA Service Statugz on Client [3339) 333
Service Create Ordening [01-33]

E_.-’-‘n.LWﬂYS_ Cantains AUDIT.PACKAGE LOG_FINDER
R _alwavs_ Contain

e _alwiavs_ Contains

e _alwavs_ Contains

fir _atwavs_ Contains

'ﬂ_ﬂ_ALWAYS_ Containz AUDIT.RIMOPTS. DIFF_INSTALL_UFD...
'ﬂ_ﬂ_ALWAYS_ Cantainz AUDIT.PACKAGE AUDIT_EXECUTE_R..
"ﬂ _ALwisTS Ltility A ezolution Method
I:‘ﬂZI:FIE.-’-'n.TE Service Installation Method
|='ﬂZINIT Service Initialization tethod
I*ﬂZDELETE Service Delete Method
I:'ﬂZUF'D»’-‘«TE Service Update Method
q.ﬂ ZVERIFY Service Yerify Method
|=‘ﬂZFHEF'.l’-‘n.IFH Service Repair Method
Z&VIS Avallable Venfied,Installed,S pne F RN
PUBDATE Fublished D ate of Service

W) ERDATE Werfied Date of Service
UPGDATE YWhen Application waz Upagraded on De

LUFDDATE Upgrade [ ate [Programmatic)

INSTDATE Installed Date

W DELDATE Delete D ate

W AUTHOR Author Mame

DESCRIPT Application Degcnption

Figure 20: Log Finder ZSERVICE attributes.

Use the System Explorer to connect and deploy the Log Finder audit service.

In this particular example, the user sees the new audit service in his
Software Manager.
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\ﬁ'.\ Radia Software Manager - Home/All Software = 5'

File Actions Services Help

Radia® Software Manager

@0®
| Thame

RADIA\software
Demo Applications

Stakus. Compressed Size Mandatar:
Amartize Avalzble nia o
Drag & View Available 251MB 0
GS-CALC Available nfa 0
Log Finder Size 6.67 KB
Compressed Size 2.34 KB
Avalable i ]
Redhox Organizsr Avallzble i o
Sales Information Available nia o
StratusPad Avalable nfa o
|Connected [

Figure 21: Log Finder as it appears in the Software Manager.
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Summary

o A complete audit service consists of several connected instances in the
AUDIT domain.

e The audit package instance is a container that "owns" the instances
connected to it. The fact that a package instance owns a component class
instance means that all of the instances are managed as a package unit.

e By viewing and deploying the sample audits provided by HP, system
administrators will be able to create and use their own auditing
packages.

e The New Application Wizard is not available to connect a package to a
service in the Audit domain. You need to either copy an existing instance
or create a new one.
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9 Configuring Timers for Audit
Collection

At the end of this chapter, you will:

e Have created an Audit TIMER instance for an audit package.
e Have created an Audit TIMER ZSERVICE for an audit package.
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This manual is provided to assist you with installing and implementing the
Inventory Manager. Choose the appropriate strategies suited for your
enterprise needs.

The Scheduling (TIMER) Class

The Scheduling (TIMER) class enables the Radia administrator to set a timer
on the client computer that will cause one or more audit services to be
processed whenever the timer expires. The administrator can use this
method to process mandatory audit services automatically according to a pre-
determined schedule.

) As distributed by HP, the SOFTWARE domain also contains a
Scheduling (TIMER) class. Timers can be specified in instances of
either of these Scheduling (TIMER) classes and can be connected to
an Application (ZSERVICE) class instance in either the
SOFTWARE or AUDIT domain.

Housed within the AUDIT.Scheduling (TIMER) class are sample Timer
packages:

e Daily
which will deploy a ZSERVICE everyday at the time specified.
o Weekday

which will deploy a ZSERVICE on Mondays, Wednesdays, and Fridays at
a specified time.

o Weekly
which will deploy a ZSERVICE every seven days at a specified time.

¢ Discover Installed Software Timer
executes a ZSERVICE weekly between 8:30 am and 10:30 pm. Use this
particular timer in conjunction with the ZSERVICE Discovery of
Applications that audits the ADD/REMOVE PROGRAM part of the OS.

These sample packages can be copied and modified, changing the time
parameters to suit your needs. Refer to the System Explorer Guide for
information on copying an instance. Or, you can create a new timer instance
by following the instructions in Creating a Timer Instance beginning on page
207.
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@ Database

..... U
= [ PRIMARY

£

Figure 22: AUDIT Scheduling (TIMER) class.

CEMSE

-] ADMIN
-8 AUDIT

]j Application ([ZSERVICE)

----- & Aydit Packages [PACKAGE)
----- L2 Behavior Services [(BEHAYIOR)
----- |j] Client Methods [EMETHOD)
----- 7] Desktop [DESKTOF)
----- {=] File (FILE]
----- |:‘EJ File Scanner [FILESCAM]
----- |:‘EJ File Scanner Filters [FILTER]
..... B)Z Inwentory Options [RIMOPTS)
----- |_'_ﬁ1 Inwentarg Scanners [SCANNER]
----- qﬁ Path [FATH]

LG S cheduling [TIMER)
5, _BASE_INSTANCE_

,fg,_ Fiadia Audit [Dail)

. EE’_ Radia Audit [wfeekly)

----- |_ﬁ] irtual Mar Location [MGRWLOC)
----- - 3 wBEM (wBEM)

féé,_ MWDk Discover Installed Software

‘ Eg,_Fladia.&udit [weekday - MWF)

Timers can be set to expire periodically (hourly, daily, weekly, monthly, or at
defined intervals), on a specific date, or at a specific time. Each Radia client

is installed with the Radia Scheduler service. This service contains an
executable timer component that executes any program on the end-user

desktop when a timer expires.

Typically, the Radia Scheduler service lies dormant in the background, and
wakes up once per minute to see if a timer has expired. When a timer expires,
the command line associated with the expired timer is executed. Normally,
this command line invokes a connection to the Configuration Server to deploy
or maintain a service.

The following table contains descriptions of the Scheduling (TIMER) class

attributes:
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Table 23: Scheduling (TIMER) Class

Attribute Description

ZOBJPRI Sets the priority for deployment of the ZTIMEQ object. The
ZTIMEQ object is deployed relative to the other elements
being deployed during the Client Connect. The elements
with a priority number less than the value of ZOBJPRI are
deployed before the ZTIMEQ object. A value of 90 is
inherited from the base instance and should not be
changed.

ZSTOP Used to assign timer conditions. Indicate true to cause
resolution of the instance to be skipped. The timer is not
deployed for end users. Leave blank for the instance to be
accepted, and resolution will continue.

ZSCHMODE | Specifies the timer owner. We recommend you leave the
default configuration of USER.

ZSCHDEF Indicates when the timer expires. The syntax varies
depending on the frequency of expiration that can be
DAILY, HOURLY, INTERVAL, NUMDAY, WEEKDAY,
and WEEKLY.

ZSCHTYPE Used only when ZSCHFREQ® = PERIODIC.

Set ZSCHTYPE to DEFERRED to indicate that the first
time an event is attempted to be launched, it will be
deferred until the next scheduled time, no matter when the
timer instance is evaluated. This was designed to handle
the case of a daily 4 A.M. (non-peak) scheduled event that
is sent to the client computer during the day. If it was not
deferred, it would launch during the day instead of waiting
until the next morning.

Example 1:

Suppose you create and deploy a timer with the ZSCHDEF
= DAILY(&ZSYSDATE,4:00:00).

If ZSCHTYPE = IMMEDIATE and it is:

e Before 4:00:00, the command in the instance will be
executed the same day at 4:00:00.

e After 4:00:00, the command in the instance will be
executed immediately.

If ZSCHTYPE = DEFERRED and it is:
o Before 4:00:00, the command in the instance will be
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Attribute

Description

executed the next day at 4:00:00.

o After 4:00:00, the command in the instance will be
executed the next day at 4:00:00.
Example 2:

Suppose you create and deploy a timer with the ZSCHDEF
= WEEKDAY(FRIDAY,4:00:00)

If ZSCHTYPE = IMMEDIATE and it is:
e Not Friday or Friday and before 4:00:00, the

command in the instance will be executed on Friday
at 4:00:00.

e Friday and after 4:00:00, the command in the
instance will be executed immediately.
If ZSCHTYPE = DEFERRED and it is:
¢ Not Friday or Friday and before 4:00:00, the

command in the instance will be executed a week
later on Friday at 4:00:00.

e Friday and after 4:00:00, the command in the
instance will be executed a week later on Friday at
4:00:00.

ZSCHFREQ | This attribute indicates how often the timer should expire
according to the frequency specified in the ZSCHDEF
attribute.

Once for a one-time expiration.
Periodic for a repeated expiration.
Random for random intervals.

ZRSCCMDL | This attribute indicates the command line that is executed
on the subscriber's computer when the timer expires.

ZSVCOID Specifies the object ID of the Application instance that this
Scheduling instance is connected to. This value is inherited
from the base instance and should not be modified.

_ALWAYS_ Stores the connections to other instances.

NAME Friendly name for this instance.

APPSVC Application.

REQUEST Application request.
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Attribute

Description

DOMAIN

Server's domain name.

IPADDR

Server's IP address/name.

SOCKET

Server's socket number.

MGRNAME

Server's name.

ZCREATE

Scheduler CREATE method that runs on the client
computer.

This value is inherited from the base instance and should
not be changed.

ZVERIFY

Scheduler VERIFY method that runs on the client
computer.

This value is inherited from the base instance and should
not be changed.

ZUPDATE

Scheduler UPDATE method that runs on the client
computer.

This value is inherited from the base instance and should
not be changed.

ZDELETE

Scheduler DELETE method that runs on the client
computer.

This value is inherited from the base instance and should
not be changed.

RUNSYNC

Sets the value of Yes or No for the synchronous timer
execution. The default value is Yes.
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Attribute Description

ZNOPING Controls the automatic sensing of a network connection
between the client computer and the Configuration Server.

An expired time will continually evaluate whether
communications with the Configuration Server can be
established. When communications are established, the
command line associated with the time is executed. After
executing the command line, the Scheduler service
resumes normal evaluation of whether the timer has
expired again.

Use this attribute when there is a possibility that the client
will not be able to connect with the Configuration Server.
This attribute is especially useful for mobile users.

Note: In order to use this attribute, you must add it to the
TIMER class template.

PINGDLAY | Sets the amount of time between pings in milliseconds.
The default setting is 2000 milliseconds.

PINGCNT Sets the number of ping attempts to be made by the
Configuration Server.

The default setting is 3.

This section describes how to create and configure a timer, and connect it to
the service that you want to deploy. Prior to creating and configuring a timer,
consider the following:

e What time of day should the timer expire?
e How often do you want the timer to expire?
e Does the timer need to expire more than once?

e  What should happen when the timer expires?

Creating a Timer Instance

To create a timer in the Radia Database, use the System Explorer to create a
Scheduling (TIMER) instance in the AUDIT domain.
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) As distributed by HP, the SOFTWARE domain also contains a
Scheduling (TIMER) class. Timers can be specified in instances of
either of the Scheduling (TIMER) classes and can be connected to an
Application (ZSERVICE) class instance in either the SOFTWARE or
AUDIT domains.

For the purposes of documentation, the timer created will be created from
within the AUDIT domain.

For additional information concerning the Scheduling (TIMER) class, see the
Deploying Applications chapter in the Application Manager Guide.

To create a new timer in the AUDIT domain

1 From the Start menu, go to Programs — Radia Administrator Workstation —
Radia System Explorer. The System Explorer Security Information dialog
box opens.

) The User ID, as shipped from HP, is RAD_MAST. No password is
necessary. This may have been changed during installation.
Check with your Radia security administrator to obtain your
own User ID and Password, if necessary.

2 Ifnecessary, type a User ID and Password, and then click OK. The
System Explorer window opens.

Double-click PRIMARY.
4 Double-click AUDIT.
Right-click Scheduling (TIMER).
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-3 aupiT

..... B¥l] Desktop [DESKTOF)

----- {=7 File [FILE)

- 5__1 _BASE_INSTAR
----- ‘f&r MNYDM Dizcover
- .if_i Fadia Audit (Da
----- u__&_ Fadia Audit (4w
£ Fadia Audit we
----- |_‘E] Wirtual Mgr Location
..... g WEEM PWEEM)
- A NOVADIGM
- 5F PATCH

[+~ j Application (ZSERVICE)

----- E Audit Packages [PACKAGE]

----- E:F Behavior Services [BEHAVIOR)
----- |:']_,I;] Client Methods [CMETHOD)

----- |:"E] File Scanner [FILESCAM]
----- |j|;] File Scanner Filkers [FILTER]
----- BYZ Inventon Options [RIMOPTS)

Filter Instances. ..

Mew Class
Copy Class
Delete Class
Edit Class...

Mew Instance

Prune Eelow
Refresh

6 Select New Instance. The Create Instance dialog box opens.

Create Instance |

Enter the new dizplay name:

|LDg Audit Tirmer

Create a new Scheduling [TIMER] instance named:

|LEIG_.-’-‘«LIDIT_TIMEH|

o |

Cancel

7 Type a name for the new timer instance, such as Log Audit Timer.
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8 Click OK. The timer instance appears in the Scheduling (TIMER) class.

o8 aupiT

Eﬂ---j Applcation [ZSERYICE]

----- }5 Audit Packages [PACKAGE]

----- L:F Behavior Services [EEHAVIOR)
----- [ﬂ] Client Methads [CMETHOD)

----- B] Desktop [DESKTOR)

..... {=4 File [FILE]

----- |j|;] File Scanner [FILESCAM]

----- |j|;] File Scanner Filkers [FILTER]

..... E«E |rventary Dptions [BIMOPTS]
----- |j|;] Inventory Scanners [SCANMNER]
----- A Path [PATH)

=85 Scheduling (TIMER)

..... 5 _BASE_INSTANCE_

..... ,‘f&r Log Audit Timer
----- @_ MWD Digcover Installed Saoftware Timer

Specifying Timer Settings

Whether you have copied an existing timer or you have created a new Timer
instance, you need to review and/or customize your timer settings. Refer to
the Application Manager Guide and the Software Manager Guide for more
information on how to specify the client timer settings.

Specifying ZSCHDEF

Use the ZSCHDETF attribute to define the time interval and date and time to
execute the command line. The syntax varies depending upon the interval
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chosen. When configuring ZSCHDEF, the attribute is set in the following
form depending on the interval.

DAILY (<DATE>,<TIME>[,<LIMIT>])

HOURLY (<DATE>, <TIME>[,<LIMIT>])

WEEKLY (<DATE>, <TIME>[,<LIMIT>])

WEEKDAY (<DAY of Week>,<TIME>[,<LIMIT>])

NUMDAYS (<DATE>, <TIME>[,<LIMIT>],<Number of Days>)
INTERVAL (<DATE>, <TIME>[,<LIMIT>],<Number of Seconds>)

) In the case of NUMDAYS and Interval, the Optional parameter
<LIMIT> is between mandatory parameters. If the optional

parameter is omitted the place must be held with a double comma.

Example:
NUMDAYS: NUMDAYS (20000803,08:00:00,12:00:00,14)
NUMDAYS: NUMDAYS (20000803,08:00:00,,14)

e The value of freq can be:

DAILY, WEEKLY, WEEKDAY, HOURLY, INTERVAL, NUMDAYS

e Ifthe value of freqis DAILY, WEEKLY, HOURLY, INTERVAL, or NUMDAYS, the

date is then specified in the following form:

YYYYMMDD

e Ifthe value of freqis WEEKDAY, the date is then specified as the name

of a day of the week in all uppercase letters. This would be one of the
following:

MONDAY, TUESDAY, WEDNESDAY, THURSDAY, FRIDAY, SATURDAY, SUNDAY

o The values for time and 1imit time are optional. They are specified in

the following form:

HH:MM:SS

e The value for count is optional. It is specified as an integer.

The timer expiration can also be configured on the value of ZSCHFREQ. Use

Table 23 on page 204 to help you determine the appropriate syntax.
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Table 24: Syntax of ZSCHDEF Attributes

Type Syntax Timer Expires

DAILY DAILY (&ZSYSDATE,24:00:00) Daily at midnight by the
system's date.

WEEKLY WEEKLY (&ZSYSDATE, 01:00:00) Every seven days at 1:00 am.

WEEKDAY WEEKDAY (Name of Weekday*,01:00:00) Every Name of Weekday* at

1:00 AM. The weekday must be
specified in uppercase.

HOURLY HOURLY (&ZSYSDATE, 08:41:00) Hourly starting at 8:41 AM on
the system's date.

INTERVAL INTERVAL (&ZSYSDATE, 08:41:00,,30) Every 30 minutes starting at
8:41 AM based on system's date.
NUMDAYS NUMDAYS (20000803,08:00:00,,14) Every 14 days starting on

August 3, 2000 at 8:00 AM.

Specifying ZSCHTYPE

The ZSCHTYPE controls how the timer handles the scheduled event when
the client receives the initial TIMER definition for a service. There are two
valid controls:

¢ IMMEDIATE
will execute the command specified in the ZRSCCMDL attribute
immediately if the date and time indicated in the ZSCHDEF attribute
has passed when the ZTIMEQ object is initially created.

e DEFERRED
will defer the execution if the date and time defined in the ZSCHDEF has
passed and will wait until the next occurrence to execute. This is the
recommended setting.

If the time and date indicated in ZSCHDEF has not passed when the
ZTIMEQ object is deployed, this setting has no effect.
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Specifying ZSCHFREQ

Use the ZSCHFREQ to specify whether the timer should expire once (ONCE)
or repeatedly (PERIODIC) according to the frequency specified in ZSCHDEF.

Specifying ZRSCCMDL

Use the ZRSCCMDL to execute a command on the subscriber's computer
when the timer expires.

Use the following command line to run the audit service when the scheduled
time occurs:
Radskman uid=& (ZMASTER.ZUSERID), startdir=& (ZMASTER.LOCALUID),

mname=§& (ZMASTER . ZMGRNAME) , dname=& (ZMASTER . ZDOMNAME) , sname=§& (ZSERV
ICE.ZOBJNAME)

) Execution causes Radia to launch the AUDIT service behavior,
(EXECUTE .REXX) attached to the AUDIT service.

The parameters indicated in the radskman command may differ
depending upon customer specific implementations.

Specifying ZNOPING, PINGDLAY, and PINGCNT

Use the ZNOPING attribute to control automatic sensing of a network
connection between the client computer and the Configuration Server. The
default is Y. Use this attribute when there is a possibility that the client will
not be able to connect with the Configuration Server such as a mobile user.

Refer to the Software Manager Guide for more information about the
ZNOPING attribute.

o Ifthe ZNOPING attribute is not in the ZTIMEQ object, or if ZNOPING is
not equal to N, the Scheduler service does not ping the Configuration
Server.

e IfZNOPING = N, the Scheduler service will ping the Configuration
Server.

— If the Configuration Server is pinged successfully, the command in
the ZRSCCMDL attribute is executed. The PENDING attribute in the
client's ZTIMEQ object is then set to N. This indicates that the
Scheduler service does not need to ping the Configuration Server
again.
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— Set ZNOPING to W if you are specifying an end limit in the ZCHDEF
attribute. The Scheduler pings the Configuration Server before
executing the command. If the Configuration Server is unavailable,
the ZPENDING flag is set to "W". If the ZSCHEDEF has a limit time,
then when that time passes, the ZPENDING flag is set to N, and the
Scheduler will not attempt to execute the command until its next
scheduled time.

— If the Configuration Server is not pinged successfully, the timer is not
processed any further. The ZPENDING attribute value remains set to
Y. The next time the Scheduler service expires, it should ping the
Configuration Server again.

If ZNOPING is set to N, also use the PINGDLAY and PINGCNT attributes to
further specify the timing and number of pings between the client computer
and the Configuration Server.

e IfZNOPING is set to N, PINGDLAY specifies the time in milliseconds
between pings. The default is 2000.

e IfZNOPING is set to N, PINGCNT specifies number of ping attempts.
The default is 3 attempts.
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Connecting the Timer to a Service

Once you have created your timer, you must connect it to a service. Each
subscriber that receives the ZSERVICE to which the timer is connected, will
receive the timer information in the ZTIMEQ object the next time the Radia
client connects to the Configuration Server.

Use the System Explorer to connect the Log Audit Timer to the Log Finder
ZSERVICE created earlier in this document.

@ Databaze
----- LICEMSE
= PRIMARY
A4 ADMIN
= 8 AUDIT
Ej Application [ZSERYICE]
..... %2} _BASE_INSTANCE_
..... 23 st Muli Files
..... £ CE PO& RML Inventory
----- j Delete Dizcovered Application Component
----- 2 Individusl File Audi
[—]:j Log Finder
e % Log Finder
= = Log Avdit Timer
- % Differenced Audit on Ingtall and U pdate
------ -% Audit Erecute Behawvior

Figure 23: Log Audit Timer instance connected to the Log Finder
service.

Then connect the AUDIT.ZSERVICE.Log Finder to a user or group of users
in the POLICY domain.
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=-J¥ DDelilah
----- w Drefault

Fewas Sales

----- ﬂ Log Finder

b @ Client Self b aintenance

Figure 24: Log Finder attached to a user.

Audit Execution Configuration

By default, when an Audit service is installed on an end user's computer, it
executes immediately and reports to the Configuration Server. This can be
time consuming, especially if the audit service type is WBEM, File Scan, or
an MSI request. The audit service definition may also be installed at a time
when an audit scan is not desirable. For example, when an end user visits the
Software Manager and mandatory applications are processed as defined in
the embed tag enterprisemanagement=auto.

The easiest way to approach this issue is to manipulate how and when the
audit actually executes. This can be accomplished by:

o (Customizing the Inventory Options (RIMOPTS) attribute.
and
e Updating the embed tags in the html file for the Software Manager.

The following describes the steps necessary to customize RIMOPTS and
update the embed tag to prevent audit execution during mandatory
application processing.

To customize the RIMOPTS instance

1 From the Start menu, select Programs — Radia Administrator Workstation —
Radia System Explorer. The System Explorer Security Information dialog
box opens.

) The User ID, as shipped from HP, is RAD_MAST. No password is
necessary. This may have been changed during installation.
Check with your Radia security administrator to obtain your
own User ID and Password, if necessary.
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2 Ifnecessary, type a User ID and Password, and then click OK. The
System Explorer window opens.

3 Expand the PRIMARY file and the AUDIT domain.

@ D atabase
LICEMSE
= PRIMARY
o) ADMIN
=] AUDIT
- %4 Application ZSERVICE)
) 48 Audit Packages [PACKAGE)
= Behavior Seraces [BEHAVIOR)
|8 Client Methods (CMETHOD)
7] Desktop [DESKTOP)
= File [FILE)
| File Scanner [FILESCAN)
ﬁl: File Sn:anrler Flers IFlLT EH]

|_‘|H Imrcntnry Sn:amers I_SE'.-'!-.NNEFEI
G Path FATH)

-8, Scheduling (TIMER)
| Vitual Mar Location (MGRVLOC)
S BEM (WEEM)

4  Create a new instance in the Inventory Options (RIMOPTS) class called
NVDM_AUDIT_NO_EXECUTE, and click OK.

Create Instance

Enter the new dizplay name:

|NWDM Audit No Execute

Create a new lnventory Options [RIMOPTS] ingtance named:

[NVDM_&UDIT_NO_EXECUTE]

k. Cancel
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Next, you will need to edit the NVDM Audit No Execute instance.

5 Expand the Inventory Options (RIMOPTS) class and double-click the NVDM
Audit No Execute instance.

Databaze Tree View: |Inventmy Options class NYDM Audit Mo Execute Instance Attributes:

g Database I Attribute D escription | Walue
g LICENSE M| COLLECT Audit Collection Type [Diff/Full Diff
=+ B PRIMARY A"} FUNEXEC Run Execute on [|.U] u
% ADMIN W zsveTvPE Service Type |
gy AUDIT A2 1aME Friendly Mame NYDIM dudit No Execute

- j Audit Application [ZSERVICE)

—jﬁ Audit Packages [PACKAGE)

L2 Behaviar Services [(BEHAVIOR)

[ TH Client Methods [CMETHOD)

5] Deskiop [DESKTOP)

i=/ File [FILE]

Inventory Options (RIMOPTS)

Drefault

Differenced Audit on Install and Update
Differenced Audit on Install, Verify and |
Full Audit an Install and Update

Full Audit on Install, Verify and Update
Mo =

e

6 Double-click the RUNEXEC attribute in the list view to edit it. Remove any
attribute information. This will ensure that the audit service will not run
during the installation, verification, or update function.

i, Editing N¥DM Audit No Execute Instance - Last Update: - 08714 /01 17:2 el
—Fun Exgcute on [1V.U]
MHame | Aftribute D escription | Value

COLLECT dudit Collsction Type [Diff/Ful] — Diff

RUNEXEC Run Execute on (1]

Bl zsvervre Service Type |

MNAME Friendly Name VDM Audit No Execute

4 | »]

(] 4 I Cancel | Festare |

Next, determine which AUDIT service you will be adding the new
RIMOPTS service to. For example, select the RIM_REPORTING service.

7 Right-click on RIM_REPORTING Service in the AUDIT class.
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8 Select Edit Instance.

=& suoiT

Elj Application [ZSERYICE]

----- £ _BASE_INSTANCE_

----- 2 At Mult Files

----- L0 CE PDA XML Inventory

----- j Delete Dizcovered Application Componett
----- £ Individual File Aud

Eﬂ---j Log Finder

----- j MWDk Dizcoveny of Applications

----- j Falm PD& =ML [Fventany

..... j
..... j Unix File Scar Mew Instance

..... j Urnix Hardwan  “opy Instance

..... j Uris Software Delete Inskance

_____ j WEEM Mg g Pename Instance

_____ j WEBEM Bunni Edit Instance. ..

_____ j WEEM Scan Optimize Service. ..
----- j WEREM Scan Show Conneckions. ..
----- 220 WBEM Stopp
----- 2 WBEM Syster
----- LN WEEM winde  Refresh

..... j Windaws Spzl  Expand All Connections

Motify Subscribers

9 Locate the _ALWAYS_ Contains attribute with the value of
AUDIT.RIMOPTS.DIFF INSTALL UPDATE and change it to a value of
AUDIT.RIMOPTS.NVDM_NO_EXECUTE.
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i, Editing RIM Reporting Instance - Last Update: - 08/14/01 17:46:39 ﬂﬂ

Contains

& J01T. RIMOFT

Marne | Attribute Description | Walue :I
ZSVCINST Service Installation Date/Time
ZSVCUPD Service Update Date/Time J
A3 =5 CPRI Service Create Ordering [01-39]
E_ALWAYS_ Contains AUDIT.RIMOPTS . NVDM_AUDIT_MNO_EXECUTE
E_ALWAYS_ Containg AUDIT.PACKAGE.RIM_REPORTS

Flo_alwavs_ Cortains

Fo_alwavs_ Containg

fir _alwavs_ Contains

Lel

| o

* Caution: Manually editing class connections may produce

undesired resultz during object resolution.

Ok I Cancel | Festare |

10 Next, to define the audit service as Mandatory, locate the ZSVCMO field
and set it to M. This will cause the initial TIMER definition associated
with the audit service to be created on the client.

. Editing RIM Reporting Instance - Last Update: - 08/14/01 17:46:39 ﬂﬂ

—Mandatory or Dptional Service [M/0]

I jv

M arme | Attribute Description

| Walue -

¥ Z5TOPOOT

W Z5TOPO0Z Expression Resolution Method -...
ZSVCNAME Service Mame/Description

W ZSVETTYP Application T arget Type [A./5]
=SV CMO Mandatory or Optional Service [...
A~ CSEL |Update Force Bypass Removel[..
ZSVD’-\ETD Service Activation Date [MMAD ..
ZSVC-‘-\I:TT Service Activation Time [HH:M...

1

Expression Resolution Method - ..

RiIM Reporting

il

| f

oK I Cancel | Festare |

The NVDM Audit No Execute instance is now connected to the RIM

Reporting service.

Chapter 9




= auDIT

Ej Audit Application [ZSERVICE]
..... 22 it Mult Files

----- ﬂ Carales Audit

----- j CE PDA Irvventory

..... £ CE P& XML Inventory
----- j Default

----- j Delete Discoverad Application Com
..... £ Individual File Audit

----- j Falm PDA [nventary

----- ﬂ Falm PDA =ML Irventory

- 2a) RIM Reporting

..... % MWD Audit Mo Execute

----- 4] RIM Reporting
- B¥Z Differenced Sudit on Install anc

------ % Audit Execute Behavior

Software Manager Users

If enterprise users use the Software Manager to install applications, by
default, all mandatory Audit Services will execute when enterprise-
management is performed. This is the case when the embed tag
enterprisemanagement is set to AUTO or if the end user visiting the
Software Manager selects the Enterprise Management button from the
Software Manager.

The following steps prevent mandatory Audit services from executing during
Enterprise Management processing.

To prevent Mandatory Audit Services from executing in the Software Manager

1 Use the Windows Explorer to navigate to the html page that serves up
the Software Manager.
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J Address ID C:iRadialConfigurationServeriinternet\enalishiRADIA

Folders

-] Inetpub
-] pdaimp
-] Program Files
=0

Radia
{1 Configurationserver

LT MAGES
A1 japanese
-7 b
¥ D log
-] pre_d41
-] Radia Configuration Server

A7 rexx

Mame_# Siee [ Type [ Modiied |
" dac File Folder 32902001 11:27 AM
ClaIFs File Folder 3f2942001 11:27 AM
C11mMacES File Folder 3f2902001 11:27 &M

% ASERVICE.ERT &KE EXTFile 12]23/1997 9:26 AM

21 DOC_F.HTM 1KE Microsoft HTML Doc...  1/30/1995 4:37 PM
]FF\ILURE.HTM 1KE Microsoft HTML Dac.,,  1f30/1998 4:38 PM
jFAILUREl.HTM 1KE Microsoft HTML Doc.,,  1j30/1993 11:35 AM
jGETPLGNl.HTM 3KE Microsoft HTML Doc...  9f30/1995 1:52 PM
jGETPLUGN.HTM 1KE  Microsoft HTML Doc... 1j30/1998 11:55 AM
aj INDEX, OLD 1KE CLDFile 1029{1995 4:39 PM
jMAIN.HTM ZKB Microsoft HTML Doc.., 13001998 12:16 PM
]RADIF\.HTM 1KB Microsoft HTML Dac.,,  1f30/1998 4:39 PM
2ZKE Microsoft HTML Doc,,,  6/21/2001 2:02 PM
ﬂjradialNVD 2KE MVDFile 6{21/2001 2:02 PM
jRBANDl HTM 1KE  Microsoft HTML Doc... 1191998 11:53 AM
jRLNUl.HTM 2ZKE Microsoft HTML Doc...  2/2/1996 2:09 PM
jRNA\I’.HTM 1KE  Microsoft HTML Doc..,  1j29/1998 10:12 AM
]SUCCESS.HTM 1KB Microsoft HTML Doc..,  1f30/1998 4:40 PM
jSUCCESSl HTM 10KE  Microsoft HTML Doc,.,  1/30/1998 11:36 AM

Using an ASCII editor, open the html page. By default, this is the

radial.htm file located on your Web server.

Add the following line:

execonupdt=0

This is illustrated in the following figure.
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& RADIALHTM - Notepad

"File Edit Format Help
<html>

<head:

<meta http-egquiv="Content-Type" content="text
<meta names="GEMERATOR" content="Microsoft Fro
<titles</titles

</head:

<body background="gifs/starsl.jpg">
<div align="center " »<center:

<table border="0" width="100%" cellspacing="0
<tr:>
<td width="100%" height="21" bgcolor="#00
<embed src=aservice, ext
height=300
width=550
pluginspage=getplugn. htm
rovidername=RADIA
annerimage=radia. bmp
channelname=SOFTWARE
resolutionmanager=208, 244,231, 61
resolutionport=3464
installedhelpurl=http://208.244.231.61 /radia/
cataloghelpurl=http://208.244.231. 61 /radia/do
Execonupdt=0
usercontaxt=y
autorun:
<align="middle"> <!--webbot bot="HTMLMarkup"
<div align="center"»<centers><table border
<tr>
<td width="100%"></td>
</Tr>
</table>
</center></divs><, td>
</Trs
</table>
< /center></div>
<fbud¥>
</htm] >

Figure 25: Adding the EXECONUPDT=0 to the RADIA1.HTM

4 Save and exit the radial.htm file.

When the client visits the Software Manager and the Enterprise
Management button is selected, the following occurs:

— radskman will not execute the EXECUTE . REXX associated with
mandatory services.

— The previously configured RIMOPTS will prevent the audit service
from executing except when launched via a scheduled (TIMER) event.
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Summary

The Scheduling (TIMER) class enables the Radia administrator to set a
timer on the client computer. The timer will cause one or more audit
services to be processed whenever the time expires.

As distributed by HP, the SOFTWARE domain also contains a
Scheduling (TIMER) class. Timers can be specified in instances of either
Scheduling (TIMER) class and can be connected to an Application
(ZSERVICE) class instance in either the SOFTWARE or AUDIT domains
interchangeably.

Typically, the Radia Scheduler service lies dormant in the background,
and wakes up once per minute to see if a timer has expired.

Use the ZSCHDETF to indicate when the timer should expire.

Use the ZRSCCMDL to execute a command on the subscriber's computer
when the timer expires.
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10 Viewing Inventory from the Radia
Integration Server

At the end of this chapter, you will:

e Know how to access and use the Radia Integration Server pages to view
the inventory information obtained from client computers. The web pages
can be accessed whether or not you have the Management Portal
installed.

e Know how to use the Summary link in the Radia Integration Server to
view information about all Radia clients.

e Know how to use the Detail link in the Radia Integration Server to view
in-depth information about a single subscriber.

e Be able to navigate through the information collected by clicking on
hyperlinks embedded within any table.
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Accessing the Radia Integration Server

To access the Radia Integration Server (via the Management Portal)

1

In Services, ensure that the Radia Integration Server (httpd) is started.

Services

=10l

| adion vew || & o 2@ RE|[2]| > = 1 =

Tree I MName £ | Description | Status | Startup Type | ﬁ
W 8 OfficeScaniT Listener Started Automatic
OfficeScanMT RealTime Scan Started Automatic
%Performance Logs and Alerts Configures performance logs and alerts, Manual
%Plug and Play Manages device installation and configuration ..,  Started Automatic
%Print Spoaler Loads files ta memory For later printing, Started Automatic
%Protectad Storage Provides protected storage For sensitive data, s...  Started Autarnatic
%QDS RSWP Provides network signaling and local traffic cont... Manual
%Radia Configuration Server Software Deployment and Configuration Manual
%Radia Integration Server (httpd) Foundation for Radia Infrastructure Components  Started Automatic
%Radia Management Agent Agent For Radia Management Portal Started Automatic
%Radla MSI Redirector Radia MsI Redirector Started Automatic
%Radia Motify Daemon Radia Motify Daemon Started Automatic
%Radia Scheduler Daemaon Radia Scheduler Daemon Skarted Aukomatic
Remobe Access Auko Connection .., Creates a conneckion to a remoke network whe, Manual
%Ramute Access Connection Manager  Creates a nebwork connection. Manual
%Ramnte Procedure Call (RPC) Provides the endpoint mapper and other miscell...  Started Automatic

i

%Ramote Procedure Call (RPC) Loc...

Manages the RPC name service database,

Manual
-
| _>|J

2 Start your Web browser and type the address and port number of the
Radia Integration Server into the text box in the following format:

http://<I/P Address or hostname>:<Port>.

— The 1/P Address is the IP address of the computer running the
Radia Integration Server.

— The hostname is the name of the computer running the Radia
Integration Server.

— The Port is the port number of the Radia Integration Server. This
port number is usually 3466.

P ddress

http: 44111.111.111.11: 3466

If your Inventory Manager is running from the Management Portal, the
web page shown below opens.
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[ﬁa Radia Management Portal

alor | Logout  Description:
Navigation [History) . [P ERE |,) Q’%‘ Wtems ¥ | ?‘ B [orecor. 122 =] @Q

*[ Desktap J* @

Group of Tasks Directory [ Zone: ACME Corp |

Directory Management
8 Export
& Impart

Model Administration
x Remove Desktop Shortcuts

sf

4
|&] pone [ [ [N3Localintranet 7

3 In the upper right corner, click INVENTORY.

) If the Inventory Manager is not running from the same location
as the Management Portal, the home page opens with the
Radia Integration Server banner. See To access the Radia
Integration Server (non-Management Portal) below for
information on how to access the Radia Integration Server if
you are not using the Management Portal.

To access the Radia Integration Server (non-Management Portal)

1 In Services, ensure that the Radia Integration Server is started.

. =1oix|
| acion vew || & o [Bm|F DB 2] » = 0 = |
Tree I MName £ | Description | Status | Startup Type | ﬁ
W 8 OfficeScaniT Listener Started Automatic
%OfficeScanNT RealTirme Scan Started Automatic
%Performance Logs and Alerts Configures performance logs and alerts, Manual
%Plug and Play Manages device installation and configuration .., Started Automatic
%Print Spooler Loads files to memory For later printing. Started Automatic
%Protectad Storage Provides protected storage For sensitive data, s...  Started Automatic
%QDE RSP Provides network signaling and local traffic cont... Manual
%Radia Configuration Server Software Deployment and Configuration Manual
%Radia Integration Server (htkpd) Foundation For Radia Infrastructure Components Starbed Automatic
Radia Management Agent Agent For Radia Management Partal Started Automatic
%Radia 151 Redirector Radia M3I Redirector Started Aukomatic
%Radia Motify Daemon Radia Motify Daemon Started Automatic
%Radia Scheduler Daemon Radia Scheduler Dagmon Started Automatic
Remaote Access Auko Connection ... Creates a connection to a remoke network whe. Manual
%Ramote Access Connection Manager  Creates a network connection, Manual
%Ramote Procedure Call (RPC) Provides the endpoint mapper and other miscell.,.  Started Automatic
Remote Procedure Call (RPC) Loc...  Manages the RPC name service database. Manual =
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2 Start your Web browser and type the IP address and port number of the

Radia Integration Server into the text box in the following format:
http://<I/P Address or hostname>:<Port>.

— The 1/P Address is the IP address of the computer running the
Radia Integration Server.

— The hostname is the name of the computer running the Radia
Integration Server.

— The Port is the port number of the Radia Integration Server. This
port number is usually 3466.

tddress http: A4111.111.111.11: 3466

The home page of the Radia Integration Server opens.

MANAGER | REPORTING | SITE | SERVER HOME]
ADMIN ADMIN

Radia Integration Server , Version 2.3
The policy manager is a custom YWeh server that allows you to interface with the following sources to policy information in ywour enterprige: -

s LDAP/X.500 Directory - a sophisticated policy resolution model is responsible for discovering and arbitrating the conflicting policies that your directory may
contain that effect a computing device or user,

Web Administration - 2 range of options for viewing and changing the configuration of the web server are available

Extensible Namespace - the URL namespace of the web server can be extended by arbitrary Tel Functions - suitable for more advanced customer
integration to LDAP, ODBC or other unspecified sources of information. Leverage the power of Tol - The ditimate Enterprise Glue

When this server is intetaced imo vour existing EDM or Radia infrastrucure the resultis a powerul policy-hased delvery and management of applications
throughout your enterprise. Leveraging your imestment in either Data warehousing or direclary senvices and reducing the total cost of ownership of your
enviranment whilst st the same fime significantly increasing the relisbility and availability

Ityou hawe any comments ar guestions on how this technolagy can helpyaou please email policy@novadigm.com

| | Inkernet

Maneuvering in the Radia Integration Server:
Non-Management Portal Users

The Radia Integration Server home page is a Web page designed to facilitate
your use of various Radia products such as the Radia Inventory Manger, the
Radia Policy Server, and the Radia Policy Manager (also known as the Push
Manager).
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) For more information on any of these add-on features, contact your
sales representative.

The tabs and links across the top of the page access the following:

Table 25: Radia Integration Server - Tabs and Links

Tab/Link Information

MANAGER ADMIN | Clicking on the MANAGER ADMIN tab allows the administrator to
view and navigate through the Radia Database.

Note: In order to use this feature, the Radia Integration Server
must be installed to the same computer as the Configuration
Server.

REPORTING Clicking on the REPORTING tab takes you to the Web-based reports
that show the information collected through the Inventory
Manager. This area is specific to and is the primary focal point for
the Inventory Manager.

SITE Clicking on the SITE tab takes you to a place where custom HTML
can be stored. This area is specific to the Radia Integration Server.

Server Admin Click on the SERVER ADMIN tab to change the settings of the Web-
server itself. This area is specific to the Radia Integration Server.

HOME Clicking on the HOME link will return you to the Radia Integration
Server home page.

SUPPORT Clicking on the SUPPORT link opens another web browser pointing
at the HP Home Page. From here, you can access Support,
Technical Publications, as well as our corporate information.

Alternatively, go directly to the HP OpenView web site.

INFO Clicking on the INFO link will bring you to more Radia Integration
Server documentation.

) Information specifically related to the Radia Integration Server
can be found on the HP OpenView web site.

Reporting
Click on the REPORTING tab to access the queries page.
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| MANAGER | REPORTING | SITE | SERVER HOME | SUPPORT | INFO

ADMIN | ADMIN

Homer Inventary> Summary] | [Detail o8

Summary - 1 subseribers in database

Action: IShUW-Subscribers j @

Application Subscribers

Subscriber B Modified Installed Apps (#)
SAMPLET | conFic. | appiications] 2000-11-02 1651:21 4

Back ta top

Figure 26: Accessing the REPORTING tab.

At the top of the page, select:

¢ Summary
which will show information about all subscribers or Radia clients.

or

e Detail
which will show in-depth information about a single subscriber or Radia

client.

Summary Information

Click the Summary link to display the following:
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| MANAGER | REPORTING | SITE | SERVER HOME| SUPFORT | INFO
ADMIN

Homes> |nventory> Summary] | [Detail on

Summary - 1 subscribers in database

Action: IShUW’ Subscribers j @

Application Subscribers

Subscriber B Modified Installed Apps (#)
SAMPLET | conric. | aepLicarions] 2000-11-02 165121 q
Back to top
[ [ mnterner

Figure 27: Reporting tab - Summary.

Click the drop-down arrow for Action to make a selection from a drop-down

menu.

Summary

Action: Select j @
Limit to: Show - Subscribers ~ @

Show - Applications

Show - System Drivespace

Show - [P Addresses

YWEBEM - Configuration

Status - Application Events

Status -WBER Events
Status - Connect

Status - Multicast Server Statistics ~
Status - Client Download Statistics
otatus - Notity -

Figure 28: Summary tab - Action drop-down menu.
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Table 26 below indicates the information that can be accessed from the Action

drop-down menu.

Table 26: Reporting Tab - Actions Drop-down Selections

Action Reporting Available

Show - Lists all of the Radia clients that have connected to

Subscribers the Configuration Server; the most recent date and
time the subscriber connected, and the number of
applications that a subscriber has installed. Use this
in conjunction with the Limit To drop-down menu to
control the number of subscribers/clients to be
viewed. You can access the subscribers/clients system
configurations and application information.

Show - Lists the applications available to Radia clients. It

Applications also shows how many users have subscribed to a

particular application.

Show - System

List the end users' system drive space. Includes the

Drivespace drive indicator (such as C: drive), the drive size in
megabytes, the systems free drive space in
megabytes, and the free drive space expressed in a
percentage.

Show - IP Lists the IP address and MAC (Machine) addresses

Addresses for each subscriber.

WBEM - A summary of configuration information for all Radia

Configuration clients.

Status - Will show the last event (install, uninstall, verify,

Application repair, etc.) for all Radia clients and all applications.

Events

Status - WBEM
Events

Not applicable at this time.

Status - Connect

Shows statistics concerning the last connect for all
Radia clients.
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Reporting Available

Status -
Multicast Server
Statistics

Shows statistics for all client downloaded resources in
your network. This is useful for obtaining a network
profile of your client downloads, as well as debugging
client download problems. Includes the following
information for all client downloaded resources: the
exact source of a resource delivery (for example, a
Proxy Server, Stager, Configuration Server, or
Multicast Server), how many files were delivered
from each source, how long the delivery took from
each source, and the total size of resources
downloaded from each source. For a sample of fields
reported, see Table 31 on page 253.

Status - Client
Download
Statistics

Shows statistics for all client downloaded resources in
your network. This is useful for obtaining a network
profile of your client downloads, as well as debugging
client download problems. Includes the following
information for all client downloaded resources: the
exact source of a resource delivery (for example, a
Proxy Server, Stager, Configuration Server, or
Multicast Server), how many files were delivered
from each source, how long the delivery took from
each source, and the total size of resources
downloaded from each source. For a sample of fields
reported, see Table 31 on page 253.

Status - Notify

This report is not applicable for the Inventory
Manager.

Errors - Connect

Summary of error information for all Radia clients.

Errors - Notify

This report is not applicable for the Inventory
Manager.

Admin -
Configuration

Lists current configuration setting of the Inventory
Manager module.

For most of the Summary Reports, it is possible to obtain more detailed
reports by clicking on buttons and hyperlinks embedded within the reporting
tables. For more information on Detail Reports, see Detail Information
beginning on page 234.
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Detail Information

Click on the Detail link to display the following page:

HOME | SUPPORT | INFO

Home> Inventory> [Summary] | [Detail] on

Subscriber Detail - 1 subscribers in database

Repoiting @ Inventory ¢ General ' History Action: Select

Subsorber oo [RE———3]
Filtering: @ Subscriber: SAMPLET

Figure 29: Reporting tab - Detail Report.

Use the buttons and drop-down menus to configure what you would like to
see reported. The type of Report you select directly impacts the Action you
can take. For example, if you would like to see the General Reporting items,
select General Reporting option. Then click on the Action drop-down arrow to
see what Action items are available to you.

Table 27 on page 235 indicates the information that can be accessed from
each of the drop-down menus.
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Table 27: Reporting Tab - Detail Reporting — Type

Type Action Available
Inventory Allows you to select the following Actions:
Reporting e WBEM Applications
For WBEM audited applications.
o WBEM Features

Displays the software features for a particular
subscriber.

WBEM Elements
Displays the software elements for a particular
subscriber.

Configuration - Summary

Displays OS configuration, hardware, disk drive
information, environment, and Windows
services.

Applications
For managed and audited applications.

Installed Applications

Displays the information for the audited files,
installed applications and applications that
have been added or removed.

Audited Files

Displays audited files information such as
name, version, status, etc.

PDA Devices

Displays any found PDA devices for a particular
subscriber.

WBEM PDA Config

Displays the configuration and any installed
products for a subscribers PDA device.

Viewing Inventory from the Radia Integration Server
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Type Action Available

General Allows you to select the following Actions:

Reporting o Show - Config

Detailed reporting on such things as devices,
hardware, and software for a particular
subscriber.

e Status - Application Events
Displays the Application Events (application
packages) for a specific subscriber.

¢ Status - Connect
Displays the connection status for a specific
subscriber. This also includes a report on any
errors.

e Status - Services
Displays the service state of the devices.

e Status - Notify
Displays the notification status of the devices.

¢ Status - Summary
Displays connection status for a specific user.

e Status - Detailed
Displays the connection status as well as errors
for a specific subscriber.

History Allows you to select the following Actions:
Reporting e Application Events

Displays application event history.
e Connect

Displays connect history.
e Errors

Displays error history.

e State
Displays state history.

Subscriber

The Subscriber drop-down menu lists all of the subscribers (clients and or end
users) that reporting is available for.
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) Remember, the Detail reporting functions focus on individual users.
If you wish to view more than one user, click the Summary link to
enable viewing multiple users.

To view a specific user, click the Subscriber drop-down menu as follows:

Subscriber Detail - 3 subscribers in database

Reporting: @& Inventory ¢ General © History Action: | Select |
Subscribher m _—
Filtering: | @ Subscriber: Selact J

[CTANZILLO
SAMPLET
UNIX_FILE_AUDIT

Figure 30: Details - Subscriber drop-down menu.

To select a Subscriber, simply hold your cursor over the list item and click on
the desired user.

Subscriber Filtering

Before you use the Subscriber drop-down menu, you can filter the available
subscribers list by entering all or part of a subscriber's name in the Subscriber
Filtering text box. If you enter only part of a subscriber's name, be sure to use
the asterisk (*), which acts as a wild-card variable, before or after the text
you typed. For example, to filter all subscribers containing TEST in their
names, you would type *TEST* in the Subscriber Filtering text box.

Maneuvering in the Radia Integration Server: Management
Portal Users

The Management Portal is a Web-based interface used to manage your Radia
infrastructure. The Management Portal consists of the Radia Integration
Server service, the Management Portal service, and the Management Portal
Directory. You can perform administrative and operational tasks to objects in
your infrastructure.
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Actions performed in Management Portal are accessed through one interface.
Accessing the inventory functions in the Management Portal by clicking on
the INVENTORY button located in the upper right hand corner of the
Management Portal interface.

é i . INVENTORY | HOME
"W} Radia Management Portal

invent
& Portal Administrator | Logout Description: ble

®
QO dlruEe EEE mes | | 7| ©Q [oreaor 1225 00

<

Directar Zone: ACME Cor
¥ P

Navigation (History) B
*[ Desktop |7

Group of Tasks

Directory Management
T Expont
& Import

Model Administration ()
A Remove Desktop Shortcuts

of

P
[&] pone l_l_l_ q Lacal inkranet v

Figure 31: The home page of the Management Portal.

For specific information about the features of the Management Portal, refer
to the Installation and Configuration Guide of the HP-OpenView
Management Portal Using Radia.

Once you have accessed the Radia Integration Server from within the portal,
the functionality of the interface is the same as non-portal users.
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[ﬁ/’ Radia Management Portal "

invent
Homes Inventons [Surmmary] | [Detail] oQn-

Summary - 1 subscriber in database

Action: |ShUW- Subscribers j @

Application Subscribers

Subscriber B Modified Installed Apps )
11/02/2000 04151121
SAMPLEL [ conric | appuicaTions | oM 4
Back to tap
[
[&] l_’_’_ & JLocal intranet Y

Figure 32: Radia Inventory Server homepage viewed from the
Management Portal.

Administrator Hints and Tips

When viewing reports, you are able to navigate through the information
collected by clicking on hyperlinks embedded within any table. These links
can be in a table header or in the actual body of a particular report.

The following example shows how an administrator might navigate through a

Summary report for Show — Applications.

To navigate through a Summary report for Show - Applications

1 Access the Radia Integration Server via the Management Portal or the
Radia Integration Server home page.

2 Click the Reporting tab.
Click the Summary link.
4 From the Action drop-down menu, select Show — Applications.

When the screen refreshes, the Applications table is displayed.
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(ﬁﬂ Radia Management Portal

invent

Homes  Invertorys [Surnrrary] | [Detsil] on-
Summary - 1 subscriber in database
Action: |Shuw - Applications j @
Applications
Application Name B Subscribers
Amortize 1
RiM Reporting 1
Sales Information 1
WBEM Hardware & Software 1
Bad to top
[/
|€| ’_l_’_ ‘ﬁ Local inkranet 4

This table shows all the applications that are available to all subscribers.
There is a variety of actions and information that can now be accessed.

5 To sort a column:

— Click on the Applications column heading to list the applications in
reverse alphabetical order.
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43 RMP: - login - Microsoft Internet Explorer provided by Novadigm Inc.

=10l x|
J File Edit Wiew Favorites Tools  Help |
J Back ~ = - @D 4t | @ search [GelFavorites & AHistory | B-SwE R
| Address | hetprjiin.n1.111.11:3466) ~| P

Radia Management Portal

Homes Inwzntory> [Summary] | [Detail]

Summary - 1 subscribers in database

Action:

|Sh0w-AppIicati0ns j @

Applications

Applica%ﬂ Name & Subscribers

WBEM Hardware & Softmare

1
Sales Information

1
Ritd Reporting

1
Amotize

Badk to top

|@ http:f{pathyptest: 3466/ rim/overview. kspaction=show-appsédevice_id=a&maxrows=500000&filker=8&percentfre (2 Local intranet

2 indicates the column heading that the table is currently
sorted by and designates whether the table is sorted in

ascending order = or descending order ﬂ_

— Click on the Subscribers column heading to sort the list in ascending

order.

Viewing Inventory from the Radia Integration Server
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2} RMP: - Microsoft Internet Explorer 18] x|

File Edt Yew Favorites Tools Help

GBack ~ = - (D [ 4| Doeach EFavorites Cgristory | Eh- S w5 &

| address [ hitp:fi122. 168.102.220:3468

Radia Management Portal B¢  p s p e

Novaeag/cwm
[Summary] | [Detail] [} ﬂ

Home> Inventory=

Summary - 3 subscribers in database

| Action: ISHDW’APPUCE‘.IUHS | @

Applications

Application Name Subscribers E

Amartize 1

ITAAudit Cim_LogicalDisk 1

Sales Information 1
Unknown Senice
WYBEM Hardware & Software

RiM Reporting

Back to top

&] Done [ [ |4 intemet

6 Sorting within a row:

— Click on any of the Applications to view the Radia clients for that
particular application.
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2} RMP: - Microsoft Internet Explorer 18] x|

Fle Edt Yew Favorites Tools Help ‘

GaBack ~ = - (@D [ 4| Dseach Favorites Christory | By Sp w5 &

Address [#] heepi/i192. 168, 102.220:3466 x| pa HLinls &)

INVENTORY | PUBS | HOME

H C 7
Radia Management Portal (RC7) N IVADIEN

Hame> Inventory> [Summary] | [Detail] on

Summary -3 subscribers in database

| Action: |Sta|u5 - Application Events = @

Status - Application Events> RIM Reporting >

Application Events
Subscriber B Service Created | Modified = Application Name | Event Status Date Deleted | Date Verified | Date Installed = Date Fi:

2002-02-07 | 2002-02-07 2002-02-07 2002-02-07 2002-02-

CTANZILLO RIM_REPORTING 102035 0232 RIM Reporting Install | Successful 017552 101752 L0175
2000-11-02 | 2000-11-02 2000-11-02 2000-11-02 2000-11-

SAMPLET RIM_REPORTING 13590 155920 RIM Reporting Install | Successful L5507 . L5

Badk to top

1l Bl

€] Done || |4 mtemet

CTANZILLO and SAMPLE]1 are the only two Radia clients for the
Amortize application.

From here, it is possible to access even more information. Just as on the
Applications page, clicking on any of the column headers will result in a
sort process. Click on any of the hyperlinks within the rows to provide
additional information for that item.

7 Click on the subscriber, CTANZILLO.
The Application Events for CTANZILLO opens.
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Homes Inventorys [Summary] | [Detail] [i =]

Subscriber Detail - 3 subscribers in database

(R eporting: ¢ Inventory * Ceneral O History Action: Status - Application Events =
Subseriber 3 [0} Subscriber: CTANZILLO -

(Filtering:

Status - Application Events>

Application Events (CTANZILLO, running Windows_NT Version 5.0 [Build 2195])
Subscriber Service B Created | Modified | Application Name | Event | Status Date Deleted | Date Verified | Date Installed | Date Fixed
20020207 | 2002-02-07 RIM R Install s il 2002-02-07 2002.02-07 2002.02-07
CTAMZILLO  |RIM_REPORTING| *, oo 102322 eporting nsta uecessiy 10:17:52 10:17:52 10:17:52
Back to top
4 12
] Done [ [ [a ntemet

This report displays all of the applications CTANZILLO has downloaded.

) Notice that since we are accessing information on a specific user,
the mode of reporting has refreshed to the options available through
Detail reporting.

The administrator can continue to access additional information about a
particular subscriber, application, and so forth, simply by clicking on the
embedded hyperlinks.

Table 28 on page 245 shows the results of clicking on specific links.
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Table 28: Summary Links - All Actions

Action

Embedded Links

Show —
Subscribers

Click Config to show a detailed report for a
specific user such as O/S configuration,
hardware, disk drive information,
environment, and Windows services.

Click Application to show a detailed report
for a specific user including managed and
audited applications.

Show —
Applications

Click a specific application to show Status
Application Events for that particular
application.

Click on a specific subscriber to view
detailed Application Events for that
particular subscriber.

WBEM —
Configuration

Click on a Subscriber to obtain a detailed
report for that user such as O/S
configuration, hardware, disk drive
information, environment, and windows
services.

This is the same as clicking on Config in the
Show - Subscribers summary report.

Status -
Application Events

Click on a Subscriber to obtain a detailed
report of application events for that
particular subscriber.

Click on either Install or Uninstall in the
Event column to filter.

Click on either Successful or Unsuccessful to
filter in the Status column.

Status -
Connect

Click on a subscriber to obtain detailed
reports on a specific user's connect status
and any errors encountered.

Status -
Notify

Notify Status for use with Push Manager.

Viewing Inventory from the Radia Integration Server
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Action Embedded Links

Errors - e C(Click on a subscriber to display detailed
Connect information concerning a specific user's

connect and error information.

Errors - e Used by the Push Manager.

Notify

Admin — e There are no embedded hyperlinks for this
Configuration report.

Table 29: Detail - Inventory Reporting

Action

Embedded Links

Applications

Managed Applications

Click on a subscriber to see a
detailed report of all of the

applications for that
particular subscriber.

Click on a service to see a

summary report of

Application Events.
Audited Applications

¢ No embedded links.
WBEM Audited Applications e No embedded links.
Audited Files e No embedded links.
Configuration e No embedded links.
WBEM Audited Files e No embedded links.

Table 30: Detail - General Reporting

Action Embedded links
Show — e No embedded links.
Config
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Action

Embedded links

Status — e Click on Subscriber to display the detailed history of
Application this particular application.
Events e C(Click on a service to display the summarized report
for a particular application event.
e C(Click on either Install or Uninstall in the Event column
to filter.
e Click on either Successful or Unsuccessful to filter in
the Status column.
Status — e No embedded links.
Connect
Status — o EDM service status.
Services
Status — o Notify Status for use with Push Manager.
Notify
Status — ¢ No embedded links.
Summary
Status — e No embedded links.
Detailed

Viewing Audited Files Using the Radia Integration Server

In this section, the Audit Multi Files example illustrated in Configuring a
Sample Audit on page 179 is used to examine how the collected information is
presented within some of the Radia Integration Server reports.

Summary Reporting Examples

To view a sample Summary report

1 In Services, ensure that the Radia Integration Server is started.

2 Start your Web browser and type the address and port number of the
Radia Integration Server into the address field: http://I/P Address or
hostname>:<Port>.

Viewing Inventory from the Radia Integration Server
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The home page of the Radia Integration Server is displayed.

RADIA Integration Server

MANAGER | REPORTING | SITE | SERVER HOME | & IRT | INFO
DMIN | ADMIN

Radia Integration Server, Version 2.3
The policy manager is a custorm YWeb server that allows you to interface with the following sources to policy information in your enterprise: -

s LDAP/X.500 Directory - & sophisticated policy resolution model is responsible for discovering and arbitrating the conflicting policies that vour directary may
contain that effect 3 computing device or user,

 Web Administration - & range of options for viewing and changing the configurtion of the web server are svailable.

+ Entensible Namespace - the URL namespace of the web server can be extended by arbitrary Tel Functions - suitable for more advanced customer
integration to LDAP, ADBC or other unspecified sources of information. Leverage the power of Tol - The titimate Enterprise Glue

\When this server is interfaced inta your existing EDM or Radia infrastrucure the resultis a powerful palicy-based delivery and management of applications
throughoutyour enterprise. Leseraging your irvestment in either Datawarehousing or directory senvices and reducing the total cost of ownership of your
enviranment, whilst atthe same time significantly increasing the reliability and availabilit.

Ityou hawe any comments ar gquestions on how this technalogy can help yvou please email policy@novadigm.cam.

3 Click the REPORTING tab.

The Summary page opens.

RADIA Integration Server

MANAGER | REPORTING | SITE | SERVER HOME | SUPFORT | INFO
ADMIN | ADMIN

Home> |nventary> Summary] | [Detail on

Summary - 3 subscribers in database

Action: [Show - Subscribers =l @

Application Subscribers

Subscriber B Modified Installed Apps (#)
CTANZILLO | conrc J apruications] 2002-02-07 14:48:08 H
SAMPLET | conric. § apeications] 2000-11-02 16:571:21 4
UNIX_FILE_AUDIT | conrc J apruications] 2002-02-07 1155436 1

4 On the Action drop-down menu, select Show Applications.

Here you can see the Radia clients that have selected to download Audit
Multi Files.

5 In the Application Name column, click on Audit Multi Files.

The Status - Application Events page opens.

248 Chapter 10



RADIA Integration Server

MANAGER | REPORTING | SITE | SERVER HOME | SUPPORT | INFO
ADMIN | ADMI

Home> Inwventory> Summary] | [Detail [ ] n

Summary - 3 subscribers in database

Action: [Status - Application Events =l @

Status - Application Events> Audit Multi Files >

Application Events

Subscriber B Service Created Modified Application Name Event Status Date Deleted Date Verified
CTANZILLO AUDIT_wuLT_pLes| ST | 0RO e Instal tul 20020207
1ean12 | taamre  PucitMulifies nstall | Successfu 144241

Back to tap

Here you can see the Radia clients that have selected the Audit Multi
Files.

To see more detailed reporting for specific users, see the next section,
Detail Reporting Example below.

Detail Reporting Example

To view a sample Detail report

1 In Services, ensure that the Radia Integration Server is started.

2 Navigate to the Radia Integration Server's home page.

RA@IA Integration Server

MANAGER | REPORTING | SITE | SERVER HOME | SUPPORT | INFO
ADMIN | ADMII

Radia Integration Server, Version 2.3
The policy manager is a custorm YWeb server that allows you ta interface with the following sources to policy information in your entarprise: -

+ LDAP/X.500 Directory - 3 sophisticated palicy resolution model is respansible for discavering and arbitrating the conflicting palicies that yaur directary may
contain that effect  cornputing device or user,

« Web Administration - a range of options for viewing and changing the configuration of the web server are available

s Extensible Namespace - the URL namespace of the web server can be extended by arbitrary Tel Functions - suitable for more advanced customer
integration to LDAP, QDBC or other unspecified sources of information, Leverage the power of Tcl - The Uitimate Enterprise Glue,

When this server is interfaced into your existing EDM or Badia infrastrucurs the resultis a powerful policy-hased delivery and management of applications
throughout your enterprise. Leveraging your investment in either Data warehousing or directory senvices and reducing the tatal cost of ownership of your

enviranment, whilst at the same time significantly increasing the reliability and availabilit.

I yow hawe any comments or questions on how this technalagy can help you please email palicy@novadigm com

3 Click the REPORTING tab.
The Subscriber Detail page opens.
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RA@IA Integration Server

MANAGER | REFORTING | SITE | SERVER HOME | SUPFORT | INFO
oMIN | ADMIN

Home> [nwentory> Summary] | [Detail o n

Summary - 3 subscribers in database

Action [Show- Subscribers @

Application Subscribers

Subscriber B Modified Installed Apps (#)
CTANZILLO | conric. | appuicaTions | 2002-02-07 14:46.08 2
SAMPLE1 | conee J aeeuications] 2000-11-02 16:51:21 4
UNIX_FILE_AUDIT | conrc. § apeuications] 2002-02-07 115436 1

Click on the Detail link.

From the REPORTING options (Inventory, General, and History), select what
type of reporting you would like to view. For our example, select
Inventory Reporting.

From the Action drop-down menu, select the Action. For our example,
select Audited Files.

From the Subscriber drop-down menu, select CTANZILLO.

You are presented with all of the audited . exe files for the user
CTANZILLO.

RADIA Integration Server

MANAGER | REPORTING | SITE | SERVER HOME | SUPPORT | INFO
ADMIN | ADMIN

Home> Inventory> [Summary] | [Detail] on

Summary - 3 subscribers in database

Action [Status - Application Events BRG]

Status - Application Events> Audit Multi Files >

Application Events

Subscrib ] Service Created Modified Application Name Event Status Date Deleted Date Verified
CTANZILO AUDIT MULT FiLes| e 007 | 2002 0BT et Fi hstal  |S ful 2mehzeT
144512 | Tegpe  PUEtHliTles etal | Succesch] 14441

Back to top

You can continue to view the audited information in various formats by
using the drop-down menus to specify the reporting configuration.
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Summary

o Ifinstalled, the information obtained by auditing client computers is
stored in the Radia Integration Server.

e The Summary link in the Radia Integration Server will show information
about all Radia clients.

e The Detail link in the Radia Integration Server will show in-depth
information about a single subscriber.

e  When viewing reports within the Radia Integration Server, you are able
to navigate through the information collected by clicking on hyperlinks
embedded within any table.
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A Detail and Summary Reporting Tables

Table 31: Inventory Reporting — Detailed Reports

Action Displayed Columns Queried Tables Queried
Table Title /Display Name
Applications Managed Applications | device_id/Subscriber AppEvent
service_id/Service
ctime/Created
mtime/Modified

app_name/Application Name

event/Event

del_time/Date Deleted

ver_time/Date Verified

inst_time/Date Installed

fix_time/Date Fixed

Audited Applications

Cim-show-apps.tsp

Installed Applications

Installed-apps.tsp

Add/Remove Installed-uninstalled-apps.tsp
Applications
WBEM Applications | Installed Products wName/Tag rCIM_Product
wVendor/Vendor
wVersion/Version

wIdentifyingNumber/Software Spec

wCaption/Caption

Installed Filesets /

wPartComponent/Fileset

rCIM_SoftwareFeatureElements

Packages

wName/Tab

rCIM_SoftwareElement

wVersion/Version

wSoftwareElementID/SoftwareSpec

wTargetOperatingSystem/TargetOS

wManufacturer/Vendor

wCaption/Caption

winstallDate/Install Date

Audited Applications

wCaption/Application Name

rNVD_Product

mtime/Modified

CIM_Product.wDescription/type

wName/Name

wVendor/Vendor
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Action Displayed Columns Queried Tables Queried
Table Title /Display Name
wVersion/Version
wlnstallState/Installed
winstallDate/Date Installed
Audited Files Audited Files name/Name FileAudit
version/Version
status/Status
vendor/Vendor
product/Product
prodvers/Product Version
scanfor/Scanned
file_date/File Date
file_size/File Size
mtime/Modified
file_type/File Type
path/Path
Configuration 0/S Configuration mtime/Modified rWin32_OperatingSystem
Summary for
Windows
_wO0S/0S
WRegisteredUser/Registered User
wOrganization/Organization
wSerialNumber/S/N
wSystemDirectory/Sys Dir
WtotalPageFileSpace/PageFileSize (mb)
Hardware manufacturerr/Manufacturer rWin32_ComputerSystemProduct
_model/Model RWin32_systemEnclosure
_WSNTag/S/N RWin32_Processor
wManufacturer,wCurrentClockSpeed/Processor RWin32_LogicalMemoryConf
wTotalPhysicalMemory/Physical Memory (MB) rWin32_Computer System
wSystemType/System rWin32_Bios
_WwBios / Bios
_wKybd/keyboard RWimd32_Keyboard
_wMouse/Mouse rWin32_PointingDevice
_wVideo/Video/Video rWin32_VideoController
_wDriverName/Printer rWin32_Printer
_WSerialPort/Serial Ports rWin32_SerialPort
_wParallelPort/Parallel Ports rWin32_ParallelPort
Network Adapter Wbem-show-network.tsp
information
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Action

Displayed
Table Title

Columns Queried
/Display Name

Tables Queried

Disk Drive Information

Wbem-show-drives.tsp

Environment

Wbem-show-environment.tsp

Windows Services

Wbem-show-services.tsp

Device Configuration

Ctime/Created

Device Config

Mtime/modified

0s/0S

Os_level/ OS Level

Sysdrv/Sys Drive

Sysdrv_total/ Sys Drive Size (MB)

Sysdrv_free/Sys Drive Free (MB)

Software (CLIENT and

Person/Person

Device Config

Organization/Organization

Language/Language

Protocol/Protocol

Timeout/Timeout

Trace/Trace

Edmsys/Sys Dir

Edmlib/Lib Dir

Edmlog/Log Dir

Hardware

Ipaddr/ IP Address

Device Config

Macaddr/ MAC Address

Bios/ Bios

Cpu/CPU

Memory/Mem (MB)

Keyboard/Keyboard

Mouse/Mouse

Video/Video

N_serial/Serial(#)

N_Parallel/Parallel (#)

N_PRINTER/printer (#)

WBEM Features

Audited Features

wProductName/Product Name

RWind32_SoftwareFeature

mtime/Modified

W1InstallDate/Date Installed

wVendor/Vendor

wVersion/Version

Installed
Applications

Audited Files

Show-fileaudit.tsp

Installed Applications

WFileDescription / Application Name

RNVD_Installed_Apps

Mtime / Modified

Detail and Summary Reporting Tables
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Action

Displayed
Table Title

Columns Queried
/Display Name

Tables Queried

WPath / Path

WoriginalFileName / Executable

WFileVersion / Executable Version

WcompanyName ? Vendor

WProductName / Product Name

WProducttVersion / Version

Add/Remove
Applications

Installed-uninstall-apps.tsp

WBEM Elements

Audited Elements

mtime/Modified

rWin32_SoftwareElement

wName/Name

wVersion/Version

winstallDate/Date Installed

wManufacturer/Manufacturer

wPath/Path

PDA Devices

PDA Devices

mtime/Modified

rNVD_PDASystem

wName/Name

wDescription/Type

wStatus/Status

WBEM PDA Config

Configuration

Mtime/Modified

rCIM_OperatingSystem

wCaption, wVersion / OS

wFreePhysicalMemory/Free Physical Memory (MB)

wTotalVirtualMemorySize/Total Virtual Memory (MB)

wFreeVirtualMemorySize/Free Virtual Memory (MB)

PDA Installed Products

Show-pda-inst-prod.tsp

RCIM_OperatingStystem

wbem-show-
environment.tsp

Environment

mtime / Modified

rWin32_Environment

wUserName / Account

WSystemVariable / System Variable

wName / Name

wAttributeValue / Value

wbem-show-
services.tsp

Window Services

mtime / Modified

rWin32_Services

wDisplayName / Services

wState / Status

wStartMode / Startup

wName / Name

wStartName / Logon

wDesktopInteract / Interact with Desktop

wPathName / Path
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Action Displayed Columns Queried Tables Queried
Table Title /Display Name

Wbem-show- Network Adapter Mtime / Modified RWin32_NetworkAdapterConf
network.tsp Information

Wdescription / Type
WIPAddress / IP Address
WMACAddress / MAC Address

Wbem-show- Disk Drive Information | Mtime / Modified RWin32_LogicalDisk
drives.tsp

WDevicelD / Drive Letter
WDescription/Type

WfileSystem / File System
WSize / Size (MB)
WFreeSpace / Free Space (MB)

WProviderName / Provider Name

WvolumneSerialNumber / Serial Number

Installed-uninstall- | Add/Remove WDisplayName / Application Name RNVD_Installed_Uninstall
apps.tsp Applications

Mtime / Modified
WUninstallString / Uninstall String

Show-pda-inst- PDA Installed Products | Mtime / Modified Rnvd_Product
prod.tsp

Wdescription/ Type
WStatus / Status

WVersion / Version
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Table 32: General Reporting — Detailed Reports

Action

Displayed
Table Title

Columns Queried/Display
Name

Tables Queried

Show-Config

Device Configuration

ctime/Created

DeviceConfig

mtime/Modified

0s/0S

os_level/OS Level

sysdrv/Sys Drive

sysdrv_total/Sys Drive Size (MB)

sysdrv_free/Sys Drive Free (MB)

Software

person/Person

organization/Organization

language/Language

protocol/Protocol

timeout/Timeout

trace/Trace

edmsys/Sys Dir

edmlib/Lib Dir

edmlog/Log Dir

Hardware

ipaddr/IP Address

macaddr/MAC Address

bios/Bios

cpu/CPU

memory/Mem (MB)

keyboard/Keyboard

mouse/Mouse

video/Video

n_serial/Serial (#)

n_parallel/Parallel (#)

n_printer/Printer (#)

Status - Application
Events

Application Events

device_id/Subscriber

AppEvent

service_id/Services

ctime/Created

mtime/Modified

app_name/Application Name

event/Event

status/Status

del_time/Date Deleted

ver_time/Date Verified

inst_time/Date Installed
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Action Displayed
Table Title

Columns Queried/Display
Name

Tables Queried

fix_time/Date Fixed

Status - Connect Connect Status

mtime/Modified

DeviceStatus

duration/Duration

mrc/Return Code

reason/Reason

svc_count/Services (#)

rsrc_count/Files (#)

rsrc_transfer/Files Tx (#)

rsrc_transfer_size/Files Tx (Sz)

ctime/Created

Errors

mtime/Modified

DeviceErrors

type/Type

code/Code

reason/Reason

module/Module

object/Object

component/Component

Status - Services Service State

mtime/Modified

DeviceServices

serviceid/Service

svc_actv/Svc Actv

rsrc_active/Files Active (#)

rsrc_inactive/Files Inactive (#)

ver_error/Vers Err

reason/Reason

Status - Notify Notification Status

device_id/Subscriber

DeviceNotify

nfy_status/Status

mtime/Modified

nfy_reason/Reason

nfy_cmd/Command

ctime/Created

nfy_type/CommsType

nfy_attempts/Attempts (#)

nfy_userid/User Id

nfy_addr/Address

nfy_port/Port

nfy_maxretry/Max (#)

nfy_delay/Delay (s)

nfy_timeout/Timeout (s)

Detail and Summary Reporting Tables
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Action

Displayed
Table Title

Columns Queried/Display
Name

Tables Queried

nfy_retry2/Retry2 (#)

nfy_retry2/Retry2 (#)

nfy_timeout2/Timeout2 (s)

Status - Summary

Connect Status

mtime/Modified

DeviceState

mrc/Return Code

duration/Duration

svc_count/Services (#)

rsrc_count/Files (#)

reason/Reason

Client State

mtime/Modified

state/State

svc_count/Services (#)

rsrc_count/Files (#)

rsrc_error/File Err

ver_error/Vers Err

reason/Reason

Service State

Status-services.tsp

Status - Detailed

Connect Status

same as Status Connect entries

Client State

Mtime / Modified

State / State

Svc_count / Services (#)

Rsrc_count / Files (#)

Rsrc_error / File Err

Ver_error / Vers Err

Reason / Reason

Service State

Status-services.tsp

Errors

same as Status Connect entries
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Table 33: History Reporting — Detailed Reports

Action

Displayed
Table Title

Columns Queried/Display
Name

Tables Queried

Application
Events

Application Event
History

device_id/Subscriber

HAppEvent

service_id/Service

mtime/Modified

app_name/Application Name

event/Event

status/Status

del_time/Date Deleted

ver_time/Date Verified

inst_time/Date Installed

fix_time/Date Fixed

nvd_domain/Domain

nvd_class/Class

Connect

Connect History

mtime/Modified

HDeviceStatus

duration/Duration

mrc/Return Code

reason/Reason

svc_count/Services (#)

rsrc_count/Files (#)

rsrc_transfer/Files Tx (#)

rsrc_transfer_size/Files Tx (Sz)

Errors

Error History

mtime/Modified

HDeviceErrors

type/Type

code/Code

reason/Reason

module/Module

object/Object

State

State History

mtime/Modified

HDeviceState

state/State

svc_count/Services (#)

ver_error/Vers Error

rsrc_count/Files (#)

rsrc_error/File Err

rsrc_active/Files Active (#)

rsrc_active_size/Files Active (Sz)

rsrc_inactive/Files Inactive (#)

rsrc_inactive_size/Files Inactive (Sz)

reason/Reason

Detail and Summary Reporting Tables
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Table 34: Summary Reporting

Action Displayed Columns Queried/Display Tables Queried
Table Title | Name

Show - Subscribers Application device_id/subscriber DeviceStatus
Subscribers

mtime/Modified AppEvent
llength [*]/InstalledApps (#)

Show - Applications app_name or service_id / Application Name AppEvent
Applications

count (device_id)/Subscribers DeviceServices

Show - System Subscribers System device_id/Subscriber DeviceConfig
Drivespace Drive Space

sysdrv/Sys Drive
sysdrv_total/Sys Drive Size (MB)
sysdrv_free/Sys Drive Free (MB)

(sysdrv_free*100)/sysdrv_total / Percent Free

Show - IP Subscribers IP device_id/Subscriber DeviceConfig
Addresses Addresses

ipaddr/IP Address
macaddr/MAC Address

WBEM Configuration userid/Subscriber rWin32_Bios
Configuration

mtime/Modified rWin32_OperatingSystem
wCaption, wBuildNumber, wCSDVersion/0OS rWin32_LogicalDisk

wSystemDirectory/System Drive rWin32_ComputerSystem

wSize/System Drive Size (MB) rWin32_Processor

wFreeSpace/System Drive Free (MB) rWin32_LogicalMemoryConf

wSystemType/System

wManufacturer,

wCurrentClockSpeed/Processor

wTotalPhysicalMemory/Physical Memory (MB)

wVersion/Bios

Status - Application Events device_id/Subscriber AppEvent
Application Events

service_id/Service
ctime/Created
mtime/Modified

app_name/Application Name

event/Event
status/Status
del_time/Date Deleted

ver_time/Date Verified
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Action

Displayed
Table Title

Columns Queried/Display
Name

Tables Queried

inst_time/Date Installed

fix_time/Date Fixed

Status - Connect

Connections

mtime/Modified

DeviceStatus

device_id/Subscriber

duration/Duration

mrc/Return Code

reason/Reason

rsrc_transfer/File Tx (#)

rsrc_transfer_size/Files Tx (Sz)

Status - Notify

Notify Queue

mtime/Modified

DeviceNotify

device_id/Subscriber

nfy_status/Status

nfy_reason/Reason

nfy_type/CommsType

nfy_attempts/Attempts (#)

Errors - Connect

Connect Errors

mtime/Modified

DeviceErrors

device_id/Subscriber

type/Type

code/Code

reason/Reason

Errors - Notify

Notify Errors

mtime/Modified

DeviceNotify

device_id/Subscriber

nfy_attempts/Attempts (#)

nfy_status/Status

nfy_reason/Reason

nfy_type/Comms Type

Detail and Summary Reporting Tables
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Table 35: Inventory Reporting —- Multicast Detail Reporting

Action Displayed Columns Queried Tables Queried
Table Title /Display Name
Status — Multicast Multicast Server mtime rNVD_MulticastStatistics
Server Statistics Statistics
userid

wDuration/Transmit Duration

wNamespace

wNbytesRej

wNbytesReq
wNbytesXmt/Bytes Transmitted
wNclients/Clients Connected

wNdevices
wNfilesRej/Files Rejected
wNfilesReq/Files Requested

wNfilesXmt/Files Transmitted

wServicelD/Service

wSourceID/Multicast Session

wSourceType

wStartTime/Transmit Start
Status — Client Client Downlaod mtime RNVD_DownloadStatistics
Download Statistics | Statistics

userid/Subscriber

wDuration/Transmit Duration (sec)

wNamespace

wNbytesRcv/Bytres Received

wNbytesRej

wNbytesReq
wNfilesRej/FilesRejected
wNfilesRcv/Files Received

wNfilesReq/Files Requested
WNpktsDrp

WNpktsRcv

wServicelD/Service

wSourcelD

wSourceType/Source Type
wStartTime/Transmit Start
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$ Audit Multi Files .....cccooeverieieirenienieieieieseneeeeene 171
Audit Multi Files package ....c..ccccceceevereeneneennenen. 175
Audit Packages class......cccoeeierieeciienienieeieeeneenne 136
AUDIT.FILE class

.NET INTERNAL
INSEALING ..ottt 61 LANGUAGE

NET Beta ..coveveiiiiiriiiineciceeeeeteeneetesieeeee 63 LOCATION.....coiiiteieieeiteieneeteie sttt 154

.NET cannot be located ...........cccceevierreniinnieniennen.

.NET Framework Setup wizard...

NET runtime......ccoocceeeeiieinniiinieeeiieeeeee.

SSM SWItCh ...

ACCESSDT attribute ........cccceevereeriereeiereeeeienens

ACCESSTM attribute .....ccccoceeeveveeienieeieneeeeeenens

ACTION attribute ......ccooeveevererieienienns

Action drop-down menu ...........ccceeeveveeeiveeenns

ADDLOCAL argument...........ccceeeeeuvenne

ADDSOURCE argument....

Admin - Configuration...........cceccueereveeenvvrennnnns

ADVERTISE argument..........ccccceevvveeencneeeenveennnnenn.

AIP31, 82

ALWAYS attribute oo ZRSCSROC ...ceeveiiiieieieeieeieereete e sae s eeeens 154

. ZRSCSTYP ..ottt 152

Application class.......cccocvveevviiieeiieeniiieeeree e

APPSVC attribute oo ZRSCVLOC ....cvieeeeieieeiieieeeeeiesie et eanens 153

ARGS section of INSTALL.INT. ZVERINFO .....ooioieieieeieieeeeieie et eeeens 152
AUDIT.FILE class instance.. ... 150

Args.XmMl......coovviiiieiiieeiieeeiee e )

ARPNOREMOVE argument............oooooooorrooo. AUDIT.FILE Instance..........cccccveeeevveeeccveeeecveeennnnns 152
AUDIT.PACKAGE class .......cccccveeeeuieeecrieeeiieeeennens 190

askconfirm argument ...........cccceeeeviveeecieeenieeeniieeenns )

ATRIBUTE Qttribube...erereeesereerseerseerserse AUDIT PACKAGE Instance ...c..cvovvscsvssvses 136

AUDIT dOmaI0.crerereererseeeseseeseers s AUDIT.WBEM €lass ..o..cvovvsvvsssnsissssicsnsn 157
AUDIT.WBEM instance



PROPERTY ..ottt 159
TYPE. ..ottt 160
AUDIT.ZSERVICE class......c.ccocuervieriienieereeninennn. 195
AUDIT.ZSERVICE instance.........c.ccccceeveeveeueenen. 135
AUditing fileS.....ooevieririiiiieee e 150
Auditing Services
Audit Multi Files......ccccooeeviiinieniiieiiecieeieeeeee, 171
CE PDA XML Inventory.......c.cccceeereenvenerseenenne 171
default.....coceveriiinienieiee e 171
Delete Discovered Application Component........ 171
Individual File Audit ......cccceeevievieniieiienieeieenen. 171
NVDM Discovery of Applications...........c............ 171
Palm PDA XML Inventory ......c..ccccevcevvvenerneennenne 171
RIM Reporting .......cocccveeerueeennieeiniiieenieeesieeeenne 172
Unix File Scan Audit ......cccceevvieciienienieeieeeenne. 172
Unix Hardware Inventory.........c..cocceverenvenennen. 172
Unix Software Inventory Audit.............cceennnne.. 172
WBEM MSI Based Applications ............cceuee.... 172
WBEM Running Services...............
WBEM Scan For Hardware
WBEM Scan with Condition Statement............. 173
WBEM Stopped Services .......c..cccceveereervenenneennnn 173

WBEM System Drivers
WBEM Windows Services
Windows System DLL .......ccccocevvineniienenenieen.
Auto Create........coevvevereenienieienienereeeee e
Auto-Create Demo Database

B

BEHAVIOR class ...ccccveevviieeniieeeiieeeieeeeieeesveeens 136
Behavior Services class.......ccccceeviveercieennieeenneeenns 136
BUILD parameter ..........cccceeeeveeeeveeeniieeeeieeenveeenns 126
CACETT.PEIM....ceeiieieiiiiiieee et e e e et e e e e e eeveeeeeeeas 47
caution

266

clean computer, definition..........cccceceeeeiierienieeninennen. 82
clean machine, definition ..........ccccoeeeeriienieecieeninennen. 20
client computer, definition ...........ccccceevuververcreennnennen. 20
Client Methods class........ccoceevvienieeiiienienieeiiennens 136
Clistats ......... See Status - Client Download Statistics
CMETHOD Class......cccveeveerieenieerienieeieeneesseenieeens
CNDITION attribute...
COLLECT attribute.......cccceveeveeeinenienieeeenesienienen
command line
installing
Radia Administrator Workstation .
Radia Client.......cccoeeeveerereeniniiieneeeeeseeeeeens
modifying
Radia Administrator Workstation installation105
Radia Client installation...........cccccceeruveriennnnnen. 75
removing
Radia Administrator Workstation...................... 96
Radia Client.......cccooceeveerereeninirieneeeeeseeeeens 67
repairing

Radia Administrator Workstation

Radia Client.......ccceceeveererieniniiieneeienesieeeens

silent installation..........ccccevveeveneinienenieneneeienee 54
COMMIT _INTERVAL parameter ..........ccccceuerneee. 126
Common Information Model ....

definition ...coveveeeierienieieeeteereeee e
€onNECt.bak......cccoeeciiiiiiiiiiiiiee e 45
CREATE method .......ccccoceeievenieniinieieneeiencneneen 206
CUSTOM
D
Data Source Name, changing..........c.ccccevvveeenneennne 129
DATE attribute.......cccccoeviiiiiniiiiiiniiieneeeeee 156
DB_AUTOCREATE parameter............ccccceeeeuveeenne 127
db_import directory
DEFERRED ....cccooiiiiiiieieeceee e
Delete Discovered Application Component............ 171
DELETE method ........ccoceiiiiiiiiiiniiiiieceeeee 206



Desktop Class .....ocvevvieiieniieniiciieeieeie e
DESKTOP Class .....cccveevierieeiieiienieeieenieeeveesieeeenes
detail information ...
Detail Hnk ......cccoevvveviiiiienieeiieieeieeee
Detail Reporting types

General Reporting.........cccocvevveeciieniieniieeneeeieens 236
History Reporting.......cc.ccceceeviiniienneinicniicnnieennne. 236
Inventory Reporting ........cccccooeevierniiniinicnncnnnen. 235
detail reporting, subscriber...........ccccocveriieiieennnennen. 236
Differenced Audit on Install and Update............... 186

Differenced Audit on Install, Verify, and Update..186
DIRPATH attribute.......ccccceeevieciieniieiieiecieeieeeee,

DISCOVER attribute

DiSK COSt.cuveiiiierieiereeieeeeeeere e
Distributed Management Task Force...........c..c........ 24
DL_DATEFMT parameter .. .
DOMAIN attribute ......cccceveveevienieiienenieeneeieniene
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