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Welcome to Using System Availability 
Management

This guide describes how to work with the System Availability Management 
application in the Mercury Business Availability Center.

How This Guide Is Organized

This guide contains the following chapters:

Chapter 1 Introduction to System Availability Management Reports

Introduces the System Availability Management application.

Chapter 2 SiteScope Over Time Reports

Describes reports that enable you to analyze the performance of the 
infrastructure components and servers powering your applications. 
SiteScope Over Time reports are based on data collected by the SiteScope 
data collector.

Chapter 3 The Event Log

Describes how to view information about events collected from external 
applications/software and about SiteScope events.

Chapter 4 User Reports

Provides a pointer to the complete documentation for user reports, which 
are common to the Service Level Management, End User Management, and 
System Availability Management applications.
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Who Should Read This Guide

This guide is intended for the following users of Mercury Business 
Availability Center:

➤ Mercury Business Availability Center administrators

➤ Mercury Business Availability Center end users

Readers of this guide should be knowledgeable about navigating and using 
enterprise applications, and be familiar with Mercury Business Availability 
Center and enterprise monitoring and management concepts.

Getting More Information

For information on using and updating the Mercury Business Availability 
Center Documentation Library, reference information on additional 
documentation resources, typographical conventions used in the 
Documentation Library, and quick reference information on deploying, 
administering, and using Mercury Business Availability Center, refer to 
Getting Started with Mercury Business Availability Center.
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Introduction to System Availability 
Management Reports

Mercury System Availability Management reports enable you to monitor 
system availability data across the entire enterprise.

Overview of System Availability Management Reports

You use the System Availability Management application to view and 
analyze reports based on the performance data collected by the SiteScope 
data collector and stored in the Mercury Business Availability Center 
database.

In addition, using SiteScope Infrastructure Monitors, you can integrate data 
collected by enterprise management systems (such as BMC Patrol, Tivoli, 
Concord, and NetIQ) into Mercury Business Availability Center, and view 
the data in System Availability Management reports.

This chapter describes: On page:

Overview of System Availability Management Reports 1

System Availability Management Reports 3

Working with System Availability Management Reports 4
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System Availability Management utilizes data collected by SiteScope and 
enables you to:

➤ monitor system availability across the entire enterprise infrastructure from a 
centralized, real-time perspective

➤ apply a business perspective to system management

➤ view data at the application level rather than viewing numerous low-level 
system metrics

➤ view information about events collected from external applications or 
software and SiteScope events

Note: 

➤ You access the System Availability Management reports from the System 
Availability Management application in the Applications menu.

➤ For details on configuring SiteScope, see Configuring SiteScope Monitors.

➤ For details on working with Mercury Business Availability Center reports, 
see “Working in Reports” in Working with Applications.

This section includes the following topics:

➤ “Report Access and Permissions” on page 2

➤ “Data Aggregation” on page 3

Report Access and Permissions
The availability of report data to a specific user is dependent on the profile 
access permissions granted that user. Furthermore, access to specific data 
within a profile may also be filtered by using the group permission filters. 
For details on granting permissions, see “Configuring User Permissions” in 
Platform Administration. For details on defining group permission filters, see 
“Group Permissions for Reports” on page 32.
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Data Aggregation
Mercury Business Availability Center uses data aggregation to make data 
handling and management more efficient and to improve the speed and 
performance of report generation. For more information on data 
aggregation in Mercury Business Availability Center, see “Data Aggregation” 
in Reference Information.

System Availability Management Reports

The following reports are available:

Tab Name Description For Details, See...

SiteScope Over Time 
Reports

View and analyze reports, based 
on data collected by SiteScope, 
that help you track the 
performance of your 
infrastructure machines and 
provide insight into application 
availability and performance.

Chapter 2, 
“SiteScope Over 
Time Reports”

Event Log View event data over time, events 
that happened at a specific time, 
the details of a specific event, and 
event history.

Chapter 3, “The 
Event Log”

User Reports Provides tools for creating, and 
displays, reports that are tailored 
to the specific monitoring 
requirements of your 
organization or business unit.

Report data is based on Business 
Process Monitor, Client Monitor, 
WebTrace/Traceroute Monitor, 
SiteScope, and Custom data.

Chapter 4, “User 
Reports”



Chapter 1 • Introduction to System Availability Management Reports

4

Working with System Availability Management Reports

System Availability Management reports help you identify server resource 
usage trends, as well as bottlenecks and other server-related issues that may 
be contributing to application performance problems. You can continually 
monitor report data to identify poor server performance or to spot 
developing trends that may lead to server performance problems.

Alternatively, when you become aware of an application performance 
problem with your application (for example, after analyzing End User 
Management reports or receiving an alert), you can use System Availability 
Management reports to help you identify, or rule out, infrastructure 
machine-related issues as the root cause of the problem. By analyzing the 
infrastructure machine resource usage data for the same time period during 
which the performance problem occurred, you can assess whether one or 
more infrastructure machine resource measurements are outside normal 
performance thresholds for that time period.

This section includes the following topics:

➤ “Color Coding in Reports” on page 4

➤ “Improving Report Generation Times” on page 5

Color Coding in Reports
System Availability Management reports use the following colors when 
displaying color-coded performance levels:

Color Description

Green All measurements fell within the OK threshold range.

Yellow At least one measurement fell within the minor threshold range, 
but no measurements fell within the critical threshold range.

Red At least one measurement fell within the critical threshold range.

Gray No measurement data reported.
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Improving Report Generation Times

Note to Mercury Managed Services customers: This section is not relevant 
for Mercury Managed Services customers.

To optimize the performance of System Availability Management report 
generation, we recommend that a database administrator perform an update 
statistics procedure on the database on a regular basis. The regularity of the 
update depends on the amount of data generated by the applications you 
are monitoring.

➤ MS SQL Server users:

◆ for a small site, you should update once every three to four days

◆ for a medium site, you should update daily

◆ for a large site, you should update every four hours

For details on MS SQL Server maintenance, see “Maintenance Plan” in 
Preparing the Database Environment.

➤ Oracle Server users. Analyze all tables according to database size.

For details on optimizing performance in Oracle, see “Collecting Statistics 
for Databases” in Preparing the Database Environment.
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SiteScope Over Time Reports

This chapter describes SiteScope Over Time reports which are based on data 
collected by the SiteScope data collector.

This chapter describes: On page:

About SiteScope Over Time Reports 8

Monitor Performance Report 10

Cross-Performance Report 12

Group Performance Report 23

Status Summary Report 27

Warning Summary Report 29

Error Summary Report 30

Group Permissions for Reports 32

System Availability Management Data in Custom Reports 34
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About SiteScope Over Time Reports

You use the SiteScope Over Time reports to view and analyze infrastructure 
machine-related data collected by the SiteScope data collector and stored in 
the Mercury Business Availability Center database. You cross-reference this 
data with transaction performance problems, such as slow transaction 
response times and failed transactions, to understand the root cause of 
application performance issues.

The contents of SiteScope Over Time reports depend on the types of 
SiteScope monitors and measurements that are defined in Monitor 
Administration. For details on configuring SiteScope monitors, see Configuring 
SiteScope Monitors.

Mercury Business Availability Center users can use group permissions filters 
to control the data that System Availability Management reports display. 
This enables filtering data that may be irrelevant to a specific user, making 
reports more manageable and report generation faster. For details, see 
“Group Permissions for Reports” on page 32.

Note: 

➤ For details on generating reports, see “Working in Reports” in Working 
with Applications.

➤ Certain System Availability Management reports can be added to custom 
reports. For details, see “System Availability Management Data in 
Custom Reports” on page 34.

➤ Data collected by the SiteScope data collector can also be viewed in trend 
reports. Trend reports enable you to compare multiple measurements 
from different data sources on the same graph. For details, see “Trend 
Report Manager” in Working with Applications.

➤ If a SiteScope profile contains many measurements, report generation can 
take a few minutes.



Chapter 2 • SiteScope Over Time Reports

9

The following System Availability Management reports are available:

Report Description For Details, 
See...

Monitor Performance 
Report

Displays the best- or worst-performing 
SiteScope monitors across various 
SiteScope categories.

page 10

Cross-Performance 
Report 

Displays data from more than one 
SiteScope server filtered by monitored 
servers, monitor types, and measurements. 

page 12

Group Performance 
Report

Displays the infrastructure machine 
resource usage data for the monitors in the 
selected group and its subgroups.

page 23

Status Summary 
Report

Displays a quick snapshot of the 
performance of monitored infrastructure 
machines, organized by SiteScope group.

page 27

Warning Summary 
Report

Displays a list of the monitors, for the 
selected group and its subgroups, whose 
measurements fell within the minor 
threshold level during the selected time 
period.

page 29

Error Summary 
Report

Displays a list of the monitors, for the 
selected group and its subgroups, whose 
measurements fell within the critical 
threshold level during the selected time 
period.

page 30

Group Permissions 
for Reports

Enables you to filter data for specific 
SiteScope groups or subgroups from System 
Availability Management reports, as well as 
the SiteScope Monitor Performance 
component in custom reports. 

page 32
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Monitor Performance Report

You generate the Monitor Performance report to view the best- or worst-
performing SiteScope monitors across various SiteScope categories, such as 
monitor type, monitored server, or monitor title. You can generate a 
Monitor Performance report for multiple SiteScope profiles.

This section includes the following topics:

➤ “Generating the Monitor Performance Report” on page 10

➤ “Understanding the Monitor Performance Report” on page 11

Generating the Monitor Performance Report
To view the Monitor Performance report, you specify the criteria upon 
which you want the report to be based and generate the report.

To generate the Monitor Performance report:

 1 Access the Monitor Performance report: Applications > System Availability 
Management > SiteScope Over Time Reports > Monitor Performance.

 2 Select the SiteScope profiles for which you want to view the report.

 3 In the Monitor title and Server name boxes, specify the monitors (by their 
title, as defined in SiteScope) and/or servers on which you want the custom 
report data to be based.

Leave a box empty to instruct Mercury Business Availability Center to base 
the report on all values.
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If required, you can use the wildcard asterisk symbol (*) to instruct Mercury 
Business Availability Center to base the report on a subset of all values. For 
example, if you are using the naming convention cpu_<servername> to 
name all CPU monitors in SiteScope, specify cpu* to instruct Mercury 
Business Availability Center to include all CPU monitors in the custom 
report.

Note: Using the wildcard asterisk symbol (*) as the first character in the 
string slows report generation times, as Mercury Business Availability Center 
is unable to use the Index tables when querying the database.

 4 From the Monitor type list, select the monitor on which you want the 
report data to be based. To base the report on all monitors, choose All types.

 5 Specify whether you want Mercury Business Availability Center to display 
the worst- or best-performing monitors, and choose the number of monitors 
to be displayed in the report.

 6 Click Generate to generate the report.

Understanding the Monitor Performance Report
The Monitor Performance report displays the following information:

➤ Monitor Title. The monitor title. Hold the pointer over the tooltip to view 
the full monitor title.

➤ Server Name. The name of the monitored server. Hold the pointer over the 
tooltip to view the full server name.

➤ Group. The group or subgroup in which the monitor is defined. Hold the 
pointer over the tooltip to view the path from the displayed group or 
subgroup to the root group. Click the group or subgroup name to open the 
management page for the group in SiteScope.

➤ Profile Name. The name of the SiteScope profile in which the monitor is 
defined.

➤ Warning. The percentage of measurement instances that return a critical-
level threshold status.
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➤ Error. The percentage of measurement instances that return an error-level 
threshold status.

➤ Total Runs. The total number of measurement instances SiteScope ran for 
the selected time range.

➤ Quality. A color-coded representation of quality. Hold the pointer over the 
tooltip to view the exact percentage for each colored section of the bar.

Monitors are sorted in the report by quality, which is derived using a 
formula that takes into account the measurement values returned for the 
monitor during the specified time range relative to the measurement 
threshold ranges configured in SiteScope. 

The formula used is: 1-((0.35*W+0.5*E)/(G+W+E)), where G, W, and E 
represent the number of measurements that occurred during the selected 
time range whose value was within the OK, Warning, and Error threshold 
range, respectively. The formula returns values from 0.5 to 1, inclusively. 
The better a monitor performs, the closer its value is to 1. For example, a 
monitor with 25% error and 75% OK values would be displayed as better 
than a monitor with 100% Warning values.

Note: The Monitor Performance report does not use raw data. All data in the 
report is based on aggregated data.

Cross-Performance Report

The Cross-Performance reports can include:

➤ Non-consolidated over time graphs. For details, see “Non-Consolidated 
Over Time Graphs” on page 19.

➤ Consolidated over time graphs. For details, see “Consolidated Over Time 
Graphs” on page 17.

➤ Summary tables. For details, see “Summary Tables” on page 21.
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You can rescale a SiteScope cross-performance report to make it more 
relevant to what you are measuring. For details, see “Rescaling a Cross-
Performance Report” on page 22.

You can view data from more than one SiteScope. You can filter the data by 
monitored servers, monitor type or title, and measurements.

For example, you can display the behavior of a measurement running on 
several monitored servers, or the behavior of several measurements from 
various types of monitors running on one monitored server.

You can also choose to display a summary table for each monitor type. The 
summary table displays the percentage of uptime, warning, and error 
measurements out of the total number of measurements for each selected 
server. Each summary table includes a summary row that indicates the 
uptime, warning, and error percentages for all servers for that type of 
monitor. 
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Note: If you are running a SiteScope Log File or Database Query monitor 
that is monitoring a different machine, you should select the SiteScope 
machine running the monitors in the Servers list, and not the monitored 
machine (the target machine where the log file or database is located).

You can rescale the report to make it more relevant to what you are 
measuring.

This section includes the following topics:

➤ “Generating a SiteScope Cross-Performance Report” on page 14

➤ “Consolidated Over Time Graphs” on page 17

➤ “Non-Consolidated Over Time Graphs” on page 19

➤ “Summary Tables” on page 21

➤ “Rescaling a Cross-Performance Report” on page 22

➤ “Examples” on page 23

Generating a SiteScope Cross-Performance Report
To view the SiteScope Cross-Performance report, specify the time period and 
granularity, the filters, the type of report, and generate the report.

To generate the SiteScope Cross-Performance report:

 1 Access the SiteScope Cross-Performance report: Applications > System 
Availability Management > SiteScope Over Time Reports > SiteScope 
Cross-Performance.

 2 Select the time period and the granularity with which you want to run the 
report. For details, see “Choosing the Tracking Range and Granularity” in 
Working with Applications.
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The granularity determines how many measurement samples are displayed 
in the report for each time interval. By default, the number of samples is 
limited to the maximum value of the Max Data Points in Report setting (32 
by default for all reports where you can specify the granularity) and the Max 
Data Points in the SiteScope Cross-Performance Report setting (100 by 
default).

Note: You can change these settings in the Infrastructure Settings Manager. 
To modify these settings, select Admin > Platform > Setup and Maintenance 
> Infrastructure Settings, click Applications, select End User/System 
Availability Management and locate Max Data Points in Report and Max 
Data Points in the SiteScope Cross-Performance Report in the End 
User/System Availability Management - Data table. For details on using the 
Infrastructure Settings Manager, see “Infrastructure Settings” in Platform 
Administration.

 3 Choose whether to display the monitor type or title when selecting the 
component to add to the report:

◆ Monitor type. The type of monitor is displayed, for example, Ping, CPU.

◆ Monitor title. The name given to the specific monitor is displayed, for 
example, ping: myserver, CPU finance_server.

 4 Filter the data you want to include in the report: 
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◆ From the Profile list (sorted alphabetically), select one or more SiteScope 
profiles. 

◆ From the Server list, select one or more servers. The list includes all 
monitored servers associated with the selected profiles, in alphabetical 
order. 

◆ Depending on whether you chose Filter by Monitor Type or Filter by 
Monitor, the Monitor Types/Monitor Titles list displays monitor types or 
monitor names, associated with the selected profiles and servers, in 
alphabetical order. Select one or more monitors. 

◆ From the Measurements list, select one or more measurements. The list 
includes the measurements that are associated with the selected profiles, 
servers, and monitor types, in alphabetical order.

If you select a measurement for which data exists from more than one 
group or profile for the same target server, the data is averaged together 
in the report. For example, if you have two SiteScope profiles each 
containing two groups, and in three of those groups the Ping monitor is 
set up to monitor the same server, if you select both profiles and the 
round trip time measurement, all round trip time data collected from all 
three groups in both profiles is displayed in the report as an average 
value. 

Note: To list all the elements whose name includes the string, enter a string 
in one of the Contains boxes and click the filter button,

 5 To consolidate data per measurement, select Consolidate data per 
measurement. For details, see “Consolidated Over Time Graphs” on page 17 
and “Non-Consolidated Over Time Graphs” on page 19. This option is 
selected by default.

 6 To display uptime summary tables, select Show uptime summary table. For 
details, see “Summary Tables” on page 21. This option is cleared by default.

 7 If required, enter scale information in the Scale Min and Max boxes. For 
details, see “Rescaling a Cross-Performance Report” on page 22.
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 8 Click Generate to generate the report. The filter area of the page closes and 
the report is displayed.

 9 You can print the report, send it by e-mail, or open it in CSV or PDF format. 
For details, see “Sharing and Storing Reports” in Working with Applications.

Note: 

➤ You cannot generate a report if you have not selected at least one 
measurement.

➤ In certain reports the selected time range is displayed along the x-axis. 
System Availability Management breaks down the time range according 
to segments, which differ depending on the selected time range. For 
details on how System Availability Management breaks down each time 
range in reports where time is displayed along the x-axis, see “Report 
Times” in Reference Information.

➤ Depending on the time range you select, System Availability 
Management generates reports using either raw data or aggregated data. 
The text: Note: Report uses aggregated data is displayed in the report 
when aggregated data is used. For details on how System Availability 
Management determines when to use aggregated data, see “Data 
Aggregation” in Reference Information.

➤ The number of selected profiles and graph lines are calculated after you 
click Generate. If these numbers exceed the allowed limit, a message is 
displayed.

Consolidated Over Time Graphs
If you select Consolidate data per measurement, System Availability 
Management displays each measurement in a separate graph. The graph 
legend displays the server on which the measurement is running.

The graph legend displays information about the servers. The x-axis displays 
date and time information and the y-axis displays the measurement value 
and the monitor type.
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For example, the following graph displays three measurements running on 
two servers, kari and mariland. 
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Non-Consolidated Over Time Graphs
If you clear Consolidate data per measurement, System Availability 
Management displays measurements by server. 

The graph legend displays the measurement value and the monitor type. 
The x-axis displays the date and time information, and the y-axis shows the 
measurement values.

For example, the following graph displays three measurements running on 
one of the servers (kali). 
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Each graph displays data for three measurements for each server. If there are 
more than three measurements running on a server, additional graphs are 
added to the report with the title <server_name> continued.
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Summary Tables
If you select Show uptime summary table, the report displays the summary 
tables. Each table displays the OK, minor, and critical percentages for one 
measurement and the servers on which the measurement is running. The 
tables are sorted alphabetically by monitor type.  

Summary tables display the following information:

➤ Server. The name of the server.

➤ OK %. The percentage of good measurements out of the total number of 
measurements.

➤ Minor %. The percentage of measurements with a minor status out of the 
total number of measurements.

➤ Critical %. The percentage of measurements with a critical status out of the 
total number of measurements.

➤ Weighted Average.  

OK, Minor, and Critical thresholds are defined during profile creation. For 
details, see End User Management Data Collector Configuration.
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Rescaling a Cross-Performance Report 
Cross-performance reports are generally scaled so that the lowest y-axis 
value is zero and the highest y-axis value is the highest result of the data. 

You can rescale the report to make it more relevant to the measurement. For 
example, to measure CPU utilization, you can rescale the report so that the 
y-axis range is 0 to 100.

To rescale the report, specify a minimum, a maximum, or both a minimum 
and a maximum value in the Scale Min and Max boxes.

For example, the original report displays as follows:

To rescale the range to 0-100, enter 0 in the Scale Min box and 100 in the 
Max box, or enter 100 in the Max box. The report redisplays as follows:
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Examples
You can use the SiteScope Cross-Performance reports to identify a problem 
in a server. For example, select the SiteScope profile that refers to the 
SiteScope that samples the problematic server, select the relevant server, the 
monitor types (CPU, memory, and so on), the measurements that can help 
find the problem (utilization, pages/sec, percent used, and so on), and 
generate the report.

You can also compare memory usage in several servers. For example, select 
the SiteScope profile that refers to the SiteScope that samples the servers you 
want to compare, the relevant servers, the memory monitor type, the 
pages/sec, percent used, and MB free measurements, Consolidate data per 
measurement, and then generate the report to compare the memory usage.

You can find out if a sub-system needs an additional server. For example, 
select the SiteScope profile that refers to the SiteScope that samples all 
servers in your sub-system, select all the servers of your sub-system, the CPU 
monitor type, the utilization measurements, Consolidate data per 
measurement, and generate the report to see whether the sub-system needs 
an additional server.

Group Performance Report

You generate the Group Performance report and its subreports to view data 
that helps you spot trends in server performance that could lead to 
application performance problems. You can also analyze whether slow or 
failed transactions are being caused by server resource bottlenecks or other 
infrastructure machine-related problems.

This section includes the following topics:

➤ “Group Performance” on page 24

➤ “SiteScope Performance” on page 24

➤ “SiteScope Data over Time” on page 26
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Group Performance
The Group Performance table is the top level of the report. For each group, 
the table displays a color-coded quality level, the number of subgroups, and 
the number of included measurements. The quality-level indicators enable 
you to see how monitors in the defined groups are performing. Click a 
group name to generate the SiteScope Performance subreport.

SiteScope Performance
The SiteScope Performance subreport displays a list of measurements 
collected by SiteScope for the specified group, over the selected time range. 
If the specified group contains subgroups, these are displayed at the top of 
the page. Click subgroups to view their SiteScope Performance subreports.

The SiteScope Performance subreport displays the following information: 

➤ Check box. An enabled check box at left indicates that there is monitor data 
that can be viewed in the SiteScope Data over Time report. For details on 
generating this report, see “SiteScope Data over Time” on page 26.

➤ Status. The status column, to the left of the monitor title, displays 
measurement threshold icons, which indicate whether the average 
measurement is within the OK, Warning, or Error range, as reported by 
SiteScope. You define measurement thresholds for each measurement when 
you configure the monitor in the Monitor Administration area in the 
Administration Console.

➤ Monitor Title. The monitor title.
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➤ Measurement Name. The name of the measurement. Click the link to 
generate the SiteScope Data over Time report for that measurement. 
Mercury Business Availability Center displays the link only if data exists for 
the selected time range. For details on the SiteScope Data over Time report, 
see “SiteScope Data over Time” on page 26.

➤ Host name. The name of the SiteScope host machine.

➤ Avg. Value. The average value of each listed measurement, or counter, for 
the specified time period.

➤ Last Value (Updated). The last received SiteScope measurement, as well as 
the most recent date and time that SiteScope received the measurement 
(shown in parentheses). Mercury Business Availability Center displays the 
date and time in italics if the current time frame is different from the 
displayed date and time. 

If no value was collected within the past four hours, no value is displayed.

If the last received SiteScope measurement returned the Error status, 
Mercury Business Availability Center displays the term Error in the Last 
Value (Updated) column.

➤ Errors/Total. The number of errors that occurred while collecting 
measurement data, out of the total number of measurements taken during 
the defined time period. Click the link to view a list of errors that returned 
measurement error messages. Mercury Business Availability Center displays 
the link only if errors occurred.
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SiteScope Data over Time
The SiteScope Data over Time report displays specific measurement data 
over the selected time range. You can view this report for a single 
measurement, or for several measurements simultaneously.

Note: You can add the SiteScope Data over Time report to custom reports. 
For details, see “Custom Report Manager” in Working with Applications.

To view the SiteScope Data over Time subreport for one measurement:

 1 Click a measurement in the Measurement Name column in the SiteScope 
Performance subreport. Mercury Business Availability Center generates and 
displays the SiteScope Data over Time subreport.

 2 Place your cursor over a point in the graph to see a tooltip with 
measurement details.

 3 Click the View as Table link to view the data in table format.
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Note: For details on SiteScope monitors and measurements, see Configuring 
SiteScope Monitors.

To view the SiteScope Data over Time subreport for several measurements:

 1 In the SiteScope Performance subreport, select the check boxes beside the 
measurements that will appear in the multi-measurement graph.

 2 Click the Generate button at the bottom of the table. Mercury Business 
Availability Center generates and displays the multi-measurement SiteScope 
Data over Time subreport. You use the color codes to identify each 
measurement in the graph.

The y-axis of the merged graph is a normalized scale from 0-100. Mercury 
Business Availability Center uses the following formula to convert the 
original y-axis value to a value in the merged y-axis:

[original y-axis value]  x [scale value]  = y-axis value in merged graph

Place the pointer over a point in the graph to view a tooltip with 
measurement details, including the measurement’s original value.

 3 Click the View as Table link to view the data in table format. The table 
displays actual measurement values, not normalized values.

Status Summary Report

You generate the Status Summary report and its subreport to get an overall 
view of the performance of defined SiteScope groups and the monitors 
defined therein.

This section includes the following topics:

➤ “SiteScope Status Summary” on page 28

➤ “SiteScope Uptime Details” on page 28
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SiteScope Status Summary
The SiteScope Status Summary table is the top level of the report. For each 
SiteScope group in the selected profile, the report displays a color-coded 
quality level, the number of subgroups, and the number of included 
measurements. The quality-level indicators enable you to get a quick 
snapshot of how monitors in the defined SiteScope groups are performing.

Click a group name to generate the SiteScope Uptime Details subreport.

SiteScope Uptime Details
The SiteScope Uptime Details subreport displays OK, Minor, and Critical 
information for each monitor in the group, over the selected time range, 
enabling you to determine the overall performance trend of a given 
monitor. If the specified group contains subgroups, these are displayed at 
the top of the page. Click subgroups to view their SiteScope Uptime Details 
subreports.

The SiteScope Uptime Details subreport displays the following data:

➤ OK %. The percentage of measurement instances that completed 
successfully.

➤ Minor %. The percentage of measurement instances whose values fell within 
the Minor threshold level.

➤ Critical %. The percentage of measurement instances whose values fell 
within the Critical threshold level.
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Warning Summary Report

You generate the Warning Summary report and its subreport to identify the 
SiteScope groups whose measurements fell within the minor threshold level 
during the selected time period.

This section includes the following topics:

➤ “Warning Summary” on page 29

➤ “Warning Details Report” on page 29

Warning Summary
The Warning Summary table is the top level of the report. For each SiteScope 
group in the selected profile, the report displays a color-coded quality level, 
the number of subgroups, and the number of included measurements. The 
quality-level indicators enable you to get a quick snapshot of how monitors 
in the defined SiteScope groups are performing.

Click a group name to generate the Warning Details subreport.

Warning Details Report
The Warning Details subreport displays minor status information for each 
measurement instance of each monitor in the group, over the selected time 
range. If the specified group contains subgroups, these are displayed at the 
top of the page. Click subgroups to view their SiteScope Warning Details 
subreports.
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The Warning Details subreport displays the following data:

➤ Time. The date and time of the measurement instance.

➤ Monitor Title. The monitor to which the measurement is associated.

➤ Measurement Name. The measurement instance whose threshold fell 
within the Minor level.

➤ Status. The value of the measurement.

Note: System Availability Management displays raw data only in the 
SiteScope Warning Details report. Aggregated data is not used. Therefore, if 
raw historical data is removed from the profile database using the Purging 
Manager, you will be unable to view data in the SiteScope Warning Details 
report for the time period for which the data was removed.

Error Summary Report

You generate the Error Summary report and its subreport to identify the 
SiteScope groups whose measurements fell within the critical threshold level 
during the selected time period.

This section includes the following topics:

➤ “Error Summary” on page 31

➤ “Error Details” on page 31
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Error Summary
The Error Summary table is the top level of the report. For each SiteScope 
group in the selected profile, the report displays a color-coded quality level, 
the number of subgroups, and the number of included measurements. The 
quality-level indicators enable you to get a quick snapshot of how monitors 
in the defined SiteScope groups are performing.

Click a group name to generate the Error Details subreport.

Error Details 
The Error Details subreport displays error status information for each 
measurement instance of each monitor in the group, over the selected time 
range. If the specified group contains subgroups, these are displayed at the 
top of the page. Click subgroups to view their Error Details subreports.

The Error Details subreport displays the following data:

➤ Time. The data and time of the measurement instance.

➤ Monitor Title. The monitor to which the measurement is associated.

➤ Measurement Name. The measurement instance whose threshold fell 
within the Error level.

➤ Status. Error information as reported by SiteScope.
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Note: System Availability Management displays raw data only in the 
SiteScope Error Details report. Aggregated data is not used. Therefore, if raw 
historical data was removed from the profile database using the Purging 
Manager, you will be unable to view data in the SiteScope Error Details 
report for the time period for which the data was removed.

Group Permissions for Reports

Group permissions filters enable you to filter data for specific SiteScope 
groups or subgroups from System Availability Management reports, as well 
as the SiteScope Monitor Performance component in custom reports. When 
a user views a report, System Availability Management displays only the 
data from the groups and subgroups for which permissions are set. A user’s 
ability to modify group permissions enables filtering data from reports that 
may be irrelevant to the specific user, making reports more manageable and 
increasing the speed of report generation.

This section includes the following topics:

➤ “Usage Privileges for Group Permission Filters” on page 32

➤ “Setting Group Permission Filters” on page 33

Usage Privileges for Group Permission Filters
Every Mercury Business Availability Center user can set personal group 
permission filters. Administrators can set group permission filters for other 
users, but each individual user can override those settings as required.
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Users can apply group permission filters only to SiteScope profiles for which 
they have been granted permissions. When a user is assigned permissions 
for a SiteScope profile, group permission filters for that user are not enabled 
by default. Either the system administrator or the user must explicitly assign 
the required group permission filters. The user that originally connects to 
the SiteScope in Monitor Administration is automatically assigned full 
group permissions. For details on granting permissions, see “Configuring 
User Permissions” in Platform Administration.

Setting Group Permission Filters
You specify which SiteScope groups and subgroups to include in or filter 
from System Availability Management reports, for a specific SiteScope 
profile.

To set group permission filters:

 1 From the SiteScope Over Time Reports tab in System Availability 
Management, select Group Permissions for Reports to open the SiteScope 
Group Permissions page.

 2 Choose the user whose permissions you want to change. 

If you plan to apply the permissions to multiple users, this step is not 
required.

 3 Choose the SiteScope profile from the list of profiles that the selected user 
has permission to view.

Mercury Business Availability Center displays the SiteScope groups 
associated with the profile.
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 4 To make changes to the existing permissions:

◆ with the Full Permission check box cleared, select or clear the check boxes 
next to a group or subgroup. Click the expand (+) and collapse (-) 
symbols to reveal or hide the subgroups.

◆ select the Full Permission check box if you want the user to see data from 
all groups and subgroups. The user will also see data from any new 
monitors added to this group.

◆ clear the Full Permission check box, but leave all the group and subgroup 
check boxes selected, if you want the user to see all data, except the data 
from any new monitors that are added to the groups.

When you select a group, all its subgroups are also automatically selected. If 
you clear the check box of a group, the check boxes of all its subgroups are 
automatically cleared. This is because you cannot grant permissions for a 
user to view a subgroup, but not to view the parent group.

 5 Click Apply to save the changes.

To apply specified permissions to multiple users, click Apply Multiple Users, 
select the users to which you want to apply permissions, and click Apply.

You can restore a previous configuration by clicking Revert before clicking 
Apply. Note also that if you move to another page before clicking Apply, the 
changes you made are not saved. When you return to this page, the previous 
configuration is displayed.

System Availability Management Data in Custom Reports

You can add System Availability Management reports to custom reports 
from the User Reports tab. For details, see “Custom Report Manager” in 
Working with Applications. 

This section includes the following topics:

➤ “Monitor Performance Report” on page 35

➤ “SiteScope Data over Time Report” on page 35

➤ “Group Performance Report” on page 35

➤ “Overall Performance Report” on page 35



Chapter 2 • SiteScope Over Time Reports

35

Monitor Performance Report
To add this report to a custom report, select the SiteScope Monitor 
Performance component type in the Custom Report Manager. For details on 
the Monitor Performance report, see “Monitor Performance Report” on 
page 10.

SiteScope Data over Time Report
To add this report to a custom report, select the Reports component type in 
the Custom Report Manager, then select the SiteScope Reports category 
from the Add Component dialog box. For details on the SiteScope Data over 
Time report, see “SiteScope Data over Time” on page 26.

Group Performance Report
To add this report to a custom report, select the Reports component type in 
the Custom Report Manager, choose the SiteScope Reports category from 
the Add Component dialog box, then select SiteScope Profile Summary from 
the Type list. For details on the Group Performance report, see “Group 
Performance Report” on page 23.

Overall Performance Report
The Overall Performance report is based on SiteScope data, and is only 
available in custom reports. To add it to a custom report, select Reports in 
the Component type list in the Custom Report Manager page and click Add 
Component. Select the SiteScope Reports in the Category list from the Add 
Component dialog box, and then select Overall Performance in the Type 
list.
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You view the Overall Performance report to get a quick snapshot of the 
performance of the monitored infrastructure machines in the selected 
SiteScope profile(s). The chart displays—for the SiteScope profile(s) and 
defined time frame—a pie chart for each element of the infrastructure that 
SiteScope is monitoring.

To get additional information, point to a segment to view a tooltip 
describing the exact number and percentage of measurements for each 
segment of the chart.
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3
The Event Log

The Mercury System Availability Management event log displays SiteScope 
events, as well as events collected from external applications or software by 
enterprise management systems (EMS) using SiteScope.

This chapter describes: On page:

About the Event Log 38

Working with the Event Log 39

Working with Additional Filters for SiteScope 41

Viewing Common Event Data in the Event Log Page 42

Working with Event Details 44

Working with Event History 46
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About the Event Log

The event log enables you to view event data over time, events that 
happened at a specific time, the details of a specific event, and (where 
possible) the event history.

The type of event that is collected depends on what is defined as an event in 
the external applications or software. Event types can be warnings, alerts, 
user logins, and so on.

The event log displays event data that is common to all data sources: the 
severity of the event, the application or software from which the event is 
collected, the time the event occurred, the hierarchy of the event source, the 
name (or the IP address) of the host or device that caused the event, the 
status or type of event, and the external system description of the event.

You can filter the events for a specific time frame, data source, severity, and 
target name. For details, see “Working with the Event Log” on page 39.

You can then drill down to the common data to display data that is specific 
to the data source where the event occurred (for details, see “Working with 
Event Details” on page 44) and to display the history of a specific event (for 
details, see “Working with Event History” on page 46).

The event log enables you to diagnose specific issues in real time and to 
generate trend reports.
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Working with the Event Log

The Event Log page displays the logs of events that are sent to the system 
(for details, see “Displaying the Event Log” on page 39). You can use filters 
(time frame, data source, severity, and target name) to display specific 
information. If you select the SiteScope data source, you can then select 
additional filters: SiteScope profile, groups, and monitor type (for details, see 
“Working with Additional Filters for SiteScope” on page 41).

When you generate the event log, the Event Log page displays the events 
sorted by the time of their occurrence in descending order. It also shows 
columns that are common to all the data sources that can send events (for 
details, see “Viewing Common Event Data in the Event Log Page” on 
page 42). The data of the SiteScope data source is filtered according to 
SiteScope Profile permissions (for details, see “Configuring User 
Permissions” in Platform Administration).

The Event Log page has two areas: the filter and action area and the data 
table.

This section includes the following topics:

➤ “Displaying the Event Log” on page 39

➤ “Customizing Event Logs” on page 40

Displaying the Event Log
You can display the logs of events sent to Mercury Business Availability 
Center.

To display the Event Log:

 1 Select Applications > System Availability Management > Event Log to 
display the Event Log page.

 2 Select the time period for which you want to gather information to display 
in the report in the View list. For details, see “Choosing the Tracking Range 
and Granularity” in Working with Applications.



Chapter 3 • The Event Log

40

 3 Click Active Filters, if you want to edit the filters. For more details, see 
“Filtering Data Using Active Filters” in Working with Applications. Note that 
only one or All data sources can be selected in the Event Source tab. If no 
data source exists, only All appears in the list. SiteScopeAlert or 
SiteScopeStatusChange data sources appear only if the current user has 
permissions to view at least one SiteScope profile. Severities are pre-defined. 
By default, all check boxes are selected.

If you select SiteScopeAlert or SiteScopeStatusChange, the SiteScope Filters 
window is displayed. For details, see “Working with Additional Filters for 
SiteScope” on page 41.

 4 Click one of the action buttons to print, e-mail, or open a report in Excel or 
PDF format. For details, see “Sharing and Storing Reports” in Working with 
Applications.

 5 Click Generate to generate the report.

Note: If the number of events that occur during the specified time frame is 
larger than the maximum number of events that can be displayed in the 
report, a message is displayed. To reduce the number of events, select a more 
specific time range. For example, to see events for the past week, select the 
individual days of the week. 

Customizing Event Logs
You can change the default setting of the maximum number of rows that 
can be displayed in the page. You can also change the maximum number of 
events that can be listed in the event log.

To change the maximum number of rows displayed in a page:

When there are too many events to display in one page of a table, a paging 
bar is automatically displayed. 

 1 Select Admin > Platform > Setup and Maintenance > Infrastructure Settings, 
click Application, select End User/System Availability, and locate the Max 
Table Rows in the Event Reports table.

 2 Modify the value to the required number of rows per page.
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To change the maximum number of rows displayed in the Event Log:

The maximum number of rows that can be displayed in the Event Log is 
1000, by default. 

 1 Select Admin > Platform > Setup and Maintenance > Infrastructure Settings, 
click Application, select End User/System Availability, and locate the Max 
Fetched Rows in the Event Reports table.

 2 Modify the value to the required number of rows per Event Log.

Working with Additional Filters for SiteScope

If you select a SiteScope data source in the active filter, an additional filter is 
automatically provided to filter the data by SiteScope profile, group, and 
monitor type.

To work with additional filters for SiteScope data sources:

 1 Click SiteScope Filters, to open the SiteScope Filter page.

 2 Select the type of monitor in the Monitor Type list. The default is All 
Monitor Types.

 3 Select the SiteScope profile in the Profile list. The default is All Profiles. To 
view events of interest regarding the profile or group permissions, select one 
of the profiles in the Profile list. The list of groups allowed for the selected 
profile is displayed. For details on profile or group permissions, see 
“Configuring User Permissions” in Platform Administration.

Note: If you select All Profiles, your profile or group permissions are not 
applied to the displayed events.
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 4 If available, select the appropriate group in the group tree. Select All Groups 
if you want to select all the groups in the tree. When a tree CI changes its 
status (from selected to unselected or from unselected to selected) the status 
of the whole sub-tree changes. 

Viewing Common Event Data in the Event Log Page

The event data common to all event data sources is displayed in this table. 
The data is sorted by time in descending order.

To sort the report by a column, click the column title (an arrow appears in 
the column title to indicate whether the sort is descending or ascending).

Click a value in a specific row to add this selection to the active filter. The 
addition is reflected in the display.
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Each row in the table contains the data associated with one event:

➤ Severity. The icon and its tooltip display the severity of the event.

➤ Event Source. The application or software from which the event is collected. 
Event sources can be: HP OVO, Remedy ARs, SitescopeAlert, 
SitescopeAlertStatusChange, Tivoli TEC, BMC Patrol, CA Unicenter, HP SIM, 
Compaq Insight Manager, Whatsup, or Compaq Insight Manager, 
depending on the external systems that sent the events to Mercury Business 
Availability Center.

➤ Time. The time when the event occurred. By default, the data sorted in this 
column is in descending order.

➤ Hierarchy. The hierarchy description of the event source. It can include the 
path to where the event occurred in the area, sub area, or instance and/or 
the event depending on the application or software from which the event is 
collected. Depending on the data source, the hierarchy can have two to four 
branches. If the hierarchy is very long, this field displays the shortened 
string and the tooltip displays the complete hierarchy.

➤ Target Name. The name or the IP address of the host or device that caused 
the event. 

➤ Status. The status or type of the event. If the hierarchy is very long, the 
value is shortened and the tooltip displays the full hierarchy.

Icon Severity

Unknown

Informational

Warning

Minor

Major

Critical
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➤ Description. The event description. If the description is very long, the value 
is shortened and the tooltip displays the full hierarchy.

To view additional data for this event, click the Event Details button to open 
the Event Details page. For details, see “Working with Event Details” on 
page 44.

To view details about the event history data, click the History button to 
open the Event History page. For details, see “Working with Event History” 
on page 46.

Note: By default, some data sources include a history view and others do not 
(the History button is disabled or does not display). You can enable the 
history view by changing the setting in the Infrastructure Settings Manager. 
To modify the setting, select Admin > Platform > Setup and Maintenance > 
Infrastructure Settings, click Applications, select End User/System 
Availability Management, and locate the Event Log Report Data Sources 
History entry in the End User/System Availability Management - Data table. 
Set the property value by adding the data source names for which you want 
to enable the History button (separate data source names with commas)—in 
the Value box. The change takes place after restart. For details, see 
“Infrastructure Settings” in Platform Administration.

Working with Event Details

To display all the data (common and specific) related to an event, you 
display the event details.

Click the Event Details button in the Event Log page to open the Event 
Details report in a new window.

The Event Details report displays detailed information about the specified 
event as well as the fields and the field values from the event data. The type 
of information provided depends on the data source.
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The Event Details report can display any of the following fields:

➤ Time. The time of the event.

➤ Severity. The severity of the event.

➤ Original Severity. The original severity of the event.

➤ Status. The event status or type. If the hierarchy is very long, this field 
displays a shortened string and the tooltip displays the complete status.

➤ Event Source. The application or software from which this event is 
collected.

➤ Logical Group. The additional logical level of event hierarchy 

➤ Hierarchy. The hierarchy of the event source. It can include the path to 
where the event occurred in the area, sub area, or instance and/or the event 
depending on the application or software from which the event is collected.

Depending on the data source, the hierarchy can have two to four branches. 
If the hierarchy is very long, this field displays the shortened string and the 
tooltip displays the complete hierarchy.

➤ Target Name and IP. The name or IP address of the host or device that 
caused this event.

➤ Collector host. The name of the machine that collected the data.

➤ Description. A description of the event.

➤ Acknowledged By. The operator who acknowledged this event.

➤ Value. Any numeric values that are sent with the event.

➤ Additional information field (1… 5). Additional rows (up to 5) that contain 
additional information for the current event.
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Working with Event History

Click the Event History button in the Event Log page to open the Event 
History report in a new window.

The Event History report displays detailed information about the specified 
event for different time periods.

The data displayed provides a historical view of the event:

➤ Event Source. The application or software from which the event was 
collected. Event sources can be: HP OVO, Remedy ARs, SitescopeAlert, 
SitescopeAlertStatusChange, Tivoli TEC, BMC Patrol, CA Unicenter, HP SIM, 
Compaq Insight Manager, Whatsup, or Compaq Insight Manager, 
depending on the external systems that sent the events to Mercury Business 
Availability Center.

➤ Time. The time when the event occurred. By default, the data sorted in this 
column is in descending order.

➤ Hierarchy. The hierarchy description of the event source. It can include the 
path to where the event occurred in the area, sub area, or instance and/or 
the event depending on the application or software from which the event 
was collected. Depending on the data source, the hierarchy can have two to 
four branches. If the hierarchy is very long, this field displays the shortened 
string and the tooltip displays the complete hierarchy.

➤ Target Name. The name or the IP address of the host or device that caused 
the event. 

➤ Status. The status or type of the event. If the hierarchy is very long, the 
value is shortened and the tooltip displays the full hierarchy.
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➤ Description. The event description. If the description is very long, the value 
is shortened and the tooltip displays the full hierarchy.

To view different periods of the event history select the appropriate time 
frame in the View list. This selection has no effect on the time frame 
selected in the View list in the Event Log page.

Note: By default, some data sources include a history view and others do not 
(the History button is disabled or does not display). You can enable the 
history view by changing the setting in the Infrastructure Settings Manager. 
To modify the setting, select Admin > Platform > Setup and Maintenance > 
Infrastructure Settings, click Applications, select End User/System 
Availability Management, and locate the Event Log Report Data Sources 
History entry in the End User/System Availability Management - Data table. 
Set the property value by adding the data source names for which you want 
to enable the History button (separate data source names with commas)—in 
the Value box. The change takes place after restart. For details, see 
“Infrastructure Settings” in Platform Administration.
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4
User Reports

User reports is a feature common to the Mercury Business Availability 
Center applications. You configure and view user reports from the User 
Reports tab.

For complete details on creating, viewing, and administering user reports, 
see “Configuring and Viewing User Reports” in Working with Applications.



Chapter 4 • User Reports

50



51

A

aggregation 3

C

custom reports
SiteScope Data over Time 35
SiteScope Group Performance 35
SiteScope Monitor Performance 35
SiteScope Overall Performance 35
System Availability Management 

reports in 34

D

data aggregation 3

E

Event Logs
customizing 40
displaying 39
viewing 37
viewing common event data 42
working with event details 44
working with event history 46
working with reports 39

F

filters
Event Logs 39

G

group permissions
in System Availability Management 

reports 32

setting filters 33
usage privileges 32

I

Infrastructure Settings Manager
changing settings for SiteScope 

reports 15
displaying history button 44

R

reports
access and permissions 2
color coding 4
SiteScope Cross-Performance 12
SiteScope Data over Time 26, 35
SiteScope Error Details 31
SiteScope Error Summary 30, 31
SiteScope Group Performance 23, 35
SiteScope Monitor Performance 10, 

35
SiteScope Over Time 8
SiteScope Overall Performance 35
SiteScope Performance 24
SiteScope Status Summary 27
SiteScope Uptime Details 28
SiteScope Warning Summary 29
System Availability Management 3, 7
user 49

S

SiteScope Cross-Performance report 12
generating 14
rescaling 22
summary tables 21

Index



Index

52

SiteScope Data over Time report 26
in custom reports 35

SiteScope Error Details report 31
SiteScope Error Summary report 30, 31
SiteScope Group Performance report 23

in custom reports 35
table 24

SiteScope Monitor Performance report 10
generating 10
in custom reports 35
understanding 11

SiteScope Over Time graphs
consolidated 17
non-consolidated 19

SiteScope Over Time reports 8
SiteScope Overall Performance report

in custom reports 35
SiteScope Performance report 24
SiteScope reports

group filters 39
monitor type filters 39
profile filters 39
working with additional filters 41

SiteScope Status Summary report 27
table 28

SiteScope Uptime Details report 28
SiteScope Warning Details report 29
SiteScope Warning Summary report 29

table 29
System Availability Management reports 1, 

3, 7
group permissions 32
improving report generation times 5
in custom reports 34
overview 1
SiteScope Cross-Performance 12
SiteScope Data over Time 26
SiteScope Error Summary 30
SiteScope Group Performance 23
SiteScope Monitor Performance 10
SiteScope Performance 24
SiteScope Status Summary 27
SiteScope Uptime Details 28
SiteScope Warning Summary 29
working with 4

U

user reports 49


	Using System Availability Management
	Table of Contents
	Welcome to Using System Availability Management
	How This Guide Is Organized
	Who Should Read This Guide
	Getting More Information

	Introduction to System Availability Management Reports
	Overview of System Availability Management Reports
	Report Access and Permissions
	Data Aggregation

	System Availability Management Reports
	Working with System Availability Management Reports
	Color Coding in Reports
	Improving Report Generation Times


	SiteScope Over Time Reports
	About SiteScope Over Time Reports
	Monitor Performance Report
	Generating the Monitor Performance Report
	Understanding the Monitor Performance Report

	Cross-Performance Report
	Generating a SiteScope Cross-Performance Report
	Consolidated Over Time Graphs
	Non-Consolidated Over Time Graphs
	Summary Tables
	Rescaling a Cross-Performance Report
	Examples

	Group Performance Report
	Group Performance
	SiteScope Performance
	SiteScope Data over Time

	Status Summary Report
	SiteScope Status Summary
	SiteScope Uptime Details

	Warning Summary Report
	Warning Summary
	Warning Details Report

	Error Summary Report
	Error Summary
	Error Details

	Group Permissions for Reports
	Usage Privileges for Group Permission Filters
	Setting Group Permission Filters

	System Availability Management Data in Custom Reports
	Monitor Performance Report
	SiteScope Data over Time Report
	Group Performance Report
	Overall Performance Report


	The Event Log
	About the Event Log
	Working with the Event Log
	Displaying the Event Log
	Customizing Event Logs

	Working with Additional Filters for SiteScope
	Viewing Common Event Data in the Event Log Page
	Working with Event Details
	Working with Event History

	User Reports
	Index



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /All
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000500044004600206587686353ef901a8fc7684c976262535370673a548c002000700072006f006f00660065007200208fdb884c9ad88d2891cf62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef653ef5728684c9762537088686a5f548c002000700072006f006f00660065007200204e0a73725f979ad854c18cea7684521753706548679c300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <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>
    /FRA <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>
    /ITA <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>
    /JPN <FEFF9ad854c18cea51fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e30593002537052376642306e753b8cea3092670059279650306b4fdd306430533068304c3067304d307e3059300230c730b930af30c830c330d730d730ea30f330bf3067306e53705237307e305f306f30d730eb30fc30d57528306b9069305730663044307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e30593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020b370c2a4d06cd0d10020d504b9b0d1300020bc0f0020ad50c815ae30c5d0c11c0020ace0d488c9c8b85c0020c778c1c4d560002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken voor kwaliteitsafdrukken op desktopprinters en proofers. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents for quality printing on desktop printers and proofers.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /NoConversion
      /DestinationProfileName ()
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure true
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /NA
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


