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Welcome to the Discovery Manager
Tutorial

Welcome to the Mercury Business Availability Center Discovery Process
Tutorial, a self-paced guide that teaches you how to run the discovery
process in Mercury Business Availability Center.

This tutorial instructs you on how to discover the IT resources in your
system. It takes you through a gradual discovery process, from the most
basic network discovery to more in-depth discoveries such as applications,
databases and servers.

Before You Begin

To do this tutorial, you must have Mercury Business Availability Center
operational. The Discovery Probe must be installed and running. You must
also have access to the Discovery Manager user interface to activate the
discovery patterns.
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How This Tutorial Is Organized

vi

Lesson 1

Lesson 2

Lesson 3

Lesson 4

Lesson 5

Lesson 6

Lesson 7

This tutorial contains the following lessons:

Introducing the Discovery Process

Introduces you to the Mercury Business Availability Center discovery
process, discovery patterns and the Configuration Item Type Model.

Defining the Seed Network

Shows you how to define the seed network from which to start the
discovery process.

Discovering Network Cls

Shows you how to activate the discovery pattern ICMP_NET_Dis_IpC, which
is designed to discover the networks that fall within the defined IP address
range.

Creating a TQL Query

Shows you how to define a TQL query that retrieves specified network CIs
from the Mercury Universal CMDB.

Performing an Advanced Network Discovery

Shows you how to activate a task whose job it is to discover SNMP
connection data of the new IPs discovered in your IT infrastructure.

Expanding the Network Discovery

Shows you how to expand the network discovery to include the discovery of
other network resources such as ARP tables and TCP connections.

Discovering Database Instances and Oracle Resources

Shows you how to discover the database instances and Oracle resources in
your IT infrastructure.
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Lesson 8 Discovering WebLogic Instances and Components

Shows you how to uncover WebLogic instances and WebLogic components
in your IT infrastructure.

Lesson 9  Discovering Host Resources

Shows you how to activate a number of patterns that discover WMI-based
resources, such as disks, CPU, memory, or files.

Who Should Read This Guide

This guide is intended for the following users of Mercury Business
Availability Center:

» Mercury Business Availability Center administrators

» Mercury Business Availability Center platform administrators

» Mercury Business Availability Center application administrators
» Mercury Business Availability Center data collector administrators

Readers of this guide should be knowledgeable about enterprise system
administration, have familiarity with ITIL concepts, and be knowledgeable
about Mercury Business Availability Center in general and Mercury
Application Mapping technology specifically.

Getting More Information

For information on using and updating the Mercury Business Availability
Center, reference information on additional documentation resources,
typographical conventions used in the Documentation Library, and quick
reference information on deploying, administering, and using Mercury
Business Availability Center, refer to Getting Started with Mercury Business
Availability Center.

vii
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Introducing the Discovery Process

Y Y Y VY

The Mercury Business Availability Center discovery process is the
mechanism that enables you to collect data about your system by
discovering the IT infrastructure resources and their interdependencies. It
can discover such resources as applications, databases, network devices,
different types of servers, and so forth. Each discovered IT resource is then
delivered and stored in the configuration management database (CMDB)
where it is represented as a managed CI.

The Mercury Business Availability Center discovery process is run by
activating discovery patterns.

In this lesson, you will learn about the following:

“What Is a Discovery Pattern?” on page 2
“What Is the Configuration Item Type Model?” on page 2
“Running the Discovery Process” on page 3

“Launching Mercury Business Availability Center” on page 5
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What Is a Discovery Pattern?

A discovery pattern is an XML file that defines a discovery task. The
discovery pattern contains a description of the Cls and relationships that are
created when the discovery pattern is run. The definitions of the CIs and
relationships are taken from the Configuration Item Type Model, which
contains the definitions of all CIT and relationship types. When the
discovery pattern is activated, it discovers instances of Cls and relationships
of the types that are described in each pattern, and places them in the
CMDB.

What Is the Configuration Item Type Model?

By default, the Configuration Item Type Model (as seen in the CI Type
Manager tab in Mercury Business Availability Center) is divided into two
logical groups.

» CI Types

» Relationships

{* CITypes (" Relationships

(7] Business (21}

ﬁ* Crvniamic Mode Factory {43
#1723 Manitar {13)

@ Syskem (0)

The Configuration Item Type Model contains the definitions of all the CITs
defined in the system and the relationships that define the connection
between them. Each CIT has its own attributes, as well as the attributes
inherited from its parent CIT. The discovery process uncovers Cls and
relationships according to the attributes defined in the Configuration Item
Type Model. For information on the Configuration Item Type Model, see the
CI Type Manager Administration.
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Note: The CIT definitions that appear in the Configuration Item Type
Model depend on which packages were deployed. For information on
packages, refer to “Package Administration Overview” in Discovery Manager
Administration.

Running the Discovery Process

The discovery process is a gradual uncovering of the elements in your
system. Discovery is first done at the most basic level, and then at more
in-depth ones.

After you have installed Mercury Business Availability Center (see
“Launching Mercury Business Availability Center” on page 5), the network
in which the Discovery Probe is located, the Host on which the Discovery
Probe resides, and the Host’s IP address are automatically discovered. These
discovered CIs are then placed in the CMDB. They act as triggers that
activate a discovery pattern. Every time a discovery pattern is activated, it
discovers more Cls, which in turn are used as triggers for other discovery
patterns. This process continues until your entire IT infrastructure is
discovered and mapped.
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In the following example, the CI Network is a trigger that activates the
ICMP_NET_Dis_lpc pattern. The ICMP_NET_Dis_lpc pattern then discovers
292 instances of IP addresses. These discovered IP addresses act as a trigger
that activates the SNMP_NET_Dis_Connection pattern, which in turn
discovers more IP addresses and Network Cls. The discovery process ends
when all the IP address included in the range defined for the Discovery
Probe are discovered.

9%

Metwork{11)  SHNMP_MNET_Dis_Connection (55)

<5

ICMP_NET Dis_IpC () 230 |p(ae2)
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The following diagram displays the dependency among the deployed
packages.

Basic Classes

T

Network

T

Host_Resources_Basic

T

Database_Basic

T
‘T Zf

J2EE Oracle, SQLServer,
Sybase, DB2

Launching Mercury Business Availability Center

This section describes how to launch Mercury Business Availability Center.

To launch Mercury Business Availability Center:

1 Launch your Web browser and navigate to Mercury Business Availability
Center. You log in to Mercury Business Availability Center using the URL
provided to you by your Mercury Business Availability Center administrator.

The default URL is http://<hostname>/MercuryAM, where hostname is the
name of the machine on which the Centers Server is installed. The Mercury
Business Availability Center login page loads.

2 Enter your assigned username and password.

3 Click Log In. The Mercury Business Availability Center default page is
displayed.
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Defining the Seed Network

Once the Mercury Business Availability Center server and the Discovery
Probe are connected to a new IT environment, Mercury Business Availability
Center automatically creates the following Cls:

» The network in which the Discovery Probe is located
» The host on which the Discovery Probe resides

» The host’s IP address

These CIs are then placed into the CMDB. These Cls act as triggers for the
continued discovery of other resources only for discoveries whose range is
within the scope of the network of the machine on which Mercury Business
Availability Center is installed.

If the discovery range you want to define is within the scope of the network,
you can skip to the next lesson, “Discovering Network CIs” on page 15.

If the discovery you want to perform is out of the range of the network’s
scope, then you must define the seed network from which to start the
process. You do this by manually adding a CI to the CMDB. For information
on how to define another seed network, see “Inserting a CI Manually” on

page 8.
In this lesson, you will learn about:
» “Inserting a CI Manually” on page 8
» “Defining the Discovery Scope” on page 11

» “Verifying that the Changes Have Been Made to the Discovery Probe” on
page 14
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Inserting a Cl Manually

To perform a discovery, you need to choose a seed network from which to

perform the discovery process. You can either use the default seed network
or define a new one manually.

In this exercise, you will define the seed network manually and then
configure its attributes.

To define a seed network:
1 Select Admin > CMDB and click the IT Universe Manager tab.

2 Click Create new Cls to open the Define General Properties dialog box.

/2 Mercury Business Availability Center x|

D e ek roperties Define General Properties @
Cefine CIT-Specific Properties P
Surmmary [ Application ;l

Mame * I

|Click here bo receive the Full £ bype list]

Description

¥ allow CI Update

Country I

State I

<l L] L

City I

Context
Menu

Edit Menu List

<= Back Mext = Finish Cancel Help

Note: It is not necessary to define the General Properties for this tutorial.
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3 Click the open button to the right of the CIT Type box to open the Select

Configuration Item Type dialog box.

a Mercury Business Availability Center

& Display only CITs that match the current view
O Display all possible CITs

=] [T Metwork Resource
@ ATM Switching
@ Bridge

@ Chassis

@ ELAM

k'

T IP

S TNe Ne e N e

@ MS Dormain

@ Sysplex
@ Trail

« D Oracle E-Business Suite

Al

[ sap system
0 [4 sisbal Sits

CI Types Table

Cance' |

Help

4 At the top, select Display all possible CITs, and then select Network.

5 Click OK to return to the Define General Properties page.
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6 Click Next to open the Define CIT-Specific properties page.

10
11
12

13

10

3 Mercury Business Availability Center ll

Define General Propertias Define CIT-Specific Properties o
* Define CIT-Specific Properties

Metwaork I—
Surmmary Count

Metwark,

Tepe IOther _I

get"’c‘fk IniceDomain

ornain

Marne #

Metwork

e o [255.255.255.0

s |z1z.148.81.0

Address *
Metwark
Class o

Il Is Managed

= Back | Next = | Finish | Cancel | Help |

In the Network Domain Name box, type the name of the domain as you
defined it during installation. For this exercise, type niceDomain.

In the Network Mask box, type the net mask of the network for which you
want to do the discovery. For example, 255.255.255.0.

In the Network Address box, type the IP address of the seed network from
which you want to start the discovery. For example, 212.148.81.0.

In the Network Class check box, type C.
Ensure that the Is Managed check box is selected.

Click Finish to display the Summary page. The Summary page displays the
ClIs that were created and added to the view.

Click Close to close the Summary page and save the network attributes you
have defined.
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Defining the Discovery Scope

Before you activate the discovery patterns to start collecting data about your
network, you need to add a Discovery Probe. For each Discovery Probe, you
need to define the discovery scope that defines the range of the IP addresses
to be discovered as well as configure the connection data for each protocol
included in the discovery process.

The discovery process can encompass several Discovery Probes. You need to
define a separate range for each Discovery Probe. Anything discovered by
the discovery patterns outside of the defined range is not included in the
discovery process.

To configure the discovery scope:

1 Select Admin > CMDB and click the Discovery Manager tab.

hodule Manager | Probe Manager I

Dizcovery Modules

Details Wiew | Map Wiew | Schedule Yisw

o y || |[-configurstion fies
1 2pplication - Oracls E-Busin interfaceType xml a
.I Application - S&P (RI3) lanaFilehdonitoring properties
-’ pplication - Sishel @ langFilekonitoring_ger properties
-’ Application - Wekisarvices E langFiledonitoring_rus properties

-’ langHost_Resources_By_TTY properties
Ltk e langHost_Resources By TTY_ger properies

1/ Datakase - Oracle langhletwork propetties

.I Databaze - Oracle TNS langhetwork_ger properties

J Database - SOLServer lanntetanek pos oroneHies: j
) Database - Sybase Statistics: (Last update time: never)

) Host Resources - REGISTRY & [ar [crested [ Upclates [ Deeted |
1 Host Resources - SHMP F Total ||] ||] |l] ‘

J Host Resources - S5HTelne
J Host Resources - Wil

L JZEE - wehlngic

) JZEE -Wehsphere b
_‘ Mainframe

_‘ MetLinks - Passive Metwork
_‘ Metwark - Advanced

_’ Metwork - Basic

_’ Metwork - Credential Less D

-

S Network - Laver2 _lJ
<| »

LTS > u
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[@] 2 Click the Add IP range button to open the Add Range dialog box.

x

oK I Cancel |

|Java Applet wWindow

3 Enter an IP address range using the following format:

start_ip_address - end_ip_address

Note: The IP address range can include a wild card character (*) in the lower
bound IP address of the IP range pattern. The asterisk represents any number
in the range of 0-255. If you use an asterisk, you do not need to enter a
second IP address. For example, 10.0.48.* covers the whole range from
10.0.48.0 to 10.0.48.255.

If you define a discovery range that is out of the scope of the network in
which Mercury Business Availability Center is installed, Mercury Business
Availability Center automatically defines the range of the IP on which the
Discovery Probe is running. The following message appears:

Probes Range Problem

The probe DefaultProbe does not include the Following probe IPs
192.1668.82.56
Do you wank bo include these IPs in the appropriate ranges?

[ Yes H Mo ”Cancel]

Click Yes to use the IP of the Discovery Probe as your Discovery range.

12
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4 Click OK. The full IP address range appears in the Ranges pane, as seen
below.

5 Click Apply to save the changes you made in the discovery scope
configurations in the CMDB.

13
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Verifying that the Changes Have Been Made to the
Discovery Probe

The changes you made in the discovery scope configurations are delivered
to and stored in the CMDB. From there, the changes are sent to the
Discovery Probe. Verification that the changes have been sent to the
Discovery Probe is seen in the following message displayed in the
wrapperProbe log file, that is located in \<Mercury Business Availability
Center Discovery Probe Installation directory>\root\logs\.

processing document domainScopeDocument.bin
Processing document domainScopeDocument.bin is done.

;i Discovery Probe

nLoader. javaB3> — ProbeMgr: recieved new server data J s/NTCHD_HR_REG_Sof tware.py
stributerPull. javal?4> — Probe Gateway recieved 1 tas f B .

orsClient.javaZzB3) — ProbeGl: Downloding file from se s rDatasdomainScopeDocument .hin
wnLoader. javaB83d> — ProbeMgr: recieved new server data fileMam rverDatasdomainScopeDocument . bin
copeManager. java3d?> — processing document domainScopeDocument.bin

copeManager. java54> — Processing document domainScopeDocument.bin is done.

In the next lesson, you will activate the discovery pattern that discovers the
networks contained within the range defined in this lesson.

14
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Discovering Network Cls

The network ClIs that were discovered in the previous lesson (see “Defining
the Seed Network” on page 7) act as triggers for the continued discovery of
other resources. This applies regardless of whether the default seed network
was used to start the discovery or one was defined manually.

In order for the discovered network Cls in the CMDB to act as triggers for
discovering other resources, the relevant discovery patterns must be
activated.

In this lesson, you will activate the discovery pattern ICMP_NET_Dis_IpC,
which is designed to discover the network IPs that fall within the IP address
range as defined in the Discovery Manager dialog box in “Defining the
Discovery Scope” on page 11.

In this lesson, you will learn about:

» “Activating the ICMP_NET_Dis_IpC Discovery Pattern” on page 16

» “What Happens When You Activate the ICMP_NET_Dis_IpC Pattern?” on
page 17

» “Verifying the Discovery Results” on page 18

15
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Activating the ICMP_NET_Dis_IpC Discovery Pattern

16

I
m

In this section, you will activate the ICMP_NET_Dis_IpC pattern. To activate
discovery patterns, you must select the relevant patterns from the Discovery
Manager.

To activate the ICMP_NET_Dis_IpC pattern:

1 Select Admin > CMDB and click the Discovery Manager tab to open the
Discovery Manager.

2 Click the Expand button to the left of the Network - Basic module.

haciule Manzger | Probe Manager I

Discovery Madules Detailz Wiew I Map Wiew I Schedule Wiew |

_I Databaze - Sybaszse d Dizcovery Pattern Sumrmsty

_l Host Resources - REGISTRY Dizcovery Pattern Matne:  ICMP_HET_Dis_IpC {v1.000) Edit
J Host Resources - SMMP [Package: Hetwork] =
) Host Resources - SSHTelne Desciption:

_I Hoszt Resources - Wbl Perfarinz [P ping sweep on C networks.

i JZEE - wighlogic
L JZEE - wighaphers

-’ N Trigger TGLs 4 Triggered Cls
zinfrarme
1 Metlinks - Passive Network =] ToLhame | Procelimt || [ % e Status Proke
59 network - Advanced E‘ netwark_C |==AII Probess=» | @
:' Metwvork - Basic E‘
= Host_ID_Discover
= -

) metwork - Credertial Less D .
_l Metweark - Layer2 E'E
& retweark - Protocol Connecti
_l Metweark - TCP Discovery

[} -
=9 wieb Servers - Basic e Page I 1 3 of 1 Mo Cls
': Apache -

TCP \Wehserver Detec{ Statistics: (Last updste tifme: never)

_I ‘Web Servers - HS

ar | created | Upcisted | Deleted |
Total o o o |

- B wWebsohere MQ _IJ
KT r

IR ]

B L@

3 Right-click ICMP_NET_Dis_IpC and select Activate to activate the pattern. A
green dot appears on the pattern icon to indicate that is activated.
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What Happens When You Activate the ICMP_NET_Dis_IpC
Pattern?

For every network in the CMDB, Mercury Business Availability Center takes
the network address and the network mask and calculates the range of the IP
addresses you want to discover.

This pattern then activates a task whose job is to ping all the IP addresses
that were calculated. For every IP address that answers the ping request,
Mercury Business Availability Center creates a CI in the CMDB.

Note: Only the IP addresses that are considered to be inside the scope
defined in the Discovery Manager dialog box will be pinged.

By identifying the network’s IPs, new IPs are discovered on the network. All
IP addresses that respond to the ping request are the newly discovered Cls
that are added to the CMDB which, in turn, act as triggers to activate other
discovery patterns.

17
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Verifying the Discovery Results

ClIs that are discovered are delivered to and stored in the CMDB. Verification
that the CIs have been sent to the CMDB can be seen here.

server data fileMame pts/NTCHD_HR_REG_Sof tware.py

Y recieved 1 ta fr VED.

ing file from server: serverDatasdomainScopeDocument.bin

new server data fileMame=serverDatasdomainScopeDocument.hin

ment domainScopelocument . bin

ment domainScopeDocument.bin is done.

y precieved 1 tasks from server.

ay: Distributing task IC MET _Dis_IpC-2- 1135582512687 to probe manager: 192.168.81.88

rectory is created for d pattern ICHP_HNET ] _InC

Disz_IpC is not merge—ahle § 3 tory without heing merged.

able but no task found to merge with. task ICHP _HET _Dis_IpGC-2- 1135582512687 new mergable task was added to th
ICMP_NET _Dis_IpC-— 2—1135582512687 with 1 Cls otal recieved 1 tasks

_MET_Dis_IpC was triggered at: Mon Dec 26 39 35 14 IST 2885
started invocation <on 1 destinations)
HetworkimllUtil _getMetAddressBylp{localHostIpAddress? ... netWorkfddress0OfLocalHost.length:

ICHP_NET _Dis_IpC. subject=Default. Passed 278 out of 278 objects for 1 destinations (state B —> 278>
Sent a total of grouped 278 update objects for pattern: ICHP_HNET _Dis_IpC
finizhed invocation {on 1 destinations?. running time=7453msec
Gateway received task resul ICHP_HET _Dis_IpC from Probe Manager: 192 _168_81_88 timestamp=1135582521546
pC finished activating and being scheduled to next invocation at: Tue Dec 27 @9:35:13 IS8T 2885
y pecieved 1 tasks from server.
Diz_IpC has been removed.

The Discovery Probe indicates the name of the pattern that was activated
and the number of network Cls discovered.

This example shows that the ICMP_NET_Dis_IpC discovery pattern was
activated and 278 CIs were discovered.

In the next lesson, you will define a TQL that retrieves the network CIs from
the CMDB so you can see the results of the discovery.

18
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Creating a TQL Query

In the previous lesson, you activated the discovery pattern that discovered
the networks that fell within the IP address range you define in this lesson.
To see the discovered network ClIs, you need to define a TQL query that
retrieves the specified network Cls from the CMDB.

In this lesson, you will learn about:

» “Defining a TQL Query to View the Discovered Network CIs” on page 19

Defining a TQL Query to View the Discovered Network Cis

In this section, you will create the pattern view in which you want to define
the TQL query. Then you will add the TQL nodes to the pattern view and
define the relationship between them.

To define a TQL query to view the discovered network Cls:

1 In the View Manager tab, select the folder in the View Explorer in which
you want to place the view.

19
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2 Click New Pattern View open the Create View - View Properties dialog box.

/Z} Mercury Business Availability Cenker

Wiew narme # IBasic Metwork

Wiew type Fattern view

Dezcription

Assign view to:

|7 IT Universe

[¥ Daszhbozrd & Service Level Manzagernent KPI Select
Wiewing Options:

[ Uz differant falding/grouping definitions
for tree and topology presentations =

3 In the View name box, type Basic Network.

4 Select the IT Universe and Dashboard & Service Level Management check
boxes.
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5 Click OK to open the Create View window.

IT Universe Manager | Yiew Manager Discovery Manager | Source Manager | CI Type Manager |

|G B |Femonon e 7 )& 2

QA PEYBH N REED

(17 Universe (116)

#1-( Business (71)

[#]-- B+ Dynamic Node Fackory (1)
[#1-7 Maritar (33)

ezt () Fystem ()

Properties Condition

Cardinality
CI bype: @

Bl visible:

B Include subclasses

1] 4 | Cancel | Halp ‘

6 From the tree displayed in the Configuration Item Type Model, click and
drag the following TQL nodes to the Topology map:

» Network

» IP
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7 Select the two nodes, right-click and then click Add Relationship to open the
Add Relationship dialog box.

14 Add Relationship |

Mode Label: INetwnrk Direction: E Mode Label: IIP
Relationship Type: IMember

Advanced ==

[Retetionstip =]

@T Wyiorld Links
gSymem Linkz
Parent

@ emker

QK Cancel

8 To link the Network and IP TQL nodes, click Advanced and select Member.
Member appears in the Relationship Type box.

9 Click OK. The TQL query you have created is displayed below.

i

Metwarl

Member

43

T
IP

10 Click OK to save the TQL definitions in the CMDB.
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The pattern view you have created appears in the Views pane.

Mame = Type Descrpton
[T Basic Metwork Pattern wview | ﬁ| : ||:|=|:|| X |‘E|
[T First Service View Instance view S—:an:c:;hﬁ,box SR | ﬁ| : ||:|=|:|| X |‘E|
™ lior Instance view | ﬁ| : ||:|=|:|| X |‘E|
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Performing an Advanced Network
Discovery

In “Discovering Network CIs” on page 15, you activated the
ICMP_NET_Dis_IpC discovery pattern, which identified all the network IPs.
After these IP addresses are added to the CMDB, they act as triggers for the
ICMP_NET_Dis_Connection discovery pattern. This pattern activates a task
whose job it is to discover SNMP connection data of the new IPs discovered
in your IT infrastructure. The task results add a host to each IP together with
its SNMP connection data to the CMDB.

In this lesson, you will define the SNMP connection data and activate the
SNMP_NET_Dis_Connection pattern that discovers hosts that use the SNMP
protocol.

In this lesson, you will learn about:

» “Defining the SNMP Connection Data” on page 26

» “Verifying that the Changes Have Been Made to the Discovery Probe” on
page 28

» “Activating the SNMP_NET_Dis_Connection Discovery Pattern” on page 28
» “Veritying the Discovery Results” on page 30
» “Defining a TQL to View the Discovered CIs” on page 30
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Defining the SNMP Connection Data

26

In this section, you will define the SNMP protocol through which the data
will be collected.

To define the SNMP connection data:

Select Admin > CMDB and click the Discovery Manager tab to open the
Discovery Manager.

Click the Probe Manager tab.

3 In the Discovery Probes pane, select niceDomain.

Click the Expand button to the left of niceDomain and then select SNMP
Protocol.

Click the Add new connection details for the selected protocol type button
in the Protocol entries pane to open the Add Protocol Parameter dialog box.

Community ___l
Connection Timeout 2000

Metwark Address DEFALLT

Mote
Port Mumber 161
Praotocal Inde:x 9993
Fetry 3
Shmp version wersion 1 ar 2
=zer Marme
|Izer Password o
'3 - Authentication algorithm
%3 - Authentication method
'3 - Privacy algarithm

Y3 - Privacy key ___l

Click the button at the right end of the Community box to open the
Community dialog box.

3 Community ll

Mews Password: ||

Confirm Mew Passwaord: I

oK Zancel
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7 Ask your system administrator what the Community string is and type it in
the New Password box.

8 Type the Community string again in the Confirm New Password box and
click OK.

9 In the Connection Timeout box, leave the default value 2000.
10 In the Network Address box, leave the default value DEFAULT.

11 In the Port Number box, ask your system administrator for the required port
number.

12 In the Retry box, leave the default value 3.
13 In the SNMP version box, select version 2.

14 Click OK. The parameter values you have defined appear in the Protocol
Entries section, as seen below.

\ F lilililililililiﬁ
fﬂ—“ niceDomain se falze falze DEFALLT 2000
31 JEOSS Protocal =]
B MTCMD Protocol
77 SAP WX Protocal
—u/" SAP Protocal

WP Protoco
—I SGL Protacal

I ==H Pratocol
I Telnet Protocol

g1 wieblogic Protocol

g0 wishsphere Protocol

LB vl Protocol

El—. DefaultProbe

15 Click Apply to save the changes you have made in the CMDB.
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Verifying that the Changes Have Been Made to the
Discovery Probe

Each change you make in the Discovery Manager dialog box is delivered to
and stored in the CMDB. From there, the changes are sent to the Discovery
Probe. Verification that the changes have been sent to the Discovery Probe is
seen in the following message displayed in the wrapperProbe log file, that is
located in \< Mercury Business Availability Center Discovery Probe
Installation directory>\root\logs\.

processing document domainScopeDocument.bin
Processing document domainScopeDocument.bin is done.

E‘-!-'JD' overy Probe

sts/NTCMD_HR_REG_Sof tuare.py

orsClient.javaZB@3> — ProbeGW: Douwnloding file from server: serverDatasdomainScopeDocument.bin
cieved new server data fileMame=serverData-domainScopeDocument.bin

copeManager. java3d?> — processing document domainScopeDocument.bin

copeManager. java54> — Processing document domainScopeDocument.bin is done.

Activating the SNMP_NET_Dis_Connection Discovery
Pattern

In this section, you will activate the SNMP_NET_Dis_Connection discovery
pattern to discover hosts that use the SNMP protocol.

To activate the SNMP_NET_Dis_Connection pattern:
1 Select the Module Manager tab.

2 In the Discovery Modules pane, click the Expand button to the left of the
Network- Protocol Connections module.
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- 3 Right-click SNMP_NET_Dis_Connection and click the Activate button, or
select SNMP_NET_Dis_Connection and click the Activate button in the
bottom-right corner of the Discovery Modules pane.

rDizcovery Modules D
I: = SHMP_HR_Service ;| .

= SMMP_HR_Software r
EH 50 Host Resources - SSHTelnet

': = TTY_HR_&I
= TTY_HR_Processz

=]

= SMMP_MET _Dis_HostBase
= ShMP_MET _Diz_Router_Arvp
TCP_MET Dis_Port

=1 Metweark - Basic

|, Host_ID_Discover

t!
=, ICMP_NET_ Dis_lpC
+ ,J Metweork - Credential Less Discovery
= ! :l Metweark - Protocal Contections
= MNTCMD_MET_Dis_Connection

= v Edit Pattern
Metwork - T Save fs..,

i) web Serve T Expart pattern b file
oJ cthers % Delete pattern

_‘l— &4 Edit scheduling
% A > u [
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Verifying the Discovery Results

Check the discovery results in the Discovery Probe. The following example
shows that the SNMP_NET_Dis_Connection pattern was activated and
displays the number of CIs discovered.

ﬁDiscovery Probe
asks from server.
ng task SNMP_NET _Dis_Connection—-4-1135583566234 to probe manager: 192 _168_81 _88
ated for discovery pattern SNMP_NET Dis_Connection
iz not merge—able.it was added to the repository without bheing merged.
sk found to merge ulth task SHMP_NET _Dis_Connection—4-— 1135583566234 new nergahle task was added to the repository
onnection—4-1135583566234 with 1 Clg,. total recieved 1 tasks
=_Connection was triggered : Mon Dec 26 89:52:47 IS8T 2885
started invocation C(on 1 inations)
d=8NMP_NET_Dis_Connection. hject=7alalSchic?2blifc25ab8bde?5464cS, Passed 7 out of 9 objects for 1 destinations
total of grouped 9 update objects for pattern: SNMP_NET_Dis_Connection
finished invocation <on 1 destinations?, running time=78% c
ed task result: SNMP_MET _Diz_Connection from Probe Manager: 192 _168_81 .88 timestamp=1135583576484
on finished activating and being scheduled to next invocation at: Tue Dec 27 B%:52:47 IST 2885

Defining a TQL to View the Discovered Cls
To view the discovered network Cls, you will be:

» “Creating a New Pattern View” on page 30

» “Adding TQL Nodes and Relationships to the Query” on page 32

Creating a New Pattern View

In this section, you will create a pattern view whose topology map displays
the results of the TQL query.

Select Admin > CMDB and then click the View Manager tab.

2 In the View Explorer pane, select the folder in which you want to place the
view.
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3 Click New Pattern View to open the Create View - View Properties dialog
box.

3 Mercury Business Availability Center

. -
Wiew name * Ir

Wiew type Pattern view

Description

Aszign view to:

W IT Universe

¥ Dashboard & Service Level Managernent KPI Select
Wiewing Options:

T Use different folding/grouping definitions
far tree and topology presentations hi

conce | _won_|

4 In the View name box, type a unique name for the pattern view. For this
exercise, type Advanced Network Discovery.

5 Select the check boxes of the applications in which you want the view you
are creating to appear:

» IT Universe

» Dashboard & Service Level Management
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6 Click OK to display the Create View window.

MERCURY"

APPLICATIONS = | AOMIN « | HELP = | SITE MAP LOGOUT
Business Availability Center - CMDB Administration

User: administrator

IT Universe Manager | ¥iew Manager Discovery M | Source . | CI Type Manager |

| =3 ||Hierarc:hic:a| LaYUUTLI & ||E‘:Q'|'E‘—®' =

QA EP@EYE k| REED

(1T Universe (500

@ Business (29)

‘E-’» Dryhamic Mode Factory (1)
722 Manitar (200

[T =ystem (@

Properties Condition Cardinality

Cltype: I'g

B visivle

B include subclasses 4 L DRE |
OK | Cancel | Help |

Adding TQL Nodes and Relationships to the Query

After you define the TQL, you must add the required Cls and define the
relationship between them.

To add nodes and relationships to the TQL:

1 From the tree displayed in the Configuration Item Types, click and drag the
following CITs to the topology map:

» Network
» [P
» Host

> SNMP
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2 Link the nodes according to the following table:

Link this node To this node With this relationship
IP Network Member

Host Network Member

SNMP Host Container Link

P Host Contained

Simultaneously select the two nodes in each row, right-click and then click
Add Relationship. The Add Relationship dialog box opens.

Mode Label:

Relationship Type: IIT ‘world Links

Advanced ==

QK

IHost Direction: * * | Maods Label: IIP

Cancel |

The TQL you have created is displayed below.

=
da
Metwarl

ilvlemljer

4

Contaiped HDSt\Container link

=k b |
7 °
IF SHMP

Member

3 Select the relationships according to the table above, and click OK.
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4 Click OK to save the TQL definitions in the CMDB.

The pattern view you have created appears in the Views pane.

Hame = Type Description
I- Advanced Metwork Discovery Pattern view | ﬁ| : ||:|=|:|| » |@|
[T First Service View Instance wiew ©ut of the box empty instance ... | f| : ||:|=|:|| X |‘E‘|
[T hadas Instance view | ﬁ| : ||:|=|:|| X |(E||

In the following lesson, you will expand the discovery to include other
network resources.
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Expanding the Network Discovery

In this lesson, you will expand the network discovery to include the
discovery of other network resources.

In this lesson, you will learn about:

» “Activating Patterns That Expand the Network Discovery” on page 36

> “Viewing the Discovered ClIs” on page 38
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Activating Patterns That Expand the Network Discovery

The following table contains a list of discovery patterns that activate tasks
whose job is to discover other network components needed for building the
network infrastructure, such as relationships, ARP tables and port numbers.

Discovery Pattern Definition

SNMP_NET_Dis_HostBase Activates a task whose job is to discover all the
routing relationships between the hosts in your
system.

SNMP_NET_Dis_Router_Arp | Activates a task whose job is to discover the ARP
tables containing the IP addresses of the machines
with whom the server is communicating.

SNMP_NET_Dis_TCP Activates a task whose job is to discover all the
TCP connections between the different machines
in your system.

TCP_NET_Dis_Port Activates a task whose job is to discover all the
port numbers in the portNumberToPortName.xml
file, which is located in the Configuration Files
pane.

Note: This file is provided with your Mercury
Business Availability Center package. You can edit
the file if required.

The results of this discovery become the trigger
ClIs for discovering applications.
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To activate the discovery patterns:

Select Admin > CMDB and select the Discovery Manager tab to open the
Discovery Manager.

Select the Module Manager tab.

3 Click the Expand button to the left of the Network - Advanced module.

1
O ® N &

Select the following patterns:
» SNMP_NET_Dis_HostBase
» SNMP_NET_Dis_Router_Arp
» TCP_NET_Dis_Port
Right-click and select Activate.

=3 S Metwark - Advanced ‘ ‘

E' =
> =X
= = Activate

i ﬁ Metwork - Basic B Deactivate
Q Metwork - Credertial LesS TIECOvery

Q Metwork - Layer2
! m!ﬁ Metvwork - Protocol Cohtections

gg Metweork - TCP Discovery
L =M= TC

Q Web Servers - Basic i

Click the Expand button to the left of the Network - TCP Discovery module.
Select Dis_TCP.
Right-click and select Activate.

An activated pattern is marked with a green dot.
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Viewing the Discovered Cis

Mercury Business Availability Center provides predefined views for certain
discovery results. You can view the following discovered Cls in the following
predefined views:

View these Cls In this predefined view

All the TCP connections between the Client_Server_Connections
different machines in your system.

All the routing relationships between the Route
hosts in the network.

All the ARP tables containing the IP addresses | Network
of the machines with whom your computer
is communicating.

Note: Mercury Business Availability Center does not provide a predefined
view for the port numbers in the portNumberToPortName.xml file.
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Discovering Database Instances and

Oracle

Y Y Y VY

Resources

The CMDB now contains networks, host CIs with SNMP connection data
and other network resources. In this lesson, you will uncover the database
instances and Oracle resources in your IT infrastructure.

The SQL_NET_Dis_Connection pattern discovers the following database
types:

Oracle

DB2

Sybase

SQL Server

The ClIs discovered in the TCP_NET_Dis_Port pattern (see
“TCP_NET_Dis_Port” on page 36) act as a trigger for the

SQL_NET_Dis_Connection pattern, which activates a task whose job is to
discover database instances.

In this lesson, you will learn about:

» “Adding the SQL Protocol” on page 40

» “Activating the SQL_NET_Dis_Connection Pattern” on page 43

“Activating the SQL_Dis_Oracle and CF_Oracle Discovery Patterns” on
page 45
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Adding the SQL Protocol

You need to add the Oracle protocol to discover all the Oracle resources.

To add the Oracle protocol:

1 Select Admin > CMDB and select the Discovery Manager tab to open the
Discovery Manager.

2 Click the Probe Manager tab.
3 In the Discovery Probes pane, select niceDomain.

4 Click the Expand button to the left of niceDomain and then select SQL
Protocol.

todule Manager  Probe Manager |

~Dizcovery Probes

_ 4 Probes

fﬂ—@ hiceDarmait

- JBOSS Protocal
I NTCMD Protocal
U SAP IMX Protocol

- SAP Protocal

g ShMP Protocol

SGIL Protocol

8 S5H Protocal
—I Telnet Protocol

¥ wighlogic Protacol
_D/ﬂ ‘Websphere Protocol

I vt Protocal

EI—@ DefauttProbe
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[ 5 Click the Add new connection details for the selected protocol type button
in the Protocol entries pane to open the Add Protocol Parameter dialog box.

Connection Timeout 2000

Databasze Mame

Databasze SID(aracle DE2)

Databasze Type oracle

Metwark Address DEFALLT

Mote

Port Mumber 1521

Praotocal Inde:x 9993

=zer Marme

|Izer Password o

6 In the Connection Timeout box, leave the default as 2000.

7 Click the button at the right of the Database SID(oracle, DB2) box. In the
dialog box that opens, type the name of your database SID. For example,
SKAZAL.

4} Database SID{oracle,DB2) |

KAZAL

ok Cancel

|Java Applet Window

8 Click OK to save your changes.
9 In the Database Type box, leave the default value oracle.
10 In the Network Address box, leave the default value DEFAULT.

11 In the Port Number box, type the port number on which the database
listens.
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12 Click the button at the right end of the User Name box. In the dialog box
that opens, type your user name.

Busernome ﬂ

e woUr user name here

oK Cancel

|Java Applet Window

13 Click OK to save your changes.

14 Click the button at the right end of the User Password box to open the User
Password dialog box.

MNew Password: I

Confirm Mew Passwaord: I

15 In the New Password box, type your password.

16 Type your password again in the Confirm New Password box and click OK
to save the password information and close the User Password dialog box.

42



Lesson 7 e Discovering Database Instances and Oracle Resources

17 Click OK to save the protocol definitions you have set. The protocol
definitions appear in the SQL Protocol entries section.

Katy - admin [Discovery Manager] Basic Network

_A Probes S— [‘ lil—l—’—’—ﬁ

E“a niceDorir falze falze falze DEFAULT [2000
-1 JBOSS Protocal =

B MTCMD Protocal

T SAP M Protocol

-1 S&P Protocol

g0 SHMP Protocol

o e

s
—I Telnet Protacol

—D/u Wiehlogic Protocaol

—D/u Wiebhsphere Pratocao

LI vt Protocol

EI—Q DefaultProbe

18 Click Apply again to save the changes in the CMDB.

To verify that the CMDB has been updated with the changes you made in
the network protocol configurations, check that the following notification
appears in the Discovery Probe:

Processing document domainScopeDocument.bin is done

Activating the SQL_NET _Dis_Connection Pattern

In this section, you will activate the pattern that discovers database
instances in your IT infrastructure.

To activate the SQL_NET_Dis_Connection pattern:

1 Select the Module Manager tab.

2 In the Discovery Modules pane, click the Expand button to the left of the
Database - SQL Server module.
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44

>

3 Right-click SQL_NET_Dis_Connection and click the Activate button, or select
SQL_NET_Dis_Connection and click the Activate button in the bottom- right
corner of the Discovery Modules pane.

~Discovery Module:

“ Dizcovery Modules =]
J Application - Cracle E-Business Suite
W spplication - AP (RI3)

iJ application - Siebel

-"; Application - Wehservices

il Dstabase - DB2

J Database - Oracle

J Database - Oracle TN

ﬁ Database - S0LServer

t = SoL_APP Dis_SolServer

LA Database - Sybase

J Host Resources - NTCWD

J Host Resources - SMMP

J Host Resources - SEHTelnet

J Host Resources - vl

1 J2EE - weblogic

1 J2EE - Wiehsphere

i WS Cluster

J Mainframe

J MetLinks - Passive Metwork Connections C
il Metweork - Advanced | . h

B N

@
4




Lesson 7 e Discovering Database Instances and Oracle Resources

The pattern finds all Oracle, DB2, Sybase, and SQL Server database instances
that exist in your IT infrastructure. They appear in the Database folder in
the Folders pane of the View Manager.

U viaws
i application
i s
i w0
I Orade E-Buginess Suite
| sap
| ziebel

v Applicstions Deployment

| Database
7 B ooz
Discoverad dalabase instances
+ I orade
+ i SQL Servar

d Diagnostics
v Dlagnostics View

d Host Resources

Activating the SQL_Dis_Oracle and CF_Oracle Discovery
Patterns

Now that you have discovered all the instances of Oracle, DB2, Sybase and
SQL Server databases, you will perform a more in-depth discovery that
uncovers all the existing Oracle resources. To do this, you need to activate
the SQL_Dis_Oracle and CF_Oracle patterns.

In this section, you will activate the SQL_Dis_Oracle and CF_Oracle
discovery patterns whose task is to discover Oracle resources.

To discover Oracle resources:
1 Select the Module Manager tab.
2 Select the Advanced View check box.
3 Click the Expand button to the left of the Database - Oracle module.
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46

-

4 Right-click SQL_Dis_Oracle and CF_Oracle and click the Activate button, or
select SQL_Dis_Oracle and CF_Oracle and click the Activate button in the
bottom- right corner of the Discovery Modules pane.

ﬁ Discavery Modules

_I Application - Oracle E-Business Suite
i 2pplication - SAP (R3)

o 2pplication - Siebel

_j Application - Webservices

i Database - DB2

¥, Database - Oracle

E = S0L_MET_Diz_Connection

i Databasze - Oracls THS

These patterns uncover all the Oracle resources, such as users, tables and
tablespaces for each database instance. The discovered resources appear in a
predefined view called Oracle.

All the existing Oracle resources that are discovered can be viewed in the

topology map in IT Universe Manager (for details, see IT Universe Manager
Administration).
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Discovering WebLogic Instances and
Components

In the previous lesson, you discovered database instances and the Oracle
resources in your IT infrastructure. In this lesson, you will uncover
WebLogic instances and WebLogic components in your IT infrastructure.

» You activate the J2EE_JMX_Weblogic_Connection pattern to discover the
WebLogic instances.

The Cls discovered in the TCP_NET_Dis_Port pattern (see “Activating
Patterns That Expand the Network Discovery” on page 36), act as a trigger
for the J2EE_JMX_Weblogic_Connection pattern, which activates the task
whose job is to discover all instances of WebLogic.

> You activate the J2EE_JMX_Weblogic pattern to discover the WebLogic
components.

The ClIs discovered in the J2EE_JMX_Weblogic_Connection pattern, act as a
trigger for the J2EE_JMX_Weblogic pattern, which activates the task whose
job is to discover all WebLogic components.

In this lesson, you will learn about:

> “Defining the WebLogic Protocol” on page 48
» “Discovering WebLogic Instances” on page 50

» “Discovering WebLogic Components” on page 51
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Defining the WebLogic Protocol

48

In this section, you will add the WebLogic protocol and define its
connection data.

To define the WebLogic Protocol:

Select Admin > CMDB and click the Discovery Manager tab to open the
Discovery Manager.

Click the Probe Manager tab.

3 In the Discovery Probes pane, select niceDomain.

Click the Expand button to the left of niceDomain and then select Weblogic
Protocol.

Click the Add new connection details for the selected protocol type button
in the Protocol entries pane to open the Add Protocol Parameter dialog box.

Connection Tirmeout 2000

Metvwark Address DEFALLT

Mote

Port Mumber 7001

Protocol Indesx 9999

Lizer Matne

User Password 2

In the Connection Timeout box, leave the default value as 2000.

7 In the Network Address box, leave the default value as DEFAULT.

In the Port Number box, type the port number on which the Weblogic
server listens.

Click the button at the right end of the User Name box. In the dialog box
that opens, type your user name and click OK.

x

wpe wolr user name here

ok Cancel

| [T T
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10 Click the button at the right end of the User Password box to open the User
Password dialog box.

Mew Password: I

Confirm Mew Password: I

11 In the New Password box, type your password.

12 Type your password again in the Confirm New Password box and click OK
to save your changes and close the User Password dialog box.

13 Click OK to save the protocol definitions you have set. The protocol
definitions appear in the Weblogic Protocol entries pane, as seen below.

Module Manager Probe Manager |

Discovery Probes ‘Weblogic Protocal entries

_ 4 Probes

B @ niceDomain

----- o0 NTCMD Protocol

----- o0 SAR I Pratocol
----- o SAP Protocol

----- o1 Siebel Gateway Proto
----- o8 SMMP Protocal

----- o1 SGL Protocol

----- o8 55H Protocal

g Telnet Protocal

----- IJ/H Weblogic Protocol
----- o~ Websphere Protacol
----- o8 WHI Pratocol

User Passwordl Metwork AddressICDnnection Timeoutl Port Mumber I Moke I User Mame
BB IR JE) |DEFAULT |200El |?EIDl | |Type wour user name here

{(»E BB

« | Bl « i B

14 Click Apply to save the changes in the CMDB.

To verify that the CMDB has been updated with the changes you made in
the Discovery Probe configurations, check that the following notification
appears in the Discovery Probe:

Processing document domainScopeDocument.bin is done
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Discovering WebLogic Instances

You need to activate the JMX_J2EE_Weblogic_Connection pattern in order to
discover all the instances of WebLogic.

To discover all instances of WebLogic:

1 Select Admin > CMDB and click the Discovery Manager tab to open the
Discovery Manager.

2 Click the Module Manager tab.

3 In the Discovery Modules pane, click the Expand button to the left of the
J2EE - Weblogic module.

Right-click JMX_J2EE_Weblogic_Connection and click the Activate button,
or select JMX_J2EE_Weblogic_Connection and click the Activate button in
the bottom- right corner of the Discovery Modules pane.

=59 J2EE - wishlogic
JMX_IZEE _Wehlogic

gJ Host Resources - Wil H ‘

=W _J2EE_wehlogg
B JZEE - wiebzphere
& wainframe Edit Pattern

&P NetLinks - Passive Met{  Lmj 33ve As...

¥ 3 Metwork - Advanced ", Export pattern to file
!m;} Metwork - Basic % Delete pattern

= Activate

The pattern discovers all the Weblogic instances in your system. The
discovered ClIs appear in a predefined view called J2EE.

B B )zee
7 B Apache
7 W weblagic
# 1 Websphere

Discovered WeblLogic Instances

8 M Mainframe
""v.'!—- Mainframe
B S Monitors
# B Real User Monitoring Views
# ¥ UDX Measurement Filters
BAC Self-Alert View

End User Locations View

| 78l 78l
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The J2EE_JMX_Weblogic_Connection discovery pattern discovers WebLogic
instances, which can be viewed in the topology map in IT Universe Manager
(for details, see IT Universe Manager Administration). The illustration above
shows that following WebLogic instances have been discovered: Apache
WebLogic, and WebSphere.

Discovering WebLogic Components

In this section, you are going to activate the pattern that discovers WebLogic
components.

To discover WebLogic components:
1 Click the Module Manager tab.

2 Click the Expand button to the left of the J2EE-Weblogic module.

> 3 Right-click JMX_J2EE_Weblogic and click the Activate button, or select

JMX_J2EE_Weblogic and click the Activate button in the bottom- right
corner of the Discovery Modules pane.

& Host Resources - SSHITelnet =
i Host Resources - vl
=P JZEE - Wihlogic

': Activate
= M _J2EE e >

§# J2EE -WWebsphere Edit Pattern
B maintrame (5] Save as...
xmL

W MetLinks - Passive = Export pattern to file
! m‘; Metwwark - Advan ¥ Delete pattern

it
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Lesson 8 ¢ Discovering WebLogic Instances and Components

The pattern discovers all the Weblogic resources in your system.

IT Universe I View Manager Discovery Manager | Source Manager | CI Type Manager |

Mame = Typa Descripton
o] x|
©% T

r wieblogic Topology Pattern wiew Weblogic Topology w |00 x (El
r websphere Tapalogy Pattern view Websphare Topaology & : 00| X (El

B £ views
£ Application r Websphere Web Layer Pattern view Websphere Web Layer | f| : ||:|=|:|| X |(E||

= £ Catabase

|
bez I?I% Qh %E Move Yiews New Instance ¥iew | New Pattemn ¥iew |

01 rade
I‘:I SQL Server

D Ciagnostics
£ Host Rezources
81 1ntegrations
) zE |
=] | Monitors
£ real User Manit
£ UD= Measureme
£ mg
£7 Metwork
O sizbel

The J2EE_JMX_Weblogic_Connection discovery pattern discovers Weblogic
instances, which can be viewed in the topology map in IT Universe Manager
(for details, see IT Universe Manager Administration).
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9

Discovering Host Resources

Y Y Y VY Y

In the previous lesson, you discovered the WebLogic instances and
WebLogic components in your system.

In this lesson, you will activate a number of patterns that discover
WMI-based resources, such as disks, CPU, memory, or files.

WMI_HR_CPU
WMI_HR_Disk
WMI_HR_Memory
WMI_HR_Process
WMI_HR_Service

In this lesson you will learn about:

> “Defining the WMI Protocol” on page 54

» “Discovering WMI Components” on page 57
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Lesson 9 e Discovering Host Resources

Defining the WMI Protocol

54

In this section, you will add the WMI protocol and define its connection
data.

To define the WMI protocol:

Select Admin > CMDB and click the Discovery Manager tab to open the
Discovery Manager.

Click the Probe Manager tab.

3 In the Discovery Probes pane, select niceDomain.

Click the Expand button to the left of niceDomain and then select WMI
Protocol.

Click the Add new connection details for the selected protocol type button
in the Protocol entries pane to open the Add Protocol Parameter dialog box.

Conhection Tirmeout 2000
Metwork Address DEFALLT
Mote

MT Dotrniin
Praotocal Index 9953
et Marme
|Iser Password o

In the Connection Timeout box, leave the default as 2000.

7 In the Network Address box, leave the default as DEFAULT.

Click the button at the right end of the NT Domain box. In the dialog box
that opens, type your domain. For example, Mercury.

43 NT Domain | x|

eroury

o4 Cancel

I.Java Lipplet Window

9 Click OK.



Lesson 9 e Discovering Host Resources

10 Click the button at the right end of the User Name box. In the dialog box
that opens, type your user name and click OK.

x

YpE your user name here

Ok Cancel

Java Applet Window

11 Click the button at the right end of the User Password box to open the User
Password dialog box.

MNew Password: I

Confirm Mew Passwaord: I

12 In the New Password box, type your password.

13 Type your password again in the Confirm New Password box and click OK
to save your changes and close the User Password dialog box.
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Lesson 9 e Discovering Host Resources

14 Click OK to save the protocol definitions you have set. The protocol
definitions appeatr, as seen below.

) oot | yser pass_| Networks | comestion | tote | User Name | NT Dorain |
LJ—J—“ niceDomain hl=e DEFALLT 2000 Joe Blowy Mercury
8 JBOSS Protocol :
B MTCMD Protocal
U SAP MK Protocol
U SAP Protocal

U SHMP Protocol

¥ SQL Protocal

— s5H Protocol
—I Telnet Pratocol

—g/‘u Wiehlogic Protocol
—g/u Wiehsphere Protocol

15 Click Apply again to save the changes in the CMDB.
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Discovering WMI Components

In this section, you are going to activate the pattern that discovers
WMI-based resources.

To discover WMI components:

1 Select Admin > CMDB and click the Discovery Manager tab to open the
Discovery Manager.

2 Click the Module Manager tab.

3 Click the Expand button to the left of the Host_Resources - WMI module
and select the following:

» WMI_HR_Memory
» WMI_HR_CPU

» WMI_HR_Disk

» WMI_HR_Process

» WMI_HR_Service
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Lesson 9 e Discovering Host Resources

4 Click the Expand button to the left of the Network - Protocol Connections
module and select WMI_NET_Dis_Connection.

‘ IO TWESUUTLE = 1R
i Host Resources - SSHTelnet
=9 Host Rezources - Wil

i) J2EE - wishlogic

i) J2EE - wighzphere

i) MS Cluster

i Mainframe

_I Metlinks - Paszsive Metwork Connection
i Metwork - Advanced

i) Metwork - Basic

_I Metwwark - Credertial Less Discovery
i Metwork - Layer2

:l Metwark - Protocol Connections
MTCMD_NET _Dis_Connection
ShMWP_MET_Diz_Connection

TTY _Met_Diz_Connection

U
g

Note: You can connect several patterns simultaneously by holding down the
CTRL key and selecting the required patterns, as seen above.

Click the Activate button in the bottom-right corner of the Discovery
Modules pane.
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Lesson 9 e Discovering Host Resources

The patterns uncover all the WMI-based resources, which are located under
Host Resources in the View Manager.

 Roat
| Application
| Datahaze

| DB2
A Cracle
A 0L Server

J Host Resources

==
o JZEE

| Mainframe
A Metwvork
A =08,
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