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Preface

About this Guide

Who this Guide is for

This book is for Radia systems administrators who want to use the Radia Management Portal to
streamline the management of their existing Radia infrastructures.

You should have a good understanding of the various pieces of your Radia infrastructure before
using this guide.

What this Guide is about

The Radia Management Portal Guide describes:

How to install and use the Radia Management Portal 1.3 for UNIX.

How to perform administrative tasks to prepare the Radia Management Portal for use by
administrators and operators in your organization.

The tasks that you can use in the Radia Management Portal to initiate jobs on the devices in
your infrastructure.

How to troubleshoot.
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Summary of Changes

This guide covers UNIX-specific platform information. For Windows-specific information, see
the Radia Management Portal Guide for Windows.

Chapter 2:
Installing the Radia Management Portal

® Page 24, System Requirements and Recommendations: This section now includes specific
system recommendations for HP-UX and Solaris systems; new recommendations
regarding UNIX Kernel tuning to support Network Discovery; and expanded Trusted
Host Environments that include SCP and SSH.

(4.2 4 ] Page 25, Radia Management Portal Access Requirements: added the sentence: "The
security for a Microsoft Internet Explorer browser must be set no higher than
medium."

(42 4] Page 25, Installing the Radia Management Portal for UNIX: added a caution: "This 1.x
version of the Radia Management Portal for UNIX does not include the Zone-based
architecture and features that are available with the 2.x version of the Radia
Management Portal for Windows. HP recommends installing the 2.x version, whenever
possible."

u Page 27, Installing the Radia Management Portal for UNIX: In the procedure To install

the Radia Management Portal for UNIX step 4, added text to read and accept the End-
User License Agreement.

u Pages 32 to 34, Installing the Radia Management Portal for UNIX: In the procedure To
install the Radia Management Portal for UNIX Steps 9, 11 and 13, added text for valid
entries, default values, and paragraphs for equivalent rmp.cfg parameters.

Page 45, Accessing the Radia Management Portal: expanded step 2 to show hostname
option in syntax when connecting to the portal.

=B Page 48, Changing Passwords: For security purposes, this release no longer displays an
encrypted user's password in the Person Properties dialog box. Use the Modify
Person dialog box to enter or change a password.

Chapter 3:
Basic Functions

(1.3 ] Page 56, Banner: Click the information icon @ to obtain product release and version




Preface

information.

Page 62, Model Administration Task Group: new task, Move Device. Use this task to
move one or more devices within a Radia-managed Infrastructure container to another,
pre-existing container.

Page 63, Model Administration Task Group: new task, Restart Failed Jobs.
Page 64, Operations Task Group: new task, Manage Proxy Assignment
Page 65, Operations Task Group: new task Refresh Management Agent.

Page 67, Authority Toolbar: Use the Status drop-down list on the Authority toolbar to
view jobs by status. Use the alphanumeric buttons on the toolbar to filter objects by
name.

Chapter 4:
Administrative Functions

Page 84, Table 4.1 ~ Parameters to Configure Network Discovery: updated definition of
NETSCAN_POLL.

Page 89, Adding Groups of Devices: new section. The Add Group of Devices task is
available from the new container Radia Managed Groups under Novadigm-managed
Infrastructure. Use Add Group of Devices to define a group of computers (you can input
the list from a text file or a text input box) to efficiently perform Radia Management
Portal operations on the entire group.

Page 92, Adding Groups of Devices from a Query: In the procedure To add groups of
devices from a query of the infrastructure step 6, modified the note to explain the optional
use of syntax to search for more than one pattern in the Common Name field.

Page 100, Modifying Groups of Devices: new section.
Page 106, Dynamic Job Scheduling Against Groups of Devices: new section.

Page 144, Backup Filenames and Maintenance: new section. The Radia Management
Portal automatically appends the date and time of a directory backup to the user-
assigned filename.

Page 164, Modifying Job Groups: added a throttling default of 30 for Jobs running at
any time (the maximum jobs to run at any time). Previously, the default was the lesser
of 10 or the number of devices in a group.

Page 165, Querying Jobs or Job Groups: this section replaces Querying Job Groups. The
Query Jobs task now permits you to query the Jobs container for jobs meeting selective
criteria, such as a specific job status.

Page 167, Restarting Failed Jobs in a Job Group: new section discusses new Model
Administration tasks, Restart Failed Jobs. Failed jobs can be restarted using this task.
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Chapter 5:
Operations Functions

Page 195, Notifying an Audience: added a sentence "A group of devices can be selected as
the audience for the Notify task."

Page 196, Notifying an Audience: In the procedure To notify an audience in examples of
code changed radpinit.exe to radskman.exe and added code (,cat=y) to the end of both
lines of code.

Page 206, Creating Custom Notify Commands: Added step 11 and Table 5.1 ~ Notify Job
Completion Options to define the Complete When field in the Add Options dialog box.

Page 209, Installing the Radia Management Agent: modified discussion of port
assignment. The Radia Management Agent can communicate with the Radia
Management Portal using either a dynamically assigned or static port number.

Page 209, Choosing a Dynamic or Static Port Assignment for the Radia Management
Agent, new topic.

Page 210, To set the Install Radia Management Agent task options: new procedure. The
Install Management Agent task now includes an option to force the re-install of an
RMA when one is already registered on a remote machine. By default, this option is
turned on to facilitate the deployment of a newer rma.tkd to all machines.

Page 211, Installing the Radia Management Agent: A group of devices may be selected as
the audience (target) of the Install Management Agent task.

Page 212, To install the Radia Management Agent, replaced Figures 5.27 and 5.28 and
added Steps 7 and 8. The steps discuss selecting a client port type of dynamic or static.

Page 214, Refreshing the Radia Management Agent: New section to discuss the Refresh
Management Agent task. This task performs an immediate status update on the Radia
Management Agent (RMA) services associated with the selected node. Normally, these
status updates are performed on a set schedule. The Refresh Management Agent task
also removes the registration of services that have been uninstalled since the previous
registration.

Page 216, Installing the Radia Client: added a note to highlight the new option to deploy
clients from assigned proxy servers by using the Manage Proxy Assignment task.

Page 216, Installing the Radia Client: A group of devices may be selected as the audience
(target) of the Install Client task.

Page 218, Installing the Radia Client: In the procedure To install the Radia 3.x Clients
with the Radia Management Portal, Step 7. The Install Client task honors the entries in
an associated .ini file.

Step 11 of the Install Client task supports the option to Perform a Silent Install.

Steps 14 and 15 support the selection of a Dynamic or Static Port for communication
with the Radia Management Agent on the Client.
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Page 219, Managing Proxy Assignments: new section explains how to use the new
Manage Proxy Assignments task to deploy Radia Clients from assigned Radia Proxy
Servers. Use this option to distribute the workload of deploying Radia Clients among pre-
assigned Radia Proxy Servers, instead of deploying all clients from the Radia
Management Portal. The Manage Proxy Assignment dialog box is used to assign a
Radia Proxy Server to managed nodes. When a proxy-assigned managed node is later
selected for a Remote Client install, the Radia Management Portal synchronizes with the
assigned proxy server to deliver the client payload (using delta transfer), and then the
clients connect to the assigned proxy server in lieu of the Radia Management Portal to
obtain the client installation scripts.

Page 232, Installing the Radia Proxy Server: The Install Proxy Server task will prompt
you to select a specific CFG file, if multiple ones exist.

Page 233, Installing the Radia Proxy Server: A group of devices may be selected as the
audience (target) of the Install Proxy Server task.

Page 236, Preparing and Locating Configuration Files for Proxy Server Installs: new
section that explains how to prepare pre-configured RPS.CFG files for use with the Radia
Management Portal's Install Proxy Server task.

Page 237, Synchronizing the Radia Proxy Server: A group of devices may be selected as
the audience (target) of the Synchronize Proxy Server task.

Page 238, Synchronizing the Radia Proxy Server: The Synchronize Proxy Server task
was enhanced. The job processing for the Synchronize Proxy Server task now reports on
both the submission of the job request to the Proxy Server, as well as the start of the
session between the Proxy Server and the Radia Configuration Server (for preloading the
files to the static cache on the Radia Proxy Server).

Page 239, Purging the Dynamic Cache of the Radia Proxy Server: A group of devices may
be selected as the audience (target) of the Purge Dynamic Cache task.

Page 251, Customizing the Start Viewer Task Properties: new section that discusses a new
Remote Control Windowing Option. When starting a VNC Remote Control Session, you
can choose to view the Remote Control terminal in a separate window or in the Radia
Management Portal workspace.

Chapter 6:
Troubleshooting

Page 262, Setting Trace Levels: Modified the procedure To change the trace level for the
logs.

Page 265, Collecting Information for Technical Support: added step 4.

Page 266, Viewing the Version Information Window: shows the new window that displays
the current version and build level of your Radia Management Portal component
modules.
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[1.2] Page 268, Managing the Portal Directory (RMP.MK) File: new section. The Compress
Directory job will run automatically when the rmp.mk file reaches 1.5 GB.
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Introduction

At the end of this chapter, you will:

m  Understand the benefits of the Radia Management Portal.
m  Be familiar with the product architecture.

m  Understand the core capabilities of the Radia Management Portal.
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Introduction

Overview

The Radia Management Portal (RMP)—a friendly, Web-based interface that you can use to
manage your Radia infrastructure—is the latest addition to the Radia product line. Whether you
are already using Radia, or are just beginning, you can use the Radia Management Portal to view
and manage your existing infrastructure, or add new Radia infrastructure products and
applications.

The Radia Management Portal provides the following benefits:

m Consistency
A simple, consistent user experience reduces the learning curve for your administrators.
When using the Radia Management Portal, administrators select tasks to manage the
infrastructure. Each task follows the same general procedure. Therefore, even if an
administrator's role changes, the overall procedure remains the same.

m  Web-based administration
Use a browser from anywhere to administer your Radia infrastructure. See System
Requirements and Recommendations on page 24.

m A single view into a complex environment
View and manage your Radia infrastructure and applications from a single administrative
environment.

m  Role-based entitlement
Administrators can view and manage only those objects in the infrastructure for which they
are responsible.

m  Security
Administrators are authenticated against the Radia Management Portal Directory.

m  Extensibility
You can update your existing Radia Management Portal with the latest administration
functionality as the Radia Management Portal evolves.

The Radia Management Portal reduces administrative and support costs, and quickly proves to be
a valuable tool in organizations using Radia infrastructure products.

18



Chapter 1

About the Product Architecture

Although you will be working with the Radia Management Portal in your Web browser, you may
want to be familiar with the base architecture for this product.

The Radia Management Portal consists of the following:

The Portal Run-time is the run-time technology that integrates Radia infrastructure
services. This is made up of the Radia Integration Server (RIS) and the RMP.TKD (in the
Radia Integration Server's /modules directory).

The Portal Directory, rmp.mk (in the Radia Integration Server's /etc directory), contains
configuration and entitlement information for the Radia Management Portal as well as
infrastructure and status information.

The History Directory, history.mk(in the Radia Integration Server's /etc directory),
contains daily logs of all executed jobs.

The Radia Management Agent (RMA), installed on the remote device, performs tasks on
behalf of the Radia Management Portal. See Installing the Radia Management Agent on page
209 for more information.

Additional services are available, such as the Radia Inventory Manager. See Radia Services
starting on page 275 or contact your HP sales representative for more information.
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About the Core Capabilities

After installing the Radia Management Portal, you can perform administrative and operational
tasks on any piece of your Radia infrastructure. The core capabilities of the Radia Management
Portal are:

m Network Discovery
The Radia Management Portal automatically discovers your network.

m  Authentication
Use the Radia Management Portal Directory to authenticate administrators.

m  Delegated Administration
Create roles in the Radia Management Portal so that your administrators will have access
only to the tasks that are relevant to them and their roles.

m  Remote Installations of Radia Infrastructure Components
Use the Radia Management Portal for UNIX to install Radia infrastructure products to
remote devices running HP-UX or Solaris, as well as Windows NT, 2000, XP or Server 2003.
Remote devices with Windows operating systems must have a pre-installed Radia
Management Agent that is registered to the Radia Management Portal for a UNIX machine.

m  Remote Administration
Use the Radia Management Portal to manage Radia Management Infrastructure products.
For example, you can start or stop services on your remote devices or browse client logs from a
central location.

m  Discovery of Subscriber Information
The Radia Management Portal captures information about your subscribers and stores it in
the Radia Management Portal Directory.

m  Notify
Use the Notify task to perform an action on the target devices that you select.

m  Scheduling
Use the scheduling feature to execute and track the progress of any task.

®  Querying
Use the query feature to extract information from the Radia Management Portal Directory.

m  Auditing/Logging
Use the auditing and logging features to view information about administrators and the
activities they performed within the Radia Management Portal. All audit events will be stored
in the log generated by the Radia Management Portal.
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Summary

m The Radia Management Portal is a Web-based interface used to manage your Radia
infrastructure.

m  The Radia Management Portal consists of the Portal Run-time, the Radia Management Portal
Directory, and the Radia Management Agent (RMA).

You can perform administrative and operational tasks on objects in your infrastructure.

Additional functionality is available via Radia services.
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Installing the Radia
Management Portal

At the end of this chapter, you will:

m  Know the system requirements and recommendations for installing the Radia Management
Portal onto UNIX platforms.

Be able to install the Radia Management Portal.

Be able to log on to the Radia Management Portal.

Be able to change your password.

Be able to access and apply updates to bring the product up to the latest level.
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System Requirements and Recommendations

UNIX Server Recommendations

e Here are the system requirements and recommendations for installing and running the

Radia Management Portal on UNIX platforms.

Table 2.1 ~ HP-UX System Recommendations

Server Component Recommendation

Operating System and CPU Required: HP-UX Version 10.20 or above, PA RISC CPU
Recommended: PA-RISC 1.1

Processor Speed 800 MHz

Memory 1GB

Virtual Memory 2GB

UNIX Kernel Tuning Set maximum per process space at 500 MB (1 GB is best)

Table 2.2 ~ Solaris System Recommendations

Server Component Recommendation

Operating System and CPU Required: Solaris Version 2.5.1 or above, SPARC CPU
Recommended: Solaris Version 2.7 or greater, SPARC Server

Processor Speed 800 MHz

Memory 1GB

Virtual Memory 2 GB

UNIX Kernel Tuning Set maximum per process space at 500 MB (1 GB is best)

Network Discovery Requirements

The number of nodes discovered by the Radia Management Portal for UNIX has an upper
limit based on the kernel's tuning for process size. For optimum Radia Management
Portal performance, we recommend that you set the maximum per process space of the
UNIX kernel to at least 500 MB (1 GB is best).

If using DNS, the device must have DNS and connectivity to a DNS server.
If using NIS or NIS+ for network discovery, the device must have:

¢ An NIS or NIS+ client installed.

¢ Connectivity to an NIS or NIS+ server.

Trusted Host Environment

RCP or RSCP
REXEC or RSH or SSH
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To use SSH, see Configuring the Radia Management Portal for SSH on page 37.

m  Radia Management Portal Access Requirements: Any network machine running
Microsoft Internet Explorer 4.0 or higher or Netscape 4.0 or higher with cookies enabled. The
security for a Microsoft Internet Explorer browser must be set no higher than medium.

Preparing for Installation
[ Note |

This 1.x version of the Radia Management Portal for UNIX does not include the Zone-based
architecture and features that are available with the 2.x version of the Radia Management
Portal for Windows. HP recommends installing the 2.x version, whenever possible.

1. Before you begin, locate your license file. You need this license file to install the products that
you have purchased. If you need assistance, contact HP Technical Support (see Support on
page 4).

2. Assemble the following set of Radia CD-ROMs that are used during a complete Radia
Management Portal install:

e Management Infrastructure CD-ROM
e Management Applications CD-ROM
e Publications CD-ROM
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Note to HP users

3. Review the README file delivered with the product for the latest information.

4. After installing the product from the Radia Management Infrastructure CD-ROM, check the
HP OpenView web site to see if a maintenance Service Pack is needed to bring the product to
the latest level.
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Installing the Radia Management Portal for UNIX

Caution

We strongly recommend that you install and run as root. Root authority is required to apply
owner and group designators to managed resources.

To install the Radia Management Portal for UNIX

1.

On the Management Infrastructure CD-ROM, go to the directory appropriate for your
operating system:

e For HPUX, go to extended_infrastructure/management_portal/hpux
e For Solaris, go to extended_infrastructure/management_portal/solaris
Type ./install and press Enter.

The installation uses /tmp/rmp_install as a temporary directory. If the directory cannot be
created, or there is not enough disk space available, an error appears and the installation will
be cancelled.

The Radia Management Portal Install window opens.

Click Next.

The Radia Management Portal End-User License Agreement window opens.
After reading and accepting the license agreement, click Accept.

The Radia Management Portal Location window opens.
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5.

rﬂ Radia Management Portal Install - Version 1.3

Sefup will insfell Radia Manaeement Portad in folders ureder the following folder.
To install wnder a ditferent folder, click Browse, and select anofher folder.

You can choose not fo instll Radia Management Portal by clicking Cancel fo exit
Sehup,

Radia Management Portal -

jmf.hmadbﬂdnhmﬁms«emn Browse

< Back Mescts | Cancel [
! |

Figure 2.1 ~ Radia Management Portal Location window.

Use the Radia Management Portal Location window to select the folder where you want
to install the Radia Management Portal.

Click Next to accept the default installation folder specified in the window.
OR
Click Browse to select a different folder and then click Next.

The Select License File window opens.
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T o Radia Management Portal Install - Version 1.3

Setup will use the selected license file during the installation of Radia
Management Porel.

To use adifferent license file, enter another file name.

movadigm License File
’7| Erowse |

Meuts LCancel |

Figure 2.2 ~ Select License File window.

6. Browse to or type the name of your license file in the text box. You must enter a valid license

file to continue the installation. If necessary, the installation will rename the license file to
license.nvd. Then, it will copy the license file into the Radia Integration Server's /modules
directory.

The Enable Network Discovery window opens.
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7.

i Radia Management Portal Install - Version 1.3

Enable Wetwork Discouery
* Yes

~ Mo

< Bawck Ment: Cancel

Figure 2.3 ~ Enable Network Discovery window.

Click Yes to enable Network Discovery (recommended). This option enables the Radia
Management Portal to automatically discover all devices in your environment that you can
manage.

OR

Click No to disable Network Discovery. This option is best used if you are testing the Radia
Management Portal and want to prevent the automatic discovery of all machines in your
environment from occurring.

Click Next.
The Select Network Discovery Method window opens.
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i Radia Management Portal Install - Version 1.3

Select Metwotk Discovar Method
wr HOSTS

* [DNS

~ MIS

wr NI+

< Bk Merts Cancel

Figure 2.4 ~ Select Network Discovery Method window.

8. Select the network discovery method that most accurately represents your environment. The
default method is DNS.

The Network Discovery Interval window opens.
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T =] Radia Management Portal Install - Version 1.3

Metwork Discowvens Intensal

Enfer the Metwork Discoverys
interval in hiours.

Discovery Intensal

|2+

< Back Ment: LCancel

Figure 2.5 ~ Network Discovery Interval window.

9. In the Discovery Interval text box, type how often (in hours) you want the network
discovery job to run. Valid entries are 1 to 24. The default is 24 hours.

To modify this Network Discovery Interval after installation, edit the NETSCAN_POLL

parameter in the Configuration File. For details, see Configuring Network Discovery on page
82.

10. Click Next.

The Discovery Delay between Nodes window opens.
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Discovery Delay bebween Modes

Enter the Discouery Delay between
twa nodes in seconds.

T o Radia Management Portal Install — Version 1.3

Discovery Delay

< Barck

Ments:

Cancel

Figure 2.6 ~ Discovery Delay between Nodes window.

11. In the Discovery Delay text box, type the length of the delay (in seconds) between the
discoveries of two nodes. For example, if you set the Discovery Delay to 2 seconds, RMP will
discover machine A, then wait 2 seconds, and then it will discover machine B. The default is 0

12.

seconds, or no delay.

To modify the Discovery Delay after installation, edit the NETSCAN_DELAY parameter in
the RMP Configuration File. For details, see Configuring Network Discovery on page 82.

Click Next.

The Discovery Start Delay window opens.
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T | Radia Management Portal Install - Version 1.3

Discovery Start Delag

Enter the Discauvery Start Delaw
after R P has sterted in hours.

’7 Discovery Start Dela

< Bk Mext Cancel

Figure 2.7 ~ Discovery Start Delay window.

13. In the Discovery Start Delay text box, type how long you want to wait (in hours) after the

14.
15.

Radia Management Portal starts before starting network discovery. This delay applies each
time the Radia Management Portal is started. Valid entries are 0 to 24 hours. The default is 0
hours, which means Network Discovery starts after the Radia Management Portal starts.

To modify the Discovery Start Delay after installation, edit the NETSCAN_START_DELAY
parameter in the Configuration File. For details, see Configuring Network Discovery on page
82.

Click Next.
If you selected DNS as your discovery method:

o In the DNS Server IP Address window, type the appropriate IP address and then click
Next.

® In the DNS Domain Zone window, type the appropriate domain and then click Next.

A summary of the installation information opens.
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ol are now ready ta instell the Radia Management Parl.

rﬂ Radia Management Portal Install - Version 1.3

Click Instell to begin the instellation or Back buthon to medife any information.

Insfallation Setings:

Instell Radia Management Porel
Ta Directane = ppitovadigmintegradion Senser

Instell Component discoversguers

User Parameters:
Discoery Interssl = 24
Discouery Delaw = 0
Discoery Start Delag = 0

Install Component discavens

User Parameters:

< Bk Install

LCancel

Figure 2.8 ~ Installation Settings window.

16. Click Install to begin the installation.

A progress window opens. When the installation is finished, a message box prompts you to
copy the modules used to perform remote installations of the Radia infrastructure

components.

%¢ Installable modules -0 x|

Movadiam strongly recommends that the Remotely
Insfellable Infrasfructire Components be copied.

Do o want to copy these modules ¥

Figure 2.9 ~ Prompt to copy modules for infrastructure components.

35



Installing the Radia Management Portal

17. Click Yes. The modules are copied from the Management Infrastructure CD-ROM to the
Radia Integration Server's /media directory.

18. If prompted, select the location for the Remotely Installable Infrastructure Components.

19. Click Next.

A message box prompts you to copy the Radia Client modules to be used for remote
installations.

'\\ Client modules 10| x|

Movadiam strongly recommends that the Remotely
Instellable Glient Components be copied.

O wou want o copy these modules ¥

Mes M

Figure 2.10 ~ Prompt to copy the Radia Client modules for remote installations.

20. Click Yes.

If necessary, remove the Infrastructure CD-ROM and insert the Management Applications
CD-ROM.

21. In the Client Modules Location window, select the location of the Management
Applications CD-ROM for the Client modules.

22. Click Next.

The Radia Client modules are copied to the Radia Integration Server's /media directory.
Then, a message box prompts you to install the Documentation (Radia Publications Library).

»¢ Documentation =10 x|

Movadigm stronaly recommends that the Documentetion
be ins telled for an line viewing from the parel.

Do wou want to instell the Documentafion =

Figure 2.11 ~ Prompt to install the Radia Publications Library.
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23. Click Yes.
If necessary, remove the current CD-ROM and insert the Publications CD-ROM.

24. In the Publications Location window, select the location where the documentation source is
stored.

25. Click Next.
The Radia Publications Library is installed to the Radia Management Portal.
26. Click Finish when the installation is complete.

*  To apply Product Updates at this time, see Applying Product Updates on page 51.

To configure the Radia Management Portal for SSH at this time, see Configuring the
Radia Management Portal for SSH on page 37.

27. To start the Radia Integration Server, go to the directory where you installed the Radia
Management Portal, and type ./nvdkit httpd.tkd.

28. Open your Web browser.
29. In the Address bar, type http:// <IP_Address or Hostname> :3466,
where:

® <JP_Address or Hostname> is the IP address or Hostname of the computer where the
Radia Management Portal is installed.

® 3466 is the port number of the Radia Management Portal.

Configuring the Radia Management Portal for SSH

The Radia Management Portal supports a trusted host environment using SSH (Secure Shell
program). If you want the Radia Management Portal to deploy the Radia Management Agent
using SSH, you need to add the following line to the rmp::init section of the /etc/rmp.cfg file:

use ssh 1

Detailed steps follow.

To configure the Radia Management Portal for RMA deployment using SSH
1. If necessary, stop the Radia Integration Server service.

2. Use a text editor to open the Radia Management Portal configuration file, rmp.cfg, located by
default in /opt/Novadigm/IntegrationServer/etc.
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#
# SHeader:
#
#

# RMP Module (Radia Management Portal)

#

# This section provides the core configuration for the

# RMP Sub-system.

#

rmp::init {

He W

URL /

NETSCAN 0

NETSCAN_ DELAY 0

NETSCAN_START DELAY 10

NETSCAN POLL 1440

NETSCAN DOMAIN LIST {domainl domain2}
N AN IT O

USE SSH 1)

Please take care when hand-editing this.

/cvs/nvd/rmp/default.rc,v 1.6 2002/02/01 17:56:24 Exp $

Add USE_SSH parameter.

END OF CONFIG

Figure 2.12 ~ Sample rmp.cfg file with USE_SSH parameter enabled.

Type USE_SSH 1 to enable SSH.
Type USE_SSH 0 to disable SSH (default setting).

Save and close the file.

Insert the USE_SSH parameter into this file before the finishing curly bracket (} ) as shown
in Figure 2.12 ~ Sample rmp.cfg file with USE_SSH parameter enabled above. Use a space to
separate the parameter and its value:

Start the Radia Integration Service to start the Radia Management Portal. For details, see
Specifying the IP Address for a Remote Radia Management Portal below.

Specifying the IP Address for a Remote Radia
Management Portal

If you are installing the Radia Management Portal on a different computer than where your
Radia Configuration Server is installed, you must verify that ZTASKEND contains required lines
for the Radia Management Portal, and you must modify the file .edmprof file on the Radia
Configuration Server to specify the IP address and port for the Radia Management Portal.
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This maodification also requires Build 37 or higher of the radish.exe on the Radia
Configuration Server. To check the build number of the radish program, see Gathering
Version Information for RADISH.EXE on page 267.

Complete the tasks below for verifying the contents of ZTASKEND and configuring .edmprof.

Verifying the Contents of ZTASKEND

To verify ZTASKEND contains required lines for the Radia Management Portal

1. On the computer running the Radia Configuration Server, locate ZTASKEND in the
/rexx/Novadigm folder of where the Radia Configuration Server is installed.

By default, ZTASKEND is located in:
/opt/Novadigm/ConfigurationServer/rexx/Novadigm.
This directory stores all the REXX scripts.
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' Movadigm®.ConfigurationServer'rexs NOWADIGM

J Elle  Edit  Wiew Favorites  Tools  Help
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J.ﬁ.gdress I[:I D:iovadigmiConfigurationServer i ex: NOVADIGM j 6} G0
Folders | | Mame | Size | Tvpe ﬂ
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@ My Dacurments PUSHTSMP 1KE File
EI@ My Computer RADRFILT 4KE File
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E@ Movadign Software (D) SQLDSWC ZKE File
% C":de ; SQLPHDW ZKE File
] Share ] SOLPSYC 3KE File
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2 log — | [#] zLoGsweH 1KE Fie
{:I Radia Configuration Server ZLOGWRF‘P 1KE  Fie
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=" [#] nrvesTa 1KE Fie
L shel |s8] nrvTERMD 1KE Fie
[s#] znrvTsTA 1KE Fie
] ZPCACHE 1KE File
]
(s8] 25HUTD W 1KE Fie | |
] zsTARTUR 1KE Fie
= ] 4KE File -
. I ;IJ R m LIJ
|Type: File Size: 3.25 KB |3.25 kB [\ 1y Computer 4

Figure 2.13 ~ ZTASKEND, located in the /rexx/Novadigm folder on the Radia Configuration

Server.

2. Copy ZTASKEND and paste it into the /rexx directory.

Caution

update your Radia Database.

If you do not copy the ZTASKEND REXX script to this directory, it may be overwritten if you

3. Open ZTASKEND (in the /rexx directory) with a text editor, such as WordPad.
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4. When the Manager has the Radia Management Portal installed, the lines shown in Figure
2.14 ~ Lines added to ZTASKEND when the Manager is installed for the Radia Management
Portal below are added to ZTASKEND:

/* Object post to Radia Management Portal */

IF ZCVT.RMP = "ENABLED" THEN DO;
SAY "**<>** RADIA MANAGEMENT PORTAL ENABLED CALLING RADISH POST:
ROUTINE "

SESSION.REASON = SUBWORD (MYPARM,2,1);
ADDRESS EDMLINK "radish post: -section MGR_RMP /proc/rcs SESSION
ZCONFIG
ZMASTER APPEVENT ZSTATUS";
END;

Figure 2.14 ~ Lines added to ZTASKEND when the Manager is installed for the Radia
Management Portal.

5. Verify the lines in Figure 2.14 ~ Lines added to ZTASKEND when the Manager is installed for
the Radia Management Portal exist in your ZTASKEND.

6. If necessary, modify the ADDRESS EDMLINK line so that the order of the parameters
matches the order shown in Figure 2.14 and below.

ADDRESS EDMLINK "radish post: -section MGR RMP /proc/rcs SESSION ZCONFIG
ZMASTER APPEVENT ZSTATUS";

7. Close the file and save any changes.

Do not save the ZTASKEND as a text file. Be sure to save this file without an extension.

Configuring .edmprof

The [MGR_RMP] section of the .edmprof file specifies the HT'TP HOST for the Radia Management
Portal. As shipped, the .edmprof file is set up to have the Radia Management Portal and the
Radia Configuration Server running on the same computer. The .edmprof file is located on the
home directory of the UNIX user ID that installs, starts, stops, and maintains the Radia
Configuration Server.

If the Radia Management Portal is running on a different computer than the one running the
Radia Configuration Server, you must edit the [MGR_RMP] section of the .edmprof file to direct
the HOST and PORT to the proper URL.

The default settings are:
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HTTP_HOST = localhost
HTTP_PORT = 3466

The format for this edit is:

HTTP_HOST= HOST NAME
HTTP_PORT= 3466

OR

HTTP_HOST=IPADDRESS
HTTP_PORT= 3466

To edit the .edmprof file, use the procedures below.

To edit the .edmprof file

1. Locate the .edmprof file. It is found in the home directory of the UNIX user ID that installs,
starts, stops, and maintains the Radia Configuration Server.

2. As aroutine precaution, make a backup copy of .edmprof file before you edit it.

3. Using a text editor of your choice, open the .edmprof file, and locate the [MGR_RMP section,
which is shown in Figure 2.15 ~ [MGR_RMUP] section of the .edmprof file below.

K e e *
* Manager Radia Management Portal Section *
* HTTP_HOST = Host name of Radia Management Portal (RMP) *
* Multiple hosts may be specified (space or comma separated) *
* for fail over *
* HTTP_PORT = IP Port number of RMP *
* NO restart required *
K e e e e e . —  — — — — — — — — — — — — — — —— —— — — — — — — — — — —  —  — — — —— — — — — —— —— —— — — —— —— —— — *
[MGR_RMP]

HTTP_HOST = localhost
HTTP_PORT = 3466

Figure 2.15 ~ [MGR_RMP] section of the .edmprof file.

4. Replace the localhost entry for HTTP_HOST with the host name or the IP address of the
Radia Management Portal host machine.

For example, Figure 2.16 below specifies the Radia Management Portal host using an IP
address of 11.11.11.11. The port number of 3466 is the default port number attended by the
Radia Management Portal.
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[MGR_RMP]
HTTP HOST = 11.11.11.11
HTTP PORT = 3466

Figure 2.16 ~ Sample Host and Port entry to specify the Radia Management Portal.

5. Save your changes and exit the text editor.

The Radia Configuration Server is now configured to use the remotely installed Radia
Management Portal, as specified in .edmprof.

To verify that the Radia Configuration Server is using the specified Radia Management
Portal, you can either monitor the posts in the RCS log or check the clients in the Radia
Management Portal (since each client will show the services that you deployed under the
Radia Subscribers section).
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Starting and Stopping the Radia Management
Portal

To start the Radia Management Portal

m  Go to the directory where you installed the Radia Management Portal, and type ./nvdkit
httpd.tkd.

To stop the Radia Management Portal

The following are general guidelines and the commands are examples that may vary slightly
depending on the UNIX type you are using.

1. Obtain the process ID for the Radia Management Portal server by listing all the UNIX
processes and extracting the process ID for nvdkit.

ps —-f | grep nvdkit | sed /grep/d | awk '{ print $2 }'
2. Run the following command.
kill <PID>
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Accessing the Radia Management Portal

To access the Radia Management Portal
1. Open your Web browser.
2. In the Address bar, type http://<IP_Address or Hostname>:3466, where:

® [P Address is the IP address of the computer where the Radia Management Portal is
installed.

e Hostname is the hostname of the computer where the Radia Management Portal is
installed.

® 3466 is the Port Number of the Radia Management Portal.

2} RMP: - login - Microsoft Internet Explorer provided by Novadigm Inc. -10] x|
J Eile Edit Wiew Favorites Tools Help |

| dmpack = - (@[3 | Bsearcn GFovoites hristory | By S om 2

| address | http:fiocahost: 3456 =l pee

HOME

Nirvaagrén

£ welcome @

Radia Management Portal

.  Login

~ User Cred

Uzer Marne I

Pasaword |

[Lean]

|&] pone

SNIED

[ 4 ntemet

Figure 2.17 ~ Radia Management Portal Login page.

If the Radia Inventory Manager, Radia Policy Manager, or Publications Library is installed on
the same computer as the Radia Management Portal, links will be available in the banner
area above the NO VA D I G Mlogo.

For example, in Figure 7.1 on page 276, click INVENTORY in the banner area to access the
Radia Inventory Manager.
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Logging On

To log on to the Radia Management Portal

1.

In the User Name text box, type a user name.

Admin
Type Admin to log on with complete access to the Radia Management Portal. We
recommend that you do not modify this ID.

The password is secret.

Caution

Be sure to change your password before moving the Radia Management Portal into your
production environment.

See Changing Passwords on page 48 for more information.

Guest
Type Guest to log on as an unauthenticated user without access to tasks.

No password is necessary.

Operator
Type Operator to log on as a user with access to basic operations.

No password is necessary.

Test

Type Test to log on as a test user with very limited access. You can log on as the Portal
Administrator and modify the entitlement options for the Test User. Then, log on as Test
to view the results of your changes.

No password is necessary.
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2} RMP: - login - Microsoft Internet Explorer provided by Novadigm Inc. o =]}
J File Edit Wew Favorites Tools Help |

J GBack - = - D it ‘ Qsearch  [(GFavorites  (#History “%v SmEE A
| addvess [ hetpigfiocahost:34se | P
HOME
NOoVviaagrsn

£ Welcome ®

X Login

Radia Management Portal

~ User Cred

User Name |

Fassword I

|

N[EN

|&] Done [ 4 ternet

Figure 2.18 ~ Login page for the Radia Management Portal.

2. Ifnecessary, in the Password text box, type a password. The password is case-sensitive.
The password for the Admin ID is secret. No password is necessary for the other IDs.

3. Click Login.
OR
Press Enter on your keyboard.

Your User ID appears in the banner area (the top, left area of the interface) and the highest-
level representation of your infrastructure appears in the workspace. See About the Radia
Management Portal Interface on page 55 for more information.

To log off the Radia Management Portal

m In the banner area, click Logout.
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Changing Passwords

Changing your password requires familiarity with the user interface and the basics of performing
a task. Do this in the Modify Person dialog box for the specific user.

m  For information about the Radia Management Portal user interface, see About the Radia
Management Portal Interface on page 55.

m  For information about performing any task, see Performing Any Task in the Radia
Management Portal on page 54.

To change your password
1. In the Authority navigation aid, go to Directory.
2. In the workspace, click Administrators & Operators.

3. In the workspace, select the person whose password you want to change, such as the Portal
Administrator.

The properties for the person appear.

The User Password field is not displayed in the Properties dialog box, but is changed on
the Modify Properties dialog box for that user.

4. Inthe Model Administration task group, click Modify.
The Modify Person dialog box opens.
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€ Modify Person

~ Properties

Description

IThiS user has complete access to the system.

Display Name |PDr1aIAdministratDr
User P rd

~ Group Membership

5 ~ Selected

~ Awvailable

Operations Staff

hadify | Resetl Cancel |

Figure 2.19 ~ Modify Person dialog box.

In the User Password text box, select all asterisks masking the old entry, and then type the

new password.
Click Modify.

The Person Properties dialog box for the Portal Administrator opens.
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Q Portal Administrator

Person Properties

Froperties | Object Information

~ Properties
Create Time Stamp  2003/03/05 17:34
Entitlement BL{who)  Systern-YWide Access
Modify Time Stamp  2003/05/05 11:43
UserID  admin

Back to top

~ Object Information
Display Hame  Portal Administrator
Description  This user has complete access to the systerm.
Parent Object  ou=who
Object Class  top
person

Back to top

Figure 2.20 ~ Portal Administrator Person Properties dialog box.

The password is changed, but is not displayed for security purposes.
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Applying Product Updates

Product updates for licensed users of the Radia Management Portal are available for download
from the HP OpenView web site:

B Check this site after installing the product from the Radia Infrastructure CD-ROM to see if
updates are available to bring the product to the latest level.

B Check this site on a regular basis to llok for available product maintenance.
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Summary

Install the Radia Management Portal for UNIX.

m  Log on to the Radia Management Portal.
m  Click Logout in the banner area to log off the Radia Management Portal.
m  Change your password before moving the Radia Management Portal into your production

environment.

m  Obtain and apply the latest updates to the Radia Management Portal.
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Portal

At the end of this chapter, you will:

Be familiar with the Radia Management Portal user interface.

Understand how to complete a task in the Radia Management Portal.

Be familiar with the task groups and tasks available in the Radia Management Portal.
Be familiar with the icons that represent the objects in your infrastructure.

Be familiar with the key containers that exist at the highest level of the directory.
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Performing Any Task in the Radia Management
Portal

One of the benefits to using the Radia Management Portal is consistency. Because of this
consistency, you can use the same basic procedure whether you are notifying devices in your
infrastructure or installing the Radia Proxy Server on remote computers.

To perform any task in the Radia Management Portal

1. Use the Authority navigation aid to select where, in your infrastructure, you want to
perform a task.

2. From the Group of Tasks taskbar, select a task.

3. In the workspace, enter the information needed to complete the task, such as the audience
that you want to perform the task on or information about when the job should execute. See
About the Task Lifecycle on page 179 for detailed information on completing tasks.

) Modify Container

j : world/novadigm/eastcoast
% @ ( Display Name——————1

> —® | | Descripton [—————
o O e
Select Authority Select a task Enter necessary information

Figure 3.1 ~ Performing tasks in the Radia Management Portal.

For detailed information about the Radia Management Portal user interface, see About the
Radia Management Portal Interface on page 55.

For detailed information about specific tasks, see the Administrative Functions and
Operations Functions chapters.
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About the Radia Management Portal Interface

The Radia Management Portal user interface contains several distinct areas.

Ty k] - Min sl e Exphores provided by o o

| e R fow Foeedes ook oo
[t + - @[3 4| Do Gifametes Py | e B 1 ) B

=011

| Az | bar e e 340

Banner QLELIERCELELEGELIA T c]l

L Portal Administrater | Logoul  Description: ¥

Authority
navigation aid

Autharity

& Dirctory
@ Entire: Natwork

s}

Nevadgr-managed Infrastucloe

Group of Tasks

Directory Management =
B Expent
§ Impod
B Updatn Novadigr Tasks

Madel Administration =
£ Cuery
2 Vit Propentios

Taskbi

POLICY | HOME

Naovigrswn

] ow |

Authority

O -2 2 e 30— toOIbAr

Workspace

Oparations *
& Install Chent
& install Managemert Agent
£ Install Proxy Seeeer

Figure 3.2 ~ Radia Management Portal user interface.
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Banner

The banner area contains descriptive information about where you are in the infrastructure,
displays version information for the product, and contains several links.

m  Click Logout to log off the Radia Management Portal (RMP).
m  Click HOME to return to the RMP home page.

m  Rest the mouse pointer on the @ pbutton to display the Radia Management Portal version
number. For example, a display of indicates the Radia Management Portal Version
1.3.

m  After logging in, click the @ button to view detailed version and build level information for
the Radia Management Portal component modules. This information is helpful when you are
contacting HP OpenView technical support. For more information, see Viewing the Version
Information Window on page 266.

If the Radia Inventory Manager or Radia Policy Manager are installed on the same
computer, click the appropriate link (INVENTORY or POLICY) in the banner of the Radia
Management Portal to access them.

If the Radia Publications Library is installed on this computer, click the PUBS link in the
banner of the Radia Management Portal to access the library.
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Authority Navigation Aid

Use the Authority navigation aid to browse your infrastructure and to select the place where you
want to perform a task. It is important that you understand that every task you select in the Radia
Management Portal is performed within the selected Authority.

Below is an example of how to select an authority in your discovered network.

To use the Authority navigation aid
1. In the Authority navigation aid, click Directory.

The highest-level objects in your infrastructure appear in the workspace.

icrosoft Internet Explorer provided by Novadigm Inc. ;|g|5|
J File Edit “ew Favortes Tools Help ‘
| Bk = - D ot | Qusearch [elFavortes (Hristory | By S mil Vil
Jadhess [ hetp:/fiocalhost: 3466 =] @so
POLICY | HOME

Radia Management Portal NIVAIIEN

& Portal Administrator | Logout Description: n @ B

Authority (¥ » 2 | Details | Large | Small| List O 606 tem=0 0
| ®
F e
Crouploilis Administrators & Operators Delegated Administration Entire Metwork

Directory Management (%
B> Backup Directory

History Jobs Tasks
T Export
& Import
B= Restore Directory
& Update Movadigm Tasks
=
&7 Dore [ [ |4 mnternet Y

Figure 3.3 ~ Authority—Directory.

2. In the workspace, click Entire Network.
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. HOME
Radia Management Portal NIVAIIGN
istrator | Logout Description: @
J pe @ | Details | Large | Small | List [09][4-E][Fo][KO][P-TIUZ][AL] EENT-2of 2 iterms G

& Portal Adr

Authority

“Diractary
@ Entire Metwork

Group of Tasks

IP Discovered Metwork Movadigm-managed Infrastructure

Directory Management £
B Export
£ Import
5] Update Novadigm Tasks

Model Administration Ed
Lo Cuery
K Remove
& View Propeties

£

Operations
& Install Client
& Install Management Agent
& Install Proxy Server
) Manage Proxy Assignment
% Motify
53 Matify By Device
%3 Motify By Subscription

[& [ [ @ mtemet

NIEN

Figure 3.4 ~ Authority—Entire Network.

Notice that the Authority navigation aid now lists Directory, Entire Network. This is your
selected Authority.

Also notice the Taskbar now lists new tasks and Task Groups. The toolbar dynamically
changes to reflect the tasks available at any given selected Authority.

3. In the workspace, click IP Discovered Network.
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/23 RMP: world/discovered - Microsoft Internet Explorer provided by Novadigm Inc. _ O x|
J File Edt View Favorites Tools  Help |

J PBack - = - @ ) | @Search [l Favarites @Histary ||%- =5 - @

Jnddress I@ http:ffsun-dbes: 3466 ﬂ @GD

HOME

NovaagrIEnN

& Portal Administrator | Logout Description: @

Buthority (¥ » 2] | Details | Large | Small| List B 101 iemDD

ZaDirertnry
9 Eritire Metwark

1.I‘*IF' Discovered Metwork

Radia Management Portal

Domain Mame System
Group of Tasks

Directory Management

Model Administration ¥

Operations )
55 Discover Mode Type
& Install Clisnt -
-Q Install Managerment Agent
B Install Proxy Server
42 Matify
%3 Matify By Device
%3 Matify By Subscription

=
|@ '_’_ (B Local intranet 4

Figure 3.5 ~ Authority—IP Discovered Network.

In the example shown in Figure 3.5 ~ Authority—IP Discovered Network above the selected
Authority is the IP Discovered Network. This container holds all devices auto-discovered in
your UNIX environment.

4. In the workspace, click on a discovered object in your network.

In Figure 3.5 ~ Authority—IP Discovered Network, we can click Domain Name System.
Your auto-discovered objects will differ based on your discovery method and your UNIX
environment.

See UNIX and Network Discovery on page 74 for details about the objects representing your
UNIX environment.

5. In the Authority navigation aid, click Directory to return to the highest level of Authority.
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Taskbar

When you use the Authority navigation aid to access your infrastructure, the Taskbar appears.
The Taskbar contains logical groups of tasks (called task groups). A task is an activity that a
person performs to initiate a job. The tasks that are available vary based on the selected
Authority, as well as your role.

The standard task groups are:

® Directory Management

e Model Administration

® Operations

e Inventory Management
See Configuring Task Groups on page 112 for information about adding, modifying, or removing
task groups.

. > . . o o e .
Click ‘¥ to maximize or -**' to minimize a group of tasks.

Directory Management Task Group

Use the Directory Management task group to manage the Radia Management Portal Directory.

Directory Management (&
B+ Backup Directory

T Export

§ Irnport

B- Restore Directory

£ Update Movadigm Tasks

Figure 3.6 ~ Sample Directory Management task group.

m  Backup Directory E'
Click Backup Directory to backup the entire Radia Management Portal Directory. See
Creating a Backup of the Portal Directory on page 144 for more information.

m  Export Ly
Click Export to export a subset of your Radia Management Portal Directory to an LDIF
(LDAP Data Interchange Format) file. See Exporting Data from the Portal Directory on page
153 for more information.
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m  Import &
Click Import to import an LDIF (LDAP Data Interchange Format) file into your Radia
Management Portal Directory. See Importing Data into the Portal Directory on page 154 for
more information.

m Restore Directory E’
Click Restore Directory to restore a backup of the entire Portal Directory. See Restoring the
Portal Directory on page 147 for more information.

m Update Novadigm Tasks b
Click Update Novadigm Tasks when you receive a new build of the Radia Management
Portal to update the tasks available to you. See Updating Novadigm Tasks on page 159 for
more information.
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Model Administration Task Group

Use the Model Administration task group to manage the Radia Management Portal Directory.

Model Administration #*
€9 Add Container
£ Add Organization
€9 Add Server
hodify
ar Cluery
H Remove
& Wiew Properties

Figure 3.7 ~ Sample Model Administration task group.

The following is a list of all potential Model Administration tasks available in the Radia
Management Portal. Remember, the available tasks vary based on your selected Authority;
therefore, Figure 3.7 above may not contain all the tasks described here.

Add object-type 0
Click an Add task to create an object in your selected Authority, such as a container, group of
devices, organization, server, person, group, delegated administration, or task group.

Add Group of Devices (J

Click Add Groups of Devices to define a specific group of devices. You can then perform
operations on the entire group. This task is only available in Novadigm-managed
Infrastructure, Radia-managed Groups.

Disable b
Click Disable to prevent a job or job group from being processed. See Disabling Jobs or Job
Groups on page 169 for more information.

Enable 'CJ
Click Enable to restart a job or job group the next time it is scheduled to run. See Enabling
Jobs or Job Groups on page 169 for more information.

Modify "«

Click Modify to change an object. For example, you might want to change the areas of the

Radia Management Portal that an administrator can access, or change a job group's schedule.

See Modifying Objects on page 109 or Modifying Job Groups on pagel63 for more information.
=

Move Device
Click Move Device to move one or more devices within a Novadigm-managed Infrastructure
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container to another, pre-existing container. This task is only available in Entire Network,
Novadigm-managed Infrastructure. This task is helpful for regrouping devices after using
Add Groups of Devices. See Moving Devices within Novadigm-managed Infrastructure on
page 102 for more information.

Query [

Click Query to extract information from the directory tree or to narrow the scope of a job. For
example, you might want to search for a specific audience for whom you want to schedule a
task. See Performing Queries on page 180 for more information.

Query Jobs =
Click Query Jobs to locate existing jobs, review their status, and make changes to them. See
Querying Jobs or Job Groups on page 165 for more information.

Query User's Delegated Administration =
Click Query User's Delegated Administration to display information about a user's role.
See Querying a User's Delegated Administration on page 131 for more information.

Remove &4

Click Remove to remove an object and all of its children from the Radia Management Portal
Directory. See Removing Objects on page 111 or Removing Jobs or Job Groups on page 170 for
more information.

Restart Failed Jobs (J
Click Restart Failed Jobs to restart the failed jobs displayed in the current Job Group. See
Restarting Failed Jobs in a Job Group on page 166 for more information.

Stop D

Click Stop to stop an active job group from running. See Stopping Job Groups on page 168.

View Properties >~
Click View Properties to display the properties of an object. See Viewing Properties on page
172 for more information.
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Operations Task Group

Use the Operations task group to select tasks to initiate jobs.

*r

Operations
45 Discover Mode Type
& Install Client
&} Install Management Agent
& Install Froxy Server
Manage Proxy Assignment
W Matify
%3 Matify By Device
%3 Matify By Subscription

Figure 3.8 ~ Sample Operations task group.

The following describes all of the operations available in the Radia Management Portal.
Remember, the tasks available to you vary based on your selected Authority; therefore Figure 3.8
above may not contain all the tasks described here.

Discover Node Type AN
Click Discover Node Type to retrieve more information about a node in your UNIX
environment. See UNIX and Network Discovery on page 74 for more information.

Install Client
Click Install Client to install the Radia Clients on remote devices. See Installing the Radia
Client on page 216 for more information.

Install Management Agent S
Click Install Management Agent to install the Radia Management Agent on remote
devices. See Installing the Radia Management Agent on page 209 for more information.

Install Proxy Server I"'
Click Install Proxy Server to install the Radia Proxy Server on remote devices. See
Installing the Radia Proxy Server on page 232 for more information.

Manage Proxy Assignment "=

Click Manage Proxy Assignment to have a Radia Proxy Server in your infrastructure
assigned to handle the deployment of client installation scripts for a specific set of designated
nodes. For more information, see Managing Proxy Assignments on page 219.
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Notify H
Click Notify to perform an action on the selected audience. See Notifying an Audience on
page 195 for more information.

Notify by Device @

Click Notify by Device to quickly identify a target audience based on the characteristics of a
device, such as operating system or IP address. See Notifying an Audience by Device
Characteristics on page 186 for more information.

Notify by Subscription "m-‘:.l

Click Notify by Subscription to quickly identify a target audience based on the applications
currently being managed by Radia. See Notifying an Audience by Subscription on page 191 for
more information.

Pause
Click Pause to temporarily suspend the execution of a service. The service continues to run,
but does not perform any action.

Purge Dynamic Cache ¥ 5
Click Purge Dynamic Cache to purge the dynamic cache of the Radia Proxy Server. See
Purging the Dynamic Cache of the Radia Proxy Server on page 239 for more information.

Refresh Management Agent ﬂ

Click Refresh Management Agent to have the selected Management Agent immediately
update its registered Radia services with the Radia Management Portal. See Refreshing the
Radia Management Agent on page 214 for more information.

Restart (.J
Click Restart to stop a service and then start it again. See Managing Services on page 240 for
more information.

Resume {J
Click Resume to resume execution of a service that has been paused. See Managing Services
on page 240 for more information.

Set Password

Click Set Password to set the VNC Authentication password prior to the first time you use
remote control to access a VNC Server on a Radia Client. See Using Remote Control on page
245 for more information.

Start D

Click Start to run a service. See Managing Services on page 240 for more information.

Start Viewer
Click Start Viewer to start a VNC session on a remote Radia Client. See Using Remote
Control on page 245 for more information.

Stop D

Click Stop to stop a service. See Managing Services on page 240 for more information.
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-
B Synchronize Proxy Server t=:
Click Synchronize Proxy Server to force the Radia Proxy Server to connect to the Radia
Configuration Server to preload the files to the static cache on the Radia Proxy Server. See
Synchronizing the Radia Proxy Server on page 237 for more information.

Inventory Management Task Group

This list is available only when the Radia Inventory Manager is installed on the same computer
as the Radia Management Portal.

m  Notify via Inventory Manager f@
Click Notify via Inventory Manager to notify an audience based on information reported to
the Radia Inventory Manager. See Notify via Radia Inventory Manager on page 276 for more
information.
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Authority Toolbar

The Authority toolbar appears at the top of the workspace when you are viewing objects in your
infrastructure, such as a list of all computers in your network. This toolbar appears if you are
browsing your infrastructure or viewing the results from a query.

m  Click to go up one level in the infrastructure.

m  Click # to view the properties for the object selected in the Authority navigation aid.

T
s |
m  Click "l to refresh the information displayed in the workspace.

Several formats are available for viewing most objects.

m  Click Details for a list of the objects with descriptive information.
m  Click Large to view large icons.

m  Click Small to view small icons.

m  Click List to view a simple list of the objects.

Use the Status drop-down list box to view only jobs that meet the selected status. Job status
options include:

All

Waiting to Start
Successful
Failed

Active

m  Disabled

Use the following buttons to quickly navigate to objects according to the first character of their
display name. Click a button to view that subset of objects for a given Authority. The default
display is [ALL]. The current object display is shown in bold.

m  Click [0-9] to view only objects whose display names begin with a number.
Click [A-E] to view only objects whose names begin with A through E.

Click [F-dJ] to view only objects whose display names begin with F through J.
Click [K-O] to view only objects whose display names begin with K through O.
Click [P-T] to view only objects whose display names begin with P through T.
Click [U-Z] to view only objects whose display names begin with U through Z.

Click [ALL] to return to viewing all objects for the given authority.
Use the following buttons to navigate through multiple pages of objects.

m Click [ﬂ to go to the beginning of the list of objects.
m  Click EI to go to the previous page in the list of objects.
m  Click i to go to the next page in the list of objects.
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m  Click b to go to the last page in the list of objects.

Workspace

The workspace is the main work area and will change based on your actions.
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Navigating the Infrastructure

Once you are familiar with the Radia Management Portal user interface, you need to understand
how to access the key areas of the infrastructure that you want to manage. However, first you
must be familiar with the objects that represent the infrastructure in the Radia Management
Portal.

A tree view is used to organize these objects. The tree consists of the following icons, which
represent the infrastructure objects:

Containers \:]
A container is a logical grouping of objects used to limit the scope of influence that an
administrator can have over the entire infrastructure.

Servers @@

A server is a physical device that is running a piece of the infrastructure (service) that you
want to manage via the Radia Management Portal. A server must be addressable by an IP
address. An example of a server would be an NT Server that is running a Radia Configuration
Server.

ik
. L
Services ~wi
A service is an application running on a server such as a Radia Configuration Server or

Radia Proxy Server.
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About the Infrastructure Representation

When you are at the highest level of the infrastructure, several containers appear in the
workspace. If necessary, click Directory in the Authority navigation aid to access these

containers.

‘2 RMP: - Microsoft Internet Explorer provided by Novadigm Inc. =10 x|
J File Edit Mew Favortes Tools Help ‘

J = Back = = - @ ﬁ | @Search @Favorites @History | %- 5 ' %

JAgdressl hitp:fflocalhost: 3466 j @ Go

POLICY | HOME

Radia Management Portal NIVAaAIEN

£ P i r | Logout Description: av

(¥ £ 2] | Dstails | Large | Small| List

Authority

Group of Tasks

@

B -606items DD

@!

Administrators & Operators Delegated Administration Entire Metwaork
Directory Management (%) @ P @
Backup Direct
B> Backup Directory History @Jubs =
1 Export
& Import
B= Restare Directory
& Update Novadigrm Tasks
|
&7 Dore ’_|_|° Inkernet 4

Figure 3.9 ~ Highest level of the Radia Management Portal.

Click Details in the Authority toolbar to view descriptive information about the containers.
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It is important to understand what these key containers represent.

m  Administrators & Operators (Who)
Stores authentication information for the administrators accessing the Radia Management
Portal.

m Delegated Administration (Why)
Stores objects that define entitlement policies such as WHO can perform WHAT tasks, and
WHERE these tasks may be performed.

m Entire Network (World)
Displays a dynamic view of your network infrastructure.

m  History
Stores daily histories of all jobs executed through the Radia Management Portal. The daily
job histories are organized by date and time in reverse chronological order.

m  Jobs (When)
Stores objects that represent all of the current and scheduled jobs in the system. Once-time
jobs remain for four days after execution.

m  Radia Subscriber Information
Stores configuration, application, and connection information for Radia subscribers.

m Tasks (What)
Stores all of the possible tasks or groups of tasks (called roles) within the Radia Management
Portal.

Now that you are familiar with the Radia Management Portal user interface and the key
containers, you are ready to begin managing your infrastructure.
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Summary

m The Radia Management Portal has a consistent user interface, which means that you can
follow the same basic procedure to complete any task.

m  The Radia Management Portal user interface has a banner area, Authority navigation aid,
Taskbar, Authority toolbar, and workspace.

Every task is performed within the selected Authority.
The task groups and tasks vary based on your selected Authority and your role.

Your organization's infrastructure is represented by a series of objects in a tree view.

The representation of the infrastructure is made up of objects that represent containers,
servers, and services.

72



Administrative Functions

At the end of this chapter, you will:

Understand network discovery and how to add devices to the Novadigm-managed
infrastructure.

Be able to add, modify, or remove task groups and objects in the infrastructure.

Be able to add groups of devices within the Novadigm-managed Infrastructure container from
a query of the Portal database, an input list, or in imported file.

Be able to create and configure delegated administration roles.

Be able to add administrators and operators to the Radia Management Portal Directory.
Be able to backup the Radia Management Portal Directory.

Be able to restore the Radia Management Portal Directory from a backup.

Be able to query the Radia Management Portal Directory.

Be able to export a subset of your Radia Management Portal Directory.

Be able to import information into your Radia Management Portal Directory.

Be able to modify, disable, enable, or remove a job or job group.

Be able to query on jobs or job groups by scheduled time, status, and other criteria.
Be able to stop jobs or job groups, or restart all failed jobs for a job group.

Be able to view executed jobs from the history container.

Be able to view the properties for any object in the Radia Management Portal.
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Several administrative functions are available for configuring and managing your organization's
Novadigm-managed infrastructure. Administrative functions allow you to prepare your Radia
Management Portal for use by the administrators and operators in your organization, as well as
to handle general administrative functions such as creating a backup of the Radia Management
Portal Directory.

Understanding Network Discovery

The Radia Management Portal discovers the resources on your network.

m  If you are using the Radia Management Portal for UNIX, it discovers both your UNIX and
Windows networks. Note that at the current time you cannot manage the Windows
infrastructure using the Radia Management Portal for UNIX. Use the Authority navigation
aid to go to Directory, Entire Network, IP Discovered Network to view your UNIX
nodes. You must request further discovery to these nodes in order to begin managing your
UNIX environment. See UNIX and Network Discovery below, for more information.

m  If you install the Radia Management Portal for Windows, the Windows network is
automatically discovered. Use the Authority navigation aid to navigate to Directory, Entire
Network, Microsoft Windows Network to view the Windows devices that you can manage.

UNIX and Network Discovery

The Radia Management Portal for UNIX uses the network discovery method that you specified
during installation. The discovery of network resources in UNIX is generic and will discover all
the resources including, but not limited to, printers and routers. Later, you will target the
segments of the network that you want to manage and discover more information about the target
devices. When you discover more information about the target devices, an icon will be created in
the Novadigm-managed infrastructure container. If you want to perform any operations on the
devices in your UNIX environment, they must appear in the Novadigm-managed infrastructure
container.

You can view the nodes in your network by host name or by host number (IP address). An
example of how to use the Radia Management Portal to navigate the UNIX environment and
perform discovery follows.

To add UNIX devices to the Novadigm-managed infrastructure container
1. In the Authority navigation aid, go to Directory, Entire Network.
2. Click IP Discovered Network.

The IP Discovered Network container represents the UNIX discovered network.
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In the following figures, the Directory Management and Model Administration Task Groups
have been minimized.

overed - Microsoft Internet Explorer provided by Novadigm Inc. 1Ol x|
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Figure 4.1 ~ Authority—IP Discovered Network.h

3. Click Domain Name System. The name of the container in your workspace may differ based
on the discovery method that you are using.

4. C(Click IP Host Name.

You can view your UNIX environment by IP Host Name or by IP Host Number (IP address).

Note that there may not be a one-to-one correlation between the listings in each of these
containers. For example, one machine may have more than one IP address and therefore
would have two separate listings in the IP Host Number container.
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Your workspace may look similar to Figure 4.2 below.

o Com represents one of the top-level domain names and contains nodes that have a fully

qualified name. Other top-level domain names include, but are not limited to, .gov, .edu,
.net, and .org.

e Localis a container that contains hosts whose names are not fully qualified.
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Figure 4.2 ~ Authority—top level domains.

5. Click com.
6. Click novadigm to see the list of hosts with fully qualified names.

76



Chapter 4

osoft Internet Explorer pr d by Novadigm Inc. =18l x|
J File Edit Miew Favorites Tools  Help ‘
J s=Back + = - @ ) | @556!’['1 (3] Favorites @Histnry | %v = % -
JAddrEss I@ http:)fsun-dbcs: 3466 j @ao
HOME

Naovaggren

& Porta n r | Logout Description: @

Authority ¥ » @) | Details | Large | Small | List OB -5 5iems B0
@Dlrectnry
D

@ Entire Metwark
c

Rl
P Discovered Network a
En

Radia Management Portal

Darnain Mame Systerm
AP Host Marme

Aeom hpk3a0 test
A novadigm

Group of Tasks

Directory Management ¥

Yo

Model Administration ¥

Operations ES
X Discover Mode Type
& install Client
B install Management Agent
Q Install Proxy Server
@ Motify
@ Matify By Device LI
|@ kb f v, novadigrm.comy ’7’7 (2 Local intranet v

Figure 4.3 ~ Authority—hosts with fully qualified names.

7. In the Operations task group, click Discover Node Type. Use this task to retrieve more
information about the nodes that have been discovered.

The Query window opens.

8. Specify criteria to narrow the scope of the job. See Performing Queries on page 180 for more
information.

9. Click Next.

The Select window opens.

10. Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 182 for more information.

11. Click Next.

The Discover-node window opens.
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Figure 4.4 ~ Discover Node Type—Discover-node window.

12. If necessary, in the User text box, type the user name for the trusted host environment.
13. Select the Install RMA after Discovering Node? check box if you want RMA to be

installed. Alternatively, you can install RMA later. See Installing the Radia Management

Agent on page 209 for more information.

RMA will not be installed on devices such as printers.

14. Click Next.

15. In the Schedule window, specify when you want this job to run. For more information, see

The Schedule window opens.

Scheduling Jobs on page 184.

16. Click Next.

The Summary window opens.
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Figure 4.5 ~ Discover Node Type—Summary window.

17. Click Submit.

The Job Status window opens with a list of the jobs. This window automatically refreshes
every 60 seconds.
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icrosoft Internet Explorer provided by Novadigm Inc.
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Figure 4.6 ~ Job Status window.

R
o Click ™! to display the latest status.
e Click # to view detailed information, such as the status of the installation.
18. When you are done viewing the job status, click a to close the Job Status window, and

return to the Radia Management Portal.

19. In the Authority navigation aid, go to Directory, Entire Network, Novadigm-managed
infrastructure.

80



Chapter 4

rosoft Internet Explorer prov =B
J Fle Edit Wiew Favorites Tools  Help |
J HBack ~ = - @ 3 | @Search [5] Favorites gsttory | %v =] % - E
| address [@] hitp:jjsun-dbes: 3486 x| P

HOME

Radia Management Portal NIoVAFIEN

£ Po tor | Logout Description: 3.

Authority L’:’ e @ | Detailz | Large | Small | List
@D\rectury -
@ Entire Metwark 1
[ Movadigm-managed hpk3E0
Infrastructure

Group o ks

Directory Management

Model Administration {

(o) | (<) | ie)

Operations
“% Discover Mode Type
-G} Install Client
-G} Install Managernent Agent
-G} Install Proxy Server
W Motify
% Motify By Device
% Motify By Subscription

7
B0 701D

O

‘@ l_l_ (2 Local intranet

Figure 4.7 ~ Discovered devices.

20. Click the device that you discovered, such as hpk380, for more information.
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Figure 4.8 ~ View Properties Server window.

21. Now you can use the Radia Management Portal to manage this device.

Configuring Network Discovery

In some environments, you may want to configure your network discovery so that you have more

control over network discovery, especially in environments with large networks.

The number of nodes able to be discovered by the Radia Management Portal in @ UNIX
environment is dependent upon the per process size allocated by the UNIX kernel. For
details, see the Network Discovery requirements given in the topic System Requirements
and Recommendations on page 24.
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To configure network discovery

1.

Stop the Radia Integration Server service.

2. Use a text editor to open the Radia Management Portal configuration file, rmp.cfg, located by

default in /opt/Novadigm/IntegrationServer/etc.

#

# S$Header: /cvs/nvd/rmp/default.rc,v 1.6 2002/02/01 17:56:24 Exp $
#

#

# RMP Module (Radia Management Portal)

#

# This section provides the core configuration for the
# RMP Sub-system. Please take care when hand-editing this.
#
rmp::init {
1D T

NETSCAN 0

NETSCAN DELAY 0

NETSCAN START DELAY 10 P network discovery parameters
NETSCAN_ POLL 1440 <

NETSCAN DOMAIN LIST {domainl domaiﬁiJ

tinlnfalak b\ Sk i o Vi o A

}
#
# END OF CONFIG
#

Figure 4.9 ~ Sample rmp.cfq file.

You can insert any of the parameters in Table 4.1 ~ Parameters to Configure Network
Discovery on page 84 into this file before the finishing curly bracket (} ) as shown in Figure
4.9 ~ Sample rmp.cfg file. above.

Use a space to separate the parameter and its value.
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Table 4.1 ~ Parameters to Configure Network Discovery

Parameters

Explanation

NETSCAN

Enables or disables network discovery.
e Type NETSCAN 0 to disable network discovery.
e Type NETSCAN 1 to enable network discovery (default setting).

NETSCAN_DELAY

The time to wait, in seconds, before discovering the next device, which enables
throttling (default setting is 0).

NETSCAN_START_DELAY

The time to wait (in seconds) before starting network discovery when the Radia
Management Portal starts up. If the Radia Management Portal directory
(rmp.mk) does not exist, this parameter is ignored so that the directory can be
created (default setting is 15 minutes = 900 seconds).
You can specify this value as:

NETSCAN START DELAY 900
Another way to specify this value is by using a Tcl expression, which would read
as follows:

NETSCAN START DELAY {15*60}
where 15 is the number of minutes. When multiplied by 60 seconds, the value
becomes 900 seconds.

NETSCAN_POLL

Network Discovery Interval (in seconds). Default setting is 1440 seconds.
You can specify this value using a Tcl expression. To specify 24 hours, for
example, you can specify:

NETSCAN POLL {24*60%60}
where 24 is the number of hours, multiplied by 60 minutes, multiplied by 60
seconds. The value becomes 86,400 seconds.

NETSCAN_LIMIT

Limits the number of objects to be discovered. The default setting is 0, which
means that there is no set limit. A setting of 0 means as many nodes will be
discovered as possible, given the kernel's tuning for process size. For Windows,
a setting of 0 means all objects will be discovered.

NETSCAN_DOMAIN_LIST

Limits the NETSCAN to selected domains. List domains, space separated, within
curly braces. For example, {domainl domain2 domain3} .

Default is no limitation by domain.

NETSCAN_USE_SSH

Enables the use of SSH and SCP during the Discover Node and Install Node
tasks. If set to 1, SSH and SCP are used instead of RSH and RCP. If set to 0,
RSH and RCP are used. Default is 0.

NETSCAN_PING

Requires a successful ping verification before adding a discovered node to the
IP host schema. If set to 1, the node entry is added to IP host schema only
after a successful ping is done to the node. If set to 0, no ping is executed and
all nodes listed by the discovery method are added to the IP host schema.
Default is 0.

5. Save and close the file.

6. Restart the Radia Integration Server and open the Radia Management Portal.
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Configuring the Infrastructure Model

The Radia Management Portal has the ability to automatically discover your network. In a
Windows environment, the Radia Management Portal relies on the Windows API to perform this
discovery. Should a device not appear in your Windows Explorer, that device will also not be
represented in the Radia Management Portal through its automatic network discovery. Therefore,
you may decide to manually add the object to your infrastructure model so you can perform tasks
on this device.

To manually add an object to your infrastructure model, you can use several tasks in the Model
Administration task group. Remember, the tasks that are listed vary based on your selected
Authority. For example, you can only add a service if you have selected a server in the Authority
navigation aid.

This release also permits you to create groups of devices within the authority of Novadigm-
managed Infrastructure and Radia Managed Groups. For more information, see Adding Groups of
Devices on page 89.

Adding Containers

Containers organize the objects in your infrastructure. Use the Add Container task in the
Model Administration task group to create containers at locations in your infrastructure where
you want to organize objects. For example, prior to adding groups of devices to your Radia
Managed Infrastructure manually, add a container within this authority to store any new devices.

To add a container

1. Use the Authority navigation aid to go to the place in your infrastructure where you want to
add a container.

&iDirectory
@ Entire Metwark

[#MNovadigm-managed
Infrastructure

Figure 4.10 ~ Sample Selected Authority for Adding a Container.

2. Inthe Model Administration task group, click Add Container.
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The Add Container dialog box opens.

# Add container

-Properties

Common Name ||

Display Name I

Description I

Acdd Cancel |

Figure 4.11 ~ Add Container dialog box.

3. In the Common Name text box, type a name for the container object.

Caution

The common name for the object must be unique. If you attempt to create an object with a
name that has already been used, an error appears in the workspace indicating that the
object already exists.

4. In the Display Name text box, type a name for the container that will appear in the
infrastructure representation.

5. In the Description text box, type a description that will appear in the Details view of the
infrastructure representation.

6. Click Add.

The new container is listed in the Authority navigation aid.
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Adding Organizations

To add an organization

1. Use the Authority navigation aid to go to the place in your infrastructure where you want to
add an organization.

@Djrectury
@ Entire Metwaork

FMNovadigm-managed
Infrastructure

Figure 4.12 ~ Sample Authority — Novadigm-managed infrastructure.

2. Inthe Model Administration task group, click Add Organization.
The Add Organization dialog box opens.

* Add organization

-Properties -

QOrganization ||

Display HName I

Description |

Acld Cancel |

Figure 4.13 ~ Add Organization dialog box.

3. In the Organization text box, type a name for the object.

Caution

The name of the Organization must be unique. If you attempt to create an object with a
name that has already been used, an error appears in the workspace indicating that the
object already exists.
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4. In the Display Name text box, type a name for the organization that will appear in the
infrastructure representation.

5. In the Description text box, type a description that will appear in the Details view of the
infrastructure representation.

6. Click Add.

The new organization is listed in the Authority navigation aid.
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Adding Groups of Devices

The Add Group of Devices task is available on the Model Administration task group from
the following authority:

ZaDirectory
@ Entire Metwark

[ Movadigm-managed
Infrastructure
[#:Radia Managed

Groups

Figure 4.14 ~ Required Authority to add a group of devices.

Use Add Group of Devices to define a specific group of devices so you can efficiently perform
operations on the entire group. The Add Group of Devices task is very flexible and powerful: it
gives you various methods of specifying the potential members of the group. To specify the
potential members of a group, you can:

B Query the existing infrastructure.

m  Input all devices in a text box (copy and paste is supported). The list may contain both
existing and new objects to the infrastructure.

m  Name an existing text file that is located in the /etc/group folder of the Radia Integration
Server location. This file may contain both existing and new objects.

Any new objects contained in an input device list or input device text file are immediately added
to a container. This container must exist in the authority of Novadigm-managed Infrastructure or
Radia Managed Groups prior to performing the Add Group of Devices task.

The operations you can perform on all devices in a predefined Radia Managed Group include the
tasks:

Install Client

Install Management Agent
Install Proxy Server
Manage Proxy Assignment
Notify

Synchronize Proxy Server

Purge Dynamic Cache (Proxy Server)

When creating a group of devices for use with a task that requires Administrative authority (log
on and password), limit the members of a group to devices with the same administrative access.
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Otherwise, submitting the task for the entire group will start the jobs for all members, but jobs
will fail for any members for which the authorization failed.

The procedures for adding groups of devices vary according to whether you are selecting members
of the group from a query of the existing infrastructure, or whether you are adding members of a
group from an input list of a prepared text file.

m  Adding Groups of Devices from a Query begins below.
m  Adding Groups of Devices from an Input List or File begins on page 95.

Adding Groups of Devices from a Query

Use this method when you want to create a group of devices from a query of the existing objects in
the infrastructure. For example, the objects may exist within a specific container or authority, or
be selectable by their name.

To add groups of devices from a query of the infrastructure

1. Go to the authority of Entire Network, Novadigm-managed Infrastructure, Radia
Managed Groups.

2. From the Model Administration task group, click Add Group of Devices.
The Add Group of Devices dialog box opens, prompting you to select in input method.

)

w2y Add Group of Devices
D
Input

C Query T Text CFile

Figure 4.15 ~ Select input method from Add Group of Devices dialog box.

3. Choose Query to create the list of group members by querying your current infrastructure.

The Query dialog box for Add Group of Devices opens.
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9% Add Group of Devices

Select-
from
~ Input -
~ Browse & Select -
@ Entire Network +* IP Discovered Network
'_?_}.'_5 MNovadigr-rnanaged Infrastructure
~ Type of Query N
Root Selected For Search: Entire Metwork
Cluery Depth: & One Level
C Current Level & All Below
~ Query Constraints N
Match All Constraints?: I
Common MName: I
Display Marme: I

. o

Nextl Elackl Cancel

Figure 4.16 ~ Add Group of Devices after selecting Input from Query.

In the Browse & Select area, navigate to the location in your network that contains all
potential members of the group, for example, a specific container or domain. This becomes the
root selected for your search.

This is one of the few times that you are allowed to change your authority after starting a
task in the Radia Management Portal.

In the Type of Query area, select the Query Depth.

® One Level
Queries one level below the selected Authority.

o Current Level & All Below
Queries the current level and all levels below the selected Authority.

91



Administrative Functions

6.

7.

If you want to constrain your query, type the appropriate information in the text boxes listed
in the Query Constraints area.

You can use wildcards in these text boxes. For example, if you want to search for all devices
beginning with the letter a:

1. In the Query Depth area, select Current Level & All Below.
2. Inthe Common Name text box, type a*.
A list of all devices beginning with the letter a is returned.

You can also search for more than one pattern in the Common Name text box by typing

the following characters directly between each wildcard pattern (do not use spaces): )(cn=.
For example, if you want to search for all devices that begin with either the letter a or the
letter o:

1. In the Query Depth area, select Current Level & All Below.
2. Inthe Common Name text box, type a*)(cn=0* .

A list of devices beginning with the letters a or o is returned.

Select Match All Constraints? if you want the results of your query to match all of the
specifications that you typed in the Query Constraints area.

Click Next to initiate the query.

The Add Group of Devices — Properties dialog box opens with all potential members based
on the results of your query placed in the Available column.

Fill in the Properties and select the members to add to the group using the following steps.
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o3y Add Group of Devices

n

- Properties “

Common Name I

Display Name |

Description |

- Members ~

- Available \ - Selected ~

DOC_ARCH (DOC_ARCH)

DOC_ASIA (DOC_ASIA)
DOC_BACKUFR (DOC_BACKUF)
DOC_BACKUPE (DOC_BACKUFE)
DOC_EUROPE (DOC_EUROPE)
DOC_MNAMERICA (DOC_MNAMERICA)
DOC_PROD (DOC_PROD)
DOC_SAMERICA (DOC_SAMERICA)
DOC_UASTRALIA (DOC_UASTRALIA

Subarmit | Resetl Cancel |

Figure 4.17 ~ Add Group of Devices — Properties dialog box.

9. In the Common Name text box, type a name for the object.

Caution

The Common Name for the object must be unique. If you attempt to create an object with
name that has already been used, an error appears in the workspace indicating that the
object already exists.

Q

10. In the Display Name text box, type a name for the server that will appear in the
infrastructure representation.

11. In the Description text box, type a description that will appear in the Details view of the
infrastructure representation.

12. Modify the Members in the Selected column using the set of arrow icons. The Members in
the Selected column will be added to the group when you click Submit.
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If you want to remove devices from the Selected member list, select the appropriate devices

from the Selected list and then click m

OR

Simply click lﬂ] to remove all of the devices from the Selected list to the Available list,
and then use the m button to add selected devices back to the Selected list. See Selecting

an Audience on page 182 for more information.

13. When the desired members for the group are in the Selected list, click Submit.

The member devices are added to the group. The View Properties Group of Devices dialog

box opens, which lists the names of each member device in the group.

Existing devices in the infrastructure are identified, and their properties are updated with

the group membership information.

o1y Critical Doc Servers
Group of Devices Properties

- Properties

Properties | Object Information

Create Time Stamp
Members

Modify Time Stamp

2003/04/22 1442
ch=doc_saretica, cn=moved devices cr=novadigm ch=waotld

cr=doc_prod,cn=moved devices,cn=novadigrm,cn=world

ch=doc_arch en=moved devices ch=novadig, cn=world

ch=doc_asia.cn=moved devices cn=novadigrn cn=waorld

crh=doc_backup,cn=rmoved devices crh=novadigm ,ch=world

ch=doc_backupb . cn=moved devices,cn=novadigrm, crn=world

crh=doc_europe ch=moved devices cr=novadigm, cr=world

ch=doc_narerica,cn=moved devices cr=novadigm  ch=wotld
20030428 16:30

Back to top
- Object Information
Display Name
Description

Common Name
Parent Ohject
Object Class

Critical Doc Servers

Doc Servers VWorldwide - Production
Critical Doc Servers

Radia Managed Groups

top

groupOfDevices

Eack totop

Figure 4.18 ~ Viewing the Critical Doc Servers Group of Devices Properties.
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Once a group is added, you can select the group as the target of the group-supported
operations. These are listed in the beginning of Adding Groups of Devices on page 89.

You can also modify a group, as discussed in Modifying Groups of Devices on page 100.

Adding Groups of Devices from an Input List or File

Use this method when you want to create a group of devices from a prepared list or text file. This
method allows you to have new objects automatically created in the first steps of the task. For
example, this method is an efficient way to build your infrastructure by adding objects as you
create the groups, then use the Install Client task to deploy clients to all devices in that group.

To add groups of devices from an input list or text file

1. Outside the Radia Management Portal, prepare a text-based list or text file of the devices to
be added to the group.

You can modify the group member later. However, portal operations can only be performed
on the entire group (not a subset). Thus, plan your groups accordingly.

2. You can cut and paste entries from your prepared list into the text box available in Step 6 on
page 96, or you can input the entire list. To automatically input the entire file during this
task, place the *.txt file in the /etc/group folder of the Radia Integration Server location. By
default, this location 1is:
lopt/Novadigm/IntegrationServer/etc/group

3. From the Radia Management Portal, locate or create a container to hold the object definitions
for any new devices (not known to your current infrastructure). The container must exist at
the authority of Entire Network, Novadigm-managed Infrastructure, and optionally
Radia Managed Groups. For details on creating a container, see Adding Containers on page
85.

4. Go to the authority of Entire Network, Novadigm-managed Infrastructure, Radia
Managed Groups.

5. From the Model Administration task group, click Add Group of Devices.
The Add Group of Devices dialog box opens, prompting you to select an input method.
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923 Add Group of Devices
1)

- Input

C Query O Text O File

Figure 4.19 ~ Select input method from Add Group of Devices dialog box.

6. Choose how you want to input the members of the group using one of the following methods:

® Select Query to create the list of group members by querying your current infrastructure.
Procedures for this method are found in To add groups of devices from a query of the
infrastructure on page 90.

o Select Text to type (or cut and paste) the members of your group into a text box in the
next dialog box. The following dialog box opens.

923 Add Group of Devices
D

- Input
Input Text: =]

=

Create Devices in Container: [ Novadigm-managed Infrastructure x|

Nextl Elackl Cancel |

Figure 4.20 ~ Add Group of Devices after selecting input from list.

Use the Input Text box to type (or cut and paste in) the members of the group. Enter
hostnames for the devices separated by one or more spaces. You can remove members
from this source input list in the next step.
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® C(Click File to select a *.txt file you have prepared and placed in the /etc/group folder. The
following dialog box opens.

9%y Add Group of Devices
D

- Input
File: CHI-Office LM Group te

SF-Ciffice LINE Group b

Create Devices in Container: structure i

Nex‘tl Elackl Cancel |

wlicim-nan ac

Figure 4.21 ~ Add Group of Devices after selecting input from list.

Use the Input File list to select the text file to serve as the source of the group members.
You can remove members from this source list in the next step.

Caution

As soon as you click Next, all new devices from the input list or text file are created as
devices in your infrastructure in the selected container.

7. Select a container from the Create Devices in Container drop-down list to hold definitions
for any new devices you have in your input file. The list includes existing containers at the
authority levels of:

e Novadigm-managed infrastructure
e Radia Managed Groups

8. Click Next to add any new devices you input to the infrastructure container selected, and
continue with the addition of the devices to the group.
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The Add Group of Devices — Properties dialog box opens with all member devices (input
from the previous text box or file) placed in the Selected column, by default. Fill in the
Properties and select the members to add to the group using the following steps.

ﬁi Add Group of Devices

n

- Properties \
Common Name I
Display Name I
Description |
- Members 5
- Available “ -Selected 5
OOCTEST
(P) | GhvDOCO?
X3 | |rarpocH?
SFDOCO3
Q| |Tokn?
(44
Submit | Reset | Cancel |

Figure 4.22 ~ Add Group of Devices — Properties dialog box.

9. In the Common Name text box, type a name for the object.

Caution

The Common Name must be unique. If you attempt to create an object with a name that

has already been used, an error appears in the workspace indicating that the object already
exists.

10. In the Display Name text box, type a name for the server that will appear in the
infrastructure representation.

11. In the Description text box, type a description that will appear in the Details view of the
infrastructure representation.
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12. Modify the members in the Selected column using the set of arrow icons. The Members in
the Selected column will be added to the group when you click Submit.

If you want to remove devices from the Selected member list, select the appropriate devices
from the Selected list and then click Ik,

OR

Simply click lm to remove all of the devices from the Selected list to the Available list,

and then use the m button to add selected devices back to the Selected list. See Selecting
an Audience on page 182 for more information.

13. When the desired members for the group are in the Selected list, click Submit.

The member devices are added to the group. The View Properties Group of Devices dialog
box opens, which lists the names of each member device in the group.

o New devices are placed in the container specified during the task.

e [Existing devices in the infrastructure are identified, and their properties are updated
with the group membership information.
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Figure 4.23 ~ New Group of Devices Properties.

Once a group is added, you can select the group as the target of the group-supported
operations. These are listed in the beginning of Adding Groups of Devices on page 89.

To split the group of devices into different containers, see Moving Devices within Novadigm-

managed Infrastructure on page 102.

14. You can also modify a group, as discussed in Modifying Groups of Devices below.

Modifying Groups of Devices

Use the Modify task to change the members of an existing group. The procedures are very
similar to those for adding groups of devices (see Adding Groups of Devices on page 89).
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If you modify the members of a group that has been scheduled for a job, but not yet executed, the
job will execute against the modified group members. See Dynamic Job Scheduling Against
Groups of Devices on page 106.

To modify a group of devices

1.

2,

Go to the authority of Entire Network, Novadigm-managed Infrastructure, Radia
Managed Groups.

Select the group of devices you want to modify.
The View Properties Group of Devices dialog box opens.

From the Model Administration task group, click Modify.

HOME
NIVvaagren
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Radia Management Portal
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#5F Doc Servers Input
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1 Export Skip
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&1 Update Movadigm Tasks

Select-
from
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Figure 4.24 ~ Select input method from Modify Group of Devices dialog box..

4. Choose a method for adding members to the group.

OR

Click Skip if you want to simply remove members from the group.

5. The rest of the dialog boxes and procedures parallel those discussed in the topic Adding

Groups of Devices.

The Modify Group of Devices dialog box opens, prompting you to select an input method.

If you select Query, continue with Step 3 from To add groups of devices from a query of

the infrastructure starting on page 90.
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e If you select Text or File, continue with Step 5 from To add groups of devices from an
input list or text file starting on page 95.

e If you select Skip, continue with Step 7 from To add groups of devices from an input list
or text file starting on page 95.

6. After you submit your changes, the View Properties Group of Devices dialog boxes
displays the revised members of the group.

Moving Devices within Novadigm-managed Infrastructure

Use the Move Device task to move one or more devices within your Entire Network,
Novadigm-managed Infrastructure authority to another, existing container in that authority.
Use this to split devices into manageable containers after they were added in bulk using the task
Add Groups of Devices, as discussed on page 89.

To move devices in your Novadigm-managed Infrastructure to a different container

SUMMARY OF STEPS:

1. Have the destination container ready within the Novadigm-managed Infrastructure
Authority.

2. Go to the Novadigm-managed Infrastructure authority and select Move Device from the
Model Administration task group.

. Follow the dialogs to query for the devices to be moved.

From the query results, select specific devices to be moved.

. Select the destination container for the move.

O G AW

. View moved devices in their new container.

DETAILED STEPS:

1. Create or locate the destination container for the moved devices. This container must exist
within the Novadigm-managed Infrastructure authority. For details on creating a container,
see Adding Containers on page 85.

2. Go to the authority of Entire Network, Novadigm-managed Infrastructure.
3. From the Model Administration task group, click Move Device.

The Query dialog box for Move Device opens, prompting you to specify all devices to be
moved.
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£Z  Move Device

~

- Type of Query

Query Depth: & Cne Level
= Current Level & All Below
Guery Filter: Computers j

- Query Constraints

Match All Caonstraints?: r

Caommon Marne:

Display Mame:

IP Address:

Operating System:

Operating System Yersion:

Cancel |

Figure 4.25 ~ Enter a query to specify devices to be moved.

In the Type of Query area, first select the Query Depth.
® One Level
Queries one level below the selected Authority.
e Current Level & All Below
Queries the current level and all levels below the selected Authority.

In the Type of Query area, also select a Query Filter. Use the drop-down list box to specify
an object type, if desired.

If you want to constrain your query, type the appropriate information in the text boxes listed
in the Query Constraints area.
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7.

You can use wildcards in these text boxes. For example, if you want to search for all devices
beginning with the letter a:

1. In the Query Depth area, select Current Level & All Below.
2. Inthe Common Name text box, type a*.
A list of all devices beginning with the letter a is returned.

You can also search for more than one pattern in the Common Name text box by typing

the following characters directly between each wildcard pattern (do no use spaces): )(cn=
For example, if you want to search for all devices beginning with either the letter a or the
letter o:

1. In the Query Depth area, select Current Level & All Below.
2. Inthe Common Name text box, type a*)(cn=0%* .

A list of all devices beginning with the letters a or o is returned.

Select Match All Constraints? if you want the results of your query to match all of the
specifications that you entered in the Query Constraints area.

Click Next to initiate the query.

The Move Device — Select dialog box opens with all potential members based on the results
of your query placed in the Available column.

Select the members to be moved using the following steps.

:B Move Device

2

- Awvailable ~ - Selected -+

88 B5

[t | Back | Cancell

Figure 4.26 ~ Move Device — Select dialog box.
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9. Place all devices to be moved to another container in the Selected column using the set of
arrow icons. The Members in the Selected column will be moved to another container in the
next step.

If you want to move all devices to the Selected member list, click l]]]
OR

To move individual members, select the members in the Available list and click m
See Selecting an Audience on page 182 for more information.
10. When the desired members for the group are in the Selected list, click Next.

The Move Device - Move Options dialog box opens, which lists the names of each member
device selected for the move, and permits you to browse and select the destination container
for the devices.

:B Move Device

- Source

DOC_EUROPE =]

- Browse & Select Destination

#* Novadigm-managed Infrastructure | no More Containers
2 Moved Devices

f Selected destination: Moved Devices

Mowe | Elackl Cancel |

Figure 4.27 ~ Move Device — Move Options dialog to select the destination container for the
move.

11. Browse through the objects listed on the right-side of the Browse & Select Destination
group area to browse and select the destination container. Only containers within the
Novadigm-managed Infrastructure can be selected. Click on a container listed on the
right to select it as a destination. This moves it to the left-side of the Browse & Select
Destination group box.
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The text on the bottom of the Browse area summarizes the selected container for the move
destination. In Figure 4.27, the container named Moved Devices is the selected destination.

12. When the destination container is correctly selected, click Move.

The devices are moved to the destination container, whose Authority is displayed by the
Radia Management Portal.
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Figure 4.28 ~ Viewing Authority of destination container at end of Move Device task.

You will see all moved devices listed in the authority of the destination container at the end of
the Move Device task.

Dynamic Job Scheduling Against Groups of Devices

Jobs scheduled for the following Operations tasks are dynamic when used against a group of
devices:

Install Client
Install Management Agent

m  Install Proxy Server
m  Synchronize Proxy Server
m  Purge Dynamic Cache (of Proxy Server)
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This means the target list is recalculated against the group each time the job is initiated, as
opposed to when the job is scheduled.

This dynamic feature can be used to notify a series of devices, for example, with minimal effort.
You can create a group of devices and schedule a daily Notify against the group. By changing the
members in the group of devices between executions, the job continues to notify the new group
members each day.
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Adding Servers

To add a server

1. In the Authority navigation aid, go to the place in your infrastructure where you want to add
a server.

@Djrectury
@ Entire Metwaork

FMNovadigm-managed
Infrastructure

Figure 4.29 ~ Sample Authority — Novadigm-managed infrastructure.

2. Inthe Model Administration task group, click Add Server.
The Add Server dialog box opens.

[ Add server

- Properties

,

Common Name ||

Display Hame

Description

Operating System

|
|
IP Address I
|
Operating System Version I

’

Al Cancel |

Figure 4.30 ~ Add Server dialog box.

3. In the Common Name text box, type a name for the object.
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Caution

The Common Name for the object must be unique. If you attempt to create an object with a
name that has already been used, an error appears in the workspace indicating that the
object already exists.

4. In the Display Name text box, type a name for the server that will appear in the
infrastructure representation.

5. In the Description text box, type a description that will appear in the Details view of the
infrastructure representation.

6. In the IP Address text box, type the IP address for the server.

Caution

This address must match the IP address of the computer exactly.

7. In the Operating System text box, type the name of the operating system that is running on
the server.

8. In the Operating System Version text box, type the version of the operating system.
9. Click Add to add the server to your infrastructure.

The new server is listed in the Authority navigation aid.

Modifying Objects

Use the Modify task in the Model Administration task group to make changes to any object in
the representation of your infrastructure.

To modify an object
1. In the Authority navigation aid, go to the object that you want to modify.
2. Inthe Model Administration task group, click Modify.

The Modify Container dialog box opens.
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) Modify Container

-Properties A
Display Hame IEast Coast
Description [East Coasy

hodify I Reset | Cancel |

Figure 4.31 ~ Modify Container dialog box.

3. Make the necessary changes.
4. Click Modify to save your changes.
OR
Click Reset to undo the changes that you made.
OR
Click Cancel to cancel the modify task.
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Removing Objects

Use the Remove task in the Model Administration task group to remove an object and all its
children from the infrastructure. For example, if you remove a domain object from your network
discovery, all infrastructure objects in that domain are also removed.

Prior to removing an object with children, you may want to navigate through the child-
objects to make sure you want everything removed.

To remove an object and its children
1. In the Authority navigation aid, go to the appropriate object.
2. In the Model Administration task group, click Remove.

A confirmation appears in the workspace.

W Remove Server

Are you sure you want to remove this object? v X

Figure 4.32 ~ Remove Object Message.

3. Click + to confirm that you want to remove the object from the Radia Management Portal
Directory.
OR
Click ¥ to indicate that you do not want to remove the object.

4. The remove is completed if the object has no children.
If the object you want to remove has children, a notification and confirmation appears in the
workspace.
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i@ Remove Server

"pathxptest” has children
Are you sure you want to remove this object and all its children? + X

Figure 4.33 ~ Remove Object with Children message.

5. Click + to confirm that you want to remove the object and all its children from the Radia
Management Portal Directory.

OR

Click ¥ to indicate that you do not want to remove the object and its children. The remove is
cancelled; none of the objects are removed.

Configuring Task Groups

The Taskbar contains logical groups of tasks (called task groups). A task is an activity that a
person performs to initiate a job. The available tasks vary based on the selected Authority, as well
as your role. In addition to the standard task groups (see Taskbar on page 60 for more
information) you can create your own task groups.

Adding Task Groups

To add a task group
1. In the Authority navigation aid, go to Directory.
2. In the workspace, click Tasks.
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HOME

Radia Management Portal NIVEIIEN

tor | Logaout Description: 7a: WHAT) @
Authority l_’ff P @ | Details | Large | Small | List [08 [A£] [F] [0 [F0 [L8 (4] mnl]-ﬂ of5ditems ~| @ E
“aDiractory
[HTasks
G G s Add Container Add Delegated Administration Add Group
Directory 0
Management Add Group of Devices Add Options Add Crganization
B Export @’ E’ g’
) iy Add Person Add Server Add Service
I Update Movadigm
Tasks @ @’ @
Model = Add Task Group Assigh proxy Backup Directory |
Administration > @’ @ @’
© Add Task Group = ) ol
& Query ancel Directaory Management isable
K Remove @ @ @
2 View Propenties Discover MNode Type Enable Export
Import Install Management Agent Install Proxy Server
=
& || | Local intranet Yy
Figure 4.34 ~ Authority - Tasks.
3. Inthe Model Administration task group, click Add Task Group.
The Add Task Container dialog box opens.
Below: cn=what
~ Properties -
Common Name I
Description |
Display Name |

Add Cancel |

Figure 4.35 ~ Add Task Container dialog box.

4. In the Common Name text box, type a name for the task group object.
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Caution

The Common Name for the object must be unique. If you attempt to create an object with a

name that has already been used, an error appears in the workspace indicating that the
object already exists.

5. In the Description text box, type a description that will appear in the Details view.
6. In the Display Name text box, type a name for the task group.
7. Click Add.

The Modify Task Container dialog box opens.

A, Modify Task Container

- Properties

Description I

Display Name  notify Operations

- Members

- Available ~ -Selected

Add Persan
Add Group

MNaotify
M otify By Device

Add Server Motify By Subscription

Add Container

Add Organization

Add Service

Add Delegated Administration

Add Options

Add Task Group d

E a
[wy

=

Modifyl Resetl Cancel |

Figure 4.36 ~ Modify Task Container dialog box.

8. From the Available list, select one or more tasks to add to the task group.

9. Click m to add the selected groups to the Selected list.
10. Click Modify.

The Notify Operations, Task Container Properties dialog box opens.
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4, Notify Operations

Task Container Properties

Properties | Object Information

~ Properties <

Create Time Stamp  2003/04/29 10:25
Members  [Notify

Matify By Device
Motify By Subscription

Modify Time Stamp  2003/04/29 10:27

Back to top

~ Object Information -

Display Name  Notify Operations
Description  Motify Operations
Common Name  MNotify Operations
Parent Object Tasks
Object Class  top
groupOfiames
midTaskGroup

Back to top

Figure 4.37 ~ Task Container Properties for Notify Operations.

11. In the Authority navigation aid, go to Directory, Entire Network.

In the Taskbar, your new task group, such as Notify Operations, is available. Task Groups
are listed alphabetically.
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Figure 4.38 ~ New task group.

If you would like to configure the Radia Management Portal so that only some administrators can
access this task group, see Configuring Delegated Administration on page 119 for more
information.

Modifying Task Groups

To modify a task group

1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Tasks.

3. Select the task group that you want to modify.

4. In the Model Administration task group, click Modify.
The Modify Task Container dialog box opens.
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™, Modify Task Container

- Properties -
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Figure 4.39 ~ Modify Task Container dialog box.

Make any necessary changes. For detailed information about configuring task groups, see
Adding Task Groups on page 112 for more information.

Click Modify to save your changes.

OR

Click Reset to undo the changes that you made to this role.

OR

Click Cancel to close this dialog box without saving your changes.

The View Properties Task Container dialog box opens and you can see your changes.
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Removing Task Groups

To remove a task group

1.

2
3.
4

In the Authority navigation aid, go to Directory.

In the workspace, click Tasks.

Select the task group that you want to remove.

In the Model Administration task group, click Remove.

The Remove Task Container dialog box opens.

(A, Remove Task Container

Are you sure you want to remove this ohject? v X

Figure 4.40 ~ Remove Task Container dialog box.

Click +/ to confirm that you want to remove the task group from the Radia Management
Portal Directory.

OR

Click ¥ to indicate that you do not want to remove the task group.
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Configuring Delegated Administration

Use the Radia Management Portal to configure delegated administration information so that your
administrators can access only the tasks that are relevant to them and their roles. A task is a
single operational function, or an action, that is performed on the selected target audience. A role
is a logical grouping of tasks that defines an administrative function. In other words, you will
configure who can do what, and specify where, in the infrastructure, they may do it.
The Radia Management Portal contains several standard roles. To view the existing roles click
Directory in the Authority navigation aid. Then, in the workspace, click Delegated
Administration. The following roles appear:
m  Global Default Policy
Allows the Radia Management Portal administrator to access Model Administration and
Operations tasks in the following Scopes of Action—Entire Network, Administrators &
Operators, and Tasks.
m  Operations Policy
Allows operations staff to access Operations tasks in the following Scopes of Action—Entire
Network, Administrators & Operators, and Tasks.

m  System-Wide Access
Allows the Radia Management Portal administrator to access all tasks in all Scopes of Action.

This role cannot be modified in order to prevent you from being locked out of the Radia
Management Portal.

m  Test Global Policy
Allows you to experiment with entitlement options.

In the workspace, click any of these delegated administration roles to view the properties for the
role.
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Adding Delegated Administration Roles

Adding new delegated administration information for your administrators is a three-step process.
First, you will assign administrators and operators to the role. Next, you will specify what tasks
the administrators or operators will be able to perform. And, finally, you will select where, in the
infrastructure, the administrators or operators can perform these tasks.

To add a delegated administration role
1. In the Authority navigation aid, go to Directory.
2. In the workspace, click Delegated Administration.
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Figure 4.41 ~ Authority — Delegated Administration.

3. Inthe Model Administration task group, click Add Delegated Administration.
The Add Delegated Administration dialog box opens.
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?% Add Delegated Administration

~ Properties 5

Display Name

%, "

Add Resetl Cancel |

Figure 4.42 ~ Add Delegated Administration dialog box.

In the Display Name text box, type a name for the role.
Click Add.

The Modify Delegated Administration dialog box opens. First, you will select the
administrators and operators that you want to assign to this role.

o

Modify Delegated Administration
|

~ Display Name <
|Oice Admins
~ Browse & Select 5
& Administrators & Operators 8 Cuest [+]
) LQS:S. 82 Operations Staff @
@ Uity ﬁ. Dperatar (+]
ﬁ. Portal Administrator @
ﬁ. Test User [+
~ Selected ~
Admin/Operators Task Groups Authority

. o

Resetl Mndifyl Cancel |

Figure 4.43 ~ Modify Delegated Administration dialog box — Administrators & Operators.
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6.

7.

In the Browse & Select area of the dialog box, make sure that Administrators &
Operators is selected. Selected text is bold.

Click & next to the each of the administrators and operators that you want to add.

Notice that as you select administrators and operators, they appear in the Selected area of
the dialog box under the Admin/Operators column.

¥ Modify Delegated Administration
|

~ Display Name “

|Office Adrmins

. -

~ Browse & Select N
[®& Administrators & Operators Guest (+]

= Tasks. Operatar (+]
& Autharity Test User @

b o

~ Selected “
Admin/Operators Task Groups Authority
88 Operations Staff X
8 rPortal Administrator X

Resetl Mudiiyl Cancel |

Figure 4.44 ~ Modify Delegated Administration dialog box — selecting Administrators &
Operators.

If you want to remove an administrator or operator from the list of selected items, click x
Next, select the tasks that you want to include in this role.
In the Browse & Select area of the dialog box, click Tasks.

The Browse & Select area updates to allow you to select what groups of tasks to include in
this role.
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o

Modify Delegated Administration
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Figure 4.45 ~ Modify Delegated Administration dialog box — selecting Tasks.

9. Click u below the list, if you do not see the container that you want to select. If there are five
or more task groups to select from, you can click the appropriate range of letters above the list
to narrow it.

10. Click ﬁ next to the each of the task groups that you want to add.

Notice that as you select task groups, they appear in the Selected area of the dialog box
under the Task Groups column.
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11.

e

%4 Modify Delegated Administration
|
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[Office Admins
~ Browse & Select 5
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& Tasks [ Infrastructure tasks [+]
< Authority = Inventary Management [+]
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~ Selected ~
Admin/Operators Task Groups Authority
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Resetl Modifyl Cancel |

Figure 4.46 ~ Modify Delegated Administration dialog box — selecting Task Groups.

If you want to remove a Task Group from the list of selected items, click x

Next, select the areas in the infrastructure that administrators and operators assigned to this
role are entitled to manage.

In the Browse & Select area of the dialog box, click Authority.

The Browse & Select area updates to allow you to select where, in the infrastructure, the
administrators and operators assigned to this role are entitled to manage.
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Modify Delegated Administration
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Admin/Operators
82 Operations Staff X
€ Portal Administrator X

[ Tasks

@ B ’& Adrninistrators & Operators @
[ Delegated Administration [+]
@  Entire Network [+]
& Jobs [+]
I_'z_}{‘; Radia Subscriber Information @

1-5of 6 iterns [
~ Selected

Task Groups Authority
[ Motify tasks XK
& Operations X

Resetl Mudifyl Cancel |

Figure 4.47 ~ Modify Delegated Administration dialog box — selecting Authority.

12. Click ﬂ below the list, if you do not see the container that you want to select. If there are five
or more task groups to select from, you can click the appropriate range of letters above the list

to narrow it.

13. If necessary, you can browse the containers on the right to limit the Authority further. To do
this, click the name of the container that you want to browse, such as Entire Network.
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=
%3

%% Modify Delegated Administration

~ Display Hame -
[Dftice Admins
~ Browse & Select \
& Administrators & Operators A Microsoft Yvindows MNetwark (+]
% Tasks @ MNovadigm-managed Infrastructure @
@ Authority

Q Entire Network

. S

~ Selected -
Admin/Operators Task Groups Authority
82 Operations Staff A [ Natify tasks &K
€& Portal Administrator X [ Operations X

Resetl Modifyl Cancel |

Figure 4.48 ~ Modify Delegated Administration dialog box — browsing for an Authority in a
container.

Notice that the list of items that you can add to the delegated administration role narrows as
you browse further into a specific container. For example, click Microsoft Windows Network,
or, in a UNIX environment, click IP Discovered Network.
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<

Modify Delegated Administration
|

~ Display Name \
|office Admins
~ Browse & Select \
[®& Administrators & Operators [AE] [F] [0 [P-TlO[LeF] [Add]
& Tasks
<5 Authority
@ Entire Network # BETADOMAN g
.,r" Microsoft Windows Network # CLARIZIOWG
# CLTLAR [+]
# CONMECTIONS2001 [+]
# EDUCATION! [+]

T-80f12 ."tem.snl]]

. S

~ Selected ~
Admin/Operators Task Groups Authority
83 Operations Staff X [ Motify tasks &
8 Portal Administrator X [ Operations X

Resetl Modifyl Cancel |

Figure 4.49 ~ Modify Delegated Administration dialog box — browsing for an Authority in a
domain.

Now, you can browse to a specific domain, such as the BETADOMAIN. This allows you to
limit the administrator's access to a very specific area of your network.

At any time, you can click an item on the left (such as Entire Network) to return to a broader
authority.

14. Click 6 next to the items that you want to add.

Notice that as you select an Authority, it appears in the Selected area of the dialog box
under the Authority column.
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o

Modify Delegated Administration
|

~ Display Name ~
|office Adrmins
~ Browse & Select ~
& Administrators & Operators [A£] [F] 0] (A7 [Ld [ALL]
[ Tasks
&5 Authority
Q Entire Network ;’ CLARIZIOWG g
4 Microsoft Windows Network # CLILAB
# CONNECTIONS2001 (+]
# EDUCATIONT [+]
#h NOVADIGH [+]

T-5o0f 11 J'temsuu]

. S

~ Selected ~
Admin/Operators Task Groups Authority
82 Operations Staff X [ Motify tasks X % BETADOMAIN X
8 Portal Administrator - X [ Operations X

Resetl Modifyl Cancel |

Figure 4.50 ~ Modify Delegated Administration dialog box — selecting the Authority.

If you want to remove an Authority from the list of selected items, click x
15. Click Modify.

The View Properties Delegated Administration dialog box opens.

’%’5 View Properties Delegated Administration

Office Admins

Who What Authority

82 Operations Staff [H Matify tasks # world/microsoftthetadomain
8 Portal Administratar [® Operations

Figure 4.51 ~ View Properties Delegated Administration dialog box.
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Modifying Delegated Administration Roles

To modify a delegated administration role

1.

2
3.
4

In the Authority navigation aid, go to Directory.

In the workspace, click Delegated Administration.

Select the delegated administration role that you want to modify.
In the Model Administration task group, click Modify.

The Modify Delegated Administration dialog box opens.

.

Modify Delegated Administration
|

~ Display Name ~
|office Adrmins
~ Browse & Select ~
#& Administrators & Operatars Al A KOl [P A [ALL]
H Tasks
&5 Authority
Q Entire Network ,i!'g CLARIZIOWG g
4 Microsoft Windows Network # CLILAB
& CONNECTIONS2001 [+]
# EDUCATIONT [+]
& MOVADIGM [+]

T-5of 17 J'temsnu]

~ Selected ~
Admin/Operators Task Groups Authority
83 Operations Staff X [ Motify tagks X #3 BETADOMAIN X
€ Portal Administrator X @ Operations X

Resetl tadify | Cancel |

Figure 4.52 ~ Modify Delegated Administration dialog box.

Make any necessary changes. For detailed information about configuring delegated
administration roles, see Adding Delegated Administration Roles on page 120.

Click Modify to save your changes.
OR
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Click Reset to undo the changes that you made to this role.
OR
Click Cancel to close this dialog box without saving your changes.

The View Properties Delegated Administration dialog box opens and you can review
your changes.

Removing Delegated Administration Roles

To remove a delegated administration role

1.

2
3.
4

In the Authority navigation aid, go to Directory.

In the workspace, click Delegated Administration.

Select the delegated administration role that you want to remove.
In the Model Administration task group, click Remove.

The Remove Delegated Administration message opens.

T

%% Remove Delegated Administration

Are you sure you want to remove this ohject? + X

Figure 4.53 ~ Remove Delegated Administration message.

Click + to confirm that you want to remove the Delegated Administration role from the Radia
Management Portal Directory.

OR

Click X to indicate that you do not want to remove the Delegated Administration role.
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Querying a User's Delegated Administration

Use the Query User's Delegated Administration task in the Model Administration task
group to display information about the selected user's role.

To query a user's delegated administration

1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Administrators & Operators.

3. Select the appropriate user.

4. In the Operations task group, click Query User's Delegated Administration.

A table similar to the following appears.

J View Properties Delegated Administration

Properties

Name What Authority

% System-Wide Access T, Tasks @ orld
% who
: what
[ when
B why

Figure 4.54 ~ View Properties Delegated Administration dialog box for a user.

5. Click any link in the table to view the properties for that object.
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Configuring Administrators and Operators

The Administrators & Operators container in the Radia Management Portal Directory stores
authentication information. Every administrator must be added at the top level of this container.
After adding administrators and assigning them to groups, you can assign them to the
appropriate delegated administration policies. See Modifying Delegated Administration Roles on
page 129 for more information.

Adding Users

When adding a user, assign the person a unique user ID and password. You can also assign the
user to groups.

To add a user
1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Administrators & Operators.

A} RMP: who - Microsoft Internet Explorer provided by Novadigm Inc. -10| x|

Ele Edi View Favortes Todk  Help ‘

Back - =& - @ [0 & Qoearch [GFavories Moy |5y S H &

address | itp: flocalhost: 3466 | @e ‘
POLICY | HOME

Radia Management Portal Novaaren

&P nistrator | Logout  Description: ® B

Authority JL P [ | Detsils | Large | Small| List B -5o5iems @0
@D\recmry a
'!"jAdmmlstramrs & Operators S gﬁﬁ s
Group of 1asks Guest Operations Staff Operator

Directory Management ES s s
B Export Paortal Administrator Test User

8 Impont
4 Update Movadigm Tasks
Model Administration £
© Add Group
(O Add Person
L Query
& Wiew Properties

Al

[&l [ [ & mtemet

Figure 4.55 ~ Authority is Administrators and Operators.

3. Inthe Model Administration task group, click Add Person.
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The Add Person dialog box opens.

® Add Person

Below: ou=who

- Properties
User ID

Description

Display Name

User Password

Add Cancel |

Figure 4.56 ~ Add Person dialog box.

In the User ID text box, type the user name.

Caution

The User ID for the object must be unique. If you attempt to create an object with a user
ID that has already been used, an error appears in the workspace indicating that the object
already exists.

In the Description text box, type a description that will appear in the Details view.

In the Display Name text box, type a name for the user that will appear in the Radia
Management Portal.

In the User Password text box, type the user's password.
Click Add.
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The Modify Person dialog box opens.

€ Modify Person

Task verb for modifying objects in the model.

Description I

Display Name | jsz Smith

User Password I

Group Membership

—Available —— —Selected ———
Operations Staff
2
(44

Modifyl Resetl Cancel |

Figure 4.57 ~ Modify Person dialog box.

9. From the Available list, select one or more groups to add the user to.

10. Click m to add the selected groups to the Selected list.
OR

If you want to select all of the groups in the list, you do not need to select anything from the

Available list. Simply click |]]] to add all of the groups to the Selected list. See Selecting
an Audience on page 182 for more information about how to use this dialog box.

11. Click Modify.
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The View Properties Person dialog box opens.

€ View Properties Person

- Properties

Create Time Stamp 1029521684
Display Name Lisa Smith
Modify Time Stamp 1029521684
Object Class top

persan
Parent Object au=whio
User 1D LSmith

Figure 4.58 ~ View Properties Person dialog box.

Modifying Users

To modify a user

1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Administrators & Operators.

3. Select the user that you want to modify.

4. Inthe Model Administration task group, click Modify.
The Modify Person dialog box opens.
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€ Modify Person

~ Properties -~

Description IThiS user has complete access to the system.

Display Name IPDrtaIAdministratDr
User Password |

~ Group Membership -
~ PAwailable - ~ Selected -
: D
Dperations Staff
(D)}
[144]
(44

Mu:ndifyl Resetl Cancel |

Figure 4.59 ~ Modify Person dialog box.

5. Make any necessary changes. For detailed information about configuring users, see Adding
Users on page 132.

6. Click Modify to save your changes.
OR
Click Reset to undo the changes that you made to this role.
OR
Click Cancel to close this dialog box without saving your changes.

The View Properties dialog box opens and you can review your changes.
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Removing Users

To remove a user

1.

2
3.
4

In the Authority navigation aid, go to Directory.

In the workspace, click Administrators & Operators.
Select the user that you want to remove.

In the Model Administration task group, click Remove.

The Remove Person message opens.

€ Remove Person

Are you sure you want to remove this ohject? /' X

Figure 4.60 ~ Remove Person message.

Click + to confirm that you want to remove the user from the Radia Management Portal
Directory.

OR

Click ¥ to indicate that you do not want to remove the user.
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Adding Groups

To add a group
1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Administrators & Operators.

A RMP: who - Microsoft Internet Explorer provided by Novadigm Inc.

|
|

v

s Tooks  Help

Fle Edt Ve H
Geack - & - @D [0 A Qoearch [EFavories cAHsoy | By S W EH A&

| address [ hitpeiflocalhost: 3466 =] Peo ‘
. POLICY | HOME

Radia Management Portal N IVRDIFN

& P ar | ut Description: [ HO) @ !

Authority J £ 2 | vetais | Large | Small| List BB -505temsQ0
8 o2
Group of Tasks Guest Operations Staff Operator

Directory Management £

] Export Portal Administrator Test User

9] Import

9] Update Novadigm Tasks
Model Administration 2

© Add Group

Add Ferson
L Query

& View Properties

sl

[& [ [ [ mtemet

Figure 4.61 ~ Authority is Administrators & Operators.

3. In the Model Administration task group, click Add Group.
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The Add Group dialog box opens.

€2 Add Group

Below: ou=who

Properties

Common Name ||

Display Name |

Description |

Add| Cancel |

Figure 4.62 ~ Add Group dialog box.

4. In the Common Name text box, type a name for the container object.

Caution

The Common Name for the object must be unique. If you attempt to create an object with a

name that has already been used, an error appears in the workspace indicating that the
object already exists.

5. In the Display Name text box, type a name for the group that will appear in the Radia
Management Portal.

6. In the Description text box, type a description that will appear in the Details view.
7. Click Add.
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The Modify Group dialog box opens.

€3 Modify Group

-Properties )
Display Name  |ngtwork Admins
Description INetworkAdmins

-Members .
- Availahle - - Selected \
Tesmer= (b)) Operatm=
Guest uﬁcﬂ Paoral Administrator

[144]
(44

Modifyl Resetl Cancel |

Figure 4.63 ~ Modify Group dialog box.

8. From the Available list, select the users and groups that you want to assign to this group.

9. Click m to add the selected users to the Selected list.

OR

If you want to select all of the users in the list, you do not need to select anything from the
Available list. Simply click ﬂ]] to add all of the users to the Selected list. See Selecting an
Audience on page 182 for more information about how to use this dialog box.

10. Click Modify.
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€2 Network Admins

Group Properties

~ Properties

Properties | Object Information

Create Time Stamp
Members

Moadify Time Stamp

20030429 11:37
uid=operatar au=who
vid=admin, ou=whao
200304429 1137

Back to top

~ Object Information

Display Name
Description
Common Name
Parent Object
Object Class

Metwork Admins
Full Access
Metwork Admins
ou=who

top
groupOfdames

Back to top

Figure 4.64 ~ Group Properties dialog box.
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Modifying Groups

To modify a group

1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Administrators & Operators.

3. Select the group that you want to modify.

4. In the Model Administration task group, click Modify.
The Modify Group dialog box opens.

€2 Modify Group

- Properties
Display Name  [ngtwork Admins
Description INetWDrk Admins

-Members +
- Awailable “ - Selected “
TestUser Operatar
Guest uﬁﬂﬂ Partal Administrator

Mndifyl Resetl Cancel |

Figure 4.65 ~ Modify Group dialog box.

5. Make any necessary changes. For detailed information about configuring users, see Adding
Groups on page 138.

6. Click Modify to save your changes.
OR

Click Reset to undo the changes that you made to this role.
OR

Click Cancel to close this dialog box without saving your changes.
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The View Properties dialog box opens and you can review your changes.

Removing Groups

To remove a group

1.

2
3.
4

In the Authority navigation aid, go to Directory.

In the workspace, click Administrators & Operators.
Select the group that you want to remove.

In the Model Administration task group, click Remove.

The Remove Group message opens.

€2 Remove Group

Are you sure you want to remove this object? ~/ X

Figure 4.66 ~ Remove Group message.

Click + to confirm that you want to remove the group from the Radia Management Portal
Directory.

OR

Click ¥ to indicate that you do not want to remove the group.
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Managing the Portal Directory

The Radia Management Portal Directory, rmp.mk, contains configuration and entitlement
information for the Radia Management Portal, as well as infrastructure and status information.
This section describes how to backup, restore, or query the Radia Management Portal Directory,
as well as how to import and export subsets of the Radia Management Portal Directory.

For related topics on the Portal Directory, see Managing the Portal Directory (RMP.MK) File on
page 268 and Modifying the Compress Portal Directory Job Group on page 269.

Creating a Backup of the Portal Directory

Use the Backup Directory task to create a backup copy of the entire Radia Management Portal
Directory. If you are entitled to create backups, this task is available when the selected Authority
is Directory. If you would like to export a portion of the Radia Management Portal Directory, see
Exporting Data from the Portal Directory on page 153 for more information.

Tip

Create a Radia Management Portal backup job to run periodically to ensure that you back
up data. If you create a daily backup with the same filename, the appended dates and times
will keep the files unique. The Radia Management Portal keeps up to seven backup files with
the same initial filename, then automatically deletes the oldest one when the next one is
saved.

Backup Filenames and Maintenance

The Radia Management Portal automatically appends the date and time of a directory backup to
the user-assigned filename. This makes it easy to identify the appropriate backup file for a
restore. Specifically, when a directory backup is performed, the user assigns a filename, the
creation date and time are appended to this name, and then the file is saved with the extension
*.mk. Thus, the full name of a backup file includes the format:

<filename>.YYYYMMDD-HHMM. mk
where:
® <filename> is the Filename entered for the backup file.
e YYYYMMDD is the backup date in year, month, and day format.
e HHMM is the backup time in hours and minutes.
o mk is the assigned file extension.

For example, a backup file with the name abc.20030523-1348.mk was created in 2003, on May
23 at 1:48 PM, and named abc by the user.
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Prior to Radia Management Portal Version 1.3, the backup process employed a different
method and produced an *.LDIF file. The filenames of these *.LDIF backup files did not
have the date and time of the backup appended to the assigned filenames.

The Radia Management Portal automatically saves up to seven copies of backup files with the
same assigned-name. After that, it deletes the oldest one when a new one is saved. If you assign
the same name to a daily backup file, this allows you to keep seven days of backups. If you assign
another name to a backup file once a week, this means you can keep seven weeks of backups.

To backup the Radia Management Portal Directory

1. In the Authority navigation aid, go to Directory.

2. In the Directory Management task group, click Backup Directory.
The Submit Backup—Backup Opts dialog box opens.

gg Submit Backup

P\ Backup-
opts

- Backup file ~
Directary CMovadigmintegrationServeretcibackup

Filename ||

" MMOD-HHMM. mbk" will be appended to above input
Where Y MMDD-HHMM s time at backup creation

Cancel |

Figure 4.67 ~ Submit Backup—OQOptions dialog box.

3. In the Filename text box, type a filename for the backup to be saved in the default backup
directory. The creation date and time of the backup will be appended to this filename, and the
file is saved with the extension *.mk. Thus, the full name of the backup file will be:
<filename>YYYYMMDD-HHMM.mk. For details, see Backup Filenames and Maintenance
on page 144.

4. C(Click Next.
The Schedule dialog box opens.

5. In the Schedule dialog box, specify when you want this job to run. Backups may be
scheduled once or periodically. For more information, see Scheduling Jobs on page 184.
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6. Click Next.
The Submit Backup—Summary dialog box opens.

{3 Submit Backup

5

- Input File \

Administrators & Operators

Testlser
Operatar
Guest ;l
380 iterms will be exported
- Backup Opti \
Directory: c:MovadigrmiRadia Integration
Serveretcibackup
Output File: DirectoryBackup. dif
- Scheduler Information ~
Starting On: 081672002 14:20:00
Dwration: 0
Periodic Interval: a
Priarity: 0
Type: none

Submit | Elackl Cancel |

Figure 4.68 ~ Submit Backup—Summary dialog box.

7. Click Submit.
A list of the jobs appears. Now, you can use the View Properties task to view detailed
information, such as the status of the job. See Viewing Properties on page 172 for more
information.

8. Go to/opt/Novadigm/IntegrationServer/etc/backup to access the backup files for the
Radia Management Portal Directory.

The Radia Management Portal maintains up to seven backup files with the same initial
<filename>, then automatically purges the oldest one if an eighth one is created. This allows
you to keep seven daily backup files with the same name, and keep seven weekly backup files
with the same name.
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Restoring the Portal Directory

Use the Restore Directory task to restore a backup of the entire Radia Management Portal
Directory. The Restore Directory task will restore either an *.mk backup file produced from this
version of the Radia Management Portal, or an *.LDIF backup file produced from an earlier
version of the Radia Management Portal..

To restore the Radia Management Portal Directory

1.
2.

In the Authority navigation aid, go to Directory.
In the Directory Management task group, click Restore Directory.

The Submit Restore—File dialog box opens.

£ Submit Restore

D

ds.input.file

Fath ChiMovadigmintegrationServefetcibackup
abc.20030508-1348.mk
iabc. 200305151641 mk

Marme

abc.20030522-1643 mk
rmarch2 4 1dif

Cancel |

Figure 4.69 ~ Submit Restore—File dialog box.

From the Name list, select the file that you want to restore. The selection list may include
* mk backup files, as well as any *.LDIF backup files created from earlier versions of the
Radia Management Portal.

Use the appended date-time stamps of the *.mk backup files to select a backup file based on
its creation date. The format of the date-time stamp used is: YYYYMMDD-HHSS, which
indiates the Year Month Day — Hours Minutes. For example, the name abe.20030515-
1641.mk represents a backup created in the year 2003 on May 15 at 16:41, or 4:41 PM.

Click Next.

A confirmation dialog box opens.
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¢ Submit Restore

Are you sure you want to restore from file abc.20030515-1641.mk? ' X

Figure 4.70 ~ Submit Restore—Confirm dialog box.

5. Click + to confirm that you want to restore the Radia Management Portal Directory.
OR
Click X to indicate that you do not want to restore the Radia Management Portal Directory.

6. After a confirmation of an *.mk backup file, the Finish dialog box opens when the restore is
complete. Click Finish to continue.

E}, Submit Restore

Restore complete _Finish |

Figure 4.71 ~ Submit Restore—Finish dialog box for an .mk backup file.

After the confirm of an *.LDIF backup file, the Finish dialog box opens and includes
messages on how to continue.
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E} Submit Restore
3)
Restore complete Finish |

&The Radia Management Portal must be restarted to activate the restored directory.

& If you do not want to activate the restored directory, delete etc/rmp.mk.restore.

Figure 4.72 ~ Submit Restore—Finish dialog box.

Caution

If you decide that you do not want to restore the Radia Management Portal Directory, you
can go to the Radia Integration Server's \etc folder and delete the file rmp.mk.restore.
This must be done before clicking Finish and restarting the Radia Management Portal.

7. If you restored an *.LDIF backup file, click Finish and then restart the Radia Management
Portal to activate the restored directory.

Querying the Portal Directory

Use the Query task in the Model Administration task group to locate objects in the Radia
Management Portal Directory. You may use the results of the query to view information, or to
select the authority for a job.

To perform a query

1. Use the Authority navigation aid to go to the place in your infrastructure where you want to
perform a query.

2. Inthe Model Administration task group, click Query.
The Query Directory dialog box opens.

149



Administrative Functions

3 Query Directory

-Type of Query
Query Depth @ One Level © Current Level & All Below

Cluery Filter

- Query Constraints
Match All Constraints? O

Cormrmon Mame I

Display Marme I

Object Class I

Cancel |

Figure 4.73 ~ Query Directory dialog box.

3. Inthe Type of Query area, select the Query Depth.

e One Level
Queries one level below the selected Authority.

e Current Level & All Below
Queries the current level and all levels below the selected Authority.

4. From the Query Filter drop-down list, select the type of object that you want to find.

For example, if your selected authority is Administrators & Operators, you might select
Users from this drop-down list so that your query results contain only the users that match
your criteria.

The fields in the Query Constraints area change based on this selection.

5. If you want to constrain your query, type the appropriate information in the text boxes listed
in the Query Constraints area.
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You can use wildcards in these text boxes. For example, if you want to search for all
Administrator & Operator users and groups beginning with the letter a:

1. Select Current Level & All Below in the Query Depth area.

2. Select Administrators & Operators from the Query Filter drop-down list.
3. Inthe Common Name text box, type a*.

A list of all Administrator & Operator users and groups beginning with the letter a is
returned.

You can also search for more than one pattern in the Common Name text box by typing

the following characters directly between each wildcard pattern (do not use spaces): )(cn=
For example, if you want to search for all users and groups beginning with either the letter
a or the letter o:

1. Repeat steps 1 and 2, above.
2. Inthe Common Name text box, type a*)(cn=0%* .

A list of all Administrator & Operator users and groups beginning with the letters a or o is
returned.

Select Match All Constraints? if you want the results of your query to match all of the
specifications that you typed in the Query Constraints area.

Click Next to initiate the query.

The results of the query appear in the workspace.

Caution

The query results contain information intended only for viewing.

If you want to perform a task on an object in the query results, click the object to set the
Authority. Then, select the appropriate task from the task group.

For example, if you searched the current level and below of the Microsoft Windows Network
for all objects with a common name of N*, the results might appear as shown in Figure 4.74
on page 152.
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Radia Management Portal

£ Port of | Lagout Description:

Authority

“Directory
@ Entire Metwnrk

Group of Tasks

MNOWALIZAT MNOWALISAZ

Directory Management )
1 Export
& irmport

Update Movadigm

& Tasks

Model Administration ﬁ )

3 Cluery
H Remove
4 Wiew Properties
Operations ()
| ——— =l

HOME

Novagogren

l.ﬁ’ yoel \ﬂ | Details | Large | Srnall | List (oS (e8] [ peo] [P [tig]  [Add] mn1 —2uf2wlemsnm

®

&

’_’_ (BF Local intranst

Figure 4.74 ~ Results of query.

If you want to perform a task on an object in the query results, you must click the object to

set the Authority.
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Exporting Data from the Portal Directory

Use the Export task to export a subset of your Radia Management Portal Directory to an LDIF
(LDAP Data Interchange Format) file. LDIF is a standard format that allows you to transfer data
between LDAP-compliant directory services in ASCII format.

The default export location is the Radia Integration Server's /etc/export directory.

To export the Radia Management Portal Directory

1. Use the Authority navigation aid to select the place in your infrastructure that you want to
export.

2. Inthe Directory Management task group, click Export.
The Query dialog box opens.

3. Specify criteria to narrow the scope of the job. See Performing Queries on page 180 for more
information.

4. C(Click Next.
The Select dialog box opens.

5. Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 182 for more information.

6. Click Next.
The Submit Export—Exp-opts dialog box opens.

£Z  Submit Export

Output File
Directary cAMavadigrmintegrationServeretciexpaort
Marne Adming

Adif will be autamatically appended to the filename
4 items will be exported

Nextl Elackl Cancel |

Figure 4.75 ~ Submit Export—Options dialog box.

7. In the Name text box, type a name for the LDIF file that will be saved in the directory.
8. Click Next.
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The Schedule dialog box opens.

9. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 184.

10. Click Next.

The Submit Export—Summary dialog box opens.

£8  Submit Export

2

- Selected Audience

Administrators & Operators
Metwark Admins
Operations StaffPortal Administrator

- Selected Options

Output File : Admins. ldif
- Scheduler Informati
Starting On: 03/16/2002 14:30:00
Duration: o
Periodic Intereal: 0
Friarity: ]
Type: none

Subirmnit | Elackl Cancel I

Figure 4.76 ~ Submit Export—Summary dialog box.

11. Click Submit.

A list of the jobs appears. Now, you can use the View Properties task to view detailed
information, such as the status of the job. See Viewing Properties on page 172 for more
information.

12. Go to /opt/Novadigm/IntegrationServer/etc/export to access the LDIF file that you
exported from the Portal Directory.

Importing Data into the Portal Directory

Use the Import task to import an LDIF file into your Radia Management Portal Directory. For
example, if you prefer to modify the Radia Management Portal Directory manually, in a text file,
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rather than through the Radia Management Portal user interface, you can make your
modifications, and then import the file into the Radia Management Portal Directory.

Caution

Be sure to back up your Radia Management Portal Directory before importing any data. See
Creating a Backup of the Portal Directory on page 144 for more information.

To import the Radia Management Portal Directory

1. Use the Authority navigation aid to select the place in your infrastructure where you want
to import the data.

2. In the Directory Management task group, click Import.

The Submit Import—Pick File dialog box opens and contains a list of the files stored in the
default export location (the Radia Integration Server's /etc/export directory).

£Z  submit Import

1)

Input File
Path c\MovadigmiintegrationServeretci\export
EntireMNetwork.Idif f’
Export?.Idif
Mame allldif
backup Idif
hackup1.dif |

Ml Cancel |

Figure 4.77 ~ Submit Import—Pick File dialog box.

3. Click the file that you want to import.
4. Click Next.

5. The Submit Import—Pick roots dialog box opens. Use this dialog box to select which pieces
(or, root domain names) of the imported LDIF file to compare to the existing Portal directory.
For example, if you exported the entire directory, then made changes to only one area of the
directory, such as Administrators & Operators, you would select Administrators & Operators
as the "root" during the import. The rest of the LDIF file will be ignored.
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£8  submit Import

n

- Roots
I Administrators & Operatars [T Tasks [T Entire Metwork
[T Jaobs [T Entitlement [ Radia Subscriber Information

Nextl Elackl Resetl Cancel |

Figure 4.78 ~ Submit Import—Pick roots dialog box.

6. Click Next.

The Submit Import—Import select dialog box opens. This dialog box displays the
differences between the LDIF file that you are importing and the Portal directory.
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£8  Submit Import

Import-
select

~ Differences

oy

Modes to display : IA” 'l Select Al |

© Test User fwhodtest)

< Administratars & Operators (wha)
< Operatar (who/operataor)

o' Guest (who/guest)

«' Paortal Administrator (fwhosadmin)

1-5af 6itemsiD

~ Add -
Mo nodes in list.

~ Delete “
Mo nodes in list.

~ Modify

Mo nodes in list.

S

Cormrmit | Elackl Cancel |

Figure 4.79 ~ Submit Import—Import Select dialog box.

If necessary, use the Nodes to display drop-down list to limit the information that appears
in the Differences area.

o Select All to review all items changes to the LDIF file at once.

o Select Add to review only those items that have been added to the LDIF file.

o Select Delete to review only those items that have been removed from the LDIF file.
o Select Modify to review only those items that have been modified in the LDIF file.

In the Differences area, click the items that you want to accept as changes. For example, if
you want to add Test User to the Portal Directory, click G
OR

If you want to accept all of the changes, click Select All.
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The items that you selected are added to the appropriate list below. If you want to remove an
item from the list, click its name.

&8 Submit Import

Import-
select
~ Differences “

Maodes to display IA” 'I Select All |

& Administrators & Operatars (who)
& Operator (whofoperator)

& Guest (who/guest)

& Portal Administratar fwho/admin)

~ Add 5
8 Test User fwhoftest)

~ Delete -

Mo nodes in list.

~ Modify “
Mo nodes in list.

Carmtmit | Elackl Cancel |

Figure 4.80 ~ Submit Import—Import Select dialog box.

9. C(Click Commit.
The items are added to the Portal directory.
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Radia Management Portal NIVATDIGN

& Portal Administrator | Logout  Description: Defaw

lﬁf +# @ | Detailz | Large | Small| List

“Directory sf—*
B Administrators & Operataors

Group of Tasks Guest Liza Smith Metwirk Admins

a8
Directory Management £ sﬁ s

N Expot Operations Staff Operator Portal Adrministrator

£ mport e "V item added to the Portal Directory

&) Update Novadigm Tasks Test User

Authority

Model Administration £
@ Add Group
© Add Person
3 Cuery
&~ View Properties

/2 RMP: who - Microsoft Internet Explorer provided by Novadigm Inc. =10l x|

J File Edt View Favorites Tools Help ﬁ

| weak » = - (@ [0 A| Qoeach Garavertes (BHstory | By S EH &

| address [ hitp:/flocalhost 3486 =] @w
POLICY [HOME

BB 7oi7iems@ A

@

Y[

|&1 pone [ [ mtermet

Figure 4.81 ~ Result of import to Portal directory.

Updating Novadigm Tasks

Use Update Novadigm Tasks to update the tasks available to you when you receive a new build
of the Radia Management Portal.

To update tasks

1.

2,

Stop the Radia Management Portal. See Starting and Stopping the Radia Management Portal

on page 44 for more information.

Copy the new rmp.tkd into the /modules folder of your Radia Integration Server directory

(by default opt/Novadigm/IntegrationServer/modules).

Start the Radia Management Portal. See Starting and Stopping the Radia Management

Portal on page 44 for more information.

Use the Authority navigation aid to select Directory.

In the Directory Management task group, click Update Novadigm Tasks.
The Update tasks — Select dialog box opens.
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7.

£8  Submit Update

o Update-
tasks-
select

- Differences “

Modes to display IA” 'I Select Al |

Radia Full Connect fwhat/notify/full)
Radia Full Connect (what/notify-subscriptiondull)

- Add 5
| Mo nodes in list.

- Delete "
Mo nodes in list.

- Modify 5
Mo nodes in list.

Carmrmit | Cancel |

Figure 4.82 ~ Update tasks — Select dialog box.

If necessary, use the Nodes to display drop-down list to limit the information that appears
in the Differences area.

o Select All to review all task changes at once.
® Select Add to review only those tasks that can be added to the Radia Management Portal.

e Sclect Delete to review only those tasks that can be removed from the Radia
Management Portal.

o Select Modify to review only those tasks that can be changed in the Radia Management
Portal.

In the Differences area, click the items that you want to accept as changes.
OR
If you want to accept all of the changes, click Select All.

The tasks that you selected are added to the appropriate Add, Delete, or Modify list. If you
want to remove a task from the list, click its name.

160



Chapter 4

£8 Submit Update

Update-
tasks-
select

~ Differences -

Modes to display IAII vl

Mo nodes in list.

~ Add <
Mo nodes in list.

~ Delete “
Mo nodes in list.

~ Modify .

Tl Radia Full Connect  (what/motifyfull)
Tl Radia Full Connect  (what/notify-subscription/ull)

. o

Commit | Cancel |

Figure 4.83 ~ Update tasks — Select dialog box.

9. Click Commit.

The selected tasks (shown in the Add, Delete, and Modify areas) are updated in the Radia
Management Portal.
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Managing Jobs

The Jobs container in the Radia Management Portal Directory stores objects that represent all of
the current jobs in the system, and jobs completed within the past four days.

Jobs can be viewed in the History Container as soon as they are executed. See Viewing Job
History on page 171.

Filtering Job Groups or Jobs by Status

Use the Status list box on the Authority toolbar to quickly filter a Jobs container display by job
status. For example, if you are viewing all Jobs (that is, a list of all Job Groups), select a Status of
Failed to view only the Job Groups having one or more failed jobs. Or, if you are viewing a
specific Job group, you can select a status of Waiting to Start to see how many jobs in the group
have yet to run.

Use the Query Jobs task to further locate a set of jobs that meet additional criteria, such as
a scheduled start time or period, the target audience, and who submitted the job or job
group. For details, see Querying Jobs or Job Groups on page 165.

To filter jobs by status

1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Jobs.

3. From the Authority toolbar, open the Status drop-down list, and click a job status.
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HOME

Radia Management Portal N IVAIIGN

al Administrator | Logout Descriptio e p five or @ B

ﬁﬂlﬂ Status: oo e Fa ko en wa @ QEN-5efsiems @A
Display Name atus Created by Starting On
& Adhoc Jobs \é\ﬁg;g;i‘;&tan aiting to Star
B2 AlarmCaontainer i rrently Active
Failed
Directory Management (% & Compress Director Active ccessful 2003/04,28:14:00
@y Network Discovery Disahled aiting to Start 2003/04/28:09:17

Model Administration B System Checkpaint Waiting to Start
H [~
4

& ,7 ,7 Local intranet

Authority

“HDirectary
[ Jobs

Group of Tasks

Figure 4.84 ~ Viewing Jobs for a selected Status.

The workspace displays only the jobs with the selected status.

4. To return to a view of all jobs in the container, open the Status list box, and select ALL.

Modifying Job Groups

Use the Modify task to make changes to job groups that are not currently in progress.

To modify a job group

1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Jobs.

3. Select the job group that you want to modify.

4. In the Model Administration task group, click Modify.
The Modify Job Group dialog box opens.

163



Administrative Functions

fE"j Modify Job Group

- Properties
Name [Install Radia Client
Description [Install Pradia Client
Tracing Enabled? Coon O off

Jobs running at any time ISD

Start in batches of Im
Per seconds IBD
Run: IOnce vl

Starting on: [Apr =ll2s zl|2o03 =] &t 12 =]|25 =]
Modifyl Resetl Cancel |

Figure 4.85 ~ Modify Job Group dialog box.

5. Modify the job as necessary.

In the Name text box, change the name of the job group.
In the Description text box, change the description of the job group.

In the Tracing Enabled? field, select the on option so that additional messages are
written to the log about the execution of the job group. It is recommended that you leave
this option set to off unless otherwise instructed by HP OpenView technical support.

In the Jobs running at any time text box, type the total number of jobs that can be
active at any time within this job group. An entry of 0 means there is no limit. The
default is 30.

In the Start in batches of text box, type the number of jobs that can start within a
specified time period, as defined by the following Per seconds field. An entry of 0 means
there is no limit.

In the Per seconds text box, specify the time period (in seconds) to wait before starting
the next batch of jobs. An entry of 0 means there is no limit. The default is one batch per
minute, or per 60 seconds.

In the Run drop-down list box, change how often the job group runs.

In the Starting on drop-down list box, change the date and time when the job group
should start.

When you are done making changes, click Modify.

The changes are saved and the Job Group is the selected Authority.
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Querying Jobs or Job Groups

Use the Query Jobs task in the Model Administration task group to locate existing jobs or job
groups, review their status, and make changes to the job groups. You can focus your query on jobs
or job groups or both, and limit your query to a scheduled start time or period, a specific job status
(such as Failed), the target audience, and who submitted the job or job group. For example, you
can query all jobs that failed in the last 12 or 24 hours.

To perform a query for a job or job group

1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Jobs.

3. In the Model Administration task group, click Query Jobs.
The Query Job dialog box opens.

2} RMP: when- Query Jobs - Microsoft Internet Explorer provided by Novadigm Inc. 18] x|
JFlIe Edit Wiew Favorites Tools  Help

| wBack - 5 - D a4 | Qhsearch [iFavories (History | By S Bl - 5
| address |@ http:jjpathuptest: 3456/ = @6 ‘

HOME
Radia Management Portal NIVATIEN
£ Portal Administrator | Logout Description: Dyn ad ® -
Authority @ Que Job
@Dlre:tory ry
[EhJobs
Group of Tasks ~ Time Wind
Directory Management Scheduled From Time: Jan x| |13 7], | 2003 = 18 'I; oo -
o Export Scheduled To Time: Jan x| |17 =], | 2003 = 18 'I; 15 =
& Import N
& Update Movadigm Tasks - Display Selecti N
Model Administration ‘ Display JobGroups x ‘
L& Query Jobs . <
S Wiew Properties ~Joh Characteristics
Match All Constraints? O
Status: Failed j
Target Audience:
Waiting to Start
Created by Successful %
Active |
Disabled ChiiieEl
|
[&7 Dene [ [ B Localintranet

Figure 4.86 ~ Query Job Group dialog box.

Use the Time Window fields to limit your query to those jobs or job groups scheduled to start
between the dates and times you select.
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9.

In the Scheduled From Time drop-down lists, select the earliest date and time when the job
or job group was scheduled to start.

In the Scheduled To Time drop-down lists, select the latest date and time when the job or
job group is scheduled to start.

Use the Display Selection field to specify whether you want to limit your query to Jobs, to
Job Groups, or to both Jobs and Job Groups.

In the Display drop-down list, select Jobs or Job Groups.

If you want to restart failed jobs, query for Job Groups. Restart Failed Jobs is only
available at the level of a Job Group.

Use the Job Characteristics fields to further limit your query.

Select Match All Constraints? if you want the results of your query to match all of the
specifications that you will set in the fields below.

In the Job Status drop-down list, optionally select a specific job status to limit the query to
jobs or job groups with that status. Specific job statuses include Waiting to Start,
Successful, Failed, Active, or Disabled.

In the Target Audience text box, optionally type the name of the computer on which the job
or job group is being performed. You can use the asterisk (*) as a wildcard in your entry.

10. In the Created By text box, optionally type the logon ID of the user who scheduled the job or

job group. You can use the asterisk (¥) as a wildcard in your entry.

11. Click Next.

A list of the jobs or job groups that match the criteria opens.

¥ 2 |2 | petails| Large | Small| List B -202ien303
Display Hame Status Created by Starting On

[ Install Management Agent Ended with Errars Fortal Administratar 2003/01/1168:12:55

[ Motify By Device Failed Portal Adrministrator 2003014 4:12:20

Figure 4.87 ~ Results of a query for failed job groups.

Restarting Failed Jobs in a Job Group

1.

Go to the Jobs container, and display a job group containing one or more failed jobs.
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See Querying Jobs or Job Groups on page 165 for details on how to locate job groups with
one or more failed jobs.

If the jobs failed due to an incorrect User log on or Password, restarting and/or modifying
the job will not fix the problem. You must create a new job with the correct Administrator-
authorized User and Password entries.

oft Internet Explorer ided by Novadigm Inc. =18 x]
Fle Edt Wew Favorites Tooks Help |
dagack ~ = - @D (2] A | @oearch CaFavortes (HHisory | By~ S B - 15
Adress [&] Fetps fpathiptest 466/ B
HOME

Radia Management Portal NIVaareEnN
| Logout Descri i @

Authority & & 2] | petails | Large | Small| List B0 303D
@D[’QC'WY Display Name Status Created by Comment
@J}‘J[E';'f —_— - @ MNJOSEPHRP2 Ended with Errars Portal Administrator aborted: {child process exited abnormally} [CHILDSTATUS -1 1]
- netal Managemant Agen @ NOWADOC Ended with Errars Paortal Administrator abarted: {child process exited abnormally} [CHILDSTATUS -1 1]
Group of Tasks & PATHXPTEST Successful Portal Administratar completed

Directory Management

B Export

£ Import

£ Update Novadigm Tasks
Model Administration (z) %

© Disable

) Modify

£ Query Jobs

K Remave

© Restan Failed Jobs

& “iew Properties

E [ [BE tocalintranet

Figure 4.88 ~ Install Management Agent Job Group shows 2 of 3 jobs ended with errors.

2. Click Restart Failed Jobs from the Model Administration task group to restart the failed
jobs in this job group.

The jobs are restarted immediately, as shown in the Active Jobs page (see Figure 4.89 ~
Restarted failed jobs of Install Management Agent show active status on page 168).
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a RMP: when/51 - Microsoft Internet Explorer provided by Novadigm Inc. > = | Dlﬂ

.,'f. Fortal Administrator | Logout Description: fnstaliMa

(¥ » (2] | vetails| Large | Small | List B -30r3kems D0
Display Hame Status Created by Comment

& MNIOSEPHHP2 Currently Active Portal Administrator starting

& NowvaDOC Currently Active Puartal Administrator starting

& PATHZPTEST Successful Portal Administrator completed

Figure 4.89 ~ Restarted failed jobs of Install Management Agent show active status.

3. Close the job status page when the restarted jobs finish.

Stopping Job Groups

Use the Stop task to stop an active job group from running. If the job group is set to recur, it will
run as scheduled in the future.

This task applies to job groups only and is not available for individual jobs.

To stop job groups

1. In the Authority navigation aid, click Directory, and then click Jobs.
2. Click the job group that you want to stop.

3. Inthe Model Administration task group, click Stop.

A confirmation appears in the workspace.

@ Stop Job Group

Are you sure you want to stop {Install Radia Prozy Server}? + X

Figure 4.90 ~ Stop Job Group message.

4. Click +/ to confirm that you want to stop the job group.
OR
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Click ¥ to indicate that you do not want to stop the job group.

Disabling Jobs or Job Groups

Use the Disable task to prevent a job or job group from being processed. You must use the Enable
task to reinstate processing of a disabled job or job group.

To disable jobs or job groups

1. In the Authority navigation aid, click Directory, and then click Jobs.
2. Click the job or job group that you want to disable.

3. In the Model Administration task group, click Disable.

A confirmation appears in the workspace.

Il% Disable Job Group

Are you sure you want to disable Radia Full Connect? +/ X

Figure 4.91 ~ Disable Job Group message.

4. Click % to confirm that you want to disable the job or job group.
OR
Click 3 to indicate that you do not want to disable the job or job group.

Enabling Jobs or Job Groups

Use the Enable task to restart a disabled job or job group the next time it is scheduled to run.

To enable jobs or job groups

1. In the Authority navigation aid, click Directory, and then click Jobs.
2. Click the job or job group that you want to enable.

3. Inthe Model Administration task group, click Enable.
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A confirmation appears in the workspace.

ff"j Enable Job Group

Are you sure you want to enabhle Radia Full Connect? + X

Figure 4.92 ~ Enable Job Group message.

4. Click -~ to confirm that you want to enable the job or job group.
OR

Click ¥ to indicate that you do not want to enable the job or job group.

Removing Jobs or Job Groups

Use the Remove task to completely disable a job or job group and remove it from the list of jobs.

To remove jobs or job groups

1. In the Authority navigation aid, click Directory, and then click Jobs.
2. Click the job or job group that you want to remove.

3. Inthe Model Administration task group, click Remove.

A confirmation appears in the workspace.

& Remove Job Group

Are you sure you want to remove this object? v X

Figure 4.93 ~ Remove Job Group message.

4. Click +/ to confirm that you want to remove the job or job group.
OR

Click ¥ to indicate that you do not want to remove the job or job group.
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Viewing Job History

The History Container stores daily histories of all executed jobs, displayed in reverse date and
time order. Jobs are written to the current day's history file as soon as execution stops (with or

without errors).

To view job history

1.
2.

In the Authority navigation aid, click Directory.

In the workspace, click History.

Job histories are listed in reverse chronological order by date and time. History files include

the date in the format: YYYYMMDD.

Click the history file for the date whose jobs you want to review.

Click Details to view a concise summary of the job groups for that day.
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@

12:01-Install Management Agent (Failed) 12:00-Install Management Agent (Failed) 11:55-Install Management Agent (Failed)

(Successf...

[

@
I

11:02-Network O
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@
s

¥ 2
=7 =7 W |
11:84-Install Management Agent (Failed) 11:62-delete Matify Operations 11:36-Metwork Discovery [Successful)

3] [ [BE Local ntranet
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Figure 4.94 ~ History file for jobs on April 29, 2003.

Click a specific job group from those displayed in the workspace.
The workspace lists the jobs that ran in that job group.

Click a job in the workspace.

The Job Properties dialog box displays the details of the job.

171



Administrative Functions

Viewing Properties

Use the View Properties task in the Model Administration task group to display the

properties for an object. You can also click )) in the Authority toolbar to display the properties
for an object. The properties that appear vary based on the selected object.

oy SF Doc Servers
Group of Devices Properties

Froperties | Object Information
- Properties ./ <
Create Time Stamp  2003/04/25 Eéflti/

Members cn=docieSt.crngcontainer for new
deviced crn=novadigm, ch=world
cn/gmxdutﬁ? ch=container for new

#evices cn=novadigm ch=waorld

/ cn=pardoc02 chn=container for new
/ devic:,ars cn=novadigm,cn=world

/' ch=sfdoc03 cn=container for new
dofices cn=novadigm,cn=world

. /¢n=tnkD? ch=container for new devices cn=novadigm,cn=world
Mudiyﬂ/ime Stamp - 2003/04/29 0944
/

e

g4

Back to top/
- Object Information ./ “

Displayﬂ'ame 3F Doc Servers
Description  San Francisco Doc Servers
Common Name _SF Doc Servers
Pafent Object| Radia Managed Groups |
‘Object Class  top
/ group OfDevices

Link to named object

. Il
Back to top

Figure 4.95 ~ View Properties Person dialog box.

Most Properties pages will display the group areas shown in Figure 4.95 : Properties and Object
Information.

To navigate a Properties page:
m  Click one of the top links to jump to that group area.
m  Click on a Back to top link to return to the top of the page.
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Any items underlined on a Properties page represent an active link to that object. For example, in
the previous figure, all Members listed in the Properties area and the Parent Object in the Object
Information area are underlined.

m  Click on any underlined object to jump to that object's Properties.
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Summary

Run Update Novadigm Tasks when you receive a new build of the Radia Management
Portal to update the tasks available to you.

You can add, modify, and remove task groups.

Adding delegated administration roles is a three step process that consists of:
e Assigning administrators and operators to a role.

® Specifying which tasks the administrators and operators in the role can access.

® Selecting where, in the infrastructure, the administrators and operators can perform the
tasks.

Use the Backup Directory task to backup the entire Radia Management Portal Directory.
The creation date and time is appended to the given filename to make it easy to select the
appropriate backup file for a restore.

Use the Restore Directory task to restore a backup of the entire Radia Management Portal
Directory.

Use the Export task to export a subset of your Radia Management Portal Directory to an
LDIF file.

Use the Import task to import an LDIF file into your Radia Management Portal Directory.

The Radia Management Portal for UNIX automatically discovers objects in both your UNIX
and Windows networks. Note that at the current time you cannot manage the Windows
infrastructure using the Radia Management Portal for UNIX. If an object is not automatically
discovered in your network you can add it manually.

Network discovery of devices is generic; all nodes (servers, printers and routers) are placed in
the IP Discovered Network container. UNIX devices can then be managed after running
Discover Node and having them placed in the Novadigm-managed Infrastructure

container. Only devices in this container can be managed from the Radia Management Portal
for UNIX.

Use the Add Group of Devices task to easily establish preset groups for ease in performing
operations on the entire group. To specify the members of the group, you can query the
network, or enter (cut and paste), or point to a prepared text file. When creating new groups,
the Radia Management Portal automatically adds new objects from your list to a container
within the authority of Radia Managed infrastructure or Radia Managed Groups.

Use the Move Devices task to move devices in your Novadigm-managed Infrastructure into
different containers.

Use the Query Jobs task to locate existing jobs or job groups, or both, by scheduled start
time, status, submitter, or target audience. From the results of the query, you can view job
properties and even make changes to a job or job group.

Use the Modify, Disable, Enable, Remove, and Stop tasks to manage your jobs or job
groups.

Use the Restart Failed Jobs task to restart all failed jobs in a job group.
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Use the History container to review jobs already executed.

Use the View Properties task to display the properties for any object. From any Properties
page, you can use the links available with a member or parent object's listing to jump to the
properties page from that object.
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At the end of this chapter, you will:

Be familiar with the lifecycle of every task.
Be familiar with the basic procedures that you will follow for every task.
Be able to notify an audience.

Be able to install the Radia Clients, either directly from the Radia Management Portal, or
indirectly from Radia Proxy Servers.

Be able to use the Manage Proxy Assignment task to have Radia Proxy Servers assigned to
deploy the client installation scripts to specific nodes.

Be able to install the Radia Management Agent.
Be able to install the Radia Proxy Server.
Be able to synchronize the Radia Proxy Server.

Be able to use Remote Control to manage Radia Clients.
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The Radia Management Portal offers several core tasks. A task is an activity that a person
performs to initiate a job. A job is a unit of work performed by the computer that is initiated by a
person (via a task) or a scheduled operation.

This chapter discusses the operational details of how to perform these tasks using the Radia
Management Portal and assumes that you have an understanding of how to use the Radia
product suite.

If you are not familiar with the operations, please refer to the HP OpenView web site for
more information.

The core tasks in the Radia Management Portal are:

m Install Client
Click Install Client to install the Radia Client on remote computers. See Installing the
Radia Client on page 216 for more information.

m Install Management Agent
Click Install Management Agent to install the Radia Management Agent on remote
computers. See Installing the Radia Management Agent on page 209 for more information.

m Install Proxy Server
Click Install Proxy Server to install the Radia Proxy Server on remote computers. See
Installing the Radia Proxy Server on page 232 for more information.

m Notify
Use the Notify tasks to perform an action on the selected audience. See Using the Notify
Tasks on page 186 for more information.

m  Synchronize Proxy Server
Click Synchronize Proxy Server to force the Radia Proxy Server to connect to the Radia
Configuration Server to preload the files to the static cache on the Radia Proxy Server. See
Synchronizing the Radia Proxy Server on page 237 for more information.

m  Purge Dynamic Cache
Click Purge Dynamic Cache to purge the dynamic cache of the Radia Proxy Server. See
Purging the Dynamic Cache of the Radia Proxy Server on page 239 for more information.
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About the Task Lifecycle

Each task follows a similar lifecycle, as shown in Figure 5.1 below.

Execute now...

4./ Submit Notify

e | g o )
F =—1 [ a3

...or later?

Query directory Select audience Specify job options Schedule job Review summary
to narrow scope and submit

Figure 5.1 ~ The Task Lifecycle.

1. Query the Portal Directory.
Perform a query to narrow the scope of the job. For example, if your selected Authority is
Administrators & Operators, you can query the directory for a list of only the groups in
your Radia Management Portal Directory.

Important Note

The query does not check status information because the environment may change in the
time between when the query is performed, and when the job runs.

2. Select the audience.
The audience is the group of devices on which you want to perform some action.

3. Specify job options.
The options vary depending on the selected task. For example, if you are performing a notify
task, specify the command line that you want to run on the target devices.

4. Specify scheduling options.
Specify when you want the job to run.

5. Review the summary.
When you are done specifying the information for the job, a summary of your selections opens.
When you are done viewing the summary, submit the job.

Basic Procedures

Because the task lifecycle is the same for each task, you will encounter several basic procedures
every time you want to perform some action. When you select a task, these basic procedures
appear as a series of dialog boxes in the workspace of the Radia Management Portal. When you
finish entering the necessary information, a job is created.
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This section covers these basic procedures in detail.

Performing Queries

Use the Query window to narrow the scope of the job. For example, if you want to export
information about all computers that begin with the letter "N", use the Query dialog box to search
for a list of all of the computers discovered in the Portal Directory that begin with the letter N.

If you selected a single Authority, such as a particular computer, and then select a task, you
will bypass the Query dialog box.

3]l Query Directory

~ Type of Query 5
Query Depth & One Level © Current Level & All Below

Cluery Filter

. Iy

~ Query Constraints 5
Match All Constraints? O

Cormrmon Mame I

Display Marme I

Object Class I

. Iy

Cancel |

Figure 5.2 ~ Query dialog box.

To perform a query
1. In the Type of Query area, select the Query Depth.

® One Level
Queries one level below the selected Authority.

® Current Level & All Below
Queries the current level and all levels below the selected Authority.

2. From the Query Filter drop-down list, select the type of object that you want to find.
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For example, if your selected Authority is Administrators & Operators, you might select
Users from this drop-down list so that your query results contain only the users that match
your criteria.

The fields in the Query Constraints area changes based on this selection.

3. Ifyou want to constrain your query, type the appropriate information in the text boxes listed
in the Query Constraints area.

You can use wildcards in these text boxes. For example, if you want to search for all
Administrator & Operator users and groups beginning with the letter a:

1. Select Current Level & All Below in the Query Depth area.

2. Select Administrators & Operators from the Query Filter drop-down list.
3. Inthe Common Name text box, type a*.

A list of all Administrator & Operator users and groups beginning with the letter a is
returned.

You can also search for more than one pattern in the Common Name text box by typing

the following characters directly between each wildcard pattern (do not use spaces): )(cn=
For example, if you want to search for all users and groups beginning with either the letter
a or the letter o:

1. Repeat steps 1 and 2, above.
2. Inthe Common Name text box, type a*)(cn=0%* .

A list of all Administrator & Operator users and groups beginning with the letters a or o is
returned.

4. Select Match All Constraints? if you want the results of your query to match all of the
specifications that you typed in the Query Constraints area.

5. Click Next to initiate the query and to move to the next step in the task.
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Selecting an Audience

Use the Select dialog box to select your audience. An audience is a group of devices on which you
want to perform some action.

You will bypass the Select window if:
*  You selected a single Authority, such as a particular computer, and then select a task.
*  The result of the Query is a single object.

~ Available “ ~ Selected “

comsnd
lacalhost
eastcoasyecsryd

R [=rs | Back | Cancell

Figure 5.3 ~ Select dialog box.

This window displays the potential audience based on your selected Authority. Therefore, if your
selected Authority is the Entire Network, the potential audience is much greater than if your
selected Authority is the Accounting workgroup.

To select an audience

1. From the Available list, select one or more devices.

2. C(Click m to add the selected devices to the Selected list.
OR
If you want to select all of the devices in the list, you do not need to select anything from the
Available list. Simply click l]]] to add all of the devices to the Selected list.

3. Ifyou want to remove devices from the audience list, select the appropriate devices from the
Selected list and then click LN,
OR
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If you want to remove all of the devices from the list, simply click lm to remove all of the
devices from the Selected list.

4. Click Next to move to the next step in the task.

The next step in the task is to specify the job options. The information that you need to
enter in this window varies depending on the specific task. See the instructions for the task
that you are performing for detailed information.
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Scheduling Jobs

Use the Schedule window to set the scheduling options for the job. By default, a job will begin
immediately and run only once. However, you can modify these settings.

Jobs are organized in a tree view. At the highest level is the Scheduler, which is used to schedule
and dispatch jobs. The next level contains Job Groups, which contain groupings of jobs. For
example, you might have a job group that is intended to notify 10 computers. Below this job group
10 jobs are listed—one for each computer to be notified.

Job groups are scheduled to run within a specified time frame. In order to run, the job group has
to get permission from the Scheduler. Similarly, a job must get permission to run from its job
group. Therefore, all jobs receive permission to run from their parent object—whether that is a job
group or the Scheduler.

The Scheduler sorts jobs based on their priorities. So, if two jobs are set to run at the same time,
the one with the highest priority will receive permission to run first. If the time period expires
and the Scheduler has not been able to run a job, it will be cancelled.

- Scheduler Information

Description: [Install Fadia Client

Priority: INDrmal v|

- Time Window

Run: IOnCE vI

Starting on: |Apr jljl 2003 x| atl1l]j| 25 =]
Duration: 00 = hours |00 = minutes

- Job Throttling
Have a maxirmurm of ISD Jobs running at any time,

and start them in batches of IIJ Jobs per minute.

Nextl Elackl Cancel |

Figure 5.4 ~ Submit Notify—Schedule dialog box.

To schedule a job

1. In the Description text box, type a description for the scheduled job. The description appears
in the View Properties dialog box for the job.
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In the Priority drop-down list, select the priority for the job. The Scheduler sorts all of the
jobs scheduled to run at a specific time by priority.

In the Run drop-down list, specify how often you want the job to run.
The other scheduling options change based on the schedule type that you selected.

e In the On Day drop-down list, select which day of the week the job should run on.
(Applies only to jobs set to run Every Week)

e In the Starting on drop-down lists, select:
¢ The date when you want the job to run.
¢ The time (in hours and minutes) when you want the job to run.

¢ How often you want the job to run (in days or hours). (Applies only to jobs set to run
Every n Days or Every n Hours)

® In the Duration drop-down lists, indicate how long (in hours and minutes) you want the
job to run. When the duration expires, the job is cancelled.

Click Next to view the Summary dialog box for the job.

The Summary dialog box contains a summary of the job. Review the summary and then click
Submit to save the job.
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Core Tasks

The Radia Management Portal contains a core set of tasks. Use this section to learn how to use
each of the core tasks.

Using the Notify Tasks

Several Notify tasks are available to help you quickly identify a target audience.

m  Notify by Device
Allows you to quickly identify a target audience based on the characteristics of a device, such
as operating system or IP address.

m Notify by Subscription
Allows you to quickly identify a target audience based on the applications currently being
managed by Radia.

m Notify
Allows you to perform an open-ended query to create the target audience that you want to
notify.

See Notify via Radia Inventory Manager on page 276 for details on the Notifying via the Radia
Inventory Manager.

See the Radia Application Manager Guide or Radia Software Manager Guide for more
information about notifying Radia Clients.

Notifying an Audience by Device Characteristics

In the Operations task group, use the Notify by Device task to quickly identify a target
audience based on the characteristics of a device, such as operating system or IP address.

To perform a Notify operation based on the characteristics of a device
1. Use the Authority navigation aid to select the authority.
2. From the Operations task list, click Notify by Device.

The Submit Notify Device—Select Device dialog box opens.
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% Submit Notify Device

n

- Device Characteristics

Match All Constraints? |

Computer Marne

|
IP Address 1. 1]

Operating System

Semwice Pack

M Cancel |

Figure 5.5 ~ Submit Notify Device—Select Device dialog box.

Specify the criteria to narrow the scope of the job.

o In the Computer Name text box, type the name of the computer that you want to target.
You can use the asterisk (*) as a wildcard in your entry.

® In the IP Address text box, type the IP address of the computer that you want to target.
You can use the asterisk (*) as a wildcard in your entry.

e In the Operating System list box, select the operating systems that you want to target.
e In the Service Pack list box, select the service packs that you want to target.

Select the Match All Constraints? check box to match all of the criteria that you specified.
Click Next.

The Select dialog box opens.

Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 182 for more information.

Click Next.
The Submit Notify Device—Request dialog box opens.
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% Submit Notify Device
3]

Request
 Full Cannect

" Custorn Motification Infarmation

Nextl Elackl Cancel |

Figure 5.6 ~ Submit Notify Device—Request dialog box.

8. Use this dialog box to indicate whether you want to do a full connect to verify your
applications and update all mandatory applications or perform a custom notify.

Caution

If you modify this task (see Setting Default Options for Notify Commands on page 199),
remember that any modifications that you make affect the actual task. For example, if you
remove a particular Notify operation from the task, such as Full Connect, this will no
longer work properly when you select this option in the task. The common names (cn) for
each of the operations that might be affected are noted below.

e If you select Full Connect (cn=full), go to step 13.

e If you select Custom Notification Information, a new dialog box opens in the
workspace.
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% Submit Notify Device

W

- Request

Custorn Maotification Infarmation

Cammand ||

Fart number |3455
User Iuser1

lser Passwoard

7

Nextl Elackl Cancel |

Figure 5.7 ~ Submit Notify Device—Custom Notification Request dialog box.

9. Inthe Command text box, type the command line for the custom notification that you want
to perform.

10. In the Port number text box, type the port number that the Notify daemon will be listening
on. By default, the port number is 3465.

11. If necessary, in the User text box, type the user name for the target device.

12. If necessary, in the User Password text box, type the password for the target device.
13. Click Next.

The Schedule dialog box opens.

14. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 184.

15. Click Next.
The Submit Notify Device—Summary dialog box opens.
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% Submit Notify Device

‘—) Summary

~ Device Characteristics “
Match All Constraints? Mo
Cornputer Mare: gal-4
IP Address:
Operating Systerm:
Service Pack:
~ Selected Audience “
QA1-4
~ Request “
Matify By Device - Custom Motification Infarmation
Cornrmand: clwinntinotepad. exe
Cornplete When: adhoc
Fart number: 3465
User: user]
~ Scheduler Information “
Starting On: 08/21,2002 04:15:00
Duration: 0
Periodic Interval: 0
Priority: 0
Type: none

Submit | Elackl Canceal |

Figure 5.8 ~ Submit Notify Device—Summary dialog box.

16. Click Submit.

The Job Status page opens with list of the jobs. This page automatically refreshes every 60
seconds.
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¥ » (2] | vetils| Large | Small| List B8 -1ciienBD

Display Hame Current Status Result Comment Command Run State
[ QAl-4:3465 active idle

Figure 5.9 ~ Job Status window .

-
e C(lick d to refresh the page to display the latest status.
e C(lick pe to view detailed information, such as the status of the installation.

17. When you are done viewing the job status, click m to close the Job Status page, and return
to the Radia Management Portal.

Notifying an Audience by Subscription

In the Operations task group, use the Notify by Subscription task to quickly identify a target
audience based on the applications currently being managed by Radia.

Before you use the Notify by Subscription task, be sure to set the default notify options.
You will not be able to modify the command line within this task.

See Setting Default Options for Notify Commands on page 199 for more information.

To perform a Notify operation based on subscriptions
1. Use the Authority navigation aid to select the Authority.
2. From the Operations task list, click Notify by Subscription.
The Submit Notify Subscription—Select Subscription dialog box opens.
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2;.; Submit Notify Subscription

~

- Subscriptions

‘ fanaged Application j ‘

NVD Cltd Test Service | |
[RI=Nl |
Sales Information ance

WEBEM Windows Services

Figure 5.10 ~ Select Notify Subscription—Select Subscription dialog box.

3. From the Managed Application drop-down list, select the application that you want to
target. The list of Managed Applications is based on the applications that have been installed
using Radia. If you have not installed any applications using Radia, this list will be empty.

4. C(Click Next.
The Select dialog box opens.

5. Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 182 for more information.

6. Click Next.
The Submit Notify Subscription—Request dialog box opens.

2;; Submit Notify Subscription

W

‘R "
Skt

© Yarify Application - Sales Infarmatian
" Update Application - Sales Infarrmation
" Full Connect

Nextl Elackl Cancel |

Figure 5.11 ~ Submit Notify Subscription—Request dialog box.

7. Select the appropriate request.
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Caution

If you modify this task (see Setting Default Options for Notify Commands on page 199),
remember that any modifications that you make affect the actual task. For example, if you
remove a particular Notify operation from the task, such as Verify Application, this will no
longer work properly when you select this option in the task. The common names (cn) for
each of the operations that might be affected are noted below.

o Sclect Verify Application (cn=verify) to verify that an application is working.
o Sclect Update Application (cn=update) to update the application.

e Select Full Connect (cn=full) to verify your applications and update all mandatory
applications.

8. Click Next.
The Schedule dialog box opens.

9. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 184.

10. Click Next.
The Submit Notify Subscription—Summary dialog box opens.
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% Submit Notify Subscription

‘> Summary

~ Subscriptions \
hanaged Application: Sales Infarmation
~ Selected Audience 5
SALES
~ Request “
Motify By Subscription - Full Connect
Cammand: radskman
mnarne=Radia, dnarme=S0FTWARE ip=localhost port=3464
Carnplete When: radia‘catalog
Fart number: 3465
Usger: userl
~ Scheduler Information \
Starting On: 03A16,2002 15:05:00
Duration: ]
Periodic Interval: ]
Priarity: ]
Type: none

Submit | Elackl Cancel |

Figure 5.12 ~ Submit Notify Subscription—Summary dialog box.

11. Click Submit.

The Job Status window opens with list of the jobs. This dialog box automatically refreshes
every 60 seconds.
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/3 RMP: when/27 - Microsoft Internet Explorer provided by Novadigm Inc.

A strator | Logout Description:  Niatid
& 2 (2 | vetails| Large | Small | List BN -1 of 1 iter
Display Name Process Result C t C |

State

& TRACEDD job/contacted ok TRACBO0:3465  radskman.exe
-» contacted raname=|mgrnarme| dname=30F TYWARE ip=Imgr_ipl port=lmar_port| JOBID=M:2Z

=
| »

Figure 5.13 ~ Job Status window .

-
e C(lick Q if you want to refresh the window to display the latest status.

® Click # to view detailed information, such as the status of the installation.

12. When you are done viewing the job status, click m to close the Job Status page, and return
to the Radia Management Portal.

Notifying an Audience

Use the Notify task to perform an action on the target devices that you select.

A group of devices can be selected as the audience for the Notify task.

The Radia Management Portal has embedded support for Wake-on-LAN (WOL). If you
attempt to notify a machine that is not "awake" and the machine supports the Wake-on-LAN
capability, the Notify job will send a WOL message to wake up the machine and will
subsequently try to notify the machine two more times at intervals of 120 seconds. The
WOL message is sent only if the MAC address of the targeted machine is available in the
machine properties.

To notify an audience
1. Use the Authority navigation aid to select the Authority.
2. From the Operations task group, click Notify.
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7.

If you selected a single Authority, such as a particular computer, and then select a task, you
will bypass the Select dialog box. Go to step 5.

The Query dialog box opens.

Specify criteria to narrow the scope of the job. See Performing Queries on page 180 for more
information.

Click Next.
The Select dialog box opens.

Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 182 for more information.

Click Next.
The Submit Notify—Notify Opts dialog box opens.

S

¥ Submit Notify

~ Hotify Type

~ Notify Information

Cornmand |radskman req="Refresh Catalog".mname=|mgrmame|.cdname=SOF TWWA

Part number |3455

User IUSB H omman(l ||||e as necessary.
Mod'fy the C
User Password

1 item selected

Nextl Backl Cancel |

Figure 5.14 ~ Submit Notify—Notify Opts dialog box.

In the Notify Type drop-down list, select the type of Notify that you would like to perform.
The Command text box changes based on your selection.

In the Command text box, modify the command line as necessary. For example, if you select

Radia Refresh Catalog in the Notify Type drop-down list, the Command text box is pre-
filled with the following command line:
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radskman.exe reg="Refresh Catalog",mname=|mgrname|,dname=SOFTWARE,
ip=|Imgr ip|,port=|mgr port|,cat=y

You must replace information between the pipes (|) with the necessary information to
perform the notification. For example, you might modify the command line above to read:

radskman.exe reg="Refresh Catalog",mname=EastCoast,dname=SOFTWARE,
1ip=10.10.10.1,port=3464, cat=y

If you repeat a Notify operation often, you may want to modify the appropriate Notify task
so that it has default options that pertain to your organization. See Setting Default Options
for Notify Commands on page 199 for more information.

8. In the Port number text box, type the port number that the Notify daemon will be listening
on. By default, the port number is 3465.

9. Ifnecessary, in the User text box, type the user name for the target device.
10. If necessary, in the User Password text box, type the password for the target device.
11. Click Next.

The Schedule dialog box opens.

12. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 184

13. Click Next.

The Summary dialog box opens.
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% Submit Notify

*) Summary

~ Selected Audience -
DOCTEST
~ Selected Options -
Dizsplay Marme Radia Refresh Catalog
Command - radskm?n req="Riefresh ~ - ~ ~
Catalog” mname=rpeterman, dname=30F TWARE ip=10.10.10.1 ,port=3464 cat=y
Part nurnber 3465
User : userl
~ Scheduler Information \
Starting On: 08A6,2002 15:10:00
Duration: ]
Periodic Interval: ]
Priority: 0
Type: none

Submitl Elackl Cancel |

Figure 5.15 ~ Summary dialog box.

14. Click Submit.

The Job Status window opens with list of the jobs. This dialog box automatically refreshes
every 60 seconds.
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3 RMP: when,/49 - Microsoft Internet Explorer provided by Novadigm Inc.

Adrministrator | Logout Description: Rac

% P ,ﬁ | Details| Large | Small | List B -1of12emB 3
Display Hame Current Status Result G t C 1 Run State
& DOCTEST:3465 pending idle

Figure 5.16 ~ Job Status window.

-~
e (lick Q to refresh the dialog box to display the latest status.

e C(lick pe to view detailed information, such as the status of the installation.

15. When you are done viewing the job status, click E to close the Job Status window, and
return to the Radia Management Portal.

Setting Default Options for Notify Commands

If you often repeat a Notify operation, you may want to modify the appropriate Notify task so that
it has default options that pertain to your organization. To do this, you will modify the
appropriate type of Notify.

Caution

When modifying the Notify by Device or Notify by Subscription tasks, remember that
any modifications that you make affect the actual task. For example, if you remove a
particular Notify operation from the task, such as Radia Update Service, this will no
longer work properly when you select this option in the task.

To set default options for Notify commands

1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Tasks.

3. In the workspace, click the Notify task that you want to modify, such as Notify.
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Tip

Use the alphanumeric tabs on the Authority toolbar to page to the objects whose names
start with those letters. For example, click [K-O] to quickly page to the Notify tasks.

HOME

Radia Management Portal NIVAFTEN

& Portal Administrator | Logout Descriptior rer mant @ - |

Authority l.,[’ Fe @ | Details | Large | Small | List [081 [A£] [F B0 B0 [LF (4] B -4of4itemz DI

iDiractory > g €
[ Tasks
Eanm'y Custom Notify Radia First Refresh Catalog Radia Full Connect

[:

Group of Tasks

Directory Management (¥) Radia Refresh Catalog

Model Administration

[
4

[ | |BE Localintranet

|@ Dane

Figure 5.17 ~ Select Notify task as the Authority.

4. In the workspace, click the type of Notify operation for which you want to set defaults, such as
Radia Refresh Catalog.
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The Options Properties dialog box opens.

i Radia Refresh Catalog
Options Properties

Properties | Qbject Information

~ Properties -+
Command radskman reg="Refresh
Catalog" mname=|mgrmame| dname=30F TWARE ip=Imar_ipl port=Imgr_port] cat=y
Complete When radia‘catalog

Create Time 20030505 1734
Stamp

Modify Time 2003/05/05 17:34
Stamp

Port numhber 3465
User userl

Eack to top

~ Object Information N\
Display Name  Radia Refresh Catalog
Common Name  catalog
Parent Object  [Motify
Object Class  top
nvdTaskOptions

Back to top

Figure 5.18 ~ Options Properties dialog box.

5. In the Model Administration task group, click Modify.
The Modify Options dialog box opens.
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1i Modify Options

-Properties
Display Name IRadia Refresh Catalog
Command Iradskman req="Refresh Catalog" mnarmes=|mgme
Port number |3455
User Iuser1
User Password |=ﬂ=w=*=*=
Complete When ICIient Caonnects to RCS =

Modify I Feset | Cancel |

Figure 5.19 ~ Modify Options dialog box.

6. Modify the fields as necessary.

o In the Display Name text box, change the display name of the task.

e Inthe Command text box, change the default command line for the Notify that you want
to perform.

e In the Port number text box, change the default port number that the Notify daemon
will be listening on.

o If necessary, in the User text box, type the default user name for the target device.

® If necessary, in the User Password text box, type the default password for the target
device.

e From the Complete When drop-down list, indicate when the Notify is considered
completed. See the Hp OpenView web site for detailed information about the Radia Client
and the Application Event (APPEVENT) object. If you are unsure about which option to
select, select Client Contacted.

Click Modify.

The Options Properties dialog box opens and you can review your changes.
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The command line /in Figure 5.20 ~ Options Properties after modifications, is used as an
example, only.

1i Radia Refresh Catalog
Options Properties

Properties | Object Information

~ Properties 5
Command radskman req="Refresh
Catalog” mname=rpeterman, dname=30F TWARE ip=10.1001.1 port=3464 cat=y

Complete When adhoc
Create Time Stamp 2003/05/05 17:34
Modify Time Stamp 2003/05/08 12:51

Port numher 3465
User userl

Back to top

~ Object Information \
Display Name  Radia Refresh Catalog
Common Name  catalog
Parent Object  Motify
Object Class  top
nvdTaskOptions

Back to top

Figure 5.20 ~ Options Properties after modifications.
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The next time you initiate a Notify and select the notification type that you modified, such as
Radia Refresh Catalog, the new default settings appear in the Submit Notify—Notify Opts
dialog box. For example, notice that the properties specified in Figure 5.20 ~ Options Properties
after modifications on page 203 match the default settings for the fields in Figure 5.21 below.

% Submit Notify

- Hotify Type

- Notify Informati

Cormrmand

|radskman req="Refresh Catalog".mname=rpeterman. dname=50F TyWWAF

Fort number |3455
User Iuseﬂ

User Password

|

1 item selected

Nextl Elackl Cancel

Figure 5.21 ~ Sample Submit Notify—Notify Opts dialog box.

See Notifying an Audience on page 195 for more information about the Options dialog box.

Creating Custom Notify Commands

If you want to create your own Notify commands, you can use the Add Task Options task in the
Model Administration task group.

To add a new Notify command
1. In the Authority navigation aid, go to Directory.

2. In the workspace, click Tasks.
3. In the workspace, click Notify.
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Radia Management Portal NIVAFTEN

& Forta ogout Description:

Authority l.’f’ Fe @ | Details | Large | Small | List [081 [A£] [F B0 B0 [LF (4] B -4of4itemz DI

iDiractory [ [
[ Tasks

[}Nnm’y Custom Notify Radia First Refresh Catalog Radia Full Connect

[:

Group of Tasks

Directory Management (¥ Radia Refresh Catalog

I Model Administration (¥ |

HOME

ant ® B

|@ Dane

[ | |BE Localintranet

[
4

Figure 5.22 ~ Authority—Notify.

4. In the Model Administration task group, click Add Task Options.

i Add Options

Below: cn=notify,cn=what

-Properties

™,

Common Name ||

Display Name

Command

Port number

User

User Password

Complete When

Client Contacted j

S

Figure 5.23 ~ Add Options dialog box .

Adld Cancel |

5. In the Common Name text box, type a name for the custom Notify task.
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6.

7.

8.
9.

10.

1.

12.

Caution

The Common Name for the object must be unique. If you attempt to create an object with a
name that has already been used, an error appears in the workspace indicating that the
object already exists.

In the Display Name text box, type a name for the Notify task that will appear in the
infrastructure representation.

In the Command text box, type the Radia command line that you want to run on the selected
target devices.

In the Port number text box, type the port that the Notify daemon is listening on.

In the User text box, type the administrator ID to obtain administrative authority on the
target device's domain.

In the User Password text box, type the administrator password to obtain administrative
authority on the target device's domain.

If you do not enter the password and administrative authority is required, the job may fail.
Check the job status for specific information.

In the Complete When drop-down list, select the client action that is to indicate this notify
task is complete. The following table shows how your selection is reported on a Task
Property or Job Property dialog box.

Table 5.1 ~ Notify Job Completion Options

"Complete When" "Completed When" Entry on Property Options
Selection Window and Job Reports
Client contacted Adhoc
Client connects to RCS Radia/catalog
Client sends APP event Radia/service
Click Add.

The Options Properties dialog box opens.
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i ©Open Notepad
Options Properties

Properties | Object Information

-Properties
Command  cinotepad.exe
Complete When  adhoc
Create Time Stamp  2003/05/06 13:01
Modify Time Stamp  2003/05/06 13:01
Port number 3465
User  userl

Back totop

- Dbject Information
Display Name  Open Motepad
Common Name  Open MNotepad
Parent Object  [Motify
Object Class  top
nvdTaskOptions

Figure 5.24 ~ Options Properties dialog box.

The next time you initiate a Notify, the new command appears in the Notify Type drop-down list
on the Submit Notify—Notify Opts dialog box. See Notifying an Audience on page 195 for more
information about this dialog box.

Deploying Radia Management Infrastructure Products and
Applications

Use the Radia Management Portal to install Radia infrastructure products and applications to
remote devices.

Requirements for Remote Installations

In order to install Radia Infrastructure products, you must be aware of the following
requirements.

m  For Windows, the remote computer must be running Windows NT, 2000, XP, or Server 2003.
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In some cases, Windows XP may need to be configured to support a remote installation.
See the HP OpenView web site for more information.

For HP-UX, the remote computer must be running the HP-UX operating system Version
10.20 or above, PA Risc CPU.

For Solaris, the remote computer must be running the Solaris operating system Version 2.5.1
or above, SPARC CPU.

The installation files for the Radia product must be stored in the Radia Integration Server's
/media directory. If during the installation you elected to copy the Remotely Installable
components (See Figure 2.9 on page 35 and Figure 2.10 on page 36), the Radia Management
Portal installation program copies these files automatically. See Installing the Radia
Management Portal for UNIX on page 27 for more information.

If you did not use the installation program to copy the files, you must manually copy these
files from the appropriate CD-ROM to the Radia Integration Server's /media directory. The
directory structure of the /media directory should mirror the CD-ROM layout.

& D:'Novadigm®,Radia Integration Server - |I:I|£|
J File Edit Wiew | Favorites Tools Help |
J s Back ~ = - | ‘Qhsearch [YFolders ¢ #History | iz =

J fddress C:\Movadignn\F.adia Integration Serverimedia j G0

Mame £ | Tvpe | Modified |
i File Folder 12{17/2001 4:43 PM
Dcnmman_campn:nnents File Falder 12102001 3:41 PM
a extended_infrastructure  File Folder 418/2002 3:49 PM
Dmanagementjurtal File Folder 12/10/2001 3:41 PM
a Prowy_server File Folder 1211712001 5:08 PM

|5 objectis) |III bytes |@ My Computer v

Figure 5.25 ~ Directory structure for /media directory.

A packing list, which contains a list of the files to be transferred across the network, must
exist in the directory with the installation files. The Radia Management Portal creates the
packing list when you launch the remote installation.
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Specific instructions about how to use the Radia Management Portal to perform each remote
install follows.

Installing the Radia Management Agent

Use the Install Management Agent task to install, and optionally re-install, the Radia
Management Agent to remote devices.

You can use the Radia Management Portal to perform operational and administrative tasks on
the Radia infrastructure; however, the Radia Management Portal cannot always perform these
tasks remotely. Therefore, the Radia Management Agent, which is a thin delegate, is installed on
the remote device to perform these tasks on behalf of the Radia Management Portal. It cannot
perform any tasks on its own.

When you use the Radia Management Portal to install Radia management services or
applications, the Radia Management Agent is automatically installed on the same device. Use the
Install Management Agent task to explicitly install, and optionally re-install, the Radia
Management Agent to remote devices.

The Radia Management Agent can communicate with the Radia Management Portal using either
a dynamically assigned or static port number. For details on which to choose, see Choosing a
Dynamic or Static Port Assignment for the Radia Management Agent on page 209.

The Radia Management Agent is installed as a Windows Service on Windows NT, 2000, XP and
Server 2003 systems and can be configured to contact the Radia Management Portal at regular
intervals in order to make its presence known. The Radia Management Agent will notify the
Radia Management Portal when normal operations, such as system shut down or restarts, occur.

The following is a list of some, but not all, of the tasks that the Radia Management Agent can
handle on on behalf of the Radia Management Portal.

m  Starting or stopping services.
m  Performing remote installations.

m  Discovering the services that are currently running on the device, such as the Notify daemon,
Radia Client Scheduler, and the Radia Integration Service and sub-services.

Choosing a Dynamic or Static Port Assignment for the Radia Management
Agent

For all tasks that install the Radia Management Agent, you can specify whether the Radia
Management Portal should communicate with the Radia Management Agent using a dynamically
assigned or static port number.

m  Using a dynamic port assignment for the Radia Management Agent reduces the risk of
security attacks on well-known ports.

m  Using a static port assignment for the Radia Management Agent is available to communicate
to an Agent that is behind a firewall.
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To set the Install Radia Management Agent task options

To facilitate the deployment of newer versions, the Install Management Agent task includes an
option to force a re-install of the Radia Management Agent. This option is turned on, by default.
To review or turn off this option, access the Modify Install Management Agent Options dialog

box.

1. Go to the Authority of Directory, Tasks, Install Management Agent, and then Install
Management Agent Options.

2. Click Modify in the Model Administration task group.
The Modify Install Management Agent Options dialog box opens.

HOME

Radia Management Portal NIVAIIEN

& Portal Adrr tor | Logout Description: ni @

Gy ’ﬁ“ Modify Install Management Agent Options

<oDirectory
[ Tasks
[&Install Management

~

~ Properties

Force re-install of RMA 5 .~

Modifyl Resetl Cancel

Directory Management (¥

Model Administration (&

' Modify

£ Cluery

K Remove

&~ Wiew Properties

— [
’_’_ (2 Local inkranet 4

Figure 5.26 ~ Modifying task option to force a re-install of the Radia Management Agent.

3. Click the desired option for the Force re-install of RMA property. If set to on, you can push
out a newer version of the RMA.TKD to a machine with an existing one. If set to off,
machines with existing RMA.TKDs will not have the Radia Management Agents updated

using the Install Management Agent task.

To install the Radia Management Agent

Caution

Be sure to read Requirements for Remote Installations on page 207 before performing this
procedure.
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Use the Authority navigation aid to select the place in your infrastructure where you want
to install the Radia Management Agent.

A group of devices may be selected as the audience (target) of the Install Management
Agent task. If you choose a group of devices, the Query dialog box is bypassed.

From the Operations task group, click Install Management Agent.
The Query dialog box opens.

Specify criteria to narrow the scope of the job.

Click Next.

The Select dialog box opens.

Select the audience from the Available list, and then click m to add them to the Selected
list.

Click Next.
The Install Management Agent — Install Opts dialog box opens.

% Install Management Agent

Install-
opts
~ Attributes 5
Zelect Client Port % Dynamic © Static
User |Administramr

User Password |

1 item selected

Nextl Elackl Cancel |

Figure 5.27 ~ Install Radia Management Agent—Remote Options dialog box.
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7.

8.

9.

10.

1.

12.
13.

In order to install a Windows service on a remote device, you may need to obtain
administrative authority on the target device's domain. Use this dialog box to type the user
name and password necessary to obtain access.

If you are installing the Radia Management Agent on the same computer as the Radia
Management Portal, delete Administrator from the User text box.

Use the Select Client Port radio buttons to specify whether the Radia Management Portal
should communicate with the Radia Management Agent using a dynamically assigned port
number or a static port number.

o Using a dynamic port assignment reduces the risk of security attacks on well-known
ports.

o Using a static port assignment is available to communicate to an Agent that is behind a
firewall.

If you selected a Client Port type of Static, type the port number in the Port Number text
box.

In the User text box, type the administrator ID to obtain administrative authority on the
target device's domain.

In the User Password text box, type the administrator password to obtain administrative
authority on the target device's domain.

If you do not enter the password and administrative authority is required, the job may fail.
Check the job status for specific information.

Click Next.

The Schedule dialog box opens.

In the Schedule dialog box, specify when you want this job to run.
Click Next.
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The Install Management Agent—Summary dialog box opens.

% Install Management Agent

j Summary

- Selected Audience 5
DOCTESTE
- Aftributes “
Client Port Murmber Dynamic
Lser Adrninistratar
- Scheduler Information \
Starting On: 0520/2004 14:50:00
Duration: 0
Periodic Interval: 0
Friarity: 0
Type: none

Submit | Elac:kl Cancel |

Figure 5.28 ~ Install Management Agent—Summary dialog box.

14. Click Submit.

The Job Status page opens with list of the jobs. This window automatically refreshes every
60 seconds.

-
o Click 'g to refresh the page to display the latest status.

e (lick )-" to view detailed information, such as the status of the installation.

15. When you are done viewing the job status, click a to close the Job Status page, and return
to the Radia Management Portal.

Below is an example of the Radia Management Agent (RMA) service that has been installed
on a remote computer. You can see that the RMA discovers and registers the Radia
Integration Server (RIS) sub-services installed on the remote computer.
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icrosoft /workgroup/doctest - Microsoft Internet Explorer provided by Novadigm Inc. ;lglﬂ
J File  E Wigw  Favorites  Tools  Help |
J SBack ~ = - (D 7t | Qisearch [GfFavorites £ AHistory ‘ S - &
| address [] htepjflocainast: 3466/ | P

Radia Management Portal

r | Logout

Authority
“iDirectary
@ Entire MNetwork
.,I“'Mlcmsoﬂ Windows
Metwork
SHWORKGROUP
WIDOCTEST

Description:

& » 2 1 Details | Large | Small| List

&

Radia Configuration Server Radia Integration Server (hitpd)

¢

Radia Management Portal

Radia Management Agent

Group of Tasks

Model Administration £
© Add Senice
1 Expont
£ Import
) Mlodify
L Quary
HK Remove
&) View Properties

Radia Motify Daemaon Radia Praxy Server

=

Operations S
&1 Install Client
&1 Install Management Agent
&) Install Proxy Server
3 Notify
2 Motify By Device
@ Motify By Subscription

PUBS | HOME
Novagrewmn

B 7-909 tems @

Radia Inventory Manager
Radia M3 Redirector

Radia Scheduler Daemon

‘@ Done

l_l_ (= Local intranet

-]
4

Figure 5.29 ~ Radia Management Agent installed.

When the Radia Management Agent is installed to the remote device and the service is

started, a log (rma.log) is created in the directory where the RMA is installed. The RMA is

installed to /opt/Novadigm/ManagementAgent.

Refreshing the Radia Management Agent

An installed Radia Management Agent discovers and registers the Radia Integration Server (RIS)
sub-services installed on the remote computer. If additional RIS sub-services are installed on the

remote computer after the Radia Management Agent's last discovery, use the Refresh

Management Agent task from the Operations task group to immediately update the registered

sub-services on the Radia Management Portal.
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been uninstalled since the previous registration. For example, if a Radia Client has been removed

from a computer since the previous registration, running the Refresh Management Agent task

will remove the machine's client-related services, such as the Radia Notify daemon and the Radia
Scheduler daemon, from the Radia Management Portal's registry.

To refresh a Radia Management Agent's sub-service discovery

1.

2,

In the Authority navigation aid, navigate to the appropriate computer object whose
Management Agent service discovery needs to be refreshed.

You do not need to navigate to the Radia Management Agent, just to the computer object.

From the Operations task group, click Refresh Management Agent.

The Job Status page opens to show the Refresh Management Agent job. This window
automatically refreshes every 60 seconds.

-
Click Q to refresh the page to display the latest status.

a RMP: when/47 - Microsoft Internet Explorer provided by Novadigm Inc.

.,'f. Fortal Administrator | Logout Description: Ref

1?’ 2 |2) | Details| Large | Smal | List B -0t iemB @

Display Name Status Created by Comment
& Refiesh Management Agent Infarmation an . Successful Partal Administrator completed

Figure 5.30 ~ Refresh Management Agent Job page.

When the job is completed, click m to close the Job Status page, and return to the Radia

Management Portal.

-
Click Q to refresh the Workspace area of the Radia Management Portal. You'll see the

newly registered Radia services and sub-services for the object.
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Installing the Radia Client

Use the Install Client task to install the Radia Clients—Radia Application Manager, Radia
Software Manager, and the Radia Inventory Manager—to remote devices. The Radia Client
installation program uses the Microsoft MSI format for Windows Installer. The program consists
of one MSI package, with three feature sets—Radia Application Manager, Radia Software
Manager, and the Radia Inventory Manager.

Use the Manage Proxy Assignment task prior to the Install Client task if you want to
deploy a set of Radia Clients from pre-assigned Radia Proxy Servers, instead of directly from
the Radia Management Portal. This option allows for existing Radia Proxy Servers in your
infrastructure to handle some or all of the client deployment workload, instead of requiring
the Radia Management Portal to do all the work. For details, see Managing Proxy
Assignments on page 219.

To install the Radia 3.x Clients with the Radia Management Portal

Cautions

Be sure to read Requirements for Remote Installations on page 207 before performing this
procedure.

See the Radia Application Manager Guide for Windows or the Radia Software Manager Guide
for Windows on the HP OpenView web site for detailed information such as system
requirements and customization options for the installation.

1. Use the Authority navigation aid to select the place in your infrastructure where you want
to install the Radia Clients.

A group of devices may be selected as the audience (target) of the Install Client task. If you
choose a group of devices, the Query dialog box is bypassed.

2. From the Operations task group, click Install Client.
The Query dialog box opens.

3. Specify criteria to narrow the scope of the job. See Performing Queries on page 180 for more
information.

4. C(Click Next.
The Select dialog box opens.
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5. Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 182 for more information.

6. Click Next.
The Install Client—Client Opts dialog box opens.

& Install Client

£ Client-
opts
~ Initialization File “
- — Select the Install
Jinstallini [~ Initialization File.
~ Product “

Anpplication Manager: |
Select the Radia
Clients to install.

1

Software Manager:

Irventary Manager: |

~ Install Options

RCS Host Mame: I

RCS Paort number: I
Specify the Radia

Ferfarm Silent Install?: [ Configuration Server

parameters.
Perfarm Connect After r
Install?:
~ Remote Client Credentials -
Select Client Port: ¥ Dynamic € Static Specify the client
User — port assignment and
|Adm|n|strator logon credentials for

the target device.

User Password: |

Nextl Back | Cancel |

Figure 5.31 ~ Install Client—Opts dialog box.
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7.

9.

10.

11.

12.

13.

14.

15.

16.

In the Initialization File area, select the appropriate installation INT file from the drop-
down list. This file contains parameters necessary for the Radia Client to run, such as the IP
address of the Radia Configuration Server.

The Radia Management Portal will honor settings placed in a customized *.INI file when it
installs the client.

In the Product area, select the clients that you want to install on the target devices.

Caution

Be sure to install only the clients for which you have licenses. If you install a client that you
do not have a license for, the client will not authenticate with the Radia Configuration
Server.

In the RCS Host Name text box, type the IP address or name that the Radia Client will use
to access the Radia Configuration Server.

In the RCS Port number text box, type the port number that the Radia Client will use to
access the Radia Configuration Server.

Select the Perform Silent Install? check box if you want to install a client without any user
interface.

Select the Perform Connect After Install? check box if you want the client computer to
connect to the Radia Configuration Server after the installation. This allows the client
computer to register with the Radia Configuration Server. See the Radia Application
Manager Guide for more information.

When the client computer connects to the Radia Configuration Server, the Radia
Management Portal also captures information about your subscribers and stores it in the
Radia Management Portal Directory. See Discovering Radia Subscriber Information on page
226 for more information.

Using the Select Client Port radio buttons, select whether to communicate with the Radia
Management Agent on the Client using a Dynamic or Static port number.

e Using a dynamic port assignment reduces the risk of security attacks on well-known
ports.

e Using a static port assignment is available to communicate to an Agent that is behind a
firewall.

If you selected a Client Port type of Static, type the port number in the Port Number text
box.

In the User text box, type the administrator ID to obtain administrative authority on the
target device's domain.

In the User Password text box, type the administrator password to obtain administrative
authority on the target device's domain.
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If you do not enter the password and administrative authority is required, the job may fail.
Check the job status for specific information.

17. Click Next.
The Schedule dialog box opens.

18. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 184.

19. Click Next.

The Install Client—Summary dialog box opens.

& Install Client

5}

Selected Audi
‘ DOCTEST |

Initialization File

‘ Install.ini |

Product

Application Manager
Software Manager

Inventory Manager

Starting On: 081972002 12:30:00
Duration: 0

Periodic Interval ]

Friority: 0

Type: none

Submit Elackl Cancel
Figure 5.32 ~ Install Client—Summary dialog box.

20. Click Submit.

The Job Status page opens with list of the jobs. This page automatically refreshes every 60
seconds.

Managing Proxy Assignments

Use the Manage Proxy Assignments task to designate Radia Proxy Servers in your
infrastructure to handle the deployment of client installation scripts for designated nodes. The set
of nodes to be assigned to the selected Radia Proxy Server can be either:

m  All nodes in a predefined group of devices (see Adding Groups of Devices on page 89).
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m  Selected nodes from a dynamic query of the infrastructure (see Performing Queries on page
180).

Repeat the Manage Proxy Assignment task for each Radia Proxy Server receiving node
assignments.

After making all Radia Proxy Server assignments, you can use the Install Client task from the
Radia Management Portal to schedule the installation of the clients. If a node that is scheduled
for a client installation has a Radia Proxy Server assigned to it, the Radia Management Portal
will first synchronize with the Radia Proxy Server, and then the Radia Proxy Server will complete
the client installation on the node.

To change or remove proxy assignments, repeat the same Manage Proxy Assignment steps used
to assign nodes to the Radia Proxy Server.

Requirements for Managing Proxy Assignments
m  One or more previously installed Radia Proxy Servers.

m  For each Radia Proxy Server, an installed Radia Management Agent that has also
successfully discovered the Radia Proxy Server service.

If these requirements have been met, when you navigate to each computer object in your
infrastructure containing the RMA-discovered Radia Proxy Server, the Radia Proxy Server icon
will display in the Workspace of the Radia Management Portal. For example, Figure 5.33 ~ Radia
Proxy Server discovered by the Management Agent on DOCTEST on page 221 shows the Radia
Proxy Server installed and discovered by the Radia Management Agent on the computer
DOCTEST.
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ctest - Microsoft Internet Explorer provided by Novadigm Inc. ;lglﬂ
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£ Import
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L Quary
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&1 Install Client
&1 Install Management Agent
&) Install Proxy Server
3 Notify
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Figure 5.33 ~ Radia Proxy Server discovered by the Management Agent on DOCTEST.

To assign nodes to a Radia Proxy Server

1.

Use the Authority navigation aid to select the place in your infrastructure containing the

nodes for which you want to make proxy assignments.

You can start at a high-level or low-level in your network. For example, you can navigate to a
specific domain if your object is to assign all nodes from one domain to the same proxy server.

From the Operations task group, click Manage Proxy Assignment.

The Manage Proxy Assignment - Select proxy dialog box opens.
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‘% Manage Proxy Assighment

n

-Proxy Server

M

Nex‘tl Cancel |

Figure 5.34 ~ Select Proxy step of Manage Proxy Assignment dialog box.

3. Select a Proxy Server from the list to handle the client deployment for the set of nodes to be
specified in the next steps.

4. Click Next.
The Manage Proxy Assignment - Query dialog box opens.
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@D‘irectory
@ Entire Network
Microsoft Windows
Metwark
FWORKGROUP

Group of Tasks

Directory Management (¥

Model Administration

R

0S Migration Tasks 2
&1 05 Migration

Operations 2
4% Discover Node Type
& Install Client
& Install Management Agent
& Install Proxy Server
) Manage Proxy Assignment
93 Matify
%3 Matify By Device
%3 Matify By Subscription
| —

’% Manage Proxy Assignment

—) Query

~ Type of Query
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.
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Comman Narme:

Cperating System:

Pack:

|
|
Cperating Systerm Service I
|

Operating Systerm “ersion:

Nextl Elackl Cancel |

Figure 5.35 ~ Manage Proxy Assignment — Query dialog for all computers within the

WORKGROUP domain.

5. Complete the Query fields to select an audience of nodes that contain all the nodes you want
to assign to the previously selected Proxy Server. The Query is limited to the nodes in the
currently selected Authority (that is, the place in your infrastructure from which you selected
the Manage Proxy Assignments task).

Click Next.
The Manage Proxy Assignments — Select dialog box opens.

The Available list includes all unassigned nodes that meet your query criteria of the

previous step.

The Selected list includes all nodes that meet your query criteria that have been
previously assigned to the selected Proxy Server.
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Figure 5.36 ~ Manage Proxy Assignment — Select dialog box with selected nodes for proxy
assignment.

Select the nodes to assign to the proxy server from the Available list using the set of arrow
icons.

Click m to add any currently selected devices from the Available list to the Selected list.
OR
Simply click l]]] to add all of the devices from the Available list to the Selected list.

If you want to remove devices from the Selected audience list, select the appropriate devices
from the Selected list and then click m
OR

Simply click lm to remove all of the devices from the Selected list.

When the desired nodes for assignment to the Proxy Server are in the Selected list, click
Next.

The Manage Proxy Assignment — Summary dialog box opens.
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Figure 5.37 ~ Manage Proxy Assignment — Summary dialog showing nodes to be assigned to

Proxy Server GTANZ.

10. Click Submit to save the proxy assignment of nodes to the selected server.

11. After completing all proxy assignments, run the Install Client task from the Radia

Management Portal Operations task group as discussed in Installing the Radia Client on
page 216. If a proxy-assigned node is selected for the Client Install, the Radia Proxy Server
performs the client script deployment, as opposed to the Radia Management Portal.
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Discovering Radia Subscriber Information
The Radia Management Portal captures information about your subscribers and stores it in the
Radia Management Portal Directory.

When the Radia client computer connects to the Radia Configuration Server, the Radia
Management Portal captures the information stored in the Radia Database in the following
objects—ZCONFIG, ZMASTER, APPEVENT, and ZSTATUS. See the Hp OpenView web site for
more information about each of these objects.

Use the Authority navigation aid to access the client computer. The captured information is
stored in containers below the object.

If the object representing the client computer could not be found, the captured information
is stored in the Radia Subscriber Information container located at the top of the
Directory structure.

To access the Radia Subscriber Information container

1. In the Authority navigation aid, click Directory.
2. In the workspace, click Radia Subscriber Information.

Information that could not be matched with an object in the Radia Management Portal
directory is stored here.

In the following example, the Radia Client was installed on a remote client computer named
DOCTEST. Then, a sample application was installed on the client computer using Radia.

To view Radia subscriber information
1. In the Authority navigation aid, navigate to the appropriate object, such as DOCTEST.
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‘workgroup;doctest - Microsoft Internet Explorer provided by Novadigm

J File:
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Figure 5.38 ~ Select the Authority.

In the workspace, click Radia Subscribers. Several containers appear; each represents a

subscriber who has connected to the Radia Configuration Server from the selected computer.
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‘subscribers - Microsoft Internet Explorer provided by Novadign
J File Edit ‘“iew Favorites Tools Help
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Figure 5.39 ~ A list of subscribers who have connected to the Radia Configuration Server.

3. In the workspace, click the name of the subscriber for whom you want to view information,
such as Administrator. If the subscriber has not installed any applications, a window opens
in the workspace with general information about the client's connection to the Radia
Configuration Server.
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icrosoft Internet Explorer provided by Novadigm - | Ellﬂ
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Figure 5.40 ~ View Properties Container window.

If the subscriber, such as lsmith, has installed one or more applications with Radia, a
container appears in the workspace.
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‘doctest/subscribers /Ismith - Microsoft Internet Explorer provided by Novadigm ;lglﬂ
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Figure 5.41 ~ Software container.

4. In the workspace, click software.

A list of the installed services appears.
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icrosoft Internet Explorer provided by Novadigm - | Ellﬂ

J File Edit Wew Favorites Tools Help |
J GBack - = - (D ﬁ| Qisearch [ Favores ¢ #History |%v =3 &

JAgdress IfV hittp:}flocalhost 3466/

) HOME

Radia Management Portal NIVATIEN
£ Portal; tor | Logout Description: @
Authority [ £ (2] | Details | Large | Small| List O -107iemBD
“Diractory L

@ Entire Metwork h&

Microsoft Windows Dirag & “iew
Metwork
FWORKGROUP

WIDOCTEST
DRadia
Subscribers
[ smith
[ software

Group of Tasks
Model Administration  (2)

1 Export

& Import

) Modify

3 Cluery

HK Remove
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Figure 5.42 ~ List of Radia-managed services.

5. In the workspace, click a service for more information. In the example below, you can see that
the subscriber, Ismith, successfully installed the application Drag & View on the

DOCTEST computer.
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Figure 5.43 ~ View Properties Service window.

Use the Install Proxy Server task to install the Radia Proxy Server to remote devices. During
the installation, you will receive status information and if the installation fails, it can be
rescheduled. The Install Proxy Server Task will prompt you to select a specific CFG file, if
multiple ones exist.

See the Radia Proxy Server Guide for more information.

See Preparing and Locating Configuration Files for Proxy Server Installs on page 236 for details
on preparing and locating customized CFG files for this task.
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To install the Radia Proxy Server

Caution

Be sure to read Requirements for Remote Installations on page 207 before performing this
procedure.

You may also want to check the HP Openview web site for the latest information on this
topic.

Use the Authority navigation aid to select the place in your infrastructure where you want
to install the Radia Proxy Server.

A group of devices may be selected as the audience (target) of the Install Proxy Server task.
If you choose a group of devices, the Query dialog box is bypassed.

From the Operations task group, click Install Proxy Server.
The Query dialog box opens.

Specify criteria to narrow the scope of the job. See Performing Queries on page 180 for more
information.

Click Next.
The Select dialog box opens.

Select the audience from the Available list, and then click m to add it to the Selected list.
See Selecting an Audience on page 182 for more information.

Click Next.
The Install Proxy Server—RPS Options dialog box opens.
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% Install Proxy Server

Rps-
opts

~ Install Options 5

RCS Host Name:llncalhost

RFCS Port numher:|3454
RCS User Name:IRpg

., +

~ Remote Client Credentials 5

User: |Administrator

User F'asswurd:l

Nex‘tl Elackl Cancel |

Figure 5.44 ~ Install Proxy Server—Install Options dialog box.

7. Inthe RCS Host Name text box, type the name or IP address for the Radia Configuration
Server.

8. Inthe RCS Port number text box, type the port number for the Radia Configuration Server.

9. Inthe RCS User Name text box, type the user ID to connect to the Radia Configuration
Server.

10. In the User text box, type the administrator ID to obtain administrative authority on the
target device's domain.

Tip

In order to take advantage of the Install Radia Proxy Server task, consider creating a
standard administrator ID across the domains in your network.

11. In the User Password text box, type the administrator password to obtain administrative
authority on the target device's domain.

If you do not enter the password, and administrative authority is required, the job may fail.
Check the job status for specific information.

12. Click Next.
The Schedule dialog box opens.
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13. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 184.

14. Click Next.

The Install Proxy Server—Summary dialog box opens.

% Install Proxy Server

- Selected Audience

3 Summary

PATHEPTEST
- ds.install.options -
RCE Host Mame: localhost
RCS Port number: 3464
RCS User Mame: RPZ

- Scheduler Information

Starting On:
Duration:
Feriodic Interval:
Friarity:

Type:

09/10/2002 13:00:00
1]
1]
a

nane

Submit | Elackl Cancel |

Figure 5.45 ~ Install Proxy Server—Summary dialog box.

15. Click Submit.
The Job Status page opens with list of the jobs. This page automatically refreshes every 60

seconds.

235



Operations Functions

l{{. Portal Administratar | Logout

¥ 2 2] | Details | Large | Small| List B -1oi1itern QA

Display Name Current Status Result Comment Command Run State
& PATHAPTEST active idle

Description: [nsiglf Radiz

Figure 5.46 ~ Job Status page.

s |
o Click Q to refresh the page to display the latest status.

e (lick )-) to view detailed information, such as the status of the installation.

16. When you are done viewing the job status, click a to close the Job Status page, and return
to the Radia Management Portal.

Preparing and Locating Configuration Files for Proxy Server Installs

Use these procedures to prepare one or more fully configured PRS.CFG files for the Install Proxy
Server task. The CFG files must be placed in a specific media location for the Radia Management
Portal to use them. When you run the Install Proxy Server task from the Radia Management
Portal, the task will prompt you to select a specific CFG file, if multiple ones exist. Select your
pre-configured CFG file, and the installed Radia Proxy Server will be installed fully configured
and ready to go.

To prepare a pre-configured RPS.CFG file for use the Install Proxy Server task
1. Prepare a fully configured RPS.CFG file.

Perform a local installation of the Radia Proxy Server on a test machine that is the same
platform as the intended Radia Proxy Server platform. Edit the resulting rps.cfg file using the
directions given in the Radia Proxy Server Guide in the section Configuring the Radia Proxy
Server.

2, Place the configured rps.cfg file in a specific Radia Management Portal media directory.

The appropriate location of a configured rps.cfg file will vary according to the platform on
which you are installing the Radia Proxy Server: win32, hpux, or solaris. For example, the
location for an HP-UX Radia Proxy Server installation is similar to this:

/opt/Novadigm/IntegrationServer/media/extended infrastructure/proxy server/h
pux/media/etc

a. Go to the directory where the Radia Management Portal is installed.
The default is: /opt/Novadigm/Integration Server
b. Go to the following folder location in the Radia Management Portal directory:
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/media/extended infrastructure/proxy server/<platform>/media

where <platform> is win32, hpux, or solaris, according to which platform you are
installing the Radia Proxy Server on.

Add an /etc folder to the /media directory.

Copy the rps.cfg file to this platform-specific /media/etc folder. For example, if the Radia
Management Portal is installed on

/opt/Novadigm/IntegrationServer

and the Radia Proxy Server will be installed on an HP-UX platform, then place the rps.cfg
file in the following location

/opt/Novadigm/IntegrationServer/media/extended infrastructure/proxy serve
r/hpux/media/etc

3. Run the Install Proxy Server task from the Radia Management Portal. Use the Radia
Management Portal to run the Install Proxy Server task, as usual. The installation task will
also transfer the fully configured rps.cfg file.

Synchronizing the Radia Proxy Server

Use the Synchronize Proxy Server task to force the Radia Proxy Server to connect to the Radia
Configuration Server to preload the files to the static cache on the Radia Proxy Server. See the
Radia Proxy Server Guide for more information.

To synchronize the Radia Proxy Server

1. Use the Authority navigation aid to select the Radia Proxy Server that you want to
synchronize.

A group of devices may be selected as the audience (target) of the Synchronize Proxy
Server task. If you choose a group of devices, the Query dialog box is bypassed.

2, In the Operations task group, click Synchronize Proxy Server.
The Schedule dialog box opens.

3. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 184.

4. C(Click Next.

The Submit Synchronize—Summary dialog box opens.
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£8 Submit Synchronize

n

- Scheduler Information

Starting On: 03/10/2002 15:05:00
Duration: 1]

Feriodic Interval: 1

Friority: 1

Type: nang

Subrnit | Eiac:kl Cancel |

Figure 5.47 ~ Submit Synchronize—Summary dialog box.

Click Submit.

A list of the jobs appears. Now, you can use the View Properties task to view detailed
information, such as the status of the job.

The status of the synchronize proxy job will report the following events:
® Submission of the job request to the Radia Proxy Server

e Start of session between Radia Proxy Server and Radia Configuration Server (for
preloading the files to the static cache on the Radia Proxy Server).

® Job successful.

See Viewing Properties on page 172 for more information.
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Purging the Dynamic Cache of the Radia Proxy Server

Use the Purge Dynamic Cache task to purge the dynamic cache of the Radia Proxy Server. See
the Radia Proxy Server Guide for more information.

To purge the dynamic cache of the Radia Proxy Server

1. Use the Authority navigation aid to select the Radia Proxy Server whose cache you want to
purge.

A group of devices may be selected as the audience (target) of the Purge Dynamic Cache
task. If you choose a group of devices, the Query dialog box is bypassed.

@Djrectury
W Entire Metwork

Microsoft Windows Metwork
FMOVADIGH
WIPATHXPTEST
ik Radia Proxy Sener

Figure 5.48 ~ The Authority of a device's Radia Proxy Server.

2. In the Operations task group, click Purge Dynamic Cache.
The Schedule dialog box opens.

3. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 184.

4. C(Click Next.

The Submit Purge—Summary dialog box opens.
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{B Submit Purge

j Summary

~ Scheduler Information “
Starting On: 03/21/2002 04:05:00
Duration: 0
Periodic Interval: 0
Priarity: 0
Type: hane

Subrnit | Backl Cancel l

Figure 5.49 ~ Submit Purge—Summary dialog box

5. Click Submit.

A list of the jobs appears. Now, you can use the View Properties task to view detailed
information, such as the status of the job. See Viewing Properties on page 172 for more
information.

Managing Services

Use the Radia Management Portal to manage services. For example, you can start or stop services
on your remote devices.

To manage services
1. In the Authority navigation aid, select the service that you want to manage.
2. In the Operations task group, click the appropriate action.

o Click Pause to temporarily suspend the execution of a service. The service continues to
run, but does not perform any action.

Click Restart to stop a service and then start it again.
Click Resume to resume execution of a service that has been paused.

Click Start to run a service.

Click Stop to stop a service.

You cannot stop the Radia Management Agent service.
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3. The Job Status page opens. This page automatically refreshes every 60 seconds.

B
s |
e Click ™! to refresh the page to display the latest status.

e Click # to view detailed information, such as the status of the installation.

4. When you are done viewing the job status, click a to close the Job Status page, and return
to the Radia Management Portal.

Remote Control (Windows Clients Only)

Use Radia's Remote Control to manage Radia Clients running on a supported Windows platform
with TightVNC: Enhanced VNC Distribution through the Radia Management Portal. TightVNC:
Enhanced VNC Distribution is a freely re-distributable solution that allows you to control Radia
Clients from a remote location. The source code for TightVNC is available for download from
http://www.tightvnc.org or by mail order from HP for a nominal distribution fee.

System Requirements

m The remote device must be running Windows NT, 2000, or XP.
m  The Radia Management Agent must be installed on the remote device.

m A Web browser that supports Java applets.

Prerequisites

Ability to use the Radia System Explorer.
Ability to distribute applications (with the Radia Client or using a Notify operation).

In the ZSERVICE class of the Radia Database, the service installation methods (such as
ZCREATE and ZDELETE) must be set to a length of at least 57 characters to prevent values
from being truncated during the import.

m  Ability to connect the Remote Control Service to the appropriate users. See Connecting the
Remote Control Service to Users below for more information.

m  Distribute the Remote Control service to the devices to be managed by Radia. Some examples
of ways to do this are to use the Radia Client or the Notify task in the Radia Management
Portal.

Connecting the Remote Control Service to Users

Use the Radia System Explorer on the Radia Administrator's Workstation to connect the Remote
Control Service to the appropriate users, servers, or groups, representing the devices to be
managed by Radia. Make a service connection between the Application (ZSERVICE).Remote
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Control service and the appropriate class instance in the PRIMARY.POLICY domain, such as a
USER, DEPT, or WORKGRP class instance.

To connect the Remote Control Service to Users
1. Use the Radia System Explorer and go to the PRIMARY.POLICY domain.

2. Navigate to the appropriate DEPT, USER, or WORKGRP class instance you want connected
to the Remote Control Service. Figure 5.50 ~ POLICY.DEPT.Sales Instance and Show
Connections dialog box for SOFTWARE domain on page 243 uses the Sales Department
instance as an example.

3. Right-click the selected instance (in the tree view) and select Show Connections. The
POLICY.DEPT Connections dialog box opens. This dialog box displays a list of classes you
can connect the selected instance to.
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.. Radia System Explorer - [ABC:RCS - 1] - |I:I|1|

Flle Edit  Wiew ‘Window Help =] =l

_I_Ié% wlelx] 5 IfT

D atabase Tree Wiew:

IE)epartments clazz Sales Instance Attibutes:

Q Databaze Mame | Atribute Description | Y ale
' g LICENSE BHacctig sccount Number
B PRIMARY fg _alwey . Offers
3 ADMIN e _atwar.. Offers
AUDIT [Jc ALWAY... | Offers
NOWADIGM e o
&% poLicy

ﬁ Countries [COUNTRY) Show connectable clazses for domain:
B EEE Departments [DEPT]

v BASE_INSTANCE_ Class | Tupe I
:EE _MULL_INSTAMCE_ jhpplication [ZSERVICE) Z5ERVICE Class

3% Publish [EAHTTP Prawy (HTTP) HTTP Class
FEE Sales

----- Multicast MULTCAST)
PDACONFG [PDACONFG)
- E',J Server Stagers (STAGER)
----- B¥ Users (USER)

----- % workgroups [WORKGRP)
o-28) SOFTWARE

- 22 SYSTEM

- B USERMGMT

----- e PROFILE

-

[l

Choose the class you want to show Earil] |
connections for and press OK

9 Departments CLASS Sales attibute(z] displayed | 9/6/2002 | 5:00 P

Figure 5.50 ~ POLICY.DEPT.Sales Instance and Show Connections dialog box for SOFTWARE
domain.

4. From the Show connectable classes for domain drop-down list, select SOFTWARE, then
select Application (ZSERVICE), and then select Remote Control.

5. Drag the Remote Control instance to the appropriate POLICY instance (in this example,
DEPT.Sales). When your cursor turns to a paper clip, release the mouse button.
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Figure 5.51 ~ Connect (Drag) Remote Control Service to Sales instance.

6. Click COPY to create the connection from Department Sales to Application.Remote Control.

7. Click Yes to confirm the connection.

8. Click OK when you receive the confirmation message that "Sales has been connected to

Remote Control."

9. Notice that Remote Control is listed under the Sales department instance, which indicates
that the entire department is now authorized to receive the Remote Control application.
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Figure 5.52 ~ Remote Control Service authorized for Sales Department.

Now you can distribute the Remote Control service to the devices to be managed using the Radia
Client or the Notify task.

Using Remote Control (Windows Clients Only)

After using the Radia Client or the Notify task to distribute the Remote Control service to the
remote device, you can use Remote Control to manage the Radia Clients using TightVNC.

To use the remote administration capabilities

1. In the Authority navigation aid, select a device that has the VNC server installed.
2. C(Click the VNC Server.
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Figure 5.53 ~ VNC Server properties.

3. If thisis your first time using the VNC Server, go to the Operations task list and click Set
Password. (If this is not your first time, go to step 8.)

The Set Password dialog box opens.

% Set Password

~ Attributes 5

User Password

0 item selected

. +

Subrnit | Cancel

Figure 5.54 ~ Set Password dialog box.

4. In the User Password text box, type the password for the VNC session.
5. Click Submit.
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@, VNC Server
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Figure 5.55 ~ VNC Server properties.

6. In the Operations task list, click Start to start the VNC server.

The Job Status page opens with list of the jobs. This page automatically refreshes every 60

seconds.

-
o Click Q if you want to refresh the page to display the latest status.

e (lick .r: to view detailed information, such as the status of the installation.

When you are done viewing the job status, click a to close the Job Status page, and return

to the Radia Management Portal.

|
7. In the workspace, click Q to refresh the view and see that the service started.
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@, VNC Server
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Figure 5.56 ~ VNC Server has started.

8. In the Operations task list, click Start Viewer to start the VNC session.
A prompt for VNC authentication opens.

If your Web browser does not support Java applets, you may see this message "Refresh this
page for remote authentication" prompt. Be sure to install the Java component.

248



Chapter 5

a RMP: .../ workgroup/gal-4/win¥nc- Start Y¥iewer - Microsoft Internet Explorer ;|g|5|
J File Edit Wiew Favorites Tools  Help ﬁ
J GiBack ~ = - (2 ot | {Qhsearch [GelFavorites £ ZAHistory ||%v =1

| Address |@ http: /{192, 168, 104, 138: 3466 | @eo |JLinks »

HOME

Radia Management Portal NIVAFIEN

atar | Lo Description: | iz @

Refresh this Page for Remote Authentication Prompt
[izconnest | Optiong | Clipboard | Send|Crl-Al-0el | Fefresh |

Authority

@D‘irectory
@ Entira Metwork
Aerosat VNC Authentication
FWORKGROUP
WA0AT-4
‘QVNC Password: I oK |
Server

Group of Tasks

Directory
Management

Model Administration (2

R

- Modify
£ Query
&~ Wiew Properties

Operations S
) Pause
£ Query Logs
O Restart
¥ Set Password
W Start Viewer

Q stop
[ | _>l_I
|@ http: s, novadigrm, comy ’_’_|° Internek 4

Figure 5.57 ~ VNC Authentication page.

9. In the Password text box, type the password for the VNC session.
10. Click OK.

Now, you can control the Radia Client from the remote location.

You can customize the Start Viewer task to have the VNC session open a new window, or
display the VNC session in the Workspace area of the Radia Management Portal. For details,
see the topic Customizing the Start Viewer Task Properties on page 251.
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Figure 5.58 ~ Controlling a remote client.

The initial request temporarily uses Port 5800. The connection uses Port 5900.

To disconnect the VNC session

1. At the top of the workspace, click Disconnect to disconnect the session. If you browse to
another page in the RMP, the session will automatically be disconnected.
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B
2. Click Stop in the Operations task group to stop the VNC server. You may need to click 2 to
refresh the view and see that the service started.

Customizing the Start Viewer Task Properties

You can customize the Start Viewer task of the Radia Management Portal to display the remote
session in a new window, as opposed to displaying the remote session within the Radia
Management Portal workspace area (the default). To do this you will modify the Start Viewer task
from the Radia Management Portal before you begin the VNC session.

To customize the Start Viewer Task from the Radia Management Portal
1. In the Authority navigation aid, go to Directory.
2. In the workspace, click Tasks.

3. Browse to and select the Start Viewer task, then select Custom Viewer.
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The View Properties Options dialog box opens.

Fi Custom Viewer
Options Properties

Properties | Object Information

- Properties <
Create Time Stamp  2003/04/21 16:23
Modify Time Stamp 200304521 16:23

New window set to No
Open new window o<

Eack to top

- Object Information <

Display Name  Custom Yiewer
Common Name  custom
Parent Object  Start YWiewer
Object Class  top
nvdTaskyncOptions

Eack to top

Figure 5.59 ~ Custom Viewer Options Properties dialog box and settings.

The Open new window property can be set to No (the default) or Yes. No means the VNC
Remote Control session is displayed within the Workspace of the Radia Management Portal.
Yes means the remote session is displayed in a new, separate window.

4. To modify the Open new window property, click Modify in the Model Administration
task group.

The Modify Options dialog box opens. Use this dialog box to change the value for the Open
new window property.
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@Directo — Tﬁ MOdlfy OptlonS
T Tasks

[ Start Viewsr p .
Ficustam viewer - Properties

0 ind I -
Group of Tasks [P0 [ BT Yes

Directory Management (%
T Export
& Import
& Update Movadigm Tasks

hadify | Feseat | Cancel |

Model Administration kS
adify
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Figure 5.60 ~ Modify Options dialog box used to set the Open new window property.

Select Yes or No from the Open new window drop-down selection list. No means the VNC
Remote Control session is displayed within the Workspace of the Radia Management Portal.
Yes means the remote session is displayed in a new, separate window.

Click Modify to save your selection.

Configuring Remote Control

You can configure several parameters in the Remote Control Service to control the server's
behavior. To do this you will use the Registry Editor in the Radia System Explorer.

To configure Remote Control parameters

1.
2.

Go to Start, Programs, Radia Administrator, Radia System Explorer.

In the Radia System Explorer Security Information dialog box, type your User ID and
Password, and then click OK.

Go to PRIMARY, SOFTWARE, Application (ZSERVICE), Remote Control.

Double-click TightVNC and then double-click the registry resource for TightVNC (the last
one).
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Figure 5.61 ~ Registry Resources for Remote Control.

5. Right-click TightVNC:TVNCLM.EDR and select Edit Registry Resource.

6. Navigate to WinVNC3 to view the local machine-specific settings.
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Movadigm Registry File Editor

Right-click on a node ta set itz properties. Double-clicking on a value name allows overriding of the value.

|x

[:I SYSTEM

Ea Registry Changes Nariie | walus Save & Exit I

B3 HEEY_LOCAL_MACHINE AuthR equired 0000000
-3 SOFTWARE AllowLoopback Q0o0aaoa .

7L Microsaft AuthHosts ? Exit [no Save] |

53 DAL CannectPriarity 0000000
n Help
= _teb |
[ Defaul

WTWNCLM.EDR

Figure 5.62 ~ Registry File Editor.
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Table 5.2 ~ Local Machine-Specific Settings for TightVNC Service

Property Description

AuthRequired Set AuthRequired = 1 (default) to ensure that a password is set when you start the
service.

Set AuthRequired = 0 to disable null password checking by WinVNC.
Use DWORD format.

AllowLoopback  Set AllowLoopback = 0 to disable the ability to remote control the local machine.
Set AllowLoopback = 1 to allow the ability to remote control the local machine.
Use DWORD format.
AuthHosts Specifies a set of IP address templates that incoming connections must match in order to

be accepted. By default, the template is empty and connections from all hosts are
accepted. Three settings are available:

- IP address — Specifies a range of IP addresses that are not authorized to connect.
? IP address — Specifies a range of IP addresses that you want to be prompted for.
+ IP address — Specifies a range of IP addresses that are authorized to connect.
Example: +192.10,-192.10.12
This parameter is used in conjunction with the QuerySettings parameter.
Use STRING format.

ConnectPriority By default, the TightVNC server disconnects existing connections when a non-shared
connection authenticates.
You can change this behavior by setting this value to:
0 - to disconnect all existing connections
1 - to continue all existing connections.
2 - to refuse any new connections.
Use DWORD format.

7. Click Default to see the local default user properties that you can set.
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Movadigm Registry File Editor

Right-click on a node ta set itz properties. Double-clicking on a value name allows overriding of the value.
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Figure 5.63 ~ Registry File Editor.
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Table 5.3 ~ Local Default User Properties for TightVNC Service

Property

Description

AllowProperties

Set AllowProperties = 0 to prevent your users from accessing the Properties dialog box to
modify settings.

Set AllowProperties = 1 to allow your users to access the Properties dialog box and
modify settings.

Use DWORD format.

AllowShutdown

Set AllowShutdown = 0 to prevent your users from shutting down the TightVNC server.
Set AllowShutdown = 1 to allow your users to shut down the TightVNC server.
Use DWORD format.

QuerySetting

Sets whether you want to prompt the user about an incoming connection. This setting
must be used in conjunction with AuthHosts.

Set this value to:

0 or 1 — Does not prompt on incoming connection.
2 — Prompts on incoming connection (default).

Use DWORD format.

QueryTimeout

Specifies how long (in seconds) the prompt panel appears to the user when you begin a
remote control session. This panel prompts the user to accept the session.

Use DWORD format.

IdleTimeout

Indicates how long (in seconds) a VNC client can remain idle for before being
disconnected. If this is blank or set to 0, a timeout is not enforced.

Use DWORD format.

InputsEnabled

Allows incoming connections to send input.

If InputsEnabled = 1 you can interact with the remote computer.

If InputsEnabled = 0 you can view the remote computer, but cannot interact with it.
Use DWORD format.
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Summary

Each task in the Radia Management Portal follows a similar lifecycle.

You will encounter a series of dialog boxes that you must complete in order to create the job.
These dialog boxes are used to perform a query on the Radia Management Portal Directory in
order to narrow the scope of the job, select the audience, specify job options, specify
scheduling information, and review a summary of the job.

Use the Notify tasks to perform an action on a set of target devices.

Before performing remote installations, you must copy the appropriate files to the Radia
Management Portal's media directory.

The Radia Management Portal creates a packing list, which contains a list of the files to be
transferred across the network.

Use the Install Management Agent task to deploy the Radia Management Agent on remote
devices.

Use the Install Client task to deploy the Radia Clients to remote devices, either directly
from the Radia Management Portal or indirectly from a pre-assigned Radia Proxy Server.

Use the Manage Proxy Assignment task to assign a set of nodes to a Radia Proxy Server,
which will assist the Radia Management Portal in deploying the Radia Client install scripts.

Use the Install Proxy Server task to deploy the Radia Proxy Server to remote devices.

Use the Synchronize Proxy Server task to preload files from the Radia Configuration
Server to the static cache on the Radia Proxy Server.

Use the Purge Dynamic Cache task to purge the dynamic cache of the Radia Proxy Server.

You can use the Start, Stop, Pause, Restart, and Resume tasks to manage remote
infrastructure products.

You can use Remote Control to manage Radia Clients with TightVNC from a remote
location.
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Troubleshooting

At the end of this chapter, you will:

Be familiar with the Radia Management Portal log files.
Be familiar with the common message types.
Be familiar with the information that you need to collect for HP OpenView technical support.

Be familiar with the Portal Directory (RMP.MK) file compression and backup utilities.
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About the Log Files

The Radia Management Portal writes several logs, which can be used to track progress and
diagnose problems. The log files are stored by default in /opt/Novadigm
MntegrationServer/logs for the Radia Management Portal for UNIX.

The log files are:

httpd-port.log

This is the main log for the Radia Management Portal. It contains information about the
actions that you perform in the Radia Management Portal, as well as the version and build
number of the Radia Management Portal.

Replace port with your port number, for example, httpd-3466.1og.

Each time you start the Web server a new log is written. The old log is saved as httpd-
port.nn.log.

httpd-port.YY.MM.DD.log
This log contains the Web server activity for each day. If the log is empty, it means that there
was no activity that day.

httpd-3466.error.txt
This log contains messages written to any logs that contain the prefix ERROR. This allows
you to view all errors in a single location.

Setting Trace Levels

By default the trace level is set to 3, which is the informational tracing level. This displays INFO,
WARNING, and ERROR messages. See Common Message Types on page 264 for more
information.

To change the trace level for the logs

1.

Open the file /opt/Novadigm/IntegrationServer/etc/httpd.rc which is located on the
computer that is running the Radia Management Portal. The following is an excerpt from this
file.
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# Config Array

# Element Default

#

# HOST [info hostname]

# PORT 3466

# DEBUG 0

# DOCROOT [file join S$home htdocs]
# IPADDR {}

# WEBMASTER support@novadigm.com
# UID 50

# GID 100

# NAME $tcl service

# LOG_LEVEL 3

# LOG_LIMIT 7

#

Overrides Config {

PORT 3466
[LOoG LEVEL ) 4

}

#

# (Re)Initialize Logging
#

Log Init

Figure 6.1 ~ Excerpt of httpd.rc showing LOG_LIMIT increased to level 4

2. Type LOG_LEVEL and the appropriate trace level, space delimited, within the Overrides
Config starting and ending brackets { }. Select the appropriate trace level, as follows.

Table 6.1 ~ Trace Levels

Trace Level Description

No logging.

Logs errors only.

Logs warnings and errors.

WIN ([~ |O

Logs informational messages, warnings, and errors.
Recommended trace level setting for customers.

4 Logs all debug information.
Recommended for experienced customers only.

5-9 Full trace.
Not recommended for customer use.

3. Save the file changes.

4. Restart the Radia Integration Server service.
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Common Message Types

The following message types are used in the main Radia Management Portal log (httpd-port.log).

Table 6.2 ~ Common Message Types

Message Type Description/Example

Info Provides general information. For example:

. 20010913 12:37:55 Info: LdifImport/4: BEGIN
Indicates that a job to import an LDIF has begun.

. 20010913 12:37:55 Info: RMP: Starting Scheduler...
Indicates that the RMP Scheduler service is started.

. 20010913 12:37:55 Info: RMP: Radia Management
Portal ready
Indicates that the Radia Management Portal is up and running.

Audit/success Indicates a successful change to an object in your Radia Management Portal

Directory.

For example:

° 20010913 12:46:43 Audit/success: RMP: (who/admin)
add: uid=jbanks, cn=opsys,ou=who
Indicates that a new user was added.

Audit/failure Indicates an unsuccessful change to an object in your Radia Management Portal

Directory.

For example:

. 20010913 16:26:31 Audit/failure: RMP: (who/admin)
add: uid=Guest, ou=who, object "uid=guest, ou=who"
already exists
Indicates that you were not able to add a user with the ID Guest to the
organizational unit "who" because it already exists.

Error Indicates a critical problem.

Warning Indicates a non-critical problem.
. 20010913 16:20:42 Warning: to: output to 1 job-
create-reply 2 resume: no gate
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Collecting Information for Technical Support

If you need to contact technical support for assistance, be sure to collect the following information:

1.

The logs directory, stored by default in the following location:
/opt/Novadigm/IntegrationServer/logs

Version information for nvdkit.exe.

The rmp.mk and history.mk files, stored by default in the following location:
lopt/Novadigm/IntegrationServer/etc

See About the Product Architecture on page 19 for information about these files.

The ete directory files (no subdirectories), stored by default in the following location:

/opt/Novadigm/IntegrationServer/etc

265



Troubleshooting

Viewing the Version Information Window

After logging into the Radia Management Portal, click the Information button @ on the banner
area to open the Version Information Window, shown in the following Figure.

4} Radia Management Portal Yersion 1.3 - Microsoft Interne o ] [
- B
Radia Management Portal
-Radia Manayement Portal Version1.3 ————
Module Version Build
MY DKIT 139
HTTRD.TKD B4
RiP. TKD 1.3 305

Close

Figure 6.2 ~ Sample Radia Management Portal Version Information Window.

This window displays the installed Module, Version, and Build levels for the Radia Management
Portal, including NVDKIT.EXE, HTTPD.EXE, and RMP.TKD components.

Gathering Version Information for NVDKIT.EXE

Use this command-line method of obtaining version information for NVDKIT.EXE as an
alternative to viewing it from the Version Information window of an active Radia Management
Portal session.

To gather the version information for NVDKIT.EXE
1. Open a command prompt.

2. Navigate to the location of nvdkit.exe (by default, /opt/Novadigm
/IntegrationServer).

3. Type nvdkit version, and press ENTER.

Below is an example of the version information.
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icrosoft Windows 2888 [Uersion 5.860.2195]
<C» Copyright 1985-28P8 Microsoft Corp.

Canod:
D:>cd nouvs
D:“Movadigm>*cd radia int>

D:“MHovadigm~Radia Integration Server>nuvdkit version
Kit Version: 2.1
Icl Verzion: B.2.2+

D:/HovadigmsRadia Integration Serversnudkit.exe:
module nedkit, build 116 20028227 14:81:56 UST
module tclkitsh, build 42 20828226 21:37:12 UST
module lib/nvd.sgl, build 16 20011188 17:44:46 UST
module libs/nvdtcl, build 48 280820226 21:45:108 UST
module libs/ufs. build 12 20011217 21:36:48 UST

D:“Movadigm~Radia Integration Server>

Figure 6.3 ~ Example of version information for nvdkit.exe.

The httpd-port.log also contains version and build information.

Radish.exe runs on the Radia Configuration Server. Its build (version) information can be found
using this procedure.

To gather the version information for RADISH.EXE

1.

Open a command prompt and change to the directory for radish.
Type radish version, and press ENTER.

Below is an example of the version information.

Locate the directory of your radish.exe on the machine running the Radia Configuration
Server. The default is /opt/Novadigm/ConfigurationServer/bin.
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ommand Prompt (2}

C:xMovadigmsConf igurationServershin2radizsh version
Adapter Uersion: 2.1

Kit Uersion: 2.1

Tcl Version: 8.2.2+

C:/Hovadign/Conf igurationServershinsradizsh.exe:
module nuedkit, build 120 20828412 19:85:86 UST
module nvdmtcl, build 44 2806020426 15:58:28 UST
module tclkitsh, build 43 20028318 21:31:84 UST
module libsnvd.sgl. build 17 20028412 19:84:=16 UST
module libsnvdtcl, build 58 2A6828411 21:56:58 UST
module libsufs, build 13 20828412 19:-81:26 UST

C:sNovadigm~Conf igurationServer~hinX_

1 L4

Figure 6.4 ~ Example of version information for radish.exe, (which is given by the build number
of module nvdmitcl).

4. The build number for radish.exe is actually given in the build number for module nvdmtel
(its predecessor's name) in the line:

module nvdmtcl, build xx <date> <time>
For example, Figure 6.4 ~ Example of version information for radish.exe illustrates a Radia

Configuration Server running Build 44 of radish (which is shown as module nvdmtecl, build
44 in the output).

Radish.exe replaced an earlier program named nvdmtcl.

Managing the Portal Directory (RMP.MK) File

The Portal Directory, RMP.MK (in the Radia Integration Server's \etec directory), contains
configuration and entitlement information for the Radia Management Portal as well as
infrastructure and status information. The RMP.MK file has an upper limit of 2 GB. The
Compress Directory job is used to maintain the RMP.MK file. By default, the Compress Directory
job is scheduled to run:

m  Every 24 hours at 2:00 AM.
m  Whenever the RMP.MK directory size reaches 1.5 GB.
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Specifically, the Compress Directory job first backs up the RMP.MK file to RMP.BAK.MK, and
then compress the RMP.MK file. If the Compress Directory job is disabled and the RMP.MK file
were to exceed its 2 GB limit, you may experience corruption of the portal directory.

You should monitor the size of the rmp.mk file in a large or demanding environment. If you
realize the Compress Directory job is running automatically due to the rmp.mk file reaching 1.5
GB, then you can schedule the Compress Directory job to run more frequently by modifying the
properties of the Compress Portal Directory job group.

Modifying the Compress Portal Directory Job Group

By default, the Compress Directory job is scheduled to run daily at 2:00 AM and whenever the
RMP.MK file reaches 1.5 GB. Use the following procedure to change the default schedule for
running the Compress Directory job.

To change the Compress Directory schedule

Use the Modify task in the Administrative Tasks group to increase the frequency of the
Compress Directory task to ensure the RMP.MK file does not exceed 2 GB.

1. In the Authority navigation aid, go to Directory.
2. In the workspace, click Jobs.

The Job Group page opens.
3. Optionally, click Details to display the job details.

Radld d . < e
] Y [
D 0 Q el
Autho F PR steus [ v pa wa pn oo enopa wey EET-5ofs items DO
@D‘_VEC‘UW Display Hame Status Created by Starting On
[ obs B Adhoc Jobs Waiting to Start
D of Ta 2 AlarmContainer Currently Active
Directory M g t (% -f-'*} Compress Directory Successful 200304725 EIQ.EIEII
% Network Discovery Waiting to Start 200304524 16:33
Model Administration (¥ -f-'*} Systern Checkpoint Waiting to Start
_ |
‘@ l_l_ (2 Local intranet Y

Figure 6.5 ~ Compress Directory in the Jobs listing.

4. Locate the Compress Directory job listing. If necessary, you can query by the last date and
time that it was run. For information on querying, see Querying Jobs or Job Groups on page
165.

5. Double-click on the Compress Directory job listing to select it.
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Radia Management Portal

Descripti

2 L2

Display HName
& Compress Directaory

£ Porta or | Logout

Authority
@Directory
[Eobs
@;Compress Directory

Group of Tasks

Directory Management (%)

Model Administration 2
© Disable
) Modify
3 Query Jobs
A Remove
& View Properties

HOME

Novagren
® B
B -1oi1iterm 3O

Comment
completed: Compress hk completed

Status
Successful

Created by

|@ Done

'_’_ (2E Local inkranet

Figure 6.6 ~ Select the Compress Directory Job Group to modify it.

6. Click Modify from the Model Administration task group.

The Modify Job Group dialog box opens where you can change the Compress Directory

job properties.
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[,E; Modify Job Group

Scheduler Information

Name |Cumpress Directary

Description |Cumpress Directary

Tracing Enabled? Coan & off

Time Window

Run: m

Starting on: [Apr =l|25 =]|2003 =] 4t |0z =f{o0 =]

Job Throttling

Have a maximum of ID jobs running at any time

and start them in batches of ID johs per every

IU_ seconds

Mudifyl Resetl Cancel |

Figure 6.7~ Modifying the Compress Directory Job — Default is Every Day at 2 AM.

7. Use the information in Table 6.3 ~ Modifying the Compress Directory Job Group below.

Table 6.3 ~ Modifying the Compress Directory Job Group

Field Description and Options Default
Name Job name. Compress Directory
Description Description of the job. Compress Directory
Tracing Enabled? Not Applicable. Tracing is not available for the off
Compress directory job.
Job Limit Not Applicable. Compress directory is a single job. 0
Throttling Job Limit Not Applicable. Compress directory is a single job. 0
Throttling Time Period  Not Applicable. Compress directory is a single job. 0
Run Frequency of scheduling the job. Every Day
Starting on Next date and time to schedule the job for the given  Next day at 2:00 A.M.

[date] and [time]

frequency.
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Table 6.3 ~ Modifying the Compress Directory Job Group

Field Description and Options Default

Starting after every nn  Scheduled frequency in hours to run Compress Not displayed due to Run

hours Directory. Displays when Run is set to Every n default set to Every Day
Hours.

By default, the compress job is set to run every 24 hours at 02:00AM in the morning. If you
want the directory to be compressed more frequently, reschedule the job to run more often (for
example, every 12 hours).

8. In the Run option drop-down list, select the desired schedule:

Run: Ewvery Day j
Once

Ewery Hour
Eweary Day
EwvearyWeek
Ewvery n Days
‘Every n Hours

Starting on:

Figure 6.8 ~ Run Option drop-down list.

9. In the Starting on fields, select the start date and time to run the job.

If you select Every n Hours for the Run frequency, also select how often (in hours) you want
the job to be run in the After every nn hours field. An example of setting the frequency to
every 12 hours starting at 2:00 AM is given in the following figure.
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@ Modify Job Group

Scheduler Information

Name ICDmplBSS Directory
Description [Compress Directary
Tracing Enabled? Con & off
Time Window
Run: |Every nHours =
Starting on: [apr =][25 =][2003 =] at [02 =][00 =] Ater every =] hours
Joh Throttling
Have a maximum of IU jobs running at any time
and start them in batches of [g_ jobs per every

IU_ seconds
Modify | Reset | Cancel |

Figure 6.9 ~ Compress Directory Job Group scheduled for every 12 hours at 2:00 AM and PM.

10. Click Modify to save the new properties to the Compress Directory job group.

The compress job will run at the next scheduled time with the modified properties.
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Summary

The httpd-port.log is the main log for the Radia Management Portal.

The default trace level is set to 3, which tracks informational messages, warnings, and errors.
Collect your logs and version information if requesting technical support.

Version and build information can be found by clicking @ on the Radia Management Portal's

banner area after logging on. Alternatively, from a command prompt you can run "nvdkit
version" on the client side, and "radish version" on the Manager (Configuration Server) side.

Adjust the schedule for the Compress Directory job group if you want to the RMP.MK file
scheduled for compression more frequently than once a day.
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At the end of this chapter, you will:

m  Be familiar with other products you can purchase to extend the functionality of the Radia
Management Portal.

m  Be familiar with the Radia Inventory Manager.

m  Know how to perform a Notify via the Radia Inventory Manager.

In addition to the core product, you can purchase additional functionality for the Radia
Management Portal. Contact your HP sales representative for more information about these
services.
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Radia Inventory Manager

The Radia Inventory Manager discovers configuration information on remote computers. It
enables centralized reporting and administration based upon the discovery results. See the Radia
Inventory Manager Guide.

If the Radia Inventory Manager is installed on the same computer as the Radia Management
Portal, a link is available in the banner of the Radia Management Portal.

Link to Radia Inventory Manager

3 RMP: - login - Microsoft Internet Explorer

J File Edt ‘iew Favorites Tools Help

J s Back » = - @ ﬁ | @Search (] Favarites @Histury | %' 5 n ﬁ
| Address [&] https//127.0.0.1:3466] | P
INVENTORY | HOME

NIVaIIEN

Radia Management Portal

£ \Welcome

Please enter your user name and password.

User Name I

Password I

Login Cancel |

| K

[&] l_ l_ | Internet

Figure 7.1 ~ Link to the Radia Inventory Manager in the Radia Management Portal banner.

When you use the Radia Inventory Manager with the Radia Management Portal, the Notify via
Radia Inventory Manager task is also available. As with any other task in the Radia Management
Portal, this is available based on your selected Authority and entitlement policies.

Use this section to learn about the task available with the Radia Inventory Manager service.

Notify via Radia Inventory Manager

In the Radia Inventory Manager task group, click Notify via Inventory Manager to notify
an audience based on the information reported to the Radia Inventory Manager.
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To perform a notify via the Radia Inventory Manager

1. In the Inventory Management task group, click Notify via Inventory Manager.

For this task, the Authority is not relevant. The notify will be performed based on the results
of your query on the data in the Radia Inventory Manager database.

The Submit Notify—RIM Query dialog box opens.

% Submit Notify

- Query Constraints

Attribute |Managed Application =]
Condition IEOUAL "I
“alue |RIM Feporing j

Mt Cancel |

Figure 7.2 ~ Submit Notify—Query dialog box.

2. Use the Query Constraints area to set up your initial query. For example, you might want
to perform a query to retrieve a list of subscribers whose application, Amortize, is being
managed by Radia.

The format is Attribute is EQUAL to or NOT EQUAL to the Value.

o From the Attribute drop-down list, select the attribute that you want to query on, such
as Managed Applications.

e From the Condition drop-down list, select whether you want the attribute to be EQUAL
TO or NOT EQUAL TO the Value.

e From the Value drop-down list, select the value for the attribute, such as RIM
Reporting.

3. Click Next.
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The fields in the Submit Notify—Rim Query dialog box are updated so that you can select
Additional Filtering options. For example, you might want to retrieve a list of subscribers
whose operating system is Windows NT Version 5.0 and whose application, RIM Reporting, is
being managed by Radia.

3% Submit Notify

n

- Filter string
YWHERE app_name = RIM Reporting'

- Additional Filtering

Aftribute | Operating System =]

Condition Im

“alue [Windows_NT ersion 5.0 [Build 2195] = |
Joint Condition ARD -

[ et Back | Cancel |

Figure 7.3 ~ Additional Filtering in the Submit Notify—Query dialog box.

From the Attribute drop-down list, select the attribute that you want to query on, such
as Operating System.

From the Condition drop-down list, select whether you want the attribute to be EQUAL
TO or NOT EQUAL TO the Value.

From the Value drop-down list, select the value for the attribute, such as Windows NT
Version 5.0.

From the Joint Condition drop-down list, select whether you want the results to include
both values (AND), or whether you want the results to include at least one of the values
(OR).

For example, do you want to find information about subscribers that are running
Windows NT 5.0 and have the Amortize application managed for them by Radia? Or, do
you want to find information about subscribers that are running Windows NT 5.0 or have
the Amortize application managed for them by Radia?

4. C(Click Next.
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The Submit Notify—Options dialog box opens.

% Submit Notify

N

- Notify Type

|Radia First Refresh Catalog j

- Hotify Information

Command |rad5kman req="First Refresh Catalog" mname=|mgrhame|.dname=50FT
I EYT:

number

User Iuseﬂ

Lser Iw—

FPazsword

1 item selected

Ne:-dl Eiackl Cancel |

Figure 7.4 ~ Submit Notify—Options dialog box.

In the Notify Type drop-down list, select the type of Notify that you would like to perform.
The Command text box changes based on your selection.

In the Command text box:

Type the command line that you want to run on the selected target devices.
OR

If the Command text box has pre-filled information, modify the command line as necessary.
For example, if you select Radia First Refresh Catalog in the Notify Type drop-down list,
the Command text box is pre-filled with the following command line:
radskman.exe reg="First Refresh Catalog",mname=|mgrname |, dname=SOFTWARE,
ip=|mgr ip|,port=|mgr port|,cat=prompt,ulogon=n
You must replace information between the pipes (|) with the necessary information to
perform the notification. For example, you might modify the command line above to read:

radskman.exe reg="First Refresh Catalog",mname=EastCoast, dname=SOFTWARE,
1ip=10.10.10.1,port=3464, cat=prompt,ulogon=n
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7. In the Port Number text box, type the port number that the Notify daemon will be listening
on.

8. If necessary, in the User text box, type the user name for the target device.
9. If necessary, in the User Password text box, type the password for the target device.
10. Click Next.

The Schedule dialog box opens.

11. In the Schedule dialog box, specify when you want this job to run. For more information, see
Scheduling Jobs on page 184.

12. Click Next.
The Submit Notify—Summary dialog box opens.

% submit Notify

j Summary

~ RIM Query -

SELECT AppEvent. device_id FROM AppEvent INNER JOIN DeviceConfiy ON AppEvent.device_id =
DeviceConfig.device_id WHERE ([[AppEvent. app_name) = ‘RIM Reparting’) AND ({DeviceConfig. 0s) = Windows_MNT
“ersion 5.0 YBuild 2195]7 GROUP BY AppEvent. device_id;

~ Selected Audience “
SAMPLE1
~ Selected Options “
DiSplahf Radia First Refresh Catalog
Marme :
Command - radskrnan reg="First Refrash
© Catalog" ,mname=|mgrname|,dname=S0FTWARE ip=|mar_ipl,port=|mgr_port| cat=prompt ulogon=n
Fot  agps
number ;
User : userl
~ Scheduler Information “
Starting On: 084202002 11:55:00
Duration: ]
Periodic Interval: ]
Priority: ]
Type: none

Submit | Back | Cancel |

Figure 7.5 ~ Submit Notify—Summary dialog box.

280



Chapter 7

13. Click Submit.

3
A list of the jobs appears. If the job is scheduled to run immediately, click 2 if you want to
review the state of the job.
You can also use the View Properties task to view detailed information, such as the status
of the installation. See Viewing Properties on page 172 for more information.
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Summary

You can purchase additional products to extend the functionality of the Radia Management
Portal.

If the Radia Inventory Manager is installed on the same computer as the Radia Management
Portal, a link is available in the banner of the Radia Management Portal.

Use Notify via the Radia Inventory Manager from the Radia Management Portal to notify an
audience based on a query of the Radia Inventory Manager database.
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audience
An audience is a group of devices on which you want to perform some action.

An example of an audience would be all of the computers in your Accounting department.

authority

Authority is your selected level within the Radia infrastructure. Use the Authority navigation
aid to browse your infrastructure and to select the place where you want to perform a task.
Every task you select in the Radia Management Portal is performed within the selected
authority.

Authority navigation aid

The authority navigation aid of the Radia Management Portal user interface allows you to
browse your infrastructure objects and select the place where you want to perform a task.

banner area

The banner area runs across the top of the Radia Management Portal user interface. It
includes a Logout command, a description of your current authority, links to related installed
components, such as HOME, PUBS, and INVENTORY, and an online Help button.

computer

A computer is a physical device that is running a piece of the infrastructure that you want to
manage via the Radia Management Portal. A computer must be addressable by an IP
address.

An example of a computer would be a computer that is running the Radia Client software.

container

A container is a logical grouping of objects used to limit the scope of influence that an
administrator can have over the entire infrastructure.
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directory

In computer networks, a directory is a collection of objects organized in a hierarchical tree
structure. The objects contain information about users, network resources, and what network
resources users can access.

One type of directory is a standards-based directory, such as LDAP (Lightweight Directory
Access Protocol). An LDAP directory is organized in a tree structure containing the root
directory, countries, organizations, organizational units, and individuals. An example of an
LDAP directory is Windows Active Directory or Novell NDS.

distinguished name (DN)

The distinguished name is a unique name for an object in a directory that includes the
name of the domain where the object is stored, as well as the path to the object.

entitlement

Entitlement is a policy that grants users (WHO) access to tasks (WHAT) to a specific subset
of the infrastructure (WHERE). Use entitlement to limit your administrators' access to the
tasks that are relevant to their jobs.

job
A job is a unit of work performed by the computer that is initiated by a person (via a task) or
a scheduled operation.

job group [E'?

A job group is an object representing a set of jobs. The job group definition includes
information about the priority of the job group, the number of jobs that can run concurrently
within the job group, the number of jobs that can be released in a specified time period, and
where this job group falls within the hierarchy of job groups.

LDAP

An LDAP (Lightweight Directory Access Protocol) directory is a directory that is organized in
a tree structure containing the root directory, countries, organizations, organizational units,
and individuals. An example of an LDAP directory is Windows Active Directory.

network discovery

Network discovery is the Radia Management Portal job that automatically discovers all
Windows network devices and the UNIX network nodes in your environment that you can
manage.

object

An object is a storage unit consisting of properties whose values describe the object.
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organization (o)

An organization is typically the top-most entry in your directory, often representing a
company or a business partner.

organizational unit (ou) @

An organizational unit organizes objects into logical administrative groups such as users,
groups, computers, or business units such as departments or divisions. An organizational unit
entry represents a collection of objects within a branch of a directory.

person
Also called a user.

A person is someone within your organization who has an account to access the system.

Radia Configuration Server

The Radia Configuration Server distributes applications to client computers. It runs on the
server and maintains the Radia Database, which stores information that the Radia
Configuration Server needs to manage digital assets for distribution to client computers.

Radia Integration Server

The Radia Integration Server is the foundation for a number of Radia infrastructure
components, including: the Radia Management Portal, the Radia Policy Server, the Radia
Inventory Manager, and the Radia Proxy Server. The Radia Integration Server integrates
these component modules; they use the same core Radia Integration Server files, run under
the same process, and share a single entry point for all HTTP (Web based) requests.

role

A role is a logical grouping of tasks that define an administrative function. For example, a
role called "Policy Admin" might include tasks such as configuring Policy Managers, starting
and stopping Policy Managers, and assigning policy.

server 4

A server is a physical device that is running a piece of the infrastructure that you want to
manage via the Radia Management Portal. A server must be addressable by an IP address.

An example of a server would be an NT Server that is running a Radia Configuration Server.

serviceD
A service within the Radia Management Portal is an application running on a server such as
a Radia Configuration Server or Radia Proxy Server.

A service within the Radia database represents a group of related packages that define the
content to be managed by: Radia.
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target device

See audience.

task

A task is an activity that a person performs to initiate a job.

task group
A task group is a logical group of tasks.

taskbar

When you use the authority navigation aid to access your infrastructure, the taskbar appears
along the left side of the Radia Management Portal user interface. The Taskbar contains
logical groups of tasks (called task groups). The available tasks vary based on the selected
authority, as well as your role.

user

See person.

workspace

The workspace is the large center area of the Radia Management Portal user interface, which
displays the infrastructure objects for the selected authority and the windows for a selected
task.
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