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Preface

Service Desk is an integral part of the HP OpenView portfolio of
products. The Service Desk application has a generic data exchange
interface that facilitates open integration with third party applications
for the purpose of sharing data. Data exchange is the process of
exporting data from one application database and importing it into
another, in a format that can be used by the application. Human resource
data or inventory data can be exported from one application, reformatted
and imported into Service Desk. Service events such as a single incident,
employee record, or configuration item can also be inserted and updated,
allowing you to tie all of your system management applications together.

The HP OpenView Service Desk: Data Exchange Administrator’'s Guide
provides you with the ability to better understand the capabilities that
exist for exporting data from external sources and importing data into
Service Desk. This guide is intended for system administrators who will
configure the data exchange settings, or for others involved with data
exchange. It is assumed that users of this manual have an
understanding of databases.

This guide contains both conceptual and detailed how-to information for
configuring and using the data exchange features of Service Desk. A
brief outline of the information in this guide is below:

= Chapter 1, “The Data Exchange Concept” on page 25, provides the
reader with a conceptual overview of how the entire data exchange
process works.

= Chapter 2, “Exporting Data” on page 33, explains how to configure
an extractor, how to export data, and how to review exported XML
files with the Viewer.

= Chapter 3, “The Import Mapping” on page 59, provides detailed
descriptions of the import process with information on mapping
classes and properties to items and attributes in Service Desk.

= Chapter 4, “Importing Data in Batches” on page 85, explains how to
import batches of data from an external data source into Service
Desk; for example, from a network management database into the
Service Desk database.

= Chapter 5, “Importing Service Events” on page 99, provides
information about the service event command line and explains how
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to import service events.

Chapter 6, “Outbound Service Events” on page 111, provides
conceptual information on sending service events from Service Desk
to an external application.

Chapter 7, “Auditing and Troubleshooting” on page 123 provides
some helpful information about the auditing and troubleshooting
tools available with Data Exchange.

Appendix A, “Integration With Network Node Manager” on page 131
contains useful information for importing service events from HP
OpenView Network Node Manager into Service Desk.

Appendix B, “Integration With ITO” on page 145 contains
information useful for setting up a bi-directional service event
integration with ITO.

Appendix C, “Integration With ManageX” on page 163 contains
information useful in setting up a bi-directional service event
integration with HP OpenView ManageX.

Appendix D, “Examples” on page 179 includes examples for
modifying a configuration file to export data, importing data from a
Microsoft] Excel spreadsheet, and from an ASCII text file.
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Revision History

When an edition of a manual is issued with a software release, it has
been reviewed and tested and is therefore considered correct at the date
of publication. However, errors in the software or documentation that
were unknown at the time of release, or important new developments,
may necessitate the release of a service pack that includes revised
documentation. Revised documentation may also be published on the
Internet, see the section We Welcome Your Comments! below, for the
URL.

A revised edition will display change bars in the left-hand margin to
indicate revised text. These change bars will only mark the text that has
been edited or inserted since the previous edition or revised edition.

When a revised edition of this document is published, the latest revised
edition nullifies all previous editions.

Table1 Revision History
Edition and Revision Number Issue Date Product Release
Second Edition June 2000 Service Desk 3.0
Second Edition, 1st Revision December 2000 | Service Desk 3.0,
Service Pack 3
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NOTE

Related Publications

This section helps you find information that is related to the information
in this guide. It gives an overview of the Service Desk documentation and

lists other publications you may need to refer to when using this guide.

The Service Desk Documentation

Service Desk provides a selection of books and online help to assist you in
using Service Desk and improve your understanding of the underlying
concepts. This section illustrates what information is available and
where you can find it.

This section lists the publications provided with Service Desk 3.0.
Updates of publications and additional publications may be provided in
later service packs. For an overview of the documentation provided in
service packs, please refer to the readme file of the latest service pack.
The service packs and the latest versions of publications are available on
the Internet. See the section “We Welcome Your Comments!” in this
preface for the URLSs.

= The Readn®e. ht mfile on the Service Desk CD-ROM contains
information that will help you get started with Service Desk. It also
contains any last-minute information that became available after the
other documentation went to manufacturing.

= The HP OpenView Service Desk: Release Notes give a description of
the features that Service Desk provides. In addition, they give
information that helps you:

— compare the current software’s features with those available in
previous versions of the software;

— solve known problems.

The Release Notes are available as a PDF file on the HP OpenView
Service Desk 3.0 CD-ROM. The file name is Rel ease_Not es. pdf .

= The HP OpenView Service Desk: Supported Platforms List contains
information that helps you determine platform and software
requirements and compatibility. It lists the combinations of platforms
and software Service Desk 3.0 was tested on.

18



The Supported Platforms List is available as a PDF file on the HP
OpenView Service Desk 3.0 CD-ROM. The file name is
Supported Pl atforns_List. pdf.

The HP OpenView Service Desk: Installation Guide covers all aspects
of installing Service Desk.

The Installation Guide is available as a PDF file on the HP OpenView
Service Desk 3.0 CD-ROM. The file name is
Instal | ati on_Qui de. pdf.

The HP OpenView Service Desk: Data Exchange Administrator’s
Guide explains how you can use data from other applications in
Service Desk. It explains the underlying concepts of the data
exchange process and gives step-by-step instructions on exporting
data from external applications and importing it into Service Desk.
The data exchange process includes importing single service events
and batches of data.

The Data Exchange Administrator's Guide is available as a PDF file
on the HP OpenView Service Desk 3.0 CD-ROM. The file name is
Dat a_Exchange. pdf .

The HP OpenView Service Desk: APl Programmer’s Guide contains
information that will help you create customized integrations with
Service Desk. This guide depicts the API structure, and explains
some of the basic functions with examples for using the Application
Programming Interface (API) provided with Service Desk. The API
extends the HP OpenView Service Desk environment by providing
independent programmatic access to data-centered functionality in
the Service Desk application server environment.

The API Guide is available as a PDF file on the HP OpenView Service
Desk 3.0 CD-ROM. The file name is APl _pg. pdf.

The HP OpenView Service Desk: Data Dictionary contains helpful
information about the structure of the application.

The Data Dictionary is available as an HTML file on the HP
OpenView Service Desk 3.0 CD-ROM. The file name is
Data D ctionary. htm

The HP OpenView VantagePoint Service Desk 3.0 Computer Based
Training (CBT) CD-ROM is intended to assist you in learning about
the functionality of HP OpenView VantagePoint Service Desk 3.0
from both a user and a system administrator perspective. The
CD-ROM contains demonstration videos and accompanying texts that
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explain and show how to perform a wide variety of tasks within the
application. The CBT also explains the basic concepts of the Service
Desk application.

The CBT is shipped automatically with the regular Service Desk
software on a separate CD-ROM.

= The online help is an extensive information system providing:

— procedural information to help you perform tasks, whether you are
a novice or an experienced user;

— background and overview information to help you improve your
understanding of the underlying concepts and structure of Service
Desk;

— information about error messages that may appear when working
with Service Desk, together with information on solving these
errors;

— help on help to learn more about the online help.

The online help is automatically installed as part of the Service Desk
application and can be invoked from within Service Desk. See the
following section entitled “Using the Online Help” for more
information.

Reading PDF Files

You can view and print the PDF files with Adobe Acrobat] Reader.
This software is included on the HP OpenView Service Desk 3.0
CD-ROM. For installation instructions, see the r eadme. ht mfile on the
CD-ROM.

The latest version of Adobe Acrobat Reader is also freely available from
Adobe’s Internet site at http://www.adobe.com.

Using the Online Help
You can invoke help from within Service Desk in the following ways:

= To get help for the window or dialog box you are working in, do one of
the following:

— Press F1.

— Click the help toolbar button =}
— Choose Hel p from the Hel p menu.
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— Click the help command button L .l in a dialog box.

= To search for help on a specific subject using the table of contents or
the index of the help system: choose Hel p Contents & | ndex from
the Hel p menu.

When you are in the help viewer, you can find help on how to use the help
system itself by clicking the Hel p toolbar button:

=

Service Desk also provides tooltips and “What'’s This?” help for screen
items like buttons, boxes, and menus.

A tooltip is a short description of a screen item. To view a tooltip, rest the
mouse pointer on the screen item. The tooltip will appear at the position
of the mouse pointer.

“What's This?” help is a brief explanation of how to use a screen item.
“What's This?” help generally gives more information than tooltips. To
view “What's This?” help:

1. First activate the “What's This?” mouse pointer in one of the following
ways:

« Press Shift+F1.

= Click the “What's This?” toolbar button .

e Choose What's This?  from the Help menu.

= Indialog boxes, click the question mark button 1z in the title bar.
The mouse pointer changes to a “What’s This?” mouse pointer 2.

2. Then click the screen item for which you want information. The
“What's This?” help information appears in a pop-up window.

To close the pop-up window, click anywhere on the screen or press any
key on your keyboard.
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Typographic Conventions

The table below illustrates the typographic conventions used in this

guide.
Font What the Font Represents Example
Italic References to book titles See also the HP OpenView Service
Desk: Installation Guide.
Emphasized text Do not delete the System user.
Bold First-time use of aterm that is The service call isthe basis for
explained in the glossary incident registration.
Couri er Menu names You can adjust the data view with the
commandsin the Vi ewmenu.
Menu commands Choose Save from the menu.
Button names Click Add to open the Add Service
Call dialog box.
File names To start the installation, double-click
setup. htm
Computer-generated output, such as If the system displays the text
command lines and program listings C\>dir a:
The device is not ready
then check if the disk is placed in the
disk drive.
Courier bold User input: text that you must enterina | If the service call must be solved

box or after acommand line

within 30 minutes, enter 30.

Courier italic

Replaceable text: text that you must
replace by the text that is appropriate
for your situation

Go to the folder X:\\Setup, where Xis
your CD-ROM drive.

Helvetica bold

Keyboard keys

A plus sign (+) means you must press
thefirst key (Ctrl in the example), hold
it, and then press the second key (F1in
the example).

Press Ctri+F1.
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We Welcome Your Comments!

Your comments and suggestions help us understand your needs, and
better meet them. We are interested in what you think of this manual
and invite you to alert us to problems or suggest improvements. You can
submit your comments through the Internet, using the HP OpenView
Documentation Comments Web site at the following URL:

http://ovweb.external.hp.com/lpe/comm_serv

If you encounter serious errors that impair your ability to use the
product, please contact the HP Response Center or your support
representative.

The latest versions of OpenView product manuals, including Service
Desk manuals, are available on the HP OpenView Manuals Web site at
the following URL:

http://ovweb.external.hp.com/Ipe/doc_serv

Software patches and documentation updates that occur after a product
release, will be available on the HP OpenView Patches Web site at the
following URL.:

http://ovweb.external.hp.com/cpe/patches

23


http://ovweb.external.hp.com/lpe/doc_serv
http://ovweb.external.hp.com/lpe/comm_serv
http://ovweb.external.hp.com/lpe/doc_serv
http://ovweb.external.hp.com/cpe/patches

24



The Data Exchange Concept

Data Exchange is the process of exporting information from a data
source, formatting it and then importing it into the Service Desk
application. A number of example configurable extractors are provided,
that can be used to gather data from multiple data sources. The extractor
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exports a data exchange file in extensible markup language meeting the
common information model, (CIM-xML) making it easy to import.
Mapping the import settings in Service Desk ensures the data is
imported correctly.

The extractor will work with any third-party database with obBc,
extending the capability of Service Desk even further.

The following chapters provide more detailed information about the
extractor and the data exchange process.

NOTE For additional information on installing components necessary for data
exchange, see the HP OpenView Service Desk: Installation Guide.
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The Big Picture

The command to exchange data is sent from Service Desk. Data is
exported from the external application’s database by an extractor
configured for the application. The key steps involved in the process are:

Create or modify the configuration file using one of the examples
provided.

Establish an obsc link to the external application’s database.

Export the data by running the extractor from the Service Desk
application server or a dedicated data exchange server.

Examine the exported xmL file with the viewer, if needed configure the
extractor and export the data again

Configure the data import settings by mapping the external application’s
classes, properties and values to Service Desk items, attributes, and
values,

Import the data from the XML file into Service Desk. Batch importing is
done from the Data Exchange dialog box, see Chapter 4, “Importing Data
in Batches,” on page 85. The data exchange process for service events is

initiated from a command line in the external application, see Chapter 5,
“Importing Service Events,” on page 99.

Once the data exchange process is configured for an external application,
you can save the settings as a task and use the task to export and import
data again. It is also possible to use a scheduling program, for more
information see “Scheduling a Data Exchange Task” on page 91
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Figure 1-1 Overview of the Data Exchange Process
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NOTE The data exchange process only works if Service Desk runs in three-tier
mode. The data exchange process can only be run from an application
server or a data exchange server running on a Windows NTO platform.
Configuration, XML, and log files can only be accessed from the
application server or the data exchange server.
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Overview of the Export Process

Most companies use a number of applications to monitor their networks,
store human resource data, and inventory information. This information
can be imported into Service Desk using Data Exchange. To export data
from the external application’s database, a special program called an
extractor is needed. The extractor has two major tasks. First, to export
the information that needs to be imported into Service Desk. Second, to
configure the exported information into a format that can be imported
properly by Service Desk.

System administrators can create new configuration files by copying one
of the examples provided and modifying it. The configuration file makes
it possible to establish what data to gather from the external
application’s database. Changing the configurable file changes the export
mapping, giving system administrators the ability to vary the data that
is exported into the data exchange files.

When the extractor receives the Export data froma storage devi ce
command, it connects to the database of the external application via the
oDBc driver and reads only the data it is configured to read.

The following types of information can be defined with the configuration
file:

e Database information
= System information
e Element information

The exported data is formatted into an XML file, referred to as a data
exchange file, that can be viewed prior to importing into Service Desk.
The data exchange file is then imported into the Service Desk database
so that the data can be displayed in the Service Desk application.

For more detailed information See “Exporting Data” on page 33.
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Configuring the Import Mapping

It is important to configure the import mapping so that the data
imported from another application is interpreted correctly. This process
is completed through the use of import mapping dialog boxes in the
Service Desk application. To complete this task, it is necessary to know
what information is in the external application database and where and
how the data must be displayed in Service Desk. Classes will need to be
mapped to a template which contains default values. Templates exist for
every item available in Service Desk. Attributes, relations, and attribute
values will also need to be mapped if you intend to import them into
Service Desk.

For more detailed information, See “The Import Mapping” on page 59.
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Importing the Data

Once the import mapping is configured and the configurable extractor is
configured to export data from your particular external application, it is
possible to start importing data into Service Desk. There are two options
available for the purpose of importing data; importing batches of data
with sd_i nport. exe or importing service events with sd_event . exe.

The batch import process makes it possible to import a number of
different items. The data is organized into a preload file; data that
cannot be mapped will be filtered out. The filtered data in the preload file
is then imported.

The option to import a service event is recommended for use when there
is only one class or configuration item to be imported, for example if you
only want to import a service call, or an incident. A command is entered,
in the external application, to send data to the Service Desk application
server where it is imported. While the data exchange process can only be
run on a Windows NT server, the command to import a service event can
come from any machine that uses hypertext transfer protocol (HTTP) for
Web servers, to include UNIXO machines.

The import mapping defined in Service Desk is used by both the batch
and service event importing options. The import mapping used for a
service event is selected from the command line, while the import
mapping for batch imports is selected in the data exchange dialog box in
the Service Desk application. Templates exist for both types of import
mapping.

All Data Exchange processes take place through the application server; if
you will be importing a large number of items it will be necessary to use
a dedicated data exchange server.

Old objects and relations are not removed in this version of Service Desk.
You must manually locate and delete old objects and relations to remove
them.

For more detailed information See “Importing Data in Batches” on
page 85.

32 Chapter 1



Exporting Data

To import data into Service Desk it first needs to be exported from the
external data source. A number of example extractors are provided with
Service Desk that can be configured for your data source.
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The extractor’s purpose is to take data from where it is stored by one
application and put it in a format that can be imported by another
application.

The export mapping is set in the configuration file so that it will export
only specific data. Any number of classes and properties can be exported.
The information is exported into XML formatted files that are compliant
with the common information model, also known as ciM-xML. This
format is used because it can be read and imported by many different
database applications without needing to change the extractor. A DTD
file, located in the same folder as your XML file, is used to validate the
file, check the tag hierarchy and tag spelling. The file will also be checked
for misspelled class and property names via the import mapping, and
whether relations reference objects in the exported XML file or not. A
text file and a log file are also created by the extractor.

The entire data export process includes approximately 4 steps, which
will be explained in the following sections. They are:

Step 1. Decide what to export.

Step 2. Configure the extractor, using one of the example configuration files
provided.

Step 3. Define an obBc link to the external source database.
Step 4. Run the extractor to export ciM-XMmL files.

Step 5. View the xmL files.
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Deciding What to Export

Before configuring the extractor and setting the export mapping to
export data, you need to know what information you want to manage or
view in Service Desk. Many organizations use Service Desk in
conjunction with other management applications and want to avoid
adding inventory or human resource information manually into Service
Desk. The following list is a guide to help you determine what to
configure the extractor to export:

1. Define the information you want to manage in Service Desk.

2. Evaluate the Service Desk database to see how information is stored.
This should result in a list of table names, column names and
attributes.

3. Select the items you want to export from the external data source.

4. Evaluate the external application database: Can it provide the
information you selected or will you need to use an additional
management application? You should develop a list of class names,
attributes, key values and any relations. You will need to note how
the data is organized in the database. The following section may be
helpful in this task.

Loading only selected columns instead of complete tables will result in a
much faster data exchange process.

Checking the Database Structure

One of the most important steps in creating or modifying a configurable
extractor file is knowing the table structure. Some applications do not
have an object browse tool and it can be difficult to view how information
in the external application database is structured. It is crucial that table
names and columns are accurate when configuring the extractor. For
Oraclel] database users it is possible to use SQL*Plusl for this purpose.
You may also use the technical documentation provided with the
external application. Another possible method is to use Microsoft Access
as explained below to browse through the data and make simple queries:
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1. Start MS Access.

2. Create New, Bl ank Dat abase.

3. Enter a Name for testing purposes and click O eat e.

4. From the Fi | e menu click Get External Dat a, then click Li nk
Tabl es.

5. SelectFil e of Type (CDBC dat abases.

6. Click the Machi ne Data Source tab.

7. Select the ODBC driver.

8. Select the tables you want to add and click CK.

9. Click Open to view the contents, or Desi gn to view the columns of a
table. Use Query building to browse data and links.
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Configuring the Extractor

The extractor comes with a number of example extractors. The examples
contain files in Windows[ initialization format that can be configured.
Windows initialization files are used to define and transmit commands.
System administrators can use the configuration file to specify precisely
what data they want to export and how and where it needs to be exported
from the database. The examples provided contain default information
and can be used as is or modified. The parameters set in the
configuration file are directions sent to the external application database
through sqQL statements. The sQL statements are executed and the
information is exported in the format defined.

When configuring the import settings, keep in mind:

= The class name between [ ] brackets in the configuration file is the
class you need to map in the import mapping.

e ATT and PARENT_RELATION_NAME determine the attributes that
have to be mapped when configuring the import mapping.

Modifying the Configuration File

A number of configuration files in Windows ini format are provided to
make it easier for system administrators to make adjustments
concerning the data to be exported. Example configuration files are
provided for: Microsoft Systems Management Server , HP OpenView's
Network Node Manager , and Desktop Administrator. To view the files
look in the dat a_exchange\ confi g folder of the Service Desk
application or open them from the Data Exchange dialog box from within
the Administrator Console. A portion of a configuration file follows with
the keywords defined in the following section:

Configuration File
[ DSN

NAMVE=hpdt adb_dt a
USR=hpdt a

PWD=hpdt a
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[ SYSTEM

LOG=TRUE

XM_=TRUE

TXT=TRUE

DUMP=TRUE

QUTPUT_FI LE=dt a5. t xt

LOG FI LE=C. \ Tenp\ DTAS. | og
XM._OQUTPUT_FI LE=C. \ Tenp\ DTA5. xni
APPLI CATI ON_NAME=DTAS

ENCODI NG=I SO 8859- 1
[ CLASSES]
NAME=ADM N, CPU

[ ADM N

SOURCE=ADM N STRATI VE

| D=[ MACH D

ATT=[ MACH NENAME] , [ | PADDRESS]

CONDI TI ONE[ GSTYPE] = Wndows NT' OR [ OSTYPE] = W ndows 95’

COLUWNS=[ ADM NI STRATI VE] . [ MACH NEI O as
[ MACH D}, [ ADM N STRATI VE] . [ MACH NENAME] as
[ MACH NENAVE] , [ ADM NI STRATI VE] . [ | PADDRESS] as [ | PADDRESS]

[CPY

SOURCE=CPU

PARENT=ADM N

PARENT RELATI ONE[ CPU] . [ MACH NEI D] =MACH D
| D=[ CLOCKSPEED] , [ CPUTYPE]

COLUMNS=[ CPU] . [ MACH NEI D] as [ MACH D], [ CPU| . [ CLOCKSPEED] as
[ CLOCKSPEED)] , [ CPU] . [ CPUTYPE] as [ CPUTYPE], [ CPY| . [ REPLI CATE]
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Configuration File Keywords

Definitions of the syntax used in the configuration file follow:

DSN

NAME
USR

PWD

SYSTEM
LOG

TXT
XML
DUMP

LOG_FILE

XML_OUTPUT_
FILE

APPLICATION_
NAME

ENCODING

Define the data source to be used

Name of the ODBC data source.

The database user who owns the data source
tables and views

The database user’s password

Define the system and and data file settings

Enter TRUE to create a log file created.
Enter TRUE to create a text file.
Enter TRUE to create an XML file.

Enter TRUE to have the output displayed on your
screen.

Enter the location where you want the log file
placed. This field is only used when you run Data
Exchange from a command line.

Enter where you want the extracted XML file
placed. This field is only used when you run Data
Exchange from a command line.

Enter the name of the external application you
are extracting data from. For example, DTA.

Enter the name of the language code you want to
use when viewing the XML file. For example, the
default 1SO-8859-1 is used for European
languages while UTF-8 is used for Kanji and some
other character based languages.

Chapter 2
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CLASSES Define what entities will be exported

NAME Name of the item you will be importing. You can
choose the name yourself. This is the class name
that is mapped from the XML file to a Service
Desk item when you do the import mapping.

SOURCE Specify the tables or views to select data from.

ID Only used in text output file, for backwards
compatibility with ITSM.

ATT Defines the contents of the classes. Alias names of
attributes you want to export to XML file. Not all
columns specified in COLUMNS have to appear
in the XML file.

COLUMNS Specifies all columns to be selected with an alias
[columnnamel] AS [alias 1]. Columns that appear
in the PARENT_RELATION have to be put into
the column list when tables are cached
[LOADTABLE=TRUE], because the extractor
uses this information to find all children for a
particular parent in memory. If an alias is not
specified the column name will be used as the
alias name.

MAXRECORDS  Use to specify the maximum number of records to
be exported.

LOADTABLE TRUE or FALSE. Specifies whether the records
are cached in memory to process parent-child
relations faster, or queries are run for each parent
to find its children. Use TRUE if you have plenty
of memory and want quicker performance. Use
FALSE is you have little memory available, it will
be slower.

PARENT Specifies the parent class in the child section.

PARENT_RELA  Specifies the relation between the child and its

TION parent. Left of the equal sign is the column of the
foreign key of the child. Right of the equal sign is
the alias of the primary key of the parent.
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CLASSES Define what entities will be exported

PARENT_RELA Specifies the name of the relation. The default is
TION_NAME PARENT.

CONDITION Provide conditions or selection criteria for the
records to be retrieved.

ORDERBY Specifies the order of the records.

Do not use ID as one of your field names in the configuration file, it will
cause an error when exporting. When sd_export extracts data and puts
it into XML files a field called ID is added by the program to give each
record a unique ID in the XML file. As an alternative you can use field
names such as NNM_ID, or Event_ID, for example.

Defining Relations in the Configuration File

You can specify how relations should be imported in the export
configuration ini file. The ini file is also where you specify how data is
joined and sorted, not during the import mapping phase. There are three
primary types of relations that can be imported; N:1 relations based on a
search key, N:N or Parent-Child relations, and 1:Rel:1 that involve
multiple classes. The following sections will explain the relation types in
more detail and include information on how to configure the configurable
ini file to export them.

The Data Dictionary provided with Service Desk provides a description

for all items and tables in Service Desk to include the relations between
those items. For example, if the attribute for an item has a 1:1 relation,

e.g. Service call caller to the Person item, the table where the other item
is stored will be listed. If the attribute has a 1:N relation, e.g. Service call
History lines to History line items, the table where the items are stored
will be shown along with the table column that contains the foreign key.

Search Key; N:1 Relations

In the N:1 relation the N refers to one or more items in Service Desk
related to one (1) other item in Service Desk. This type of relation uses a
search code as an entity reference to determine the relationship between
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the items. When modifying the configuration file you need to make sure
that the item that is referenced using a search code is exported first. The
order is determined by how the classes are listed in the [CLASSES]
section. If the referenced entity is not exported to the XML source file
first, an error will result when importing. The following diagram shows
this relation with the Admin CI referencing the Person item:

Cl Person

Admin-ID

EntityRef

Following is a portion of a configuration file demonstrating how to export
this type of relation, note that PERSON is configured to be exported
before CI_ADMIN_RELATION:

[ PERSON]

SOURCE=[ EMPLOYEE]

ATT=[ PERSON_| D], [ PERSON_NAME]
COLUWNS=[ PERSON_| D] , [ PERSON_NANE]
LOADTABLE= TRUE

[ Cl _ADM N_RELATI ON|

SOURCE=[ EQUI PNENT]

ATT=[ADM N ID], [C _ID|

COLUMNS=[ ADM N_I D], [ EQUI PVENT_I D] AS [Cl _I D]
LOADTABLE=TRUE

To complete the process for importing this relation you will need to
create the import mapping to use a search code as a reference to the
item. A complete import mapping for this example is available at;
“Search Key; N:1 Relations” on page 64.

For another importing example see “Importing Data With Relations” on
page 193.
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Parent-Child; N:N Relations

In this type of relation the N refers to one or more items in Service Desk
related to N, one or more other items in Service Desk. This type of
relation uses multiple item search codes or an entity set reference to
make the relationship. The configuration file is modified differently for a
N:N relation than a N:1 relation. For the N:N relation you can use
PARENT, PARENT_RELATION, and PARENT_RELATION_NAME
fields to specify the Parent-Child relation. The following diagram
demonstrates this relation with multiple configuration items. Users are
related to Person items using the EntitySetRef. The relationship can be
made in either direction:

Cl | Person

User_ID

EntitySetRef —

Following is a portion of an ini file demonstrating how to export this type
of relation:

[ Gl _USER_RELATI ON_PARENT]

SOURCE=[ EQUI PEMENT]

ATT=[ USER_| D]

COLUMNS=[ USER | D] , [ EQUI PNENT_I D] AS[ CI _I D]
LOADTABLE=TRUE

[ Cl _USER RELATI ON_CHI LD]

SOURCE=[ EQUI PNENT]

ATT=[Cl _I D]

COLUWNS=[ EQUI PVENT_I D] AS[ CI _I D]
LOADTABLE=TRUE

PARENT=Cl _USER RELATI ON_PARENT

PARENT RELATI ON=[ EQUI PVENT | D] =[ CI _I D]
PARENT RELATI ON_NAVE=PARENT
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To finish the process and import this relation you will need to create an
entity reference in the import mapping.

To complete the process for importing this relation you will need to
create the import mapping to use a search code as a reference to the
item. The complete import mapping for this example can be found at,
“Parent-Child; N:N Relations” on page 67.

For another importing example see “Importing Data With Relations” on
page 193.

Relations with Relation Type; 1:Rel:1 Relations

The 1:Rel:1 type relation is a relation that is specified by creating
another class for the purpose of describing the relation between two or
more classes. You can use an entity reference with a search code and an
entity reference to a relation table in Service Desk to describe the
relation. When using a reference to a relation table, the relation
information is maintained in a separate relation code table. You can map
items to the values in the relation table to define the type of relation.
Another option is to enter a default value or create value mapping for the
relations.

Cl R SW
EntityF;\ /;ﬂityRef
CLID
SD_ID
Relation

e

REL Table

- Is installed on
- Has installed

Following is a portion of an ini file demonstrating how to export this type
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of relation:

[ Cl_I D_NAME]

SOURCE=[ EQUI PNENT]

ATT=[Cl _I D]

COLUWNS=[ EQUI PVENT | D] AS[ Cl _I D]
LOADTABLE=TRUE

[ SW | D_NAME]
SOURCE=[ EQUI PNENT]
ATT=[ SWI D]
COLUWNS=[ SW | D]
LOADTABLE=TRUE

[ SW REL_RELATI ON]

SOURCE=[ EQUI PNENT]

ATT=[Cl _I D], [SWI D]

COLUWNS=[ EQUI PVENT | D] AS[ CI _I D], [ SOFTWARE] . [ SW 1 D],
LOADTABLE=TRUE

To complete the process for importing this relation you will need to
create the import mapping to use a search code as a reference to the
item. Refer to the following section for the complete import mapping,
“Relations with Relation Type; 1:Rel:1 Relations” on page 70.

For another importing example see “Importing Data With Relations” on
page 193.
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Defining the ODBC link

An open database connectivity driver (obBc) allows applications to
communicate with a number of other ODBC compliant databases. To
establish an ODBC link between the extractor and the external
application database follow these general steps:

Click St art on your desktop, then Set ti ngs, then click Cont r ol
Panel and then the ODBC icon.

Click the Syst em DSN tab. Service Desk uses the System DSN for Data
Exchange, and all examples are provided with that type of DSN in mind.
System DSN is used when the data source is local to a computer, rather
than dedicated to a user. The system, or any user with access priviledges,
can use a data source set up with a system DSN.

Choose the appropriate driver for your application, for example:

DTA 5.0: Solid ODBCdriver 3.0

DTA 4.0: DTA 4.0 ODBC Driver (32-bit) or DTA 5.0 ODBC Driver.
Microsoft Systems Management Server: SQL Server

NNM: Oracle 8, or Oracle 7.3 Version 2.5, or SQL server

Select Fi ni sh.

Fill in the following Fields, dependent upon the application:

DTAG:

Data Source Name:HPDTADB_DTA

Description: DSN for HP DTA SOLID database

Network Name: TCPIP <server name> 1313

If your DTA 5 server is different from the Service Desk server you still need
to have the SOLID ODBC driver installed on the Service Desk application
server.

DTA 4:
Data Source Name, example: my_dta_source
Select Data File, example: F:\ HPDTA\ DATA\ NADM N. DBD

Microsoft Systems Management Server:

Data Source Name, example: my_sms_source.

Description, example: Microsoft Systems Management Server
Server, example: Microsoft Systems Management Server_server
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Press Next the select SQL server authentication (see your Microsoft Systems
Management Server system administrator if you don't know).

Login ID:

Password:

Click Next,

Change the default database to the database you want to connect to,

Click Next,

Click Finish.

Network Node Manager:

Data Source Name, example: NNM6
Description, example: Network Node Manager
SQL*Net connect string, example: nnm_server
User ID: ovdb

Special Instructions for Network Node Manager

HP OpenView Network Node Manager must have a data warehouse
installed on an Oracle or SQL Server database to be able to access it with
ODBC.

Follow one of the following procedures to export NNM version 6 topology
data to an Oracle or SQL Server database:

For NNM on Windows NT:

1. Create an Oracle or SQL Server account called ovdb with the
password ovdb.

2. Create an Oracle or SQL Server obBc connection named NNMto the
Oracle or SQL Server account ovdb.

3. Create the Network Node Manager table structure in the ovdb
account, with the following command:

USACE

ovdwconfi g. ovpl [-rdb CDBC datasource] [-u user]

[ - password password] [-type enbedded| msSql Srvr/oracle] [-1oad]
[-reload] [-env envVar=val ue]

For example, for an Oracle database:

USACE:
ovdwconfig. ovpl -rdb NNMB -u ovdb -password ovdb -type oracle -1 oad

For example, for a SQL database:
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ovdwconfig. ovp-1 -rdb nnn6sgl -u ovdb -password ovdb -type
nsSql Srvr -1 oad

Run ovdwt opo - export -rdb nnm This will put the topology data in
the Oracle account via the obDBC connection.

For NNM on HP-UX for Oracle:

1.
2.

Create an Oracle account called ovdb with the password ovdb.

Shut down Oracle or close all Oracle client processes:
$cd CRACLE_HOVE/ rdbns/ | i b

$ /usr/bin/ make -f

/ et ¢/ opt/ OV shar e/ conf/ anal ysi s/ cl nt sh. nk

Create tables for the NNM data with:
#ovdwconfig.ovpl -rdb Ovoracle -u ovdb -password ovdb
-load -type oracle

Load the topology into the Oracle ovdb account, with:
# ovdwt opo -export -rdb Ovoracl e
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The Extraction Process

All data exchange processes must be run from either the application
server or a dedicated data exchange server. The option exists to export
data in one step and then import it at a later time or export the data and
import it immediately afterwards.

SQL statements are generated by class definitions established in the
configuration file and are passed to the ODBC driver. Tables, columns,
and classes are selected, and relationships made according to the
definitions in the configuration file. The extractor processes the SQL
statements in the following manner:

Starts with the first class without parents.
Creates an SQL statement.

For each record:

a. Extracts the first record

b. Puts it in the xmL file.

For all child classes:

a. If LOADTABLE=TRUE or if no records are loaded, creates an SQL
statement to load all records in memory and uses the
PARENT_RELATION to scan through the records in memory to find
the children.

else

b. Creates an SQL statement to get the records belonging to the parent
using the PARENT_RELATION.

Processes all child records recursively.
The following records are created from the class section:

table loaded LOADTABLE=TRUE or no child class:
SELECT <COLUMNS>

FROM <SOURCE>

WHERE <CONDITON>

ORDER BY <ORDERBY>
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Table not loaded LOADTABLE=FALSE and it is a child class PARENT=;
SELECT <COLUMNS>

FROM <SOURCE>

WHERE <CONDITON>AND<PARENT_RELATION(with the right side
filled in.)

ORDER BY <ORDERBY>;

joins (LEFT JOIN, etc.)

SELECT <COLUMNS>

FROM <SOURCE>ON<CONDITION>
ORDER BY<ORDERBY>
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Exporting Data

To export data follow the steps in the following procedure.

Using a Task to Export Data From a Storage Device

Step 1. Open a data exchange task.

1. From the Tool s menu click Syst em open the Data folder in the
Administrator Console and double-click the Dat a Exchange icon to
open it.

2. Double-click the Dat a Exchange Tasks icon. Existing data
exchange tasks will be visible in the window. To export the task needs
to include the correct: Export nappi ng, Exchange fil e nane,
and the Export check box must be selected:

Figure 2-1 Data Exchange Task Window
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El SF Data Exchange

s Datg Exchange T aszk
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H Templates
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3. Double-click the task you want to use. The task will be opened in the
Data Exchange dialog box.
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Step 2. Configure the task for exporting.

1. Selectthe Export data from a storage devi ce check box:

Figure 2-2 Data Exchange dialog box - Exporting Data

NNMER ]
—

_Bowse | Vew |

¥ Debug

r
|,r_ =1

2. Inthe Export mappi ng field enter the configuration file you want to
use with the extractor to export the data. You can choose one from the
list box. Click Edi t if you want to modify the configuration file
selected. The file will be opened in a text editor.
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3. Inthe Exchange fil e field, enter the name of the exported xmL file
you want to import after the export process has taken place. The XML
file name is set in the extractor’s configuration file. Click Br owse to
search for a file. Click the Vi ewbutton to open the exported xmL file
in an object-tree format to verify that it is accurate.

Step 3. Run the task.

1. Clearthel mport data into Service Desk dat abase check box
and the Account field if you do not want to import data at this time.
For information on importing data, see Chapter 4, “Importing Data in
Batches,” on page 85.

2. Click Save to save the modified task , and OK to export data.

3. To view log files of the export process click Li st 1og files atany
time during or after the data exchange. Select a log file from the list,
right-click and then click Open.

Creating a Task to Export Data
To create a new task for exporting data:

1. If a task does not yet exist you can modify an existing task or you can
create a new task by right-clicking with the mouse anywhere in the
Data Exchange Task window and selecting New Task from the menu
that will appear. Another option is to select the task button on the
toolbar. It is located directly below the Fi | e button:

2. An empty data exchange dialog box will appear. Enter the
information you want to use for this task and click Save at the bottom
of the dialog box. The task will appear in the Data Exchange Task
window.

Exporting From the Command Line
To export data using a command line instead of the Data Exchange
dialog see “Command Line Parameters” on page 92.

The Data Exchange Files

The extractor creates a CIM-XML formatted file, a text formatted file,
and a log file. Any XML file can be imported into Service Desk as long as
it complies with the CIM-DTD. Currently CIM-DTD version 2.0 is
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supported.

Each CIM-XML file contains a header with information in it such as the
date and the application the data was exported from. Start and end tags
are used to specify elements and properties within the file. Element tags
are labeled INSTANCE CLASSNAME with the name for the item after
it. The tag labeled PROPERTY denotes attributes of the INSTANCE.
Each INSTANCE must have a PROPERTY named ID. The PROPERTY
called ID must have a unique VALUE that is used to identify that
specific item, such as a serial number. INSTANCES that are children will
contain the tag PROPERTY.REFERENCE NAME =PARENT followed by
values expressing the unique ID of the parent.

The CIM_DTD_V20.dtd file must be located in the same folder as the
generated XML file.

The XML Format

Extensible markup language (XML) is similar to the HTML used in many
Web pages. It provides a flexible way of creating common information
formats making it a simple way to share the format and data across to
other applications. Both xML and HTML contain markup symbols to
describe the contents of a page or file. HTML, however, describes the
content (mainly text and graphic images) only in terms of how it is to be
displayed and interacted with. For example, a <P> starts a new
paragraph. XML describes the content in terms of what data is being
described. For example, a <PHONENUM?> could indicate that the data
that followed it was a phone number. This makes it possible for an xmL
file to be processed purely as data by an application. For example,
depending on how the program in the receiving computer wanted to
handle the phone number, it could be stored, displayed, or dialed. XML is
“extensible” because, unlike HTML, the markup symbols are unlimited
and self-defining.

Example XML File

<?xm version="1.0" encodi ng='1S0O 8859-1" ?>

<! DOCTYPE O M SYSTEM
“file: MDD V20. dtd"

[<VENTITY It " &#38; #60; " >
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<IENTITY gt " &#H62; " >
<IENTITY anp " &#38; #38; " >
<IENTI TY apos " &#39; ">

<! ENTI TY quot "&#34;"> 1>

<G M O MVERSI ON="2. 0" DTDVERSI ON=" 2. 2" >
<DECLARATI ON>
<DECLGROUP>

<DECLARATI ON\>
<DECLGROUP>
<VALUE. CBJECT>
<I NSTANCE CLASSNAME=" Header ">
<PROPERTY NAME="Date" TYPE="string">
<VALUE>12/ 06/ 1999</ VALUE>
</ PROPERTY>
<PROPERTY NAME="Appli cation" TYPE="string">
<VALUE>NNIVK/ VALUE>
</ PROPERTY>
</ | NSTANCE>
</ VALUE. OBJECT>
<VALUE. GBJECT>
<I NSTANCE CLASSNAME="PC' >
<PROPERTY NAME="|D' TYPE="string">
<VALUE>1</ VALUE>
</ PROPERTY>
<PROPERTY NAME="Nane" TYPE="string">
<VALUE>Vect r a</ VALUE>
</ PROPERTY>
<PROPERTY NAME="Price" TYPE="real 64">
<VALUE>3200. 00</ VALUE>
</ PROPERTY>
<PRCPERTY NAME="Brand" TYPE="string">
<VALUE>Hewl et t - Packar d</ VALUE>
</ PROPERTY>
<PROPERTY. REFERENCE NAME="User " >
<VALUE. REFERENCE>
<I NSTANCENAME CLASSNAME=" Enpl oyee" >
<KEYBI NDI NG NAVE="| D' >
<KEYVALUE>4</ KEYVALUE>
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</ KEYBI NDI NG>
</ | NSTANCENAMVE>
</ VALUE. REFERENCE>
</ PROPERTY. REFERENCE>
</ | NSTANCE>
</ VALUE. OBJECT>
<VALUE. GBJECT>
<I NSTANCE CLASSNAME=" Mbuse" >
<PROPERTY NAME="Nane" TYPE="string">
<VALUE>Cor dl ess Pro V</ VALUE>
</ PROPERTY>
<PRCPERTY NAME="Brand" TYPE="string">
<VALUE>Hewl et t - Packar d</ VALUE>
</ PROPERTY>
<PROPERTY. REFERENCE NAME="Par ent " >
<VALUE. REFERENCE>
<| NSTANCENAME CLASSNAME="PC' >
<KEYBI NDI NG NAME="| D' >
<KEYVALUE>1</ KEYVALUE>
</ KEYBI NDI NG>
</ | NSTANCENAMVE>
</ VALUE. REFERENCE>
</ PROPERTY. REFERENCE>
</ | NSTANCE>

</ VALUE. OBJECT>
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Viewing Data Exchange Files

Data exchange files can be viewed in a browser such as Internet
Explorer. When the Vi ewbutton is selected the xmL file is converted to
HTML and structured into an object-tree format, making it easy to view.
The viewer provides system administrators with a great tool for ensuring
the extractor is configured correctly, and that the data exported is
sufficient, prior to loading it into the Service Desk application database.

To view data exchange files prior to importing:

1. Fromthe Tool s menu, click Syst em then expand the Data folder in
the Adminstrator Console. Double-click on the Dat a Exchange icon
and then double-click the Dat a Exchange Tasks icon to open it.

2. Double-click on the task that corresponds with the exchange file you
want to view. The task will be opened in the Data Exchange dialog
box.

3. Enter the xmL file you want to view in the Exchange fi | e field, then
click Vi ew

4. When you finish viewing the file you can import it or run the export
process again before importing.

Viewing large XML files with the Data Exchange Viewer is not
recommended. A normal text editor is recommended when viewing
larger XML files.
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Import mapping is done via a series of mapping screens in the Service
Desk application. Classes from the external application must be mapped
to Service Desk items and provided with an appropriate template in
Service Desk. The template selected comes with a number of default
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attributes and values. Every item in Service Desk has a template which
can be used for import mapping. Service Desk can be customized, making
it possible to create new fields in Service Desk to support additional
value mapping.

It can be helpful to use the viewer provided to look at the exported XML
file when you are conducting the mapping process. This will give you a
an overview of all of the items you need to map. It can also help prevent
minor deviations in terminology and spelling, that could lead to data not
being imported.

The HP OpenView Service Desk:Data Dictionary contains helpful
information about the structure of the Service Desk application. It is
available as an HTML file on the Service Desk 3.0 CD-ROM with the file
name Data_Dictionary. htm

External classes and attributes entered when configuring the import
mapping must match exactly with those present in the XML file. If the
item is in uppercase instead of lowercase letters, extra spaces are
present, or the spelling differs a warning will be logged in the import log
file during the import process.

The demo database contains predefined import mappings that can be
changed to fit your organizational needs. For information about
installing the demo database, see the HP OpenView Service Desk:
Installation Guide. The following files are provided:

Batch Loading

Supported Integrations Configurable Import Mapping
Extractors Templates

Microsoft System snms2. i ni sms2_i nport

Management Server

Software

HP OpenView Desktop dt a5. i ni dta5_i nport

Administrator

HP OpenView Network nnn®. i ni nnn6_i nport

Node Manager
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Supported Integrations

Configurable
Extractors

Import Mapping
Templates

HP OpenView IT Service
Manager 5.6 Migration

Multiple files
available, refer to
the Service Desk
3.0 Migration
Guide.

Multiple import
mapping
available, refer to
the Service Desk
3.0 Migration
Guide.
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About Item Mapping

Every external class imported needs to be mapped to an item in Service
Desk. Templates exist for every item in Service Desk. Templates provide
a way of relating an external class to a Service Desk item and category.
Templates contain default attribute values. You can create one or more
import mapping templates for each external application using data
exchange.

If PC inventory information is being imported you might search for a
template for configuration items, selecting a template that comes closest
to matching the type of data you will import. There may be a template
specifically for PCs available. The template will contain a number of
default attributes, and values. You will map the exported properties and
values for the PC to those for the configuration item in Service Desk. The
mapped data overwrites any information in the default fields of the
template when it is imported. Classes and their associated properties
and values must be mapped in order to be imported into Service Desk.
The class name between [ ] brackets in the configurable extractor file is
the class you need to map in the import mapping.

Attribute Mapping

Attributes define and identify items, for example the exported class PC
might have the properties Model and Location, Service Desk may have
similar attributes called Type and Address. For those properties to be
imported, they must be mapped to attributes that belong to a Service
Desk configuration item so that the system knows where to put them
when they are imported. ATT and PARENT_RELATION_NAME in the
configurable extractor determine the attributes that have to be mapped
when configuring the import mapping.The term properties has the same
meaning as the term attributes used in Service Desk.

Import mapping for a persons gender is done by using O for a male and 1
for a female. The attribute name | Dis reserved for internal use by the
Service Desk application.

Key Binding

Key binding is used to identify specific external classes, or items in
Service Desk. An example is a serial code assigned to a printer, an
employee number or even the property PC.Hostname. By setting the key
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binding for an attribute you can identify similar items and recognize
changes. At least one attribute in every class must be used for key
binding, the Nane property is set as a default key value in the import
mapping examples. Select the This field is used for key bindi ng
check box in the Fi el d Mappi ng dialog box to make that attribute a
unique key.

Value Mapping

Many attributes come with values that further define them. Some
attributes contain values in a code table, meaning that there is a
pre-defined set of possible values to choose from. Other attributes have
values that cannot be predefined, such as serial numbers or employee
names. When you map an attribute that has values from a code table, the
value mapping button will become available in the Field Mapping dialog
box. You will then be able to map the external property values to the
attribute values that exist in the code table in Service Desk.

Required Fields

When importing items into Service Desk keep in mind that required
fields might exist for that item, for example the Nane field might be
required if you are importing a personnel record. If you try to import an
item without including the information for the required fields. To view
required fields for each item; from the Tool s menu click Syst em and
then expand the Security directory from within the Administrator
Console. Click Preventi on and then Requi red Fi el ds. More detailed
information about using that dialog box can be found in the online help.

Defining Relations

Items are often related to other items. For example, a PC may come with
a cD-ROM and have a monitor, a mouse and a keyboard connected to it. It
probably has a number of software programs running on it and is
connected to a network with a specific IP address. The relation between
these items is hierarchical with the PC as the parent, and the
components being related to it the children. In a database this structure
is stored in the form of an object tree, with the components forming
branches or nodes in the tree. The nodes in the tree are named according
to their position. The node above another node is a parent while the node
immediately under it is the child. The node at the top of the object tree is
called the root and does not have a parent. In this example the PC or
item is the root of the object tree.
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How relations are imported into Service Desk is determined by how they
were extracted and how the import mapping is done. Import mapping for
relations is done by using default search attributes from Service Desk
that belong to each entity. Ensure that you use search codes that exist in
Service Desk. The extractor is designed to convert information from the
external data source in a consistent way, maintaining the object tree
structure. The APl matches parent and child relationships of items being
imported with that of the items already present in Service Desk and
imports the data.

For additional information about configuring the extractor to export
relations, see “Defining Relations in the Configuration File” on page 41.
For an example see “Importing Data With Relations” on page 193.

The Data Dictionary provided with Service Desk provides a description
for all items and tables in Service Desk to include the relations between
those items. For example, if the attribute for an item has a 1:1 relation,
e.g. Service call caller to the Person item, the table where the other item
is stored will be listed. If the attribute has a 1:N relation, for example
Service call History lines to History line items, the table where the items
are stored will be shown along with the table column that contains the
foreign key.

There are three primary types of relations that can be imported; N:1
relations based on a search key, N:N or Parent-Child relations, and
Rel:Rel that involve multiple classes. The following sections will explain
the relation types in more detail and include information on what you
can do in the import mapping to import them correctly.

Old objects and relations are not automatically deleted in Service Desk.
You must manually locate and delete old objects and relations to remove
them.

Search Key; N:1 Relations

In the N:1 relation the N refers to one or more items in Service Desk
related to one (1) other item in Service Desk. This type of relation uses a
search code as an entity reference to determine the relationship between
the items. The item that is referenced using a search code should be
listed first in the exported XML file, the order in the XML file is the
order it will be imported in. The order is determined by how the classes
our listed in the [CLASSES] section in the configuration file.
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See “Search Key; N:1 Relations” on page 64 for a description of how to
configure the configurable ini file for this example.

To complete the process for importing this relation you will need to
create the import mapping to use a search code as a reference to the
item. For example:

Import Mapping for PERSON Class

I;.? Example - Import Mapping [281481224585217] HE |

Mame: IE:-:ampIe
— [tem Mapping
M arme Impart mapping | Add..
. b odify. ..
CI_ADMIN_RELATION  |Example i
CI_USER_RELATIOM_PA. . [Example Remove
CI_USER_RELATIOM_C... |[Example
CLID_MAME Exarple
Sw ID NAME Example Ad
— Field Mapping
Template: |<F'er$n:|n> Main Perzan
Property | Field | Drefault | Ilzed a= | -
PERSOM_ID Search code rique key
PERSOM_MARKE MName
Template

Altachment;exists
Reqistration:Crea...
R eqistration;tod...

Reqistration;Crea... il
1| | 3
el ity |

ak | Cancel |
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Import Mapping then needs to be done for the CI_ADMIN_RELATION

Class:
Figure 3-2 Import Mapping for CI_ADMIN_RELATION Class
b.. Example - Import Mapping [281481224585217] EHE |
M ame: IE:-:ampIe
— Item Mapping
Mame Import mapping | Add..
PERSOM Example -
1 M adify....
[CI_UUSER_RELATION_PA,..|Example | | Remove
CI_USER_RELATION_C... [Example
CI_ID_MAME Example
Sw ID NAME Example Ad
— Field kMapping
Template:; |<|:|:|nfiguratil:un [tem: abo
Froperty | Field | Drefault | |lzed a=z I*
ADMIM_ID Admin. Perzon B
CI_ID Search code Irique key
Template
Aftachrnent exizts
Feqgiztration;Crea...
ReqiztrationMod...
ReqiztrationCrea... >
1| | 3
e Elifi |
k. | Cancel |

Next you need to make a reference from one item to the other as is done
in the following Field Mapping dialog box:
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Field Mapping for ADMIN_ID

Field Contents
E sternal Property |,-'.‘-,DMIN_ID
&, reference to [tem IS:::uru:e 0 j
Drefault

[~ Thiz field is used for key binding

Cancel

Walues >

fll:

For an additional example see “Importing Data With Relations” on page
193.

Parent-Child; N:N Relations

In this type of relation the N refers to one or more items in Service Desk
related to N, one or more other items in Service Desk. This type of
relation uses multiple item search codes to make the relationship. The
configuration file is modified differently for a N:N relation than a N:1
relation. For the N:N relation you can use PARENT,
PARENT_RELATION, and PARENT_RELATION_NAME fields to
specify the Parent-Child relation.

See“Parent-Child; N:N Relations” on page 67 for a description of how to
set up the configurable ini file for the following example.

To import this relation you will need to create entity references in the
import mapping as follows:
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Figure 3-4 Import Mapping for CI_USER_RELATION_PARENT Class
I:.. Example - Import Mapping [281481224585217] EHE |
M amne: IE:-:ampIe
— Item Mapping
MHame Irmport mapping ~ | Add.
PERSOM Example -
Madify....
CI_ADKIM_RELATIOM Example
Remove
CI_USER_RELATION_CHILD Example
Cl_ID_MAME Example
Sw ID NAME Example hd
— Field Mapping
Template: |<F'erscun> b ain Person
T 1.1
Ternplat
Froperty H—ET;PHEIEI | Drefault I IJzed az | -
USER_ID Search code nigque key
Template

Attachment;exists
Reqiztration;Crea...
Fiegiztration;Mod...

Regztration;Crea...
Reqistration tod... l
1] | r
I adify |

OF. | Cancel |

Next you will need to create the import mapping for the child relation:
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Import Mapping for CI_USER_RELATION_CHILD

b.. Example - Import Mapping [281481224585217] EH E3 |

M arne: IE:-:ampIe
— Item M apping
M armne Irmport mapping Add...
PERSOM Example -
Modify...
CI_ADKIN_RELATION Example
CI_USER_RELATIOM_PAREMT Example Femove
C_ID_MAME Example
Sw ID NAME Example hd
— Field Mapping
Template: |<l:|:|nfigurati|:|n [tem: abc
Froperty I Field | Drefault I IJzed az | -
Parent UszerzUser e
Cl_ID Search code nique key
Template

1]

Attachment; exists
Fegiztration;Crea...

RegiztrationMod...
Reaqistration;Crea... | _ILI
3

I adify |

OF. | Cancel |

Next you will need to complete the mapping for the parent-child relation
as in the following Field Mapping dialog box:
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Field Mapping for Parent

i FieldM apping - Users:User |_ O] x|
Field Contents
E sternal Property |F'arent
& reference to [tem I j
Drefault g, |
Cancel |
[ This field is uzed for key binding
Wallues > |

Relations with Relation Type; 1:Rel:1 Relations

The 1:Rel:1 type relation is a relation that is specified by creating
another class for the purpose of describing the relation between two or
more classes. You can also use an entity reference with a search code and
an entity reference to a relation table in Service Desk to describe the
relation. When using a reference to a relation table, the relation is
maintained in a separate relation code table. You can map items to the
values in the relation table to define the type of relation. Another option
is to enter a default value or create value mapping for the relations.

See “Relations with Relation Type; 1:Rel:1 Relations” on page 70 for a
description of how to configure the configurable ini file for the following
import mapping example.

The following dialog boxes show an example of the import mapping for
this type of relation. This dialog box shown the import mapping for one
class:
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i Example - Import Mapping [281481224585217] |

M ame: IE:-:ampIe
— ltem Mapping
M ame Import rapping ﬂ Add...
CI_USER_RELATIOM_PAREMT  |Example _——
Cl_USER_RELATION CHILD | Example wheh e
Rermowve
_D_ warnple
Sw REL_RELATION Example
— Field kMapping
Template:; |<Ennfiguratiun [term: abc
Froperty | Field | Drefault | Ilzed as | -
CLID Search code Unique key 7
T emplate

Aftachment exizts

Reqistration;Crea...
Reqistrationtod...
Reqiztration;Crea. .
Reqiztration:Mod...

1] |

Madify |

o

Ok

| Cancel |

The import mapping for another class is shown in the following dialog

box:
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Import Mapping for SW_ID_NAME Class

i Example - Import Mapping [281481224585217] HE |

M ame: IE:-:ampIe

— ltem Mapping
Mame Import mapping ﬂ Add...
CI_USER_RELATIOM_PAREMT  |Example _——
Cl_USER_RELATION_CHILD Example wheh e
CLID_MAME Examnple R emowve
S REL_RELATION Example

— Field kMapping

Template: |<EaniguratiDn [tem: abc
Froperty | Field | Drefault | Ilzed as | -
S |D Search code Unique key 7
Template

Aftachment exizts
Reqistration;Crea...
R egistration:tod...
Reqiztration;Crea

Reqistration:tod... il
1| | 3

Modify

ak | Cancel |

The following class is imported to define the relation :
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b.. Example - Import Mapping [281481224585217] EH E3 |
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M arne: IE:-:ampIe
— Item M apping
M armne Irmport mapping ;I Add...
CI_USER_RELATION_PAREMT  |Example —
Cl_USEF_RELATION CHILD | Example L
C_ID_MAME Example Femove
Sw_ID_MAKME Exarmple
_REL_RELATION
— Field Mapping
Template: |<EI relation: Doy
Froperty | Field | Drefault | IJzed az | i
SwID Cl ta nique key
Cl_ID Cl from nique key
Tenplate
Cl relation type |Jzez
1] | i
K adify |
(] | Cancel |

Two entity set references are made to link the classes as shown in the
following dialog boxes:
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Figure 3-10 Field Mapping for CL_ID

i FieldM apping - Cl from M=l 3

Field Contents

External Property IEI_ID

& reference to lbem IS aurce |0 j

Drefauilt

Cancel

[+ This field is uzed for key binding
Walues =

Hde

Figure 3-11 Field Mapping for SW_ID
i FieldM apping - Cl to M=l &3
Field Contents
External Property IBWJD
& reference to lhem ISnurn:e D j
Drefault ] |
Cancel |
[+ This field is uzed for key binding
Walugs > |
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Mapping Service Events

The same import mapping in Service Desk is used for service events. You
can use import mapping settings created for importing batches of data,
as long as the class you are importing and the import mapping name are
the same. Another option is to set the import mapping especially for the
service event you will be importing.

The import mapping Nane field(-x switch) and the d ass name (-c switch)
must be included in the command line for the service event. For more
information see “Importing Service Events” on page 99.
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Figure 3-12 Import Mapping dialog box for sd_event

external_ewvent |

T —
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Mapping Classes and Attributes

Import mapping can be done from the application server or a client
computer. You can create a new import mapping or use the examples we
provide. The available examples will be visible in the import mapping
window.

Creating a New Import Mapping

Navigate to the Import mapping folder:

1. From the Tool s menu, click Syst em then Dat a, then Dat a
Exchange, and then | nport Mappi ng:

Import Mapping Task Window

B Administrator Console

I File Edit “iew Toolz Action: Help |

‘ m = | §| X E| > | Irmpart mapping [T able]

E Service Desk
-- Business Logic
EI@ D‘ata

Codes

Templates
Preszentation

[+
[ SecLrty

|83 System Panel

it Custarn Figlds
Drata Exchange

g D ata Exchange Task
- Impart mapping

Import mapping it
M ame I;
nnrnE_impart

external_gvent
smz2l

111 Itemis)

Step 2.

Step 3.

[
7

To open a New Import Mapping dialog box, right-click anywhere in the
import mapping window. Select New | nport Mappi ng from the menu
that appears.

Provide a name for the import mapping to identify which external
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application it is used for. It is recommended that you use a similar name
for the import mapping, configuration file, and integration account.

Map classes, properties and values to Service Desk items, attributes and

values. To continue with the mapping process follow the instructions in

Step 2, “To add or change a class mapping:” on page 79.

Modifying an Import Mapping

Step 1. Open an existing import mapping:

Figure 3-14

1. Double-click the Dat a Exchange folder and then double-click
| mport Mappi ng. All import mappings will be displayed in the
Import mapping window. Double-click one of the import mappings
and the Import Mapping dialog box will appear:

Import Mapping dialog box

k= Nnm6_import - Import Mapping

Hame: Innt_import

— |tem Mapping
Mame Import mapping |~ | Add...
SEGMENT nnmE_import

NODE

Modify... |
Remove |

nnmE_import

nnmE_import

METWORK
— Field Mapping
Template: |<E0nfiguration Item: MMM_INTERFACE
Froperty | Field | Drefault | Uszed as A|
SUBMASE Mame 2
Parent Parent Clz:Cl Par...
IF_&DDRESS IP &ddress
MM_ID Source [0 Unigue key
MODE_ID Serial Mumber
IF_DESCRIPTION | Mame 1
LT emplate hd
1 | »

I adif |

0K

e

Cancel
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2. In the Item Mapping portion of the dialog box select the class you
want to modify and click Modi fy to change the class selected.

The Fi el d Mappi ng portion of the dialog box will show the attribute
mapping for that item:

= The Property column shows external properties as they should
appear in the XML file.

< The Fi el d column shows Service Desk attributes.

e The Def aul t column shows the default values from the template
the class is mapped to.

NOTE Only editable fields will be shown in the import mapping dialog box.
Read-only fields will not be displayed.

Step 2. To add or change a class mapping:

1. To add a class to your import mapping click Add in the Import
Mapping dialog box. The New External Class dialog box will appear,
skip to bullet 3 for instructions on what to enter in the fields.

2. To modify a mapped class, select the class in the Item Mapping
window and click Modi f y. This will open the class in the External
Class dialog box.

3. In the External Class dialog box, the Name field must contain the
name of the external class you want to import. The class name must
be entered exactly as it appears in the XML file.

4. Use the drop-down arrow in the | t emfield to select the item you want
to map the external class to in Service Desk, this step helps in
categorizing the class and narrows the number of templates you will
need to choose from:
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Figure 3-15 External Class dialog box

External Class INTERFACE

M ame: |INTERFACE

Itenn: I &t Configuration [tem | Cancel |
Template: | [MMM_INTERFACE

5. Click the Tenpl at e button to select a template from a list of
available templates. Every imported class must be mapped to a
template. The template will provide default values for the imported
class.

6. Click K when done to save your mapping. Repeat this step for each
class mapping you want to modify or add.

Step 3. Modify mapped attributes:

1. From the main Import Mapping dialog box, select the class the
attributes belong to and then double-click the attribute in the Fi el d
column to map an external property to it. The Field Mapping dialog
box will appear:

Figure 3-16 Field Mapping dialog box

: FieldM apping - Parent Cls.Cl Parent

Field Contents
E stermal Property |F'arent
& reference to [hem ILacatinn j

Drefault |

Cancel

[T This field is uzed for key binding
Walues »»

Hds

2. Inthe External Property field, enter the name of the external

80 Chapter 3



The Import Mapping
Mapping Classes and Attributes

property you want to map to a Service Desk attribute.

3. Youcanusethe A reference to |tem field to create an additional
reference to another item. For example, you can map the External
property OANER to the attribute Per son and then reference
additional attributes associated with Person, for example addr ess or
emai | .

4. In the Def aul t field you can enter a default value for the attribute
you are mapping. This will show up in the Def aul t column in the
main Import Mapping dialog box. If a property does not contain a
mapped value the default will be used in Service Desk.

5. Selectthe This field is used for key bindi ng check box if
the external property contains a unique key value. A class must have
at least one property marked for key binding.

6. Click OKwhen you are finished. If a value list is available for the
attribute the Val ue button will be activated, see the following step
for more information on mapping values.

Step 4. Map property values to attribute values:

1. Ifavalue list exists for an attribute selected in the Fi el d column, the
Val ue button will become active when you are in the Field Mapping
dialog box. Click Val ue and the Field mapping dialog box will be
extended, to include value mapping:
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Figure 3-17 Expanded Field Mapping dialog box
: FieldM apping - Status M=l E3
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Cancel
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2. In the bottom left field, enter the value from the external property
that you want to map.

3. In the bottom right field, enter the Service Desk value. A drop-down
arrow is available for searching for available values.

4. Use the Add To Li st button after mapping a value. When you have
mapped all of the values for the attribute, click OK to return to the
External Class dialog box.
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5. When you are done import mapping, select K in the Import Mapping
dialog box to save your work. If you do not perform this step your
mapping will not be saved.

CAUTION If you change the import mapping of a class that was already imported
into Service Desk, and then import that class to a different location in
Service Desk, your data may not be imported correctly.
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Service Desk provides you with the flexibility of importing data in
batches or importing service events via a command line. This chapter
explains the batch import process, chapter 5 “Importing Service Events”
on page 99 explains the process for importing service events.
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You need to use a configurable extractor for exporting, and an import
mapping for importing. A number of example configuration files and
import mapping files can be accessed from the Data Exchange dialog box
after installing the Integrations tools and the demo database from the
Service Desk CD-ROM.

The data exchange software will organize the exported data into a file for
importing. The import mapping is applied and the data is arranged so
that it can be quickly imported into the database. If data exists that is
not mapped, that data will not be imported. The data file is then sent
through the server designated for data exchange and the Service Desk
database is updated.
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Using a Task to Import Data

The data exchange process for batch importing is run from the Data
Exchange dialog box in the Administrator Console.

Step 1. Open a data exchange task.

1. From the Tool s menu, click Syst em then expand the Dat a folder
from within the Administrator Console. Double-click the Dat a
Exchange folder, then Dat a Exchange Tasks.

2. Double-click the Dat a Exchange Tasks icon. Existing data
exchange tasks will be visible in the window.

Figure 4-1 Data Exchange Task dialog box

B+ Administrator Console

I File Edit “iew Toolz Action: Help

‘ (ﬁ i"'| §| b4 E| by | ['ata Exchange Task (Table) - | ¥+ & | 2
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EI--@ Data Marme |E:-:|:u:|rt ...|E:-:|:hange file: |Im|:u:|rt |De|:uug|.-’-'-.|:|:|:|u... |Im|:u:|rt |E:-:|:u:urt |

s Codes HMHME HMHIE.... nomE.xml Syztem... nnme_i..
ﬂ Cuztamn Fields

El SF Data Exchange

i L. Data Exchange Task
[mpart mapping

I . Templates

[+ Fresentation

Eﬂ--% Security

|83 Syztem Panel

2 Item(s] s

3. Double-click the task you want to use to import data. The Data
Exchange dialog box will open.

Step 2. Configure the task to import data.

1. Enter the name of the xMmL file you want to import in the Exchange
file field:
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Figure 4-2 Data Exchange dialog box - Importing Data

b & ot g ration il e fan extractt datas
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ninmE. il
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_ Mew. | Modp. | Remove |

2. Selectthe |l nport data into the Service Desk database
check box.

3. Enter the Account established for importing data for this integration
and the password for that account. Use the Account drop-down
arrow to search for the correct account. For more information see
“Integration Accounts” on page 95.

4. Inthel nport Mappi ng field use the drop-down arrow to find the
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import mapping you want to use during this data exchange. See
“Mapping Classes and Attributes” on page 77 for more information
about import mapping.

5. Select the Debug check box to create a detailed log file while
importing.

Step 3. Import the data.

1. Click List 1og files togeta list of the log files available for
viewing. To select a file for viewing, right-click on the file and the
select Open. Log files can be opened at any time during the data
exchange process.

2. Click Save to save the modified task, then OK to run the data
exchange processes selected. When the export process is complete the
sentence “EXTRACTOR finished” will appear in the log file. When the
import process is finished the line “Finished loading relations at...”
will be shown in the log file.
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Creating Data Exchange Tasks

If you frequently export data using a specific configuration and import
mapping, you can shorten the number of steps you must perform by
saving those settings as a task. Once saved you will only need to open the
task from the Dat a Exchange folder to run it, instead of entering
information in the Data Exchange dialog box again.You can create
multiple tasks for exporting, importing, or both exporting and importing
data. To create a task:

1. From the Tool s menu, click Syst emand then double-click the Dat a
icon in the Administrator Console.

2. Double-click the Data Exchange Tasks icon

3. Right-click in the Data Exchange Tasks dialog box and click New Dat a
Exchange Task from the menu that appears.

4. Fill in the fields in the New-Data Exchange Task dialog box. For
additional information on filling in these fields see “Exporting Data”
on page 51 or “Using a Task to Import Data” on page 87.

5. Click Save to save the task and OKif you want to run the task. The
task will be visible in the Data Exchange Task window with the
options you have set.

You can only configure tasks from the application server and not from a
client computer.

Executing a Task

After creating and saving Data Exchange tasks you can quickly execute
them. To execute an existing task:

1. From the Tool s menu, click Syst emand then double-click the Dat a
icon in the Administrator Console.

2. Click Dat a Exchange Tasks.
3. Double-click a task in the Data Exchange Task window to open it.

4. If you agree with the information entered for the task, click K at the
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bottom of the Data Exchange dialog box to execute it.

Scheduling a Data Exchange Task

Data Exchange tasks can be scheduled by using the NT scheduler
available with Windows NT. The Schedule service must be running when
you want the task performed. Insert the at command into the command
line used for the data exchange task. For example, the at command can
be added to the command line syntax for exporting data as follows:
sd_exchange export <configfile> <exportlog> <xm file>

at [\\ <conput ernarre] <ti me>[/interactive][/every:<date>[,...]|

/next:<date>[,...]]

The following table explains the parameters used with the at command
example shown above. For more information refer to the online help for

Windows NT:
Parameter Comment
\\computername Use to specify a remote computer. Leave out if you
want to schedule the command on a local computer.
time Use to specify the time when the command should be

run. Enter the time in 24 hour clock format, for
example 22:30.

/interactive

Allows the scheduled process to use the desktop of
the user who is logged on.

levery:datel,...]

Enter the day of the week (M,T,W,Th, F,S,SU), or one
or more days in the month (1-31). Command will be
run every time the day specified occurs.

/next/datel,...]

Same as above except the command will only be run
on the next occurrence of the day specified.
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Command Line Parameters

Data exchange processes use the sd_exchange. cnd file in the Dat a
Exchange folder. When using the Data Exchange features directly from
the Administrator Console in Service Desk the application takes care of
accessing the commands to export, import, or both export and import
combined. To perform these functions from the command line you will
need to use one of the following command lines:

Complete Importing and Exporting Commands

Mode Syntax

Export sd_exchange export configfile exportlog xmlfile

Import sd_exchange import inputfile username password mapping
debug importlog tempdir

Export/ sd_exchange export_import configfile exportlog

Import in-outputfile username password mapping debug importlog
tempdir. You will only need to specify the location of the
XML file one time when using this option.

The following sections further explains the commands listed above.

Parameters for Exporting

The command line sd_exchange export configfile exportl og

xm fi |l e can be used from the command line to export data. For example:
sd_exchange export ito.ini ito.log ito.xm. The following table
explains the parameters available:

Exporting Command Syntax Defined

Syntax Explanation

Configfile ini file containing the export configuration
settings for the sd_export. exe command.

exportlog The export log file is produced by
sd_export. exe.
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Exporting Command Syntax Defined

Syntax Explanation

Xmlfile This is the name of the output file that will be
produced by sd_export . exe.

Parameters for Importing

The command line sd_exchange i nport inputfile usernane
passwor d mappi ng debug i nportl og tenpdir can be used from the
command line to export data. For example: sd_exchange i nport
ito.xm ITOserverl ITOserverl ito mapping Y ito.log

C \tenp. The following table explains the parameters:

Importing Command Syntax Defined

Syntax Explanation

Inputfile The XML file that will be imported. Should
match Xmlfile name.

Username A Service Desk account used for the
integration.

Password The password used for the account mentioned
above.

Mapping The name of the import mapping that you

have defined in the Service Desk application,
using Data Exchange.

Debug Y will turn on the debug feature and provide

you with a detailed log. N will turn it off.
Importlog The log file produced by sd_i nport . exe.
Tempdir A folder for placing temporary files.

Parameters for Importing and Exporting

The command line sd_exchange export _inport configfile
exportlog in-outputfile usernane password nappi ng debug
i nportl og tenpdir can be used to export and import. You will only need
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to specify the location of the XML file one time when using this option.
For example: sd_exchange export inport ito.ini ito_export.|og
ito.xm ITOserverl ITOserverlito mapping Yito inport.|og
C \tenp. The following table explains the parameters

Table 4-4 Importing and Exporting Command Syntax Defined

Syntax Explanation

Configfile Configurable ini file containing the export
configuration settings for the sd_export . exe
command.

exportlog The export log file is produced by
sd_export. exe.

In-outputfile The XML file, produced by sd_export . exe
that will be used to import the data.

Username A Service Desk account used for the
integration

Password The password that corresponds to the
account mentioned above.

Mapping The name of the import mapping that you
have defined in the Service Desk application,
using Data Exchange.

Debug Y will turn on the debug feature and provide
you with a detailed log. N will turn it off.

Importlog The logfile produced by sd_i nport . exe.

Tempdir A folder for placing temporary files.
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Integration Accounts

All external applications integrating with Service Desk need an account
to set authorizations for access to the Service Desk application. Accounts
can be created for users who do not need access to the user interface but
need to access the application for integration purposes or for using the
Self-Service Pages. This type of account can be set from the Tool s menu.
Click Syst emand then double-click the Aut hor i zat i ons icon from
within the Administrator Console and open Account s. In the Gener al
tab select the check box stating: “Use thi s account for applications
and access to the self service pages. This account does not
gi ve access to the Service Desk user interface.” Inthe account
view you should see a check mark next to your integration in the check
box labeled SSP/i ntegrati ons account. Keep in mind the following
when creating an integration account:

= You can set a host name for an external application. For example, if
you set up an integration to send incidents detected in the network to
Service Desk, the Rule Manager can be used to send a confirmation
message back to application host that sent the incident. The following
example shows how this looks when you send service events to
Service Desk from three different ITO servers:

Account Host name

ito_serverl serverl.companyaccount.com
ito_server2 server2.companyaccount.com
ito_server3 server3.companyaccount.com

= Create integration account names that can be easily recognized. Use
the same name for your import mapping to avoid confusion. For
example:

Account Import mapping
nnm6_import nnm6_import

DTA_import  DTA_import
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= Establish all roles that will be needed for the integration to perform
its functions. If importing data, access needs to be granted to view
and change certain areas within Service Desk, depending on what
type of data you import.

< When any account is given access to the user interface, that account
will be counted as a registered (paid for) user in Service Desk.

The following example is of an account set up to import data from an
NNM application.

Integration Account

',i.' HHM Yersion & Import - Account

General | Raoles | Active Service Desk sessionz

Display name: INNM wersion & impoart

Login name: InnmE_impu:urt

Pazzword: I

Catfirrn Paszwaord: I

Huost: I

[ Blocked

I1z& this account for applications and access o the self zervice pages. T hiz
v . ; -
account does not give access to the Service Desk uzer interface

aF. Cancel
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NOTE Account information to export data from an external ODBC source is set
in the configurable extractor file. Service Desk accounts only provide
access to Service Desk for the import process.

TIP Service events can operate with any valid Service Desk account. Using
an account developed especially for the external application makes it
easier to determine which external application a service event originated
from.
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Importing Service Events

You can use a command line to import individual classes into Service
Desk. For example, when a network management application detects a
new node, the node information can be automatically inserted into
Service Desk by the service event command, sd_event . exe.
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The Service Event Import Process

To import service events a command line is entered in the external
application. The command line directs the service event data into the
Service Desk database:

Figure 5-1 Inbound Service Events

_ o Service Event
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Service Desk Event Command Line

Sd_event . exe makes it possible to insert, update, or delete an item in

Service Desk. The command must be entered on the command line as

follows:

sd_event . exe[-1 l og fil €e][-s server][-p port][-a

account / passwor d][-x mappi ng][-c cl ass][-m nodus][-v Val ue | i st]

Service Event Switches

Switch

Name

Description

-I(small L)

LOG FILE

Name of the file where
information about the server is
recorded.

SERVER

Name of the application server
used to find the HTTP:Post
process

PORT

The port number to access the
HTTP:Post process, (default is
30980).

ACCOUNT/PA
SSWORD

A Service Desk user account, with
a forward slash / followed by the
account password.

MAPPING

The name of mapping to be
applied for default classes,
property mapping and value

mapping.

Class name

The name of the class defined in
the | nport Mappi ng dialog box,
for example: pc, node, network,
incident.

Modus

Modus being used: insert, update
or delete.

Value list

List with property names and
property values [property=value].
You must use existing Service Desk
values.
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The -x mapping and the -c class name options are taken from the import
mapping set in Service Desk. You can use an existing import mapping or
create a new one for every service event, as long as the import mapping
used includes the class you want to import into Service Desk. For more
information about import mapping see “Mapping Service Events” on
page 75.

Special Characters

sd_event . exe can handle the use of special characters like tabs, single
and double quotes, percent signs, dollar signs and numerous
international characters. Since sd_event . exe is a command line tool,
the following characters need to be represented differently:

New line \n
Tab \t
Double quote \"

Sd_event is 8-bit and uses the UNICODE character set. Any additional
character code conversion necessary when using other character sets
with sd_event is the users’ responsibility.

Using the Service Event Configuration File

The default name for the configuration file is .\ sd_event . i ni . This file
will need to be modified to fit your organizational needs. The following
example configuration file is configured to insert incidents from
ManageX:

Example Service Event Configuration File

[ SD_EVENT]

LOGH LE=c: \t enp\ sd_event _nanagex. | og

ERRCR LOGHI LE=c: \t enp\ sd_event _nmanagex_error.| og
ACCOUNT=ranagex4_event / servi cedesk

SERVER=| ocal host
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PORT=30980

MAPPI NG=ext er nal _event

CLASSNAME=I nci dent

MCDUS=i nser t

LANGUAGE=GB

The parameters in the configuration file are used for the following:

Service Event Configuration File

Parameters | Definition

LOG FILE Log file name

ERROR Error log file name
LOGFILE

ACCOUNT login name/password
SERVER server name

PORT port number

MAPPING mapping name

CLASS class name

NAME

MODUS modus type (insert, update, delete)
LANGUAGE Language for error messages

NOTE

TIP

Values that come from parameter switches will take precedence over
default values in the configuration file.

A quicker method of using the sd_event command line is to put
parameters in the configuration file and use a reference to the
configuration file in the command line with the - f switch and a values
list - v. The structure is:

sd_event . exe -f<ConfigurationFi | eNare. i ni >-v <Val ue List>
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for example:

C\project\revel ation\bin\sd event.exe -f sd_event.ini -v
description="test 1234" status=sl event i d=654321
informati on="ny info" inpact=2 priority=Low ci =SERVI CEDESK

Service Event Examples

Detailed information and examples for exchanging data using the service
event command are available for:

= HP OpenView Network Node Manager, see “Integration With
Network Node Manager” on page 131 for detailed information.

= HP OpenView ITO, see “Integration With ITO” on page 145 for
detailed information.

< HP OpenView ManageX, “Integration With ManageX” on page 163
for detailed information.
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Resending Service Events

When events are sent to Service Desk and Service Desk cannot be
reached you don’t want those events to be discarded. You can save events
that fail to make it to Service Desk in an error log file and send them
again. To send the failed events, rename the error log file so that you can
continue to gather incoming errors while you send the failed events. Use
the command line:

sd_event.exe -f [error log file]-r

For example, to resend one or more events this will look like: sd_event
-f sd_resend. | og -r. You can add an optional -b to resend all of the
service events. The import mapping that was used when the error log file
was created will be used to resend the service events.

The default location for the error log file is .\ sd_event _error.| og. An
example error log file follows:

Error Log File

[ EVENT_280]

VALUE_LI ST="user nane=ser vi ce#passwor d=desk#nmappi ng=scottti ger#
cl assNane=EMP#npdus=| NSERT#EMPNO=1234#ENAVE=M .
Jones#DEPTNO=20#"

SERVER=server 1

PORT=30980

CLI ENT_ERROR=

LANGUACGE=GB

TRY=1

LOGFI LE=sd_event _scott.| og

ERROR _LOGFI LE=sd_event _error_scott.| og

TI MESTAMP= 4/ 14/ 2000 17: 04: 27

SEND=t r ue

[ EVENT_371]

VALUE_LI ST="user nane=ser vi ce#passwor d=desk#mappi hg=scottti ger#
cl assName=EMP#nodus=I NSERT#EMPNO=1234#ENAMVE=M .
Jones#DEPTNC=20#"

SERVER=server 1

PORT=30980

SERVER_RESPONSE=ERROR: You mrust fill in the Search code box.
LANGUAGE=GB

TRY=1
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LOGFI LE=sd_event _scott.| og

ERROR _LOGFI LE=sd_event _error_scott. | og
TI MESTAMP= 4/ 14/ 2000 17: 04: 52

SEND=t r ue
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Preventing Event Storms

When hundreds of events occur at almost the same time it is referred to
as an event storm. If unprepared for, event storms can degrade the
performance of your system. You can prevent event storms by
implementing the tools explained in this section, which will help control
how incoming events are handled.

Service Desk is not designed to handle a large number of events
administratively. Normally it is the task of the event source application
to handle event storms with an event correlation system.

Queuing Events

To prevent event storms, you will need to implement the following
gueuing tools for all your service event processes. The queuing tools
manage incoming events so that they are handled one at a time. Three
tools and a script are provided for this purpose:

« Enqueue tool: responsible for adding new entries to an existing queue.

= Dequeue tool: removes the entries one by one and executes the
command in each entry.

< Queuectl tool: Allows for blocking, pausing, flushing and reporting the
status of the queue.

= Addentry.sh script: Adds entries to the queue and starts the dequeuer
as necessary. (The NT version of this script is called addentry.cmd)

Creating a Queue

A queue is a directory containing a file for each queue entry. You can
create a new queue with #nkdi r cl ock_queue. An example of this on
UNIX:

# nkdir cl ock_queue

# ./ enqueue cl ock_queue xcl ock

# ./ dequeue cl ock_queue

# for i in 1234

do
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./ addent ry. sh cl ock_queue xcl ock
done

If the command for an item to be queued contains any spaces, it must be
enclosed by quotes. On UNIX machines, use single quotes(apostrophes) if
the command itself contains quotes, and if you use variables. For
example: ./enqueue testqueue "ny comrand $USER'

On Windows NT machines, the quotes that are part of the command
must be preceded by a backward slash: \" .

For an example see, “The Event Queue” on page 160

Enqueue

enqueue <queunarre><conmand> creates a new entry in the queue
containing the command. The queue directory must be created prior to
this action. The following exit codes are also applicable for dequeue and
queuect | :

Exit Code Description

0 The command was queued successfully

1 A command line parameter is missing (usage
error).

2 There was an error accessing the queue

because it was locked or possibly
non-existent.

Dequeue

dequeue <queuename> processes the entries in the queue by reading,
executing, and deleting the entries one by one. A new process is started
for each entry in the queue. The dequeueing process pauses until each
new process finishes. The dequeuer exits when all entries in the queue
are executed or when the queue is blocked.

Queuectl

queuect | <queunare> <f| ag> This tool controls access to the queue

108 Chapter 5



Importing Service Events
Preventing Event Storms

processes. Available flags are:

BLOCK Blocks all access to the queue. If a dequeuer is
running it will exit. No new entries will be added.

UNBLOCK Removes blocks from the queue. Entries can again
be added to the queue, and the dequeuer can be
restarted.

ENTRIES Returns the number of entries in the queue.

STATUS Returns the current status of the queue. Possible STATUS

return codes are;

[IDLE] =exit code 10, no dequeuer is running on
this queue.

[RUNNING] = exit code 11, dequeuer is busy
procesing this queue.

[BLOCKED] = exit code 12, queue has been blocked
by queuectl.

[HUH] = exit code 13, queue is in an unknown state.

Exit code 0= command completed succesfully.

Addentry

addent ry. sh <queuename><f | ag>, and

addent ry. cnd<queuename><f | ag> for Windows NT. Adds entries to a
gueue, and starts the dequeuer if necessary. The script file calls the
enqueue tool, and the queuectl STATUS and will start the dequeuer if
the queue specified is in the STATUS IDLE.
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Service Desk Event Communicator and Rule
Manager

Bi-directional service event integrations, (eg. the example ManageX and
ITO integrations) use the Rule Manager to send event information from
Service Desk. Rule Manager agents are used to execute the commands
on the third-party application. You will need to install the event
communicator, including the sd_event program and the Rule Manager
agent for the bi-directional integrations. For detailed installation
information see the HP OpenView Service Desk:Installation Guide.

Uni-directional integrations, that send events to Service Desk , use the
sd_event program in the Event Communicator and do not use the Rule
Manager.

110 Chapter 5



Outbound Service Events

Events in the Service Desk database can be sent to an external
application through the use of the Rule Manager. An event in the
database is defined as an insertion, deletion or modification in a

database record. Each event has a date of occurrence, and a session ID.
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The Outbound Service Event Process

The following diagram contains numbers referencing what action is
being performed by the application at each numbered step in the process:

Figure 6-1 Outbound Service Event Concept

Service Desk @

Event

Database

Data Access Layer

Application
Server Business Layer

Workflow Layer

@ Rule Manager

©

oo,

Event Queue Evaluation Manager Alarm Engine
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Action Manager

Service Desk Agent
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NOTE

Outbound Service Events
The Outbound Service Event Process

. An event occurs in the Service Desk database.

. The event is sent to the Event Queue by the Service Desk workflow

layer.

. The Rule Manager takes the event from the queue and checks to see if

there is an applicable rule for the event. If a rule does not exist for the
event, the event will be discarded.

Events that fit a rule are sent to the Evaluation Manager to check the
conditions set for the rule.

If no conditions exist or if all conditions are met the event is sent to
the Action Manager and executed.

< Events with timed conditions are sent to the Alarm Engine.

= An alarm goes off at the time specified by the timed condition and
the timed condition is evaluated by the Evaluation Manager.
Non-timed conditions are not re-evaluated, they are only
evaluated once.

. When the timed condition is met the event is sent to the Action

Manager.

. The Action Manager sends the event to the Rule Manager Agent to be

executed.

E-mail actions and Update Service Desk database actions do not use a
Rule Manager agent.
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The Rule Manager User Interface

The Rule Manager in Service Desk is the starting point for setting up
database rules to send outbound service events. Rules contain the event
type, conditions, timed conditions and actions to be performed. Rules are
maintained by the Rule Manager and stored in the Service Desk
database. The Rule Manager also performs the vital task of pulling event
information from the event queue to determine if the rules apply to the
event.

Creating a Database Rule to Send a Service Event

The following procedure is used to create a database rule for sending a
service event from Service Desk to another application. The following
example shows how a database rule is created for sending a service event
back to the ManageX application:

Step 1. Select the item in Service Desk that this rule will apply to:

1. From the Tool s menu select Syst em In the Administrator Console
double-click Busi ness Logi ¢ and then Dat abase Rul es.

2. Select the | nci dent item:
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Figure 6-2 Select Database Item
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3. Right-click in the Database rule window and select New Dat abase
r ul e from the menu that appears.
As an alternative you can select one of the example rules we provide
and modify it to fit your organizational needs.

Step 2. Set conditions for the database rule.

1. Specify when you want to apply the rule. For this example we want to
send a service event when an incident is modified, so select “When an
incident is nodified”. Click Next tocontinue.
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Figure 6-3 Set Database Condition

Databaze Rules: Send Meszage To ManageX [localhoszt] |

Apply this rule;

wihen incident iz created or modified
wihen incident iz created
Wwhen incident iz modified
when incident iz deleted

[Validates anly if one or mare figlds of conditions are modified]

Fiule dezcription:

W'hen incident iz modified

where D escription contains limit

and Regiztration;Created by Login name equals managesd...
Action to be performed: send mezzage to Managek,

¢ Back feRt » Cancel

2. In the following dialog box, click Add to set conditions for the
database rule:
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Figure 6-4 Add Conditions

D atabaze Hules: S5end Meszage To ManageX [localhost]

YWwhich conditions do you want to check?

Drescription containg limit
Reqistration:Created by:Login name equals managexd_eve

add | R—

Fiule dezcription:

YWhen incident iz modified

where D ezcription contain limit

and Registration;Created by Login name equal: managesd...
Action to be performed: zend mezsage to Manage,

¢ Back et > Cancel

3. Use the Fi el d button in the Condition dialog box to enter the
Incident fields you want the rule applied to, you must enter at least
one field. Two conditions were entered in this example:
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Figure 6-5 Configure Conditions

Condition E |

Field = |
Operator: W alue;

IHegistratinn;Ereated by:Login na quuals j Imanage:-:4_event

[™ Schedule the validation of this condition at; EE |

I 0 days 01 hour 00 rninutes ill Ibefnre j I

Ok

Cancel

4. Enter an Qper at or using the drop-down arrow.

5. Putyour cursor in Val ue field and use the Fi el d button to select the
value you want the fields selected to be measured by. For example,
this rule will be applied when the | nci dent field Regi strati on

contains the value; nanagex4_event.

6. Select Schedul e the validation of this condition at check
box to enter a timed values for this condition. Set a time range, and
then a field using the Fi el d button to measure the time value

against. This is not a mandatory step.
7. Click OK, then Next to continue.

Step 3. Add actions to the database rule.

1. Click Add to add an action.You must specify at least one action for the
rule. To send a service event select the Command Exec Acti on and

configure it:
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Figure 6-6 Add Actions

Databaze Rules: Send Meszage To ManageX [localhost]

YWhich actions do wou want to be performed’?

send meszage o Manages

ad v | wodi Remove

Rule dezcription:

YWhen incident iz modified

where Deszcription containz limit

and Registration;Created by:Login name equal: managesd. ..
Action to be performed: send meszage to Managex

< Back Hest » Cancel

2. Enter an identifying Nane for the action:
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Figure 6-7 Create a Command Exec Action

ki E4
sendmessageto Managat |

zend meszage to Managek

host name

SEI"IIjITIESSEIQE.EHE |

3. Inthe Descri pti on field enter a brief explanation of the action that
will be performed.

4. Inthe Host field, enter the name of the computer the action will take
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Outbound Service Events
The Rule Manager User Interface

place on. In the Host field you can use the Fi el d button to specify
the [Regi strati on>created by> host nane]. If the action is in
response to a message sent by an external application the host name
can automatically be taken from that account and filled in. For
example, if a message is being sent to ManageX, the host will come
from the applicable Service Desk account, for example

ManageX event, that originally sent the incident to Service Desk.

Clear the Bl ocked check box to activate this action.

In the Command | i ne field, enter the command you want to execute,
for example: sendnessage. exe

In the Par anet er s field define additional information for the
command by inserting parameters using the Fi el d button, for
example:

Message numnber =[ ManageX Message] (The ManageX message
number will be inserted when the service event is sent)

Click OK and then Next to continue.

Step 4. Turn on the action:

1.

In the Nane field enter an identifying name for the rule. This name
will appear in the database rule window for that item.

Clear the Bl ock this rul e check box to turn the rule on.

Click Fi ni sh to save the rule and return to the Administrator
Console:
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Outbound Service Events
The Rule Manager User Interface

Turn on the Rule

D atabaze Hules: 5end Meszage To ManageX [localhost]

Specify a name far thiz mile:

ISend meszzage bo kanagex [localhost]

¥ Block this rule

Rule descriptian:

When incident iz modified

where D eszcrption containg limit

and Registration;Created by;Login hame equals managexd...
Action to be performed: send meszage to Managek

< Back Finizh Cancel

NOTE

For additional information about the integration with ManageX, see
“Integration With ManageX” on page 163.

Resending Failed Service Events

When a service event cannot reach the agent it is intended for, that
action is stored on the Service Desk application server with the agent’s
name. When the agent is active again it calls the Service Desk
application server and gathers the actions assigned to it.

If your Service Desk application server is shut down, the service events
that are stored on the server waiting for an agent to become active will
not be saved.
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Auditing and Troubleshooting

There are a number of options available for auditing and troubleshooting
data exchange. You can use the Viewer to view the exported XML file,
you can analyze log files generated during the export and the import
process, and you can use the Debug node to create a detailed import log.
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The Viewer, Log Files, and the Debug Mode

You may be able to locate data exchange problems by viewing the
exported file with the Viewer. The Viewer will automatically translate
your XML file into HTML format and present it in an object tree structure
in your browser. The object tree view gives a clear picture of what was
exported into the data exchange file. To view an xmL file, click Vi ew in
the Data Exchange dialog box.

For more information on the Viewer See “Viewing Data Exchange Files”
on page 57.

Another option available when checking the data exchange process is to
look at the log files. Log files can be created for both the export and
import processes by selecting that option from the Data Exchange dialog
box. Log files are located in the dat a_exchange\ | og folder after they are
created.

A detailed log file of the import process can be generated by selecting the
Debug mode from within the Data Exchange dialog box. The Debug mode
will generate a very detailed log of the entire import process. It can help
you in identifying items that were not imported and potential causes,
such as inaccurate mapping, or other errors.
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Troubleshooting

The data exchange process can only be run from the application server or
from a data exchange server. If you are importing large quantities of
data, a dedicated data exchange server is needed. If the data volume is
low, the application server is all that is required. Configuration, XML,
and log files can also only be accessed from the server and not from a

client machine. The only action you can perform from a client computer

is the import mapping process. The following directories must be present

in the application server’s directory:

= data_exchange\config
= data_exchange\XML

= data_exchange\log

The sd_export . exe file, its dll files, and the Windows NT command

scripts must be installed in the bi n folder located in the Service Desk
directory. The items in the following table must be in the correct folder
for the data exchange process to work correctly:

Table 7-1 File Directory
File Folder
sd_export. exe bin
sd_i nport. exe
sd_i nport _export
. exe
sd_exchange. cnd bin

nmsvcp60. dl |
version 6.00.8168.0

\WINNT\SYSTEM32

nfc42.dl |
version 6.008168.0

\WINNT\SYSTEM32

nsvert.dl |
version 6.00.8397.0

\WINNT\SYSTEM32

sd_event. exe

bin

nnmb. i ni

data_exchange\config
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Table 7-2

Table 7-1

Auditing and Troubleshooting
Troubleshooting

File Directory

File Folder
dt a5. i ni data_exchange\config
sns20. ini data_exchange\config

extractor. xsl

repo\xsl

If you receive an error when trying to export, view or import data, one of
the following problems may be causing it:

Problem Solving

Problem

Cause

Solution

The XML file cannot
be viewed.

The XML format is
incorrect.

Check the
configuration file and
check the log files
made during the
export process to
locate the error.

The XML file cannot
be viewed.

The XML file is
incomplete

Check the
configuration file and
check the log files
made during the
export process to
locate the error.

The XML file cannot
be viewed.

The DTD file is not
in the correct
location.

The file
CIM_DTD_V20.dtd
must be in the same
file as the XML file.

The XML file cannot
be viewed.

The XML file is too
large to be viewed
with the Service
Desk viewing tool.

The viewer does not
work with large XML
files. View large XML
files with a text editor.
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Table 7-2

Problem Solving

Auditing and Troubleshooting
Troubleshooting

Problem

Cause

Solution

Errors exporting data
to an XML file.

The | Dfield name
was used in the
configuration file.
The sd_export
program uses the
automatically
inserts a field called
| Dto give each
record a unique | D
in the SML files. If
an additional | D
field is entered by
the user it will cause
errors during the
extraction process

Don't use the ID field,
use an alternative
field name, for
example NNM_ID, or
Event_ID.

SQL errors during
export process

The export log file
contains all SQL
statements, if
something is
inaccurate in the
syntax, errors may
occur.

Check the syntax of
the SQL statement, or
copy and paste the
SQL statement
directly to MS Access.

Not all data in the
XML file were
imported.

Syntax errors in the
import mapping.

Check the log file for
errors related to: case,
extra spaces, and
spelling. Correct any
errors listed. Select
the Debug mode to
generate a detailed log
and run the process
again.

Not all data in the
XML file were
imported.

Incorrect or
incomplete import

mapping

Verify that all items
are mapped in Service
Desk accurately then
run the process again.
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Troubleshooting

Problem Solving

Problem Cause Solution

Not all items in the If the import Always map classes to
XML file were mapping of a class the same items in
imported. that has already Service Desk.

been mapped and
imported into
Service Desk is
changed, to import
that class to a
different location in
Service Desk, your
data may not be
imported correctly.

Some additional tips which may help:

Tips

Set LOADTABLE=TRUE (default) in the configuration file if you think
that it will fit in the memory space available. This can speed up the
export process considerably.

If you experience errors during the import process. Try importing small
XML files first. This is quicker and makes it easier to locate the
problem causing the error.

Use the MAXRECORDS setting in the configuration file to limit the
number of records selected during export, when you are initially
exporting data.

Class and attribute names in the export configuration file, XML file,
and import mapping are case sensitive. The import log file will show all
attributes and classes that could not be matched.

Do not use the attribute name ID, it is reserved for internal use only.

Do not view large XML files with the Viewer, use a text editor instead.
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Table 7-3 Tips

During the export of parent-child relations, it is important to note that:
Columns that appear in PARENT_RELATION have to be put into the
column list when tables are cached [LOADTABLE=TRUE], because

the extractor uses this information to find all children for a particular

parent in memory.
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Integration With Network Node
Manager

The Service Desk integration with NNM is a one way integration for
importing service events and node information into Service Desk.
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Integration Possibilities

Network Node Manager (NNM) provides tools for fault, configuration, and
performance management of multi-vendor TCP/IP and IPX/SPX
networks. By integrating NNM with Service Desk you can:

= automatically send events from NNM to Service Desk;

= import NNM Nodes into Service Desk as Configuration Items.

Creating Incidents in Service Desk

You can use sd_event.exe to automatically send event information to
Service Desk. Events that can be sent from NNM to Service Desk
include:

= Insert an incident with OV _Node Down
= Insert a configuration item with OV _Node Add
e Insert an incident with OV Segnent_ Qi ti cal

e Insert an incident with OV Network Qi tical

Importing NNM Nodes into Service Desk

Node information from Network Node Manager can be extracted and
imported into Service Desk as configuration items. A Data Exchange
task can be created to extract the information from Network Node
Manager and import it into Service Desk. The extraction is done via an
open database connectivity link (ODBC) to the NNM database. The data
will first need to be exported to an Oracle database, see “Special
Instructions for Network Node Manager” on page 47 for additional
information on creating an Oracle account for exporting NNM node
information using ODBC.
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Installation

Installation

This section provides an overview of the integration installation. For
detailed installation instructions, refer to the Service Desk Installation

Guide.

Service Desk Application Server

After installing the Service Desk application server, you will need to
install | nt egr at i ons, with the Data Exchange and NNM options
selected, on the Service Desk application server from the Service Desk
CD-ROM. The following tools and files will be installed:

Service Desk Server

Installed Items

sd_event . exe

ext er nal _event (import
mapping)

sd_event. i ni

Location Status

servi ce desk
pat h\ server\ bi n

ready

Service Desk default values
database (Can be
configured from the

client)

Servi ce Desk
pat h\ server\ bi n

default values
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Configuration

The Network Node Manager integration with Service Desk can be
configured in the graphical user interface of that application, or from the
trapd. conf file.

Configuring Network Node Manager

The following configuration tasks need to be performed in the Network
Node Manager application.
Select an NNM Event

Open NNM and select an event.

1. Start the Network Node Manager Services.
2. Start the Network Management Console.

3. In NNM file menu select Event Confi gur ati on from the (pti ons
menu.

4. Inthe Enterpri ses list, click QoenVi ew. The Events for Enterprise
window will show events that are generated by NNM processes.

As an alternative, you can work directly from the conf/ d t rapd. conf
file. By adding the EXEC keyword to the t r apd. conf file you can pass
an incident or a newly detected configuration item to Service Desk.

Modify an Event
Modify the event in NNM:

1. Double-click one of the events from the Events for Enterprise
OpenView window, for example O/ Node_Up.

The Modify Events dialog box appears:
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| Figure A-1 Modify an Event in NNM
Modify Events

D'escription lSDurces] Event Meszage ] .-’-'-.u:tiu:uns] Fu:urwarding]

Ewvent Hame: Enterprize:

0% Mode_Lp |Operiview

Generic Trap: Specific Trap Humber:

Enterprize 5pecific |58'EI1 G364

Dezcription;

Thiz event iz generated by HP Openview when -
it detects the gtatus of a node hasz become

up [interfaces on the node are all up).

The data pazzed with the event iz
1] The |10 of application zending the event ﬂ

k. | Cancel | Help |

2. In the NNM application, click the Act i ons tab and enter the
command line in the Command for Autonatic Action field. The
complete command line will look similar to:

"C\\programfil es\\ hew ett-packard\\ openvi em \ service
desk 3.0\\cl/ient\\bin\\sd event.exe" -f
"C\\programfil es\\ hew ett-packard\\ openvi em \ service
desk 3.0\\cl/ient\\bin\\sd event.ini" -v

event _id=\"$2 $x $X\" description=\"$2 went down at $x
X"

where cl i ent can be either cl i ent or server.
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Figure A-2 Service Event Command Line in NNM

Modify Events [ X| |

Eescripliorl Sourcesl EventMessage Actions ] Fnrwaldingl

Command for Autonatic Action: (optional)

I "c:Wprogram filesthewlett-packardiopenviewliservice deskllagentibinlisd_

Popup Window Message: [optional)
INode doan

| oK I Canuel Apply Help

3. Click &K

4. From the Fi | e menu click Save and then d ose, to save and activate
the new settings in NNM.

NOTE Actions in NNM are executed by an action daemon. If the syntax of the
action command line is not correct, error messages will appear in the
NNM 6 directory at: | og\ ovacti ond. | og.

Configuring Service Desk

This section explains the configuration steps that must be done in the
Service Desk application
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Configure the Sd_event File

From the Servi ce Desk 3. 0\server\bi n folder open the
sd_event.ini file, rename it and configure it as follows:

1. In the Server line enter the name of your Service Desk application
server.

2. After Account enter the account created for this service event
integration and the password.

3. Additional items which need to be configured can be seen in the
example sd_event . i ni file shown below with default values. For
additional information on using the configuration file, refer to the HP
OpenView Data Exchange Administrator’s Guide:

[ SD_Event]

LOGHI LE=c: \t enp\ sd_event . | og

ERRCR LOGFI LE=c: \tenp\ sd_event _error.| og
ACCOUNT=nnn6_event / servi cedesk

SERVER=I ocal host

PCRT=30980

MAPPI NG=ext er nal _event

CLASSNAME=I nci dent

MCDUS=i nsert

LANGUAGE=CGB

You can open configurable ini files for editing from the Data Exchange
dialog box by entering the ini file name, then click Edit. The file will open
in a text editor.

Modify the Import Mapping

In Service Desk, modify the ext er nal _event import mapping as
needed.

NNM Variables

A number of variables are available for use in NNM, which enable you to
control the formatted output sent from NNM to Service Desk. Special
variables can be used in the Event Log Message, Popup W ndow
Message and Command for Automatic Action of the Add Event,
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Modi fy Events or Copy Event fields.

Special Characters

Standard Cpri nt f formats will be converted to the equivalent ASCII
format. All non-printable characters will be converted to the octal(\ooo)
equivalent for display in the event browser, trapd.log, and when passed
to the operator (manual) actions. The two exceptions are that a tab is
displayed as \'t in the event browser and t apd. | og and as a space in
pop-up messages. A new line is displayed as \ n in the event browser and
trapd. | og and as a new line in pop-up messages. All non-printable
characters are passed in their original form to automatic actions
executed by ovacti ond.

Sequential Attribute Variables

The $ variables, shown in the following table, are used to access the
sequential attributes that were received with the event. Each event has
associated attributes, however the event can have no accosted attributes.
They are accessed using the $n notation, where n is the positional
attribute with 1 being the first attribute. The printing format is based on
the ASN1 type of the attribute. These attributes are equivalent to the
variable bindings (varBinds) in an SNMP trap. The variables are as
follows:

Table A-2 Sequential Attribute Variables

Variable Definition

$# Print the number of attributes in the event.

$* Print all the attributes as seq name (type): value strings,
where seq is the attribute sequence number.

$n Print the nth attribute as a value string. It must be in
the range of 1 to 99.

$-n Print the nth attribute as a seq name (type): value string.
It must be in the range of 1 to 99.

$+n Print the nth attribute as a name: value string. It must
be in the range of 1 to 99.
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Table A-2 Sequential Attribute Variables

Variable

Definition

$>n

Print all attributes greater than n as value strings. This
is useful for printing a variable number of arguments.
$>0 is equivalent to $* without sequence numbers,
names or types.

$>-n

Print all attributes greater than n as seq name (type):
value strings.

$>+n

Print all variables greater than n as a name: value
strings.

Special Information Variables

You can also include information from the incoming event by using the
$arg format specification. The following $ variables are valid regardless
of the type of event (SNMPv1, SNMPv2C, CMIP, GENERIC).

Table A-3 Special Information Variables

Variable

Definition

$x

print the date the event was received using the local date
representation.

$X

Print the time the event was received using the local
time representation.

$@

Print the time the event was received as a number of
seconds since the Epoch (Jan 1, 1970) using the time_t
representation.

$0

Print the name (object identifier) of the received event.

$o

Print the name (object identifier) of the received event as
a string of numbers.

$V

Print the event type, based on how the event was
transported. See NNM documentation for a list of
supported types.
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Table A-4
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Special Information Variables

Variable

Definition

$r

Print the implied “source” of the event in text format.
This may not be the true source of the event if the true
source is proxy for another source, such as when a
monitoring application running locally is reporting
information about a remote node.

$R

Print the true source of the event in text format. This
value is inferred by means of the mechanism that
delivered the event. If the event was forwarded, this will
display the address of the remote event framework.

$c

Print the category the event belongs in.

$s

Print the severity of the event.

$N

Print the name (textual alias) of the event format
specification used to format the event, as defined in
trapd.conf.

$F

Print the textual name of the remote event’'s machine, if
the event was forwarded, otherwise print the local
machine’s name.

$$

Print the $ character.

SNMP-Specific Variables

The following variables are meaningful for events created from SNMPv1
or SNMPV2 traps/informs:

SNMP Specific Variables

Variable Definition
$C Print the trap community string. Set to public for
non-SNMPV1 events.
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Table A-4 SNMP Specific Variables

Variable

Definition

$E

Print the trap enterprise as a text string if possible,
otherwise as in the $e argument below. This option tries
to use the enterprise name as formatted in trapd.cong, as
opposed to $O which formats using the MIB definitions,
(typically a longer string). The event object identifier for
non-SNMPv1 events implies this number.

$e

print the trap enterprise as an Object ID string of
numbers. The event object identifier for non-SNMPv1
events implies this number.

$A

Print the trap agent addresses as defined in the trap
PDU. This may be different from the agent that actually
sent the event. If the name server knows about this node,
the node name will be printed, otherwise the address will
be printed.

$G

Print the trap’s generic trap number. The event object
identifier for non-SNMPv1 events implies this number.

$S

Print the trap’s specific trap number. The event object
identifier for non-SNMPv1 events implies this number.

$T

Print the trap’s sysUpTime time stamp. This is the
remote machine’s time in hundredths of a second between
the last initialization of the device and the generation of
the trap. It is not the time the event was received (see $s,
$X, and $@). For non-SNMPv1levents this value is 0.
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Integration With Network Node Manager
Example of NNM on UNIX Server

Example of NNM on UNIX Server

If you are running NNM on a UNIX server you will need to install the
items mentioned in “Service Desk Application Server” on page 133, and
you will also need to install the Event Communicator from the HPO/SD
depot on your NNM for UNIX application server. For instructions on
installing the HPOVSD depot files, refer to the Service Desk Installation
Guide.

UNIX Server
File Location Status
sd_event. i ni N\M server default values
opt/ OV/ SDY bi n
sd_event N\M server ready

/ opt/ OV SD/bin

Example of NNM on UNIX

It is possible to send service events from NNM on a UNIX system to
Service Desk. The following example is for the OV_Node_Down event.
From the Options menu in your NNM application:

1. Select Event Confi gurati on, and then QpenVi ewin the dialog box
that opens.

2. Scroll down the Event Nane list and double-click Ov_Node_ Down.

3. The following command and parameters can be used:
cd /opt/ OV SDY bi n; /opt/perl 5/ bin/ perl
[ opt/ OV/ SO bi n/ sd_event -f /opt/OV/ SOYbin/sd event.ini -v
event _id="$2 $x $X' description="$2 went down at $x X"
Ci =$2

Managing Event Storms on UNIX

You can install the queuing tools from the HPOVSD depot file to handle
event storms. The queueing tools are not mandatory, the integration will
work fine without installing them. See “Preventing Event Storms” on
page 107 for additional information on the queuing tools available with
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Service Desk. Refer to the HP OpenView Service Desk: Installation Guide
for installation instructions.
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The bi-directional event interface with ITO uses sd_event and Rule
Manager features present in Service Desk. The service event program,
sd_event, is used to forward ITO messages to Service Desk, and the
Rule Manager is used to send annotations and acknowledgments back.
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Integration Possibilities

The Service Desk integration with ITO consists of:

automatic forwarding of messages to Service Desk from ITO;

automatic forwarding of acknowledgment messages from Service
Desk to ITO;

automatic forwarding of message annotations from Service Desk to
ITO;

manual forwarding of messages to Service Desk.

ITO Integration Example

The integration can be set up to work like the following example:

1.

A fault is detected in the managed network and a message is created
inITO.

It o_server1 sends the message as a service event with account
ito_serverl to Service Desk.

Service Desk receives the event and creates an incident. The ITO
message ID is imported to the Sour ce | Dfield in the incident.

The Rule Manager detects the insertion of a new incident in the
database and checks if it is an ITO event.

The Rule Manager initiates the action to send a confirmation
annotation with: opcaddanno opc_adm. The annotation includes the
source | Dand itis sent to the agentonito_server 1l with the
message: This message is registered in Service Desk with
nunber | D.

The Rule Manager agent oni t o_server 1 receives the annotation
and adds it to the message with that source I Din ITO.

A Service Desk user handles the incident and puts the incident in a
d osed status.

The Rule Manager detects that the incident has changed in the
database to the status A osed.

The Rule Manager initiates the action to send an acknowledgment
message with: opcacknmsg source | Dis sent to the agent on
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ito_serverl.

10.The agentonito_server 1 receives the acknowledgment and closes
the message.

Automatic Forwarding of Messages

You can use the trouble ticket interface in ITO to send event information
to Service Desk. This makes it possible to update incident attributes in
Service Desk when the event status changes in ITO. The trouble ticket
interface calls sd_eventi ns. sh, the call forwarding executable, to
perform this action. The message source templates in ITO need to be
configured to specify which messages will be sent to Service Desk.

Automatic Forwarding of Acknowledgment Messages

When an incident is closed in Service Desk an acknowledgment message
can be sent to ITO. When the acknowledgment is received in ITO the
related message is removed from the desktop and filed. Typically
acknowledgments are given in ITO when:

= work has been finished on the ITO message and related problems are
resolved;

= there is another message in the message browser describing the same
event;

< you no longer need the message, because it has a low severity and
requires no action.

Service Desk uses database rules to send acknowledgments. Example
rules containing the default parameters for this action are available in
the demo database.

Automatic Forwarding of Message Annotations

Annotations are used in ITO for adding reference information to a
message. Message annotations can be provide information on the:

= actions performed to solve the problem;
= name of the user who started the action;
= status of the action, performed,;

« start and finish time of the action.
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Service Desk uses database rules to send annotations to ITO. The demo
database includes example rules for sending an annotation to ITO when
an incident is created from an ITO message. Database rules can also be
used to send an annotation to ITO when the status of that incident
changes.

Manually Forwarding Messages

This feature makes it possible to forward important messages that have
not yet reached Service Desk or that failed to reach Service Desk because
of problems in the automatic interface.

sd_event i ns. sh is automatically inserted on your ITO server during the
installation process. This script makes it possible to manually forward
messages to Service Desk with the Appl i cati on Bank in ITO. To
manually forward messages with the Appl i cati on Bank in ITO:

1. Start the Message Browser in ITO.

2. Openthe | TO Appli cati on Bank.

3. Click the Servi ce Desk icon (created during installation).
4

. Select the items you want to send and click the | nsert | nci dent
icon. The selected item will be sent to Service Desk.
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Table B-1

Integration With ITO
Installation

Installation

This chapter explains how to install the tools and files necessary for the
ITO integration with Service Desk to work.

The correct version of Perl must be installed prior to installing the ITO
integration tools, and must be mentioned first in the path variables. The
version of Perl that has been tested and is known to work with Service
Desk ITO integrations can be found in the Supported Platforms List. The
most up-to-date version of this list can be found in the latest HP
OpenView Service Desk Service Pack under the file name

\\ Doc\ Supported Pl atforns_Li st. pdf.

Service Desk

For the ITO integration you will need to install some items on your
Service Desk application server and other items on your ITO server. The
steps that follow are to be performed on the Service Desk server, see
“ITO” on page 150 for information on completing the installation on your
ITO server.

Integrations

On the Service Desk server you will need to install | nt egrat i ons from
the Service Desk 3.0 CD-ROM. Refer to the HP OpenView Service Desk
3.0: Installation Guide for additional installation information.

The following tools and files will be installed:

Service Desk Server

Installed Items Location Remarks

ext ernal _event Service Desk database import mapping
it o_acknow edgnent Service Desk database database rule
ito_annotate Service Desk database database rule
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Demo Database

The demo database contains configured database rules for sending
acknowledgments and annotations. If you do not want to install the demo
database and make use of the configured rules you can create them
manually. For additional information on manually configuring the
database rules see “Database Rules” on page 161.

For additional installation information on installing the demo database,
refer to the HP OpenView Service Desk 3.0 Installation Guide.

ITO

Some files and tools need to be installed on the ITO servers for the
integration to work.

ITO Server Account

Before installing the integration on the ITO server, create an account for
each ITO server you will integrate with Service Desk, start the
account nane with ito_ followed by your server namre, for
exanpl e ito_yourl TGserver.

1. Make the account a non-user interface account, by selecting the Use
this account for applications and access to the self
servi ce pages. This account does not give access to the
Servi ce Desk user interface check box.

2. Assign each account a helpdesk user role, as a minimum. See
“Integration Accounts” in Chapter 4 of the Data Exchange
Administrator’'s Guide for more information about accounts. The
following Account dialog box is provided as an example:
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Figure B-1 ITO Account dialog box

',1.' MNew - Account i E3

General | Roles | Achive Service Desk sessiunsl

Dizplay name: ||T|:|_SEWE[1

Login name: I|TD_SEWE[1

Paszward: I

Confirm Paszword: I

Host: Iseweﬂ Jyourdomain, com

[ Blocked

IJze this account for applications and access to the self service pages. This
[+ . - :
accaunt dogs naot give access ta the Service Desk uzer interface

k. Cancel

The HPOVSD Depot

Install additional integration tools from the hpovsd depot on your
UNIXO or Solaris ITO servers. The hpovsd depot is located in the / uni x
folder on the Service Desk 3.0 CD-ROM. See the HP OpenView Service
Desk 3.0: Installation Guide for more detailed installation instructions.
The installation is briefly run as follows:

1. The hpovsd depot contains the ITO tools in a tar file called
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i t o5l ntegrati on. The hpovsd depot also contains SDevent ,
Event Queui ng and the Agent . To install the ITO tar file, copy
hpovsd. depot to your t np directory and then run:

e # swinstall -s /tnp/hpovsd. depot

e # nkdir /opt/ O/ SDito5

e # cp | TG_SD30.tar /opt/OV/ SDito5

e # cd /opt/OV/SDito5
e # tar xvof ito5 SD30.tar
e # ./install.sh

2. During the installation of the ITO tar file, you will be asked a number

of questions similar to the following:

Question

Wiat is the Oacle version 7 or 8?

Wiat is the Service Desk server?

What is your |ITO account?

What i s the dat abase i nstance nane
of | T/ operations?

Do you want to |l oad | T/ Qperati ons
defaul t configuration?

Remark

Enter the Oracle version
you are using: 7 or 8.

Enter the server you
installed Service Desk on.

Enter the account you
have created in Service
Desk for the ITO
integration.

Enter the alias name of
the database ITO uses.
The default is openvi ew.

Yes installs all items from
the tar file. No installs the
files but does not install
the ITO user interface
items mentioned directly
after.

3. During installation, a log file called i nstal | . | og, will be created in
the | og folder. When the installation is successful, you will see
“Installation of ITOintegration has been conpl eted

wi thout errors”.
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The following files will be installed automatically on your ITO server:

Table B-2 ITO server

File Location

sd_event . i ni /opt/OV/SD/bin

sd_event . sh /opt/OV/bin/OpClextern_intf
sd_eventins. sh /opt/OV/bin/OpC/extern_intf
sd_eventi ns. pl /opt/OV/bin/OpC/extern_intf
get ITO attributes /opt/OV/bin/OpC/extern_intf
opcaddanno /opt/OV/bin/OpC/extern_intf

The installation will also automatically:

adapt the sd_event . i ni file located in /opt/OV/SD/bin;
add the trouble ticket setting sd_event . sh to the ITO user interface;

add the application group Ser vi ce Desk with application | nsert
I nci dent in the ITO user interface;

add message group Ser vi ce Desk to the ITO user interface;
add message template group Ser vi ceDesk with two message
templates:

SD_ITO Detects errors and warnings in the ITO_SD
event integration.

SD_ITO_ACK Detects if the Rule Manager agent cannot
acknowledge messages.

Messages created from the templates are stored in the Service Desk
message group.

NOTE The installation procedure also creates a log file (i nstal | . | og) in the

og directory.
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Multiple Servers
To support multiple servers you will need to:

= create a separate account in Service Desk for each ITO server and
specify the host name for each account for sending acknowledgment
and annotation messages to the proper ITO server. For example:

Account Host
ito_accountl serverl.yourdomain.com
ito_account2 server2.yourdomain.com

< install the ITO integration on each server;

< install the Service Desk Agent and queuing tools on each server.
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Configuration

This section explains the configuration steps that need to be performed
in Service Desk and in ITO.

Make Service Desk an ITO User

Make Service Desk an ITO user called SD. The commands sd_event . sh
and sd_eventi ns. sh create new incidents. These commands use the SD
user in ITO to gather information from ITO. The SD operator in ITO
owns the messages as soon as they are forwarded to Service Desk,
making it possible to distinguish ITO messages from other messages in
Service Desk.

1. From the Window menu in ITO, select User bank to manually create
a user.
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Add User dialog box

Hane Label

|BD | |Ser€ice Desk
Password Real Hane
|*€ |Seruice Desk
Description

|Seruice Desk

-+~ Tenplate Adninistrator

“* Dperator

Capabilities

[ Perforn/Stop Actions [ Oun/Disown Hessages

[ Hodify Hessage Attributes [T {Un-}Acknowledge Hessages
Configuration

Hode Hierarchy

HodeBank Get Hap Selection

R ibilities... fApplications... | Profiles...

Use Configuration of Selected User

0K Cancel Help

2. In the Nane field enter SD and give it the password sd.

3. Enter Servi ce Desk in the Label , Real Nane and Descri ption
fields.

4. Select the Qper at or option for the SD user.

5. Click Responsi bi lities and select HP- UX to select all
responsibilities.

6. Click &K when finished.

Create Configuration Items

In Service Desk, create configuration items for all nodes managed by
ITO. This step needs to be performed so that events coming from the ITO
server can find the configuration item they are related to in Service
Desk. The ITO server is also a managed node. In the Configuration Item
dialog box the Search code, Name 1 and Narre 2 fields are mandatory.
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You can create configuration items for your nodes as follows:

1. Open a new Configuration Item dialog box. This can be done by
selecting Confi gurati on |t emfrom the shortcut bar or selecting New
then Confi gurati on |Itemfrom the Fi | e menu.

2. Inthe Search code field enter the name of the managed node.

3. Inthe Nane 1 field enter the complete host name for the managed
node.

4. In the Nane 2 field enter the IP address for the managed node. The
Configuration Item dialog box will look similar to the following:

Figure B-3 Configuration Item dialog box
# New - Configuration Item M=l E3
File Edit “iew Tools Agtions Help |
nﬁaveandﬁlose| '|X|§|@|é{,ﬁ|4'|@,
search codes  [YQURSERVER General | Users | Services | Chid Cis | Related Dis| Cals | w.s | »
Status: I Praduction j
Name 1: @ Location: ~ [BUILDINGZ
oS erver. hosthame. com -
_I ﬁ Brand: - I
Owner
£=] Per.: - I
LI = Org.: - I
Name 2 Aidmin.
127001 -
B = Person;. 7 |
EWolkgro... - |
[]
Source |D: a8 Org.: = |
I a8 Outsourc... ™ I
IP Address:
hess: 127001 A
Serial Mumber: |1 23456 ;I
Categony: | |
™ Urique
Max. Installat... |1 —I
™ Blocked

TIP

It is possible to use the Data Exchange integration with Network Node
Manager to import managed nodes as configuration items in Service
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Desk, instead of manually entering them in Service Desk.

Import Mapping

In Service Desk, modify the import mapping as needed. An import
mapping called external_event is provided with default mapping; you
can modify it as needed. The event interface uses the ITO API to get
message details. This provides access to 48 message attributes in ITO,
for example, message ID, message text, instructions, and annotations.
You can configure the sd_eventi ns. pl file to put ITO message
attributes in the Remark and Information fields of an incident in Service
Desk. For example:
information=\"Application:$ito_params{APPLICATION}; Object:
$ito_params{OBJECT}\".

An incident created by ITO in Service Desk will have the following
attributes by default:

Event ID ITO message ID
Description ITO message text
Information “Original message: <message text>" “Detected by

application: <message application>" “Object in
question: <message object>" “Annotations:
<annotations>"

Solution ITO instructions

Cl ITO message node hame
Impact ITO severity

Status ITO message status

For additional information about how to conduct import mapping, see
Chapter 3 on “Mapping Service Events” in the Data Exchange
Administrator’'s Guide.

Attribute Mapping

ITO message attributes are mapped to Service Desk incident attributes.
The following table contains descriptive information to assist you in
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modifying the mapping supplied with Service Desk:

Service Desk Attributes

Attribute

Description

Configuration
Item

The configuration item in Service Desk that
corresponds to the ITO node or object that the error
occurred on.

Description The ITO <nessage t ext >

(Mandatory

field)

Information The text:
Original message: <nessage t ext >
Detected by application: <name of application>
Object in question: <obj ect name>
Annotations: <annot at i ons>

Solution <instruction text>

Category To specify the category, choose the ITO incident

(default) template and edit the category field.

Status (default)

The status the incident will receive when created.
To specify the status, choose the ITO incident
template and edit the Status field.

Impact (default)

The priority code is based on the ITO <nmessage
severi ty> if configured that way. To map the
message severity, choose the ITO import mapping
template. Map the message severity using the
Value Mapping options in Data Exchange.

Assigned to
person (default)

The person the incident will be assigned to. To
specify a specialist, choose the ITO incident
template and edit the Specialist field.

Assigned to
group (default)

The group the incident will be dispatched to. Must
be a group the assigned specialist belongs to.

Pool (default)

The pool the incident will be placed in. The ITO
integration uses the system user’s pool as the
default pool for storing incidents.
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For additional information about ITO message attributes, refer to the
IT/Operations Developer’s Toolkit: Application Integration Guide.

The Event Queue

Configure the queuing tools if you expect to experience event storms. See
Chapter 5 “Importing Service Events” in the Data Exchange
Administrator's Guide for more information. The event queuing tools can
be installed from the HPOVSD depot. An example of how to configure the
event queue for ITO follows:

Configuring the Event Queue for the ITO Integration
# nkdi r/ opt/ OV bi n/f QT extern_intf/sd_event _queue

To use the addent ry. sh call, modify sd_event . sh so that it looks like
the following example:

cd /opt/ OV SD¥ queui ng

[ opt/ OV/ SO queui ng/ addent ry. sh

[ opt/ OV bi n/f U extern_intf/sd_event _queue
"cd/opt/OV/SD/bin;
Jopt/OV/bin/OpClextern_intf/get_ito_attributes SD sd
$ITO_Message|/opt/OV/bin/OpClextern_intf/sd_eventins.pl”

Configure the Ini File

Configure the sd_event.ini file. It can be found in the Service Desk
/opt/OV/SD/bin folder. Many of the items will be configured automatically
for you during the installation process. You will want to enter the name
of the import mapping you configured, in the MAPPING row. An example
configuration file follows:

[SD_Event]

LOGFILE=sd_event.log
ERROR_LOGFILE=sd_event_error.log
ACCOUNT=ITO_serverl/ITO_serverl
SERVER=local host

PORT=30980
MAPPING=external_event
CLASSNAME=incident
MODUS=insert

LANGUAGE=GB
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Configure the Trouble Ticket Interface
Configure the ITO Trouble Ticket Interface:

< sd_event. sh will be set as the default call forwarding executable
during the installation process. It uses sd_event . pl tocall sd_event
from /opt/ OV/ SO bi n.

= The Message Source Templates, listing what items are to be sent to
Service Desk are not set by default. Configure the templates to send
items from ITO to Service Desk. The ITO incident template can be
found by clicking Dat a, Tenpl at es then | nci dent in the
Administrator Console.

Database Rules

Database rules are used to send information from Service Desk to ITO. A
Service Desk agent must be running on each ITO server to execute the
commands specified in the rules.

The following rules for sending acknowledgments and annotations to
ITO for UNIX servers are available in the demo database. The following
examples are provided to help you create the rules manually if you have
decided not to install the demo database. You will need to fill the bulleted
information in the database rules wizard:

< Send acknowledgments to ITO for UNIX:

— for each modified incident;

— if account name of the registration starts with ITO;

— and status is changed to closed;

— then execute / opt / OV/ bi n/ Qo opcacknsg[ Sour ce | d].

« Send annotations to ITO for UNIX (uses opcaddanno):

— for each inserted incident;
— if account name of the registration starts with ITO;

— then execute /opt/ OV/ bi n/ QT opcaddanno [Source 1D . A
Servi ce Desk incident has been created with nunber /D"

— on host [Regi stration; Created by; Host].
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NOTE opcacknsg is not installed by Service Desk; it is part of the ITO
application and is located in / opt / ov/ bi n/ QpC.

Creating New Database Rules
You can create additional database rules as needed. To create a new rule:

1. From the Tool s menu in Service Desk select Syst em then click
Busi ness Logi c, then Dat abase Rul es.

2. Double-click the I nci dent to open the Database Rules Wizard.

3. Right-click and select New dat abase rul e from the menu that
appears.

TIP Create new database rules quickly by using the copy and paste functions
in the Rule Manager. Select a rule that is similar to the rule you want to
create and click CTRL+C then CTRL+V to make a copy. Double-click the
copied rule to open it and then use the Rule Wizard to change the
parameters and the name.
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This appendix provides information useful in setting up an integration
with ManageX for the purpose of sending service events to Service Desk
and sending service events from Service Desk back to ManageX.
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Integration Possibilities

The ManageX Management Console allows system administrators to
explore domains and machines in the network. You can observe,
administer, and manage network machines, all from a central console. A
performance monitor provides detailed real-time examination of
performance data. Events detected by ManageX can be forwarded to
Service Desk and registered as service calls so that help desk personnel
and specialists can quickly react, solving the problem. The following
features are available with this integration:

= Service Events detected in ManageX can be sent to Service Desk. The
incoming service events are registered as incidents in Service Desk.

= Service Events can be sent from Service Desk to ManageX when an
incident is created, when the status changes, or when it is closed.

164 Appendix C



Integration With ManageX

Installation

Installation

This section provides and overview of the items that must be installed for
the integration to work. For installation instructions refer to the HP
OpenView Service Desk: Installation Guide.

Service Desk Application Server

For the ManageX integration you will need to install some items on your
Service Desk application server and other items on your ManageX

Server.

After installing the Service Desk application server you will need to

install | nt egr at i ons with the Data Exchange and ManageX options

selected, from the Service Desk 3.0 CD-ROM.

Installing Integrations will copy the following:

Table C-1 Service Desk Server

Installed Item

sd_event. exe

ext ernal _event (import
mapping)

sd_event _nanagex. i ni

Ser vi ceDeskSanpl ePas
sThru. nxc

sendnessage. exe

Location

Servi ce Desk
3.0\server\bin

Servi ce Desk
dat abase (Can be
configured from the
Data Exchange
GUl)

HP
OpenVi ew\ ManageX
\ Policies

ManageX\Policies

Servi ce Desk
3.0\server\bin

Status

ready

default values

default values

default values

ready
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Demo Database

The demo database contains preconfigured database rules for sending
service events.

The following table provides an overview of the rules available in the
demo database:

Service Desk Server

Database Rules Location Remarks

ManageX acknow edge database rulesin  for acknowledging

application ManageX messages.
ManageX annot at e database rule in for adding annotations
application to ManageX messages.

For additional installation information, refer to the HP OpenView Service
Desk 3.0 Installation Guide.

ManageX Application Server

If ManageX is running on the same server as Service Desk, the files and
tools needed for the integration will be installed when you install
Integrations from the Service Desk CD-ROM and the ManageX option is
selected.

The ManageX lights out policy called:

Ser vi ceDeskSanpl ePassThr u. nxc will be installed in C. \ Progr am

Fi | es\ HP QpenVi ew ManageX\ Pol i ci es. You will need to perform some
additional steps to complete the installation as explained in the next
section.

If ManageX is running on a server different from the ManageX server
see “ManageX on a Different Server” on page 167.

ServiceDeskSamplePassThru

Ser vi ceDeskSanpl ePassThr u. nxc is installed out-of-the box to Ser vi ce
Desk\ Bi n when you install ManageX from the Service Desk CD-ROM.
Some user actions still need to be performed manually as follows:

1. From the ManageX console, select the ManageX Server from the
Device Selector dialog box and click Appl y. If you don’t see the Device
Selector dialog box when you start the ManageX console, right-click
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the OpenView ManageX node and choose Devi ce sel ector.

2. Double-click Pol i ci es from the ManageX console tree then
double-click Avai | abl e Pol i ci es.

3. Right-click in the results pane to select the policy and select Al |
Tasks then I nstal | from the shortcut menu.

TIP If the Lights-Out Policy Ser vi ceDeskSanpl ePassThr u. nxc is not listed,
right-click on the Pol i ci es folder then click Al I Tasks. Click Set
D rectory and then navigate to the directory with the
Ser vi ceDeskSanpl ePassThr u. nxc policy and click CK.

ManageX on a Different Server

We recommend that the ManageX console runs on the same server as the
Service Desk application server. If you run ManageX on a different
server you will need to perform the following additional steps:

e Thesd_event _managex. i ni file needs to be copied to the ManageX
server and configured to refer to the Service Desk server name.

= Rules in the Rule Manager need to be changed, reflecting the
ManageX server as the agent name.

< sd_event. exe (event communicator), and
Ser vi ceDeskSanpl ePassThr u. nxc will need to be copied from the

Servi ce Desk\ Bi n path to ManageX.
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Configuration

This section explains the configuration tasks you will need to perform in
Service Desk followed by the configuration tasks you will need to
perform in the ManageX application.

Configuring Service Desk

This section explains the configuration steps that must be done in
Service Desk.

Configure the Ini File

Copy the sd_event.ini file and rename it to sd_event _nanagex.ini in
Service Desk. The default location of sd_event _rmanagex. i ni is:
Service Desk 3.0\server\bin or Service Desk 3.0\client\bin

1. Inthe Server line, enter the name of your Service Desk application
server.

2. After Account enter the account created for this service event
integration and the password.

3. Additional items which need to be configured can be seen in the
sample sd_event . i ni file shown below with default values:
[ SD Event]

LOGH LE=c: \tenp\ sd_event. | og

ERRCR LOGFI LE=c: \tenp\sd _event _error.| og
ACCOUNT=nmanagex4_event \ servi cedesk
SERVER=I ocal host

PORT=30980

MAPPI NG=ext er nal _event

CLASSNAME=I nci dent

MCDUS=i nsert

LANGUAGE=EB

Database Rules

Configure the Rule Manager in Service Desk to send events back to
ManageX. A database rule will be installed when you install the
ManageX integration from the Service Desk CD-ROM. You will want to
adjust the default values set for the rule and turn it on.You can create a
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database rule to send an acknowledgment to ManageX when an incident
is created, when the status changes and when the incident is closed, for

example.
1. From the Service Desk Tool s menu, click Syst em then Busi ness
Logi c. Double-click Dat abase Rul es and select the ManageX rule.
2. Click Modi fy and use the Rules Wizard to make any necessary
changes.
3. The Conditions should look something like:
speci fy Regi stration_| ogi n=nanagex4_event
st at us=cl osed
4. Configure the Conmand Exec action to send service events to

ManageX. The command line should resemble:
sendnessage. exe, -d="inci dent <l D> has been cl osed”

ManageX Server Account

Create an account for each ManageX server you will integrate with
Service Desk:

1.

Start the account name with ManageX_ followed by your server
name, for example ManageX_your ManageXser ver.

Make the account a non-user interface account, by selecting the Use
this account for applications and access to the self
servi ce pages. This account does not give access to the
Servi ce Desk user interface check box.

Assign each account a helpdesk user role, as a minimum. The
following Account dialog box is provided as an example:
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Figure C-1 ManageX Account dialog box
1%  ITO YourServer - Account

General l Folez l Bctive Service Desk sessiunsl

Dizplay name: |ITEI 0N OLFSErYer

Login name: ITO_vourserver
Password: |

Confirrn Pazzword:

Host: | Yourserver hostname .com
[ Dizabled

v |1ze thiz account for applications and access to the zelf servicepages. This
account does not give access to the Service Desk uzer interface

k. Cancel

Configuring ManageX

This section explains the configuration tasks you must perform in the
ManageX application

Configure the Acceptance Filter

Set the acceptance filter in ManageX. This will define what events are
forwarded to Service Desk:
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1. From the ManageX console double-click Pol i ci es, then Avai | abl e,
and then Li ght s- Qut .

2. Double-click Servi ceDeskSanpl ePassThr u. nxc, and the ActiveX
script action will show the nxc file in Visual Basic format. You can
edit the script to send the correct event information

3. Inthe Message Reader Confi gurati on folder click Accept ance
Fi | t ers and then double-click Mat ch Consol e Message:

Figure C-2 Set ManageX Acceptance Filters

i ServiceDeskSamplePassthiu mxc

[lesciption: |‘3 erviceDesk S ampleFassThiuy

__| Message Reader Configuration

3 Console Mezsage Feades Source: Ewert ID:
ﬂ Rejchon Fiters I I
-8 Acceptance Filters
43 Match Conzole Message Category Computes:
= (@8 Trigger | [MrSERVER
=-@3] Trigger ; :
=8 Achions Event Type: User:

&0 Actvex Scnpt dchon

Audit 5
& Send Console Message R JUCCREE

M anagex Intemal

Dazcaiption:

Save Save b i Cloze I

4. In the results screen in the Conput er field, enter the computer you
want to accept events from. In the Event Type field select the type of
events you want sent to Service Desk from the list.
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5. Click Save when you are finished.

6. After changing a policy you will need to install it.

ManageX Lights Out Policy

Configure the ManageX Lights-Out policy. The Lights-Out policy gathers
events coming from ManageX agents and sends them to Service Desk,
even when the ManageX application is not running.

1. From the ManageX console double-click Pol i ci es, then Avai | abl e,
and then Li ghts-Qut.

2. Double-click on Servi ceDeskSanpl ePassThr u. mxc, and ActiveX
script action with will show the nxc file in Visual Basic format. You
can edit the script to send the correct event information:
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Figure C-3 ManageX ActiveX Script Action

i SeviceDesk5 amplePassthiu mxc

[lesciption: |S erviceDesk S ampleFassThiuy

1 Meszage Reader Conbguration
3 Corsole Message Feades Script Type: Il'-"'E'SC"'l:'l j

B Rejection Fiters Seript Ine/column: 0713
+- 38 Acceptance Filkess

s I:lgg;er ‘This VB Script pazses the requested HP 0 peniew Manages
-8 Trigger ‘messages rom the onginaling Manages? console to an Service Desk ap
=4 Achong 'The integration between the M anagei bghts out consacle and the

Service Desk application seme i petomed wsing the standaed sd_ewe
i Send Conzole Mezsage D Erice Resume Nest

" Seveity i Vnfoirmation’”, "waning™ o Veror” and must be mapped o S
cSeveritysMFEvent Tupe

cSourceMames = MEvent SourceM ame
cLCatagoryStnng = M+Evant. CategorpStnng
chessage = MaEvert Message
cComputerhl ame = MXE vent ComputeiMN ame

"—Clear out [double) quote chars

cSourceMame = StimgH eplace(cSowrceMame, CHR[34), '™, True]

cLategoryStnng = StringF eplace(cCategonSinng, CHRIZ4), ™, Tius)

cheszage = ShingReplace[cMessage, CHR[34). ™, Tiue)

cComputerh ame = StingPeplace{cCamputerl ame, CHR[24), ™", Tiue] = I
]

4 |
™ Eillon Tirmeout Millizecands ||

Save I Save g i Cloze I

= The lights out policy Ser vi ceDeskSanpl ePassThr u. nxc contains
information you will need for the import mapping. The default
information is as follows:

cDescription = "description="& chr(34) & cMessage &chr(34)

cCl ="ci=" & chr(34) &cComputerName & chr(34)

cInformation = "information=" &chr(34) & "Message:" &cMessage &
"\nEventid: "& "$(EventID)"&chr(34)

clmpact = "impact=" & chr(34) &cSeverity & chr(34)
cClassification="classification=" & chr (34) &cCategoryString & chr
(34)

cEventID= "event_id="&chr (34) & cComputerName &"
"&MXEvent. TimeGenerated & chr (34)
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= The following incident fields in Service Desk are the most likely ones
that you will map an event to:

— event _i d (this is a required field, a unique key field)

— description
— information
— sol ution

— category

— i npact

— status

— priority
—da

= The following information can be used when editing the Visual Basic
text to change the configuration of event messages going from
ManageX to Service Desk. After changing a policy you will need to
install it as explained in XXX:

Table C-3 ManageX Event String Substitutions

String Description
$(Category) Category of the triggering Console Message.
$(CategoryNumber) Category of the triggering Event Log Message,

only the event log.

$(CategoryString)

Category string of the triggering Console
Message.

$(Computer)

Name of the machine that sent the triggering
Message or NT Event Log event.

$(Description)

Contents of the Description field from the
triggering Console Message.

$(EventID)

Contents of the EventlD field from the
triggering Console Message.

$(1dentifier)

A unique record number from the triggering
Event Log message.

$(OriginialTime)

The time the triggering Event Log item was
written or the triggering Console Message was
sent.
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ManageX Event String Substitutions

String

Description

$(RawDescription)

The unexpanded description of the triggering
message.

$(ReceiveComputer)

The computer receiving the triggering Console
Message.

$(ReceiveSource)

Application, Security, or Syst emif the
triggering event came from the Windows NT
Application. Security penVi ew Consol e, or
System Log penVi ew Consol e, if the trigger
was an OpenView Console Message.

$(ReceiveTime)

The time the Event Log message was read from
the file or the time when the Console Message
was received.

$(Source) The source of the triggering message.

$(Type) The type of triggering message. One of the
following numeric values will be returned:
1=Information, 2=Warning, 3=Error, 8=Success,
16=Audit Failure.

$(User) The name of the user who sent the triggering

message.

ManageX Event COM Objects

Field/Syntax Comment Type
CATEGORY user-defined message category. Unsigned
MxEvent.Category Integer
(UINT)

CATEGORYSTRING User-defined message category. String
MxEvent.CategoryStri
ng
COMPUTERNAME Machine originating event. String
MxEvent.ComputerN
ame
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ManageX Event COM Objects

Field/Syntax Comment Type
SERVICENAME User-defined identifier for device String
MxEvent.DeviceName | type, such as printer or hub for

hardware.
EVENTIDENTIFIER User-defined integer that Unsigned
MxEvent.Eventldentif | uniquely identifies the event. integer
ier (UINT)
MESSAGE Free-form information sent to String
MxEvent.Message console operator.
SOURCENAME User-defined string identifying String
MxEvent.SourceName | application
TIMEGENERATED Date field that defaults to time Date
MxEvent.TimeGenera | event was sent; user may override
ted with a specific value.
TYPE User-defined string identifying String
MxEvent.Type severity level of the event;

typically includes Information,

Warning, and Error. Other strings

may be defined as appropriate.
USER User-defined string naming the String
MxEvent.User user responsible for generating

the event
HELPURL String pointing to a location with String
MxEvent.HelpURL additional information to assist

you in dealing with the event

The Event Queue

Configure the queuing tools if you expect to experience event storms. An
example for ManageX follows:

Configuring the Event Queue for the ManageX Integration

The job queue executables for ManageX will be installed automatically
by the installation program:
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To use the addent ry. sh call, modify sd_event . sh so that it looks like
the following example:

cd /opt/ OV SIY event _queui ng

/opt/ OV SOY event _queui ng/ addentry. sh

/opt/ OV bin/ @C extern_intf/sd _event queue
“cd/opt/OV/SD/bin;

/opt/OV/bin/OpClextern_intfiget ManageX_attributes SD sd

$ManageX_Messagel/opt/OV/ibin/OpClextern_intf/sd_eventins.pl”
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This appendix is designed to provide you with useful examples. The
examples include how to use an example configuration file, how to import
data from an MS Excel spreadsheet, and from an ASCII text file.
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Using an Example Configuration File

You will need to adapt the configuration files to fit your environment.
The configuration files contains the knowledge about what data to

extract and about the source you will extract data from.

If you have added or changed the classes or fields in your external
application, you will need to modify the export mapping in the example
configurable extractor and the import mapping in Service Desk. In some
cases it may also be necessary to use the customizing features in Service
Desk to create new fields to import your external fields to. For example, a
field present in your application may not be included in the configuration
file. In that case you will need to adjust the NNM.ini file and the NNM

import mapping.

The following example will be used to explain the different parts of the

configuration file:

Copy an existing configuration file and save it with a new name. For this
example a portion of the NNM6 example configuration file is used:

[ DSN|
NAMVE=NnNn6
USR=t est i ngdb
PWD=t est i ngdb

[ SYSTEM

LOG=TRUE

XML=TRUE

DUMP=TRUE

TXT=FALSE

LOG _FI LE=C: \t enp\ NNMV6. | og
OUTPUT_FI LE=c: \ t enp\ NNMB. t xt
XM._QUTPUT_FI LE=c: \ t enp\ NNMV6. xm
APPLI CATI ON_NAME=NNVB

ENDODI NG=I SO 8859- 1

[ CLASSES]

NAME=NETWORK, SEGVENT

[ NETWORK]

SOURCE=[ NNM_NETWORKS] , [ NNM_OBJECTS]

ATT=[ NAME] , [ | NTERFACE_COUNT] , [ NNM | D]
COLUWNS=[ NNM_NETWORKS] . [ | P_NETWORK_NAME] AS

[ NAVE] , [ NNM_NETWORKS] . [ TOPM | NTERFACE_CNT] AS
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[ | NTERFACE_COUNT] , [ NNM _OBJECTS] . [ OVWW I D] AS [ NNM | D]
CONDI TI ON=[ NNM_NETWORKS] . [ TOPO_| D] =[ NNM_OBJECTS] . [ TOPO | D]

[ SEGVENT]

SOURCE=[ NNM_SEGMVENTS] , [ NNM OBJECTS]

PARENT=NETWORK

PARENT _RELATI ON=[ NNM_SEGVENTS] . [ NET_| D] =[ NNM | D]

ATT=[ NAME] , [ NNM_| D]

COLUWNS=[ NNM_SEGMVENTS] . [ SEGVENT_NANME] AS

[ NAMVE] , [ NNM_SEGVENTS] . [NET_I D] as

[ NET_I D], [ NNM OBJECTS].[OVW I D] AS [ NNM | D]

CONDI TI ON=[ NNM_SEGVENTS] . [ TOPO | D] =[ NNM_OBJECTS] . [ TOPO | D]

Enter the data source (DSN) information.

1. Enter the name of the data source you will export data from. For this
example nnmé6 is being used as the data source. You must use this
same name when setting up your ODBC connection.

2. Enter the name this integration can used to login to that data source.
3. Enter the password that goes with the login name.
Specify the system settings.

1. The first four headers are used to specify if a log file will be created
(LOG=TRUE), if the output file is of the XML type (XML=TRUE) or
text (TXT=FALSE) and if a dump file should be created
(DUMP=TRUE). In this example all files will be created except a TXT
file.

2. Enter the locations that you want the LOG FILE, OUTPUT_FILE
and XML_OUTPUT _FILE placed after creation.

3. Enter the APPLICATION_NAME for the application you will be
exporting data from. For this example the data source application is
NNMS6.

4. In the Encoding line, enter the language type you will be viewing the
configuration file in. 1SO-8859-1 is entered in the example so that it
can be viewed with a European language character set. There are
numerous other character sets, for example Kanji uses completely
different characters.

Define the classes that will be exported.
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1. Enter the names of all classes you will export. You can decide what
the class names are, these class names will be used later with the
import mapping. In the example the class names are NETWORK, and
SEGMENT.

2. Enter a CLASS section for each class you will export.

3. Under each class section enter the SOURCE database the class data
needs to be exported from.

4. For each class you must define attributes in the ATT section. The
ATT section is used to identify the item and defines where in Service
Desk the data must go.The attributes can literally be the same as the
columns or aliases. The attributes will be captured from the columns
that are written in the COLUMNS section.

5. Enter the COLUMNS you want to select with an alias[columnnamel] AS
[aias 1]. Columns that appear in the PARENT_RELATION have to be put into
the column list when tables are cached [LOADTABLE=TRUE], because the
extractor uses thisinformation to find all children for a particular parent in
memory. If an aliasis not specified the column name will be used asthe alias
name.

6. Enter the CONDITION or selection criteriafor the records to be retrieved.

For additional information on configuring the extractor, see the section
“Configuring the Extractor” on page 37.
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Importing From an MS Excel Spreadsheet

This example demonstrates how to import data from an MS Excel
spreadsheet.

Step 1. Adjust the Excel spreadsheet
1. Add a heading record.
2. Select all data from the Excel sheet.

3. Enter a name for the selection in the upper left corner. The data
selected for this example was given the name; PHONELBL.

Figure D-1 Adjust the Excel Spreadsheet

%%NewRDman = 10 *éB I H%EE&T%, +ng+03£§£§_
e = T T
A B C n

AME

otephen
Donna

IE.! uéu bert i DOMDERD

Byron wide Sales Manger, Enterprise Senices |SNEEIEIE

4. Save the Excel spreadsheet. The example is saved as phone. x| s.
Step 2. Create an ODBC Data Source for the Excel spreadsheet

1. Start the ODBC Data Sources from the Windows Control Panel.

2. Select the Syst em DSN tab and click Add.
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3. Select the driver you want to use. M crosoft Excel Driver
(*.xls) version 4.00.4202. 00 was used for this example, then
click Fi ni sh.

4. In the ODBC Microsoft Excel Setup dialog box enter a Descri pti on,
then use the Sel ect Wor kbook button to select the spreadsheet you
selected in Step 1. Click OK and the Dat a Sour ce Nane field will
automatically be filled. In this case it becomes DSNPHONE.

Figure D-2 ODBC Microsoft Excel Setup dialog box

ODBC Microsoft Excel Setup

Data Source Mame: IDSNF‘HEINE k. |
D e=zcription; IDSN Phone Description Cmpiiere] |
— Databaze

Help |

Mersion:  [Fyucel97-2000 7]
“Workbook: DA ADataE wchangeiphone. slz

Select Workbook... |

I lze Eoment Mirecton IW

— Diriver

Bows to Scan; IE ¥ Read Only

Step 3. Configure the extractor.

1. Open one of the example configurable extractor provided with Service
Desk, sd_event . i ni.

2. Create a new ini file. In this example the new ini file is named
phoneconf.ini.

3. Add the lines in the example so that they match your environment,
and include the data you want to extract from the Excel file as
follows:
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[ DSN]
NAME=DSNPHONE
USR=
PWD=

[ SYSTEM

LOG=TRUE

XML=TRUE

TXT=FALSE

DUMP=TRUE

LOG_FI LE=\ phone. | og
QUTPUT_FI LE=\ phone. xl s
XM._QUTPUT_FI LE=\ phone. xm
APPLI CATI ON_NAME=PHONELI| ST
ENCCODI NG=I SO- 8859- 1

[ CLASSES]
NAVE=CLASSPHONE

[ CLASSPHONE]

SOURCE=PHONELBL

ATT=[ LASTNAME] , [ FI RSTNANE] , [ JOBTI TLE] , [ SEARCHCODE]
COLUVNS=[ LASTNAME] . [ FI RSTNAME] , [ JOBTI TLE] , [ SEARCHCODE]
LOADTABLE=TRUE

Step 4. Create an import mapping.

1. From the Tool s menu in Service Desk select Syst emand then open
the Dat a folder. Double-click | nport Mappi ng. Right-click to create
a new import mapping:
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Figure D-3 New Import Mapping dialog box
7] x|

PHOME_IM

Mame  [impotmaping | add. |

2. Give the import mapping a name, for this example it is PHONE_| M

3. Create a New External Class for the Excel sheet. In this example it is
CLASSPHONE. The mapping you create is dependent upon the type of
information you are importing, because the example contains
personnel information it is mapped to the Per son item and the
I nternal Person tenpl at e as follows:
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Figure D-4 New External Class dialog box
Hew External Classz i E3
Name: |CLASSPHONE Ok
Ibemm: IEI Person j Cancel

Template: | IInternaI Perzon

4. Click OK. The attributes assigned to the template and item selected
for the class will be shown in the lower portion of the New Import
Mapping dialog box.

5. Double-click the attributes you want to map to rows and columns in
the Excel spreadsheet. In the Field Mapping dialog box you can enter
the External Property name that corresponds to the Service Desk
attribute you selected:

Figure D-5 Mapping Attributes
i FieldM apping - Full name;Last name Mi=]E
Field Contents
External Froperty IL.-'-‘-.STN.-’-\-.ME
& reference ko lkem I j
Default

Cancel
[~ Thiz field iz uzed for key binding
allEs s

M8

NOTE You must have at least one unique attribute designated as the binding
key, this is usually the search code or another unique key.
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6. Click OK to save your mapping and return to the Import Mapping
dialog box. The following dialog box shows the completed import
mapping for this example:

Figure D-6 Complete Import Mapping

21|
PHONE _IM

Job fitle

_Full narme:First n
Full name Last n
T empolate
Attachment exist
R eqistration Crea

Step 5. Export the Excel spreadsheet data.
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1. Right-click in the Data Exchange Task window to create a New Dat a
Exchange Task. An empty Data Exchange dialog box will open.

2. Select the Export Data from a storage devi ce check box.

3. Enter the name of the ini file you created in the Export nmappi ng
field. For this example it is phoneconf . i ni .

4. Inthe Exchange fi | e field, enter the name you specified for it when
configuring the ini file. For this example the file will be called
phone. xn :
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Figure D-7 Export Data

ponecontii 7]

AHewlett-Packardhdata_exchange'smisphone, smil

Fazsond:
rpjeiel e r i) el e

Di=iE) [a L -
¥ ietug : i cdlifiy... H EnEvE:

|!|
8

5. Click Save to save this task for use another time, and then OK to
export the data from the Excel file.

6. Check the phoneconf _exp. | og file to verify that the export was
successful.

Step 6. Import the Excel data.
1. Right-click in the Data Exchange Task window to create a New Dat a
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Exchange Task. An empty Data Exchange dialog box will open.
2. Inthe Exchange fil e field, enter the name of the phone. xm file.
3. Selectthe Import data into Service Desk database check box.

4. Enter a Service Desk account and password created for integration
purposes.

5. Inthel mport mappi ng field use the drop-down arrow to find the
import mapping you created for importing the Excel file. In this
example it is PHONE_| M
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Figure D-8 Import Data

aelect 3 cantguratiar e fan extractig datas

e L L =
Edlifs..

SAHewlett-Packardhdata_exchangesmlsphone «mil

—

Butemadmistiar
e ———
PHONE M %

6. Select the Debug check box and click OK to import the data.
7. Check PHONE_I M i np. | og to verify that the import was successful.
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Importing Data With Relations

This example focuses on the process of configuring the extractor file and
creating the import mapping to import data from a data source. Special
attention is given in this example to how you can import relations. The
information about adjusting the configuration file and creating the
import mapping is combined for each class in this example, so that you
can directly see the relationship between the two. The overall process
contains the following ordered steps:

1. Analyze your data source to determine what you will export and how
it is stored.

Create an ODBC link
Configure the Extractor
Export data

Map the exported data to templates, items and fields in Service Desk.

2 T

Import the data.

Data Source

To configure the extractor (ini file) you need to know how information is
stored in your data source and what you want to export. Many
applications provide a table description or similar document that can be
used for this purpose. In Service Desk a Data Dictionary is provided with
this type of information. The Service Desk Dictionary is useful when
mapping where in Service Desk the data will be imported to and the
relations between items in Service Desk.

The data used for this example was taken from a Microsoft Excel
spreadsheet. The major differences between importing data from an
Excel spreadsheet and a database is in how the ODBC link is made see
“Defining the ODBC Link” on page 196, and the task of defining areas in
your excel file, “Preparing the Excel Sheet for Data Exchange” on page
195. When looking at your data you should always think in terms of the
SOURCE or database table, and COLUMNS within the tables. In the
Excel spreadsheet the information is also grouped into tables, SOURCES,
and columns, CCLUWNS.
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Figure D-9 EMPLOYEE SOURCE
A, | B | c o D
EMPLOYEE
SEARCHCODE FIRSTMAME LASTMAME EMAIL
EmMP100003 Maarten van Dijk maarten_vandijk@acme.com
EmP100004 John =mith John_smithi@acme.com
EmP100005 shelley Lang shelley_long@@acme.com
EMP10000E Guy Frangois  |guy_francois@acme.cam
EMP100007 Helen Marris helen_moartis@acrme. com
EMP100005 Monica van Yelden monica_wanveldenfacme. corr
EMP100009 Frank Lappa frank_zappa@acme.com
EmMP100010 Joe Barbarese |joe_barbaresef@acme.com
EmP100011 Pete hcPherson pete_mepherson@acme. com
EmP10001%2 Sandra Berke sandra_berke@acme.com
EmP100013 hichael sasek michael _sasek@acme.com
EmMP100014 fem Fhilips zem_philipsi&acme. cam
Figure D-10 EMPLOYEE SOURCE - Continued

e | F | & | H |

TELEPHOME|NUMBER DRIG W5

303 303 HFHOLLAND ORGHELF

304 304 HFFRANCE ORGFC

305 305 HFHOLLAND | ORGFC

306 306 HFSPAIM CORGHELF

307 307 HF LIk, CORGIT

1308 308 HFFRANCE ORGPC

a03 309 HFGERMANY ORGIT

310 310 HFHOLLAND | ORGIT

311 3N HFSPAIN CORGHELFP

312 32 HFGERMAMNY ORGHELF

313 313 HFSPAIN ORGIT

314 314 HFSPAIM ORGIT
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Figure D-11 ORGANIZATION, SOFTWARE & WORKGROUP SOURCES
ORGANISATION SOFTWARE
SEARCHCODEZ NAME SEARCHCODES MAMES
DREZ0001 HPHOLLAMD MT4 MT4.0
DRG20002 HPFRAMNCE WyA000 WyIMA000
DRG20003 HPLIK
DRGZ20004 HP GERMANY WORKGROUP
DRG20005 HPSPAIN SEARCHCODE4 MAMEA
DRGHELF DORG-Helpdesk
DORGPC DORG-PC
DRGIT DRG-IT
Figure D-12 HARDWARE SOURCE
HARDWARE
SEARCHCODES MAMES = LISER
DRGPCO01 DRGPC MT4.0 EmP100005
DRGPCO02 DRGPCZ  WIN2ZOOD EMP1000039
DRGPCO03 DRGPC3  WIN2ZOOD EMP10000E
DRGPCO04 DRGPC4  NT4.0 EmMP10007 4
DRGPCO0S DRGPCE  (NT4.0 EMP100012
DRGPCO06 DRGPCE  WINZ000 EMP100012
DRGPCO07 DRGPCY  WINZOOD EMP100003

Preparing the Excel Sheet for Data Exchange

When exporting data from an Excel sheet you will need to define the
areas of data in your excel sheet. In essence you will be grouping the data
into tables that are easier to identify for import mapping. In this
example the following areas are defined in the Excel sheet; EMPLOYEE,
ORGANISATION, SOFTWARE, WORKGROUP, and HARDWARE. To
define an area in an Excel sheet; from the Fi | e menu select | nsert,
Narre, and then Def i ne. You can then set or view the definition for each
area as shown in the following example:
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Figure D-13 Excel File Name Definition

Define Hame

Mames in workbook:

i E3
|ORGANISATION
EMPLOYEE =] Close ]
|HARDWARE
: &dd
SOFTWARE
WORKGROLP e i
Refers to:

S

|=shest11$a419:46424

After you create the ODBC link and create or modify the configuration
file you can export the data using the Data Exchange dialog box. Clear
the option for importing data until after you have had time to verify that
your export was successful. For more information see “Using a Task to
Export Data From a Storage Device” on page 51.

Defining the ODBC Link

An ODBC connection must be configured on the application server where
the data you will import is located. For example, if the exported XML file
is on your Service Desk application server, that is where you need to
configure the ODBC link from. Service Desk uses System DSN for data
exchange. Following is an example of how to set up an ODBC link for
Microsoft Excel files. For other types of ODBC links see“Defining the
ODBC link” on page 46.

1. From the Syst em DSNtab select Add to create a new ODBC link:
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Create New ODBC Connection

€1 0DBC Data Source Administrator

User DSH | System D5M i File DSH 3 Driversi Tracingi Connection F'u:u:ulingi About i

System Data Sources;

M ame { Diriver 1
demo_excel bicrozoft Excel Driver [7.xlz]

LocalServer SAL Server

M5 SOL Server

ninme kicrozoft QDBC for Qracle

OhSDE kA5 DB Driver

STODE STO DB Driver

zmz2l SOL Server

bt bicrozoft Tewst Diriver [*.tat; * o]

WEEM Source WEBEM ODBC Driver

An ODBC System data zource stores information about how to connect o '
the indicated data provider. & Systemn data source i visible to all users
on this machine, including MT services.

Configure... i

] J Cancel J ] j Help

2. Select the M crosoft Excel
then click Fi ni sh:

Dri ver, it will have an *x| s extension,
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Figure D-15 New Data Source

Create Hew Data Source

Select a driver for which you want to zet up a data zource.

Name j Yerzioh 1 Ci = |
Microzoft Access Driver [Frdb] 400420200 Mi
Microsoft dBase Driver [7.dbf] 400420200  Mi
Microsaft Excel Dnver [*.xlz] 400420200 M
ticrozoft FosPra Driver [*.dbf] 400420200 Wi
Microsaft QDBC for Oracle 2873420200  Mi
Microsoft Parados Driver [db ] 4.0004202.00 Wi
Microsaoft Test Drver [*kat; *cev] 400420200  Mi—
Microsaft Visual FosPro Driver B.00.8440.00  Mi

0%M S DB Driver 3.51.00.108 S0
MCTO DR Dirivsar klak raarl ad ki
4T ri

o Harh l Finizh l Cancel J

3. Type the Dat a Sour ce Nanme and a Descri pti on. The Data Source
Name should match the DSN name in your configuration file, the
description is for your own reference.

4. Click Sel ect Wr kbook to locate the data source that you will use,
then click CK to finish the procedure:
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ODBC Microsoft Excel Setup

[ata Source Hame:

Dezcnption: iE:-:u:eI odbe driver ey

- i e s A U R R ST i L T

Mersion:  |Eycel97-2000 7]
[ ‘“workbook:  Chdatasmshexcelion excel s !
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Excel ODBC_DSN

]

aill.

Help

Select Workbook... I

:

Options::

Configuring the Extractor and the Import Mapping

This section explains how the example or g_excel . i ni configuration file
was created and the special attention given to exporting relations. The
extractor is an executable extractor file that uses parameters to connect
to the external source and extract data. After the data is exported the
import mapping needs to be configured correctly for importing the
relations.

Mapping data from the XML file to Service Desk items and fields can be
a labor intensive job, if you cannot use one of the import mapping
examples provided you can make the process easier by creating a well
structured configuration file and making sure it works before going on to
the import mapping. If you don’t you might find yourself creating the
import mapping more than once. For this example the import mapping is
shown after each class in the configuration file is described, to better
demonstrate how what is entered in the configuration file effects what
needs to be entered in the import mapping. Normally you would create
the entire configuration file and then make the import mapping based on
the information in the XML file.

The export process can be started from the application user interface or
from the command line, see “Exporting Data” on page 51, or “Exporting
From the Command Line” on page 53 for additional information. The

configuration file can be opened from the Data Exchange dialog box, click
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Edi t to edit or view the configuration file selected in the Export mapping
field as shown below:

Figure D-17 Export Mapping in Data Exchange dialog box

ma; Data Exchange Task - Org_excel

!7 Export data from a storage device —_—_—

Select a configuration file for extracting data;

| Export mappi_. {0 cveelini _:j
Edit... ]
EHpDrt data tl:l ar impl:lrt data I:rl:lm |:||E v ey TU T a0 s T e TR et T e :

EEm::hange file: E:“\Program FileshHewlett-FackardsOpeniiiewsSer

Browse. . J Wigw...

;-W Irmpart data inta Service Desk databaze

| Gelect import settings

%Accuunt: - iSl,lstem adminiztrator i
' Password: ] .
| Import mappi. . 1Drg_e:-:|:el :_j §
¥ Debug Mew... ‘ Modify. . | Femaove J

Save... J Ligt Log Files... 1 kK ! Cancel 1

In this example the following Classes will be configured for export by the
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extractor:

Class

SOFTWARE

ORG

EMP

PHONE

HARDWARE

HWUSERS

REL

WORKGROUP

WORKGROUPEMP

Configuration File

[ DSN]
NAME=or g_excel
USR=
PWD=

[ SYSTEM
LOG=TRUE
XM_=TRUE
TXT=FALSE
DUVP=TRUE

Examples
Importing Data With Relations

Description

This class is selected to export the different
software items from the data source into the
XML file.

This class will export the organization items
from the data source into the XML file.

This class will export the employees and the
employee attributes entered into the XML file:
Email addresses, and employee organization.

This class will export the employee telephone
numbers from the data source to the XML file.

This class will export the different hardware
items from the data source into the XML file.

This class will export the different hardware
users from the data source into the XML file.

This class will export the different relationships
from the data source into the XML file.

This class will export the different workgroups
from the data source into the XML file.

This class will export the different workgroup
members from the data source into the XML
file.
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LOG FI LE=org_excel .| og
QUTPUT_FI LE=or g_excel .t xt
XM._QUTPUT_FI LE=or g_excel . xmi
APPLI CATI ON_NAME=0r g_excel

[ CLASSES]
NAVE=SOFTWARE, ORG, EMP, PHONE, HARDWARE, HWUSERS, REL, WORKGROUP, WOR
KGROUPEMP

[ SOFTWARE]

SOURCE=SOFTWARE

ATT=[ SEARCHCODES] , [ NAME3]
COLUMNS=[ SEARCHCODE3] , [ NAMES]
LOADTABLE=TRUE

[ ORG
SOURCE=ORGANI SATI ON

ATT=[ SEARCHCODE?] , [ NAVE]
COLUWNS=[ SEARCHCODE?] , [ NAVE]
LOADTABLE=TRUE

[ EMP]

SOURCE=EMPLOYEE

ATT=[ SEARCHCODE] , [ FI RSTNAVE] , [ LASTNAVE] , [ EMAI L], [ ORG
COLUWNS=[ SEARCHCODE] , [ FI RSTNAVE] , [ LASTNAVE] , [ EMAI L], [ ORG
LOADTABL E=TRUE

[ PHONE]

SOURCE=EMPLOYEE

ATT=[ SEARCHCODE] , [ PHONENUVBER]

COLUMNS=[ SEARCHCODE] , [ NUVBER] AS [ PHONENUMBER]
LOADTABLE=TRUE

[ HARDWARE]

SOURCE=HARDWARE

ATT=[ SEARCHCODES5] , [ NAVE5]
COLUMNS=[ SEARCHCODE5] , [ NAVE5]
LOADTABLE=TRUE

[ HAUSERS]

SOURCE=HARDWARE

ATT=[ SEARCHCODES] , [ USER]
COLUWNS=[ SEARCHCODES] , [ USER]
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LOADTABLE=TRUE

[ REL]

SOURCE=HARDWARE

ATT=[ SEARCHCODES] , [ SW
COLUWNS=[ SEARCHCODES] , [ SW
LOADTABLE=TRUE

[ WORKGROUP]

SOURCE=WWORKGROUP

ATT=[ SEARCHCODE4] , [ NAVE4]
COLUWNS=[ SEARCHCODEA] , [ NAVE4]
LOADTABLE=TRUE

[ VORKGROUPENP]

SOURCE=ENMPLOYEE

ATT=[ SEARCHCODE]

COLUMNS=[ SEARCHCODE], [WG AS [ SEARCHCODE4]
LOADTABLE=TRUE

PARENT=WORKGROUP

PARENT RELATI ON=[ WG =[ SEARCHCODEA]

PARENT _RELATI ON_NANME=PARENT

Configuring the DSN Section

The NAME line, in the DSN section of the configuration file, is the Data
Source Name you entered when you created the ODBC link. Each
configuration file needs to have its own ODBC link with a unique Data
Source Name.

Configuring the SYSTEM Section

When running Data Exchange from the user interface you only need to
fill in the LOG, XML, TXT, DUMP and APPLICATION NAME fields. The
fields LOG_FILE, OUTPUT_FILE, and XML_OUTPUT_FILE only need
to be filled in if you run Data Exchange from a command line.

Configuring the CLASSES Section

When developing the configuration file, the order that the classes are
listed in the CLASSES section is important. The sections that follow
should mirror the order in the CLASSES section. The extractor will take
each class defined in the CLASSES section and make SQL statements.
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Sources, columns and classes are selected and relationships made
according to the definitions in the configuration file, see “The Extraction
Process” on page 49 for additional information. When you later import
the data the objects are imported in the order they were written. The
order takes some thought when developing the configuration file for
importing relations. If you look in the configuration file that follows you
will see that WORKGROUP will be extracted before WORKGROUPEMP,
because WORKGROUPEMP is the child relation of WORKGROUP.

If a class in not in the CLASSES file it will not be imported, even if the
class is described later in the configuration file. You will not get an error
message if a class is missing, a missing class can only be detected by a
manual check of the configuration file, or seeing that it was not exported
to the XML file or imported into Service Desk.

Configuring the SOFTWARE Class

In the data source the class called Software is stored in the table called
SOFTWARE, from the excel spreadsheet it is a section defined as
SOFTWARE in the Excel sheet. The table is the SOURCE in the
configuration file. Within the SOURCE two attributes are selected for
export, the attributes are put in the ATT field. In the COLUMNS field
you need to specify where within the SOURCE those attributes, ATT
items, are coming from. For this example class, the COLUMN names and
ATT names match so no aliases are necessary.

You always need to include a SEARCHCODE. The SEARCHCODE is a
unique key that must always be exported and mapped to the field sear ch
code in Service Desk for identifying the class. For Software the column
SEARCHCODES3 contains the unique code name given to each software
item, the NAMES3 column contains the name the different software items
were given.

The LOADTABLE field is used to specify how the data is stored while it
is being extracted. In this case the LOADTABLE is set to TRUE so that
the records will be cached in memory, because the class in this example
does not have any parent-child relations that need to be searched for.

Import Mapping for the SOFTWARE Class

In the import mapping the class name in brackets [SOFTWARE] is
mapped to the item called Confi gurati on |temin Service Desk. The

204 Appendix D



Examples
Importing Data With Relations

default tenpl at e is used for this class. The attributes in the ATT line
are mapped to Fi el ds that are available in the default template. In this
case [SEARCHCODES] is mapped to the Sear ch code field and
[NAME3] is mapped to the Narrel field. Both attributes are unique, the
mapping can be extended later by modifying the configuration file to
include more attributes. The completed import mapping is displayed in
the following dialog box:
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Import Mapping - SOFTWARE

&': Org_excel - Import Mapping

MName: arg_excel
Item Mapplr‘lg hln bt na T 1
(fwame  mpotmappng Add.. | |
[ {Emp iu:urg_e:-:u:el {
| i T adify.... {
| {phone arg_excel | T e
{ {0 org_excel i Femove |
| |HaRDwWARE org_excel |
| IHwUSERS org excel | !
-~ Field Mapping—— - -
- Template: 1<Ennfiguratinn [tem: Default template
Property 1 Field j Diefault ] Usedaz = '
[ | NAMEZ M ame 1 Unigue key .
{ | SEARCHCODES Search code nique key {
{ Template 5
{ Attachment exizts '
[ Reqistration:Crea... {
' Reqistrationtod...

RegztrationCrea...

| cancel |

Scrolling down in the dialog box above will show the following additional

fields:
Field Default
Admin.Org Invention Inc.
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E xternal Clazs Software

[ ame:

[kem:

Template: I iDEfauIt template
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Field Default

Max.Installations 1

The following dialog box shows the import mapping for the external class
to the Confi guration |temin Service Desk and the template selected:

Mapping External Class - SOFTWARE

;Sn:nftware

i 21 Configuration Ikem _‘_'_'_J Cancel i

Configuring the ORG Class

This class is imported in a similar manner as the class SOFTWARE. One
major difference is that the SOURCE for the class has a different name.
The class name is ORG and the SOURCE is the ORGANISATION table.
This shows that you can give a class any name you want in the
configuration file as long as the SOURCE is provided. Keep in mind that
when the exported data is put into the XML file it will be sorted under
the class name that you give it and that class name is what you will need
to map to an item in Service Desk.

Another point to note about this class is that this class is intentionally
put in the configuration file before the class EMP. The reason for that is
because EMP will export ORG as an attribute.

Import Mapping for the ORG Class

In the import mapping the class name in brackets [ORG] is mapped to
the item called O gani zat i on in Service Desk. The template called

I nternal Qg is used for this class. The attributes in the ATT line are
mapped to Fi el ds that are available in the I nt ernal O g template. In
this case [SEARCHCODE?2] is mapped to the Sear ch code field and
[NAME] is mapped to the Nanel field. The mapping can be extended
later by modifying the configuration file to include more attributes. The
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completed import mapping is displayed in the following dialog box:

Figure D-20 Import Mapping - ORG

E.':' Org_excel - Import Mapping

Hame: iu:urg_e:-cu:el

— Item Mapping—

| (Mame 77T T Importmepping T Add
{ {Emp org_excel !
| { Moadify...
f phone org_excel i
' 5 Remove .
| |Software ong_excel {
| [HARDWARE |org_esced |

HwUSERS o excel hd
 Field Mapping—————— i 4
Template: 1<Drganizatiun> Internal Org
| | Property ] Field 1 Default ] Usedas | .
| | SEARCHCODEZ Search code Unigue ey
[ | HAME MName 1 {
Template |
| Attachment;exists {
Feqgistration;Crea...
; Reqistration:Mod...
{ ReqiztrationCrea...

|  concel |

Scrolling down in the dialog box above will show the following additional
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External Clasz Org

M ame:

[term:

Template: ] ilnternal Org
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fields:
Field Default
Status Active
Category Organization

The following dialog box shows the how the external class was mapped to
the O gani zat i on it emin Service Desk and the template selected:

Mapping External Class - ORG

il:lrg

iEg Orgatization :j Cancel

Configuring the EMP Class

The class EMP is configured to be imported before the following class,
PHONE. That is because phone numbers will be linked to employees.

Import Mapping for the EMP Class

In the import mapping the class name in brackets [EMP] is mapped to
the item called Per son in Service Desk. The def aul t tenpl at e is used
for this class. The attributes in the ATT line are mapped to Fi el ds that
are available in the default template. In this case [SEARCHCODE] is
mapped to the Sear ch code field, [ORG] is mapped to the O gani zat i on
field, [LASTNAME] is mapped to Narre, [FIRSTNAME] is mapped to
Ful I name; First nane, and [EMAIL] is mapped to E- mai | . Search code
is the unique key for identifying the class. The completed import
mapping is displayed in the following dialog box:
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Figure D-22

Import Mapping - EMP

E: Org_excel - Import Mapping

Hame: ju:urg_e:-:u:el
E. ||:EIT| Mapplr‘lg ....... = = -1 stir =
| ng f Add.. §
| {phone org_excel 1 Modify:!
| o org_excel Fiermove :
| | 5oftware org_excel
| [HeRDwARE org_excel
| |HwusERS o excel hd |
FIE|I:| Mal:ll:llr'lg -+ TR T ko = = =,
: Template: |¢Persori: Intemal Person
{ | Property ! Field ] Defauilt Used az :;_J ,
[ | EMAIL E-mail
| |ORG Organization i
| LASTNAME N ame 5
[ | FIRSTHNAKME Full name;First n... .
| | SEARCHCODE Search code IInique key {
; Template
i Aftachment exizts __‘:_J
4 |

| concal |

Scrolling down in the dialog box above will show the following additional

fields:
Field Default
Status Active
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External Class Emp

Mame:

[term;

Template: ’ ilnternal Perzon

Examples
Importing Data With Relations

Field Default

Category Employee

The following dialog box shows the how the external class was mapped to
the Person item in Service Desk and the template selected, in this case
the Internal Person template:

Mapping External Class - EMP

iEmp

JE Perzon :__] Carcel

You will need to create an item reference for the ORG property. To create
the item reference:

1. Double-click the or gani zat i on field, in the Import Mapping dialog
box, to open the field mapping.

2. In the Field Mapping dialog box the Ext ernal Property field should
contain the CRGproperty.

3. Inthe A reference to |temfield, use the drop-down arror to enter
the Narrel item.

4. Click OKto finish.

Configuring the PHONE Class

The PHONE class is taken from the EMPLOYEE SOURCE. This class is
being exported as a separate class because later it will be imported to a
different item with a different template. The EMP class will be imported
to the Per son item and the PHONE class will be imported to the

Tel ephone item in Service Desk. When looking at the ATT and
COLUMN names you will notice that they are different. ATT, attribute
names are decided by you, just like class names. If they are different
than the COLUMN names, if they have an alias, you need to include that
with the AS statement in the COLUMN line. In the example the ATT
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called PHONENUMBER will be exported from the COLUMN called
NUMBER and listed in the XML file as PHONENUMBER.

Import Mapping for the PHONE Class

In the import mapping the class name in brackets [PHONE] is mapped
to the item called Tel ephone in Service Desk. The phone template is
used for this class. The attributes in the ATT line are mapped to fields
that are available in the default template. In this case [SEARCHCODE]
is mapped to the Per son field and [PHONENUMBER] is mapped to the
Nunber field. Both attributes are unique keys. Two default settings are
included so that the number will be imported as the primary Business
phone for that person. For information on importing multiple phone
numbers, see the following example “Importing Multiple Telephone
Numbers” on page 226. The import mapping for the PHONE class is
displayed in the following dialog box:
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S

Import Mapping - PHONE

.= 0rg_excel - Import Mapping
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i~ Item Mapping—

ju:urg_e:-:u:el

| |Mame Add... {
T — Modify... |
........................................................... ............................................. e |
. Software org_excel | {
| [HERDWARE org_ewcel |

| [HwUsERS orq_excel = !
F|E|d Mapplng ST o e L e R T v y
| |
Template: 1<Telephnne> phte |
Froperty ] Field Default i Uzed as i
{ | SEARCHCODE Ferzon Unique key
' PHOMEMUMBER | Mumber nigue key
; Template |
- Organization {
Telephone type Buszinesz

i Primary 1

OE.

| |

| cancel |

The following dialog box shows the how the external class was mapped to
the Tel ephone item in Service Desk and the template selected:
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E xternal Clazss Phone

Template:; i 1|:|hu:une
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Mapping External Class - PHONE

]phnne

]ﬁi Telephone _‘:j Cancel

NOTE

You will need to create an item reference for the SEARCHOCDE property. To
create the item reference:

1. Double-click the Per son field, in the import mapping dialog box, to
open the field mapping dialog box.

2. Inthe Field Mapping dialog box the Ext ernal Property field should
contain the SEARCHCCDE property.

3. Inthe Areference to Itemfiel d, use the drop-down arror to
enter the Search code item.

4. Click K to finish.

Configuring the HARDWARE Class

The HARDWARE class is intentionally listed for extraction before the
class HWUSERS because it is the parent of that class.

The classes; HWUSERS and WORKGROUPEMP are configured and
imported differently in this example, yet the end result is the same. This
demonstrates that there are multiple ways of configuring how items are
imported into Service Desk. When configuring how relations will be
imported into Service Desk it can be specified in the configuration file or
in the import mapping. The process or doing it in the configuration file is
simpler and provides better performance.

Import Mapping for the HARDWARE Class

In the import mapping the class name in brackets [HARDWARE] is
mapped to the item called Confi gurati on |Itemin Service Desk. The
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default template is used for this class. The attributes in the ATT line are
mapped to fields that are available in the default template. In this case
[SEARCHCODEDS] is mapped to the Sear ch code field and [NAMEDS] is
mapped to the Nanel field. The completed import mapping is displayed
in the following dialog box:

Figure D-26 Import Mapping - HARDWARE
": Org_excel - Import Mapping
Hame: 1|:|rg_e:-:|:el
-

d

[Mame  mpotmeppng | Add..

Ermp org_excel

| ! Modify. ..

[ | phone org_excel

I Crg org_excel Femove

' Software arg_excel {
jorg excel .

= F|E|d Mapplng ......... reatm i kot R v S B T

| |

Template: j<l:|:unfigurati|:|n [term: Default template :

| | Property _1 Field 1 Default i Used as :*A

| | NAMES Mame 1 ;

SEARCHCODES Search code Urigue key {

| Template |

' Attachment exizts {

Fegistration:Crea. . |

{ Registration:Mod... '

| R eqistration;Crea... ol il

{8 K1 | % et

k. J Cancel 4
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External Class HARDWARE
M ame: [HARDWARE
Iberr: 1“’@ Configuration |tem :_j Cancel

Template: j ]Default template
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Scrolling down in the dialog box above will show the following additional
fields:

Field Default
Admin.Org Invention Inc
Max.Installations 1

Unique 1

Status Production

The following dialog box shows the how the external class was mapped to
the Confi guration Itemin Service Desk and the template selected:

Mapping External Class - HARDWARE

Configuring the HWUSERS Class

The class HWUSERS is the child class of HARDWARE and was created
separately so that it can be imported to a different item in Service Desk.
HARDWARE is imported as a configuration item and HWUSERS is
imported as A User in Service Desk.

Import Mapping for the HWUSERS Class

In the import mapping the class name in brackets [HWUSERS] is
mapped to the item called A User in Service Desk. The USER template
is used for this class. The attributes in the ATT line are mapped to fields
that are available in the USER template. In this case [SEARCHCODES5)]
is mapped to the Confi gurati on itemfield, because this is a child of
that item. The [USER] attribute is mapped to the User field. The
completed import mapping is displayed in the following dialog box:
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Import Mapping - HWUSERS

&-‘ Org_excel - Import Mapping
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Mame: iu:urg_e:-:u:el

I ItElTI Mapplr‘lg o P a2 T A i i e, 1z i .
fWeme  mpotmappng Add - ||
Emp arg_ewcel |
{ Todify... {
f phone org_excel | s ity [
! Crg org_excel Remaove
Software arg_excel :
[ |HARDWARE org_excel i
: = F|E|d Mapplng ........................................................................................................... e
! Ternplate: |<Cl Users> USER !
Property _1 Field _1 Diefault 1 Used az j I
SEARCHCODES Configuration [tem Inique key {
| |USER zer Urique key 3
{ Template |

] 4

Fis {1

| concel |

The following dialog box shows the how the external class was mapped to
QG Wser in Service Desk and the template selected:
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External Clazs HWUSERS

I arme;

[term;

Template: j JLISEFI
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Mapping External Class - HWUSERS

|HWwUSERS

{£2] Ol User =] Cancel

You will need to create an item reference for the SEARCHOCODES and the
USER properties. To create the item references:

1. Double-click the Confi guration Item field, in the import mapping
dialog box, to open the field mapping dialog box.

2. In the Field Mapping dialog box the Ext er nal Property field should
contain the SEARCHCODES property.

3. Inthe A reference to Itemfiel d, use the drop-down arror to
enter the Search code item.

4. Click &Kto return to the Import Mapping dialog box.
5. Double-click the user field to open the field mapping dialog box.

6. In the Field Mapping dialog box the Ext ernal Property field should
contain the USER property.

7. Inthe A reference to |temfield, use the drop-down arror to enter
the Search code item.

8. Click O to finish.

Configuring the REL Class

This class is being used to define the relations in the SOURCE called
HARDWARE for the attributes listed. This is a 1:Rel:1 relation. The
Class REL is mapped to the O Rel ati on item that contains a number of
different relations as fields. In this manner you can specify the relation
of the classes that are linked to this class.

Import Mapping for the REL Class

In the import mapping the class name in brackets [REL] is mapped to
the item called I Rel ati onin Service Desk. The d Rel ati on template
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is used for this class. The attributes in the ATT line are mapped to fields
that are available inthe O rel ation tenpl at e. In this case
[SEARCHCODEDS] is mapped to the A t o field, and the attribute SW,
which refers to software, is mapped to G from Any default values
entered will be overwritten by the value mapping. You can enter a
default value to define the relationship, for example if you look at the
field A rel ation type you will see that it gives this class the default
value Installed Software. It is also possible to create a value mapping to
define the relations or to reference the relation table in Service Desk.
The completed import mapping is displayed in the following dialog box:
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Figure D-30 Import Mapping - REL

=

E‘ Org_excel - Import Mapping

Mame: iu:urg_e:-:u:el

(Neme  limpotmeppng  [a] Ak |
. Org org_excel -i 5 5
Software org_excel | Hlodiy.. ,
| |HARDWARE org_excel : Remove |
| |HwSERS arg_excel '

............................................................................... hd I

F|E|d Mapplng e T e O e e e St Tttt R S i T o T ebH] r e
' Template: 1<I:I relation: Cirelation template
| | Froperty 1 Field i Diefauilt _1 Used az 1 :
[ 1 SEARCHCODES Cl b Inique key {
| 5w I fram Urique key |
| Template |
; Cl relation type Inztalled 5 oftware |
|
| |
i KX | L j]

ok J Cancel ]

The following dialog box shows how the external class is mapped to the
C Relation itemin Service Desk and the template selected:
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External Clazs REL

[ arme;

[term;

Template: 1 1Ei relation template
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Mapping External Class - REL

|REL

| O relation =] Cancel

You will need to create an item reference for the SEARCHOCODES and the
SW properties. To create the item references:

1. Double-click the A field, in the import mapping dialog box, to open
the field mapping dialog box.

2. In the Field Mapping dialog box the Ext er nal Property field should
contain the SEARCHCCDES property.

3. Inthe A reference to Itemfi el d, use the drop-down arror to
enter the Sear ch code item.

4. Click &Kto return to the Import Mapping dialog box.
5. Double-click the A fromfield to open the field mapping dialog box.

6. In the Field Mapping dialog box the Ext ernal Property field should
contain the S\Wproperty.

7. Inthe A reference to |temfield, use the drop-down arror to enter
the Narrel item.

8. Click O to finish.

Configuring the WORKGROUP Class

The class WORKGROUP is imported before WORKGROUPEMP because
it is the parent of that class.

Import Mapping for the WORKGROUP Class

In the import mapping the class name in brackets [WORKGROUP] is
mapped to the item called Wor kgr oup in Service Desk. The def aul t

t enpl at e is used for this class. The attributes in the ATT line are
mapped to fields that are available in the default template. In this case
[SEARCHCODEZ4] is mapped to the Sear ch code field and [NAME4] is
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mapped to the Nane field. The completed import mapping is displayed in
the following dialog box:

Figure D-32 Import Mapping - WORKGROUP

E’J Org_excel - Import Mapping

Name: ]n:nrg_e:-:n:el

T T

| - {
o e Impotmapping 4] Add.. !
| |HARDWARE org_evcel i i
{ { todify.... {
[ |HwWUSERS org_excel | {
REL org_excel I Flemaove 5
WORKGROUPEMP iu:urg_e:-:u:el i

i Template: j<WDrkgrDup> Drefault template |
. Froperty i Field j Default ] Usedas = - '
|| SEARCHCODE4 Search code Unique key
MNakE4 M ame i

{ Template {
Attachmnent:eists {
{ Reqistration;Crea... {
Reqistration:Mod...

Reqistration;Crea... | —J_ﬂ

, {

] 1 Cahizel 1

The following dialog box shows the how the external class was mapped to
the Confi guration |Itemin Service Desk and the template selected:
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External Claz: WORKGROUP

Mame:

[temm;

Template: ] iDefauIt template
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Mapping External Class - WORKGROUP

[wORKGROUP

ﬁ Whork.group Li

Configuring the WORKGROUPEMP Class

This class demonstrates how to import parent-child relations. The goal of
this section is to export employee search codes with their workgroup
(WG) so that they can be imported into the Person item in Service Desk.
The class WORKGROUPEMP is extracted from the SOURCE called
EMPLOYEE. One attribute will be extracted and that is the
SEARCHCODE associated with the SOURCE called EMPLOYEE. In the
COLUMN field SEARCHCODE is listed and an additional COLUMN
called WG is listed as the alias for the column called SEARCHCODE4.

The additional COLUMN is listed to locate the PARENT relation for this
class. The PARENT line specifies the parent of this class. This is the
WORKGROUPEMP class and the parent is located in the
WORKGROUP table. The next line PARENT_RELATION defines the
relationship that exists between this class and the parent, the column
name mentioned first, WG, is the foreign key used to identify the
COLUMN of the child. The column name that follows the equal sign is
the primary key of the alias of the parent, in this case it is
SEARCHCODEA4. The final line PARENT_RELATION_NAME specifies
the name to be used when searching for the parent of the relation, in this
case PARENT is used. The default for the PARENT_RELATION_NAME
is PARENT.

Import Mapping for the WORKGROUPEMP Class

In the import mapping the class name in brackets [WORKGROUPEMP]
is mapped to the item called Per son in Service Desk, even though it
came from the SOURCE called EMPLOYEE. Once the data is extracted
is does not matter what the source was, what matters is what it is called
in the XML file. The I nt ernal Per son template is used for this class.
The attributes in the ATT line are mapped to fields that are available in
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the I nt er nal

Per son template. In this case [SEARCHCODE] is mapped

to the Sear ch code field and the [PARENT] item is treated as an
attribute itself and mapped to the parent Menber s; Wor kgr oup field. The
completed import mapping is displayed in the following dialog box:

Import Mapping - WORKGROUPEMP

iF Org_excel - Import Mapping

Mame: org_excel
o |tE|TI Mapplr‘lg o i Ll -y
| [Nave " 0 limpotwepphg =l Add |
| |HARDWARE org_excel I _ |
| : Modify... |
| {HwWUSERS org_excel | b it i
{ |REL arg_excel R emove
WIORKGROUP org_evcel | f
FIE|I:| Mapl:"ng T P e A e L e T e P T 0 % sl T i 1 Y |
| |
Template: 1<Pers-:un> Internal Perzon |
Property i Field 1 Defauilt 1 Usedas  =| |
{ SEARCHCODE Search code Unigque key = |
| | PARENT Memberz W orkgr... |
| Template |
{ Altachment exizts |
{ Registration:Crea...
{ R eagistration:tad... {
{ R eqistration Crea... we L
L | 5 |
] ‘ Cancel l

Scrolling down in the dialog box above will show the following additional
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fields:
Field Default
Status Active
Category Employee

The following dialog box shows the how the external class was mapped to
the Per son item in Service Desk and the template selected:

Figure D-35 Mapping External Class - WORKGROUPEMP
External Clazz: WORKGROUPEMP
e jw S = EI K
Itern: 155] Ferson _:_i Cancel
Template: j ilnternal Perzan

Importing the Data

Do not import the data until after you have taken the time to verify that
everything was exported correctly. You can run the task to import data
from the Data Exchange user interface or from a command line, see
“Using a Task to Import Data” on page 87.
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Importing Multiple Telephone Numbers

Importing more than one telephone number can be done by mapping
telephone numbers to a person. If you want one telephone number to be
shared by more than one person you can do this by adding a Per son field
to the Tel ephone template.

In this example multiple contact telephone numbers are mapped to
contacts. The import mapping is shown in the following Import Mapping
dialog box , where the class CL_CONTACT is mapped to the Per son item in
Service Desk. This class contains attributes that describe the contact, for
example the name, and job title for each person. The attributes are
mapped to Service Desk fields. The attribute CONTACT | Dis mapped to
the Sour ce_| Dfield in Service Desk and will be used as a search code, it
is a unique key:
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Figure D-36 Import Mapping for CL_CONTACT

b.. ITSM_Organization - Import Mapping

Mame: IIT Sk_Organization
— [tem Mapping
M arme |mpart mapping ;I Add...
CL_TEL_INTORGZ ITSk_Organization —
CL_INT_ORGANIZATION |ITSM_Drganization o e
CL_INT_ORGAMIZATION... [ITSM_Organization Remove
CL_COMTACT ITSk_Organization
CL ADDRESS_COMTAL... [ITSM_Organization
CL ADDRESS COMTALC.. [ITSM Organization LI
— Field kMapping
Template: |<P'ers-:un> [ TS kD nnnng
Property I Field | Drefault :I
COMTACT |D Source D
EMAIL E-rnail
CATEGORY Categaory
JOBTITLE Job title
MNARE Mame
FULLMAME_TITLE | Full name;Title
SEARCHCODE Search code

1]

I adify |

Ok

Cancel

In the next dialog box, the class called CL_TEL CONTACTL1 is mapped to
the Tel ephone item in Service Desk. The CL_TEL CONTACTL1 class
contains attributes for telephone numbers:
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Figure D-37 Import Mapping CL_TEL_CONTACT1
- ITSM_Drganizati i
S _Organization - Import Mapping [281478197870595] EHE
Mame: IITSM_DrganizatiDn
— ltem Mapping
Mame Irport mapping ﬂ Add...
CL_ADDRESS_COMTALC... [ITSM_Organization o
CL_ADDRESS_CONTAC.. |ITSM_Organization SO
E _I Rermowve
CL_TEL_COMTACTZ | T5k_Organization
CL_TEL_COMTACT3 ITSM_Organization
CL TEL COMTACT4 ITSM Organization j
— Field kMapping
Template: |<Telephl:une> I TS kA D uapnirny
Froperty | Field | Drefault I IJzed az |
COMTACT_ID Perzon nigque key
TELHO Mumber nique key
TPE Telephone type
Template
Crganization
Frimary
1| | 0
tadify
k. | Cancel |

In the following dialog box, the attribute CONTACT_| Dis mapped to the
Per son field and uses Sour ce | Das a search code to reference the

Per son item in Service Desk. This reference provides a link between the
item containing the phone numbers and the item containing the people
(contacts):
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Field Mapping - Person Field

i FieldM apping - Person Hi=] B3
Field Contents
E ztermnal Froperty |EE|NT,£'-.|:T_ID
A reference ta ltem ISDurce D j
Default ok |
Cancel |
[T This field is uzed for key binding
Wallues > |

Figure D-39

The attribute TELNOis mapped to the Service Desk Nunber field, and set
as a unique attribute with the key binding check box in the following
dialog box:

Field Mapping - Number Field

i FieldM apping - Humber Mi=] E3
Field Contents
Extermal Property |T ELMO
A reference to lhem I j
Drefauilt 0k |
Cancel |
[¥ Thiz field iz uzed for keyp binding
walles = |

The third attribute called TYPE is mapped to the Service Desk field called
Tel ephone Type. The field Tel ephone t ype contains a code table with
values. Click Val ues to expand the Field Mapping dialog box for value
mapping. The value BUSI NESS for the External Property Type is mapped
to the value Busi ness in Service Desk. It is possible to enter additional
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types if you export more than one type of phone number, for example
private and mobile phone numbers. The following dialog box shows the
value mapping for the telephone type called BUSI NESS:

Field Mapping - Telephone Type
i FieldM apping - Telephone type |_ O] x|
Field Contents
E sternal Property |T\(PE
& reference to [tem I j
Drefault

[ This field is uzed for key binding

Ok |
E=EN

Cancel

—%alue Mapping
Y alue for External &ttibute | Walue for Internal Attribute |
BUSIMESS Buziness
ol i st EEmeye |
I Maps to I j
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Importing Data From an ASCII Text File

Microsoft's ODBC Text driver can be used to export data from an ASCII

file into an XML file for importing. This can be a useful way of importing
data that is not stored in an ordinary SQL database; Oracle, SQL Server
or MS Access, for example.

Configure the SCHEMA. | NI file for the ODBC driver.

1. Place the ASCII text file you will import in the same directory as the
SCHEMA. | NI file. The following text will be imported for this
example:

Fi r st Nane, Last Nane, Addr ess, Sear chode
I rvine, Wl sh, 49 Bird road, | WELSH
Jonat han, Cape, 50 Rol | er Avenue, JCAPE

2. The SCHEMA. | NI file is used to define the ASCII text format. Modify
the SCHEMA. | NI file for the ODBC driver as follows:

[ sanpl e. t xt]
ColNameHeader=True
Format=CSVDelimited
MaxScanRows=1

CharacterSet=OEM
Col1=FIRSTNAME Char Width 255
Col2=LASTNAME Char Width 255
Col3=ADDRESS Char Width 255
Col4=SEARCHCODE Char Width 255

The Help files for the Microsoft Text driver contain detailed information
on how to define your text file with the SCHEMA.INI file. From the
Microsoft driver help, the topics “Defining Text Format” and “Schema.ini
file” are particularly useful.

Setup the ODBC Text driver.
1. Start the ODBC Data Sources from the Windows Control Panel.

2. Select the Syst em DSN tab and click Add.
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o g ~ w

Select the M crosoft Text Driver, then click Fi ni sh.
Enter the Dat a Sour ce Nane.
Enter a Descri pti on of the file.

Clear the Use Current Directory check box and click Sel ect

Di rect ory. The directory selected needs to be the same directory
that the SCHEMA. i ni file and the ODBCText file are located. The
ODBC Text Setup dialog box should be set up similar to the following
dialog box:

Figure D-41 ODBC Text Setup

ODBC Text Setup

[ ata Source Mame:

Dezcrption: IT et i
— Databaze
Help
Dlirectony: C:Atmph O DB Crest

[ Use Cument Directory

diil

Select Directony. ..

Optiones > |

Step 3. Modify the configurable extractor (ini) file.

1.

Copy the configurable extractor sd_event . i ni in Service Desk and
save it with a new name. For example, ODBCText . i ni .

Modify the configurable ini file as follows:

[ DSN]
NAME=CDBCText
USR=
PWD=

[ SYSTEM
LOG=TRUE
XM_=TRUE
TXT=FALSE
DUMP=TRUE

232 Appendix D



Examples
Importing Data From an ASCII Text File

LOG _FI LE=\ ODBCText . | og
OUTPUT_FI LE=\ CDBCText . t xt
XM._OUTPUT_FI LE=\ ODBCText . xni
APPL| CATI ON_NAME=ODBCText
ENCODI NG=I SO 8859- 1

[ CLASSES]
NAVE=SAVPLE

[ SAMPLE]

SOURCE=sanpl e. t xt

ATT=[ LASTNAME] , [ FI RSTNAME] , [ ADDRESS] , [ SEARCHCODE]
COLUWMNS=[ LASTNAME] , [ FI RSTNAME] , [ ADDRESS] , [ SEARCHCCDE]
LOADTABLE=TRUE

Step 4. Export the ASCII text file data.

NOTE

Step 5.

1.

Open the Data Exchange dialog box and select the Export data
froma storage devi ce check box.

In the Export Mappi ng field enter the name of the ini file you
modified. In this example it is ODBCt ext . i ni .

In the Exchange fi | e field enter the name you specified for the
XML file in the ODBCt ext . i ni  file. In this example it is
ODBCText . xni .

Click CK to export the data into an XML file.

You can also export the ASCII text file from a command line with:
sd_export -f odbctext.ini -x odbctext.xm -1 odbctext.|og

Create an import mapping for the data. The following dialog box shows
the import mapping for this example:
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Figure D-42 ODBC Text file - Import Mapping

2]

ODBCT ext_im

T —

Addrezses Perzon
Full nameLast r
- Full narme:First n
&T emolate
Attachment:exst
Reaqistration:Crea

Step 6. Import the data.
1. Open the Data Exchange dialog box.

2. Inthe Exchange fil e field, enter the location and name of the
ODBCText . xm file.
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3. Selectthe I nport data into Service Desk dat abase check
box.

4. Enter a Service Desk account and password created for integration
purposes.

5. Inthel mport mappi ng field use the drop-down arrow to find the
import mapping you created for importing the Excel file. In this
example it is ODBCText _| M

6. Select the Debug check box and click OK to import the data.

7. Check ODBCText _|I M i np. | og to verify that the import was
successful.

NOTE You can also import the XML file from a command line with: sd_i nport
odbct ext . xml user name/ password odbct ext _i mY odbct ext. | og
c\t enp/ dat a_exchange.
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Glossary

A

action An operation carried out
as a result of the activation of a
rule and the successful evaluation
of a rule or conditions within the
rule.

agent A program or process
running on a remote device or
computer system that responds to
management requests, performs
management operations, and/or
sends event notification.

API Application programming
interface. An interface that
enables programmatic access to
an application.

attribute An object characteristic
or property that describes the
current state of the object.

attribute value A value assigned
to one of the properties
(attributes) that are associated
with an object.

B

batch importing The process of
importing a group (batch) of data
from an external data source into

the Service Desk database.

C

CIM-XML Common interface
model extensible markup
language.

condition A rule element
consisting of a condition type and
a set of parameter values to which
a source value is compared to
determine if the condition holds
true or not, (eg. “IP Address is
15.2.112*").

configuration item An item
belonging to the technical
infrastructure of an organization.
A configuration item may consist
of other configuration items, and
may be part of other configuration
items. For example, a PC, an
application program, a network, a
work space with desks and chairs.
Configuration items are stored in
the application database.

class see object

D

database rule see rule

daemon A software process that
runs continuously in the
background and provides services
upon request.

data exchange file A term used
to refer to the files that are
exported during the data
exchange process. The data
exchange process creates three
data exchange files: a text file an
XML file and a log file.

DTD Document type definition. A
DTD is a set of syntax rules for
mark-up tags and their
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interpretation within an XML or
HTML file. A DTD provides
specific information about the tags
used in the document; the order
those tags should appear, which
tags can appear inside other ones,
and which tags have attributes, for
example. A DTD defines the
relationship between document
elements.

E

event An event is an unsolicited
notification such as an SNMP trap,
node down notification or TL1
event, generated by an agent or
process in a managed object or by a
user action. Events usually
indicate a change in the state of a
managed object or cause an action
to occur.

event communicator Includes
the sd_event program and the
Rule Manager agent, which are
necessary for sending and
receiving events.

event queue The process of
putting multiple events in order so
that they can be executed one by
one.

event storm When hundreds of
events occur at the same time it is
referred to as an event storm.
Queuing tools are used to organize
the events so that they do not flood
the system all at one time.

extractor A program used for

exporting ‘extracting’ information
from a data source. The extractor
is configurable through the use of
an *.ini file.

H

HTML Hypertext markup
language. A standard generalized
markup language (SGML)
document type definition (DTD)
that provides a collection of
platform-independent styles
(indicated by markup tags) to
define the various components of a
World Wide Web (WWW)
document.

HTTP Hypertext transfer
protocol. The protocol that World
Wide Web clients and servers use
to communicate.

integration account A Service
Desk account created specifically
for the purposes of integration.
Integration accounts normally are
not given access to the user
interface.

item See object
K

key binding The process of
assigning at least one attribute the
role of identification for an item. A
typical key binding attribute is a
search code or a serial number.
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key value See key binding
M

mapping The process of
matching external classes,
properties and values with Service
Desk items, attributes and values.
Mapping is done so that exported
information can be formatted in
such a way that it can be correctly
imported into Service Desk.

message A structured readable
notification that is generated as a
result of an event, the evaluation
of one or more events relative to
specified conditions, or achange in
application, system, network, or
service events.

message annotation Message
annotations can be written for
each message, and often describe
the actions that were taken to
solve the problem. An annotation
can be created and reviewed by
the operator or administrator for
any message.

modus The mode being used to
make a change in a database. For
example, inserting a record,
deleting a record or updating a
record.

@)

object A managed logical or
physical resource, or a group of
such physical resources that exist
in a managed environment.

Example of objects are a network,
a computer, an interface, and a
printer.

ODBC Open database
connectivity. Software that
enables a program to
communicate with a particular
RDBMS. ODBC permits database
independence by providing an
interface to a set of drivers for the
RDBMS'’ supported by OpenView.

outbound service events

Events that are sent from the
Service Desk application.

P

property A characteristic or
attribute of a class, object, or item.

Q

queue A waiting line in which
unsatisfied requests (events) are
placed until a resource becomes
available to execute them.

R

rule A rule is the combination of
one or more actions and the set of
conditions that determine when
the action will take place.

rule manager Maintains rules
and is responsible for pulling
event information from the event
gqueue to determine if a rule exists
that applies to the event.
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rule manager agent see agent
S
service event see event

SNMP Simple network
management protocol. A protocol
running above TCP/IP used to
communicate network
management information.

SNMP trap An unconfirmed
event, generated by an SNMP
agent in response to some internal
state change or fault condition,
which conforms to the protocol
specified.

X

XML Extensible markup
language. Similiar to HTML except
that it provides more semantic
information. The file format is
used to represent data, and for
describing the data structure. The
tags used make it possible to
indicate what kind of data each tag
contains, rather than indicating

only how something should look.
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A

Acceptance Filter
ManageX, 170
accounts, integration, 95
attributes
import mapping, 62
ITO import mapping, 158
auditing, 123

C

CIM-XML,viewing, 57
classes, import mapping, 62
COM objects
ManageX, 175
command syntax, 92
service events, 101
configuration
extractor, 37
importing, 31, 62
keywords, 39
service events, 103

D

data exchange
concept, 27
exporting data procedures, 51
files, 53
importing data, 87
scheduling, 91
tasks, 90
database rules
ManageX, 168
database structure,checking, 35
debug mode, 124
document conventions, 21

E

error log, 105

event storms, 107

example service events. See
service events

examples
configuration files, 60
exported XML file, 54
ITO integration, 146
queuing, 160, 176
export files, 53
exporting
command syntax, 92
data, 37
new task, 53
procedures, 51
process, 49
what to export, 35
extractor, 37

import mapping
classes, 62
relations, 63
templates, 62
values, 81
import mapping templates, 60
importing
command syntax, 92
procedures, 87
importing mapping
attributes, 62
installation
ITO tar file, 151
integration accounts, 95
ITO
attribute mapping, 158
example integration, 146
installation, 151
gueuing example, 160, 176
tar file, 151

K

key binding, 62
key values, 62
keywords, 39

L
log files, 124

M

ManageX
Acceptance Filter, 170
COM objects, 175
database rules, 168
multiple servers, 167
string substitutes, 174

multiple servers
ManageX, 167

N

Network Node Manager
command line, 135
ODBC, 47
variables, 137

(@)

ODBC (open database
connectivity), 46
establishing link, 46

Network Node Manager, 47

Q

queuing events, 107

R
related publications, 18

relations, import mapping, 63

required fields, 63

resending service events, 105

S

scheduling tasks, 91
sd_event.exe, 101
sending service events, 111
service events

command line, 101
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configuration file, 103
NNM example, 134
outbound, 111
queuing, 107
resending, 105
switches, 101
SQL statements, 49
string substitutes
ManageX, 174
switches, service events, 101

T

tasks

creating, 90

exporting, 53

scheduling, 91
templates, import mapping, 62
troubleshooting

debug mode, 124

log files, 124

program files, 125

viewing XML files, 57
typographic conventions, 21

\Y

value mapping, 81
variables

Network Node Manager, 137
viewing, XML files, 57

X

XML (extensible markup
language)
about, 54
CIM-XML, 53
example XML file, 54
export files, 53
viewing export files, 57
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