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Chapter 1
Introduction

Peregrine Systems’ Get.It! product suite is a line of employee self-service
applications. The Get.It! applications empower employees to help themselves
to functions once requiring numerous e-mails, phone calls, inter-office
correspondence, and paperwork to complete. For example, the Get.Resources!
application streamlines the MRO procurement cycle by drastically reducing
cost and time while simultaneously increasing employee productivity and
satisfaction.

Get.It! applications are accessible on the corporate intranet via Web browsers.
The user interface, a best of the web experience, is role-based and you can
tailor it to meet your needs.

Get.It! applications benefit organizations both by freeing employees from
time-consuming tasks and by automating inefficient processes such as
procurement, service, and searching for answers to common questions.

About this Manual

The Get.It! Administration Guide describes the administrative steps for
Peregrine Systems’ Get.It!. After the installation and configuration is
complete, use this manual to monitor the server connections, perform user
administration, change control settings, and set up NT Challenge and
Response.

The Get.It! Administration Guide is used with several other manuals, which
are:

= Operating guides, reference manuals, and other documentation for your PC
hardware and operating software.

e The Get.It! Installation Guide which describes how to install and configure
Get.It! on both a Windows and Solaris server.

e The Get.It! Tailoring Guide which describes how to customize Get.lIt! to suit
your needs. It also describes the basic architecture on top of which Get.It! is
programmed.

To use this manual effectively, you should have a working knowledge of both
the PC hardware and operating software, and of the database management for
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the back-end systems you are linking to Get.It! (such as ServiceCenter and
AssetCenter).

Organization of the Manual

This manual is organized around the main functions associated with the
administration of Get.It!. The following chart shows you which parts of the
manual you need to reference to find the information you need.

To Find This Look Here

Background information; how to use this Chapter 1: Introduction

manual.

Resetting the server link to the back-end Chapter 2: Get.It! Administration
systems; monitoring the server log; setting Module

controls in the archway.ini file.

Information regarding user IDs; registering Chapter 3: User Administration
users; authorization to ServiceCenter and
AssetCenter; access to Get.It! modules.

Setting up NT Challenge and Response; Chapter 4: NT Challenge and
setting permissions for file access; testing the Response
setup of NT Challenge and Response.

Using AssetCenter product catalogs; how Chapter 5: Catalog Information
Get.It! distinguishes between different types of
goods; calculated fields.

Verifying the connections to AssetCenter and Chapter 6: Get.It!
ServiceCenter. Troubleshooting the JRun Troubleshooting
configuration. Ensuring the 11S configuration

is set correctly.

Contacting Peregrine Systems. Appendix A: Contacting
Peregrine Systems

Conventions Used in this Manual

Most screen shots in this manual come from the Windows version of Get.It!.
The action you should take on the window is usually explained in the step

1-2 4/3/00 About this Manual



below the sample. If information is printed next to the window, it is important

and you should pay special attention to it. For example:

Select Components

Feregrine Spstems can install the required component JRun by
Allaire. GetIt from Peregrine will MOT work without it?

< Back I Mext > I Cancel

Fig. 2-12 Choosing whether to install JRun.

Buttons, Directories, and File Names

Introduction

Do not install JRun
if you already have
the current version
installed on the
server.

Do not install a
newer version of
JRun on top of an
older version.
Uninstall the older
version first.

The following conventions are used when describing buttons on the windows,

paths for directories, and file names.

= Buttons you click are shown in bold such as “Click Next.”

= Directory paths are shown in italics, such as C:\Program Files\getit\. The
directories used in this manual are the default directories assigned during
the installation. If you change the directory into which you install Get.It! or

JRun, make sure you make note of the correct directory and replace the

default path with the one that is correct for your system.

= File names are also shown in italics, such as login.asp.

4/3/00
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Chapter 2
Get.It! Administration Module

Get.It! provides you with an Administration module which you can use to
monitor how Get.It! is working and to change the control options in the
Archway.ini file. This makes it easy for you to determine issues with the
connections between ServiceCenter, AssetCenter and any other system to
which you have Get.It! connected.

Get.It! Administration Guide 3/28/00



Using the Administration Module

2-2

The Get.It! Administration module allows you to:

Monitor the connection between the Get.It! server and the ServiceCenter
and AssetCenter servers.

View the server log, which shows all activity on the Get.It! server.
View and change the settings in the Archway.ini file.

To begin using the Get.It! Administration module verify both the I1S or
PWS and JRun servers are started.

Verify that your ServiceCenter server is running, if you have implemented
Get.Servicel.

Open a browser window.

Log in to Get.It! using a user ID with AssetCenter profile of getit.admin.
Click on the Admin module button. Or, you can enter the following URL:
http://webserver/getit/admin.htm in the browser address field (replace
webserver with the name of your web server and getit with the virtual
directory name).

Press Enter.

The first time you access the Administration module, you are asked to setup
the administrator’s ID and password. Enter the information and click Logon
as Administrator. If you have not yet entered an Administrator’s ID and
password, you can just click Logon as Administrator without entering any
information.
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Using the Control Panel

When you first log in, the Control Panel window is displayed.

(L ALC RN ¢ ontrol Panel

Here i  list of the adapters cumently registered in this sener. You may click on any adapter to find out further details about the connections. If nece ssary, you may
also reset the sener and al its connections.

Archway version timestamp: 200001181520

Connection Status:

rarget ______[adapter
ac com. peregrine archway. ACAdapter connected

sc com. peregrine archway SCAdapter connected

@] it /eldwo/Get/ppmenisp [ 55 Loalinranet 7

Fig. 2.1 Administration Module Control Panel

Use this window to check the status of the connections to ServiceCenter and
AssetCenter. You can also reset the server, if necessary, by pressing Reset

Server.

There are two activities available from this window. Click Server Log to view
activity on the Get.It! server. Click Settings to view and change the settings
in the Archway.ini file. If AssetCenter is loaded on a server different from
Get.It!, update the Archway.ini file to reflect the appropriate connection name

and the Administrator’s user name and password.

Viewing the Server Log

The Server Log provides you with details of what is and has happened on the
server. You can choose the number of lines to make available when scrolling

down the screen. Click Reset to clear the log.

Get.It! Administration Module 3/28/00
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@] 0ere f

LELBULUERE U Displaying the last [0 lines of the log

Executing SC Query: SELECT contact.name first.name last.name contact. phone Jocation, email FROM contacts WWHERE contact name=U59' (0-1)
Query retumed empty result set

Executing SC Query: SELECT contact.name first.name last.name contact. phone location, email FROM contacts WHERE contact.name=118" (1,-1)
Query retumed empty result set

Executing SC Query: SELECT contact.name fist.name last.name contact. phone Jocation erail FROM contacts 'WHERE contact name=1U34' @ -1)
Query retumed empty result set

Executing SC Query: SELECT contact.name first.name ast.name contact, phone Jocation, email FROM contacts \WHERE centact,name="Us1" (@ 1)
Query retumed empty result set

Executing SC Query: SELECT contact.name first.name last.name contact. phone location,email FROM contacts 'WHERE contact.name="U55' (0-1)
Query retumed empty result set

Executing SC Query: SELECT contact.name first.name last.name contact. phone Jocation, email FROM contacts WHERE contact name=142' @ 1)
Query retumed empty result set

Executing SC Query: SELECT contact.name first.name last.name contact. phone location, email FROM contacts WHERE contact.name=\JOHNSON' (0,-1)
Executing SC Query: SELECT contact.name first.name last.name,contact, phone lacation, email FROM cantacts WHERE contact name=BUTLER' (01)
Executing SC Query: SELECT contact.name first.name last.name contact. phone Jocation, email FROM contacts WWHERE contact name=U24 0 -1)
Query retumed empty result set

Executing SC Query: SELECT contact.name first.name last.name contact. phone lacation, email FROM contacts WHERE contact.name=PETERS, J. (0,1
Finished script: object=palm, method=ProblemQuery, time=34 630 seconds

Executing script object=palm, methad=Problem(uery
Setup script time=3.55 seconds

Processing request as ananymous user falcon’

Loading schera fle C:/Pragram Files/Getl/schemadproblem. xml

Loading scherna file C:/Program Files/Getlt/schemafuser/problem.xml

Executing Document Search:Problen

Executing SC Query: SELECT nurber,brif.deseription problem. status,upd ate. action assignment ticket.cwner priorty.code contact. name FROM probsurmn
Execuing 5C Query: SELECT contact name frst.name Jast. ne lacation, email FROM contacts WHERE contact.name="U43'(0,-1)

Query retumed empty result set

Executing SC Query: SELECT contact.name frst.narme Jast. niame, contact. phone Jocation email FROM cantacts WHERE contact. name=PETERS, .’ (0,1
Finished script: object=palm, method=ProblemQuery, time=7.962 secands

Processing request as ananymous user Talcon’
Processing request as ananymous user falcon’

Execuing script object=play, methad=PrablemQuery

Setup sciipt time=15.32 seconds

Processing request as ananymous user falcon’

Loading schema file C:/Pragram Files/Getl/schemadproblem. xmi
Loading scherna file C:/Program Files/Getlt/schemaduser/problem. xml

Executing Document Search:Problem

[T Local intranet

Fig. 2.2 Administration Module Server Log

Settings in the Archway.ini File

2-4

Click Settings to display the current settings in the Archway.ini file. This file
allows you to control items such as:

General Execution Options (debug logging and scripting, session time-out,
and adapters)

Weblication settings

AssetCenter Adapter Settings

ServiceCenter Adapter Settings

Email Settings

B2B settings (also see B2B Administration Module)
Advanced Settings (tracking options and event queue)

Each available option is explained on the screen. See figure 2.3, below.
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Settings

General Execution Options

Log file: C\Archway log Enter a full directory path to the file uzed for logging

Debug logging: @ true Selact this to generate log information useful when troublsshooting the
€ false server

Debug scripting: @ true Select to eass the development and troubleshasting of scripts. When
 fales enabled, scripts and schemas are reparsad each time they are invoked, Be

sure to turn this off In a production system.
Session timeout:  [opogoy | Mumber of miliszconds to allow an inactive session to exist before sutologout

Adapters: [po=5CAdaptarac=AC; Semicolon separated list of Target and Adapter assignments supported by _|
Archway. For instance:

sc=SCAdapter;ac=AChdapter

Capabilities: [getit_service; gatit.answ SeMmicalan separated list of access rights that all users shauld have
regardless of their profile.

Weblication Seftings
Cookie expiration: |25mnn— Number of seconds to stare Weblication user settings as browser caokies,
For instance, a user's name and password is remembered by a Weblication by
storing it in a cookie.
Shaw form info: @ frus When selected, form information is displayed in each screen to aid during
Fhalee weblication develapment and customization.

Style Sheet: Set the CSS Style Sheet name far user sessions. The file name must be

specified relative to the 'prasentation’ dirsctory
The default is 'css/bluss.css'

[AssetCenter Adapter Setlings

Admin name: [pmin | Administration user used by Get.Itt when performing tasks such as user

authentication and registration

Admin password: [ Administration password

Anonymaus name:  [admin Anonymous user name used when an unknown user attenpts to communicate |

with AssetCenter

Fig. 2.3 Administration Module Settings

Get.It! Administration Module 3/28/00
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Chapter 3
User Administration

With Get.It!, user administration is almost completely automated. Users can
register themselves, and log in using any name currently registered in either
AssetCenter or ServiceCenter.

Get.It! Administration Guide 3/30/00 3-1



User Registration

The Get.It! weblication has been designed in such a way that users can
register on-line, eliminating the need for a system administrator to respond to
every request for access. The users will be prompted for certain default
information, as identified on the registration screen below.

User Information

f " ou may register on line for a new user account, Please provide the requested information. After the account is created, your passwerd will be
sent 1o you via email. Pleass note that an account can only be created when you provide a valid and authorized company emai address

FistName: [ Q@
Lasthame: [ ©
LoginName: [ @
Email Address [ @
Phone Number: [ |

&

[ Estocalinnanet - 7

Fig. 3.1 Registering a new user

Once this information has been provided, Get.It! will transform this data in to
a Profile record that will then be passed to the ServiceCenter and AssetCenter
systems. An operator record will be created in ServiceCenter with data
matching that passed in, plus default Capability Words of getit.service and
getit.answers. In AssetCenter, an amEmplDept record is created with the
user-supplied and a default Profile will be assigned, getit. default.

3-2 3/30/00 User Registration



User Authentication

Access Rights

User Administration

When a user attempts to log on to the weblication, the user name and
password they enter are validated against the AssetCenter and ServiceCenter
profiles. The name and password combination may be valid in none, one, or
both of the systems. If the entered combination is invalid or does not exist in
all systems, the user will be prompted to enter a valid user name and
password. If correct in both systems, the weblication will retrieve the Access
Rights for the user and log them in to Get.It!. If the combination is valid in one
but not both systems, we will create the operator record in the system where it
does not exist.

Access rights within Get.It! are addressed in a manner similar to traditional
ServiceCenter and AssetCenter access.

In ServiceCenter, capability words are associated with each operator record to
identify what system options they have access to. Get.It! uses new capability
words to restrict access to the Service and Answers modules within the
weblication.

Capability Word Module you can Access:
getit.service Service
getit.answers Answers
3/30/00 3-3



ServiceCente: - [Database] HEE
8l Fic Edi View Fomal Optons ListOplions Window Help METE]

2Rjd| 2[Hal B
‘ v/ 0K Xcancel | H Save o 2dd @ Delete]

Login Name [FulName [ Phore

HOME 3 RECEIVING MAC

| Main Menu Get.It!

o Resources
,5‘:;'3 Status

Iknudsen

OPERATORFILE

Genersl | Staitup | Notficstion | Secuily Groups | BillngIrformstion |

Iritial spplication
RAD Name: [

Parameter Hames [ Parameter aue)

ﬂ Receiving

@ IMAC

Execute Capabiies

Quey
gett service /:t gﬁ
Il

gl answers
5 psAdmin

Ready

Fig. 3.2 ServiceCenter capabilities to Get.It! menu options

AssetCenter utilizes user rights to identify which tables an operator may
modify within the system. Profiles group user rights together. Individual
Employee records can have a single Profile associated to them. Get.It!
examines the name of the user right that an individual has, and uses it to
provide access to various portions of the weblication. AssetCenter continues to
restrict table access based on the detail of any given user rights record.

Named user rights have been established for use with the Get.It! weblication:

User Right Module you can Access:
admin Administration

approver Approval

asset IMAC

receiver Receiving

requester end-user Requisition

3-4 3/30/00 User Authentication



User Administration

Profiles have also been established for use within the weblication::

Profile Module you can Access:

Administration, B2B
Administration, Resources,
Status, Approval, Receiving,
IMAC, Shop Direct,

getit.admin

getit.default Resources, Status, IMAC

getit.full Resources, Status, Approval,

Receiving, IMAC

The profile getit.default is assigned to all new users that register through the
weblication. The getit.full profile is not given automatically by the
weblication, but rather should be given by an AssetCenter user administrator.

RECEIVING IMAC ANSWERS SERVICE BZBADMIN  ADMIN

Main Menu | Get.It!

| 0 Resources

Userlknudsen

9 Answers
4‘%@ Status % Service
{mﬂ% Approvals o B2BAdmin
| 4;” Receiving o Admin
| @ IMAC ]
| [ Harme: [Fnudsen Fist: [Lareen New
Tie B | Duplicate
| Depatment =] ™ peee
. - Confracts | Phata | Histary | Daocuments  Profile 4
“getit.default” includes Resources, Froie Q=] Llegnypefimes |
Status, and IMAC. e st —i
. . . geicul
“getit.full” includes the default options [Messegm; ;

and Approvals and Receiving.
“getit.admin includes the full options plus
B2B Admin, and Admin.

™ Administration rig
Rlights specilic ta i

I Creation of estim
I™ Creation of order

Bl

Fig. 3.3AssetCenter profile to Get.It! menu options
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When users first register, they are assigned getit.default authority. You need
to update the Employee records of those users who you want to have full and
administration access.
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Chapter 4
NT Challenge and Response

NT Challenge and Response is one of the ways NT facilitates the
authentication of users on a web server. The process consists of a secure
handshake between the browser (IE) and the web server (11S). The handshake
lets the web server know exactly who the user is, based on how they logged on
to their workstation. This allows the web server to restrict access to files or
application based on who the user is. Applications running on the web server
can use this information to identify the user without requiring them to log in.

Get.It! uses NT Challenge and Response as follows:
= The user logs on to their NT workstation.

e The user starts their IE browser and navigates to the Get.It! login.asp
page.

< |E automatically sends user authentication information to 11S. The user’s
password is not transferred, but the NT Challenge and Response
handshake between IE and IIS is enough for the server to recognize the
user.

e The Get.It! login automatically detects the user by using the NT Challenge
and Response/lIS server data.

e Get.It! logs in the user without requiring a name and password be entered.

During this process, Archway authenticates and impersonates the NT user
with each of its adapters.

There following circumstances must be handled during this process:

= The NT user is not yet registered with an Archway Adapter. When this
occurs, Get.It! asks the user to register and enter profile information.
Get.It! then lets the user log in and stores this information for future login
attempts.

e The NT user name is already registered as an Administrator in
AssetCenter or ServiceCenter. When this occurs, Get.It! does not proceed
with automatic login. The user is presented with another login screen and
is asked to verify their password. This step is an added security measure to
prevent a user from accidentally logging in with administrative rights.

Get.It! Administration Guide 3/14/00 4-1



Setting Up NT Challenge
and Response

1. Open the 11S Management Console.
2. Click on the getit virtual directory.

Irﬂl Microsoft Management Console - [iiz.msc - Console Root\Intemnet Informat... =] B3
ﬁ LCaonzole Window Help _|5’|5|
dFE 0B
JvActiunvwew J}(Jﬂ|blu|'@-ﬁ|
[:l Conzale Roat I arme | Fath ﬂ
I_——_||:| Internet Information Server ®] =_service_status_...
=2 dbaronwks E e_service_status_...
el Default FTP Site 3] getithim
Elé Default 'Web Site E getitjsp
-- 1554MPLES E qgi.css
[ [ISA0kIN E h )
: ello. azp
- [ISHELF E indes is
L@ SCAIPTS ot
g NISADMPWD B e
-8 WEBPUB Iagin. hien
=43 getit 3] login s
W] css E loginhead. htm
{:' r E logirveerify. asp
{:| getit E logirveerify.jzp
{:l images E newticket jzp
{:l web-inf E phone_car.jsp
B x E phore_emp.jzp
[3"% poital E phone_empl.jsp
H"D aCCDIITI % phane_empZ.jsp
& Famples @] phone_menu.jzp
#-[C] Miciozoft Transaction Serer . :
E phore_probl jzp
E phore_probl a.jzp
@] phone_room.jzp ~
1 »
|D|:une | o

Fig. 4.1 Updating the login.asp

3. Right-click on login.asp and select Properties.
4. Select the File Security tab.
5. Click Edit in the “Anonymous Access and Authentication Control” section.
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Authentication Methods |

—Select one or more Authentication Methods for thiz resource

™ Allow Anonwmous Access
Mo Uzer Mame/Pazzword required to access this rezource

Account uzed for Anonymous Access: ity |

[T Basic Authentication [Pazsword iz zent in Clear Text]

I1zer Hame and Pazsword required when:
* Allowe Anonymous is dizabled
* Access iz resticted using MTFS Access Cantral Lists

Default domain for bazic Authentication: Edit... |

W windows NT Challenge/Fesponze

Ilzer Mame and Pazsword reguired when:
* Allaws Anonymous is dizabled
* Aocess iz resticted using MTFS Access Contral Lists

k. I Cancel Help

Fig. 4.2 Setting Authentication for login.asp

6. Check “Windows NT/Challenge and Response.” Make sure this is the only
option checked. Click OK.

7. Click OK on the other windows until you return to the Microsoft
Management Console (shown in figure 4.1).

Updating the loginverify.asp

1. Repeat the steps above for loginverify.asp. Follow the steps 1 through 5 as
they are written above except select loginverify.asp instead of login.asp.

2. Inthe Authentication Method window, check the Allow Anonymous Access
and Windows NT Challenge/Response options. Click OK.

NT Challenge and Response 3/14/00 4-3



Authentication Methods |

— Select one or maore Authentication kMethods for this resource

¥ Allow Anonymous Access
Mo Uzer Mame/Fassword required to access this rezounce

Aocount used for Anonymous Access; Edit... |

[ Basic Authentication [Pazsword is zent in Clear Text]

I1zer Mame and Pazsword required when:
* Allowe Anonymous is dizabled
* Aocess iz restricted using HTFS Access Cantral Listz

Default domain for bazic Authentication: Editi.. |

V¥ windows MT Challenge/Fesponse

Ilzer Mame and Pazsword required when:
* Al Anonymous ig dizabled
* Aocess iz restricted using MTFS Access Caontral Lists

k. I Cancel Help

Fig. 4.3 Setting Authentication for loginverify.asp

3. Click OK on the other windows until you return to the Microsoft
Management Console (shown in figure 4.1).

3/14/00 Setting Up NT Challenge and Response



Setting Permissions for the Presentation Folder

1. Use the Windows NT Explorer to navigate to the ...getit/presentation
folder.

BY Exploring - getit

File Edit

View Tools Help

[-[F1x]

3 getit
Al Folders

=l ®| b k%@ of x|

Contents of 'getit

E

Kl

L prolgen -]
{21 Program Files

{11 Adobe

(20 Adobe Type Manager

(1 Aing5

-0 AssetCenter

{2 buzzsaw.com ProjectPoint

+(1] Cammon Files

A getit

3 Gru

-3 ICwHrteet Connection Wizan
{2 Microsoft Chat

{1 Miciosoft FrontPage

{3 Micrasat Office

{1 Microsoft Seript Debugger

- Microsoft Visual Studio

2 Mes

{2 Navnt

{3 NetMestinghT

(1 Outlaok Express

-] Paint Shop Pro 6

(3 Perfarce

1 Plust

(3 Fleal

(] Seagate Software

- ServiceCenter

{3 Solstice

[ Stalet

-0 Symantec .
{2 Uninstall Information
-0 visio

(3 walbata

{21 Web Publish

-2 Windows Media Plaper
(1 Windaws Messaging
- Windows NT

0 wirzip

(1 Yamaha

v

1

Name |

Size | Type

[ Modified

[ Attributes [

(D apps

(1 bin

(1 corfig

(L1 Documentation

(0 jscript
k=l

Explore
(templates ~ Open
Urinstisu

Find
add 1o Zp

File Folder
File Folder
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Fig. 4.4 Locating the presentation folder

||y Exploring - geit

2. Right-click on presentation/ and select Properties.

3. Under the Security tab, click Permissions.
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4. Click Add to change the user groups that have permission to access the
folder. Change the permission to a named authenticated group. For
example, you could change permissions to all “Authenticated Users.”

Directory Permissions E

Diirectony: [ hdewhehprezentation
Dwrer: DBAROMW.S YA dministrators

¥ Replace Pemizsions on Subdirectories

¥ Replace Pemmizsions on Existing Files
Mame:

{_ri Authenticated Uzers Full Contral [Al] [Al]

Type of Access: IFuII Contral j

ok I Cancel | Add... | Eemnvel Help |

Fig. 4.5 Giving permission to authenticated users

5. If the user group called “Everyone” has permissions, highlight the entry
then click Remove so that only the group you selected in the previous
step can access Get.It!

6. Click OK. Close all remaining windows.

Testing the Settings

4-6

Log into Get.It! to make sure the access permissions are set correctly. The NT
Challenge and Response settings are activated when you log into Get.lIt!
through a special login page named login.asp. Accessing Get.It! through the
standard login.htm page results in the users needing to login as usual.

1. Open a web browser.

2. Enter the following URL: http://webserver/getit/login.asp in the
browser address field (replace webserver with the name of your web server
and getit with the virtual directory name).

3. Verify access to Get.It! is what you expected based on the settings you
chose for the login.asp and loginverify.asp files.
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Setting the Default Login as login.asp

You can set the default login within Get.It! to use the NT Challenge and
Response settings.

1. Open the login.htm file in the ...getit/presentation/ directory.
2. Look for the following:

function onPagelLoad()

{

top.location.replace( "login.jsp" );
}
</script>

<body onlLoad="return onPagelLoad();">

3. Change login.jsp with login.asp.
4. Save your changes.

NT Challenge and Response 3/14/00
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Chapter 5
Catalog Information

Get.Resources! makes use of AssetCenter’s product catalog contained within
the amProduct table. Except for two specific areas, the catalog should be con-
figured as normal.

Certification

Get.Resources! uses the Certification field to distinguish between available
types of goods.

STATUS

RECEIVING ANSWERS SERVICE B2BADMIN  ADMIN

Get.Resources!

il Fleass select the type of item you would liks to request. You may also ssarch for a specific item or enter an item not found in the company
i catalogs

@ Employee Bundles L ShopDirect
| @ Desktop Computers gj/ Accessories

A, Portable Computers 05' ] Request an item not in the catalog

| @ Servers @ Search for a specific item
@; Software

3] [ [ | |55 Local inianet zone

Fig. 5.1 Sandard catalog options in Get.Resources!
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These buttons from the Get.Resources! menu each drive a database call
against the amProduct table. The queries executed are similar to the
following for Desktop Computers:

SELECT | Prodl d, Brand, Model , nPri ce FROM anPr oduct WHERE
(Certification LIKE ' %eskt op% )

With the exception of the Bundle certification, all may be easily changed to
better reflect the client’'s categorization scheme.

The Bundle certification is special within the weblication. Bundles are groups
of items tied together as a common good. For example, a “Sales Laptop”
Bundle may consist of a laptop, PCMCIA NIC, Operating System software,
and some applications. This relationship is built within the amProdCompo
table, tying together several records from the amProduct table. There is code
in place within the procure.js script to give special treatment to Bundles.

Calculated Field: cf_Description

5-2

In order to provide meaningful information to users of the weblication, a
calculated field is used as a descriptive name for records within the catalog.
As identified in the Product schema, the field, Description, maps to the field
cf_Description, a calculated field. The definition of that field follows.

This is provided as a sample of how AssetCenter’s calculated fields may be
used within the Weblication to ease data presentation.
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Title: |Description

SEL name: cf_l Dezcrption

Dezcription; |D ESCTiption

Table; Products [amProduct]

Figld type: | B azic zoript

HesthpalTem
Calculation zcripk:

L L1 [

Dim =trirc A= String
Dim strPro As String
Dim =trSpe A= String
Dim strRAM As String
Dim =trHD A= String

Dim =trDesc A= String

strirc = [{v_Architecture]
gtrPro = [f{v_Processor]
s=trSpe = [{v_ProcSpesd]
strRAM = [{v_RaM]
strHD = [{v_HDCapacitw] .~ 1000 & "GE HD"
If strirc < "" Then
strlesc = =strlesc & =trirc
End If
If =trPro < "" Then
strlesc = =trDesc & " " & =trPro
End If

Catalog Information 3/14/00

Fe]




5-4

3/14/00

Certification



Chapter 6
Get.It! Troubleshooting

This chapter includes troubleshooting tips for the following topics:

< |IS configuration and troubleshooting

= Error messages occurring during installation

< JRun configuration issues

= ServiceCenter connectivity issues

= AssetCenter connectivity issues

Use this chapter to determine which part of the process is not working
correctly. The following sections take you through checking the connection to

the web server, checking the set up of the virtual directory, and verifying the
configuration of the IIS.
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IIS Configuration and Troubleshooting

6-2

Launch the web browser.

Try to connect to the webserver by typing the URL for the local webserver
as the address. You can do this in several ways:

= http:\\localhost (this refers to the local machine)
= http:\\127.0.0.1 (this is the IP address for local host)

= http:\\machinename (replace machinename with the actual
machine name)

Fle Edi Vew Go Favarles Hel |

. . @ =
Back  Foucd | Siop  Feflesh  Home | Seach Faveites| Mty Chammels  Fubcrsen  Mal P Ed

Addhess [ @] bttp /Aocalhost/l15Samples/D efault/weicome him

B :
%’- - r%‘ic"gonal

Web Server

Welcome to Microsoft® Personal Web Server 4.0

This home page is hosted on Micrasoft Personal Web Server (PWS) 4.0, PWS turns any camputer running Windows NT®
Workstation into an even easier platfarm for sharing information on a persanal Web site and for developing networked
applications far your corporate servers. Alang with the tools that come in the Windows NT 4.0 Option Pack, PWS is ideal
for developing and staging Web cantent and applications.

This is the default home page. You can create your own custom home page by running the Personal Web Server home
page wizard. Start the Personal Web Manager and click on the Web Site icon to start the home page wizard. You can also
develop your own Web site using authoring tools such as Microsoft FrontPage® or Microsoft Visual Studio™. PWS comes
with & sample site to help you get started gquickly

PWS has been optimized for interactive workstation use, and does not have the system requirements of Microsaft Internet
Information Server. To get your copy of Persanal Web Server for your desktop computer, visit
http://backoffice . microsnft,com/downtrial/optinnpack. s

T Misreaatt
7 'Internet
i Explarer

©1997 Microsaft Corparation, All rights reserved, Leqal Hotices.

4]

[ 1| [E2 Local ntianet zone

Fig. 6.1 Connecting to the web server

Typing any one of the URLs mentioned above should connect you to the
default homepage for the webserver. If you can connect successfully, the
basic web server connectivity is working. If you are not able to connect to
the default web page, the issue is with the webserver.

Make sure you have a virtual directory for Get.It! set up on the webserver.

Display the 11S console and click on the website on which Get.It! is
installed. Verify that a directory called getit exists. You may see more than
one getit virtual directory. The format will be getit vm(n) where (n) is a
sequential number you assigned.
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Get.It! Troubleshooting

" Microsoft Management Console - [iis.msc - Console Root\lnternet Information Server\™ Iknudsenwk\Def... [H[=] E3

T Console window Help =& x|
258 oD |
“vActioaniew Hx“gl_p-up@- ‘
D Conzale Raoot A | Mame I Path o
= Intemet Information Server @] adrmin.htrm

E| * knudsenwk
=-#8 Default Web Site

FH-{3 ISSAMPLES
-8 ISADMIN
- % IISHELF
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=114]
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Fig. 6.2 Verifying the virtual directory exists

If there is not at least one getit directory then you need to create one that
points to the ...getit/presentation directory where Get.It! was installed.
See Chapter 3, "Windows Server Configuration,” for instructions.

If a getit directory exists, right-click on the directory and open the
Properties dialog box.

getlit Properties

Vitual Directory | Ducumsnlsl Directory Secunlyl HTTP Headsrsl Custom Enursl

Make sure the

When connecting o this resource, the content should come from;
& drecton Tocated on this compubes
& share located on another computer
A redirection to a IRL

Access Permissions
are set for both
Read and Write
capabilities.

Also make sure th
Permissions are s:\
to Execute.

Lacal Path: |E'\Prngram Files\getitspresentation

Browse... |

Content Control
¥ Index this directory

Access Permissions — Content Control
¥ Bead

W wite
—Application Setting

¥ Log access
¥ Directory browsing allowed

Mame:

Remove
Configuration...

Igelit
Starting Point: <Default Weh Site: /getit

™ Run in separate memary space [isolated process]

Permissions, Wriaad
' None
 Sript

& Egecute [including soipt)

akK I Cancel | gl | Help

Fig. 6.3 Verifying the virtual directory exists
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6-4

Verify all properties are set, such as write access, script execute, etc.

Using a web browser, try to connect to the virtual directory. For example
type: http:\\localhost\getit in the browser Address field.

If you could access the webserver using the method in step 1 but cannot
connect to the Get.It! directory in this step, there is a problem with the
virtual directory configuration. Verify its creation and settings based on
the recommendations defined in Chapter 3, "Windows Server
Configuration," in the Get.It! Installation Guide.

If you see *.jsp code in the browser, the 11S cannot interpret the JSP code
(it is not JRun aware), so it is just displaying the code in the browser.

The browser may display the subdirectory showing all the *.jsp files. This
means that the initial starting point inside of 11S is not configured
correctly. Use the 1S console to find the getit virtual directory and right-
click on the directory name to display the Properties. Examine the default
document setting on the "Documents” tab. Make sure that you have the
following two entries:

« Default.htm
e Default.asp

The Default.asp does the redirect for the web server to point the jsp files to
JRun.
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Error Messages Occurring During Installation

If you receive errors during the installation, this usually means that JRun
was not installed correctly, since we manipulate JRun files during the Get.It!
installation. The errors usually occur when the Get.It! install is trying to
manipulate the JRun files.

The best solution is to:
1. Uninstall Get.It!
2. Uninstall JRun

3. Verify the uninstalls were completed and delete any remaining
directories. Check the scripts directory (default is C:\Inetpub\scripts) and
delete or move all remaining files

Reboot the machine
Stop 1S
Reinstall Get.It! and JRun
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JRun Issues

6-6

As a basic configuration check, verify the webserver is correctly configured for
all the ISAPI filters. The most important filter is the JRun Connector Filter.
You can do this as follows:

1.

2
3.
4

Open the 11S Console
Right-click on the web server icon in the console and select Properties
Click Edit and choose ISAPI Filters

Verify the Status column has a green arrow pointing up for all filters, with
the most important being the JRun filter.

If you see the error "Could not connect to the JRun Connector proxy" when
accessing the login.jsp, start the JRun server. You can either do this from the
Control Panel>Services option or from the Start>Programs>JRun menu.
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ServiceCenter Connectivity Issues

When you log into Get.It! with a valid ServiceCenter User ID, but you do not
see the Services or Answers options, there is a ServiceCenter connectivity

issue.

1. Log into Get.It! as an administrator.

2. Access the Get.It! Admin module. The Control Panel window is displayed.

3. Check the connection status to see if it says "connected" or "disconnected."”
If the status is “disconnected” reset the server by clicking Reset Server. If
this does not make the status change to “connected” continue with the
following step.

4. Click Settings from the Activities within the Admin Module (this accesses
the archway.ini file) and verify that the Adapters field in the General
Execution Settings section contains the following string:

sc=SCAdapt er
If you also have AssetCenter you would see:
sc=SCAdapt er, ac=ACAdapt er
5. In the settings, also verify the hostname and port number. The port

Get.It! Troubleshooting

number refers to the full client port connection, which is '12670' by
default.

You may be using a different port. You can find the port by looking at the
sc.ini file on the ServiceCenter server and checking the "system:"
parameter in the file.

Use the following instructions to access the sc.ini file:

If you are using a Windows NT Server: go to the ServiceCenter server and
access ServiceCenter program directory (you can use
Start>Programs>ServiceCenter> Init File).

If you are using a UNIX server: examine the sc.ini file in the JRun
directory where ServiceCenter was installed.

The sc.ini file should look something like the following:

#
# Installed Configuration
#

pat h: C:\ Program Fi | es\ Servi ceCent er\ DATA

shar ed_nenory: 24000000

I 0g: C:\ Program Fi | es\ Servi ceCenter\sc.|og

bi t map_pat h: C:\ Program Fi | es\ Servi ceCent er\ Bl TMAPS
system 12670

aut h: A3D8724B 34330ABD 733C5EC2 8CBODF6F

scaut o: 12690

nt servi ce: Servi ceCent er

4/3/00 6-7



The value next to "system:" parameter is the full client port #. The host
name should be the name of the ServiceCenter machine name (name or IP
address).

Verify that the empx.unl from the ...getit\config\ServiceCenter has been
loaded into ServiceCenter through database manager:

a. Transfer the empx.unl file to the ServiceCenter server

b. Start a full client

¢. Login as an administrator

d. Display the Toolkit tab and click Database Manager

e. Choose Import/Load from the Options drop-down menu

f.  Enter the full path to the empx.unl file in the File Name field
For example: c:\temp\empx.unl

g. Click load fg to load the file

Verify that the person who is trying to log in has the necessary "Execute
Capability" words defined on their Operator Record. There are two
possible entries:

getit.service (for access to creating updating and reviewing problem
tickets through Get.It!)

getit.answers (for access to the IR knowledge base from Get.It!)

These capability words are made available to ServiceCenter users when
you load the empx.unl file. They are added to the capability table but you
must still add them to each operator record that you want to have access
to Get.It!.

To add the capability words to an operator record, do the following:
a. Log in to ServiceCenter as an administrator.

b. Choose Problem Management

c. Choose Security Files

d. Click Edit in the "Users" section

e. Choose the user you want to edit from the drop down list

f. Click OK

g

Choose Edit Operator Record. You should now see the operator
record for the user you selected

h. Click the Startup tab in the operator record

i. Add the Get.It! capability words (getit.answers and/or getit.service) to
the "Execute Capabilities" fields. Scroll down to the first available slot.

j.  Click Update
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AssetCenter Connectivity Issues

Get.It! Troubleshooting

When you log into Get.It! with a valid AssetCenter user ID, but you do not see
the Resources, Status, and IMAC options, there is an AssetCenter connectivity
issue.

1.
2.
3.

Log into Get.It! as an administrator.
Access the Get.It! Admin module. The Control Panel window is displayed.

Check the connection status to see if it says "connected"” or "disconnected."
If the status is “disconnected” reset the server by clicking Reset Server. If
this does not make the status change to “connected” continue with the
following step.

Click Settings from the Activities within the Admin Module (this accesses
the archway.ini file). Scroll down to see the AssetCenter Adapter Settings.
Verify the "Database" field is pointing to the correct database, by default
this field is set to ACDemo300ENG.

Also make sure the Administrator and Anonymous password fields have
not been edited in the Admin module since these fields are encrypted.

Log into the AssetCenter database on the AssetCenter server. Make sure
the login account referenced in the Get.It! settings matches the login for
AssetCenter.

Check the ODBC connection. Depending on the way you run JRun it will
look for a User DSN or a System DSN. If you start JRun as an application,
it will reference the User DSN for the ODBC connection to the database. If
you start JRun as a service, it will reference the System DSN for the
ODBC connection

While logged into AssetCenter, use the File menu to access the Manage
Connections option. Verify that the user name and password are correct
for the connection.
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Appendix A
Contacting Peregrine Systems

Contact one of the Peregrine Systems Customer Support offices listed here if
you have questions about, or problems with, Get.It!.

For more information about Customer Support, check the support web site:
http://support.peregrine.com Please contact Customer Support for an
account on this site.

Note: Only the European Customer Support staff is multilingual and can
provide technical support to customers in their native language.

North and South America

To get help immediately, call Peregrine Systems Customer Support at:
(1) (800) 960-9998 (North America only)
(1) (858) 794-7428 (North and South America)

Send materials that Peregrine Systems Customer Support requests to:

Peregrine Systems, Inc.
ATTN: Customer Support
12670 High Bluff Drive
San Diego, CA 92130

United Kingdom regional office

United Kingdom and South Africa
Peregrine Systems Ltd.
1st Floor
Ambassador House
Paradise Road
Richmond, Surrey,

United Kingdom TW9 1SQ

Phone: 0800 834770 (toll free)
or: (+44) (0) 181 334-5844
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France regional office

Fax: (+44) (0) 181 334-5890
E-mail: uksupport@peregrine.com

France, Spain, Italy, Greece, and Africa (except South Africa)

Germany regional office

Peregrine Systems

Tour Franklin-La Défense 8

92042 Paris La Défense Cedex, France

Phone: (+33) (0) (800) 505-100 (International Toll Free)
Fax: (+33) (0) (1) 47-73-11-61

E-mail: frsupport@peregrine.fr

Germany and Eastern Europe

Nordic regional office

Peregrine Systems GmbH

Blrohaus Atricom

Lyoner Strasse 15,

60528 Frankfurt, Germany

Phone: (+49) (0) 69 67-73-4177

or: 0B0O0OASSETCE (0800/2 77 38 23) (in Germany only)
Fax: (+49) (0) 69 67-73-4158

E-mail: psc@peregrine.de

Denmark, Norway, Sweden, Finland, and Iceland

A-2

Peregrine Systems A/S
Naverland 2, 12 SAL
DK-2600 Glostrup
Denmark

Tollfree in Denmark: (+45) 8030 7676

or: (+45) 4346-7676

Fax: (+45) 4346-7677

Customers in Norway, Sweden, Finland, Iceland
Phone: (+45) 7731-7776

E-mail: support.nordic@peregrine.com
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Benelux regional office

Netherlands, Belgium, and Luxembourg

Peregrine Systems BV
Botnische Golf 9a
3446 CN Woerden
Netherlands

Phone: 0800 0230 889 (toll free in the Netherlands)

Phone: 0800 7474 7575 (toll free in Belgium and
Luxembourg)
E-mail: benelux.support@peregrine.com

Asia-Pacific regional offices

Contacting Peregrine Systems

Australia (800) 146-849

Hawaii (1) (800) 960-9998

Hong Kong (800) 90-8056

Japan (0044) 221-22795

Singapore  (800) 1300-949 or -948

E-mail: apsupport@peregrine.com
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