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Preface

About this guide

This guide describes the default reports that are packaged within the HPE OSS Fault Analyfics and Statistics product.

Product name: HPE OSS Fault Analytics and Statistics
Product version: 1.2.0

Audience

This guide is for anyone who is using HPE OSS Fault Analytics and Statistics default reports.
The readers are assumed to understand HPE TeMIP alarms concepts.

Software versions

The terms Unix and Linux are used as a generic reference to the operating system, unless otherwise specified.
The software versions referred to in this document are as follows:

Table 1: Software versions

Product version Supported operating systems

HPE OSS Analytics Foundation version 1.1.4 Red Hat Enterprise Linux Server release 6.8
HPE OSS Fault Analytics and Stafistics version 1.2 Red Hat Enterprise Linux Server release 6.8
HPE Vertica version 7.2.3 Red Hat Enterprise Linux Server release 6.8
HPE UMB Server version 1.1 Red Hat Enterprise Linux Server release 6.8
HPE Unified OSS Console 2.3 Red Hat Enterprise Linux Server release 6.8
HPE TeMIP 6.2 Red Hat Enterprise Linux Server release 6.8

Typographical Conventions

Courier Font:

e Source code and examples of file contents.
e Commands that you enter on the screen.
e  Pathnames
o Keyboard key names

Italic Text:

e Filenames, programs and parameters.
e  The names of other documents referenced in this manual.
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Bold Text:

e Tointroduce new terms and to emphasize important words.

Associated Documents

The following documents contain useful reference information:

HPE OSS Analytics Foundation Release Notes

HPE OSS Analytics Foundation Integration Guide

HPE OSS Fault Analytics and Statistics Release Notes

HPE OSS Fault Analytics and Statistics Install and Admin Guide
HPE OSS Fault Analytics and Statistics Customization Guide

Support

Please visit our HPE Software Support Online Web site at https://softwaresupport.hpe.com for contact information, and
details about HPE Software products, services, and support.

The Software support area of the web site includes the following:

Downloadable documentation
Troubleshooting information
Patches and updates
Problem reporting

Training information

Support program information
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Chapter 1
Product overview

1.1 Introduction

Please refer to the HPE OSS Fault Analytics and Statistics Install and Admin Guide for an infroduction to OSS Fault
Analytics and Stafistics.

1.2 Architecture

Please refer to the HPE OSS Fault Analytics and Statistics Install and Admin Guide for a description of the architecture of
OSS Fault Analytics and Statistics.
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Chapter 2
Fault Analytics and Statistics reports

The Fault Analytics and Statistics reports rely on the FAS metadata which is the abstraction layer, representing the
structure of the data stored in the FAS datamart. For more information on the FAS metadata and datamart, please refer
to the HPE Fault Analytics and Statistics Customization guide.

The Fault Analytics and Statistics reports are implemented as JSON files that use a specific grammar defined by the
UOCV2 product. Once loaded into the OSSA server, UOCV2 will be able to display the FAS workspaces/views.
To better understand the UOCv2 concepts, please refer to the UOCv2 documentation quoted in the references section.

The FAS kit is delivered with a set of default reports that are explained hereunder.

Ei:tv;!;:‘:sl;achrd Unified OSS Console Administration ~  Addons ~ Packages ~  Launches ~  Works]

Workspaces / All (12 # Manage workspaces
FAS TeMIP OC Active Alarms Counters Reports FAS Network Management Health Reports FAS Network Health Reports (‘ FAS Alarm Metrics Comparison Reports
FAS TeMIP OC Active Alarms Counters Reports FAS Network Management Health Reports FAS Network Health Reports (a4 ] FAS Alarm Metrics Comparison Reports
f/ FAS Alarm Health Reports FAS Top 10 Repeated Raw Events & FAS Raw Event Health Reports @ FAS Raw Event History
Pl FA5 Alarm Health Reports & Top 10 Repeated Raw Events gl FAS Raw Event Health Reports FAS Raw Event history fable
FAS Equipment Raw Event Health Reports FAS Top clear-based fault duration per Raw E FAS Alarm History FAS seasonal/cyclical alarm variations
FAS Equipment Raw Event Health Reporis Events FAS Alarm history table =@ FAS seasonalicydlical alarm variations

‘FAS Top clear-based fault duration per Raw Events

2.1 Network health reports

The Network Health reports give you visibility into how your network behaves overtime through a number of indicators
and formulas.

2.1.1 Network health indicators

2.1.1.1 Description

This report lists some metrics (ak.a indicators) that help to analyze the health of the network layer from a fault
perspective. Each indicator is calculated and displayed in a dedicated table for both a considered and a reference time

periods.

The time periods are easily configurable from fime selectors to compare any period of time tfogether.
The variation (in %) between the periods is automatically calculated and displayed as well in a dedicated table.

Comparing time periods helps to better understand the trend and therefore to better plan any network activity.



2.1.1.2 Metrics

Table 2: Network health indicators table
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Indicators

Description

Metadata identifiers used in
the considered period and
reference tables

Formulas defined in the
Deviation table

Alarm Objects
(AOD)

Number of AOs collected during
the time period

ALARM_OBJECTS_COUNTER_SUM

["percent’, ["variation®, ['/",
"ALARM_OBJECTS_COUNTER_SUM",
"consPeriodSize" 1, ['/",
"ALARM_OBJECTS_COUNTER_SUM_T",
‘refPeriodSize" 1]

Alarm Occurrences
(AO + SA)

Number of AOs and similar alarms
collected during the time period

ALARM_COUNTER_SUM

['percent’, ["variation”, ['/",
"ALARM_COUNTER_SUM",
"consPeriodSize" 1, ['/",
"ALARM_COUNTER_SUM_T",
‘refPeriodSize" 111

Alarm Reduction
Ratio

Ratio of SAs vs AOs during the
fime period

['percent", ['/",
'SIMILAR_ALARM_COUNTER_SUM'

["variation", [ /",
"'SIMILAR_ALARM_COUNTER_SUM",
"ALARM_OBJECTS_COUNTER_SUM" ], [ /"

(MO

emitted alarms during the time
period

A/ AO) "ALARM_OBJECTS_COUNTER_SUM |, "SIMILAR_ALARM_COUNTER_SUM_1",
"1] "ALARM_OBJECTS_COUNTER_SUM_1"1]
Managed Objects Number of equipments that have | MO_COUNT ["'percent”, ['/", ['-", "MO_COUNT",

"MO_COUNT_1"],"MO_COUNT_1"11

Cumulated In Fault
Duration
(CIFD)

The absolute time in hours
between the clearance (or the
termination if no clear) and the
original event time for all the AOs
collected during the time period.

IN_FAULT_DURATION_HR_SUM

["percent’, ["variation®, ['/",
"IN_FAULT_DURATION_HR_SUM',
‘consPeriodSize" 1, ['/",
"IN_FAULT_DURATION_HR_SUM_T",
‘refPeriodSize" 11]

Average In Fault
Duration
(AIFD)

The average fime in minutes
between the clearance (or the
termination if no clear) and the
original event time for all the AOs
collected during the time period.

IN_FAULT_DURATION_MIN_AVG

['percent”, ["variation”, ['/",
"IN_FAULT_DURATION_MIN_AVG',
"consPeriodSize" 1, ['/",
"IN_FAULT_DURATION_MIN_AVG_T",
‘refPeriodSize" 111
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2.1.1.3 Screenshot

Administration ~  Addons ~  Packages ~  Launches ~  Workspaces ~ A Administrator - M -

Hewtetpackard - Unified OSS Console
nterprise

Alarm Characteristics Distribution

Network Health Indicators Network Health Indicators By Severity Network OC & Domain Distribution Top Ten Global Classes Top Ten Global Entities

Considered Period Reference Period
From: To: -- Please select - v From: To: -- Please select-- ¥ -
[=]=][=]

Network Health Indicators (Considered Period)

Considered Period Size v Alarm Objects v Alarm Occurrences. v Alarm Reduction Ratio v Managed Objects v Cumulated In Fault Duration Average In Fault Duration ¥ =

0.00 % 2,000 258,159,348.62 hr 1,338.88 min

[E]l=]=][=]

600d 11,560,039 11,569,039

Network Health Indicators (Reference Period)

Reference Period Size N Alarm Objects v Alarm Occurrences v Alarm Reduction Ratio N Managed Objects N Cumulated In Fault Duratien > Average In Fault Duration ~¥ =

2,000 13,365,477.02 hr 62.00 min

[@l=]=][=]

600d 12,934,217 12,934,217 0.00 %

Deviation

Reference Period Size v Alarms Objects v Alarm Occurrences v Alarm Reduction Ratio > Managed Objects v Cumulated In Fault Duration ™~ Average In Fault Duration ¥ =

600d ¥ -1055 % ¥ 1055 % N/A 0.00% A 183154 % A 205047 %

Figure 1: Network Health Indicators report

In the above screenshot, we have chosen o compare a week from 21st February 2016 to 27th February 2016 (the
considered time period) with a week of January, from 3" January 2016 to Friday 9th January 2015 (the reference time

period).

The considered time period is composed of 6 days, and the reference time period is a 6 days period also.

As stressed by the fables, the number of faulty equipments (a.k.a MOs) is the same for both weeks (2000) and the
number of alarms (a.ka AOs) collected in the considered time period is 10.55% less than the reference period. This fact is
highlighted with green arrow icons associated to the calculated variation percentages in the Deviation table.

There are no similar alarms in this configuration as the Alarm Reduction Ratio is equal to zero percent.

The average time for the collected alarms to be cleared or terminated (Cumulated In Fault Duration) is higher of 2059 %,
meaning that their related failures have been solved with much longer time. This fact is highlighted with the red arrow

icon.

2.1.2 Network health indicators by severity

2.1.2.1 Description

This report lists the same metrics (a.k.a indicators) as the Network Health Indicator report described above but
segregated by Perceived Severity to provide a more complefe analysis of the health of the Network.

Please refer to the previous chapter (Network Health Indicators) for a complete description of the report.



2.1.2.2 Metrics

Table 3: Network health indicators by severity table
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received (Crifical, Major, Minor,
Warning or Indeterminate)

Indicators Description Metadata identifiers used in | Formulas defined in the
the considered period and Deviation table
reference tables

Severity AQO Severity when AO is originally | SEVERITYNAME SEVERITYNAME
(Dimension) (Dimension)

Alarm Objects
(AO)

Number of AOs collected during
the time period segregated by
perceived severity

ALARM_OBJECTS_COUNTER_SUM

["percent’, ["variation", ['/",
"ALARM_OBJECTS_COUNTER_SUM',
"consPeriodSize" 1, ['/",
"ALARM_OBJECTS_COUNTER_SUM_T",
‘refPeriodSize" 111

Alarm Occurrences
(AO +SA)

Number of AOs and similar alarms
collected during the time period
segregatfed by perceived severity

ALARM_COUNTER_SUM

['percent”, ['variation”, ['/",
'"ALARM_COUNTER_SUM',
"consPeriodSize" ], ['/",
"ALARM_COUNTER_SUM_T',
‘refPeriodSize" 1]

Alarm Reduction
Ratio

Ratio of SAs vs AOs during the
fime period segregated by

[percent', ['/",
'SIMILAR_ALARM_COUNTER_SUM"

["variation", [ "/",
"‘SIMILAR_ALARM_COUNTER_SUM",
"ALARM_OBJECTS_COUNTER_SUM" I, ["/"

Managed Objects
MO

emitted alarms during the time
period segregated by perceived
severity

(SA / AO) perceived severity '
"ALARM_OBJECTS_COUNTER_SUM [, "SIMILAR_ALARM_COUNTER_SUM_T",
‘11 "ALARM_OBJECTS_COUNTER_SUM_1"1]
Number of equipments that have | MO_COUNT ['percent", ['/", ['-', "MO_COUNT",

"MO_COUNT_1"],"MO_COUNT_1"11

Cumulated In Fault
Duration
(CIFD)

The absolute time in hours
between the clearance (or the
termination if no clear) and the
original event time for all the AOs
collected during the time period
segregated by perceived severity

IN_FAULT_DURATION_HR_SUM

['percent”, ["variation”, ['/",
"IN_FAULT_DURATION_HR_SUM",
"consPeriodSize" 1, ['/",
"IN_FAULT_DURATION_HR_SUM_T",
‘refPeriodSize" 111

Average In Fault
Duration
(AIFD)

The average fime in minutes
between the clearance (or the
termination if no clear) and the
original event time for all the AOs
collected during the time period
segregated by perceived severity

IN_FAULT_DURATION_MIN_AVG

["percent’, ["variation®, ['/",
"IN_FAULT_DURATION_MIN_AVG',
"consPeriodSize" 1, ['/",
"IN_FAULT_DURATION_MIN_AVG_T',
"refPeriodSize" 111
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2.1.2.3 Screenshot

Considered Period Reference Period

GEE0

Network Health Indicators (Considered Period)

Considered Period Size Severity a; v Alarm Objects v Alarm Occurrences v Alarm ReductionRatio Managed Objects ¥ Cumulated In Fault Duration Average In Fault Duration~ =
600d Critical 4153178 4153178 000% 718 92,535,756.71 hr 1336:84 min
600d Indeferminate 1989,687 1989,687 000% 364 44,610,66315 hr 133923 min
600d Major 3679076 3679076 000% 636 82,301806.29 hr 1342.21min
600d Minor 1,376,844 1,376,844 000% 238 30,652,037.29 hr 133575 min
600d Warning 370,256 370,254 000% o6 8,259,08519 hr 133839 min

Network Health Indicators (Reference Period)

Reference PeriodSize v Severity a, v Alarm Objects v Alarm Occurrences v Alarm ReductionRatio v Managed Objects v Cumulatedln Fault Duration “  Average In Fault Duration =
600d Critical 4,643,305 4,643,305 000% 718 476456435 hr 6157 min
600d Indeterminate 2,220,686 2,226,686 000% 34 2,26082586 hr 6097 min
600d Major L113,079 L113,079 000% 636 £4,360,582.82 hr 63.61min
600d Minor 1539168 1539168 000% 238 1,562.21081 hr 6090 min
600d Warning 413,880 413880 000% 6L 41720317 br 60.49 min
[2]=]=]
Deviation
Reference PeriodSize - Severity v Alarms Objects v Alarm Occurrences v Alarm ReductionRatio - Managed Objects ¥ CumulatedIn Fault Duration ~  Average In Fault Duration” =
600d Critical V1056 % ¥ 1056 % N/A 000 % 4186217 % A207141%
600d Warning & -105L % & 1054 % N/A 000 % A 1,87020 %
600d Minor ¥ 1055 % ¥ 1055 % N/A 000 % 4186200 %
600d Indeterminate ¥ -1056 % ¥ -1056 % N/A 000 % 186436 %
600d Major ¥ 1055 % ¥ 1055 % N/A 000 % A 178740 % 4201005 %

Figure 2: Network Health Indicators by severity report

In the above screenshot, we have chosen to compare a week from 21st February 2016 to 27th February 2016 (the
considered time period) with a week of January, from 3 January 2016 to Friday 9th January 2015 (the reference time
period).

The considered time period is composed of 6 days and the reference time period is also a 6 days period.

The computed metrics are the same than the Network Health Indicator report but they are now segregated by perceived
severity.

As stressed by the fables, the number of faulty equipments (a.k.a MOs) is the same for both weeks whatever the severity
but the number of alarms (aka AOs) collected in the considered fime period is 10% less than the reference period. This
fact is highlighted with green arrow icons associated 1o the calculated variation percentages in the Deviation table.

There are no similar alarms in this configuration as the Alarm Reduction Ratio is equal to zero percent.

The average time for the collected alarms to be cleared or terminated is higher of 2000% whatever the alarms severity
meaning that their related failures has been solved in much longer time.

2.1.3 Network Operation Context and Domain Distribution

2.1.3.1 Description
This report highlights for each OC and for each Domain:

e The number of Alarm Objects (AOs) collected during a fime period

e The cumulated number of hours (CIFD) where the AOs were/are considered as not fixed (meaning neither
terminated nor cleared)

e And the variation (a.k.a Deviation) in percentage of the two above quoted metrics compare to the selected
reference time period.
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This confent helps to better understand the trends by profiles of collection (e.g. by type of equipment, by technology, etc.
depending on the meaning given to the OCs and the Domains) and therefore to better plan future network activities.

2.1.3.2 Operation context Distribution metrics

Table 4: Network OC Distribution indicators table

periods segregated by OC

Indicators Description Metadata identifiers used in the considered
period and reference tables

Operation Context Name of the OC OPERATIONCONTEXTNAME

00 (Dimension)

Alarm Objects Number of AOs collected during the ALARM_OBJECTS_COUNTER_SUM

(AO) fime period segregated by OC

AOs Deviation Variation in % of AOs between the ['percent", ['variation", ['/",

0 reference and the considered fime "ALARM_OBJECTS_COUNTER_SUM", "consPeriodSize" 1, ['/*,

"ALARM_OBJECTS_COUNTER_SUM_T", "refPeriodSize" 11]

Cumulated In Fault Duration
(CFID)

The absolute time in hours between the
clearance (or the termination if no clear)
and the original event time for all the
AQs collected during the considered
fime period segregated by OC

IN_FAULT_DURATION_HR_SUM

CFID Deviation
(CFID)

Variation in % of CIFD between the
reference and the considered time
periods segregated by OC

["percent”, ["variation®, ['/*, " IN_.FAULT_DURATION_HR_SUM ",
‘consPeriodSize" 1, ['/*, " IN_.FAULT_DURATION_HR_SUM _1",
‘refPeriodSize" 111

2.1.3.3 Domain Distribution metrics

Table 5: Network Domain Distribution indicators table

Indicators Description Metadata identifiers used in the considered
period and reference tables

Domain Name of the Domain DOMAINNAME
(Dimension)

Alarm Objects

Number of ACs collected during the

ALARM_OBJECTS_COUNTER_SUM

periods segregated by Domain

(AD) fime period segregated by Domain
AOQOs Deviation Variation in % of AOs between the ['percent", ['variation", ['/",
(%) reference and the considered time "ALARM_OBJECTS_COUNTER_SUM', "consPeriodSize" ], ['/",

"ALARM_OBJECTS_COUNTER_SUM_1", "refPeriodSize" 11]

Cumulated In Fault Duration
(CFID)

The absolute fime in hours between the
clearance (or the termination if no clear)
and the original event time for all the
AQs collected during the considered
fime period segregated by Domain

IN_FAULT_DURATION_HR_SUM

CFID Deviation
(CFID)

Variation in % of CIFD between the
reference and the considered time
periods segregated by Domain

["percent”, ["variation®, ['/*, " IN_.FAULT_DURATION_HR_SUM ",
"‘consPeriodSize" 1, ['/", " IN_FAULT_DURATION_HR_SUM _1",
‘refPeriodSize" 1]
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2.1.3.4 Screenshot

Considered Period Reference Period
[e]l=]=]
Operation Context Distribution
Considered Period Size v Reference Period Size v Operation Context «; v AAlarm Objects (A0) v /AOs Deviation ~  Cumulated In Fault Duration (CIFD) CIFD Deviation v =
6.00d 6.00d 0ssv040_ns:operl0 1437005 N -5554% 3190442514 hr 485523 %
6.00d 6.00d 0ssv040_ns:operll 1,438,020 N/A 32,561,837.80 hr N/A
6.00d 6.00d 0ssv040_ns:oper12 1,438,206 N/A 32,569920.37 hr N/A
6.00d 6.00d 0ssv040_ns:.oper? 14637006 5554 % 31928,568.85 hr A 85596 %
6.00d 6.00d 0ssv041_ns:oper10 1,455,308 N/A 32,834,85276 hr N/A
6.00d 6.00d 0ssv041_ns:oper7 1454977 ¥ -5502% 31,769118.89 hr 485038 %
6.00d 6.00d 0ssv041_ns:oper8 1454,0M ¥ -5505 % 31759,65547 hr 4 85010 %
6.00d 6.00d 0ssv041_ns:operd 1,454,508 N/A 3283096934 hr N/A -
(PRI e el o v|items per page 1-8of 8items
BEE
Domain Distribution
Considered Period Size ~ Reference Period Size ~ Domain v ‘Alarm Objects (AQ) v /AOs Deviation ~  Cumulated In Fault Duration (CIFD) CIFD Deviation ~ =
6.00d 6.00d Domain 0ssv040_ns.dom10 1437005 V¥ -5554% 3190442514 hr 4 85523 %
6.00d 6.00d Domain ossv040_ns.dom1l 1,438,020 N/A 32,561,837.80 hr N/A
6.00d 6.00d Domain 0ssv040_ns.dom12 1,438,206 N/A 32,569920.37 hr N/A
6.00d 6.00d Domain ossv040_ns.dom9 1437006 N -5554% 31928,568.85 hr 4 85596 %
6.00d 6.00d Domain ossv0471_ns.dom10 1,455,308 N/A 32,834,852.76 hr N/A
6.00d 6.00d Domain ossv041_ns:.dom7 1454977 V¥ -5502% 31,769118.89 hr 485038 %
6.00d 6.00d Domain ossv0O41_ns.dom8 1454,0M W -5505% 31,759,65547 hr 4 85010 %
6.00d 6.00d Domain ossvO41_ns.dom9 1,454,508 N/A 32,830969.34 hr N/A e
TR o el ©  v|items per page 1-8of 8 items

Figure 3: Operation Context and Domain distribution report

In the above screenshot, we have chosen to compare a week from 21st February 2016 to 27th February 2016 (the
considered time period) with a week of January, from 3 January 2016 to Friday 9th January 2015 (the reference time
period).

The considered time period is composed of 6 days and the reference time period is also a 6 days period.
Unlike the previous tables, in this one, both the considered period data and the reference period data are handled in the
same line of the table.

The first table deals with operation context distribution, and the second table deals with domain distribution.

Some of the AOs Deviation are not available for some OCs and Domains. This means that there were no alarm objects on
the reference period for those OCs and Domains.

When values are available within the tables, they highlight in this example that the number of alarms (a.k.a AOs) collected
in the considered time period is lower than the reference period, 55% less whatever the OCs or Domains we considered.
This is highlighted with green arrow icons associated to the calculated variation percentages of the deviation indicafors.

But, the Cumulated In Fault Duration are worse (red arrows) meaning that much longer tfime was taken for repairing the
fault.

2.1.4 Top N Global Classes

2.1.4.1 Description
This report highlights:

e The Top N Managed Object Global Classes for all the alarms collected during the considered time period.
Default value for N is equal 10 10
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e The Top N Managed Object Global Classes in term of cumulated in fault duration period (cumulated absolute
time differences between the clearance or the termination alarms fimestamps and their original event
timestamps) for the alarms collected during the considered time period.
Default value for N is equal to 10

Note that all the alarm objects related to a type of network equipment (aka Managed Object (MO) Global Class) are

taken into consideration.

2.1.4.2 Top N Global Classes metrics

Table 6: Top N Global Classes Indicators table

Indicators Description Metadata identifiers used in the charts
Global Classes Name of the Managed Object Global Class GLOBALCLASSNAME

(/@) (Dimension)

Number of Alarms Number of AOs collected during the time period ALARM_OBJECTS_COUNTER_SUM

(AD) segregated by Managed Object Global Class

Cumulated In Fault Duration
(CIFD)

The absolute fime in days between the clearance
(or the termination if no clear) and the original
event time for all the AOs collected during the time
period segregated by Managed Object Global Class

IN_.FAULT_DURATION_DAY_SUM

2.1.4.3 Screenshot
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Figure 4: Top N Global Classes report
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By highlighting the Network Equipment types (a.k.a Managed Object Global Classes) that are the most in fault, both in
terms of number of alarms and fault duration, this report allows you o determine the type of equipments that are the
likeliest candidates to aftention and maintenance.

Note that you can easily choose the Top ‘N’ value from the Analysis tool.
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For details on the usage of the Top Filter please refer to the Unified OSS Console User Guide at section: Widgets
Management [ Analysis tools / Top Filfer section.

2.1.5 Top N Global Entities

2.1.5.1 Description

This report highlights:

e The Top N Managed Object Global Enfities (ak.a instances) for all alarms collected during the considered fime

period.

Default value for N is equal 10 10
e The Top N Managed Object Global Entities (ak.a instances) in ferm of cumulated in fault duration (cumulated

absolute fime differences between the clearance or the termination alarms fimestamps and their original event

timestamps) for all the alarms (a.k.a AOs) collected during the considered time period.

Default value for N is equal t0 10

Note that all the alarm objects related to a network equipment (ak.a Managed Object Global Entity) are taken into

consideration.

2.1.5.2 Top N Global Entities metrics

Table 7: Top N Global Entities Indicators table

Indicators Description Metadata identifiers used in the charts
Global Entities Name of the Managed Object Global Entity GLOBALMONAME
00 (Dimension)
Number of Alarms Number of AOs collected during the time period ALARM_OBJECTS_COUNTER_SUM
(AD) segregated by Managed Object Global Entity
Cumulated In Fault Duration | The absolute time in hours between the clearance | IN_FAULT_DURATION_HR_SUM
(CIFD) (or the termination if no clear) and the original
event time for all the AOs collected during the time
period segregated by Managed Object Global
Entity
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2.1.5.3 Screenshot
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Figure 5: Top N Global Entities report

By highlighting the Network Elements (a.k.a Managed Object Global Enftities) that are the most in fault, both in terms of
number of alarms and fault duration, this report allows you to determine the set of resources that are the likeliest
candidates to maintenance and preventive root cause analysis.

2.1.6 Alarm Characteristics Distribution Report

2.1.6.1 Description
This report highlights:

e The alarm severity distribution in percentage for all the alarms collected during the considered time period
e The alarm type distribution in percentage for all the alarms collected during the considered time period
e The Top N Probable Causes for all the alarms collected during the considered time period.

Default value for N is equal 10 10

Note that all the alarms (ak.a AOs) are taken into consideration.

2.1.6.2 Alarm Severity Distribution metrics

Table 8: Alarm Severity Distribution Indicators table

Indicators

Description

Metadata identifiers used in the chart

Alarm Severity

Name of the Alarm Severity and its related
distribution percentage (ratio between the number
of alarms with such a severity and the total number
of alarms)

SEVERITYNAME
(Dimension)

Number of Alarms

Number of AOs collected during the time period
segregated by Alarm Severity

ALARM_OBJECTS_COUNTER_SUM




2.1.6.3 Alarm Type Distribution metrics

Table 9: Alarm Type Distribution Indicators table
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distribution percentage (ratio between the number
of alarms with such alarm type and the foftal
number of alarms)

Indicators Description Metadata identifiers used in the chart
Alarm Type Name of the Alarm Severity and its related ALARMTYPENAME
(Dimension)

Number of Alarms

Number of AOs collected during the fime period
segregated by Alarm Type

ALARM_OBJECTS_COUNTER_SUM

2.1.6.4 Top N Probable Causes metrics

Table 10: Top N Probable Causes Indicators table

Indicators

Description

Metadata identifiers used in the chart

Probable Cause

Name of the Probable Cause

PROBABLECAUSENAME
(Dimension)

Number of Alarms

Number of AOs collected during the fime period
segregated by Probable Cause

ALARM_OBJECTS_COUNTER_SUM
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2.1.6.5 Screenshot
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Figure 6: Alarm characteristics distribution report

This report highlights at-a-glance the overall network stafe. In the above example, you can quickly notice you received a
majority of Critical and Major alarms mainly split into 3 types: CommunicationsAlarm (29%), QoSAlarm (24%) and
EnvironmentalAlarm (22%). Looking at the top N probable causes help then to relate the type of problems to the type of
alarms and therefore support the Network planning team.

2.2 Network Management health reports

The Network Management Health reports give you visibility info how do the Operations manage the Network faults
overtime.

2.2.1 Network Management health indicators

2.2.1.1 Description

This report lists some metrics (aka indicators) that help to analyze the overall network management activity.
Each indicator is calculated and displayed in a dedicated table for both a considered and a reference time periods.
The fime periods are easily configurable from time selectors to compare any period of time together.

The variation (in %) between the periods is automatically calculated and displayed as well in a dedicated table.
Comparing time periods helps to better understand the trend and therefore to betfter plan any network activity.
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2.2.1.2 Metrics

Table 11: Network Management health indicators table

Indicators Description Metadata identifiers used in | Formulas defined in the
the considered period and Deviation table
reference tables
Alarm Objec’rs Number of alarms (a.ka AOs) ALARM_OBJECTS_COUNTER_SUM | ['percent", ['variation”, ['/",
: : : "ALARM_OBJECTS_COUNTER_SUM",
(AD) collected during the time period rconsPeriodsizer ], [
"ALARM_OBJECTS_COUNTER_SUM_T,
‘refPeriodSize" ]]]
Average How long in average did it take o | ["/","ACK_LDURATION_AVG", ["percent"['/", ['-", "ACK_DURATION_AVG",
) 60000 ] "ACK_DURATION_AVG_T"],
Acknowledge ;cknowlgdge alarms during the \ACK DURATIONAVET 1]
Duration fime period
(minutes)
Average Handle How long in average did it take o | ["/","HANDLE_DURATION_AVG", ['percent’[’/*, ['-", "HANDLE_DURATION_AVG',
; ' 60000 ] "HANDLE_DURATION_AVG_1"],
Duration handle c.rea‘red alarms during the "HANDLE. DURATION_AVG.T I]
(minutes) fime period
Average Close How long in average did it take to | ['/*,"CLOSE_DURATION_AVG", ['percent’[’/", ', "CLOSE_DURATION_AVG',
. : 60000 ] "CLOSE_DURATION_AVG_T"],
Duration §|ose hahdled alarms during the \CLOSE DURATION_AVG.A* I
(minutes) fime period
Average How long in average did it take to ['/","TERM_DURATION_AVG", ["percent”['/*, [-","TERM_DURATION_AVG",
e ) ) 60000 ] "TERM_DURATION_AVG_1"],
Termination TermynaTe crga‘red alarms during "TERM_DURATION_AVG.* I
Duration the time period
(minutes)
Average In How long in average did it take to | INNMANAGEMENT_DURATION_MI | ['percent'["/", ["",
N_AVG "IN_/MANAGEMENT_DURATION_MIN_AVG",
Management clear (or close) created alarms "IN.MANAGEMENT_DURATION_MIN_AVG_T"],
Duration "IN_.MANAGEMENT_DURATION_MIN_AVG_T"1]
(minutes)
Number of How many alarms have been ESCALATED_COUNTER_SUM ["percent", ["variation", ["/",
. ' ' "ESCALATED_COUNTER_SUM",
escalated alarms escalated during the time period rconsPeriodSize' ], [
"ESCALATED_COUNTER_SUM_T",
‘refPeriodSize" 1]
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2.2.1.3 Screenshot
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Figure 7: Network Management Health Indicators report

The report highlights durations increases from a management perspective between first week of February and first week of
March.

Indeed, the mean time to close the alarms (Average Close Duration) has increased from 132 mn to 2.38 mn (which gives a
deviation of 80%) stressing that in average it took longer to solve the network failures (i.e. ferminate the alarms) once

acknowledged.

2.2.1 Network Management Operation Context distribution

2.2.1.1 Description

This report highlights for all Operation Contexts:
e The proportion of managed AOs compare to the total AOs segregated by management action for a considered
fime period

e And a set of counters that reflects the average duration of each alarm management action and their variation in
percentage from the reference period.

2.2.1.2 Operation context counters distribution metrics

Table 12: Network Management OC Counters Distribution indicators table

Indicators Description Metadata identifiers used in the
considered period and reference tables

Operation Context | Name of the OC OPERATIONCONTEXTNAME

(AO) (Dimension)

Alarm Objects Number of alarms collected during the considered time ALARM_OBJECTS_COUNTER_SUM

(AD) period segregated by OC

AOs Deviation Variation in % of AOs between the reference and the ['percent", ["variation”, ['/",

% considered time periods segregated by OC "ALARM_OBJECTS_COUNTER_SUM’,
‘consPeriodSize" ], ['/",




Fault Analytics and Statistics reports 25

"ALARM_OBJECTS_COUNTER_SUM_T", "refPeriodSize"
11

of AOs for the considered time period

Acknowledged Proportion of acknowledged AOs compare to the total ['percent”, ['/", "ACK_COUNTER_SUM",
number of AOs for the considered time period "ALARM_OBJECTS_COUNTER_SUM']
Handled Proportion of handled AOs compare to the total number of | ['percent’, ['/', "HANDLED_COUNTER_SUM",
AOs for the considered time period "ALARM_OBJECTS_COUNTER_SUM']
Closed Proportion of closed AOs compare to the total number of ["percent’, ['/","CLOSED_COUNTER_SUM",
AOs for the considered time period "ALARM_OBJECTS_COUNTER_SUM']]
Terminated Proportion of terminated AOs compare to the total number | ['percent’, ['/, "TERMINATED_FLAG_SUM",

"ALARM_OBJECTS_COUNTER_SUM'T]

2.2.1.3 Operation context average duration distribution metrics

Table 13: Network Management OC Average Duration Distribution indicators table

Indicators

Description

Metadata identifiers used in the
considered period and reference tables

Operation Context
(AO)

Name of the OC

OPERATIONCONTEXTNAME
(Dimension)

Alarm Objects

Number of alarms (ak.a AOs) collected during the

ALARM_OBJECTS_COUNTER_SUM

(AQ) considered fime period segregated by OC

Average How long in average did it take to acknowledge alarms ["/","ACK_DURATION_AVG", 60000 ]

Acknowledge during the time period segregated by OC

Duration

(minutes)

Acknowledged Variation in % of Average Acknowledge Duration between ['percent’, C'variation”, ['/*, ""/",

Average Duration | the reference and the considered fime periods segregated "ACK_DURATION_AVG", 60000 T', "consPeriodSize" ],

Deviati by OC /""", "ACK_DURATION_AVG_1", 60000 7',
eviation ‘refPeriodSize" 11]

(%)

Average Handle How long in average did it fake to handle created alarms ['/","HANDLE_DURATION_AVG", 60000 ]

Duration during the time period segregated by OC

(minutes)

Handled Average
Duration Deviation
(%)

Variation in % of of Average Handle Duration between the
reference and the considered time periods segregated by
oC

["percent”, ["variation", ['/*,"["/",
"HANDLE_DURATION_AVG", 60000 1",
"consPeriodSize" 1, ['/","T"/",
"HANDLE_DURATION_AVG_1", 60000 7',
‘refPeriodSize" 111

Average Close

How long in average did it take to close handled alarms

['/","CLOSE_DURATION_AVG", 60000 ]

%)

Duration during the time period
(minutes)
Closed Average Variation in % of of Average Close Duratfion between the ['percent’, C'variation®, ['/*, """,
Duration reference and the considered time periods segregated by "‘CLOSE_DURATION_AVG", 60000 T,
Deviati oC ‘consPeriodSize" ], ['/*,"["/",
eviation "CLOSE_DURATION_AVG_1", 60000 1, "refPeriodSize"
% 1
Average How long in average did it take to terminate created alarms | ["/", "TERM_DURATION_AVG", 60000 ]
Termination during the time period
Duration
(minutes)
Terminated Variation in % of of Average Terminate Duration between ["percent’, ["variation’, ['/*,"["/",
Average Duration | The reference and the considered fime periods segregated | "TERM_DURATION_AVG', 60000 I'"consPeriodsize”
iati by OC 10/, '/, "TERM_DURATION_AVG_1", 60000 T,
Deviation Y

"refPeriodSize" 111
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Figure 8: Network Management Operation Context distribution report

2.2.2 Network Management User distribution

2.2.2.1 Description

This report highlights important stafistics on the alarm management actions that have been taken by the Operations’
users. The aim of the analysis of this report is to enhance the management processes overtime.

There are four tables displayed, each of them is related fo specific type of alarm management action: Acknowledge an
alarm, Terminate an alarm, Handle an alarm, Close an alarm.

For each type of management action, some indicators per user are displayed for the considered time period and the
variation in percentage from the reference time period.

This allows to easily understand the trend of management acfions on alarms.

2.2.2.2 ‘Acknowledge’ users counters distribution metrics

Table 14: Network Management ‘Acknowledge’ User Distribution indicators table

Indicators Description Metadata identifiers used in the
considered period and reference tables
User Name Name of the user who acknowledged the alarms ackusername

(Dimension)

Alarm Objects
Acknowledged
(AOs)

Number of AOs acknowledged by the user during the
considered time period

ALARM_OBJECTS_COUNTER_SUM

Proportion of
Acknowledged
alarms

(% Ack)

Among those alarms, the percentage of acknowledged
alarms

['percent’, ['/", "ACK_BY_COUNT",
"ALARM_OBJECTS_COUNTER_SUM'T]
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Proportion of
Handled alarms
(% Handled)

Among those alarms, the percentage of handled alarms

['percent”, ['/", "HANDLED_BY_COUNT",
"ALARM_OBJECTS_COUNTER_SUM'T]

AOs Deviation
(%)

Variation in % of AQs between the reference and the
considered time periods for the user acknowledging alarms

['percent”, ["variation®, ['/",
"ALARM_OBJECTS_COUNTER_SUM",
"consPeriodSize" 1, ['/",
"ALARM_OBJECTS_COUNTER_SUM_T", "refPeriodSize"
11

Average
Acknowledge
Duration (in mn)

How long in average did it take to acknowledge created
alarms during the time period for those alarms

['/", "ACK_DURATION_AVG', 60000]

(Avg. Ack)

Acknowledged Variation in % of of Average Acknowledge Duration ['percent’, ['variation”, ['/*, "AckAvgDurationMin",

Average Duration | between the reference and the considered time periods for | ‘consPeriodSize"] [/, o

Deviation those alarms 'AckAvgDurationMinRefPeriod", "refPeriodSize" 111

(Variation Avg. Ack.

%)

Average How long in average did it take fo terminate created alarms | ['/*,"TERM_DURATION_AVG", 60000 ]

Termination during the time period for those alarms

Duration

(Avg. Term. in mn)

Terminated Variation in % of of Average Terminate Duration between ['percent’, ["variation’, ['/","["/",

Average Duration | the reference and the considered time periods for those "TERM_DURATION_AVG', 60000 T', "consPeriodSize"

Deviation alarms LU/, "'/, "TERM_DURATION_AVG_T', 60000 T,
‘refPeriodSize" 11]

(Variation Avg.

Term. %)

2.2.2.3 ‘Terminate’ Users counters distribution metrics

Table 15: Network Management ‘Terminate’ User Distribution indicators table

Indicators Description Metadata identifiers used in the
considered period and reference tables
User Name Name of the user who terminated the alarms termusername

(Dimension)

Alarm Objects

Number of AOs terminated by the user during the

ALARM_OBJECTS_COUNTER_SUM

Terminated considered fime period

(AOs)

Proportion of Among those alarms, the percentage of acknowledged ["percent”, ['/', "ACK_BY_COUNT",
Acknowledged alarms "ALARM_OBJECTS_COUNTER_SUM'T]
alarms

(% Ack)

Proportion of
Handled alarms
(% Handled)

Among those alarms, the percentage of handled alarms

['percent”, ['/","HANDLED_BY_COUNT",
"ALARM_OBJECTS_COUNTER_SUM'T]

AOs Deviation
(%)

Variation in % of AOs between the reference and the
considered fime periods for the user ferminating alarms

['percent”, ["variation”, ['/*,
"ALARM_OBJECTS_COUNTER_SUM",
"consPeriodSize" 1, ['/",
"ALARM_OBJECTS_COUNTER_SUM_T", "refPeriodSize"
11

Average
Acknowledge
Duration (in mn)
(Avg. Ack)

How long in average did it take to acknowledge created
alarms during the time period for those alarms

['/", "ACK_DURATION_AVG', 60000]
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Acknowledged Variation in % of of Average Acknowledge Duration ['percent", ["variation, ['/", "AckAvgDurationMin',

Average Duration | befween the reference and the considered fime periods for "COﬂSPeriOdSiée" 1 [/ . o

Deviation those alarms 'AckAvgDurationMinRefPeriod", "refPeriodSize" 11]

(Variation Avg. Ack.

%)

Average How long in average did it take fo terminate created alarms | ['/*,"TERM_DURATION_AVG", 60000 ]

Termination during the time period for those alarms

Duration

(Avg. Term. in mn)

Terminated Variation in % of Average Terminate Duration between the | ['percent", ['variation”, ['/*,"["/",

Average Duration | reference and the considered time periods for those alarms "TERM_DURATION_AVG'", 60000 J', ‘consPeriodSize"
C g 10/, "TERM_DURATION_AVG_1", 60000 T,

Deviation ‘refPeriodSize" 11]

(Variation Avg.

Term. %)

Table 16: Network Management ‘Handle’ Users Distribution indicators table

2.2.2.4 ‘Handle’ Users counters distribution metrics

Indicators Description Metadata identifiers used in the
considered period and reference tables
User Name Name of the user who handled the alarms handleusername

(Dimension)

Alarm Objects

Number of AOs handled by the user during the considered

ALARM_OBJECTS_COUNTER_SUM

Handled fime period

(AOs)

Proportion of Among those alarms, the percentage of acknowledged ['percent”, ['/', "ACK_BY_COUNT",
Acknowledged alarms "ALARM_OBJECTS_COUNTER_SUM'T]
alarms

(% Ack)

Proportion of
Handled alarms
(% Handled)

Among those alarms, the percentage of handled alarms

['percent’, ['/", "HANDLED_BY_COUNT",
'"ALARM_OBJECTS_COUNTER_SUM']]

AOs Deviation
(%)

Variation in % of AOs between the reference and the
considered fime periods for the user terminating alarms

["percent”, ["variation', ['/",
"ALARM_OBJECTS_COUNTER_SUM',
"consPeriodSize" 1, ['/",
"ALARM_OBJECTS_COUNTER_SUM_T", "refPeriodSize"
11

Average
Acknowledge
Duration (in mn)

How long in average did it take to acknowledge created
alarms during the time period for those alarms

['/", "ACK_DURATION_AVG', 60000]

(Avg. Ack)

Acknowledged Variation in % of of Average Acknowledge Duration ["percent’, ["variation', ['/*, "AckAvgDurationMin",

Average Duration | between the reference and the considered time periods for "CO”SPe”OdSiZ_e" 1 [/ _ o

Deviation those alarms 'AckAvgDurationMinRefPeriod", "refPeriodSize" 111

(Variation Avg. Ack.

%)

Average How long in average did it take to terminate created alarms | ["/", "TERM_DURATION_AVG", 60000 ]

Termination during the time period for those alarms

Duration

(Avg. Term.in mn)

Terminated Variation in % of Average Terminate Duration between the | ['percent", ['variation®, ['/*,"["/",

Average Duration | reference and the considered time periods for those alarms "TERM_DURATION_AVG'", 60000 T, *consPeriodSize"
. 10/, "TERM_DURATION_AVG_1", 60000 7',

Deviation

"refPeriodSize" 111
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(Variation Avg.
Term. %)

2.2.2.5 ‘Close’ Users counters distribution metrics

Table 17: Network Management ‘Close’ Users Distribution indicators table

Indicators Description Metadata identifiers used in the
considered period and reference fables
User Name Name of the user who closed the alarms closeusername

(Dimension)

Alarm Objects
Closed

Number of AOs closed by the user during the considered
fime period

ALARM_OBJECTS_COUNTER_SUM

(AOs)

Proportion of Among those alarms, the percentage of acknowledged ['percent, ['/","ACK_BY_COUNT",
Acknowledged alarms "ALARM_OBJECTS_COUNTER_SUM']]
alarms

(% Ack)

Proportion of
Handled alarms
(% Handled)

Among those alarms, the percentage of handled alarms

['percent’, ['/", "HANDLED_BY_COUNT",
'"ALARM_OBJECTS_COUNTER_SUM']]

AOs Deviation
(%)

Variation in % of AQs between the reference and the
considered fime periods for the user tferminating alarms

['percent”, ["variation", ['/*,
"ALARM_OBJECTS_COUNTER_SUM",
"consPeriodSize" 1, ['/",
"ALARM_OBJECTS_COUNTER_SUM_T", "refPeriodSize"
11

Average
Acknowledge
Duration (in mn)

How long in average did it take to acknowledge created
alarms during the fime period for those alarms

['/", "ACK_DURATION_AVG', 60000]

(Variation Avg.
Term. %)

(Avg. Ack)

Acknowledged Variation in % of of Average Acknowledge Duration ['percent’, ["variation', ['/*, "AckAvgDurationMin",

Average Duration | between the reference and the considered fime periods for "CO”SPeindSi?e" 1 [/ ‘ o

Deviation those alarms 'AckAvgDurationMinRefPeriod", "refPeriodSize" 111

(Variation Avg. Ack.

%)

Average How long in average did it take fo terminate created alarms | ['/*,"TERM_DURATION_AVG", 60000 ]

Termination during the time period for those alarms

Duration

(Avg. Term.in mn)

Terminated Variation in % of Average Terminate Duration between the | ['percent’, ['variation", ['/*,"["/",

Average Duration | reference and the considered time periods for those alarms "TERM_DURATION_AVG", 60000 T', "consPeriodSize"
g 10/, "TERM_DURATION_AVG_1", 60000 T,

Deviation

"refPeriodSize" 111
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2.2.2.6 Screenshot
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Figure 9: Network Management User Distribution report

2.2.3 Network management Top N Global Classes

2.2.3.1 Description
This report highlights:

e The Top N Managed Object Global Classes in term of cumulated in management duration period (cumulated
absolute time difference between the close (or clear) fimestamp and the creation timestamp of an alarm) for the
alarms collected during the considered fime period.

Default value for N is equal 10 10

e The Top N Managed Object Global Classes in term of average in management duration period (average tfime
difference between the close (or clear) timestamp and the creation timestamp of an alarm) for the alarms
collected during the considered fime period.

Default value for N is equal to 10
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Note that all the alarm objects related to a type of network equipment (a.ka Managed Object (MO) Global Class) are

taken into consideration.

2.2.3.2 Top N Global Classes metrics

Table 18: Network Management Top N Global Classes Indicators table

the AOs collected during the considered fime
period segregated by Managed Object Global Class

Indicators Description Metadata identifiers used in the charts
Global Classes Name of the Managed Object Global Class GLOBALCLASSNAME

(e (Dimension)

Cumulated in Management The cumulated absolute time in days between the | IN.MANAGEMENT_DURATION_DAY_SUM
Duration creation and the clear (or close) fimestamps for all

Average in Management
Duration

The mean time in minutes between the creation
and the clear (or close) tfimestamps for all the AOs
collected during the considered time period
segregated by Managed Object (MO) Global Class

IN_.MANAGEMENT_DURATION_MIN_AVG

2.2.3.3 Screenshot

Top N Cumulated In Management Duration

Top N Average In Management Duration

Average In Management Duration (min)
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Figure 10: Network Management Top N Global Classes report

This report highlights which Network Equipment types (ak.a Managed Object Global Classes) are the most demanding in

term of alarms management.

2.2.4 Network management Top N Global Entities

2.2.4.1 Description

This report highlights:

e The Top N Managed Object Global Entities (ak.a instances) in ferm of cumulated in management duration
period (cumulated absolute time difference between the close (or clear) timestamp and the creation fimestamp
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of an alarm) for the alarms collected during the considered time period.
Default value for N is equal to 10

e The Top N Managed Object Global Entities (ak.a instances) in ferm of average in management duration
(average time difference between the close (or clear) fimestamp and the creation timestamp of an alarm) for all
the alarms collected during the considered time period.
Default value for N is equal 10 10

Note that all the alarm objects related to a network equipment (a.k.a Managed Object (MO) Global Entity) are taken into
consideration.

2.2.4.2 Top N Global Entities metrics

Table 19: Network Management Top N Global Entities Indicators table

Indicators Description Metadata identifiers used in the charts
Global Classes Name of the Managed Object Global Entity GLOBALMONAME
(0/®) (Dimension)

Cumulated in Management The cumulated absolute time in hours between the | IN.MANAGEMENT_DURATION_HR_SUM
Duration creation and the clear (or close) fimestamps for all
the AQOs collected during the considered fime
period segregated by Managed Object Global

Entity
Average in Management The mean time in minutes between the creation IN_.MANAGEMENT_DURATION_MIN_AVG
Duration and the clear (or close) timestamps for all the AOs

collected during the considered time period
segregated by Managed Object (MO) Global Enfity

2.2.4.3 Screenshot
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Figure 11: Network Management Top N Global Entities report

This report highlights which Network Elements (a.ka Managed Object Global Entifies) are the most demanding in term of
alarms management.
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2.2.5 Network management Alarm Characteristics distribution repors

2.2.5.1 Description

This report highlights:
e The alarm state distribution in percentage for all the alarms collected during the considered time period
e The problem status distribution in percentage for all the alarms collected during the considered time period

e The alarms distribution overfime based on the selected granularity (for instance, by day) for the considered time
period

Note that all managed alarms (a.k.a AOs) are taken into consideration.

2.2.5.2 Alarm State Distribution metrics

Table 20: Alarm State Distribution Indicators table

Indicators Description Metadata identifiers used in the charts

Alarm State Name of the Alarm State and ifs related STATENAME
distribution percentage (ratio between the number | (Dimension)
of managed alarms with such a state and the tfotal
number of managed alarms)

Number of Alarms Number of managed alarms collected during the ALARM_COUNTER_SUM
considered fime period segregated by Alarm State

2.2.5.3 Problem Status Distribution metrics

Table 21: Problem Status Distribution Indicators table

Indicators Description Metadata identifiers used in the charts

Problem Status Name of the Problem Status and its related PROBLEMSTATUSNAME
distribution percentage (ratio between the number | (Dimension)

of managed alarms with such a problem status and
the total number of managed alarms)

Number of Alarms Number of managed alarms collected during the ALARM_COUNTER_SUM
considered fime period segregated by Problem
Status

2.2.5.4 Alarms Distribution overtime meftrics

Table 22: Alarms Distribution overtime Indicators table

Indicators Description Metadata identifiers used in the charts

Number of Alarms Number of alarms collected during the considered | ALARM_COUNTER_SUM
fime period
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Figure 12: Network Management Top N Global Entities report

This report highlights at-a-glance the overall network state from a management perspective.

2.3 Alarm Health reports

The standard FAS Alarm Health Reports gives you visibility about the evolution of the number of alarms overtime. Two
types of graphs are displayed in order to show the information differently: a table and a chart line.
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2.3.1 Standard report

2.3.1.1 Description and screenshots

gewlenl‘ukard Unified OSS Console Administration ~  Addons ~  Packages ~  Launches ~  Workspaces ~ &L Administrator ~ M ~
nterprise
Reference Time Selection
From: Elm El Last TwoMonths ¥ 2Lhours ¥
[el=]=] [e][=][=][=]
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000k
Friday 122016 e 2016-03-25 00:00:00 1775660
Thursday 122016 — 2016-03-24 00:00:00 1753,402 1500
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Monday 112016 [ 2016-03-14 00:00:00 2426016

Figure 13: Alarm Health report

The fime period is easily configurable from the time selector combobox and affects both the table and the chart line. You
can choose to analyze the evolution of alarms from 'Last 2 Months', 'Last Month', 'Last two weeks', 'Last week', 'Yesterday'
or 'Today'

From the combobox which is at the right of the time selector, you can also choose the granularity of the information that
is displayed within the chart line: 24 hours or 1 hour (default is 24 hours).

In the chart line (at the right), you can clearly see the evolution of the number of alarms during the time period you have
chosen (see figure above )

In the table (at the left), each row represents a day with its corresponding total number of alarms as a number
(ALARM_COUNTER_SUM column) and as a bar (Alarm Count column). This allows to clearly see the evolution of the
number of alarms during a week for example.

Moreover, the rows can be filtered thanks to the filter fields below the header of the columns.
For example you might want to see what occurred during all the past Fridays: for doing this, you just have to choose
‘Friday’ from the Day Of The Week combobox.

Furthermore, you can do this kind of ‘day-comparison’ for all the days of the week by ordering the display of the lines by
“Day Of The Week”. This gives you the following:



Alarm count per day

Day Of The Week =, “ Week v Alarm Count v Timestamp v ALARM_COUNTER_SUN=
B
Sunday 052016 — 2016-01-31 00:00:00 2,088,939
Sunday 06-2016 - 2016-02-07 00:00:00 1014136
Sunday 072016 - 2016-02-14 00:00:00 1027260
Sunday 08-2016 [ 2016-02-21 00:00:00 1921072
Sunday 092016 - 2016-02-28 00:00:00 1932201
Sunday 10-2016 [ 2016-03-06 00:00:00 2,395,638
Sunday 12016 — 2016-03-13 00:00:00 2439013
Sunday 122016 [ ] 2016-03-20 00:00:00 2,807,171
Sunday 132016 2016-03-27 00:00:00 1691673
Monday 052016 - 2016-02-01 00:00:00 2089940
Menday 06-2016 - 2016-02-08 00:00:00 1016730
Monday 072016 - 2016-02-15 00:00:00 1,032,380
Monday 08-2016 — 2016-02-22 00:00:00 1937792
Monday 09-2016 — 2016-02-29 00:00:00 2209549
Monday 10-2016 — 2016-03-07 00:00:00 2,396,242
Monday 112016 [ 2016-03-14 00:00:00 2,424,016
Monday 122016 — 2016-03-2100:00:00 3,839,407
Monday 132016 2016-03-28 00:00:00 1,541,206
Tuesday 052016 [ 2016-02-02 00:00:00 2082314
Tuesday 06-2016 - 2016-02-09 00:00:00 1,014,602
R A7 anas srix A s AnAnAn +n7eEn

Figure 14: Alarm Health report: day of the week comparisons

2.3.1.2 Metrics

For both widgets the only Fact Id used is: ALARM_COUNTER_SUM.
All other indicators displayed in the widgets are declared within the json views thanks to formulas relying on this fact and

on the time.
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2.3.2 Enhanced usage of standard FAS Alarm Health reports /
configuration of a report

Here are some examples of possible dynamic configurations of those graphs.

2.3.2.1 Evolution of critical alarm number overtime

In this example, one can configure the table in order to display alarm numbers only for the crifical alarms.
As shown below, this can be done by adding the SeverityName dimension o the ‘Dafa Selection’, and then apply a
‘Dimension Filter' for the Critical severity:
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Reference Time Selection
OSS Fault Analytics v E
From: El'ro: Last Two Months ¥ 24hours ¥
El[=]=]=] [el=]=]=] =™ °®
W Fault [vn )
B
Alarm count per day | = &
=
Day Of The Week Week a ~  AlarmCount v  Timestamp “ ALARM_COUNTI= & Dimension Severity (1]
v o @ SEVERITYNAME -
Saturday 042016 [ ] 2016-01-30 00:00:0... 2,090192 _
Y B Dimension State
Sunday 05-2016 - 2016-01-3100:00:00 2,088939 s
Monday 052016 - 2016-02-0100:000... 2,089940 £ B Dimension Problem Status
Tuesday 052016 [ 2016-02-02 00:00. 2082314 o - =
Wednesday 052016 [ 2016-02-03 00:00. 2076312
3 1/58
Thursday 052016 | 2016-02-04 00:00-.. 2083685 " 5P s o
Friday 052016 2016-02-05 00:00-, 1394101
Saturday 052016 o 2016-02-06 00:00:.. 997,720 on
Le are e 7 ar WM Ma M
Sunday 06-2016 o 2016-02-07 00:00.. 1,014,136
ALARH_COUNTER 5UM . . .
Monday 06-2016 - 2016-02-08 00:00-. 1016730 Dimension Filter
Tuesday 06-2016 - 2016-02-09 00:00:. 1,014,602
SEVERITYNAME
Wednesday 06-2016 - 2016-02-10 00:000... 1026383
Thursday 06-2016 . 2016-02-11 00:00:00 1025576 S R
Friday 06-2016 . 2016-02-12 00:00:0, 1026150
Clear
Saturday 062016 . 2016-02-13 00:00:0... 1026424
Sunday 072016 - 2016-02-14 00:00:0.. 1,027,260 . Critical
Monday 072016 . 2016-02-15 00:00:0, 1,032,380 Indeterminate
Tuesday 072016 2016-02-16 00:00:0. 1,036,750
— Major
Wednesday 072016 [ 2016-02-17 00:000, 1,808,342
Minor
Thursday 072016 T 0500000 2955451
Friday 072016 [ ] 2016-02-19 00:00:0. 2419872
Saturday 072016 [ 2016-02-20 00:000. 1933814
=

Figure 15: Data selection: add a dimension

Then, refresh the table, and thus, you will get information for the critical alarms only:

el=]=1=

Alarm count per day

Day Of The Week Wesk v AlamCount | Timestamp v, v | SEVERITYNAME  ALARM COUNTER=

Figure 16: Evolution of critical alarm number overtime

2.3.2.1 Evolution of critical and major alarms compared to the total number of
alarms

In this example, as shown below, you can first configure the chart line by adding to the 'Data Selection' new facts:
major_occurrences_sum, critical_occurrences_sum (in addition to the already selected fact alarm_counter_sum).
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BN Analysis Tools

Data Selection

Reference Time Selection

FAS
[e]l=]=][=]
Alarm count per day
Day Of TheWes. ~ Week  ~ AlarmCount ¥ Timestamp *; SEVERITYNAx ALARM_COU=
Wednesday 13-2016 2016-03-30 00:.. Critical 19,105
Tuesday 13-2016 2016-03-29 00:... Critical 606,356
Monday 13-2016 2016-03-28 00:... Critical 596981
Sunday 13-2016 2016-03-27 00.... Critical 575084
Saturday 12-2016 2016-03-26 00 Critical 603,829
Friday 12-2016 2016-03-25 00.... Critical 603,675
Thursday 12-2016 2016-03-24 00:.. Critical 596,074
Wednesday 122016 2016-03-23 00.... Critical 584969
Tuesday 122016 — 2016-03-22 00.... Critical 875,573
Monday 122016 — 2016-03-21 00:0. Critical 1350027
Sunday 122016 _ 2016-03-20 0C.. Critical 998019

0SS Fault Analytics v EI
o EET I — oo

= Facts aoo
Claarchart =
& Alarm Summarizations oD
SIMILAR_ALARM_COUNTER_SUM - -
ESCALATED_COUNTER_SUM -
2 CRITICAL_OCCURRENCES_SUM -
@ MAJOR_OCCURRENCES_SUM -
WARNING_OCCURRENCES_SUM -
MINOR OCCURRENCES SUM - <

B Raw Event Summarizations
Fab o 5 Fe nrm mEe Tver M N mer

ALARM_COUNTER SUM

Figure 17: Data selection: add facts

After refreshing the chart, you will get the evolution of the three facts: number of alarms, number of critical alarms and
number of major alarms into one single graph, as shown below:

5M

M

M

Clear chart =

L Feb

& Feb

ALARM_COUNTER_SUM

15 Feb

22 Feb 29 Feb 7. Mar 14 Mar 21 Mar 28. Mar

=¥ MAJOR_OCCURRENCES_SUM =@ CRITICAL_OCCURRENCES_SUM

Figure 18: Evolution of critical and major alarms compared to the total number of alarms

This gives the evolution of the number of Major and Crifical alarms compared to the total number of alarms during the
past days.

In this example, we clearly see that the evolution is nearly the same and that the major and critical alarms are the main
ones compared fo the total number of alarms.

2.4 Fault Management Capacity Seasonality Reports

The Alarm Seasonality Reports give you visibility about the distribution and alarm flow of the number of alarms over the
specific times. Two types of graphs are displayed in order fo show the different information: a pie chart for displaying the
distribution and a column chart for displaying the alarm flow evolution.
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2.4.1 Alarm distribution per weekday / weekend report

The pie charts present the distribution of alarms occurrences (%) for each type of period.

o Period Type: Weekday / Weekend Days

e Real Distribution: The percentage in terms of number of alarm occurrences.

e A Uniform Distribution: As a reference, the proportion distribution, as it would be if the number of alarm
occurrences had been the same for week and weekend days.

The column chart presents the daily alarm flow indicating weekday / weekend days.

From: EI To: Last Month v
[e]l=]l=]0=] [e]=]=]=]

Alarm distribution per weekday / weekend =
A Uniform Distribution

Alarm distribution per weekday / weekend =
Real Distribution

zzzzz

Weeke
s

[e]l=]l=](=]

Alarm flow per weekday / weekend

Figure 19: Alarm distribution per weekday / weekend

B ek I Weekend

2.4.2 Alarm distribution per working /non-working hours report

The pie charts present the distribution of alarms occurrences (%) for each type of period.
e Period Type: Working / Non-Working Hours
e Real Distribution: The percentage in terms of number of alarm occurrences.
e A Uniform Distribution: As a reference, the proportion distribution, as it would be if the number of alarm
occurrences had been the same for working and non-working hours.

The column chart presents the daily alarm flow indicating working and non-working hours.

For how to configure working and non-working hours, please refer to the section 5.2.2 of the customization guide.
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From: Tw Last Month M
[e]l=]=]=] [e]l=]=]T=]

Alarm distribution per working /non-working hours =

Alarm distribution per working /non-working hours =

Real Distribution A Uniform Distribution

[e]l=]=][=]

ssssssssssssssssssss

Figure 20: Alarm distribution per working /non-working hours

2.4.3 Alarm distribution per (non) holiday/ (non) event day report

The pie charts present the distribution of alarms occurrences (%) for each type of period.
e Period Type: Holiday / Non-Holiday and Event / Non-Event Days.
e Real Distribution: The percentage in ferms of number of alarm occurrences.
e A Uniform Distribution: As a reference, the uniform distribution, as it would be if the number of alarm
occurrences had been the same for Holiday / Non-Holiday and Event / Non-Event Days.

The column chart presents the daily alarm flow indicating Holiday / Non-Holiday and Event / Non-Event Days.

For how to configure holidays and event days, please refer fo the section 5.2.2 of the customization guide.
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From: To: Last Two Months v
[e=]=]=] [e]=]=]=]

Alarm distribution per (non) holiday/ (non) event day =
A Uniform Distribution

Alarm distribution per (non) holiday/ (non) event day =
Real Distribution

No Event & Holidsy No Event & Holidsy
e 500%
Event Day & Holiday. Event Day & Holiday.
sa so00%

%
Event Day & Mo Holiday ~~__ Event Day & NoHoliday .
3% B00%

No Event & No Holiday
730m%

No Event & NoHoliday
7500%

[e]=]=]=]

Alarm flow per (non) holiday/ (non) event day =

Event Day & Holiday [l Event Day & No Holiday [l No Event & Holiday No Event & No Holiday

Figure 21: Alarm distribution per (non) holiday/ (non) event day

2.4.4 Alarm distribution per operator shift report

The pie charts present the distribution of alarms occurrences (%) for each type of period.

e Period Type: Shift Name
e Real Distribution: The percentage in terms of number of alarm occurrences.
e A Uniform Distribution: As a reference, the uniform distribution, as it would be if the number of alarm

occurrences had been the same for each shift.

The column chart presents the daily alarm flow for each shift.

For how to configure shifts, please refer to the section 5.2.2 of the customization guide.
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From: To: Last Month M
[ell=]=][=] [e]l=][=][#]

Alarm distribution per operator shift = Alarm distribution per operator shift =
Real Distribution A Uniform Distribution

shitrl it nifi2
» st e 330

s snirn 7
A prey

[e]=]=]=]

Daily alarm flow distribution per operator shift =

so0e
2006 I
o
&5 sse 656 750 85e 95ep 05ep 150 25 5.5ep % sep 5 Sep 1050 w.sep 55 s sep 20 52p 23ep
2 shifts

I shift1 shif

Figure 22: Alarm distribution per operator

2.4.5 Capacity trend (number of operators needed)

The line chart presents an average number of operators needed to process the alarms in each hour of a particular week
day or weekend day.

e Number of operators needed: total number of alarms / operator processing rate
e Operator processing rate: the average number of alarms handled per operators, can be set by command, please
refer to chapter 5.2.2.5 of customization guide.

Average Number of Operators Needed

ON_THURSDAY. 5118

- CAPACITY_ON_MONDAY & CAPACITY_ON_TUESDAY CAPACITY_OM WEDMESDAY CAPACITY_ON_THURSDAY  ~4 CAPACITY_ON_FRIDAY CAPACITY_OM_SATURDAY CAPACITY_OM_SUNDAY

Figure 23: Capacity trend (number of operators needed)

2.4.6 Capacity trend (number of operators needed) for OC

The report shows a trend of an average number of operators needed to process the alarms for a specific OC in each hour
of week day or week end day. The table column lists all the OCs to choose. Once an OC was selected, the related capacity
frend line chart shows accordingly.

e Number of operators needed: total number of alarms / operator processing rate
e Operator processing rafe: the average number of alarms handled per operators, can be set by command, please
refer to chapter 52.2.5 of customization guide.
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From: EITO: EI Last Month
1=
[e]=]=][#]
Select Operation Context ge Required ber of Op s for Operation Context =
OPERATIONCONTEXTNAME v = £
0ssv040_ns.operi2 3.

0s5v040_ns:operl6

et s o/ \ o N
k‘-’_._:"' == ,%‘%W )c_”*/:\/y‘b@“

’ N

0ssv040_ns:oper10

©55v040_ns:operd
055v040_ns:operls
055v040_ns.operl

0ssv040_ns:oper!3

0s5v040_ns:operll

0s5v041 nszoperi0

0ssvO41_ns.operd B CAPACITY_ON_MONDAY &~ CAPACITY_ON TUESDAY CAPACITY_ON WEDNESDAY CAPACITY_ON THURSDAY  ~+~ CAPACITY_ON_FRIDAY
CAPACITY ON_SATURDAY CAPACITY_GN_SUNDAY

M« /2l 1| 0 v items per page 1-10 of 12 items

Figure 24: Capacity trend (number of operators needed) for OC

2.5 FAS Alarm Metrics Comparison Reports

This type of reports allows us to compare different metrics over 2 selected periods of time. We provide the reports for
Alarm Counters, Acknowledged User Counters and for Selected OC Alarm Counters. Also we provide the comparison of
alarm count over selected periods of tfime for all Users and for all OCs. The reports based on Time granularity. We have
alarm metrics comparison over selected periods of time based on hourly, daily, weekly and monthly granularity.

2.5.1 Alarm Count Comparison (by hours, days, weeks and months)

This type of Reports allows get comparison of overall alarm counts over 2 selected periods of time on hourly, daily, weekly
and monthly basis

bymanths bybows  Alarm count bydors by weeks by montts
2 s by hours fsontora Userby days : - Atsemcoun pars
Considered Period Reference Period
From: B — Froms [=][0]w= [E]e] -

[« ison of ion of Alarm C Hours over iods of time e =

Current. red - Refarancs: grey.

coun compari ison by menths byhours  Alarm par by days by weekes by months

Alarm count comparison for a User by hours by day by Alarm, a Atarm coun "

Considered Period Reference Period

- ek CICE -| - [T [5]S] e A
EEIEE

Comparison of the evolution of Alarm Counters by Days over two periods of fime .=

Current:red - Refarence: gray

Figure 26: Alarm count comparison by days
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byweeks by months

an0C by hours

Alarm count

by da.
Reference Period

[e]l=]=]=]

Comparison of the evolution of Alarm Counters by Weeks over two periods of time

Currant:red - Refarance: gray

\.

ALARMCOUNTER S AL CONTER UM

Figure 27: Alarm count comparison by weeks

by weeks by months

Alarm count compar

User by days
Reference Period

:
‘Considered Period

. [=][o]= [Eo] v K

[ell=]=]=]

e~ DO - |

Comparison of the evolution of Alarm Counters by Months over two periods of time
Current red - Reference:grey

— T T~

ALASM.COUNTER.SIM 8- ALLH_COUNTER UM

Figure 28: Alarm count comparison by months

2.5.2 Alarm Count Comparison for an OC (by hours, days, weeks and

months)

This type of report gives us the Alarm Count Comaprison over two selected periods of type for selected OC on hourly,

daily, weekly and monthly basis.

P— i o —_— S ;
— — P
Reference Period

[
Considered Period
- [5]e]= O - |

From: [&]e]= I —
[e]=]=][=]
Comparison of the evolution of Alarm Counters by Hours over two periods of time for one chosen Operation Context

Current: ed - Referance: gray

Select Operation Context

OPERATIONCONTEXTHAME ~

1-2of12items

Figure 29: Alarm count comparison for an OC by hours

(e]=]e]




Fault Analytics and Stafistics reports 45

Eas /£ A

Alarm count

Alsem count comparison for 3 User by hours Userby days i by

Reference Period

Considered Period
- BE [E][E] e - KA o [Ee]- (=] ~

el=]=]E]

iods of time for peration Context =

Select Operation Context Comparison of the evolution of Alarm Counters by Days over two p
Curran:rad - sfarancas ey

OPERATIONCONTEXTNAME

1-120f 2items

Figure 30: Alarm count comparison for an OC by days

FAS | F25 A
by hours bydays by weeks by months

Userby days

Reference Period

Considered Period
rom: [E]e]= Caremaviesks + From: BEE Previous + Weeks
EIEEIE)
Comparison of the evolution of Alarm Counters by Weeks over two periods of time for one chosen Operation Context

Select Operation Context
Curren:red - References grey

ClE=]e]

OPERATIONCONTEXTNAME «

ALARH COUNTER SUMOSEV0. gl = ALASM COUNTER S

Figure 31: Alarm count comparison for an OC by weeks

Reference Period

Considered Period
- (=)o~ [E5] v -E

tom ][] [EJE] cmree -
EIEE=E]

Select Operation Context Comparison of the evolution of Alarm Counters by Months over two periods of time for one chosen Operation Context
Currsar: rad - Refarance: grey

OPERATIONCONTEXTNAME o

pe—

e Tinems

Figure 32: Alarm count comparison for an OC by months

2.5.3 Alarm Count Comparison for a User (by hours, days, weeks and
months)

This type of reports allows us to get comparison for a selected User over two periods of time on number of acknowledged

alarms.
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by hours J by days by weeks

Alsem count eomparison for 3 User by hours

From: [&]o]e=

Considered Period

DRI = - |

Select Acknowledged User

ACKUSERNAME «

Userbyweeks  Alarm count compar

Reference Period

- [=][e]~ [E[E] e -

(e]=]=]=]

Comparison of the evelution of Alarm Counters by Hours over two periods of time for one chosen User

Current: red - Referance: grey

Figure 33: Alarm count comparison for a User by hours

by months

by hous  Alarm count compark by days bywecks

Alsemn count

Alarm count compar Alarm count compar

Alarm count comparison for 2 User by hours

From: (=)o

Userby days by

Considered Period

Select Acknowledged User
ACKUSERNAME ~

Reference Period

o [=][e]~ [E]E] e -
(ell=1=T=] (ell=1=]=]

er two periods of time for one chosen User

Comparison of the evolution of Alarm Counters by

remip0
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Figure 34: Alarm count comparison for a User by days

FAS / FiS Alarm

byhours i by days by weeks anOC by months

Alarmcount

Alarm count comparison for 2 User by hours

From: El"‘

by days

Considered Period

Select Acknowledged User

ACKUSERNAME «

by weeks

Reference Period

L)
EEEE

two periods of fime for one chosen User =

[@l==1e]

C i lution of Alarm C

Figure 35: Alarm count comparison for a User by weeks
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s IS == N By E - ==~ B
— i — —
by day: is by
Considered Period Reference Period
- =]~ E[o] oo~ K - [=][o]- B - |
[E=]=1I] EEEE]
G i of the i Alarm Counters by Month: ‘two periods of time for one chosen User =

Select Acknowledged User

Figure 36: Alarm count comparison for a User by months

2.5.4 Alarm count comparison for all OCs and all Users
This type of Report allows us to comapre the all OCs on number of alarms and all Users on number of acknowledged

alarms over selected period of time on selected granularity.

- — ]
. R —— e -
i by hours. i by by Alarm count compar
Froms E[e]= B[O wmem 0w -
GEE
Comparison of Alarm Counters by (Hour/Day/Week/Month) for all Operation Contexts o =
—— \/\
Figure 37: Alarm count comparison for all OCs
i byhours  Alarm. paris by days by weeks by months i
- ]~ E[6] wwm [ KA
[e]l=]=]=]
Comparison of Alarm Counters by (Hour/Day/Week/Month) for all Users =
& ——
-

Figure 38: Alarm count comparison for all Users

2.6 Alarm history table

This reports simply displays the list of alarms received during a tfime period choosen by the user:



Fault Analytics and Statistics reports 48

From:

To:

[][=]=]

Alarm history table

Original Event Time ¥ IDENTIFIER ~ OPERATIONCONTEXTNAME ¥  MANAGEDOBJECTNAME ALARMTYPENAME ~ PROBABLECAUSENAME v ALARMCLASS e =
2016-12-02 00:01:35 58,208,218 ossvD41_ns:.oper9 OSI_SYSTEM_05 ossv041_ns:o... C icati SfwrDe il o -
2016-12-02 00:01:34 58,206,286 0ssv041_ns.oper® OSI_SYSTEM_09 ossv041_ns.o... EquipmentAlarm SfwrDownloadFailure 0
2016-12-02 00:01:34 58,202,538 ossv041_ns.oper9 OSI_SYSTEM_07 ossv041_ns:o... ProcessingErrorAlarm SfwrDownloadFailure 0
2016-12-02 00:01:34 58,194,920 ossv041_ns:.oper® OSI_SYSTEM_08 ossv041_ns:o... QualityofServiceAlarm SfwrEnvironmentProblem 0
2016-12-02 00:01:34 58,197,384 o0ssv041_ns.operl0 OSI_SYSTEM_10 ossv041_ns.o... ‘CommunicationsAlarm SfwrDownloadFailure 0
2016-12-02 00:01:34 58,204,341 ossv041_ns.oper® OSI_SYSTEM_06 o0ssvO41_ns.o.. Enwil Al SfwrDs ailur ]

2016-12-02 00:01:34 184,053,788 0ssv041_ns.oper8 OSI_SYSTEM_06 0ssv041_ns:o... Envil I SfwrDs il 0
2016-12-02 00:01:33 58,202,075 ossvD41_ns:.oper9 OSI_SYSTEM_04 0ssv0L41_ns:o... i SfwrDe il 0
2016-12-02 00:01:33 58,206,271 ossv041 _ns.oper® OSI_SYSTEM_10 ossv041_ns.o... ProcessingErrorAlarm SfwrDownloadFailure

2016-12-02 00:01:33 184,795,589 ossv041_ns.oper7 OSI_SYSTEM_06 ossv041_nsio... Ce icati m SfwrD ailur 0

2.7 TeMIP OC Active Alarms Counters Reports

This set of reports allow to do analysis of active alarms in TeMIP Operation Contexts.

NOTE: The reports previously described are based on the ORIGINAL EVENT TIME of the alarm
unlike those ones which are based on the date of the presence of the alarm in the operation context:
the data time, here, is the time of 'snapshots' of operation contexts.

Regular snapshots will store in the datamart, the ACTIVE counters:
- count of Qutstanding alarms

- count of Acknowledged alarms

- count of Handled alarms

- count of Not Handled alarms

for each:
-each 10 mn
- each hours

- each days

- each weeks
- each months

Here are the views provided for analysis of active alarms in TeMIP Operation Contexts:
- Evolution of Active Alarms Counters per alarm state and problem status

- Active Alarms Counters Evolution analysis

- Evolution of Active Alarms Counters per OC

2.7.1 Evolution of Active Alarms Counters per alarm state and problem
status

The aim of this report is to visualize the evolution of counters of Qutstanding, Acknowledged, Handled, Not Handled
alarms in TeMIP Operation Contexts.
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It shows the:

- evolution of the counters

and in order to identify quickly which are the ‘abnormal’ periods:
- the average value during the tfimewindow selected

- the average + standard deviation

- the average - standard deviation
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This report allows to detect during which period, the Operations need 1o pay attention to the management of alarms.

2.7.2 Active Alarms Counters Evolution analysis

The aim of this report is to visualize the evolution of number of Qufstanding, Acknowledged, Handled, Not Handled
alarms in TeMIP Operation Contexts:

- per Severity: this allows to check if critical alarms are correctly managed
- per Managed Object:  this allows to identify which Managed Objects the Operations need to pay attention to
- per Alarm Type: this allows to identify which Alarm Types the Operations need to pay attention to

[e]=]=]

Outstanding alarms in TeMIP OC, per severity =

M critcal B ndeterminate Major tinor [l Warning
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Outstanding alarms in TeMIP OC, for top 5 Managed Object Class
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[e]l=](=]=]

Outstanding alarms in TeMIP OC, for top 5 Alarm Types
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2.7.3 Evolution of active alarms counters per OC

The aim of this report is to visualize the evolution of number of Outstanding, Acknowledged, Handled, Not Handled
alarms per TeMIP Operation Contexts.

This allows to identify which OCs the Operations need fo pay attention to, and on which period.

From: EIT"’ EI - Please select — ¥ | 1OMN v
[ell=]=1=] [e][=]l=]Te]

Outstanding alarms in TeMIP OC = Not handled alarms in TeMIP OC =
300 500
20
w0
200
00
LI i
20
w0
w0
P
o o =
ey 050 200 1800 ey asto 200 600 ey ey os0 200 1800 ey asto 200 &0 20y
- OsSVOSInsioperl0 - ossv0G1nsioper? &~ ossvOk1nsioperS  ~4- ossv0T_nssoperd - OsSVOSInsioperl0 - ossv0Glnsioper? & ossvOk1nsioper®  ~- ossv0T_nssoperd
[e]l=]=][#] [e]l=]=][=]
Acknowledged alarms in TeMIP OC = Handled alarms in TeMIP OC =
. .
000 V v \}/ 000 U V v
o o
s s
=0 =0
- 18.May 0600 200 1800 8. May 06:00 1200 18:00 20 May - 18.May 0600 200 800 8. May 06:00 1200 18:00 20 May
= ossvoL1_nsioperto = ossvoL1_nszopers = ossvoLt_nsioperto =+ ossv01_nssoperd

2.8 Raw Events reports

FAS embeds not only reports concerning alarms but also reports concerning Raw Events.
They are not much detailed here, but note that they have the same structure than the reports concerning Alarms (reports
which are detailed in section above).

Anyway, here are just some screenshots about Raw Events reports:
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2.8.1 Raw Events Health report

HewiettPackard Unified 0SS Console Administratic Addor u L Administrator + M~

nterprise.

FAS / FAS Raw Event Health Reports

Reference Time Selection

Last TwoMonths ¥ 24hours ¥

Raw Event count per day o =

Clear chart =

Day Of The Week Week v RawEventCount Timestamp ¥ RAW_EVENT_COUNTER= som

Saturday 042016 - 2016-01-30 00:00:00 32,703,700
Sunday 052016 - 2016-01-31 00:00:00 32540257 Aot
Monday 052016 - 2016-02-01 00:00:00 3246200 .
Tuesday 052016 - 2016-02-02 00:00:00 32470456
Wednesday 052016 - 2016-02-03 00:00:00 32,445,075 o
Thursday 052016 - 2016-02-04 00:00:00 32,645,085 -
Friday 05-2016 - 2016-02-05 00:00:00 32385473
Saturday 052016 - 2016-02-06 00:00:00 32,400,505 ™ T T = . " T = " o
Sunday 062016 - 2016-02-07 00:00:00 3242749% R
Monday 062016 - 2016-02-08 00:00:00 33372010
Tuesday 062016 - 2016-02-09 00:00:00 32048787
Wednesday 062016 - 2016-02-10 00:00:00 32760920
Thursday 062016 - 2016-02-11 00:00:00 3222159
Friday 062016 - 2016-02-12 00:00:00 32,413,863
Saturday 062016 - 2016-02-13 00:00:00 3225179
Sunday 07:2016 — 2016-02-14 00:00:00 32,206,203
Monday 07:2016 - 2016-02-15 00:00:00 32,194,190
Tomeday 7901 L 2n1A.m0.14 NN w0

Figure 39: Raw Events Health reports



2.8.2 Equipment Raw Events Health reports

pment Ra

Equipment Raw Event Health Indicators By Severity

Raw Event Characteristics Distribution

Considered Period
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Reference Period

From: Today Yesterday
Equipment Raw Events Health Indicators (Considered Period)

Considered Period Size Severity v Raw Event Occurrences ~ Managed Objects v Average Collection Duration v =
100d Crifical 6,209208 3498 3,480,084 ms
100d Warning 441426 266 341,236 ms
100d Clear 18,522,311 10,000 1700109 ms
100d Minor 2,372,266 1323 3,455,639 ms
100d Major 6,027,574 3364 3495379 ms
100d Indeterminate 2,809.271 1,569 3533439 ms

Equipment Raw Events Health Indicators (Reference Period)

Reference Period Size Severity v Raw Event Occurrences v Managed Objects v Average Collection Duration v =
100d Crifical 10160723 6899 3537372 ms
100d Warning 714,531 460 3473335 ms
100d Clear 29045600 11481 1753520 ms
100d Major 9771621 6765 3550988 ms
100d Indeterminate 1557592 37 3588534 ms
1004d Minor 3843022 2704 3510942 ms

Deviation

Reference Period Size Severity v Raw Event Occurrences - Managed Objects ~ Average Collection Duration v =
1.00d Critical ¥ -3830% WV -L030 % ¥ -162%
1004 Warning & 382 % Y-L652% V6L %
100d Minor V3827 % & 5107 % b -158%
1.00d Clear ¥ 3623% ¥ 1290 % ¥ -305%
100d Major ¥ 3B32% ¥-5027% ¥ 157%
100d Indeterminate ¥ 3836 % ¥-5052% ¥ 156%

Figure 40: Equipment Raw Events Health Indicators by severity report



Fault Analytics and Statistics reports 53

[e]l=]=][=] [e]l=][=][=]
Raw Event Severity Distribution = Raw Event Alarm Type Distribution =
Waring Procesinggrroraiarm
e nsex
Minor
o ‘CommunicationsAlarm
Indetermi Equipmental T3
= magre
o e
som%
Emvianmentaitarm
By )
Critical ~ N QualityofService Alarm
a0 s
[e]l=]=]
Top N Probable Causes =

HemoryMismatch OurOICPUCyces SturEnviranmentProblem SturDonnioadFaiure

nnnnnnnnnnnnnn

Figure 41: Raw Events characteristics distribution report

2.8.3 Equipment Raw Event Top N Advanced Comparison Chart

This report is drill down report showing the Top-10 Global Classes in Number of events. In one report you can see as the
Current period and Referenced Period. On the Clicking of one Global Class you will see the Top-10 Managed Objects in
number of events belonging fo the selected Global Class. Also you can see the Deviation of number of events (comparing
current and referenced period) for the Top-10 Global Classes and corresponding to selected Global Class Top-10
Managed Objects.

quipn v i periods  Top Ten Giobal 0
Considered Period Reference Period
From: m ocar . Frome E'@m El m— -
== == El==E] EEEE]
Top 10 Global Classes = Top 10 Managed Objects of selected Global Class = Top 10 Global Classes = Top 10 Managed Objects of selected Global Class =
Current Period Current Paricd Referance Pariod Refarance Period
' [ ' s

[el=]=]=] el==]E]

Managed Objects Raw Event count deviation between 2 periods

aw Event count deviation between 2 periods

004
004
004
004
004
004 004
04 004
1004 004 osLsvsTEM 01
w04 004 osisvsTer I

Figure 42: Raw Event Top N Advanced Comparison Chart (no Global Class selected)
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v RawEvent perods  Top Ten Giobal
Considered Period Reference Period
From: Eo]= Todar 3 -] From B HE =
[el=T=]¢] [e]=T=]*] [El=]=]=] [El=]=]]
Top 10 Global Classes = Top 10 Managed Objects of selected Global Class = Top 10 Global Classes = Top 10 Managed Objects of selected Global Class =
Farizd Currant Pariss Fsfaranca pariod Fsfaranca pariod
"""IIII II""IIII “""""
' [ S ' s o [S—— '
[e]=T=]=] [E]=]=](=]

Global Classes Raw Event count deviation between 2 periods Managed Objects Raw Event count deviation between 2 periods

Considered Period iz Reference Period size ass Raw Event Occurrences = Considered Period Size Reference Period Size: Managed Object =
0a 00d 100
04 c0d 100
00a 00d 100
20d 09 100
08 004 100
20d 09 100
08 004 100
20d 09 100
08 00 100 17
20d o 100 P

Figure 43: Raw Event Top N Advanced Comparison Chart (after selecting of Global Class)

2.8.4 Top Ten Global Classes and Global Entities

This report shows the Top-10 Global Classes and Global Entities in Number of Events over the selected period of time.

periods  Top Ten Global Casses and Global Entiries

=]

Top 10 Number of Events for Global Entities =

ell=]=1=]

Top 10 Number of Events for Global Classes. =

Figure 44;: Raw Event Top Ten Global Classes and Global Entities

2.8.5 Equipment Top 10 Repeated Raw Events report

This report displays a top-N of repeated raw events over user-specified time period. Value deviation regarding a
reference time period is also presented. Raw events that repeat frequently e.g. link up then link down raw events that are
cleared or filtered may hide growing problems. This report allows proactive search of problems.
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Considered Period Reference Period
From [B][ o] [E][O] wswes . From: [E][e]= [E][®] -remessec-
[e]l=][=](=]

Top N Repeated Raw Events

Managed Object v Event Type v Probable Cause v Severity v Specific Problems v MNumber of Events v Events Deviation

Figure 45: FAS Top N Repeated Raw Events

2.9 FAS Top clear based fault duration per Raw Events

This type of reports allows us to compare cumulative fault duration for raw events based on clearance. over 2 selected
periods of time. We assume that raw event is cleared if ithere is the event with severity = “clear” with the same alarm
type, accessmodule, managedobiject, probable cause and specific problems and eventtime of clearance event greatfer than
eventtime of raw event and difference between clearance eventtime and raw event eventtime is minimal. If we have
several raw events with the same clearance event we take in account only the event with the maximal fault duration.

2.9.1 Top clear-based fault duration per Raw Event

This report allows us to compare the Top raw events in ferms of fault duration for the current and reference periods of
time.

Top dear-based fault duration per Raw Event  Top clear-based fault duration per Raw Event Global Class  Top clear-based fault duration per Raw Event Managed Object

Considered Period Reference Period

. [#][]- R . - &[] v -
[e]=]=]=]

Top clear-based fault duration per Raw Event

Considered Pariod Size - Referance Period Size - Managed Object - Event Type v Probable Cause v Sevarity “ Cumulative Clearance Duration (sacon. Deviation

Figure 46: Top clear-based fault duration per Raw event

2.9.2 Top clear-based fault duration per Raw Event Global Class

This report shows us the Top Global Classes in term of fault duration for raw events for the current period of time and
deviation from reference period of fime.
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Top clear-based fault duration per Raw Event  Top lass  Top clear-based fault duration por Raw Event Managed Object

Considered Period Reference Period

- OEg DI - Oog G -
EIEEE]

Top clear-based fault duration per Raw Event Global Class

Considered Period Size v Reference Period Size Global Class Cumulative Clearance Duration (seconds)

g
g
:
]

€€ ECEECeEEE e

Figure 47: Top clear-based fault duration per Raw event Global Class

2.9.3 Top clear-based fault duration per Raw Event Managed Object

This report shows us the Top Managed Objects in term of fault duration for raw events for the current period of time and
deviation from reference period of fime.

Considered Period Reference Period
OB Eo] we  -E [&]E]- Ol
EIEEE]
Top clear-based fault duration per Raw Event Managed Object
Considered Period Size . Reference Period Size . Managed Object . Cumulative Clearance Duration (seconds) - Deviation -
£
Z
¥

Figure 48: Top clear-based fault duration per Raw event Managed Object

2.10 Raw Event history table

This reports simply displays the list of raw events received during a time period chosen by the user:
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[=][=]=]

Raw Event history table

Event Time ¥ e MANAGEDOBJECTNAME ~ ALARMTYPENAME e PROBABLECAUSENAME ~ COLLECTIONDURATION >

2016-12-02 00:00:11 OSI_SYSTEM_06 ossv108_ns:.osi_06 TESTOB... CommunicationsAlarm StwrDownloadFailure 2,400,025 ms

2016-12-02 00:00:11 OSI_SYSTEM_07 ossv108_ns:osi_09 TESTOB.. ProcessingErrorAlarm OutOfCPUCycles 2,400,020 ms
2016-12-02 00:00:11 OSI_SYSTEM_10 0ssv108_ns:osi_10 TESTOB... CommunicationsAlarm SfwrDownloadFailure 480,001 ms

2016-12-02 00:00:11 OSI_SYSTEM_08 ossv108_ns.osi_01 TESTOB.. ProcessingErrorAlarm SfwrDownloadFailure 4,620,111 ms
2016-12-02 00:00:11 OSI_SYSTEM_01 ossv108_ns:osi_03 TESTOB... ProcessingErrorAlarm SfwrDownloadFailure 2,700,126 ms
2016-12-02 00:00:11 OSI_SYSTEM_08 ossv108_ns.osi_05 TESTOB.. EnvironmentalAlarm SfwrEnvironmentProblem 3,300,185 ms
2016-12-02 00:00:11 OSI_SYSTEM_03 ossv108_ns.osi_06 TESTOB.. QualityofServiceAlarm StwrDownloadFailure 3,300,186 ms
2016-12-02 00:00:11 OSI_SYSTEM_02 ossv108_ns.osi_02 TESTOB.. ‘CommunicationsAlarm SfwrDownloadFailure 480,001 ms

2.11 How to schedule reports

The FAS solution can be customized in order to schedule standard or user specific reports.

For details, please refer to the HPE Fault Analytics and Statistics - Customization Guide at section FAS Customization /
Reports scheduling.



