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Name

nmscatgets — Get localized catalog strings for NNMi

SYNOPSIS

nmscatgets [ -f CATFILE -S SETNUM -m MSGNUM -d DEFAULT ]

DESCRIPTION

The nmscatgets command is used to query a message catalog and retrieve alocalized (non-English) string
from that catalog file. This string can then be displayed, for example, from a perl script. The caller must
know the message catalog containing the desired localized strings, as well as the set-number and message-
number within that file. If the specified message is not found, the default (English) value is returned.

The nmscatgets command is mostly used internally by other NNMi or HP-provided scripts. It doesn't
provide much value for other uses.

Parameters

The nmscatgets command recognizes the following options.
-f FILE

The file name containing the localized strings to query.
-s SETNUM

The set number within the catalog file, generally "1".
-m MSGNUM

The message number within the catalog file.
-d DEFAULT

The default (English) string to be printed if one or more of the FILE, SETNUM, Oor MSGNUM values are not
available.

RETURN VALUE

The nmscatgets command returns the localized string when the FILE, SETNUM, and MSGNUM values are all
valid. Otherwise the nmscatgets command returns the DEFAULT (English) string provided to the command.

AUTHOR



nmscatgets was developed by Hewlett Packard Enterprise.
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Name

nnmcluster — start NNMi cluster services

SYNOPSIS

nnntl ust er [-disablel-enable] [-display] [-interfaces] [-startnnm|-stopnnm] [-acquirel-relinquish] [-shutdown
[-force]] [-dbsync] [-halt] [-node nodenane] [ [-daemon]]

DESCRIPTION

nnncl ust er startsthe NNMi cluster process. The NNMi cluster command permits an administrator to set up
two systems for ensuring the availability of NNMi servicesif one system fails. After you run the nnncl ust er
command on each node, each one will detect the other and form a cluster. The first node to join the cluster
comes up intheacti ve state, and starts the NNMi services (using the ovst art command). The second node
detects that there is already an active node, and assumes the st andby state. If the standby node loses
connectivity with the active node, (due to system shutdown or failure), then the standby node assumes the
acti ve state and starts the NNMi services.

If the nnncl ust er is called with no command-line parameters, it starts the cluster in interactive mode. The
interactive mode permits the system administrator to view and modify cluster settingsin an interactive
session. These settings include the ability to enable or disable automatic failover, shutdown anode in the
cluster, transfer NNMi services from active to standby, and other settings.

If nnntl ust er iscalled with the - daenon parameter, the NNMi cluster starts up as a background daemon
process or Windows service.

If the nnnel ust er command is called with other command-line parameters, it will initiate the actions
specified on the command-line. These actions typically affect the NNMi cluster daemon process on the local
node. However, if the - node nodename option is used, it affects the NNMi cluster daemon process on the
specified node.

Most of the options available from the command-line are also available in interactive mode. For example,
using the - shut down option from the command line is the same as using the shut down command in
interactive mode. The interactive mode has some additional commands, such as hel p, to display alist of
available commands, and qui t , to exit the interactive mode. The - node nodenanme command is also available
interactively.

Note that only NNMi cluster daemon processes are capable of starting NNMi services. The interactive mode
and specifying actions on the command-line are methods for affecting the behavior of a daemon process on
one of the nodesin the cluster. For example, using the - acqui r e option causes the daemon process on the
local node (or the specified node if used with the - node option), to acquirethe act i ve state and start NNMi
services. After an NNMi cluster daemon process is started, the only way of interacting with that daemon
process is by using the command line or interactive mode settings. For example, if you want to terminate that
daemon process, use the nnntl ust er - shut down command.

When NNMi is using the embedded database, the NNMi cluster application synchronizes the database
between the active and standby nodes. Thisis achieved by sending a compl ete database backup to the



standby, followed by periodic incremental database transaction logs. The timeintervals for the frequency of
full backups and transaction logs, along with other cluster parameters, are defined in the nirs-
cluster.properties file

For the embedded database scenario, the NNMi cluster application has a startup period that must occur before
permitting the active node to send the database to the standby node. During this startup period, command
options that would transfer the act i ve state to the standby node are disabled. These options include

shut down, acqui r e, rel i nqui sh, and other available options, as they can leave the standby node in a state
where it only has a portions of the database and is unable to run NNMi. However, after the standby node has
received the entire database, there should be no critical times from that point forward, assuming both systems
stay running (arestart causes the standby node to verify that it is still in-sync with the active node).

If NNMi is using the Oracle database, then no database replication is performed, as the Oracle database
instance is on a third machine outside of NNMi control. In this scenario, the NNMi nnncl ust er command
still monitors the active NNMi management server and starts NNMi on the standby server if the active fails.

Parameters

The nnntl ust er command recognizes the following options. Any unrecognized options are reported by a
usage message. Options are always processed in the specified order. For example, using - di spl ay -di sabl e
isdifferent from using - di sabl e -di spl ay. All of the parameters refer to the NNMi cluster daemon process
on the local node, unless the - node nodenane option is used.

-di sabl e

Disables the automatic failover capability (automatic failover is enabled by default). The system
administrator might choose to shutdown the active node briefly to perform some administrative tasks.
The - di sabl e parameter permits the active node to be shut down without the standby node becoming
active and starting the NNM i services. Y ou can restart the same node in the act i ve state by using the -
acqui r e option followed by the - enabl e option.

-enabl e
Re-enable automatic failover capability after being disabled as described above.
-interfaces

List the network interfaces (NICs) on the system, displaying the system nomenclature and the Java
nomenclature. On Unix platforms, these are the same value, e.g. "eth0", "lan1", "bge3", etc. On
Windows, the names are different, e.g. "Network Interface 1" might map to "eth3". The purpose of this
parameter is to control the NIC used for NNMi cluster communications; e.g. to choose a management
NIC instead of the data NIC. The NNMi cluster needs to know the Java name, e.g. "eth3" in the
Windows case listed above.

-di spl ay
Connect to the cluster, query the current cluster state, then display that state to the administrator.
-startnnm

The active node may not be running NNMi services. For example, suppose you stopped the NNMi
services earlier using the - st opnnmoption. Y ou can start up the NNMi services on the active node by
using the - st ar t nnmoption.

- st opnnm



Shut down the NNMi services on the active node, but do not release the act i ve state. If you use this
option, NNMi does not generate afailover event. For example, the standby node does not assume the
active state.

-acquire

The system administrator might want to transfer NNMi services from a node which is currently in the
act i ve state to another node which is currently in the st andby state. Without using the - node option,
the local system becomes the new active node. If the administrator uses the - node nodenane option,
the specified node becomes the new active node.

-relinquish

Permits the system administrator to give up the act i ve state on the local (currently active) node and
causes the NNMi services to transfer control to the current standby node. The node being relinquished
stops NNMi services and assumes the st andby state.

- dbsync

Permits the system administrator to trigger an immediate database synchronization on active node. This
option is only applicable when NNMi is using the embedded database (not using an Oracle database).

-shutdown [-force]

Shuts down the NNMi cluster daemon process on the local node. If the - node option is provided, then
shut down the NNMi cluster daemon process on the specified node. The NNMi cluster program triesto
prevent you from shutting down the cluster during times when doing so might compromise the data
integrity on the standby server. For example, if the standby server isreceiving afull database backup
from the active server, it would be bad to have afailover event during that time. If you try to shut down
the NNMi daemon process, you might get a message stating that the cluster isin atransition state, asin
the standby node is receiving important data, so you need to permit it to complete before attempting ot
shut down the cluster daemon process. If you want to force a shutdown anyway, usethe "- f or ce”
option. This disables failover to the standby (sinceit isin an incompl ete state), then shuts down the
local (or specified) node.

-hal t

Shuts down the NNMi cluster daemon process on all nodes in the cluster. This disables failover, shuts
down all standby nodes, then shuts down the active node.

-node nodenane

Causes one or more actions specified on the command line to affect the NNMi cluster daemon process
on the specified nodenane. Without specifying this option, the actions specified on the command line
to apply to the local NNMi cluster daemon.

- daenon

Starts the NNMi cluster as a daemon. The command is immediately launched in the background. No
other command line parameters can be specified in daemon mode.

RETURN VALUE

If running the nnicl ust er command with command line options results in success, the command exits with
the 0 (zero) status (there are no errors). However, if running the nnncl ust er command with command line



options resultsin failure, the command exits with the 1 status (there are errors). In interactive mode, the exit
statusis aways 0.

In daemon mode the nnicl ust er command launches as a background process and the shell prompt is
immediately returned. After you start a daemon process, you can monitor cluster status by using the
nnncl uster - di spl ay Or ovst at us commands. the NNMi cluster determines if or when to start NNMi
services, depending on the act i ve or st andby status of the node in relation to other nodes in the cluster;
ovst at us displaysanot runni ng status on the standby node, but running the nnncl ust er - di spl ay
command tells you that the node isin the st andby state.

DIAGNOSTICS

nnincl ust er logs output to the NNMi log directory (/ var / opt / Ov/ | og/ nnmon Unix, and

9nnDat aDi r % | og\ nnmon Windows). Each actively-running instance of the nnntl ust er process, such asa
daemon running in parallel with either or both the interactive or command-line mode, has a separate log file.
The most-recent running threads will always be nnncl uster. 0. *. 1 og.

The NNMi cluster internally uses an open-source technology called JGroups. The log files for JGroups are in
the same directory shown above, and are named j gr oups. | og.

EXAMPLES

nnntl ust er -daenon

nnntl uster -display

The first command starts the NNMi cluster as a daemon process, and immediately returns a shell prompt,
leaving a background daemon process. Y ou can query, shut down, or apply other actions to this daemon
process using interactive or command-line modes. Y ou can repeatedly use the second command to monitor
the status of the cluster, specifically the local daemon process, to determine if it comesup intheact i ve or
st andby state.

nnntl uster -shutdown -node xyz.myconmpany.com

Causes the NNMi cluster daemon process on the specified node to shut down. If that node is the current
active node, and if automatic failover is enabled, then the NNMi services will transfer to the standby node.

nnntl ust er

Enter the interactive mode of the NNMi cluster command to view or modify cluster parameters. To exit this
program, usethe exi t or qui t commands.

nnntl uster -acquire

Cause the daemon-mode NNMi cluster process on the local system to become the active node. The current
activeis set to standby mode then NNMi services start on the local node.

The following is a common system administration sequence to permit the administrator to temporarily shut
down the NNMi cluster on the active node, then bring it back up later as active, without causing afailover
event to the standby node.

Step 1: Run the nnmcluster -disable -shutdown command.



Step 2: Perform some system administration tasks.

Step 3: Run the nnmcluster -daemon command.

Step 4: Run the nnmcluster -display command. Use this command to determine when the daemon is up.
Step 5: Run the nnmcluster -enable command.

The command shown in step 1 disables failover first, then shuts down the local daemon process. In step 2, the
system administrator performs some administration tasks without the risk of triggering afailover. The
command shown in step 3 restarts the daemon NNMi cluster process. Y ou can repeatedly use the command

shown in step 4, to determine when the local daemon process is up and NNMi is running. The command
shown in step 5 re-enables automatic failover after NNMi is running on the active node.

AUTHOR

nnntl ust er was developed by Hewlett Packard Enterprise.

FILES

Windows: $98NM _PROPS% nnrs- cl ust er . properti es
UNIX: $NNM _PROPS/ nns-cl ust er. properti es
Thisfile defines the cluster parameters; specifically, you must uniquely name the cluster to differentiate it

from other NNMi clusters that might be on the same network. Y ou can optionally set other parameters such
as timeouts.

SEE ALSO

ovstart(1M), ovstop(1M).
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Name

nnm.envvars — A script to define the environment variables for universal pathsin NNMi.

SYNOPSIS

Windows operating systems:
nnm envvars. bat
UNIX operating systems:

nnm envvars. sh

nnm envvars. csh

DESCRIPTION

Thennm envvar s script defines the NNMi environment variables for universal paths. Universal paths
simplify the use of NNMi and other HP Software products by providing paths and filenames common to all
operating system platforms. Universal paths are provided for the Windows command interpreter and UNIX
shells.

On UNIX operating systems, you can modify the. profi | e or the. | ogi n file, so that the shell script is
sourced (activated) each time you log on to your system. Alternatively, you can activate the file for an
individual terminal, user, and session by sourcing the file into the current environment.

To view the universal paths that are defined, read the nnm envvar s. sh file, which residesin / opt / Ov/ bi n on
UNIX operating systems or %\nni nst al | Di r % bi n on Windows operating systems.

EXAMPLES

To modify the. profileor.login file, add the appropriate line from the following examples to thefile.
To source the nnm envvar s script, use one of the following commands.
e From aWindows command line:
%NnmInstal IDir%\bin\nnm_envvars.bat

Where: vt\nmi nst al | Di r %is the directory where NNMi isinstalled. Note that the NNMi installer
creates this variable as a system environment variable.

o From aWindows operating system with UNIX-style shellsinstalled (for example, MK S Toolkit or
CygWin):

Using sh, ksh, or bash:

$NnmiInstalIDir/bin/nnm.envvars.sh



Where: $Nnni nst al | Di r isthe directory where NNMi isinstalled.

Using csh:

source $NnmInstallDir/bin/nnm._envvars.csh

Where: $Nnmi nst al | Di r isthe directory where NNMi isinstalled.
e From UNIX operating systems:

Using sh, ksh, or bash:

. lopt/OV/ bi nf nnm envvars. sh
Using csh:

source /opt/OV/ bi n/ nnm envvars. csh

AUTHOR

nnm envvar s was developed by Hewlett Packard Enterprise.

FILES

Windows operating systems:

98nm nst al | Di r % bi n\ nnm envvars. bat (for Windows command line)
98nm nst al | Di r % bi n\ nnm envvars. sh (for sh, ksh, or bash)

98\nm nst al | Di r % bi n\ nnm envvars. csh (for csh)

UNIX operating systems:

/ opt / OV/ bi n/ nnm envvars. sh (for sh, ksh, or bash)

/ opt/ OV/ bi n/ nnm envvars. csh (for csh)

EXTERNAL INFLUENCES

International Code Set Support: Supports single-byte and multi-byte character code sets.

Return to Reference Pages Index



Name

nnmprops — Query values of NNMi properties.

SYNOPSIS

nnnpr ops [-1] [-g prop] [-mM mat ch] [-e expand]

DESCRIPTION

nnnpr ops IS used to query the property values that run NNMi processes. The nnnpr ops command
consolidates and displays these properties, which are stored in several locationsin the file system. This
command can be used in other scripts that need to query and act on the values of NNMi system properties.

Parameters

nnnpr ops recognizes the following options.
-
Liststhe value of all properties.
-gq PROP
Queries the specified property. This option can be repeated to query multiple properties.
-m STRI NG
Queries al propertiesthat start with the prefix STRING.
-e STRING

Expand any propertiesin the STRING with their corresponding value.

RETURN VALUE

nnnpr ops always exits with the status 0 (zero) if no errors were encountered; 1 otherwise.

EXAMPLES

nnnprops - |
Listsall properties and their values.
nnnprops -q com hp. nns. ui . sso. i sEnabled -q com hp. ns. ui . sso. domai n

Queries the property values of the com.hp.nms.ui.sso.isEnabled and com.hp.nms.ui.sso.domain properties.



nnnprops -m com hp. NB. Ui . SSO

Queries al propertiesthat start with com hp. nns. ui . sso. For example, the valuesfor . pr ot ect edDomai ns,
.domain,.initString,and.isEnabl ed would be returned.

nnnprops -e "The values for com hp.nnms. ui.sso are ${com hp. nms. ui . sso}."

Displays the string with the value of ${ com hp. nrs. ui . sso} expanded. Note that the"${" and "}" are
required to delineate the property name.

AUTHOR

nnnpr ops Was developed by Hewlett Packard Enterprise.

FILES

There are several properties files used by the nnmprops program. These files are separated into two
categories. HP-provided default (out-of-the-box) values and user-modified override values. The intention is
that HP can change the default properties values in future NNMi releases; however, user-modified values
always override the HP-provided default.

Thefilesfound in the directory hierarchy below 9%\nm nst al | Di r % mi sc\ nnm pr ops (Windows) or
$Nnm nstal | Di r/ ni sc/ nnm props (UNIX) define the HP-provided default values.

Note

Y ou should never modify any file below this location since future NNMi versions could
overwrite any modifications.

The filesin the %\nnDat abDi r % shar ed\ nnm conf \ pr ops (Windows), %\nnDat abi r % conf \ nnm pr ops
(Windows), $NnnDat aDi r/ shar ed/ nnm conf / props (UNIX), and $NnnDat abi r / conf / nnmi pr ops (UNIX)
define modified values or values changed programmatically at installation or runtime. These values are
initially commented-out copies of the HP-provided values. To edit these files, remove the comment and
change avalue. The new value overrides the default value.

The difference between the two directoriesis as follows:

e UWnnDat aDi r % shar ed\ nnm conf \ props (Windows) and $NnnDat abDi r / shar ed/ nnnf conf / pr ops
(UNIX) contain properties that are shared in a cluster (HA cluster or NNMi Application Failover
cluster, for example).

e 9\nnDat aDi r % shar ed\ nnm conf \ props (Windows) and $NnnDat aDi r / shar ed/ nnni conf / pr ops
(UNIX) defines values which are not shared. For instance, each node in the cluster may have different
values for the same property.
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Name

nnmsetcmduserpw.ovpl — set the account credentials to be used in place of the -u/-p options when executing
scripts as this user.

SYNOPSIS

nnnset cnduser pw. ovp

DESCRIPTION

You can use nnnset crduser pw. ovpl to set the NNM account credentials to be used when executing any
scripts normally requiring the -u/-p option. The user and password values will be used when scripts are
executed by this user without the -u/-p command line arguments. NOTE: The UNIX user root should never
run this command. The "root" user does not need to provide -u/-p by default.

To run this command, make sure you are logged into the system as the user that will be executing the
command line scripts. These values are set on a per user basis.

Parameters

No supported parameters.

EXAMPLES

Y ou may want to set up account username and password values to be used when executing command line
scripts normally requiring the -u/-p option. This can be done to avoid specifying password information on the
command line.

Usageis:

# nnneet cnduser pw. ovp

WARNI NG: This change will affect the credentials to be used in place
of the -u/-p command |ine options whenever this user executes
a script reqU|r|ng these. Please ensure you are |logged in as
the desired user before executing this script.
Executing this script will create/edit the .nnm nnm properties
file in the users hone directory.

Wuld you like to continue? [n] vy

Thank you!

Pl ease provide the user nane for the account.
user: muser

Pl ease provide a password for the user account.
password: mypass

enter password agai n: nypass

User/ Password val ues stored successfully in /hone/user/.nnm nnm properties



AUTHOR

nnnset crduser pw. ovpl was developed by Hewlett Packard Enterprise.

FILES

nnmset cnduser pw. ovpl residesin $NNM BI N di rect ory.

SEE ALSO

nnm.properties(4).

Return to Reference Pages Index



Name

nnmtrapdump.ovpl — Print traps logged in the binary trap store to the console

SYNOPSIS

nnnt r apdunp. ovpl [-Uuser] [-p password] [-t] [-from dat e] [-tO dat e] [-Source | P addr ess] [-trapid Tr ap
a D] [-last ni nut es] [-short] [-nodns] [-hexDump] [-javaDump]

DESCRIPTION

All incoming traps are logged in a binary trap store by the HP NNM Trap Service. nnnt r apdunp. ovpl can be
used to see the traps that have been logged. It can aso be used to watch new incoming traps. When using trap
tool any log or error messages are printed to the standard error. By redirecting the standard error to a different
file, you can prevent these messages from getting mixed with the actual trap dump output.

Parameters

nnnt r apdunp. ovpl supports the following parameters:
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

Use-t to continuously print incoming traps. This option cannot be used with the - t o option

-fromdat e

Specifies the date from which traps are printed. The date is specified in SO 8601 standard format:
yyyy- mm ddThh: nm ss[+ or -] hh: rm This option can be used to drill down from the analytics entries
in the trapanalytics.0.0.1og file. This option cannot be used with the - | ast option

-todate

Specifies the date till which traps are printed. The date is specified in 1SO 8601 standard format: yyyy-
nm ddThh: nm ss[ + or -] hh: nm Thisoption can be used to drill down from the analytics entriesin the
trapanalytics.0.0.log file.

-source | P address



Specifies the source IP address of the traps that should be printed. Only traps from the given source
will be printed.

-trapidTrap QD

Specifies the trap OID of the traps that should be printed. Only traps with the given OID will be
printed.

-l ast m nutes

Specifies the age of the trapsto be printed. The valueisin minutes. Only traps are at the most thisold
will be printed. This option cannot be used along with the - f r omoption.

-short

Use-short to print ashort format of incoming traps. Only the trap OID, arrival time and source
address are printed

- nodns

Use - nodns to prevent resolution of IP addresses to node names. This speeds up the printing of traps
- hexDunp

Use - hexDunp to print traps in hexadecimal format
-j avabDunp

Use - j avabDunp to print traps in java format

EXAMPLES

To print al the trapsin the binary trap store to the console:

nnnt r apdunp. ovpl

Towait inaloop and print all incoming traps:

nnnt r apdunp. ovpl -t

To print traps within the 5 minute window from 9:00AM to 9:05AM MDT on July 31 2008:
nnnt r apdunp. ovpl -from 2008- 07- 31T09: 00: 00- 06: 00 -t o 2008- 07- 31T09: 05: 00- 06: 00
To print traps that came within the last 5 minutes and then wait for incoming traps:

nnnt r apdunp. ovpl -last 5 -t

To print traps from |P address 192.168.0.1:

nnnt r apdunp. ovpl -source 192.168.0.1

FILES



$NNM DB/ t r aps isthe directory that contains the files that constitute the trap database.

$NNM _LOG t rapanal yti cs. 0. 0. | og isthe analytics log file containing information about the most frequent
trapids and sources sending traps.

AUTHOR

nnnt r apdunp. ovpl was developed by Hewlett Packard Enterprise.
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Name

nnmfindattachedswport.ovpl — Find the switch port to which the input end node is attached

SYNOPSIS

nnnf i ndat t achedswport . ovpl [-U<user>] [-p <passwor d>] { -i <end node file>|-n<end node>} [-O
<output file>]

DESCRIPTION

The nnmfindattachedswport.ovpl script displays the switch port that is connnected to an end node. When
using the nnmfindattachedswport.ovpl script, specify the end node asa MAC address, an |P address, or a
hostname. Specify the MAC address in upper case with no leading 0x or 0X. Y ou can also specify the input as
aseed file, using one line per entry within the seed file.

The display consists of the following:

¢ Theend node.

The switch hostname.

The interface name of the switch port that is connnected to an end node.

The VLAN name that the end node belongs to.

The VLAN ID that the end node belongs to.
¢ A status code for the interface.

The status code indicates either Success, if NNMi successfully retrieved the end node information, or an
error code. The display isin Comma Separated Value (CSV) format. If any of the values are not present then
NNMi displaysthe value - 1 instead. NNMi indicates the completion of the script by displaying a CSV with
all thevaluesbeing - 1.

NNMi initially displays a header naming each of the valuesin the CSV. Thereis an option to redirect the
output to afile. Thefile can then be imported into Microsoft™ Excel.

Parameters

nnnf i ndat t achedswport . ovpl supportsthe following parameters.
-u <user nanme>

Supply an NNMi user name to use when running the script. The user could be system, an administrator
or aLevel 2 operator. Required unless a nnm.properties(4) file exists.

-p <password>



Supply the password for the user. Required unless a nnm.properties(4) file exists.
-i <end node file>

Use-i to provide an input file containing alist of end nodes. NNMi then searches for the switch port
connected to each end node. The file should have only one entry per line. The value on each line could
be aMAC address, an |P address or a hostname. The MAC address needs to be specified in upper case
with no leading ox or 0X. This parameter isrequired if the - n is not specified.

-n <end node>

Use the - n to provide an end node for the nnmfindattachedswport.ovpl script. The
nnmfindattachedswport.ovpl script finds the switch port that is connnected to this end node. The end
node could be aMAC address, an |P address or a hostname. The MAC address needs to be specified in
upper case with no leading ox or ox.

-0 <output file>

Use - o to supply afile name to which the output of the script will be redirected.

EXAMPLES

An example of an input fileis given below:

10. 45. 130. 2

# this is a cooment |ine
conb. acne. com
000087D064CB

10.12.149. 4

| aserj.acme. com

An example of the display looks similar to the following:

EndNode, Swi t chNane, | f Nane, VLANNane, VLANI d, St at usCode
10.45.130.2,-1,-1,-1,-1, UNABLE TO LOCATE ENTRY | N FDB
con5.acne.com-1,-1,-1,-1, UNABLE TO LOCATE ENTRY N ARP CACHE
000087D064CB, 10. 45. 130. 143, 2/ 1, Net wor k_B_| Pv4, 4, SUCCESS

10.12. 149. 4, swl-1 oop0. acne. com Fa2/ 21, VLAN0490, 490, SUCCESS
I?seaj.?cnﬁ.cgnlima-loopO.acne.conlFa2/12,np|s-|ntercon,lGQ,SUCCESS

AUTHOR

nnnf i ndat t achedswport . ovpl was developed by Hewlett Packard Enterprise.
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Name

nnmversion.ovpl — display the version of Network Node Manager

SYNOPSIS

nnmver si on. ovpl

DESCRIPTION

nnmver si on. ovpl can be used to display the version of Network Node Manager that isinstalled. It also
displays the patch number of the NNM patch that isinstalled. If no patches are installed, it displays a
message indicating that no patches are listed.

Parameters

nnnver si on. ovpl does not have any options.

EXAMPLES

Print out the version of NNM and any installed patches.

nnmver si on. ovpl

AUTHOR

nnnver si on. ovpl was developed by Hewlett Packard Enterprise.

FILES

The following files store product version and patch information:
Windows: dat a_di r\ NNMVer si onl nf o

UNIX: / var/ opt / Ov/ NNMVer si onl nf o
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Name

ovjbosspath.ovpl — script to determine where jboss is installed

SYNOPSIS

ovj bosspat h. ovpl

DESCRIPTION

ovj bosspat h. ovpl isacommand used by scripts to determine where jbossis used. jboss is the underlying
application architecture used by ovj boss. Although ovj boss knows where jboss resides, jboss requires that
certain program files (jar files) be located in underlying directories of jboss. Because other Java applications
require access to these files, this provides a standard method for retrieving the base directory path.

ovj bosspat h. ovpl iSsused to eliminate hard-coded paths in other applications.

Parameters

None.

EXAMPLES

On Windows with the installation in the directory C: \ Pr ogr am Fi | es(x86)\ HP QpenVi ew, running
C:.\ Program Fi | es(x86)\ HP OpenVi ew\ bi n\ ovj bosspat h. ovpl returnsthe following:

C. / Program Fi |l es(x86)/ HP OpenVi ew/ NNM
This enables other applications to find jar files that exist under this directory structure, such as the following:

C./Program Fi | es(x86)/HP OpenView NNM | i b/ nns-1i censi ng-api.jar

AUTHOR

ovj bosspat h. ovpl was developed by Hewlett Packard Enterprise.
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Name

ovjrepath.ovpl — script to determine the version of JDK to use

SYNOPSIS

ovj repat h. ovpl

DESCRIPTION

ovj repat h. ovpl isacommand used by scripts to determine the version of the JDK to use. Given multiple
products being installed on the system, there can be multiple JDK versionsinstalled. These versions are not
guaranteed to be compatible with Network Node Manager (NNM). This script encapsulates this problem by
ensuring the correct JDK is being used.

NOTE: NNM replaces JDKs from time to time. This script enables other scripts to use the new JDK without
being changed.
Parameters

None.

EXAMPLES

On Windows with the installation in the directory C: \ Pr ogr am Fi | es\ HP QpenVi ew, running C: \ Pr ogr am
Fi | es\ HP OpenVi ew bi n\ ovj r epat h. ovpl returnsthe following:

C./Program Fi | es/ HP OpenVi ew nonOV/ j dk/ b

This enables scripts that others are writing to use the correct JDK.

AUTHOR

ovj repat h. ovpl was developed by Hewlett Packard Enterprise.

FILES

$l nstal | Di r/ nonOV/ j dk

Directory where JDKs areinstalled.
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Name

ovstatus — report status of NNM managed processes

SYNOPSIS

ovst at us [ [-C] [-d] [-V] [managed_pr ocess_nanes...]]

DESCRIPTION

ovst at us reports the current status of the NNM managed processes. ovst at us sends a status request
(ovs_REQ STATUS) to the process management process (UNIX operating system) or service (Windows
operating system), ovspnd. If called with one or more managed_pr ocess_nane arguments, it reports the status
for the designated managed processes. If called with no arguments, it reports the status of all managed
processes that have been added to the NNM startup file (SUF), including ovspmd itself.

Unlike ovst art, ovst at us does not start ovspnd if it is not aready running.

The managed processes are configured by ovaddobj from information in Local Registration Files (see [rf(4)).
A managed process is named by the first field in the LRF describing it.

Parameters

ovst at us recognizes the option described below. The first argument that is not an option, and any succeeding
arguments, are interpreted as names of managed processes for which to report status, and are passed to
ovspnd in the status request.

-C

Output one status line for each managed process.

-d
Report the important stages in its processing, including contacting and sending the status request to
ovspnd, and closing the communication channel.

-V
Print verbose messages from managed processes. In particular, this option displays the verbose
message from ovui spnd describing all current ovw sessions.

RETURN VALUE

ovst at us normally exits with the status 0 (zero). It returns anon-zero status only if thereis a system
problem, such as ovspnd not running.



DIAGNOSTICS

ovst at us reports certain command-line errors (in particular, too many arguments) and system errors. The
messages are prefixed with ovst at us: , and are intended to be self-explanatory. ovst at us also outputs error
messages received from ovspnd. These messages are prefixed with ovspnd: . ovst at us ignores unrecognized
options.

ovst at us reports the known state of all Ovs_WELL_BEHAVED and Ovs_NON_WELL_BEHAVED ProCcesses.
Ovs_DAEMON processes run outside of ovsprd control. They report aPID, a state of unknown, and afinal
message of Does not communi cate with ovspmd , aSovspnd cannot track these processes.

Note that ovspnd can process multiple requests (ovst art , ovst op, Or ovst at us) at atime. If any of these

commands is being handled, the new request will be queued by type until the previous command has
completed.

AUTHOR

ovst at us was developed by the Hewlett Packard Enterprise.

FILES

The environment variables below represent universal pathnames that are established according to your shell
and platform requirements. See the nnm envvar s reference page (or the UNIX manpage) for information
about using environment variables for the following files:

Windows: %\NM BI NoA ovst at us

Windows: %\NM BI NoA ovspnd

UNIX: $NNM BI N/ ovst at us

UNIX: $NNM BI N/ ovspnd

EXTERNAL INFLUENCES

Environmental Variables

$LANG provides a default value if the internationalization variables, LC_ALL, LC_CTYPE, and LC_MESSAGES are
unset, null,Orinvalid.

If SLANGiSunset, nul |, Orinval i d, the default value of C (or Engl i sh_Uni t edSt at es. 1252 on Windows) is
used.

LC_ALL (or $LANG) determines the locale of al other processes started by ovspnd .

LC_CTYPE determines the interpretation of text as single and/or multi-byte characters, the classification of
characters as printable, and the characters matched by character class expressionsin regular expressions.



LC_MESSAGES determines the language in which messages are displayed.

SEE ALSO

ovstart(1M), ovstop(1M), ovaddobj(1M), ovdelobj(1M), ovspmd(1M), nnmcluster(1M).
Return to Reference Pages Index



Name

nnmsnmpnotify.ovpl — issue an SNMP notification (Trap or Inform request)

SYNOPSIS

nnnsnnpnot i fy. ovpl [-V version] [-Ccommunity] [-p port (defaul t:162)] [-A] [-ttimeout] [-rretries]
[-d] [-T] [-aagent _addr] [-eent erpri se] node trap-oid variable type val ue [variable type
val ue]...

DESCRIPTION

If you frequently run NNMi command line tools, create an nnm properti es file containing your username
and password. Doing so permits you to run many NNMi command line tools and scripts without entering a
username and password. Place the nnm properti es filein a. nnmsubdirectory within your home directory.
For example, you might place the nnm properti es fileyou createin thedri ve: \ Document s and

Set ti ngs\ user nane\. nnm (Windows) or ~/ . nnm(UNIX) directory.

Thennnsnnpnoti fy. ovpl script sends an SNMP notification request to notify another system of an event on
the local system. Y ou can use options with the nnmsnnpnoti fy. ovpl script to acknowledge (SNMPv2
Inform) or unacknowledge (SNMPv1 or SNMPv2 Trap) the notification. Y ou cannot send acknowledged
notifications to systems that support only SNMP Version 1.

By default, the notification is unacknowledged. The nnnsnnpnoti fy. ovpl script sendsan SNMP Version 1
or SNMP Version 2 Trap depending on the protocol version you specify. When you use the default version of
the nnnsnnpnot i fy. ovpl Script, it terminates immediately after sending the SNMP Trap request. Thereisno
confirmation that the notification reached the destination system.

Use the - A option to send an acknowledged notification. The nnmsnnpnot i fy. ovpl script sendsan SNMP
Version 2 Inform request to the destination system. It waits for the corresponding acknowledgment, and
retransmits an SNMP Version 2 Inform request if necessary. If an SNMP Version 2 Inform request
retransmission occurs, the nnmsnnpnot i fy. ovpl Script usestheti meout andr et ry values you specify on the
command line. If the nnmsnnpnoti fy. ovpl script displays an acknowledgment within the time period and
retry attempts you specify, you know the notification reached the destination system. If the

nnmsnnpnot i fy. ovpl script does not display an acknowledgment within the time period and retry attempts
you specify, the notification did not reach the destination system.

node can be an |P-addressable system that supports SNMP. Y ou can identify |P nodes by Internet address or
hostname. Y ou can supply node in Internet address form or hostname form. If you supply an empty string
(") to the nnnsnnpnoti fy. ovpl script instead of a node, the script uses localhost as the destination.

Specify the trap type as an object identifier inthet r ap_oi d command-line argument. Y ou must identify all
notifications using the object identifier form. Y ou can supply notifications defined in the SNMPv2 MIB or in
avendor-specific SNMPv1 MIB directly to the nnnmsnnpnoti fy. ovpl script. However, you must convert
traps defined in a vendor-specific SNMPv1 MIB to the object identifier form before supplying them to the
nnmsnnpnot i fy. ovpl script. For an SNMP Version 1 trap, if you supply an empty string (*") instead of a

t rap_oi d, the Generic trap type value is set to 6 and the Specific trap type value is set to 0. For an SNMP
Version 2 trap, if you supply an empty string (") instead of at rap_oi d thetrap_oi d variable binding is not



Set.
When providing trap object identifiers to the nnmsnnpnoti fy. ovpl script, follow these guidelines:
o Use the corresponding object identifiers defined in RFC 1907 to generate atrap for any of the six

generic SNMP traps: col dStart, warnSt art, | i nkDown, | i nkUp, aut hent i cati onFai | ure, and
egpNei ghbor Loss. For example, usethe1.3.6.1.6.3.1. 1. 5. 1 trap OID to generate acol dSt art

trap. .

e Togenerate atrap that is not SNMP-generic but is defined in SNMPv2 form, use the NOTI FI CATI O\
TYPE identifier from the SNM Pv2-compatible MIB.

e To generate atrap that is not SNMP-generic but is defined in SNMPv1 form, determine the trap
enterprise and specific numbers from the SNM Pv1-compatible MIB. From these trap enterprise and
specific numbers, construct an object identifier intheent er pri se. 0. specific fiel d form. For
example, consider a vendor-specific MIB for adevicetest. The MIB defines atrap with enterprise
1.3.6.1.4.1.11. 2. 17. 1 and specific trap field 4. The resulting trap object identifier would be
1.3.6.1.4.1.11.2.17. 1. 0. 4.

The nnnsnnpnoti fy. ovpl Script passes data to the remote node as atriple of vari abl e, t ype, val ue. Supply
one or more triplesto the nnnmsnnpnot i fy. ovpl script as command-line arguments.

Each variable is an object instance identifier in either dotted decimal format or mnemonic string format. For
example, you can use either the. 1. 3. 6. 1. 4. 1. 11. 2. 17. 2. 1. 0 or the openVi ewSour cel d. 0 format.

Each t ype must be one of the following types:
INTEGER
INTEGER32
IPADDRESS
COUNTER
COUNTER32
COUNTER®64 (for SNMPv2c or v3 capable remote nodes)
GAUGE
GAUGE32
OBJECTIDENTIFIER
OCTETSTRING
OCTETSTRINGASCII
OCTETSTRINGHEX
OCTETSTRINGOCTAL
OPAQUE



OPAQUEASCII

OPAQUEHEX

OPAQUEOCTAL

TIMETICKS

UNSIGNED32
For a complete description of each t ype, refer to RFC 1155 and RFC 1902.
Theval ue parameter must be valid for the type specified. When using a type that requires a hexadecimal or
octal value, you must fully define each byte of the value. For example, if you specify fff (or 17377), itis

missing a byte, and will not work. Useof f f (or 017377) instead. Y ou must specify aval ue on the command
line. val ue must not be larger than 512 bytes.

Parameters

-v version

Requests the nnnmsnnpnot i fy. ovpl script to use a specific version of SNMP to communicate with the
remote node. Valid choicesfor ver si on are 1, 2c, or 3.

-cconmunity
Specifies the community string to use for authentication on the remote node.

Note: If the community string contains characters the shell interferes with, use one or more escape
symbols or quotation marks as required.

-p port
Specifies the port to use to communicate with the remote node.
-t timeout

Specifies atimeout period, in tenths of seconds, to wait for an acknowledgment when using an SNMP
Version 2 Inform request. This option is only valid when used with the - A option.

-rretries

Specifies the number of retransmissions to attempt when no acknowledgment is received when using
an SNMP Version 2 Inform request. Thisoption is only valid when used with the - A option.

Dump ASN.1 packet trace

Prints the OID in dotted decimal format.

-a agent _add



Overridesthe local host as the source of the notification with the given agent address. agent _addr
must be an IP address or hostname.

-eenterprise

Overrides the default enterprise object identifier for the notification with the given ent er pri se value.

EXAMPLES

The following command sends an SNMP link down Inform request to the node v2c_node:

nnnsnnpnoti fy.ovpl -A -v2c v2c_node .1.3.6.1.6.3.1.1.5.3

The following command sends an SNMP link down trap request to the node v1_node with the agent address
set to agent :

nnnsnnpnot i fy. ovpl -a agent vl node .1.3.6.1.6.3.1.1.5.3

AUTHOR

nnnennpnot i fy. ovpl was developed by Hewlett Packard Enterprise.

FILES

The environment variable below represents a universal path that is established according to your shell and
platform requirements:

Windows. %NM Bl Noa nnnsnnpnot i fy. ovpl

UNIX: $NNM_BI N nnnsnnpnoti fy. ovpl

SEE ALSO

nnmsnmpwalk.ovpl (1M), nnmsnmpset.ovpl (1M), nnmsnmpbulk.ovpl (1M).
RFC 1155, 1157, 1212: SNMP Version 1.

RFC 1901 - 1908, 2576, 2578, 3416 - 3418: SNMP Version 2.

RFC 3411 - 3415: SNMP Version 3.

EXTERNAL INFLUENCES

Environmental Variables

$LANG determines the language in which messages appear. If $LANG is not specified or is set to an empty



string, adefault of Cisused instead of $LANG. If any internationalization variable contains an invalid setting,
nnmsnnpnot i fy. ovpl behavesasif al internationalization variables are set to C.
International Code Set Support

Supports single-byte and multiple-byte character code sets.

NOTE: SNMP MIB vaues of thetypeoct et st ri ngasci i arerestricted to NVT-ASCII.
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Name

nmsdbmgr — controls the NNMi embedded database, including periodic database connectivity testing

SYNOPSIS

nmsdbngr [-ovspmd] [-start] [-test] [-initnmsdb] [-stop] [-status] [-kill]

DESCRIPTION

nmsdbngr iSaprogram that provides an interface for the ovspnd process to control the NNMi embedded
database. The nmsdbngr program enables the ovspnd process to start, stop, and check the status of the
embedded database.

While running, the program tests database connectivity every five minutes and updates the status message
reported to the ovspnd process, depending on the results of the connectivity test. If the database test succeeds,
the message reported is Dat abase Avai | abl e. If the connectivity test fails, the message reported is Dat a

War ehouse | naccessi bl e. If you see the failure message, you may experience database-related problemsin
NNMI, such as the failure to retrieve and display the node inventory in the NNMi console.

Whileit istechnically possible to run this command independently of the ovspmd process, doing sois highly
discouraged and could cause unexpected results.

NOTE: If you examine the process table while the nnsdbrgr program is running, notice that this program
spawns many child processes named post gr es Or post gr es. exe, depending on the platform. These child
processes represent the embedded database itself. Having many instances of them isnormal.

EXAMPLES

Normal usage of this command isindirect, using the ovspnd process.

Typical usage starts or stops the process as follows:

# ovstart —c nnsdbngr
# ovstop —c nnsdbngr

# ovstatus —c nnsdbngr

AUTHOR

nmsdbngr was developed by Hewlett Packard Enterprise.

FILES



Windows: 9%N\NNM DB% Post gr es
Windows. 9\NM nst al | Di r % nonOW Post gr es
UNIX: $NNM DB/ Post gr es

UNIX: $NNM nst al | Di r/ nonOV/ Post gr es

SEE ALSO

ovspmd(1M), ovstart(1M), ovstop(1M), ovstatus(1M).
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Name

nnmaction — wrapper process for the HP NNMi Action Server (action server).

SYNOPSIS

nnnacti on

DESCRIPTION

nnmact i on isaprocess referred to as the action server. It is managed by the ovspnd process. Y ou can pass
arguments to the action server by adding entries to the nnmact i on. properti es file.

Never run the nnmact i on command manually. The ovspnd process starts and manages the nnmact i on
process. To restart the nnmact i on process, run the ovst op nnmact i on command followed by the ovst ar t
nnmact i on command. Run the ovst at us nnmact i on command to determine the status of the nnnact i on
process.

Y ou must be logged on as root or ar administrator to run the ovst art or ovst op commands.

AUTHOR

nnmact i on was developed by Hewlett Packard Enterprise.

FILES

Windows: %\NM SHARED CONF% pr ops\ nnmact i on. properti es
Parameter file used by the action server.
UNIX: $NNM_SHARED CONF/ pr ops/ nnmact i on. properti es

Parameter file used by the action server.

SEE ALSO

ovspmd(1M), ovstart(1M), ovstop(1M), ovstatus(1M)
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Name

nnmbackup.ovpl — script used to back up NNMi data and files

SYNOPSIS

nnnbackup. ovpl [-?-h|-help] [-type (onlineloffline)] [-scope (config|topology|events|all)] [-force] [-archive]
[-noTimeStamp] -target <di r ect ory>

DESCRIPTION

nnmbackup. ovpl isthe main backup script for NNMi. For NNMi installations using an embedded database,
the nnnbackup. ovpl script determines the directories and tables to back up using the

98NNM_DATA% shar ed\ nnm backup. properti es (Windows) or $NNM _DATA/ shar ed/ nnni backup. pr operti es
(UNIX) file. The backup. properti es file also defines any files and directories that require extra processing
during the restore phase. The nnnmbackup. ovpl Script accepts arguments to determine things like backup
scope (confi g, t opol ogy, event s, al | ), backup location, and backup type (onl i ne or of f I i ne).

If you plan to use the nnmbackup. ovpl script to create an NNMi backup, then use the nnnr est or e. ovpl
script to place database records on a second NNMi management server, both NNMi management servers
must have the same type of operating system and NNMi version and patch level. Placing the backup data
from one NNMi management server onto a second NNMi management server means that both servers have
the same database UUID. After you restore NNMi on the second NNMi management server, uninstall NNMi
from the original NNMi management server.

Before running the nnnmbackup. ovpl script, make sure you have adequate storage space in the target
directory. For most NNMi installations, if you have enough space to store the contents of the NNMi
installation, %8NV DATA%(Windows), or $NNM_DATA (UNIX) directories, you should have adequate storage
space. Check the available storage space in the following locations:

o Windows; %nm nstal | Di r %
e UNIX:/ opt/ ov (UNIX)

If you selected the embedded database option during the NNMi installation, you can find the embedded
database data storage in the %\NM_DATA% shar ed\ nnm dat abases\ Post gr es (Windows) or
$NNM_DATA/ shar ed/ nnni dat abases/ Post gr es (UNIX) directory.

Thetarget directory contains all of the files applicable for the backup options you have selected, or asingle
tar fileif you use the —ar chi ve option. Each backup operation stores filesin a parent directory called nnm
bak- <TI MESTAMP> inside of target directory. Any database operations occurring during the backup are
included in the backup. Y ou can compress the files after the backup completes.

Files that require extra processing during the restore phase are stored with their full paths beneath the
target _directory/ special _files/handling_routine directory. During the restore phase, NNMi selects
filesfor exclusion, restoration, or merge. For more information, see the nnnr est or e. ovpl reference page, or
the UNIX manpage.

The nnnbackup. ovpl script includes the necessary data to perform arestore operation. Y ou must be logged



in as administrator on Windows NNMi management servers or root on UNIX NNMi management servers to
run the nnnbackup. ovpl script.

Caution

Database backups performed by the nnmbackup. ovpl script only apply to the embedded
database. If you chose adifferent database at install time, the table datais not backed up using
this script. File-system backups work regardless of the database type. For details about how to
back up NNMi data if you select a different database at install time, see the NNMi Deployment
Reference (available at http://h20230.www2.hp.com/selfsolve/manuals).

Parameters

The nnnbackup. ovpl script supports the following options:
-type (online|offline)

This option determines the type of backup to be performed. If you specify the onl i ne option, both
NNMi and the nnsdbngr process must be running before running the nnnbackup. ovpl script. If you
specify the of f 1 i ne option, completely stop NNMi before running the nnnbackup. ovpl script.

-scope (config|topol ogy|events|all)

This option determines the scope of the backup operation. There are two types of data that the
nnmbackup. ovpl script backs up: filesin the file system and tablesin the database. The - scope option
value for filesin the file system is always applicable, regardless of the backup type you choose (see the
—t ype option). However, the - scope option value for tables in the database is applicable only when
you run an online backup using the - t ype onl i ne) option. For offline scoped backups, you get the
entire contents of the database, not just the scope you request. For this reason, HP recommends that
you do not define scope when doing offline backups (the default isal | ). The scopes available are
confi g, t opol ogy, events, and al | . Each scope includes al of the data and files from the previous
scope (al | — events — topol ogy — confi g). The %\NM _DATA% shar ed\ nnm backup. properti es
(Windows) or $NNM_DATA/ shar ed/ nnnt backup. proper ti es (UNIX) file contains alist of the files and
tables backed up for each scope.

-force

If you usethe - f or ce option, the nnnbackup. ovpl script starts and stops NNMi based on the type of
backup you requested. For online backups, if NNMi is not running, the nnnbackup. ovpl script starts
the nmsdbngr process (required for backups). For offline backups, if NNMi is running, the command
stops al NNMi processes.

-archive

If you provide the - ar chi ve option, the nnmbackup. ovpl script stores the backup filesin atar filein
the target directory.

-noTi meSt anp

With this option, the nnnbackup. ovpl script stores the backup filesin atarget directory without a
timestamp in the name, i.e. just "nnm-bak" or "nnm-bak.tar". Any previous backup which exists with
that same folder/file name will be renamed to have ".previous’ suffix. If thereisalready a".previous’
backup, it will be deleted. This option is provided to alow for daily backups, keeping latest two
successful backups, and not keeping every backup that has been performed, over time, to reduce disk



usage.

-target <directory>

Specifies the output directory where you want the backup files stored. The nnmbackup. ovpl script
creates a parent directory named nnm bak- <TI MESTAMP> inside the target directory where all backup
files are stored. If thear chi ve option is present, the nnnbackup. ovpl Script creates atemporary
directory, nnm bak- <TI MESTAMP>, then replaces this directory with atar file using the same name asthe
temporary directory.

-?|-h|-help
Display command usage.
EXAMPLES

Suppose you want to save the NNMi configuration before discovering your network, but do not want to save
the discovery results. To do this, you might run a backup using the onl i ne and conf i g options:

#. / nnmbackup. ovpl —type online —scope config —-target /tnp/bak/config

Suppose you want to save the NNMi configuration, discovered topology, and event data without bringing the
application down. To do this, you might run a backup using the onl i ne, event s, and f or ce options:

#. / nnmbackup. ovpl —type online —scope events —target /tnp/bak/evt

Suppose you want to run aregularly scheduled backup. To do this you might perform a backup using the
of flineandfull options.

#. / nnmbackup. ovpl —force —-type offline —scope all -target /tnp/bak/all

AUTHOR

The nnnbackup. ovpl script was developed by Hewlett Packard Enterprise.

FILES

Windows. %\NM DATA% shar ed\ nnm backup. properti es

UNIX: $NNM _DATA/ shar ed/ nnmi backup. properties

SEE ALSO

nnmrestore.ovpl(1).

Return to Reference Pages Index



Name

nnmbackupembdb.ovpl — make a full backup of the NNMi embedded database.

SYNOPSIS

nnnbackupenbdb. ovpl [-?|-h|-help] [-noTi meStanp] -target <target directory> [-force]

DESCRIPTION

Use the nnnbackupenbdb. ovpl script to make afull backup of the NNMi embedded database. The contents
of the backup are uncompressed and stored in afile you specify. Thisfile must be used to restore the NNMi
embedded database by using the nnnr est or eenbdb. ovpl Script.

If you plan to use the nnmbackupenbdb. ovpl script to create a backup of the NNMi embedded database, then
use the nnnr est or eenbdb. ovpl script to place embedded database records on a second NNMi management
server, both NNMi management servers must have the same type of operating system and NNMi version and
patch level.

Before running the nnmbackupenbdb. ovpl script, make sure you have adequate storage space in the target
directory. Look for the embedded database data storage in the

9%8NNM_DATA% shar ed\ nnm dat abases\ Post gr es (Windows) or

$NNM _DATA/ shar ed/ nnnt dat abases/ Post gr es (UNIX) directory. Check the size of this directory to make
sure the target directory has sufficient space to store the backup file. Compress the file after backup if
necessary.

The backup fileis created in the target directory and contains all data stored in the database at the start of the
backup operation. Any statements run in the database while the backup is running are not included in the
backup.

Y ou can run this script while NNMi is running; however, you may experience temporary performance
degradation. At a minimum, the nnsdbngr process must be running for the script to be successful. If you use
the - f or ce option, the script starts the nnsdbngr process (if it is not running), and suppresses any interactive

messages.

Y ou must be logged in as administrator on Windows systems or root on UNIX systems to run this script.

Parameters

-noTi meSt anp

With this option, the nnnbackupenbdb. ovpl script stores the backup filesin atarget directory without a
timestamp in the name, i.e. just "nnm-bak™. Any previous backup which exists with that same
folder/file name will be renamed to have ".previous' suffix. If thereisalready a".previous' backup, it
will be deleted. This option is provided to allow for daily backups, keeping latest two successful
backups, and not keeping every backup that has been performed, over time, to reduce disk usage.

-target <directory>



Directory name in which to store the backup file. (Will be created if it does not exist)
-force

If you provide this option, the script starts the nnsdbngr processif it isnot currently running.
-?]-h|-help

Display command usage.

EXAMPLES

Y ou can use this script to run an on-demand backup, or you can include running the script as atask in
regularly scheduled backup scripts. Run the script as follows:

# nnnbackupenbdb. ovpl -target /backups/ nnm

You'll see these messages.

WARNI NG Running this conmand while NNMis running, while allowed, will cause
temporary performance problems. At a nmininmum please make sure the
nnsdbngr process is running (ovstart nnmsdbnyr).

Are you sure you want to run a full database backup now? [n] y
O, performng full enbedded database backup..
QNM enbedded dat abase successfully backed up to /backups/ nnni nnm bak. 2009092906. pgd.

AUTHOR

nnnbackupenbdb. ovpl was developed by Hewlett-Packard Company.

FILES

Windows: %\NM BI Noa nnmbackupenbdb. ovpl

UNIX: $NNM Bl N nnnbackupenbdb. ovpl

SEE ALSO

ovstart(1M), ovstop(1M), ovstatus(1M), nmsdbmgr(1M), nnmrestoreembdb.ovpl (1M).

Return to Reference Pages Index



Name

nnmcertmerge.ovpl — Automation of trust and key store merges into NNMi certificate stores

SYNOPSIS

nnnter t mer ge. ovpl [-?-h|-help] [-keystore <fi | e> -truststore <f i | e>]|[-directory <di r ect or y>]

DESCRIPTION

Usethennncert mer ge. ovpl script to automate certificate store merges into the nnm keyst or e and
nnm trust st or e files. The nnntert mer ge. ovpl script simplifiesthe task of merging all certificates when
NNMi isusing the Global Network Management, High Availability, or application failover features.

Y ou must be logged in as adni ni st rat or on Windows systems or r oot on UNIX systemsor asto run this
script.

Parameters

nnnter t mer ge. ovpl supports the following options:
-keystore <fil e>

If you provide this option, the target file is merged into the nnm keyst or e file. This option can be
provide at the same time asthe - t r ust st or e option.

-truststore <fil e>

If you provide this option, the target file is merged into the nnm t r ust st or e file. Thisoption can be
provide at the same time as the - keyst or e option.

-directory <directory>

You must use the - di rect ory option by itself. If you provide this option, the script handles al filesin
the target directory as follows:

The script merges al filesending in . keyst or e into the nnm keyst or e file.

The script merges al filesending in . t rust st or e into thennm t rust st or e file.
-?]-h]-help

Displays the command usage.

EXAMPLES



Merge a keystore with NNMi:

nnntertmerge. ovpl -keystore /tnp/ host A keystore

Merge atruststore with NNM:i:

nnncertmerge. ovpl -truststore /tnp/hostA truststore

Merge a keystore and truststore with NNM:i:

nnncertmerge. ovpl -keystore /tnp/hostA keystore -truststore /tnp/hostA. truststore

Merge a set of keystores and truststores with NNMi:

nnntertmerge. ovpl -directory /tnp/ AppFail over Host s/

AUTHOR

nnnter t mer ge. ovpl was developed by Hewlett Packard Enterprise.

FILES

The nnntert mer ge. ovpl script resides in the %M _BI Nwodirectory (Windows) or the $NNM_BI N directory
(UNIX).

Return to Reference Pages Index



Name

nnmchangedbpw.ovpl — change the user name and password used to authenticate with the NNMi database.

SYNOPSIS

nnnthangedbpw. ovpl

DESCRIPTION

Use the nnnchangedbpw. ovpl script to change the user name and password NNMi uses to connect to the
database. This script is useful when database passwords expire, or if you need to change the database user
name. Before running this script, run the ovst op command to stop NNMi.

Note

To avoid adverse behavior after changing the database user name and password, you must stop
NNMi before running the nnnchangedbpw. ovpl script. Y ou can run this script while NNMi is
running, but any new database connections created by NNMi fail during authentication.

Y ou must be logged in as adni ni st rat or on Windows systems or r oot on UNIX systems to run this script.

Parameters

No supported parameters.

EXAMPLES

Use the nnnchangedbpw. ovpl script if your organization requires frequent password changes for the NNMi
database, or to change the user name NNMi uses to connect to the NNMi database.

The nnnthangedbpw. ovpl script does not display the password as you typeit in.

When using the nnnchangedbpw. ovpl script, you should see the following messages:

# nnnthangedbpw. ovp

WARNI NG Pl ease nmake sure NNM has been stopped before running this tool
Failure to stop NNM could result I n unexpected database failures.

Have you stopped NNM (ovstop)? [n] vy
Thank youl!

Pl ease provi de a database user account nane.
user: mydbuser

Pl ease provide the password for database user account.
password: mynewpw
enter password agai n: mynewpw



;Jser/ Passwor d changed successful | y!

AUTHOR

nnnthangedbpw. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: %\NM _BI N%a nnirchangedbpw. ovpl

UNIX: $NNM_BI N nnnthangedbpw. ovpl

SEE ALSO

ovstart(1M), ovstop(1M), ovstatus(1M).
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Name

nnmchangeembdbpw.ovpl — change the password used to authenticate with the NNMi embedded database.

SYNOPSIS

nnnthangeenbdbpw. ovpl

DESCRIPTION

Use the nnnchangeenbdbpw. ovpl script to change the password NNMi uses to connect to the embedded
database. This script is useful if you installed NNMi with the embedded database option. Only use this script
if you want to change the default password that was created for the embedded database during installation. If
you do not run this script, NNMi functions normally.

The nnnchangeenbdbpw. ovpl script requires that NNMi is stopped and nmsdbmgr is running. It will
automatically bring the system to this state if necessary, i.e. automatically running ovst op followed by
ovstart nmsdbnyr.

After the nnnchangeenmbdbpw. ovpl script finishes, the embedded database password is changed to the value
supplied through the interactive prompts, and the NNMi management server is reconfigured to use the new
password to connect to the database.

Y ou must belogged in as adni ni st rat or on Windows systems or r oot on UNIX systemsto run the
nnnchangeenbdbpw. ovpl Script.

Parameters

No supported parameters.

EXAMPLES

Use the nnnchangeenbdbpw. ovpl Script if your organization requires frequent password changes for the
NNMi embedded database.

The nnnthangeenmbdbpw. ovpl script does not display the password as you typeitin.

When using the nnnchangeenbdbpw. ovpl script, you should see the following messages:

# nnnthangeenbdbpw. ovpl

WARNI NG Stpf) NNM and all NNM processes before runni ng this tool.
Failure to stop NNM could result in unexpected database failures.
After stopping NNM, run ovstart nnsdbngr to start only the database.

Have you stopped NNM (ovstop)? [n] vy
Thank youl!

Provi de a new password for the enbedded dat abase user account.



password: mynewpw
enter password agai n: mynewpw

Password changed successful | y!
#

AUTHOR

nnnchangeenbdbpw. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: %\NM BI N%A nnnchangeenbdbpw. ovpl

UNIX: $NNM BI N nnnchangeenbdbpw. ovpl

SEE ALSO

ovstart(1M), ovstop(1M), ovstatus(1M), nmsdbmgr(1M).
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Name

nnmchangesyspw.ovpl — change the password for the system account normally set during NNMi
installation.

SYNOPSIS

nnnchangesyspw. ovpl

DESCRIPTION

Y ou can use the nnnthangesyspw. ovpl script to change the NNMi system password. The NNMi system
password is normally set during installation and used for recovery purposes. Only use this command if you
want to reset the system password that was set during NNMi installation.

Before running the nnnchangesyspw. ovpl  script, run the ovst op command to stop NNMi. After running the
nnnthangesyspw. ovpl Script, run the ovst art command to start NNMi. Thiswill ensure that the new value
for the password is valid immediately.

Y ou must be logged in as adni ni st rat or on Windows systems or r oot on UNIX systems to run this script.

Parameters

No supported parameters.

EXAMPLES

Y ou might want to change the system password if you have deleted all other user accounts with administrator
privileges, and do not remember the system password value set during NNMi installation.

The nnnthangesyspw. ovpl script does not display the password as you typeit in.

When using the nnnchangesyspw. ovpl script, you should see the following messages:

# nnnthangesyspw. ovpl

WARNI NG This change may not take affect inmmediately unless NNMis
restarted. Please run ovstop before executing this script,
and ovstart after execution to ensure the change is inmmrediate.

Wuld you like to continue? [n] vy

Thank youl!

Pl ease provide a new password for the system user account.

password: mynewpw
enter password agai n: nmynewpw

Syst em password changed successfully

#



AUTHOR

nnnchangesyspw. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: %\NM Bl N% nnirchangesyspw. ovpl

UNIX: $NNM _BI N nnnthangesyspw. ovpl

SEE ALSO

ovstart(1M), ovstop(1M), ovstatus(1M).
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Name

nnmchangetrappw.ovpl — Change the TrapRecelver password

SYNOPSIS

nnnthanget r appw. ovpl [-U <user > -p <passwor d>] [-jndiHOst <host name>] [-jndiPort <por t >] [-7]

DESCRIPTION

nnnchanget r appw. ovpl IS used to modify the password the TrapReceiver uses to secure connections between
itself and JBoss. The password will be prompted on the command line, it cannot be passed in.

If you are using nnnthanget r appw. ovpl inaHA or application failover environment, HP suggests stopping
and starting the Tr apRecei ver on the inactive server to ensure that both the active and inactive node are
using the same password.

Parameters

nnnthanget r appw. ovpl supports the following parameters:
-u <usernane>

Optionally supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Optionally supply the NNMi administrator password to run the script. This script requires the NNMi
administrator password unless you use an nnm properti es file. Seethennm properti es. 4 reference
page for more information.

Prints the usage statement and exits.
-j ndi Host <host nanme>

The server jndi host; default islocalhost.
-j ndi Port <port>

The server jndi port; default is 1099.

EXAMPLES

nnnthanget r appw. ovpl



The script does not display the password as you typeit in.

When using the nnnchanget r appw. ovpl script, you should see the following messages:

# nnm:hange_trapﬁw. ovpl _ )

WARNI NG This change may cause the TrapReceiver to become unavail abl e
for a period of tinme, ensure that you can afford to |lose a

few traps.

Wul d you like to continue? [No]:

y . )

Proceedi ng wi th password change

Pl ease enter your password:

Pl ease enter your password again:

It will take a period of tinme for this password update to conplete
#

AUTHOR

nnnthanget r appw. ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmtrapreceiver(1M).
Return to Reference Pages Index



Name

nnmcommconf.ovpl — display communication configuration information

SYNOPSIS

nnncommeonf . ovpl [-Uusername ] [-p passwor d] [-jndiHost host nane] [-jndiPort port Default is 1099] -
proto <i cnp | snnp> -host <host nane>

DESCRIPTION

nnconmreonf . ovpl iSascript that reads information from NNMi about how NNMi tries to communicate with
agiven host using a specific protocol, then displays this information. The nnnconmtonf . ovpl script displays
information based on either SNMP or ICMP protocols.

Parameters

nnconmreonf . ovpl recognizes the following options.

- prot o <protocol >

protocol: SNMP or ICMP
- host

The name of the host you plan to retrieve information from.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

- j ndi Host
The server INDI host; the default is| ocal host .
-j ndi Port

The server INDI port; the default is 1099.

EXAMPLES



nnncommetonf . ovpl -usernanme foo -password bar -proto icnp -host baz

By running the command as shown above, you might get the information displayed below.

addr ess =10.2.1.2

ti meout =2000

addr ess =10.2.1.2
retries =1

enabl ed =true
regi on nane =def aul t

nnncomeonf . ovpl -usernanme foo -password bar -proto snnp -host baz

By running the command as shown above, you might get the information displayed below.

name =baz

addr ess =10.2.1.1

addr essFor ced =f al se

get Communi ty =public

ti meout =5000

retries =1

port =161

enabl ed =true

regi on name =def aul t
AUTHOR

nnncormmeonf . ovpl was developed by Hewlett Packard Enterprise.

FILES

nnconmreonf . ovpl residesin the following directory:



Windows: %\NM BI Noa nnntommtonf . ovpl

UNIX: $NNM Bl N nnnconmeconf . ovpl

SEE ALSO

nnm.properties(4), nnmcommload.ovpl (1M).
Return to Reference Pages Index



Name

nnmcommload.ovpl — load communication settings from a comma separated file

SYNOPSIS

nnnconm oad. ovpl [-Uusernane ] [-p passwor d] [-jndiHost host nane] [-jndiPort port Default is 1099] -file<fil epath |fil ename>

DESCRIPTION

Use the nnnconnd oad. ovpl script to import communication settings for a group of devicesin bulk. Thisis useful if the community strings are managed by a change control
mechanism. Y ou can bulk insert the assignments into NNMi. Depending upon the format of the data entered in the configuration file, each assignment will show up in the NNMi
console as either an individual entry in the Regi ons Or Speci fic Node Settings tab of the Cormuni cati on Confi guration dialog.

If you specify hostnames as | P addresses, the nnnconm oad. ovpl script does not resolve the | P addresses to fully qualified names. If you specify actual hostnames, the

nnncorm oad. ovpl Script resolves the hostnamesto their fully qualified names using DNS. This can take some time to work through large import files. For files containing more
than 500 lines, the nncommi oad. ovpl Script saves the entries to the database in batches of 500. After the nnnconmi oad. ovpl script reads 500 lines from the import file, the SNMP
configuration entries for those lines will be resolved based on any existing SNMP region or default settings and saved to the database.

To perform the import, create atext file that includes the information shown below. Create one line for each device. Within each line, add the information in the order shown in the
list below. Separate each value with acomma. Enter commentsin lines that start with a number (#) character. The nnnconni oad. ovpl script interprets the data strictly by position
within the line, so you must specify acomma as a placeholder for non-specified values. Y ou can embed commas by quoting the string. For example: "comm,string”

o Target node name or IP address (required for Specific Node Setting configuration)
One or more Hostname Filters separated by ";;" (optional for Region configuration)
¢ Single Read community string (optional for Specific Node Setting configuration)
One or more read community strings separated by *;;" (optional for Region configuration)

If community string priority is desired, append the string "#PRI#" followed by the priority to each region community string. For example "public#PRI#5" would assign a
priority of 5to community string "public”

¢ Management address (optional for Specific Node Setting configuration)

One or more address ranges separated by ";;" (optiona for Region configuration)
o Write community string (optional)
o Timeout in milliseconds (optional)

o Number of retries (optional)

o Port (optional)



Proxy address (optional)

Proxy port (optional)

User name (SNMP V3 optional for Specific Node Setting Configuration)

One or more User Names separated by ;;" (SNMP V3 optional for Region Configuration)

Context name (SNMP V3 optional for Specific Node Setting Configuration)

One or more Context Names separated by ";;" (SNMP V3 optional for Region Configuration)
Authentication protocol (SNMP V3 optional for Specific Node Setting Configuration - MD5|SHA)
One or more Authentication Protocols separated by ";;" (SNMP V3 optional for Region Configuration)
Authentication password (SNMP V3 optional for Specific Node Setting Configuration)

One or more Authentication Passwords separated by ";;" (SNMP V3 optional for Region Configuration)
Privacy protocol (SNMP V3 optional for Specific Node Setting Configuration - DES|3DESJAES|AES192|AES256)
One or more Privacy Protocols separated by “;;" (SNMP V3 optional for Region Configuration)
Privacy password (SNMP V3 optional for Specific Node Setting Configuration)

One or more Privacy Passwords separated by “;;" (SNMP V3 optional for Region Configuration)
Preferred SNMP version (optional - 1|2|3 for Specific Node Setting Configuration only)

Enable SNMP Communication flag (optional - truelfalse)

Enable SNMP Address Rediscovery flag (optional - truelfalse)

Enable SNMP GetBulk flag (optional - truelfalse)

Description (optional for either Specific Node Setting or Region Configuration)

Enable ICMP Communication flag (optional - truelfal se)

ICMP Timeout in milliseconds (optional)

ICMP Number of retries (optional)

Device Credential User Name(optional for Specific Node Setting Configuration)

One or more Device Credential User Names separated by ";;" (optional for Region Configuration)
Device Credential Password (optional for Specific Node Setting Configuration)

One or more Device Credential Passwords separated by ";;" (optional for Region Configuration)



o Device Credentia Type (optional for Specific Node Setting Configuration)

One or more Device Credential Types separated by ";;" (optional for Region Configuration) Currently the only type supported is " Shell*. There can only be one configuration
per type per region

¢ Region Name (Optional for Region Configuration - Defaulted to "Region" + Ordering, e.g. Region15)
¢ Region Ordering (Optional for Region Configuration - Defaulted to 1 greater than the current max ordering value for existing regions)

e Minimum SNMP Security Level (Optiona for Region Configuration - V1-ONLY |[V1V2-ONLY |COMMUNITY INOAUTH-NOPRIV|AUTH-NOPRIV|AUTH-PRIV) If not
specified, defaulted to value of COMMUNITY

For example, al of the following entries are considered valid entries for loading a Specific Node Configuration:
host nane

host nane,

host nare, ,

host nane, public

host nare, , 10. 2. 2. 3,, 1000, 2, 161

nodel, communi ty, 10. 3. 7. 96, wri t ecommuni ty

node2, conmunity, 10. 3. 7. 95 (the space character before community will be removed)

10. 2. 23. 34, communi ty, 10. 2. 23. 8

10. 2. 23. 34, conmuni ty, 10. 2. 23. 88, wi t ecommuni ty, 2000, 2, 161, 10. 56. 22. 199, 162

Here's an example for loading a Region Configuration with multiple hostname filters, address ranges, read community strings, SNMPv3 configurations, and device credentials. Note
also the community string priority being assigned.

testv3*;;cisco*.fc.usa. hp.com public;;readcommunity#PRlI #1, 3.3.3.3;;4.4.4.4, witecomunity, ) ) )
3333,3,161,7.7.7.7,777,v3User 1; ; v3User 2, v3Cont ext 1; ; v3Cont ext 2, MD5; ; SHA, aut hPass1; ; aut hPass2, AES; ; DES, pri vPass1; ; privPass2, 3,true, T, T,y region
description, T, 3, 3, userl, passwordl, shel |, nyregi on, 10, Conmuni ty

Here's another example for loading a Region Configuration with multiple SNMPv3 configurations. Only the V3 and region parameters are specified.
e v3UserlisaNo Authentication/No Privacy user
e v3User2 has MD5 Authentication and No Privacy
e v3User3 has SHA Authentication and 3DES Privacy

Note how the ";;" separators are used to skip specifying authentication and privacy information where appropriate

,,,,,,,,, v3User 1;; v3User 2;; v3User 3, v3Cont ext 1; ; ; ; v3Cont ext 3, ; ; MD5; ; SHA, ; ; aut hPass2; ; aut hPass3, ; ;;; 3DES,;;;; privPass3,3,,,,,,,,,,, myregion, 10, Communi ty



nnmconmi oad. ovpl recognizes the following options.
-u <usernane>

Supply the NNMi administrator username to run the script. This script requires the NNMi administrator username unless you use an nnm properti es file. Seethe
nnm properti es. 4 reference page for more information.

-p <passwor d>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator password unless you use an nnm properti es file. Seethe
nnm properti es. 4 reference page for more information.

-j ndi Host (optional)

The hostname of the server running the jboss application server. If you do not specify a hostname, the nnnmconmi oad. ovpl Script uses| ocal host asthe default value.
-j ndi Port (optional)

The jboss application server port. If you do not specify this port, the nnnconm oad. ovpl script uses 1099 as the default value.
-file (required)

A file name or full path to afile created with the format described above containing the data to be loaded.

EXAMPLES

nnncomm oad. ovpl -u joe -p secret -file C\tenp\inport.txt
nnnconmm oad. ovpl -u joe -p secret -file /tnp/inport.txt

nnntonm oad. ovpl -u joe -p secret -jndi Host nyserver -jndiPort 1117 -file inport.txt

AUTHOR

nnmconm oad. ovpl was developed by Hewlett Packard Enterprise.

FILES

nnnconm oad. ovpl residesin the following location:
Windows: %\NM Bl N%A nnnrconm oad. ovpl

UNIX: $NNM_BI N/ nnnrconm oad. ovpl

SEE ALSO



nnm.properties (4), nnmcommconf.ovpl(1IM).
Return to Reference Pages |ndex



Name

nnmcommunication.ovpl — Allows management of communication settings.

SYNOPSIS

nnncomuni cati on. ovpl -?

nnncomuni cat i on. ovpl addCertificate (-default|-region (<name>|<uui d>)| -nodeSetting (<name>[<uui d>)) (-cert
<cert_file>)

nncommuni cat i on. ovpl addCommunity (-default|-region <r egi on>) -community <val ue> [-ordering <or der >]

nnncomuni cat i on. ovpl addCredential (-default|]-region <r egi on>|-nodeSetting <nodeNane>) -type (SHELL|VMWARE) -
username <user nane> -password <passwor d>

nncommuni cat i on. ovpl addSnmpV 3Setting (-default | -region (<name>|<uui d>)) -snmpV 3Setting (<name>|<uui d>)
nnncomuni cat i on. ovpl createAddressRange [-uuid <uui d>] -region <r egi on> -range <i p_r ange>
nnrcommuni cat i on. ovpl createHostnameFilter -hostname <pat t er n> -region <r egi on> [-uuid <uui d>]

nnrcommuni cat i on. ovpl createNodeSettings -name <nane> [-addressDiscovery (truelfalse)] [-description <descri pti on>] [-
icmpEnabled (trueffalse)] [-icmpRetries <nunber >] [-icmpTimeout <t i meout >] [-managementAddress <i p>] [-shellCredentia
<credenti al >] [-shellUser <user name>] [-vmWareCredential <cr edent i al >] [-vmWareUser <user name>] [-
snmpCommunity <st ri ng>] [-snmpEnabled (truelfalse)] [-snmpGetBulk (truelfalse)] [-snmpPort <por t >] [-
snmpPreferredVersion (V1)V2C|V 3)] [-snmpRetries <nunber >] [-snmpTimeout <t i meout >] [-snmpV 3Setting (<name>|

<uui d>)] [-snmpWriteCommunity <communi ty_stri ng>] [-uuid <uui d>]

nnncomuni cat i on. ovpl createRegionSettings -name <nane> -ordering <or der > [-addressDiscovery (trueffalse)] [-
addressFilter <fi | t er >] [-description <descri pt i on>] [-hosthameFilter <fi | t er >] [-icmpEnabled (truelfalse)] [-icmpRetries
<nurber >] [-icmpTimeout <t i meout >] [-name <nane>] [-ordering <i nt eger >] [-shellCredential <cr edent i al >] [-shellUser
<user nane>] [-vmWareCredential <cr edent i al >] [-vmWareUser <user nane>] [-snmpCommunities <stri ngs>] [-
snmpEnabled (truegffalse)] [-snmpGetBulk (truelfalse)] [-snmpPort <por t >] [-snmpPreferredVersion (V1|V2C|V3)] [-
snmpRetries <nunber >] [-snmpSecurityLevel
(COMMUNITY_ONLY|COMMUNITY|NO_AUTH_NO_PRIVJAUTH_NO_PRIV|AUTH_PRIV|COMMUNITY_ONLY_V1)]
[-snmpTimeout <t i meout >] [-snmpV 3Settings (<name>|<uui d>)] [-snmpWriteCommunity <comuni ty_stri ng>] [-uuid

<uui d>]

nnncomuni cat i on. ovpl createSnmpV 3Settings -name <name> [-authPass <st r i ng>] [-authProtocol

(HMAC_MD5 96|[HMAC_SHA_1)] [-contextName <st ri ng>] [-name <nane>] [-privPass <st ri ng>] [-privProtocol
(DES_CBCJTripleDESIAES 128|AES_192|AES 256)] [-username <nane>] [-uuid <uui d>]

nnncomuni cat i on. ovpl delete (-region <r egi on>| -nodeSetting <nodeSet t i ng>| -snmpV 3Setting <v3Set t i ng>)
nnrcommuni cat i on. ovpl deleteAddressRange (-region (<nane>|<uui d>) | -range <i p_r ange> | -uuid <uui d>)
nnrconmmuni cat i on. ovpl deleteHostnameFilter (-hostname <pat t er n> -region <r egi on> | -uuid <uui d>)
nncommuni cat i on. ovpl listAddressRanges [-range <i p_r ange>] [-region (<name>|<uui d>)] [-uuid <uui d>]
nnncomuni cat i on. ovpl listCertificates (-default]-region (<name>|<uui d>)|-nodeSetting (<nanme>[<uui d>))
nnrcommuni cat i on. ovpl lissCommunities (-default]-region <r egi on> | -nodeSetting <node>)

nnncomuni cat i on. ovpl listDefaults

nncommuni cat i on. ovpl listCredentials (-default|-region <r egi on>|-nodeSetting <nodeNane>) [-type (SHELL|VMWARE)]



nnnconmmuni cat i on. ovpl listEffective -node <node>

nnconmuni cat i on. ovpl listHostnameFilters (-hostname <pat t er n> -region <r egi on>) | (-uuid <uui d>)
nnncomuni cat i on. ovpl listNodeSettings -name <nane>

nnncomuni cat i on. ovpl listRegionSettings [-name <nane>]

nnrconmmuni cat i on. ovpl listSnmpAgentSettings [-node (<nane>|<uui d>)]

nnrconmuni cat i on. ovpl listSnmpV 3Settings [(-name <nanme>|-uuid <uui d>)]

nncommuni cat i on. ovpl listWebAgentSettings [-node (<name>|<uui d>)]

nnncomuni cat i on. ovpl removeCertificate (-default]-region (<name>|<uui d>)|-nodeSetting (<name>|<uui d>)) (-uuid
<uui d>]-subjectDN <subj ect DN>| -fingerPrint <f i nger Pr i nt >|-serial Number <seri al Nunber >)

nnncomuni cat i on. ovpl removeCommunity (-default]-region <r egi on>) (-community <val ue>|-ordering <or der >) -uuid
<uui d>: The object unique identifier.

nnrconmuni cat i on. ovpl removeCredential (-default|-region <r egi on>|-nodeSetting <nodeNanme>) -type (SHELL |[VMWARE)
[-username <user nane>]

nnrconmuni cat i on. ovpl removeSnmpV 3Setting (-default | -region (<name>|<uui d>)) -snmpV 3Setting (<nane>|<uui d>)

nnconmuni cat i on. ovpl updateCredential (-default|-region <r egi on>|-nodeSetting <nodeNane>) -type (SHELL|VMWARE)
(-username <user nane>|-password <passwor d>)

nnrcommuni cat i on. ovpl updateDefaults [-addressDiscovery (trueffalse)] [-default] [-icmpEnabled (truelfalse)] [-icmpRetries
<nunber >] [-icmpTimeout <t i meout >] [-interfaceMatcher <val ue>] [-managementAddressSelection <ALGL, AL, ALG>] [-
preferlPVersion (1Pv4|IPv6|IPANy)] [-shellCredential <cr edent i al >] [-shellUser <user nane>] [-snmpCommunities
<strings>] [-snmpEnabled (trueffalse)] [-snmpGetBulk (truelfalse)] [-snmpPort <por t >] [-snmpPreferredVersion
(V1V2C|V3)] [-snmpRetries <nunber >] [-snmpSecurityL evel
(COMMUNITY_ONLY|COMMUNITY|NO_AUTH_NO_PRIV|AUTH_NO_PRIV|AUTH_PRIV|COMMUNITY_ONLY _V1)]
[-snmpTimeout <t i meout >] [-snmpV 3Settings (<name>|<uui d>)] [-snmpWriteCommunity <communi ty_stri ng>]

nnrcommuni cat i on. ovpl updateSnmpAgentSettings -node (<nane> | <uui d>) [-address <i p>] [-community <stri ng>] [-
enabled (truelfalse)] [-mode (AUTO|LOCKED)] [-port <por t >] [-retries <i nt eger >] [-timeout <dur at i on>] [-version
(V1V2C|V3)] [-writeCommunity <stri ng>]

nnrcommuni cat i on. ovpl updateNodeSettings -nodeSetting (<name>|<uui d>) [-addressDiscovery (truelfalse)] [-description
<descri pti on>] [-icmpEnabled (truelfalse)] [-icmpRetries <nunber >] [-icmpTimeout <t i mreout >] [-managementAddress

<i p>] [-name <name>] [-shellCredential <cr edent i al >] [-shellUser <user name>] [-vmWareCredentia <credenti al >] [-
vmWareUser <user name>] [-snmpCommunity <st ri ng>] [-snmpEnabled (trueffalse)] [-snmpGetBulk (truejfalse)] [-snmpPort
<por t >] [-snmpPreferredVersion (V1|V2C|V 3)] [-snmpRetries <nurber >] [-snmpTimeout <t i meout >] [-snmpV 3Setting
(<nane>|<uui d>)] [-snmpWriteCommunity <conmuni ty_stri ng>]

nncommuni cat i on. ovpl updateRegionSettings -region (<name>|<uui d>) [-addressDiscovery (trueffalse)] [-addressFilter
<filter>] [-description <descri pti on>] [-hostnameFilter <fi | t er >] [-icmpEnabled (trueffalse)] [-icmpRetries <nunber >] [-
icmpTimeout <t i neout >] [-name <nane>] [-ordering <i nt eger >] [-shellCredential <cr edent i al >] [-shellUser <user nanme>]
[-vmWareCredentia <credenti al >] [-vmWareUser <user nane>] [-snmpCommunities <st r i ngs>] [-snmpEnabled
(trueffalse)] [-snmpGetBulk (trueffalse)] [-snmpPort <por t >] [-snmpPreferredVersion (V1|V2C|V 3)] [-snmpRetries <nurber >]
[-snmpSecurityL evel
(COMMUNITY_ONLY|COMMUNITY|NO_AUTH_NO_PRIV|AUTH_NO_PRIV|AUTH_PRIV|COMMUNITY_ONLY _V1)]
[-snmpTimeout <t i meout >] [-snmpV 3Settings (<name>|<uui d>)] [-snmpWriteCommunity <communi ty_stri ng>]

nnncommuni cat i on. ovpl updateSnmpV 3Setting -snmpV 3Setting (<name>|<uui d>) [-authPass <st r i ng>] [-authProtocol
(HMAC_MD5 96|[HMAC_SHA_1)] [-contextName <st ri ng>] [-name <nane>] [-privPass <st ri ng>] [-privProtocol
(DES_CBCJTripleDES|AES_128|AES 192|AES 256)] [-username <nane>]

nnrcommuni cat i on. ovpl updatéWebAgentSettings -node (<nane>|<uui d>) [-mode <( AUTQ LOCKED) >] [-agentEnabled
trueffalse)] [-username <st ri ng>] [-password <st ri ng>] [-port <por t >] [-scheme (HTTPHTTPS)] [-timeout <dur at i on>] [-
cert<cert_file>]



nnrconmuni cat i on. ovpl -batch <bat ch_fi | e> [-quiet]
The following additional options are available to most/all of the commands listed above:

nnncomuni cat i on. ovpl -fields<fi el ds>-format <styl e> -http.host <host > -http.port <por t > -jndiHost <host nanme> -
jndiPort <por t > -p <passwor d> -U <user name>

DESCRIPTION

The genera format of the nnnconmmuni cati on. ovpl command lineis the following:
nnncomuni cati on. ovpl <command> <opti ons>

Each of the available choices for command are listed below, in the Commands section. Similarly, the available opt i ons
for each of the commands are found in the Options section. Many commands share similar options. See the Synopsis
section above for the appropriate list of options for each command.

Commands

addCertificate
Adds device trusted certificate to default or specific node or regions settings communication configuration
addConmuni ty

Adds acommunity string to default, region or node settings. If ordering is not provided then the specified community
string will be tried last.

addCr edenti al

Adds device credentials for communication configuration to default, node-specific, or regions settings.
addSnnmpV3Set ti ng

Assigns the specified SNMPv3 setting to default or region settings.
bat ch

Runs the tool in batch mode with the supplied input file or \"-\" to read from standard-in. Note that in batch mode, the
input file lists several other commands to perform. The entire batch operation is performed as a single database
transaction, which meansthat if there isan error part way through the batch operation, all previous operations which had
succeeded are rolled back. The error message will list the line number in the batch file that had the error.

cr eat eAddr essRange

Creates a new address range entry whose name is the specified <region>. Note that the region name can have multiple
address range entries associated with it.

creat eHost nameFi | ter

Creates a new hostname filter entry.
creat eNodeSet ti ngs

Creates a new per-node configuration.
creat eRegi onSet ti ngs

Creates a new region configuration.
creat eSnnpV3Set ti ngs

Creates a new SNMPv3 configuration.



del ete

Deletes aregion, per-node setting or SNMPv3 setting.
del et eAddr essRange

Removes one or more address range entries.
del et eHost nameFi | ter

Removes one or more hostname filter entries.
| i st Addr essRanges

Lists address range entries.
listCertificates

Lists device trusted certificates configured for default or specific node or regions settings communication configuration.
|'istConmunities

Lists the community string for default, region or node settings.
|istCredentials

Lists device credentials for communication configuration to default, node-specific, or regions settings.
listDefaults

Lists the default communication settings.
listEffective

Lists the effective communication settings configured for a node.
|'i st Host nanmeFilters

Lists hostname filter entries.
|'i st NodeSettings

Lists the per-node settings.
| i st Regi onSettings

Lists the configured communication regions. If aname is provided, then only that region islisted, otherwise all regions
arelisted.

|'i st SnnpAgent Set ti ngs
Lists the active settings for SNMP agents managed by the local NNMi server.
|i st WebAgent Set ti ngs

Lists the settings of all Web Agents managed by the local NNMi management server. To view alist of Web Agents
running on a specific node, provide the hostname or UUID of the node with the command.

renoveCertificate

Removes configured device trusted certificates from default or specific node or regions settings communication
configuration.

|'i st SnmpV3Settings

Lists the SNMPv3 configuration(s). If anameis provided, then only the SNM Pv3 settings matching that name are listed,
otherwise all SNMPv3 settings are listed.

renoveConmuni ty

Removes a community string from default, region or node settings.



renoveCredenti al

Deletes device credentias for communication configuration from default, node-specific, or regions settings.
renoveSnnpV3Set ti ng

Removes the specified SNM Pv3 setting from default or region settings.
updat eSnnpAgent Set t i ngs

Directly updates agent settings for node managed by the local NNMi server. Directly updating agent settings will cause
the agent mode to become LOCKED unless the - node AUTO argument is specified with the command.

updat eCr edent i al

Updates device credentials for communication configuration in default, node-specific, or regions settings.
updat eDef aul t s

Updates fields on the default communication configuration.
updat eNodeSet ti ngs

Updates fields on a per-node configuration.
updat eRegi onSet ti ngs

Updates fields on a communication region configuration.
updat eSnnpV3Set ti ng

Change values on an SNMPv3 configuration.
updat eWebAgent Set ti ngs

Directly updates the settings of a Web Agent hosted on a node managed by the local NNMi management server. Directly
updating agent settings will cause the agent mode to become LOCKED unless the -mode AUTO argument is specified
with the command. "-cert" option can be specified without any value to delete trusted certificates from Web Agent
Settings.

Options

This section lists common options to the commands listed above.
-address <ip>
The management address to use for the node.
-addressDi scovery (true|false)
If true NNMi will attempt to discover a new management address if the old one stops responding.
-addressFilter <filter>

The address range for included nodes. For example 10.1.0.0/16, 192.168.1-20.* or fc00::/7. Multiple entries can be
concatenated with a semi-colon separator.

-aut hPass <string>
The SNMPv3 authentication pass-phrase.
-aut hProt ocol (HVAC _MD5_96| HVAC SHA 1)
The SNM Pv3 authentication protocol.

-cert <cert _file>



Fully qualified path to the trusted certificate file. The supported trusted certificate file extensions are .pem, .crt, .cer and
.der

-community <string>

The value of the community string.
-cont ext Nane <string>

The SNMPv3 Context Name.
-defaul t

Changes values on the default settings in case of add/update/remove options, enumerates the default settings for list
options

-description <description>
The settings description.
-fingerPrint <fingerPrint>
Public key fingerprint of the trusted certificate.
-hostnanmeFilter <filter>
The hostname pattern for included nodes, for example *.usa.myco.com.
-icnpEnabl ed (true|false)
True to enable ICMP communication; false to disable.
-icnpRetries <nunber>
The ICMP retries.
-icnpTi meout <ti neout >
The ICMP timeout in milliseconds.
-interfaceMat cher <val ue>
Expression to match an interface to use as the preferred management address.
- managenent Addr ess <i p>
The management address to use for the node.
- managenent Addr essSel ecti on <ALGL, AL&, ALG3>

The order to run management address selection algorithms. Valid values are: LOW_LOOPBACK, HIGH_LOOPBACK,
SEED, or INTERFACE. If INTERFACE is used, then you must also specify the <i nt er f aceMat cher > parameter.

-node ( AUTQ LOCKED)
Mode of the agent. AUTO means apply from configuration LOCKED means values are explicitly set by the user.
- hanme <nane>
Filters the output by name; wildcards * and ? are supported.
- hanme <nane>
The settings name.
-node <node>
Filters the output by node name; FQDN, short name and | P address are supported.

-nodeSet ting (<name>| <uui d>)



Specifies a per-node setting; valid inputs are the setting name or setting UUID.
-ordering <integer>

The priority ordering of the settings. Settings are tried in priority order, from 1 to the highest number. Having two items
with same priority order will result in an error.

-password <string>
Password for the device communication.
-preferl PVersion (1Pv4|lPv6| I PAny)
The preferred IP version.
-privPass <string>
The SNMPv3 privacy pass-phrase.
-privProtocol (DES_CBC| Tripl eDES| AES_128| AES_192| AES_256)
The SNMPv3 privacy protocol.
-range <i p_range>
Anip address range. Examples are: 192.168.1.0/24 or 192.168.1-10.*.
-retries <integer>
The number of SNMP retries.
-regi on (<name>| <uui d>)
Specifies the region. Valid values are the region name or UUID.
-serial Nunber <seri al Nurber >
Serial Number of the trusted certificate.
-shel | Credential <credential >
The device shell credential.
-shel | User <username>
The device shell username.
-snnpComuni ties <strings>

The SNMP read community string(s), which is a semicolon-separated list. Note that shells on the Linux platforms treat
the semicolon character as a special character, therefore the list must be quoted to avoid this special interpretation.

-snnmpComuni ty <string>
The snmp community to use for the node.
-snnpEnabl ed (true|fal se)
Enables or disables SNMP communication.
-snnpGet Bul k (true|fal se)
If true NNMi will use SNMPv2c GetBulk commands.
-snnmpPort <port>
The port to use for SNMP communication.
-snnpPref erredVer si on (V1] V2C| V3)

The default SNMP version to use.



-snnpRetries <nunber>
The number of SNMP retries.
-snnpSecurityLevel (COVMUNI TY_ONLY| COMMUNI TY| NO_AUTH_NO_PRI V| AUTH_NO_PRI V| AUTH_PRI V| COWWUNI TY_ONLY_V1)
The SNMP minimum security level.
-snnpTi meout <ti neout >
The SNMP timeout in milliseconds.
-snnpV3Setting (<name>| <uui d>)
Reference to an SNMP V3 Setting by Name or UUID.
-snnmpV3Set ti ngs (<name>| <uui d>)
Reference to one or more SNMP V3 Settings by Name or UUID.
-snnpWiteConmmunity <conmmunity_string>
The SNMP write community string.
-subj ect DN <subj ect DN\>
Subject DN of the trusted certificate.
-timeout <duration>

The timeout for the Snmp Agent or Web Agent. Format is either 1000 or PT1S for one second for the Snmp Agent ,PT1S
for one second for the Web Agent.

-type <SHELL| VMARE>
The credential type; valid values are SHELL, VMWARE.
-user nane <nane>
The username for this configuration.
-uui d <uui d>
The object unique identifier.
-version (V1| V2C V3)
The SNMP version used by this agent. Valid valuesare V1, V2C or V3.
-witeComunity <string>
The SNMP write community string.
-agent Enabl ed (true|fal se)
Enables or disables Web Agent communication.
-scheme (HTTP| HTTPS)

The scheme to be used by the Web Agent for communication.

Additional Parameters
-fields <fields>

Selects the output fields for table data as a comma-separated list

-format <style>



Sets the output format for table data; valid valuesare TEXT, LIST, CSV or XML.
-http. host <host>
The server host; default islocalhost.
-http.port <port>
The server port; default is 80.
-j ndi Host <host nane>
The server jndi host; default islocalhost
-j ndi Port <port>
The server jndi port; default is 1099
-p <password>
The password of the user
-qui et
Suppresses the normal output and only print errors.
-u <user nanme>

The username to run this command

EXAMPLES

Create region settings for all nodesin the USA (as determined by hostname), and set the ordering to 10:
nnncomuni cati on. ovpl -createRegi onSettings -name UsaNodes -ordering 10 -hostnaneFilter *.usa.myco.com
Update the region settings created above to set somefields:

nnncomuni cati on. ovpl -updat eRegi onSettings -region UsaNodes -addressDi scovery true -
snnpPr ef erredVer si on V2C - snnpTi meout 200

List the region settings created above:
nnncomuni cati on. ovpl -listRegionSettings -regi on UsaNodes
Create SNMPV 3 settings to be used by some node

nnrconmuni cati on. ovpl -createSnnpV3Settings -nane xyzSettings -usernane xyzUser -contextName xyzContext
-aut hProt ocol HVAC MD5_96 -aut hPass myPass -privProtocol AES 192 -privPass nyPrivPass

List the SNMPv3 settings created above:
nnncomuni cati on. ovpl -1listSnnpV3Settings -nanme xyzSettings
Create per-node settings for the node xyz.myco.com, using the SNMPv3 settings created above:

nnm:ng'r_uni cation.ovpl -createNodeSettings -name xyz.myco.com -snnpPreferredVersion V3 -snnmpV3Setting
xyzSettings

List the effective node settings for xyz.myco.com:

nnnconmmuni cati on. ovpl -listEffective -node xyz.nyco.com

Update the node settings for xyz.myco.com to turn off ICMP:

nnncomuni cati on. ovpl -updat eNodeSettings -nodeSetting Xyz. myco.com -i cnpEnabl ed fal se
Update the management address and lock the agent settings for node mynode

nnnconmuni cat i on. ovpl updat eSnnmpAgent Setti ngs -node nynode -address 192.168.1.1



Update the management address without locking the agent settings for mynode
nnncomuni cati on. ovpl updat eSnnpAgent Setti ngs -node nynode -address 192.168.1.1 -npde AUTO
Update the Web Agent hosted on mynode, set the port to 80, scheme to HTTP, and timeout to 3 minutes

nnnconmmuni cati on. ovpl updat eWebAgent Setti ngs -node nmynode -port 80 -schene HTTP -tinmeout PT3M

Update the Web Agent hosted on mynode to set the trusted certificate specified

nnncomuni cati on. ovpl updat eWebAgent Settings -cert /tnp/trustedCert-hostl. pem

Add new default credentials to communicate with aVVMware hypervisor.

nnncomuni cati on. ovpl addCredential -default -type VMMRE -username vmnar euser -password vmaar epass
List al the default credentials.

nnncomuni cation. ovpl listCredentials -default

Remove the default VMWARE credentials.

nnncomuni cati on. ovpl renoveCredential -default -type VMMRE

Update the default VMWARE credentials.

nnncomuni cati on. ovpl updateCredential -default -type VMMRE -usernane usernanme -password password
Add trusted certificate to default communication configuration.

nnncomuni cati on. ovpl addCertificate -default -cert /tnp/trustedCert-hostl. pem

List al trusted certificates configured for the "Americas' region in the communication configuration

nnnconmuni cation. ovpl listCertificates -region Amrericas

Remove trusted certificate configured from default with matching Serial Number

nnncomuni cati on. ovpl renoveCertificate -default -serial Number "1111111111"

NOTE

This command currently does not support configuration of SNMP Proxy Address or SNMP Proxy Port.

AUTHOR

nnnconmmuni cat i on. ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM_BI N nnntonmuni cat i on. ovpl



Name

nnmconfigexport.ovpl — Export the configuration to one or more files that can be imported on another
system.

SYNOPSIS

nnntonf i gexport. ovpl -?|-C<configuration>[,configuration...] [-a<author_key>] [-U <user nane>
-p <passwor d>] [-X <fil e_prefix>] [-f <output file or directory>]

DESCRIPTION

nnnconf i gexport . ovpl isaPerl script that enables you to export the customized configuration to stdout, or
to saveitin afile.

Parameters

nnnconf i gexport . ovpl supports the following options:
-7

Displays the usage statement.
-u <username>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethe nnm properti es. 4 reference page for more
information.

-c <configuration>[,configuration...]

Exports the XML schemafor the specified configuration. Use a comma separated list for multiple
configurations. If there are multiple configurations, you must specify a directory when using the - f
option.

Valid configurations:
account

Exports user accounts, user roles, user principals, user groups and user account mappings.
aut hor

Exports authors. Can be optionally filtered using the - a argument.



custonCorrel ation
Exports custom correlation configuration. Can be optionally filtered using the - a argument.
comm

Exports communication configuration. Does not export SNM Pv3 communication configuration
and device credentials. The encryption algorithms used with this datarely on an internal key
specific to the NNMi installation. It is not possible to import this data, so the datais excluded
from the export.

cust pol |
Exports custom poller configuration.
devi ce
Exports device profiles. Can be optionally filtered using the - a argument.
di sco
Exports discovery configuration (does not include seeds).
di scoseed
Exports discovery seeds.
i cons
Exportsicons.
i fgroup
Exports interface groups.
i ftype
Exports interface types (IfTypes). Can be optionally filtered using the - a argument.
i nci dent
Exports incident configuration. Can be optionally filtered using the - a argument.
nmenu
Exports menus. Can be optionally filtered using the - a argument.
nenui tem

Exports all menu items configured for the Act i ons menu. If you supply the - a argument, the
output contains the related parent menus and sub-menus.

m bexpr
Exports MIB expressions. Can be optionally filtered using the - a argument.
m bt ypes

ExportsMIB OID Types.



noni tori ng

Exports monitoring configuration.
nodegr oup

Exports node groups.
ngnap

Exports node group maps. The node host names must match between both NNMi management
servers for the node coordinates to import successfully.

oam
Exports Overlapping Address Mappings.
rans

Exports one or more route anal ytics management server configurations.

NOTE: The Query Password field of aRAMS configuration will only be valid when you import
it into the same NNMi i installation on the same system. If you import the Query Password field
into adifferent system, you will have to re-enter the Query Password.

security

Exports security groups and tenants.
securitymappi ngs

Exports security group mappings.
station

Exports NNM 6.x/7.x management stations.
stat us

Exports the node group status configuration.
trap

Exports the trap logging configuration. Can be optionally filtered using the - a argument.
ui

Exports user interface settings.
al |

Exports al of the available configuration areas. If you use this option, you must direct the output
to adirectory.

-a <aut hor _key>

Export only the configuration items created by author with key aut hor _key in aspecial XML format
used for incremental import. The nnnconf i gi nport . ovpl script automatically detects this XML
format. Y ou do not need to use a specia option when using the nnnconfi gi nport. ovpl script. This
option is only available for configurations aut hor , cust onCor r el at i on, devi ce, i nci dent , nrenu, and



menui t em You can find available author keys by doing an export of authors. See the examples shown
below.

-f <output file or directory>
Saves the output to the specified file or directory.
-x <file_prefix>

A file name prefix that is used to name files when the specified output is adirectory. Fileswill be
named <pr ef i x>-<ar ea>.xml.

EXAMPLES

nnntonfi gexport.ovpl -u nyusername -p nyadni npassword -c comm

Exports the communication configuration to stdout.

nnntonfi gexport.ovpl -u nyusername -p nyadm npassword -c¢ commdisco -f /tnmp -x ny

Exports the communication and discovery configurations to filesnamed/ t np/ ny- corm xm and
/tmp/ nmy-di sco. xm .

nnntonfi gexport.ovpl -u nyusername -p nyadm npassword -c aut hor

Exports al authors with author key and label to stdout.

nnntonfi gexport.ovpl -u nyusername -p nyadmi npassword -c nmenuitem-a com nycor p. nnm aut hor
-f /tnp/ mycorpnenul t ens. xn

Exports the menuitem configuration created by author with key com nycor p. nnm aut hor to the
/ t np/ mycor prenui t ems. xm file.

AUTHOR

nnntonf i gexport . ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmconfigimport.ovpl (1M), nnm.properties(4).
Return to Reference Pages Index



Name

nnmconfigimport.ovpl — import the nnnconf i gexport. ovpl XML output to the NNMi database.

SYNOPSIS

nnnconf i gi mport. ovpl -?|[-U<usernane> -p <password>] -f <input file or directory>[-X<file
prefix>] [-memory <nunber of negabytes>] [-timeout <time in seconds>] [-sync-f <i nput file or
di rect ory>] [-jndiHost <host name>] [-jndiPort <port >]

DESCRIPTION

nnntonf i gi mport . ovpl iSsaPerl script that enables you to import the output from the
nnntonfi gexport . ovpl script into the NNMi database.

NOTE: When performing an action import, you must restart the NNMi console (sign out, then signin) for the
changesto take effect.

Parameters

The nnntonfi gi mport . ovpl script supports the following options:

-7

Displays the usage statement.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-f <input file or directory>

Imports the configuration XML file, or, if you specify adirectory, imports all of the filesin that
directory.

-x <file prefix>

Thefile prefix used to filter files to be imported when you use the - f option and specify a directory.
Any files within the specified directory that are named <fi | e prefi x>-* will beimported, then sorted
by dependencies.



-menory <menory in megabytes>

The amount of memory available for the nnnconfi gi nport. ovpl script to perform work. The default is
512 megabytes. Larger import files may require this value be set to 1024 or 2048. This option is not
presented in the usage message since it is used by the nnntonfi gi nport . ovpl script and not passed to
the actual import tool.

-timeout <tinme in seconds>

The amount of time available for the import of a particular file to complete. Some import types such as
incidents might require a larger timeout value based on the amount of data. The default is 3600 (60
minutes). This option is not presented in the usage message since it is used by the

nnntonf i gi mport . ovpl Script, and not passed to the actual import tool.

-sync -f <input file or directory>

Updates the target system to exactly match the contents of the import file(s). This means that objects
not listed in the input file will be deleted on the target system.

-j ndi Host <host nanme>
The server jndi host. Default is localhost.
-jndi Port <port>

The server jndi port. Default port is 1099.

NOTES

For amagjority of areas nnntonfi gi nport . ovpl appends to the existing configuration. And in afew areas like
Discovery, Communication, Monitoring, and Status, the existing configuration settings are replaced. Please
see Export/Import Behavior and Dependencies in the Online Help for more information.

In order to add configuration elements, you must run the nnnconf i gexport. ovpl script with aprovided
aut hor _key.

The nnnconfi gi nport. ovpl script automatically detectsif you ran the nnnconfi gexport. ovpl script using a
provided aut hor _key, and adds configuration entries instead of replacing them.

The Query Passwor d field of aRAMS configuration will only be valid when you import it into the same
NNMi installation on the same system. If you import it into a different system, you will need to re-enter the
Query Password.

Never edit the nniconf i gexport. ovpl output files before importing them.

EXAMPLES

nnnconfi gi nport. ovpl -u system-p openview -f /tnp/ nnntonfig. xn

Imports the customized configuration in the/ t mp/ nnconf i g. xm file to the NNMi database. (Y ou
must provide an NNMi username and password. In this case, the usernameissyst emand the password
iSopenvi ew.)



AUTHOR

nnnconf i gi mport . ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmconfigexport.ovpl (1M), nnm.properties(4).
Return to Reference Pages Index



Name

nnmconfigpoll.ovpl — poll a node for discovery information

SYNOPSIS

nnnconfigpol | . ovpl [-V] [-ttimeout in secs] [-U<username> -p <passwor d>] [-jndiHOSt <host Name>
Default: localhost] [-jndiPort <por t > Default: 1099] [-tenant <name>] node

DESCRIPTION

Thennntonfi gpol | . ovpl script sends arequest to the discovery service to poll the node for discovery
information. The node must exist in the discovered topology. The node parameter you enter can be a node
name in the topology or an | P address associated with a node.

Running the nnnconfi gpol | . ovpl script starts alayer 2 connectivity analysis for the node. NNMi displays
status messages for the layer 3 discovery information in the NNMi console as the discovery service pollsthe
device.

The nnntonfi gpol | . ovpl script pollsfor discovery information. To poll for status information, use the the
nnnst at uspol | . ovpl Script.

Parameters

The nnntonfi gpol | . ovpl script recognizes the following parameters and options:
-V
Display verbose information about the discovery poll.
-t <timeout in secs>
The client waitsti meout i n secs seconds for aresponse.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethe nnm properti es. 4 reference page for more
information.

-j ndi Host <server Name>

The server INDI host; default is| ocal host .



-j ndi Port <port>
The server INDI port; default is1099.

-tenant <nanme>

The tenant group the node belongs to; must be used when the node name is not unique in the network
such as using an |P address that has duplicates;no default.

EXAMPLES

The following examples show how to use the nnntonfi gpol | . ovpl script to poll a node using different
options.

Poll anode using its node name.

nnntonfigpoll.ovpl -u username -p password thisnode

Poll anode using its fully qualified node name.

nnntonfigpol | . ovpl thisnode.x.y.z

Poll anode using its IP address.

nnnconfigpol | . ovpl 10.97.247.129

Poll anode using its IP address and tenant name.

nnnconfigpol | . ovpl -tenant mnyDuplicat eAddressesDomai n 10. 97. 247. 129

AUTHOR

nnntonfi gpol | . ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: %\NM Bl N%a nnrrconf i gpol | . ovp

UNIX: $NNM_BI N nnntonf i gpol | . ovpl

SEE ALSO

nnmstatuspoll.ovpl (1M).
Return to Reference Pages Index



Name

nnmconnedit.ovpl — make corrections to the L2 (layer 2) connection topology. Users can add and delete
connections.

SYNOPSIS

nnntonnedi t. ovpl -f corrections file -t [add|delete] [-help] [-u <user nanme> -p <passwor d>] [-jndiHost
<host Narmme> Default: localhost] [-jndiPort <por t > Default: 1099]

DESCRIPTION

Dueto avariety of factors, NNMi L2 connection topology discovery can contain inaccuracies. The
nnntonnedi t . ovpl Script provides away for the user to add connections to or delete connections from
NNMi. The administrator createsthecorrections file and must follow the following structured XML
format:

<connecti onedi t s>
<connecti on>
<operation>add or del et e</operation>
<node>name, |ong name or | P address</node>
<interface> fNane, ifAlias, ifDescr or iflndex</interface>
<node>name, |ong name or | P address</node>
<interface> fNane, ifAlias, ifDescr or iflndex</interface>
</ connecti on>
</ connecti onedi t s>

Where:
operation identifies whether the connection is to be added or del eted.
node isidentified by its short name, long name (DNS name) or |P address.

interfaceisidentified in order by i f I ndex, i f Nane, i f Descr, Or i f Al i as. Thisvalue must be unique. Note
that usingi f I ndex is discouraged due to the interface renumbering feature supported by some devices. For
non-SNMP nodes, i f Al i as or i f Descr are recommended.

For each connection element, there must be at least two nodes and two interfaces. The number of nodes and
interfaces must be equal. Each node and interface pair is known as an endpoint, so a single connection
element can have two or more endpoints specified. Multiple connection elements are permitted within a
correctionsfile.

When adding a connection, each endpoint will be removed from any existing connection of which it may be a
member, then added to the new connection. If there are more than two endpoints specified in the connection
element, the connection will appear on maps as a shared-media connection symbol. If the connection element
specifies a connection which already exists in the NNMi database, then nothing will be changed.

When deleting a connection, nothing will be changed unless a connection with the same set of endpoints
already existsin the NNMi database. In that case, all of the specified endpoints will be left in a disconnected
state. If network devices are reporting a connection, deleting that connection will only be temporary. In this
case, the deleted connection reappears in NNMi the next time NNM i discovers the nodes involved in the



connection.

Parameters

The nnntonnedi t . ovpl Script recognizes the following parameters and options:
-f corrections file

Specifies the name of the file that contains the formatted connection add and del ete directives.
-t [add | delete]

Generates atemplate file that can be used to create a corrections file. Specifying add will create an add
operation template while specifying delete will generate a del ete operation template.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Name>
The server INDI host; default is| ocal host .
-j ndi Port <port>
The server INDI port; default is1099.
-hel p
This option displays the script usage information.

EXAMPLES

Suppose that NNMi connection discovery was unable to find the L2 connection between two switches
manufactured by different vendors. To remedy this, go to each device and get the node names and interface
names that need to be connected. Next, create the add template file, mychg. xm , passing the -t option of the
nnnconnedi t . ovpl script. Next, edit thefile, filling in the node and interface information. Save your changes
inthenychg. xn file.

The following is an example of the nychg. xm (add template) file:

<connect i onedi t s>

<connecti on>
<oper at i on>add</ oper ati on>
<node>nodeA. x. y. z</ node>
<interface>fa/09</interface>
<node>nodeB. x. y. z</ node>
<interface>fa/05</interface>

</ connecti on>



</ connecti onedi t s>

Finally, run the nnnconnedi t . ovpl script, passing the nychg. xnt file with the - f option.

nnntonnedi t. ovpl -f mychg. xn

Suppose that NNMi connection discovery creates an L2 connection where none should exist. To remedy this,
get the node names and interfaces involved in the incorrect connection. Then create the nychg. xm (delete
template) file, passing the-t option of the nnntonnedi t. ovpl script. Next, edit the file by filling in the node
and interface information. Save your changesin themychg. xni file.

The following is an example of the nychg. xn (delete template) file:

<connecti onedi t s>
<connecti on>
<oper ati on>del et e</ oper ati on>
<node>nodeA. x. y. z</ node>
<interface>fa/09</interface>
<node>nodeB. x. y. z</ node>
<interface>fa/05</interface>
</ connecti on>
</ connecti onedi t s>

Finally, run the nnnconnedi t . ovpl script, passing the nychg. xnt file with the - f option.

nnntonnedi t. ovpl -u usernane -p password -f nychg. xm

AUTHOR

nnntonnedi t . ovpl was developed by Hewlett Packard Enterprise.

FILES

None

See Also

None

Return to Reference Pages Index



Name

nnmcustompollerconfig.ovpl — Create, list, update, delete, enable, and disable Custom Poller configuration.

SYNOPSIS

nnicust onpol | er confi g. ovpl

nnnctust onpol | erconfi g. ovpl createCollection [-uuid <obj ect uui d>] -name <name> -type <col | ecti on type> [-filterVariable<nib filter variabl e>][-
affectNodeStatus <truelfalse>] [-exportCollection <truelfalse>] [-compressExport <truelfalse>] [-generatel ncident <truelfal se> -incidentSource <i nci dent source
obj ect >]

nnncust onpol | erconfi g. ovpl createComparisonMap [-uuid <obj ect uui d>] -variable <name>|<uui d> -ordering <or der i ng> -comparisonOperator <conpar i son
oper at or > -comparisonValue <conpari son val ue> -stateMapping <st at e mappi ng>

nnncust onpol | erconfi g. ovpl createCountThreshold [-uuid <obj ect uui d>] -variable <nanme>|<uui d>{ (-lowState <l ow st at e> -lowVaue <l ow val ue> [-
lowVaueRearm <I owval ueRear n™] [-lowTriggerCount <l ow tri gger count>]) | (-highState <hi gh st at e>-highVaue <hi gh val ue> [-highVaueRearm <hi gh
val ue rear ] [-highTriggerCount <hi gh trigger count>])}

nnnctust onpol | erconfi g. ovpl createMibDefinition -converstionType <conver si on type> -isTabular <truelfalse> -oidType <oi d t ype> -0id <oi d> [-uuid
<obj ect uui d>]

nnnctust onpol | erconfi g. ovpl createMibExpression -expression <nmi b expr essi on> [-displayVariable <di spl ay vari abl e>] -author <uni que key> [-desc
<"descri pti on">] [-displayFilter <name>] [-conversionAlgorithm <conversati on al gori t hn] -key <uni que key> -name <nane>

nnntust onpol | erconfi g. ovpl createPolicy -name <>name> -pollinglnterval <pol 1i ng i nt er val > -ordering <or der i ng> [-uuid <obj ect uui d>] -collection
<pane>|<uui d> -nodeGroup <nane>[<uui d> -activeState <acti ve state>[-filter<mi b filter>]

nnncust onpol | erconfi g. ovpl createReportCollection -reportGroup <name>|<uui d> {[-uuid <obj ect uui d>] -collection <nanme>|<uui d>} |{-list <csv list of
i dentifiers>}

nnnctust onpol | erconfi g. ovpl createReportGroup [-uuid <obj ect uui d>] -name <name>

nnnctust onpol | erconfi g. ovpl createTimeThreshold [-uuid <obj ect uui d>] -variable <name>|<uui d>{ (-lowState <I ow st at e> -lowValue <l ow val ue> [-
lowVaueRearm <I owval ueRear m>] -lowDuration <l ow dur at i on> -lowWindowDuration <l ow wi ndow dur at i on>) | (-highState <hi gh st at e> -highValue
<hi gh val ue> [-highVaueRearm <hi gh val ue rear m™] -highDuration <hi gh dur at i on> -highWindowDuration <hi gh wi ndow dur ati on>) }

nnntust onpol | erconfi g. ovpl createVariable -collection <nanme>|<uui d> [-uuid <obj ect uui d>] -reportDatalType <report data type>-mibExpression <key>|
<nane> -name <nane>

nnnctust onpol | erconfi g. ovpl deleteCollection -collection <nanme>|<uui d> | -list <csv |ist of identifiers>



nnnctust onpol | erconfi g. ovpl deleteComparisonMap -map <uui d> | -list <csv list of identifiers>

nnnctust onpol | erconfi g. ovpl deleteCountThreshold -threshold <uui d> | -list <csv list of identifiers>

nnnctust onpol | erconfi g. ovpl deleteMibDefinition -mibDefinition <oi d>[<uui d> | -list <csv list of identifiers>

nnnctust onpol | erconfi g. ovpl deleteMibExpression -mibExpression <key>|<nane> | -list <csv list of identifiers>

nnnctust onpol | erconfi g. ovpl deletePolicy -policy <nanme>|<uui d> | -list <csv |ist of identifiers>

nnnctust onpol | erconfi g. ovpl deleteReportCollection -reportCollection <uui d> | -list <csv |ist of identifiers>

nnnctust onpol | erconfi g. ovpl deleteReportGroup -reportGroup <name>|<uui d> | -list <csv list of identifiers>

nnnctust onpol | erconfi g. ovpl deleteTimeThreshold -threshold <uui d> | -list <csv |ist of identifiers>

nnnctust onpol | erconfi g. ovpl deleteVariable -variable <nanme>|<uui d> | -list <csv list of identifiers>

nnncust onpol | erconfi g. ovpl disable

nnncust onpol | er confi g. ovpl enable

nnncust onpol | erconfi g. ovpl listCollection [-exportCollection <truelfalse>] [-name <nane>] [-generatel ncident <truelfalse>] [-incidentSource <i nci dent sour ce
obj ect >] [-compressExport <trueffalse>] [-uuid <obj ect uui d>] [-type <col | ection type>] [-filterVariable<nib filter variabl e>] [-affectNodeStatus

<trueffalse>]

nnntust onpol | erconfi g. ovpl listComparisonMap [-ordering <or der i ng>] [-stateMapping <st at e mappi ng>] [-comparisonOperator <conpari son oper at or >]
[-uuid <obj ect uui d>] [-comparisonVaue <conpari son val ue>] [-variable <name>|<uui d>]

nnntust onpol | erconfi g. ovpl listCountThreshold [-highState <hi gh st at e>] [-lowTriggerCount <l ow tri gger count >] [-lowVaueRearm <I owval ueRear n¥]
[-lowValue <l ow val ue>] [-highTriggerCount <hi gh tri gger count >] [-lowState <I ow st at e>] [-uuid <obj ect uui d>] [-highVaueRearm <hi gh val ue
r ear n>| [-variable <name>|<uui d>] [-highVaue <hi gh val ue>]

nnntust onpol | erconfi g. ovpl listMibDefinition [-converstionType <conver si on type>] [-isTabular <truegffalse>] [-0idType <oi d t ype>] [-0id <oi d>] [-uuid
<obj ect uui d>]

nnnctust onpol | erconfi g. ovpl listMibExpression [-author <uni que key>] [-conversionAlgorithm <conversati on al gorit hn] [-desc <"descri ption">] [-
displayFilter <nanme>] [-displayVariable <di spl ay vari abl e>] [-expression <mi b expr essi on>] [-key <uni que key>] [-name <nane>]

nnrcust onpol | er confi g. ovpl listPolicy [-activeState <act i ve st at e>] [-collection <name>|<uui d>] [-filter <ni b filter>] [-Nname <name>] [-nodeGroup
<name>|<uui d>] [-ordering <or der i ng>] [-pollinglnterval <pol I i ng i nt erval >] [-uuid <obj ect uui d>]

nnnctust onpol | erconfi g. ovpl listReportCollection [-collection <nanme>|<uui d>] [-list <csv list of identifiers>] [-reportGroup <name>|<uui d>] [-uuid
<obj ect uui d>]

nnnctust onpol | erconfi g. ovpl listReportGroup [-name <nane>] [-uuid <obj ect uui d>]



nnrcust onpol | er confi g. ovpl listTimeThreshold [-highDuration <hi gh dur at i on>] [-highState <hi gh st at e>] [-lowWindowDuration <I ow wi ndow
dur at i on>] [-lowDuration <l ow dur at i on>] [-lowVaueRearm <I owval ueRear m>] [-lowVaue <l ow val ue>] [-lowState <I ow st at e>] [-uuid <obj ect uui d>] [-
highValueRearm <hi gh val ue rear n>] [-variable <nane>|<uui d>] [-highWindowDuration <hi gh wi ndow dur at i on>] [-highValue <hi gh val ue>]

nnnctust onpol | erconfi g. ovpl listVariable [-collection <nanme>|<uui d>] [-uuid <obj ect uui d>] [-reportDataType <report data type>] [-mibEXpression <key>|
<nanme>] [-name <nane>]

nnntust onpol | er confi g. ovpl status

nnntust onpol | er confi g. ovpl updateCollection -collection <name>|<uui d> [-exportCollection <truelfalse>] [-name <nane>] [-generatel ncident <truelfalse>] [-
incidentSource <i nci dent source obj ect >] [-compressExport <truelfalse>] [-type <col | ecti on type>] [-filterVariable<mi b filter variabl e>] [-
affectNodeStatus <truelfalse>]

nnnctust onpol | er confi g. ovpl updateComparisonMap -map <uui d> [-variable <name>|<uui d>] [-ordering <or der i ng>] [-comparisonOperator <conpari son
oper at or >] [-comparisonVaue <conpari son val ue>] [-stateMapping <st at e nappi ng>]

nnnctust onpol | erconfi g. ovpl updateCountThreshold -threshold <uui d> [-variable <nanme>|<uui d>] [-lowState <I ow st at e>] [-lowValue <l ow val ue>] [-
lowVaueRearm <I owval ueRear m>] [-lowTriggerCount <l ow tri gger count >] [-highState <hi gh st at e>] [-highValue <hi gh val ue>] [-highVaueRearm <hi gh
val ue rearn®] [-highTriggerCount <hi gh trigger count>]

nnnctust onpol | erconfi g. ovpl updateMibDefinition -mibDefinition <oi d>|<uui d> [-0id <oi d>] [-0idType <oi d t ype>] [-converstionType <conver si on type>]
[-isTabular <truelfalse>]

nnnctust onpol | erconfi g. ovpl updateMibExpression -mibExpression <key>|<name> [-expression <nmi b expr essi on>] [-displayVariable <di spl ay vari abl e>] [-
author <uni que key>] [-desc <"descri pti on">] [-displayFilter <name>] [-conversionAlgorithm <conver sati on al gorit hn™] [-Key <uni que key>] [-name

<nane>]

nnnctust onpol | er confi g. ovpl updatePolicy -policy <nanme>|<uui d> [-name <nane>] [-pollinglnterval <pol I i ng i nt er val >] [-ordering <or der i ng>] [-collection
<npane>|<uui d>] [-nodeGroup <name>[<uui d>] [-activeState <acti ve state>] [-filter<mib filter>]

nnnctust onpol | er confi g. ovpl updateReportGroup -reportGroup <name>|<uui d> [-name <name>]

nnnctust onpol | erconfi g. ovpl updateTimeThreshold -threshold <uui d> [-variable <nane>|<uui d>] [-lowState <I ow st at e>] [-lowVaue <I ow val ue>] [-
lowVaueRearm <I owval ueRear n] [-lowDuration <l ow dur at i on>] [-lowWindowDuration <I ow wi ndow dur at i on>] [-highState <hi gh st at e>] [-highVaue
<hi gh val ue>] [-highValueRearm <hi gh val ue rear n®] [-highDuration <hi gh dur at i on>] [-highWindowDuration <hi gh wi ndow dur at i on>]

nnicust onpol | er confi g. ovpl updateVariable -variable <nane>|<uui d> [-collection <name>|<uui d>] [-reportDataType <report data type>] [-mibExpression
<key>|<nane>] [-name <nane>]

DESCRIPTION

The general format of the nnncust onpol | er confi g. ovpl command line is the following:

nnncust onpol | erconfi g. ovpl <command> <opti ons>



Each of the avail able choices for conmand are listed below, in the Commands section. Similarly, the available opt i ons for each of the commands are found in
the Options section. Many commands share similar options. See the Synopsis section above for the appropriate list of options for each command.

For more info on how to correctly specify aMib Expression, refer to the Mib Expressions section.
To understand how deleting Report Groups affect NPS, please read Report Groups and NPS.

Please read Deleting Collections and Policies from the Command Line to fully understand how removing select configuration will affect other Custom Poller
configuration.

See Oid Output Format for information on changing the output format for the Expression field on MibExpressions.

Commands

bat ch

Runs the tool in batch mode with the supplied input file or \"-\" to read from standard-in. Note that in batch mode, the input file lists several other commands
to perform. The entire batch operation is performed as a single database transaction, which means that if thereis an error part way through the batch operation,
all previous operations which had succeeded are rolled back. The error message will list the line number in the batch file that had the error.

createCol | ection

Creates anew Custom Poller Collection with the specified name and type. Refer to the Callection Type for more information on the which fields are
supported for different Collection Types.

cr eat eConpari sonMap
Creates a new Comparison Map for the specified variable. Note, Ordering must be unique per variable.
cr eat eCount Threshol d
Creates anew Count Threshold for the specified Variable.
createM bDefinition
Creates anew Mib Definition. Note, Oid must be unique.
creat eM bExpr essi on
Creates anew Mib Expression using the specified key. An Author must exist to create new Mib Expressions. Note, Key must be unique.
createPolicy

Creates anew Policy. A Node Group must exist to create new Palicies. A Collection must have Variables before mapping to a Policy. Note, Ordering must be
unique per Collection. Cannot create duplicate Policies with the same Collection and Node Group.



creat eReport Col | ection

Creates anew Report Collection.
creat eReport G oup

Creates a new Report Group.
creat eTi neThr eshol d

Creates anew Time Threshold for the specified Variable.
createVariabl e

Creates anew Variable for the specified Collection.
del et eCol | ecti on

Deletes either asingle Collection or alist of Collections.
del et eConpari sonMap

Deletes either asingle Comparison Map or alist of Comparison Maps.
del et eCount Thr eshol d

Deletes either asingle Count Threshold or alist of Count Thresholds.
del et eM bDefinition

Deletes either asingle Mib Definition or alist of Mib Definitions.
del et eM bExpr essi on

Deletes either asingle Mib Expression or alist of Mib Expressions.
del etePol i cy

Deletes either asingle Policy or alist of Policies.
del et eReport Col | ecti on

Deletes either asingle Report Collection or alist of Report Collections.
del et eReport G oup

Deletes either asingle Report Group or alist of Report Groups.
del et eTi neThr eshol d

Deletes either asingle Time Threshold or alist of Time Thresholds.



del eteVari abl e
Deletes either asingle Variable or alist of Variables.
enabl e
Enable Custom Poller.
di sabl e
Disable Custom Poller.
l'istCollection

List Collections based on optional filters. Specifying no filterswill list al Collections. All Collections matching the filter(s) will be listed. The wildcards "*"
and "?" are supported.

Thefieldsfor listCollection are: uuid,name,type,filterV ariable,affectNodeStatus,generatel ncident,exportColl ection,compressExport,incidentSource
| i st Conpar i sonMap

List Comparison Maps based on optional filters. Specifying no filterswill list all Comparison Maps. All Comparison Maps matching the filter(s) will be listed.
Thewildcards"*" and "?" are supported.

Thefields for lissComparisonMap are: uuid,variable,stateM apping,comparisonV al ue,compari sonOperator,ordering
| i st Count Threshol d

List Count Thresholds based on optional filters. Specifying no filters will list all Count Thresholds. All Count Thresholds matching the filter(s) will be listed.
Thewildcards "*" and "?" are supported.

Thefields for listCountThreshold are:
uuid,variable,lowV alue,lowV alueRearm,lowState,|owTriggerCount,highV al ue, highV alueRearm, highState, highTriggerCount

l'istM bDefinition

List Mib Definitions based on optional filters. Specifying no filterswill list al Mib Definitions. All Mib Definitions matching the filter(s) will belisted. The
wildcards "*" and "?" are supported.

Thefields for listMibDefinition are: uuid,oid,0idType,conversionType,isTabular
|'i st M bExpression

List Mib Expressions based on optional filters. Specifying no filters will list all Mib Expressions. All Mib Expressions matching the filter(s) will be listed. The
wildcards "*" and "?" are supported.

Thefieldsfor listMibExpression are: key,name,desc,author,expression,displayV ariable,displayFilter,conversionAlgorithm

IistPolicy



List Policies based on optional filters. Specifying no filterswill list al Policies. All Policies matching the filter(s) will be listed. The wildcards"*" and "?" are
supported.

Thefieldsfor listPolicy are: uuid,name,collection,ordering,activeState,nodeGroup,filter,pollingl nterval
| i st Report Col |l ection

List Report Collections based on optional filters. Specifying no filterswill list all Report Collections. All Report Collections matching the filter(s) will be
listed. The wildcards"*" and "?" are supported.

The fields for listReportCollection are: uuid,reportGroup,collection
| i st Report Group

List Report Groups based on optional filters. Specifying no filters will list all Report Groups. All Report Groups matching the filter(s) will belisted. The
wildcards "*" and "?" are supported.

Thefields for listReportGroup are: uuid,name
|'i st Ti meThreshol d

List Time Thresholds based on optional filters. Specifying no filterswill list all Time Thresholds. All Time Thresholds matching the filter(s) will be listed.
The wildcards"*" and "?" are supported.

Thefields for listTimeThreshold are:
uuid,variable,lowVaue,lowV alueRearm,l owState,| owDuration,l owWindowDuration,highV al ue highV a ueRearm,highState, highDuration,highWindowDuration

i stVariable

List Variables based on optional filters. Specifying no filterswill list all Variables. All Variables matching the filter(s) will be listed. The wildcards "*" and
"7 are supported.

Thefieldsfor listVariable are: uuid,name,collection,mibExpression,reportDatalype
st at us
The status of Custom Poller.
updat eCol | ecti on
Update fields on a Collection.
updat eConpari sonMap
Update fields on a Comparison Map.
updat eCount Thr eshol d

Update fields on a Count Threshold.



updat eM bDef i ni tion

Update fields on a Mib Definition.
updat eM bExpr essi on

Update fields on a Mib Expression.
updat ePol i cy

Update fields on a Policy.
updat eReport Group

Update fields on a Report Group.
updat eTi neThr eshol d

Update fields on a Time Threshold.
updat eVari abl e

Update fieldson a Variable.

Options

-activeState <active state>

The Active State of the Policy (active | inactive | suspended).
-af fect NodeSt at us <true|fal se>

Affect Node Status (true | false).
-aut hor <uni que key>

Unique Author Key. The Author indicates who created or last modified the MIB Expression.
-col | ecti on <nane>| <uui d>

The name of the Collection.
- conpari sonOper at or <conpari son oper at or >

Operator used to evaluate the Comparison Vaue and subsequently determine State (< | <=|=|!=|>|>=]isNull | isNotNull | default).
- conpari sonVal ue <conpari son val ue>

The value returned when the MIB Expression is evaluated when polled. While thisis not required for default, isNull, and isNotNull, please specify any string



for afake value.
-conpressExport <true|fal se>

Compress Export File (true | false).
-conversi onAl gorithm <conversation al gorithnp

Used to determine the display format for the Display Variable (numeric | mib_variable | alphabetic | ifname_indirect | iface_name). Configurable but not
supported for Bulk collection.

-desc <"description">
The user defined description for the MIB Expression.
-di spl ayFil ter <nane>
The value that NNMi displays for the Display Variableis determined by the criteria you provide here. Enter avalid regular expression.
-di spl ayVari abl e <di spl ay vari abl e>
Specify the MIB Variable you want to display.
-exportCol l ection <true|fal se>
Export Collection (true | false).
-expression <m b expression>
Specify the expression string in quotes. Refer to the Mib Expressions section for more info on how to successfully provide all necessary information.
-filter <mib filter>
The MIB Filter value to be used as the filter for determining the Polling instances.
-filtervVariable <mib filter variabl e>

Required for multiple instance (repeating) MIB Variables only. The MIB Filter Variable isthe MIB Variable whose value you want to use as afilter to
determine which instances of the MIB Expression to Custom Poll. Y ou must also specify a MIB Filter value when creating the associated policy.

-generatel nci dent <true|fal se>
Generate Incident (true | false).
- hi ghDur ati on <hi gh duration>

Designate the minimum time within which the value must remain in the High range before the threshold state changes to High and (optionally) anincident is
generated. See the Specifying a Duration section to understand how to provide this information correctly.

-highState <high state>



The State when the results of polling the MIB Expression exceed the specified High Value for the specified Count or Duration (normal | warning | minor |
major | critical).

- hi ghTri gger Count <hi gh trigger count>

Designate the number of consecutive polling intervals the returned value must be greater than the specified High Value to meet the threshold criteria. The
default valueis 1.

-hi ghval ue <hi gh val ue>
Designate the value that above will become athreshold situation. The appropriate value depends on the MIB Expression definition.

- hi ghVal ueRear m <hi gh val ue rearne

Designate the lower boundary of the High Threshold range of values. The appropriate value depends on the MIB Expression definition.
- hi ghW ndowbDur ati on <hi gh wi ndow dur ati on>

Designate the window of time within which the High Duration criteria must be met. See the Specifying a Duration section to understand how to provide this
information correctly.

-incident Source <incident source object>

Incident Source Object (custom_code_collection | custom_polled_instance).

-i sTabul ar <true|fal se>

Specifies whether the MIB variable represented by the selected OID defines multiple instances grouped in aMIB table.

-key <uni que key>

Unique Key.

-list <csv list of identifiers>

A comma separated list of identifiers for the objects. Specifying different identifier types (uuid, name, etc) per object is allowed.
-1 owbur ati on <l ow durati on>

Designate the minimum time within which the value must remain in the Low range before the threshold state changesto Low and (optionally) an incident is
generated. See the Specifying a Duration section to understand how to provide this information correctly.

-l owState <l ow st ate>

The State when the results of polling the MIB Expression are below the specified Low Value for the specified Count or Duration (normal | warning | minor |
major | critical).

-1 owTri gger Count <l ow trigger count>

Designate the number of consecutive polling intervals the returned value must be less than the specified Low Value to meet the threshold criteria. The default



valueisl.

-1 owal ue <l ow val ue>

Designate the value that below which indicates entering the Low range. The appropriate val ue depends on the MIB Expression definition.
- | owal ueRear m <l owal ueRear >

Designate the upper boundary of the Low Threshold range of values. The appropriate value depends on the MIB Expression definition.

-1 owW ndowbDur ati on <l ow wi ndow dur ati on>

Designate the window of time within which the Low Duration criteria must be met. See the Specifying a Duration section to understand how to provide this
information correctly.

-map <uui d>

The uuid of the Comparison Map.

-m bDefinition <oid>| <uuid>

The oid or uuid of the Mib Definition.
-m bExpressi on <key>| <nanme>

The name or key of the MIB Expression.

-hane <nanme>

The name of the settings.

-nodeG oup <nane>| <uui d>

The name or uuid of the Node Group to which the Policy applies.

-o0i d <oi d>

The numeric representation of the OID (Object Identification) value for an associated MIB variable.

-0i dType <oid type>

The base type to be used for the associated MIB variable value (integer | unsigned_integer | octet_string | counter | counter64 | gauge | time_ticks | ip_address).
-conversi onType <conversion type>

The conversion type to be used for the associated MIB variable value (default | bigint | long | string | hex_string | byte array | ip_address).

-ordering <ordering>

The priority ordering for the settings.



-policy <nane>| <uui d>
The name or uuid of the Policy.
-pol linglnterval <polling interval>
Theinterval in which to perform the Custom Poll. Enter either a Java Duration or number of milliseconds.
-reportCol |l ecti on <uui d>
The uuid of the Report Collection.
-reportDat aType <report data type>
The data type for the Report (gauge | percent | counter | integer | string | unset).
-report G oup <nane>| <uui d>
The name or uuid of the Report Group.
- st at eMappi ng <state mappi ng>
The State to assign to the Polled Instance when the polled value is returned (normal | warning | minor | major | critical).
-threshol d <uui d>
The uuid of the Count or Time Threshold.
-type <collection type>
Collection type (instance | bulk)
-uui d <object uuid>
The unique object identifier.
-vari abl e <name>| <uui d>

The name or uuid of the Variable.

Additional Parameters
-fields <fields>

Selects the output fields for table data as a comma-separated list

-format <style>

Sets the output format for table data; valid values are TEXT, LIST, CSV or XML.



-http. host <host>

The server host; default islocalhost.
-http.port <port>

The server port; default is 80.
-j ndi Host <host name>

The server jndi host; default islocalhost
-jndi Port <port>

The server jndi port; default is 1099
-p <password>

The password of the user

- qui et

Suppresses the normal output and only print errors.

-u <user name>

The username to run this command

Mib Expressions

This section explains how to correctly specify the "-expression” option for Mib Expression commands.

An expression can be either a single operand OR an arithmetic expression of multiple operands.

The two halves that make up an operand is an oid and aname. The user can specify either 1) an oid, 2) aname, or 3) an oid and name. Option 1) is aways
successful. If the corresponding MIB isloaded, the correct name will be found. Otherwise, the name will be set to the oid. Option 2) requires the MIB to be loaded
asthe oid must be looked up. An error will be thrown if the MIB is not loaded. Option 3) is aways successful. In al cases,the oid is not validated upon creation or
modification of the Mib Expression. If the provided oid isincorrect, it will be found upon polling.

The format for an operand is: "oid:name”, "oid", or "name". A colon

as operands for arithmetic expressions.

Operand Examples:

isthe delimiter between the oid and name. Note: numerical constants can also be specified

0id =.1.3.6.1.2.1.2.2.1.10 --> |ooked up name --> .1.3.6.1.2.1.2.2.1.10:ifInOctets

0id=.1.3.6.1.2.1.2.2.1.10 --> could not find name -->.1.3.6.1.2.1.2.2.1.10:.1.3.6.1.2.1.2.2.1.10



name = ifInOctets --> looked up oid -->.1.3.6.1.2.1.2.2.1.10:ifInOctets
oid:name=.1.3.6.1.2.1.2.2.1.10:ifInOctets
constant = 0.5

Supported operators for arithmetic expressions are: "+, "-", "/", and "*". There can be any amount of whitespace or none between operands, operators, and
parentheses. Operators must be explicitly defined and not implicitly inferred.

Arithmetic Expression Examples:
Correctly formatted expression = ((.1.3.6.1.2.1.2.2.1.11+.1.3.6.1.2.1.31.1.1.1.5)/(.1.3.6.1.2.1.1.3*0.01))
Correctly formatted expression = ((.1.3.6.1.2.1.2.2.1.11 + .1.3.6.1.2.1.31.1.1.1.5) / ( .1.3.6.1f.2.1.1.3* 0.01) )
Incorrectly defined =(.1.3.6.1.2.1.2.2.1.11 + .1.3.6.1.2.1.31.1.1.1.5) 10.0
Incorrectly defined = (.1.3.6.1.2.1.2.2.1.11 + .1.3.6.1.2.1.31.1.1.1.5) (10.0)

Correctly defined = (.1.3.6.1.2.1.2.2.1.11 + .1.3.6.1.2.1.31.1.1.1.5) * 10.0
Collection Type

At thistime, some features of Custom Poller are not supported for BULK Collections. Fields associated with these features may still be configured using this tool
but will not be used. If the fields were configured and the Collection Type is changed to INSTANCE, the fields will retain their values. For more information on all
the features not support for BULK Collection, please refer to the Help.
Unsupported fields for BULK Collection:

Affect Node Status for Collections

Incident Generation for Collections

Thresholds for Variables

Comparison Maps for Variables
Report Groupsand NPS

Caution: If you delete a Report Group, NNM iSPI Performance for Metrics removes al historical reporting data associated with that Report Group. To retain the
historical reporting data, change the Active State of the associated Custom Poller policy to Suspend.



Deleting Collections and Policies from the Command Line

Caution: If you delete a Collection or Policy using the command line tool, related configuration will also be removed. This tool mimics the same functionality asthe
Ul. When deleting a collection, all Palicies, Variables, Custom Node Collections and Custom Polled Instances that were aresult of the collection will also be
removed. If aPolicy isremoved, Custom Node Collections and Custom Polled Instances are also deleted.

Specifying a Duration
A Duration can be specified either in number of milliseconds or the following format. The format should be: "PddDThhHmmMMss.nnnS" where dd=days, hh=hours,
mm=minutes, ss=seconds, nnn=milliSeconds.
Examples:
25 minutes = 1500000 = PT25M

10 minutes 30 seconds = 630000 = PT10M 30S
4 hours 30 minutes = 16200000 = PT4H30M

OID Output Format

By default, the command line output for the Expression field of a MibExpression is displayed in OID format. Thereisa NNM Java System Property that alowsthe
user to change the output of the expression to instead show Object names. Set the following property to true to instead see Object names instead of OIDs.

com.hp.nnm.custompoller.nnmcustompollerconfig.ovpl.showObjectNamel nsteadOf Oid=true
Examples:
Without property: (.1.3.6.1.2.1.2.2.1.10/(.1.3.6.1.2.1.1.3 * 0.01))

With property: (ifInOctets/ (sysUpTime* 0.01))

EXAMPLES

Create an Instance Collection:

nnicust onpol | erconfig. ovpl createCol |l ection -nane "xyz instance collection" -type instance



Create a Mib Expression with a simple expression:

nnicust onpol | erconfi g. ovpl createM bExpression -key testKey -name "abc expression" -author com customner. aut hor -expression

.1.3.6.1.2.1.2.2.1.1

Update a Policy's polling interval:

nnncust onpol | erconfi g. ovpl updatePolicy -policy "xyz policy" -pollinglnterval 1500000
List all Report Collections associated with a specific Collection:

nnicust onpol | erconfig. ovpl |istReportCollection -collection abcCollection

List all Report Groups whose name starts with USA:

nnncust onpol | erconfi g. ovpl |istReportG oup -name USA*

Delete a Variable:

nnicust onpol | erconfi g. ovpl del eteVariable -variable xyzVariabl e

AUTHOR

nnntust onpol | er confi g. ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM_BI N/ nnntust onpol | er confi g. ovpl



Name

nnmdel eteattributes.ovpl — delete custom attributes from a comma separated values (CSV) file or line for
Nodes, Interfaces, and PhysComps (Cards/Chassis).

SYNOPSIS

nnndel et eattri but es. ovpl [-7] -t <type> (-f <path & filename of csv file>)|(-S<"csv formatted
l'i ne">) [-U <user name> -p <passwor d>] [-jndiHOSt <host Nanme> Default: localhost] [-jndiPort <por t >
Default: 1099]

DESCRIPTION

nnndel et eat t ri but es. ovpl alows custom attributes to be deleted from a comma separated values (CSV)
file, such asa.csv file from Microsoft™ Excel. This command is useful if you have previously created
custom attributes that are no longer needed. This command will delete attributes from either nodes,
interfaces, or phys comps. For nodes, once the attributes are deleted, any nodes in a node group formed by
referencing those attributes will disappear from the node group.

Parameters

nnidel et eat t ri but es. ovpl supports the following options:
-?

Prints the usage statement.
-t <type>

Supply the object type to delete attributes on. Must be either "node”, "interface”, or "physcomp”.

-f <path & filenanme of csv file>

Supply the CSV file name (with path, e.g. /tmp/csvfile.csv) that contains the custom attributes to
delete.

-s <"csv formatted line">
Supply asingle CSV formatted line. Eliminates the need to create afile for asmall change.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethennm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
nnm properties nnm properties. 4



password unless you use an file. Seethe reference page for more
information.

-j ndi Host <server Nanme>

The server INDI host; default is| ocal host .
-jndi Port <port>

The server INDI port; default is 1099.

Syntax of Comma Separ ated File for Nodes

The CSV file you supply must have the following syntax for deleting attributes from nodes.
Empty lines are ignored.
Linesthat being with the # character are ignored.
e Column 1(A) : Node DNS| IP Address
Specify the DNS name of the node OR the IP address. Thisfield is compulsory.
e Column 2(B) : Attribute Name
The name of the custom attribute.

Additional attribute names may be specified on the same line or on a separate line with the same node DNS |
|P Address.

Examplelines:
192.168.1.1,Project,Service Type
192.168.1.1,Asset Tracking

192.168.2.2,Project,Service Type,Asset Tracking

Syntax of Comma Separ ated Filefor Interfaces

The CSV file you supply must have the following syntax for deleting attributes from interfaces.
Empty lines are ignored.
Linesthat being with the # character are ignored.
e Column 1(A) : Node DNS|IP Address
Specify the DNS name of the node OR the IP address. Thisfield is compulsory.
e Column 2(B) : Interface Id

Specify the identifier of the interface on the node specified in the previous field. The value



may be the interface index, alias, name or description and is searched in this same order.
All matching interfaces have the attribute(s) deleted. Thisfield is compulsory.

e Column 3(C) : Attribute Name
The name of the custom attribute.

Additional attribute names may be specified on the same line or on a separate line with the same node DNS |
|P Address and Interface Id.

Examplelines:
192.168.1.1,1001,Project,Service Type
192.168.1.1,1001,Asset Tracking

192.168.2.2,A1,Project,Service Type,Asset Tracking

Syntax of Comma Separ ated File For PhysComp Attributes

The CSV file you supply must have the following syntax for adding attributes on PhysComps
(Cardg/Chassis).

Empty lines are ignored.
Lines that being with the # character are ignored.
e Column 1(A) : Node DNS | IP Address
Specify the DNS name of the node OR the IP address. Thisfield is compulsory.
e Column 2(B) : PhysComp Id
Specify the identifier of the phys comp on the node specified in the previousfield. The
value may be the phys comp physical index, name or description and is searched in this
same order. All matching phys comps will have the attribute(s) deleted. Thisfield is
compulsory.
e Column 3(C) : PhysComp Type
The name to identify the type of PhysComp. "card" and "chassis' are valid types.
e Column 4(D) : Attribute Name

The name of the custom attribute.

Additional attribute name and value pairs may be specified on the same line or on a separate line with the
same node DNS | IP Address, PhysComp Id, and PhysComp Type.

Examplelines:
192.168.1.1,7,chassis,L ocation,Service Type

192.168.1.1,7,chassis,Asset Tracking



192.168.2.2,/AmdFE,card,L ocation,Service Type,Asset Tracking

Use of Microsoft Excel

Microsoft Excel isahandy tool to create comma separated files, but .csv files do not maintain the Excel
spreadsheet’s column width, comments, etc. It is recommended that you store a nnmdel eteattributes.ovpl
input file as a native .xIs format, and then perform Fi | e: Save As... to createa.csv file. Then you can add
Excel commentsto the file, make columns wider, and you do not need to worry about escaping the comma
character.

EXAMPLES

Sample CSV file contents for nodes:

192.168. 2. 2, Proj ect, Servi ce Type, Asset Tracki ng

To delete the Node custom attributes from a CSV file:

nnndel eteattri butes.ovpl -t node -f /tnp/test.csv

To delete the Node custom attributes from the command line:

nnndel eteattri butes.ovpl -t node -s "192.168.1.1, Project"
Sample CSV file contents for interfaces:

192. 168. 2. 2, 1001, Proj ect, Servi ce Type, Asset Tracking

To delete the Interface custom attributes from a CSV file:

nnndel eteattri butes.ovpl -t interface -f /tnp/test.csv

To delete the Interface custom attributes from the command line:

nnndel eteattri butes.ovpl -t interface -s "192.168. 1.1, Project”
Sample phys comp CSV file (/tmp/test.csv) contents:

192. 168. 2. 2, 7, chassi s, Locati on, Servi ce Type, Asset Tracki ng
To delete the Phys Comp custom attributes from a CSV file:

nnndel et eattri butes. ovpl -t physconp -f /tnp/test.csv

To load a single PhysComp custom attributes line from the command line:

nnndel et eattri butes. ovpl -t physconp -s "192.168. 1.1,/ AndFE, card, Proj ect™

Error Codes

There are several error codes that help identify problems:



INFO : information message.
e ATTR_ERROR : A problem was found with the specified attribute.
o« DEL_FAIL_ERROR : An attempt to delete the specified attribute failed.
e OBJECT_ERROR : The specified object was not found.
e BAD LINE _ERROR : Theline provided is not properly formatted.
e 10_ERROR : The CSV filewas not found or is not readable.
« BAD_NAME_WARNING : The specified attribute name is too long (50 character maximum).

e BAD VALUE WARNING : The specified value is too long (2000 character maximum).

AUTHOR

nnndel et eat tri but es. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: %\NM BI Noa nnndel et eat t ri but es. ovpl

UNIX: $NNM BI N/ nnndel et eat t ri but es. ovpl

SEE ALSO

nnmloadattributes.ovpl (1M) , nnmloadnodegroups.ovpl (1M) , nnm.properties (4) .

Return to Reference Pages Index



Name

nnmdel eteurlaction.ovpl — delete URL actions and menus for the supplied author key.

SYNOPSIS

nnndel et eur | action. ovpl [-h|-help|-7] <aut hor Key> [-U user nane] [-p passwor d]

DESCRIPTION

Thennndel et eur | acti on. ovpl Perl script enables you to delete URL actions and menus by providing the
author key to actions or menus.

NOTE: When using the nnndel et eur | acti on. ovpl Script to delete an action or menu, you must restart the
NNMi console (sign out; then sign back in) to implement the changes.

Use the nnndel et eur | acti on. ovpl script to remove (during uninstall) any actions or menus created during
the installation of NNMi iSPIs or third party integrations.

Parameters

nnndel et eur | acti on. ovpl supports the following options:
-?2 1] -h ] -help

Displays the usage statement.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

EXAMPLES

nnndel et eurl acti on. ovpl com hp. nns. aut hor. nas

Deletes the URL actions and menus that are created when the NAS integration is installed.



AUTHOR

nnndel et eur | acti on. ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmconfigimport.ovpl (1M), nnmconfigexport.ovpl (1M).
Return to Reference Pages Index



NAME

nnmdisableperfspi.ovpl - unconfigure NPS and Metrics

SYNOPSIS

Usage: nnmdisableperfspi.ovpl [-s <shareName>] | [-h]

-s. shareName: the name of the NPS shar e, default <perfSpi>
-h Usage

DESCRIPTION

Utility to help unconfigure NPS and Metrics.

Equivalent to running the following configuration scripts with the disable/remove options:
nnmEnableMetrics.ovpl -disable

nnmEnableNpsActions.ovpl -disable

nnmEnableNpsEtl.ovpl -r [-s <shareName>]

All shares (NFS or CIFS) are removed.

AUTHOR

nnmdisabl eperfspi.ovpl was devel oped by Hewlett-Packard Company.
Return to Reference Pages Index



Name

nnmdiscocfg.ovpl

SYNOPSIS

nnndi scocf g. ovpl -autodisco rule=r ul enane rangetype=i gnor e| i ncl ude [ -f i pAddr essRangeFi | e | -Nn
i pAddr essRanges] [-U <user nane> -p <passwor d>] [-jndiHOst <host Nane> Default: localhost] [-jndiPort
<por t > Default: 1099]

nnndi scocf g. ovpl -excludeipaddrs|[ -f i pAddr essRangeFi | e | -ni pAddr essRanges] [-U <user name> -p
<passwor d>] [-jndiHost <host Nane> Default: localhost] [-jndiPort <por t > Default: 1099]

DESCRIPTION

The nnndi scocf g. ovpl script permits the addition of ip address ranges to existing auto-discovery rules. The
auto-discovery ip address ranges control how discovery finds devicesin your network.

Y ou can add discovery |IP address range exclusion filters to prevent the creation of unwanted ip addressesin
the NNMi topology. NNMi does not associate addresses matching the filters with nodes or interfaces and
none of these nodes or interfaces will show up in the IP Address inventory. |P address range filters do not
control how auto-discovery locates and identifies devices in your network.

Parameters

The nnndi scocf g. ovpl script recognizes the following parameters and options:
-aut odi sco rul e=rul eNanme rangetype=i gnore|incl ude

Add ip address ranges to an existing auto-disovery rule specified by r ul eNane. The ranges can be
included in the rule by specifying rangetype=i ncl ude or i gnore.

- excl udei paddrs

Add ip address ranges to the discovery Excluded IP Addresses configuration.
-f i pAddressRangeFil e

Specify atext file for the script to read that contains the | P address ranges.
-n i pAddr essRanges

Specify | P address ranges to load directly from the command line, with each range separated by a
space.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.



-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Nanme>
The server INDI host; default is1 ocal host .
-j ndi Port <port>

The server INDI port; default is1099.

EXAMPLES

Add alist of IP address ranges to an existing auto-discovery rule:

nnndi scocf g. ovpl -autodisco rul e=bl d1fl oor2 rangetype=i nclude -n 10.2.112.21-34
10.2.112.36 10.1.*.1-98

Add an |P address range to the IP Address exclusion configuration:

nnndi scocfg. ovpl -u usernane -p password -excludei paddrs -n 198.2.*.117

Load | P address range from a file named privateNet1.txt located on your local files system in the tmp
directory:

nnndi scocf g. ovpl -autodi sco rul e=bl d1fl oor2 rangetype=exclude -f /tnp/l ab3devices.txt

Load I P address range filters from afile named ignoreAddresses.txt located on your local files system in the
tmp directory:

nnndi scocf g. ovpl -excl udei paddrs -f /tnp/ignoreAddresses.txt

AUTHOR

nnndi scocf g. ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmnoderediscover.ovpl (1M), nnm.properties(4)
Return to Reference Pages |ndex



NAME

nnmEnableMetrics.ovpl - Enables Metrics related functionality.

SYNOPSIS

nnmEnableMetrics.ovpl [-disable]

DESCRIPTION

Enable Metrics related functionality. As aresult of this, NNMi will start polling performance related metric
data for various topology objects such as nodes and interfaces. This data can be correspondingly visualized in
in the iSPI Performance for Metrics reports as well as graphsin NNMi's Performance Workbench as well as
anaysis panes.

-h Display this help page
-disable Disables Metrics related functionality.

AUTHOR

nnmEnableM etrics.ovpl was developed by Hewlett-Packard Company.

Return to Reference Pages Index



NAME

nnmEnableNPSActions.ovpl - Deploys URL actionsin NNMi menu system for NPS Report launches

SYNOPSIS

usage: nnmEnableNPSA ctions.ovpl [-spiHost <hosthame>] [-spiPort <port>] [-spiProtocol <http|https>] -
disable

-h Display this hel p page

- spi Host <host name> Specify the host NPS will be running on (default: NNM server

-spi Port <port> Specify the port NPS will be running on (default: 9300)
-spi Protocol <protocol > Specify the protocol (http/https)
-a Only install NPS actions

-di sable Disable the URL actions - renmove themfromthe NNM Actions Menu

DESCRIPTION

This utility program is designed to deploy URL actions in the NNMi menu system that are related to NNM
iSPI for Performance. It installs the URL actions in the NNMi menu system and also updates relevant
configuration with the NPS server's host, port and protocol details. As aresult the URL actions for the reports
launch to the correct server and port.

AUTHOR

nnmEnableNPSA ctions.ovpl was devel oped by Hewlett-Packard Company.

Return to Reference Pages Index



NAME

nnmEnableNpsEtl.ovpl - set up access to a CIFS share from network server

SYNOPSIS

Usage: nnmEnableNpsEtl.ovpl [[-a][-u <username>][-c [-p <password> [-i]][-s <shareName>] [-d
<path_to_share>] | [-r] | [-h]

-a: add share
b renote host (only required for NFS on Linux) - default is NNM FQDN
use NFS instead of CIFS for sharing (all other options are ignored if this
is selected)
-u: usernane - Usernane (or donmai n\\usernane) for share access control - default
<NpsUser >
-c: create new local user (if account exists, it will not be recreated)
-p: password for new | ocal user
-1: pronpt for password (avoi ds showi ng password on conmmandl i ne)
-r: renove share
all shares (NFS or CIFS) are renoved
Advanced opti ons:
-s: share name - default <Perf Spi>
-ﬁ:Lghared directory - default <$OvDataDir/shared/ perfSpi/datafil es>
- age

DESCRIPTION

Utility to set up a credential based CIFS filesystem share on the server, to be used primarily for setting up
shared directory access to the NNMi perfSpi datafilesfolder for NPSETL ser ver (s) to access.

The Network Path to the CIFS share (output by the script) can be used directly when configuring NPS on
Windows servers.

The NPS utility, setupSharedDriveA ccess.ovpl, can be used on Linux NPS servers to mount the shareto a
local mountpoint. The mountpoint path is then used to configure NPS.,

Example 1: Add a share, dynamically creating new user account, with default
username/password/shareName/directory

C:\>nnmEnableNpsEtl.ovpl -a-c
Creating new local user account <NpsUser>
Creating share <PerfSpi> on directory <C:/OV Data Dir/shared/perf Spi/datafiles> for user <NpsUser>

Share details. Share name PerfSpi Path C:/OV Data Dir/shared/perfSpi/datafiles Remark NNMi NPS Shared
Directory; Maximum users No limit Users Caching Manual caching of documents Permission
BUSHMILLS\NpsUser, FULL



Network Path to Share < \\bushmills.usa.hp.com\PerfSpi > Accessible by user < NpsUser >

Exanpl e 2: Renove default share

C:\>nnmEnableNpsEtl.ovpl -r

Share details: Share name PerfSpi Path C:/OV Data Dir/shared/perf Spi/datafiles Remark NNMi NPS Shared
Directory; Maximum users No limit Users Caching Manual caching of documents Permission
BUSHMILLS\NpsUser, FULL

Removing share <PerfSpi>

The User Account associated with the share must be removed manually

AUTHOR

nnmEnableNpsEtl.ovpl was developed by Hewlett-Packard Company.
Return to Reference Pages Index



NAME

nnmenabl eperfspi.ovpl - set up NPS and Metrics

SYNOPSIS

Usage: nnmenableperfspi.ovpl [-f <configFile>] | [-u] | [-h]

-f: configuration file containing saved responses
-u Performa onetine upgrade from9.1x / 9.2x configuration to 10.00 configuration

-h Usage

DESCRIPTION

Utility to help configure NNM 1SPI Performance and Network Performance Server.

If no parameters are passed, interactive mode is enabled and this script will prompt for appropriate values.
The script will ask the user if they would like to use values previously recorded in a configuration response
file.

When aresponse fileis specified using -f, configuration parameters are obtained from the file.

When used with -u, parameters are obtained from a prior 9.1x / 9.2x configuration file. Default values are
used for parameters that did not exist in the earlier version. The -u mode should only be used by the product
installer and can only be run once.

If an empty parameter is given, either interactively or viaaresponse file, then a default valueisused. A
password is only requested if a username is specified.

Parameters are saved in an output file suitable for subsequent use as a configuration response file. The script
returns the name of the file created. The file contains one line per parameter, the format is 'name = value'

Response file parameters

spiHost: the host name of the Networ k Perfor mance Ser ver

This must respond to a ping. For a distributed multi-host NPS environment, this will be the host
configured with the UiBi role.

spiPort: the port number of the Network Performance Server

Default is 9300.



spiProtocol: the protocol used by the Networ k Performance Server [http|https]
Default is http.

shareType: the sharing mechanism, CIFSor NFS (linux only)
If NFSis selected the following parameters are ignored

user Name: username (or domain\\user name) for share access control
Username for share access control.

password: password for new local user
Password to use for anew local user.

shareName: share name
Share name available on the network.

sharedDir: shared directory
Directory which is shared.

Response files must be owned by the current user and accessible only by the owner or they will be regjected

AUTHOR

nnmenableperfspi.ovpl was developed by Hewlett-Packard Company.

Return to Reference Pages Index



Name

nnmhealth.ovpl — Prints NNMi health information

SYNOPSIS

nnmheal t h. ovpl [-U <user nane> -p <passwor d>] ( -print
[quiet|brief|detail ed|conclusionglverbose|agentslhistory] [-refresh] | -activate <concl usi ons> | -suppress
<concl usi ons>)

DESCRIPTION

The nnnheal t h. ovpl script prints out information about the internal health of NNM:i. It supports several
levels of output from no output, except for the return code (quiet), to the full health report (verbose).

In addition to viewing the current health of NNMi, you might use the nnnheal t h. ovpl Script to suppress or
activate individual health conclusions. The administrator might suppress health conclusionsif he or sheis
aware of the problem and does not want NNMi to report more warnings until the issue is resolved.

If the administrator modifies the suppressed list using the nnmeal t h. ovpl script, the modifications take
effect on the next health scan. The modifications to the suppressed list continue until the administrator
activates them or until the administrator restarts NNMi.

Parameters

The nnnheal t h. ovpl script supports the following options:
-u <usernane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-print <level>

Prints information about the health of NNMi. The level can be one of the following:
brief|conclusions|detail ed||qui etjagentsjverbose

If no level is specified the command will default to bri ef

-print brief: Printsthe overall system status. The value can be one of the following:



Normal

Warning

Minor

Major

Critical
-print concl usi ons: Prints the active and suppressed conclusions.
-print detail ed: Printsdetailed system health information.
-print agents: Printsthe registered agents.

-print qui et : Returns an integer value that represent the system status. The value can be one of the
following:

0 - Normal
1- Warning
2 - Minor
3-Magor

4 - Critical

-print verbose [-filter AgentList]: Printsverboseinformation for all registered agents.
Optionally you can supply alist of comma separated agent names using the-fi It er option. The
verbose output is for support use only.

-refresh

An optional argument to the - pri nt command which will cause the monitoring system to refresh its
information before returning the report.

-suppress <concl usi ons>

Configures the supplied conclusions to be suppressed until NNMi is restarted or until the conclusion is
activated again. Specify conclusions as a comma separated list. Y ou can find active conclusions using
the-print concl usi ons option.

Note that suppressing a conclusion does not imply it would otherwise be active.

-activate <concl usi ons>

Removes the supplied conclusions from the suppressed list. Specify the conclusions as a comma
separated list. You can find suppressed conclusions available to be activated by using the - pri nt
concl usi ons option.

-hel p

Prints the usage statement.



EXAMPLES

nnmheal t h. ovpl -u username -p password -print brief
Prints the overall status of NNMi.
nnmheal th. ovpl -print brief -refresh

Updates and prints the current status of NNMi. If no credentials are specified then the stored password
for the logged in user will be used.

nnmheal t h. ovpl -u usernane -p password -print detailed

Prints the current list of health warnings.

nnnheal t h. ovpl -u usernane -p password -print agents

Prints the current list of registered agents that report health related information.
nnmheal t h. ovpl -u usernane -p password -print history

Prints history information of registered health agents..
nnmheal t h. ovpl -u username -p password -suppress "SystenliowSwap, Syst enLowSwapPer cent "
Configures NNMi to skip checking the health of swap space in absolute terms and also as a percentage.
nnmheal t h. ovpl -u usernane -p password -activate "SysteniLowSwap"

Configures NNMi to resume checking for the Syst em_owSwap conclusion.

AUTHOR

nnmheal t h. ovpl was developed by Hewlett Packard Enterprise.

Return to Reference Pages Index



Name

nnmicons.ovpl — NNMi Ul Configuration

SYNOPSIS

nnni cons. ovpl -help

nnni cons. ovpl -list | -create (<i conSpec1, i conSpec?, ... > | -file<fil e>) | -update (<i conSpec1, i conSpec2, ... > | -file<file>) |-
delete (<i conNanel, i conNare2, . . . > | -file<fil e>) [-preview] [-u <user nanme> -p <passwor d>] [-jndiHOst <host Namre> Defaullt:
localhost] [-jndiPort <por t > Default: 1099]

DESCRIPTION

nnni cons. ovpl provides accessto iconsthat are stored in the NNM database. The icons can be listed, created, update and deleted.

Parameters

nnmi cons. ovpl supports the following commands:

-list
List the icons that are stored in the NNMi database
-create (<iconSpecl,iconSpec2,...> | -file <file>)
Create icons using either icon specifications or an input file.
<i conSpecl, i conSpec2,...>
comma separated list of icon specifications, wherei conSpecNis of the form: i conNane: aut hor Key|[ : <i conl mageSpec1>
[: <i conl mageSpec2>]]
Ani conl mageSpecNis of theform, si ze: pat h. si ze isthe size of the square image in pixels, and must either 16 or 32
pat h isthe file path to the image file. The image file must be either a GIF, JPEG, or PNG, and the corresponding file
suffix must be one .gif, .jpeg, .jpg, or .png
-file
Path to afile containing contain alist of i conSpecs, one per line. Blank lines and comment may also be included in the
file. Comments are denoted by a'# character at the beginning of aline.
-update (<iconSpecl,iconSpec2,...> | -file <file>)
Update icons using either icon specifications or an input file. If theicons do not exist, they will be created.
<i conSpecl, i conSpec2,...>
comma separated list of icon specifications, wherei conSpecNis of the form: i conNare: aut hor Key: <i conl mageSpec1>:
<i conl mageSpec2>: ...
Ani conl mageSpec isof theform, si ze: pat h. si ze iSthe size of the square image in pixels. pat h isthefile path to the
image file. The image file must be either a GIF, JPEG, or PNG, and the corresponding file suffix must be one .gif, .jpeg,
JPg, or .png
-file
Path to afile containing contain alist of i conSpecs, one per line. Blank lines and comment may also be included in the
file. Comments are denoted by a'# character at the beginning of aline.
-del ete (<iconNanel,iconNane2,...> | -file <file>)

Deleteicons using either icon names or an input file. If the icons do not exist, they will be ignored



<i conNanel, i conNane2, ... >
i conNaneN is the icon name associated with the icon.
-file

Path to afile containing contain alist of icon names, one per line. Blank lines and comment may also be included in the
file. Comments are denoted by a'# character at the beginning of aline.

-u <usernane>

Supply the NNMi administrator username to run the script. This script requires the NNMi administrator username unless you
use annnm properti es file. Seethe nnm properti es. 4 reference page for more information.

-p <passwor d>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator password unless you
use annnm properti es file. Seethe nnm properti es. 4 reference page for more information.

-j ndi Host <host nane>
The server jndi host; default is localhost.
-jndi Port <port>

The server jndi port; default is 1099.

EXAMPLES

Listiconsin NNMi database
nnmi cons. ovpl -1ist
Create icons using icons specifications:

_nnmicons. ovpl -create ) ) . o ) )
i conNanmel: com cust ormer. aut hor: 16: i nagel6. gi f: 32: i mage32. gi f, i conNanme2: com cust oner . aut hor: 16: anot heri magel6. gi f

Update icons using a specification file:
nnm cons. ovpl -update -f /tnp/iconSpecificationFile.txt
Delete icons using icon names:

nnnmi cons. ovpl -del ete iconNanel, i conNane2

AUTHOR

nnni cons. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: i nstal | _di r\ bi n\ nnni cons. ovpl

UNIX: $NNM_BI N nnmi cons. ovpl

SEE ALSO

Return to Reference Pages Index



Name

nnmincidentcfg.ovpl — create incident configurations from SNMP MIBs

SYNOPSIS

nnni nci dent cf g. ovpl [ [ [-loadTrapsmi b_modul e_name [-authorLabel aut hor _I abel -authorKey
aut hor _key]] | -deleteAuthor aut hor _key | -deleteCategory cat egory_key | -deleteFamily fami | y_key | -
disableAllTraps <t r ue| f al se> [-U user nane] [-p passwor d] |

DESCRIPTION

nnni nci dent cf g. ovpl isused to create incident configurations for SNMP traps defined in a TRAP-TY PE or
NOTIFICATION-TY PE macro in an SNMP MIB file. To load aMIB into NNMi for defining MIB
Expressions or to display numeric SNMP Object Identifiers as text, use the nnm oadni b. ovpl command.

The created incident will have the following values, which can then be manually updated with the NNMi user
interface:

1. Name will be set to the name of the trap/notification in the MIB file.

2. Oid will be set to the oid of the trap/natification in the MIB file.

3. Enable will be set to "true."

4. Category will be set to "Status.”

5. Family will be set to "Node."

6. Severity will be set to "Normal."

7. Message Format will be set to the name of the incident configuration.

8. Description will be set to the trap/natification description in the MIB file.

The created incident can be accessed using the Incident Configuration view. This can be further customized
asrequired.

nnmi nci dent cf g. ovpl supports a special annotation called #SUMMARY. The value for the #SUMMARY
annotation will be used as Message Format value in the created incident configuration entry. This annotation
isapplied to the MIB file just after the trap description as a MIB comment. The following shows an example
of this:

MyTrap TRAP- TYPE
ENTERPRI SE  hp
VARI ABLES {
server Nanme, trapTine, vol uneName, vol umeNum

DESCRI PTI ON "The di sk volume is out of space. Please consult
your sysop, and/or the proper manual."

- - #SUMVARY "Volunme $1 on system $2 is out of space."”



Parameters

nnni nci dent cf g. ovpl supports the following options:
-1 oadTraps <m b_nodul e_nanme>

Specify the MIB module name that has the trap definitions. nnmi nci dent cf g. ovpl parses
trap/notification definitions (TRAP- TYPE or NOTI FI CATI ON- TYPE macros) found in the MIB module, and
creates incident configurations for each entry.

- aut hor Label <aut hor _| abel >

Specifies the label of the author for the target incident configurations. Thisis an optional parameter. If
author label is specified, then author key must also be specified.

- aut hor Key <aut hor _key>

Specifies the key of the author for the target incident configurations. Thisis an optional parameter. If
author key is specified, then author label must also be specified. It is recommended that java packaging
notation with your company's domain be used, such as com exanpl e. nnm aut hor .

- del et eAut hor <aut hor _key>

It may be desirable to delete an Author that is no longer being used by the incident configuration. This
option may be used to delete an Author by specifying the Author key value as long as no
configurations reference the Author object.

- del et eCat egory <cat egory_key>

It may be desirable to delete a Category that is no longer being used by the incident configuration. This
option may be used to delete a Category by specifying the Category key value as long as no incidents
or incident configurations reference the Category object.

-del eteFami |y <famly_key>

It may be desirable to delete a Family that is no longer being used by the incident configuration. This
option may be used to delete a Family by specifying the Family key value as long as no incidents or
incident configurations reference the Family object

-di sabl eAl | Traps <true|fal se>

If t rue al traps should be loaded as disabled in the incident configuration. The default valueisf al se,
meaning the incident configuration is enabled by default.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.



EXAMPLES

nnmi nci dent cfg. ovpl -1l oadTraps "Cl SCO-VIP-M B" -aut hor Label "G sco"
com exanpl e. cI sco. nnm aut hor

nnm nci dent cf g. ovpl -1 oadTraps "npl s"

AUTHOR

nnni nci dent cf g. ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

RFC 2578 Structure of Management Information Version 2 (SMiv2)
RFCs 1155, 1212, 1215: SNMP Version 1 Structure of Management Information

RFCs 1902, 1903, 1904: SNMP Version 2 Structure of Management Information

nnmloadmib.ovpl (1M),
nnm.properties(4).
Return to Reference Pages Index
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Name

nnmincidentcfgload.ovpl — load and validate formatted incident configuration files

SYNOPSIS

nnni nci dent cf gl oad. ovpl { -loadfi | enane [-timeout t i meout ] [-memory nmenor y] [-U <user nane> -p
<passwor d>] [-jdniHost <host nane> -jdniPort <port >] } { -validatefi |l enane [-timeout t i meout ] [-
memory nenor y] [-U <user name> -p <passwor d>] [-jdniHOSt <host name> -jdniPort <port >] } { -formats
sour ceFi | ename -formatd dest i nat i onFi | enane [-U <user name> -p <passwor d>] [-jdniHOSt <host name>
-jdniPort <port >] } { -expression expr essi on }

DESCRIPTION

The nnni nci dent cf gl oad. ovpl isused to load and validate incident configuration files. These configuration
files must conform to the required t ag format described in nnni nci dent cf g. f or mat for each configuration

type.
Valid configuration types include the following:

*Mgnt Event Confi g
*Pai rwi seConfig
*Sn TrapConfig
Sys ogl\/bssageConfl g

Incident configurations must first have been created using the NNMi console or be loaded into the database
using the nnmi nci dent cf g. ovpl command.

Before using the nnmi nci dent cf gl oad. ovpl command, do one of the following:

*Use the nnm nci dent cf gdun‘p ovpl command to create a formatted file. Edit the incident
configurations using the required format described in nnmincidentcfg.format.

*Use an editor to create the formatted file with all required tags and nodifications using
the format requirenments described in nnmncidentcfg.fornmat.

When using the nnni nci dent cf gl oad. ovpl command, note the following:

*To avoid errors, |f you need to edit conplex incident configurations, use the

nnmi nci dent cf g. OVE command to create the formatted file rather than using a text editor.
;Thebcontent of the formatted file replaces the configurations that are stored in the NNM
at abase

*The nnm nci dent cf gl oad. ovpl also re-formats the incident configuration file b?/ i nserting
whi te space where needed to clarify the format hierarchy. This re-formatted file does not
contain any original comrents.

Parameters

nnni nci dent cf gl oad. ovpl supports the following options:

-l oad <fil enane>

L oads the formatted incident configuration file you specify into the NNMi database. Invalid file



formats are not loaded into the NNMi database. NNMi reports each validation error, including the line
number and error.

-val idate <fil ename>

Displays the line number and validation error for all errors encountered in the formatted incident
configuration file you specify. It does not load the incident configurations into the NNMi database.

-formats <sourceFi | enane>

Formats the file you specify and writes the file to the filename specified using - f or mat d
<desti nati onFi | enanme>.

-formatd <destinati onFi |l ename>

Specifies the filename that will contain the formatted version of - f or mat s <sour ceFi | enane>.
- expressi on <expressi on>

Validates the specified expression.
-ti meout <tineout>

Specifies the transaction time out in seconds that NNMi should use for the nnmi nci dent dunp. ovpl
command.

-menory <menory>

Specifies the maximum heap size in Megabytes (MB). The minimum <nenor y> valueis 512 MB. The
default <menor y> valueis 1536 MB.

-u <user nane>

Supply the NNMi administrator password to run the script. Required unless a nnm.properties(4) file
exists.

-p <password>

Supply the NNMi administrator password to run the script. Required unless a nnm.properties(4) file
exists.

-j ndi Host <host nane>
The server INDI host. The default valueis| ocal host .
-j ndi Port <port>

The server INDI port. The default value is 1099.

EXAMPLES

Load an incident configuration file:
nnm nci dent cf gl oad. ovpl -1oad dunped-config.tag
Validate an incident configuration file:

nnm nci dent cf gl oad. ovpl -validate nodified-config.tag



Reformat an incident configuration file:

nnm nci dent cf gl oad. ovpl -formats customtag -formatd formatted-output.tag
Validate an expression string:

nnm nci dent cf gl oad. ovpl -expression "ciaNanme |ike \"whatTinelslt\""

The following example configuraton file contains al of the required tags for an incident configuration of type
SnnpTrapConfig :

*Configurati on'l\I'X/pe:SnrrpTr apConfig
*Nane ni mal i st TrapConfi g
*Od.1.3.4.5.6
- Aut hor
- Key com cust omner . aut hor
- Cat egory
-Key com hp. nns.inci dent. cat egory. Faul t
-Famly
-Key com hp. nns.incident.fanily. Node
- MessageFor mat Cust om nessage for mat
-Severity M NOR

The following example adds an action to the SNMP Trap Incident configuration:

*Configurati oane:SanpTr apConfig
*Nane ni mal i st TrapConfi g
*Od .1.3.4.5.6
- Aut hor
- Key com cust oner . aut hor
- Cat egory o
- Key com hp. nns.inci dent. category. Faul t
- ActionConfiguration
- Actions
-Acti on
-Command echo "hello" > /tnp/hello.test
- CommandType SCRI PT_OR _EXECUTABLE
-Li fecycl eState I nProgress
-Famly
-Key com hp. nms. incident.fam|y. Node
- MessageFor mat Cust om nmessage for mat
-Severity M NOR

AUTHOR

nnni nci dent cf gl oad. ovpl was developed by Hewlett Packard Enterprise.

FILES

NNMi provides example configuration files and a description of the valid formats in the following directory:

W ndows: install _dir\exanpl es\nnmincidentcfg
UNI X: / opt/ OVl exanpl es/ nnni i nci dent cfg

SEE ALSO

nnmincidentcfgdump.ovpl (1M) .
nnmincidentcfg.format (4) .
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Name

nnmincidentcfgdump.ovpl — copies incident configuration data from the database into at ag formatted file.

SYNOPSIS

nnni nci dent cf gdunp. ovpl { -dump <fi | ename> [-authorKey <aut hor (s) > | -name <nanes( s) > | -0id <oi d
pattern(s)>|-mib<nib nane(s)>] [-type <t ype(s)>] [-timeout <t i meout >] [-memory <nmenory>] [-u
<user nane> -p <passwor d>] [-jdniHOst <host nane> -jdniPort <port >] } { -listAuthors[-u <user nane> -p
<passwor d>] [-jdniHost <host nane> -jdniPort <port >] }

DESCRIPTION

nnni nci dent cf gdunp. ovpl isused to copy incident configurations from the database into at ag formatted
file. These configuration files can be edited and loaded back into the database by using
nnni nci dent cf gl oad. ovpl .

Valid configuration types include the following:

*Mgnt Event Confi g
*Pai rwi seConfig

*SnpTr apConf i
*a/gFogl\/bssage%onfi gl

Incident configurations must first have been created using the NNMi console or be loaded into the database
using the nnmi nci dent cf g. ovpl command.

Parameters

nnmi nci dent cf gdunp. ovpl supports the following options:
-dunmp <fil ename>

Specifies the destination file to which the incident configurations will be copied. If thisfile exists on
the filesystem before the configuration is copied, the user will be notified to deleteit.

- aut hor Key <aut hor (s) >

Specifies the author keysto include in the formatted configuration file. All configurations which are
tied to the specified author keys are included. If this argument is not provided all author keys are
included.

Cannot be used with the - nane, -oid, or -ni b parameters
- name <nane(s) >

Specifies one or more incident configuration names to include in the formatted configuration file. All
configurations with matching names will be included. If this argument is not provided all incident
configurations for the specified type are included.



Cannot be used with the - aut hor Key, -oid, or -mi b parameters

-oid .<oid pattern(s)>

Specifies one or more Object Identifier (OID) patterns to be included in the formatted configuration
file. The OID Pattern must follow these syntax requirement:

*Can contai n one Wlld card "*".
*Must start with'
*Can contain only nunbers or wild card separated by "

Cannot be used with the - nane, -authorKey, -nib, or -type parameters
-mb <m b names(s)>

Specifies the MIB module that must be contained in an incident configuration to be included in the
formatted configuration file. Note the following requirements for the M1B module name:

*Must al ready exist in the NNM dat abase.
*Must al ready have traps |loaded in the NNM dat abase.

Cannot be used with the - nane, -aut horKey, -oid, or -type parameters
-type <type(s)>

Specifies one or more configuration types to include in the formatted configuration file. Only the
configuration types that are specified are included. If this argument is not provided all configuration
types are included.

Valid configuration types include the following:

NOTE: Configuration types are not case sensitive.

*Mgnt Event Confi g

*Pai rwi seConfig
*SanPTr apConfig

*Sys ogl\/bssageConfl g

Cannot be used with the - oi d, or -mi b parameters
-timeout <timeout>

Specifies the transaction time out in seconds that NNMi should use for the nnni nci dent dunp. ovpl
command.

-menory <menory>

Specifies the maximum heap size in Megabytes (MB). The minimum <menor y> valueis 512 MB. The
default <menor y> valueis 1536 MB.

-u <usernane>

Y ou must supply the administrator (Windows) or root (UNIX) username to run the script. Required
unless a nnm.properties(4) file exists.

-p <password>

Y ou must supply the administrator (Windows) or root (UNIX) password to run the script. Required
unless a nnm.properties(4) file exists.



-j ndi Host <host nane>
The server INDI host. The default valueis| ocal host .
-jndi Port <port>

The server INDI port. The default value is 1099.

EXAMPLES

Include the entire Events configuration:

nnm nci dent cf gdunp. ovpl -dunp full-dunp.tag
Include all Management and Snmp Trap configurations:

nnm nci dent cf gdunp. ovpl -dunp type-dunp.tag -type Mynt Event Config SnnmpTrapConfi g
Include all NNMi and Customer Event configurations:

nnm nci dent cf gdunp. ovpl -dunp nnm and- cust orer - aut hor - dunp. t ag - aut hor Key
com hp. nns. aut hor . nnm com cust oner . aut hor

Include all NNMi Management Event configurations:

nnmi nci dent cf gdunp. ovpl -dunp aut hor-type-dunp. tag -authorKey
com hp. nns. aut hor. nnm -type Mnt Event Confi g

Include the following named configurations, NodeDown and DuplicateCorrel ation:
nnm nci dent cf gdunp. ovpl -dunp names-dunp.tag -name NodeDown Dupli cateCorrel ation

Include all trap configurations that were loaded by the CISCO-VTP-MIB to atag file named
ciscoVtpMib.tag:

nnm nci dent cf gdunp. ovpl -dunp ciscovipMb.tag -m b Cl SCO VTIP-M B
Include the SnmpLinkDown/Up trap configurations:

nnm nci dent cf gdunp. ovpl -dunp snnpLi nkDownAndUp.tag -oid .1.3.6.1.6.3.1.1.5.3
.1.3.6.1.6.3.1.1.5. 4

Include all LinkDown trap configurations (This includes CiscoLinkDown):
nnm nci dent cf gdunp. ovpl -dunp |inkDownTraps.tag -oid .1.3.6.1.6.3.1.1.5.3.*

Include all CiscoSNMPTrap configurations:

nnm nci dent cf gdurrp ovpl -dunp ci scoSnnpTraps.tag -oid
.1.3.6.1.6.3.1.1.5.*.1.3.6.1.4.1.9

List all available author key / label pairs

nnm nci dent cf gdunp. ovpl -1i st Authors

AUTHOR



nnni nci dent cf gdunpovpl was developed by Hewlett Packard Enterprise.

FILES

Configuration formats, and example configuration files for each configuration type are provided under the
following directories.

W ndows: install _dir\exanpl es\nnmincidentcfg:
UNI X: /opt/ OVl exanpl es/ nnnii nci dentcfg

nnni nci dent cf gdunpovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmincidentcfgload.ovpl (1M) .
nnmincidentcfg.format (4) .
Return to Reference Pages Index



Name

nnmkeytool.ovpl — Key and Certificate Management Tool for NNMi

SYNOPSIS

nnnkeyt ool . ovpl [ commands]

DESCRIPTION

The nnnkeyt ool . ovpl enablesNNMi administer to use all java keytool commands without knowing

provi der parameters. nnmkeytool uses keytool to store keys and certificates in a so called keystore. The
default keystore is afile and protected with a NNMi specific password. nnikeyt ool . ovpl should be used for
PKCS#12 keystore type only.

COMMANDS

Displaying Data

-list [-alias <alias>] -storetype <storetype> -keystore <keystore> [-storepass
<st orepass>]

Prints contents of keyst or e entry identified by al i as and st or et ype as PKCS12.It uses keytool
options internally and add security provider information to genarate output. The output format is same
as keytool output format.

-printcert -file <cert file> -storetype <storetype> [-rfc]

Reads the certificates from thefilecert _fi | e and prints either in human readable format or RFC style
with help of keytool. st or et ypeshould be PKCS12 only.

-printcertreq -file <filenane> -storetype <storetype>

Prints the contents of certificate request filef i | ename with st or et ypeas PKCS12.

Managing the Keystore

-genkeypair -alias <alias> -keyal g <keyal g> [-keysi ze <keysize>] [-sigalg <sigalg>] [-
dname <dnane>] [-keypass <keypass>] -validity <val Days> -storetype <storetype> -keystore
<keystore> [-storepass storepass]

Generates akey pair (apublic key and associated private key).It uses keytool optionsinternally and
add security provider information to genarate output.st or et ype is aways PKCS12 as user input.

-certreq -alias <alias> [-sigalg <sigalg>] -file <certreq_file> [-keypass <keypass>] -
storetype <storetype> -keystore <keystore> [-storepass <storepass>]

Generates a Certificate Signing Request (CSR).1t uses keytool options internally and add security
provider information to genarate CSR in PKCS#12 format.st or et ype isaways PKCS12 as user input.

-inportcert -alias <alias> -file <cert_file> [-keypass <keypass>] -trustcacerts -storetype



<storetype> -keystore <keystore> [-storepass storepass]

Reads the certificate or certificate chain from thefilecert _fil e, and storesit in the keystore entry
identified by al i as. st or et ype isaways PKCS12 as user input. Security provider information was
added internally and transparent to user of thistool.

-inport keystore -srckeystore <nnnkeystore> -destkeystore <nnmPl2store> -srcstoretype
<§toreT§pe> -dest storetype <dStoreType> -srcprovi dernanme <sprovi der> -destprovi der name
<dpr ovi der >

Migrates NNMi users from old keystore format to new PKCS12 format. Internally the command uses
keytool options. nnirkeyst or eislegacy keystore file and nnnP12st or e isnew keystore filewhich isin
PKCS12 format. Only JKSis allowed asst or eType. Only PKCS12 is alowed as dst or eType. Allowed
input for sprovi der 1S SUN and dpr ovi der is JsafeJCE.

-changealias -alias <alias> [-destalias destalias] [-keypass key- pass] -storetype
<storetype> -keystore <keystore> [-storepass storepass]

Move an existing keystore entry from the specified aliasto anew alias, dest al i as. Internaly the
command uses keytool options with provider as JsafeJCE.Only supported st or et ype is PKCS12.

-delete -alias <alias> -storetype <storetype> -keystore <keystore> [-storepass
<st or epass>]

Deletes from the keystore the entry identified by al i as. Internally the command uses keytool options
with provider as JsafeJCE. Only supported st or et ype is PKCS12.

-exportcert -alias <alias> -storetype <storetype> -keystore <keystore> [-storepass
<storepass>] [-rfc] -file <fil enane>

Exports certificate in binary encoding format by default.A certificate in the printable encoding format
isavailable with -rfc option.Internally the command uses keytool options with provider as JsafeJCE.
Only supported st or et ype iS PKCS12.

-genseckey -alias <alias> -keyal g <keyal g> -keysi ze <keysi ze> [-key-pass <keypass>] -
storetype <storetype> -keystore <keystore> [-storepass storepass]

Generates a secret key and storesit in a new KeyStore.SecretKeyEntry identified by al i as.Internally
the command uses keytool options with provider as JsafeJCE. Only supported st or et ype is PKCS12.

-gencert [-rfc] -infile <infile> -outfile <outfile> -alias <alias> -sigalg <sigalg> - dnane
<dnane> -startdate <startdate> -validity <val Days> -keypass <keypass> -keystore <keystore>
[-storepass storepass] -storetype <storetype>

Generates certificate from a certificate request. Internally the command uses keytool options with
provider as JsafeJCE. Only supported st or et ype is PKCS12

-inportpass -alias <alias> -keypass <arg> -keyal g <keyal g> - keysi ze <keysi ze> -keystore
<keyst ore> -storepass <arg> -storetype <storetype>

Imports a password.Internally the command uses keytool options with provider as JsafeJCE. Only
supported st or et ype is PKCS12

-keypasswd -alias <alias> [-keypass <ol d_keypass>] [-new <new keypass>] -storetype
<storetype> -keystore <keystore> [-storepass <storepass>]

Changes the password under which the private/secret key identified by aliasis protected, from
ol d_keypass to new _keypass.Internally the command uses keytool options with provider as JsafeJCE.
Only supported st or et ype is PKCS12



RETURN VALUE

nnnkeyt ool . ovpl returnsthe appropriate output shown in the above COMMANDS section.

AUTHOR

nnnkeyt ool . ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

None

Return to Reference Pages Index



Name

nnmldap.ovpl — reload or view LDAP configuration.

SYNOPSIS

nnm dap. ovpl -reload | -info | -diagnose <user name> | -encrypt <passwor d>

DESCRIPTION

nnn dap. ovpl isascript that enablesyou to reload, view or diagnose changes to the Lightweight Directory
Access Protocol (LDAP) sign-in configuration without restarting jboss.

Parameters

nnm dap. ovpl supports the following options:
-info
Displaysthe LDAP configuration, such as

Confi gurati on=provi der URL: "I dap: // exanpl e. com 636/ ". Nunber of avail able Incident
assi gnnent users: 0

-rel oad
Reloads the LDAP configuration.

- di agnose <user nane>

Verifies configuration in the Idap.properties file by attempting to access <user nane> in the Directory
Service using the LDAP configuration parameters. This command will respond with information to
help you diagnose LDAP configuration problems.

<user name> must be avalid username in the Directory Service. It is the same name that is used in the
NNMi console username prompt of the NNMi login screen.

-encrypt <password>

Encrypts the supplied LDAP bind password so that it can be safely stored inthel dap. properti es file.

The output of this command should be copied into the bi ndCr edent i al property in the
| dap. properti es file. Encrypted passwords start with the { ENC} prefix.

Encrypted passwords can only be decrypted by the same NNMi which created them. If the databaseis
reset or the properties are copied to anew NNMi system then this command will need to be re-run to
generate a new encrypted password. The exception to thisisif you are using NNMi in an application
failover or High Availability (HA) configuration. In application failover or HA configurations, the
encrypted password generated by the nnm dap. ovpl script isvalid on both NNMi management servers



(since the database is the same on both NNMi management servers).

EXAMPLES

nnm dap. ovpl -info

Returns the current LDAP configuration.
nnm dap. ovpl -rel oad

Reads modifications to the Idap.properties file (such as enabling or disabling LDAP).
nnm dap. ovpl -di agnose <usernanme>

Shows configuration parameters for the ldap.properties file, and verifies that information can be
extracted from the Directory Service.

nnm dap. ovpl -encrypt password

Returns the encrypted value of the supplied password string. For example:
{ ENG} Mynb1w007XYYenHvAFf 3dQ==

AUTHOR

nnni dap. ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmsso.ovpl(1M), Idap.properties(4).
Return to Reference Pages Index



Name

nnmlicense.ovpl — administer Network Node Manager licensing

SYNOPSIS

nnni i cense. ovpl [-h|-help]
nnni i cense. ovpl [ <PRODUCT> [-nosync] [(-g|-gui)|(-install|-f <lic_file>]]

The-f|-install optioninstallslicense passwords into the licensing database.

DESCRIPTION

nnni i cense. ovpl provides license management for HP Network Node Manager (NNM:i). License
management includes the ability to retrieve license passwords from Hewlett-Packard, installing license
passwords from afile, the removal of license passwords, and reporting valid licenses.

There are two steps to adding a license: updating the license database and notifying the running NNMi
processes that new license information is available. The - nosync option performs the former but does not
notify NNMi. If the - nosync option is not specified, the running NNMi system is automatically notified; it is
not necessary to stop and restart NNMi.

The - nosync option allows you to perform multiple licensing tasks (e.g. removing alicense and installing a
replacement license). Y ou then notify NNMi with the following:

nnm i cense. ovpl NNM

The - g| - gui option opens the license management GUI, which provides access to most license management
capabilities:

Retrieve/lnstall License Key
Enables alicense password to be retrieved from Hewlett-Packard.
Install/Restore License Key
Installs license passwords from atext file.
Request License Key through Email/Fax
Provides the ability to to request alicense for systems that cannot transfer data to Hewlett-Packard.
Report License Key
Reports license information for the particular product.
Backup License File

Enables the backing up of alicense file before installing or removing licenses.



Remove License Key

Removes license keys (usually temporary or emergency licenses provided by Hewlett-Packard).
Recover License Key

Adds back licenses that were previously removed.

The license management GUI enables multiple operations before updating the running NNMi system. For
example, you can replace alicense by removing the old license, and then adding a new onein its place.

Parameters

PRODUCT
The short name for the product being licensed.
- hosync
Prevents synchronization with the running NNMi system.
-9] - gui
Starts the license management GUI.
-fl-install <lic_file>

Install the license contained in the specified license file

EXAMPLES

To install alicense password contained in afile named "license.txt", perform the following:

$Nnm nstal I Dir/ bi n/ nnm i cense. ovpl NNM -f license.txt

Thiswill update the license database and notify NNMi of the licensing change. To avoid notifying NNMi, the
-nosync option can be provided:

$Nnm nstal I Dir/ bi n/ nnm i cense. ovpl NNM -nosync -f |icense.txt

The following example demonstrates replacing alicense with a new one. Suppose the customer is given a
temporary license for the NNM product, with a capacity of 500 nodes. Sometime later this customer receives
thelir official license. The temporary license must first be removed the permanent license is accepted. This can
be done using the license management GUI. First remove the temporary license (Remove License Key), and
then add the permanent license (Install/Restore License Key). The running NNMi system is updated when
they exit the GUI.

AUTHOR

nnni i cense. ovpl was developed by Hewlett Packard Enterprise.



FILES

$Nnm nstal | Di r/ mi sc/ ns/ | i ¢/ NNM pdf
Product definition file used by licensing.
$NnnDat aDi r/ shar ed/ nnmi conf /| i censi ng/ NNM bi n

Data file representing the license information that is consumed by ovj boss.
<drive>:\Program Files (x86)\ Common Fil es\ Hewl ett- Packar d\ HPOv/LI C
Program files and data files for licensing on Microsoft Windows systems.
[ opt/ OV/ HPOvLI C
Program files for licensing on UNIX-based systems.
/var/ opt/ Ov/ HPOvLI C

Datafiles for licensing on UNIX-based systems.

SEE ALSO

Installation Guide for future details on licensing.

Return to Reference Pages Index



Name

nnml oadinterfacegroups.ovpl — script to load Interface Group definitions from a comma-separated values
(CoV)file.

SYNOPSIS

nnm oadi nt er f acegr oups. ovpl [-7] [-U <user name> -p <passwor d>] [-r true | false] -f <csv_fi | ename>

DESCRIPTION

NOTE: This script will do as much validation as possible on the comma-separated values (CSV) file before
injecting data in the NNMi data store.

The nnni oadi nt er f acegr oups. ovpl script loads Interface Group definitions from a comma-separated values
(CSV) file, such asa.csv file exported from Microsoft™ Excel. This script is useful if you have alarge
amount of interface data defined in an external data store, and you want to load it into the NNMi database as
Interface Group definitions. After loading the contents of the .csv file into NNMi, you can use the Interface
Group form to further refine the definition of each Interface Group.

Parameters

nnn oadi nt er f acegr oups. ovpl supports the following options:
-2
Prints the usage statement.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-r true | false

Back up the existing Interface Group configuration before using this option.

-r fal se (the default setting) meansif the Interface Group Name already exists in the NNMi database,
the nnmloadinterfacegroups.ovpl command does not change the previous settings.

-r true meansall the settings for any existing Interface Group with the same Name (column 1) are
overwritten with the valuesin your CSV file. Caution: thisis not amerge, it is a complete replacement



of that Interface Group configuration.
-f <csv_fil ename>

Enter the CSV file name and the path for the CSV file.

Syntax of Comma-Separ ated File

NOTE: Fields containing special characters such as newlines, commas or quotes should be surrounded by
double-quotesin the CSV file. Fields containing embedded double-quote characters must also use the
escaped form of two double-quote characters in the field which is surrounded by double-quotes as specified
by RFC 4180 - Common Format and MIME Type for Comma-Separated Values (CSV) Files.

The CSV file you supply must have the following syntax:
Required. Column 1. Y ou must provide a value for the Interface Group Name.
Optional. Columns 2-7 are optional. Leave any combination of these columns blank.

Y ou do not need to add a comma to indicate the end of Column 7. No semicolon ;" is required at the end of a
list of valuesina CSV field within a column (between commas",").

NNMi combines the results of all settings in the following manner:

1. NNMi first evaluates any ifType Filters (column 6). Interfaces must match at least one
specification to belong to this Interface Group.

2. NNMi then evaluates any Additional Filters (column 7). Interfaces must also pass all
Additional Filters specifications to belong to this Interface Group.

3. If aNode Group (column 5) is specified for this Interface Group, any interface in this group
must be contained in a node that is a member of that Node Group.

Empty lines or lines starting with a# character are ignored as comments. Add the following comment to line
1 to make it easy to remember the syntax for each required column.

#lnterfaceGroupName,[Notes]|,[ AddtoFilterList],[ AddtoPerformanceFilterList],[NodeGroupName],
[ifTypel;...], [Additiona Filters]

e Column 1(A) : Interface Group Name

Required. Specify the Name of the Interface Group you want to import. (This becomes the
Name attribute value in the Interface Group form.)

e Column 2(B) : Notes

Optional. Describe the Interface Group in your own terms. (This becomes the Notesfield
text in the Interface Group form.)

e Column 3(C) : Addto View Filter List
Optional. Setsthe Add to View Filter List field of the Interface Group form.

1 (the default setting) this Interface Group is available in the drop-down filter



list when viewing tables, such asthe All Interfaces table.
0 do not include this Interface Group in the view drop-down filter list.

Recommendation: Set thisvalueto 1 only for the most commonly used Interface Groups.
Avoid too many Interface Groups or the view filter list istoo long and difficult to use.

e Column 4(D) : Add to Performance Filter List

Optional. Setsthe NNMi iSPI Performance Add to Filter List field of the Interface Group
form.

0 (the default setting) this Interface Group is not available as afilter in NNM
iSPI Performance reports.

1 this Interface Group appears in the Optional Filters selection panel of the
NNM iSPI Performance reports.

Recommendation: Set thisvalueto 1 only for Interface Groups that are needed asfiltersin
NNM iSPI Performance reports.

e Column 5(E) : Node Group Name
Optional. The specified Node Group serves as afilter for this Interface Group.

Note: If you specify a Node Group, the Node Group must already exist in the NNMi
database.

e Column 6(F) : ifType Filters
Optional. Add if Type Filters settings, separated by semicolon ;" (After importing, these
specifications appear on the if Type Filters tab of the Interface Group form.) Each if Typeis
identified by the if Type name.
Provide the exact if Type name as it appears in the NNMi console.
Example entriesfor if Type Filters:
o ds0;ds0Bundle;dsl;ds1FDL ;ds3;g703at2mb
o ppp;pppMultilinkBundle;propPointToPointSerial;dlip
o ethernetCsmacd

e Column 7(G) : Additional Filters

Optional. Specify additional filter expressions used to further define the interfaces to be
included in an Interface Group. The format of additional filtersis:

1. Define afilter condition operator and its associated filter conditions within
amatching set of parentheses.

2. Define afilter by specifying the filter attribute followed by afilter operator
and then finally by the filter value.



All filter attributes and operators that are available in the interface group form are
supported. Multiple filter values can be specified by using a": ' to separate them while
multiple filters for afilter condition operator will be separated by a'; '. A spaceisused to
separate afilter attribute and the filter operator and a space is also used to separate afilter
operator and the filter value.
Filter Attributes:

o ifAlias

o ifDesc

o iflndex

o ifName

o ifSpeed

o hostedOn

o ipAddress

o isSnmplnterface

o sysOidinterface

o devCategorylnterface

o devVendorlnterface

o devFamilyInterface

o customAttrName

o customAttrValue

o capability

o vlanld

o vlanName

o ipPhysAddress

o configuredDuplexSetting
Filter Operators:

o I=

o >

o >=

o <



o is_not_null
o is null
o like
o not_between
o not_in
o not_like
Filter Condition Operators:
o AND
o OR
o NOT

EXISTS

[e]

[e]

NOT_EXISTS
Examples:

o (AND hostedOn |ike *.myconmpany.com (OR (EXI STS (AND cust omAttr Nane =

(
circuit; customAttrValue = 12 (EXI STS (AND customAttrName =
circuit; customAttrValue = 15 ) )

o (AND hostedOn |ike *.myconpany.com (EXI STS (AND cust omAttr Name =
circuit; customAttrValue in 12:15) ) )

o hostedOn |ike *.nyconpany.com

[e]

ifAlias =" Alias with leading and trailing spaces "

ifAlias

[e]

Alias with enbedded \"doubl e quotes\"

These examples show the field value as it should be entered in atool, like Microsoft Excel,
which creates CSV files with correct formatting. When formatting CSV files by hand the
rules specified in RFC 4180 should be followed, resulting in files such as:

"W Goup",,,,,, "ifAlias = Alias with enbedded \""double quotes\"""

When entering filter values, avoid using the special characters™', (', )", "and’; ". If you need
to use these special characters then escape them with a'\'. For example:



e 'Circuit:57' must be entered as 'circuit\:57'

e 'circuit(57)" must be entered as 'circuit\(57\)'
e ‘circuit"57"" must be entered as ‘circuit\"57\"'
e 'circuit;57' must be entered as ‘circuit\;57'

e ‘circuit\:57' must be entered as 'circuit\\\:57'

These examples show the field value as it should be entered in atool, like Microsoft Excel,
which creates CSV files with correct formatting. When formatting CSV files by hand the rules
specified in RFC 4180 should be followed, resulting in files such as:

"My Goup",,,,,, "ifAlias = circuit\(57\)"

"M Goup",,,,,, "ifAlias = circuit\""57\"""

Use of Microsoft Excel

Microsoft Excel isauseful tool to create comma-separated files, but .csv files do not maintain their column
width, comments, and other spreadsheet options. HP recommends that you store a

nnn oadi nt er f acegr oups. ovpl input file asanative .xIs format, then complete aFi | e: Save As. ..
command to create a.csv file. You can then add Excel comments to the file, make columns wider, and do not
need to escape the comma character.

Note that typing acommain aline after aleading # in Microsoft Excel generates a non-commented entry
when the .xIsfileis saved as a.csv file (creating a Interface Group with a Name starting with the # character).

EXAMPLES

Sample CSV file contents:

Point to Point Interfaces, Point to Point Interfaces are usually associated with dial-
up., 1,1, , ppp; pppMil tilinkBundl e; propPoi nt ToPoi nt Seri al ;slip

To load the Interface Groups from a CSV file without overwriting any existing Interface Group that matches
aName defined in column 1 of your CSV file:

nnm oadi nt er f acegr oups. ovpl -u system -p nyadm npasswd -f /tnp/test.csv

To load the Interface Groups from a CSV file, and overwrite any existing Interface Group that matches a
Name defined in column 1 of your CSV file (Caution: thisis not amerge, it is acomplete replacement of that
matching Interface Group's configuration):

nnm oadi nt erf acegroups. ovpl -u system -p nyadm npasswd -r true -f /tnp/test.csv

AUTHOR

nnm oadi nt er f acegr oups. ovpl was developed by Hewlett Packard Enterprise.



FILES

Windows: %\NM Bl N%a nnmi oadi nt er f acegr oups. ovpl

UNIX: $NNM Bl N nnni oadi nt er f acegr oups. ovpl

SEE ALSO
nnmconfigimport.ovpl(1M), nnmloadnodegroups.ovpl (1M), nnm.properties(4).

Return to Reference Pages Index



Name

nnml oadipmappings.ovpl — load overlapping I P address information

SYNOPSIS

nnm oadi pmappi ngs. ovpl -f mapping fil e [-U <user nane> -p <passwor d>] [-jndiHOSt <host Nane>
Default: localhost] [-jndiPort <por t > Default: 1099]

DESCRIPTION

nnm oadi pmappi ngs. ovpl alows customer to load | P address mappings configured in static NAT
[RFC2663] environment from atext file. The loaded mappings will be populated into the corresponding |P
Address inventory.

The -f option accepts afile with a single entry specified per line. Each line has the following format:
Tenant Nane, "Public | P Address”,"Private | P Address”
Where:

Tenant Name = The name of atenant. Publ i ¢ 1 P Address = A specific NATed IPv4 address exposed to the
ourside network. Pri vate | P Address = A specific internal 1Pv4 address corresponding to the NATed
public IP address.

Comments can be deliminated with a# character.

Note that one public IP address can only map to one private | P address in atenant. Same for the private |P
addressin atenant, it only can map to one public I P address. However, multiple mappings on adeviceis
supported.

Parameters

The nnm oadi pmappi ngs. ovpl command recognizes the following parameters and options:
-f mapping file

Specify atext file to read the |P Address mappings from.
-u <user nane>

Supply the NNMi administrator password to run the script. Required unless a nnm.properties(4) file
exigts.

-p <password>

Supply the NNMi administrator password to run the script. Required unless a nnm.properties(4) file
exigts.



-j ndi Host <server Name>
The server INDI host; default is| ocal host .
-jndi Port <port>

The server INDI port; default is 1099.

EXAMPLES

Load IP address mappings from afile name that is named Tenant1M appings.txt:
nnm oadi pmappi ngs. ovpl -f /tnp/ Tenant 1Mappi ngs. t xt
Load IP address mappings from afile name that is named Tenant2M appings.txt with username and password:

nnm oadi prmappi ngs. ovpl -u usernane -p password -f /tnp/ Tenant 2Mappi ngs. t xt

AUTHOR

nnn oadi pmappi ngs. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: i nstal | _di r\ bi n\ nnm oadi pmappi ngs. ovpl

UNIX: $NNM _BI N nnni oadi pmappi ngs. ovpl



Name

nnmloadattributes.ovpl — load custom attributes from a comma separated values (CSV) file or line for
Nodes, Interfaces, and PhysComps (Cards/Chassis).

SYNOPSIS

nnm oadattributes. ovpl [-7] [-r<true | false>]-t<type>(-f <path & filenanme of csv file>)|(-S
<"csv formatted |ine">)[-U<usernane>-p <passwor d>] [-jndiHOst <host Nane> Default: localhost] [-
jndiPort <por t > Default: 1099]

DESCRIPTION

nnm oadat t ri but es. ovpl alows custom attributes to be loaded from a comma separated values (CSV) file,
such asa.csv file from Microsoft™ Excel. This command is useful if you have alarge number of nodes,
interfaces, or phys comps that are defined in an external datastore, and you would like to load these attributes
into NNM. For nodes, after loading into NNM you can use the Node Group forms to group nodes according
to their custom attributes.

Parameters

nnm oadat t ri but es. ovpl supports the following options:
-2

Prints the usage statement.
-r <true | false>

Existing attribute values are not changed unless this argument is provided with the value of true.
-t <type>

Supply the object type to load attributes on. Must be either "node”, "interface”, or " physcomp".
-f <path & filename of csv file>

Supply the CSV file name (with path, e.g. /tmp/csvfile.csv) that contains the custom attributes to load.
-s <"csv formatted |line">

Supply asingle CSV formatted line. Eliminates the need to create afile for a small change.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>



Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Name>

The server INDI host; default is| ocal host .
-j ndi Port <port>

The server INDI port; default is1099.

Syntax of Comma Separ ated File For Node Attributes

The CSV file you supply must have the following syntax for adding attributes on Nodes.
Empty lines are ignored.
Lines that being with the # character are ignored.
e Column 1(A) : Node DNS|IP Address
Specify the DNS name of the node OR the IP address. Thisfield is compulsory.
e Column 2(B) : Attribute Name
The name of the custom attribute.
e Column 3(C) : Attribute Value
The value of the custom attribute.

Additional attribute name and value pairs may be specified on the same line or on a separate line with the
same node DNS | IP Address.

Examplelines:
192.168.1.1,L ocation,Building Five Upper,Service Type,eCommerce
192.168.1.1,Asset Tracking,N1234

192.168.2.2,L ocation,Fort Collins,Service Type,| T,Asset Tracking,F4321

Syntax of Comma Separ ated File For Interface Attributes

The CSV file you supply must have the following syntax for adding attributes on Interfaces.
Empty lines are ignored.
Linesthat being with the # character are ignored.

e Column 1(A) : Node DNS|IP Address



Specify the DNS name of the node OR the IP address. Thisfield is compulsory.

e Column 2(B) : Interface Id
Specify the identifier of the interface on the node specified in the previous field. The value
may be the interface index, alias, name or description and is searched in this same order.
All matching interfaces will have the attribute(s) loaded. Thisfield is compulsory.

e Column 3(C) : Attribute Name
The name of the custom attribute.

e Column 4(D) : Attribute Value
The value of the custom attribute.

Additional attribute name and value pairs may be specified on the same line or on a separate line with the
same node DNS | IP Address and Interface Id.

Examplelines:
192.168.1.1,1001,L ocation,Building Five Upper,Service Type,eCommerce
192.168.1.1,1001,Asset Tracking,N1234

192.168.2.2,A1,Location,Fort Collins,Service Type,| T,Asset Tracking,F4321

Syntax of Comma Separ ated File For PhysComp Attributes

The CSV file you supply must have the following syntax for adding attributes on PhysComps
(Cards/Chassis).

Empty lines are ignored.
Lines that being with the # character are ignored.
e Column 1(A) : Node DNS | IP Address
Specify the DNS name of the node OR the IP address. Thisfield is compulsory.
e Column 2(B) : PhysComp Id
Specify the identifier of the phys comp on the node specified in the previousfield. The
value may be the phys comp physical index, name or description and is searched in this
same order. All matching phys comps will have the attribute(s) loaded. Thisfield is
compulsory.
e Column 3(C) : PhysComp Type
The name to identify the type of PhysComp. "card" and "chassis' are valid types.

e Column 4(D) : Attribute Name



The name of the custom attribute.
e Column 5(E) : Attribute Value
The value of the custom attribute.

Additional attribute name and value pairs may be specified on the same line or on a separate line with the
same node DNS | IP Address, PhysComp Id, and PhysComp Type.

Examplelines:
192.168.1.1,7,chassis,L ocation,Building Five Upper,Service Type,eCommerce
192.168.1.1,7,chassis,Asset Tracking,N1234

192.168.2.2,/AmdFE,card,L ocation,Fort Collins,Service Type, T,Asset Tracking,F4321

Error Codes

There are several error codes that help identify problems:
e INFO : information message.
e ATTR_ERROR : A problem was found with the specified attribute.
o« DEL_FAIL_ERROR : An attempt to delete the specified attribute failed.
o OBJECT_ERROR : The specified object was not found.
e BAD_LINE_ERROR : Theline provided is not properly formatted.
e 10 ERROR : The CSV filewas not found or is not readable.
« BAD_NAME_WARNING : The specified attribute name is too long (50 character maximum).

e BAD_VALUE_WARNING : The specified value istoo long (2000 character maximum).

Use of Microsoft Excel

Microsoft Excel isahandy tool to create comma separated files, but .csv files do not maintain the Excel
Spreadsheet’s column width, comments, etc. It is recommended that you store a nnmloadattributes.ovpl input
file asanative .xIsformat, and then perform Fi | e: Save As... to createa.csv file. Then you can add Excel
comments to the file, make columns wider, and you do not need to worry about escaping the comma
character.

EXAMPLES

Sample node CSV file (/tmpltest.csv) contents:

192. 168. 2. 2, Location, Fort Collins, Service Type, | T, Asset Tracki ng, F4321



To load the Node custom attributes from a CSV file overwriting existing values:

nnm oadattri butes.ovpl -t node -f /tnp/test.csv -r true

To load asingle Node custom attributes line from the command line:

nnm oadattri butes.ovpl -t node -s "192.168.1.1,Project,| T Update of Building Five"
Sampleinterface CSV file (/tmp/test.csv) contents:

192.168. 2. 2, Al, Locati on, Fort Col lins, Service Type, | T, Asset Tracking, F4321

To load the Interface custom attributes from a CSV file overwriting existing values:

nnm oadattri butes.ovpl -t interface -f /tnp/test.csv -r true

To load a single Interface custom attributes line from the command line:

Ennioadattributes.ovpl -t interface -s "192.168.1.1, 1001, Project,| T Update of Building
ive"

Sample phys comp CSV file (/tmp/test.csv) contents:

192. 168. 2. 2, 7, chassi s, Locati on, Fort Col lins, Service Type, | T, Asset Tracking, F4321
To load the PhysComp custom attributes from a CSV file overwriting existing values:

nnm oadattri butes.ovpl -t interface -f /tnp/test.csv -r true

To load a single PhysComp custom attributes line from the command line:

nnm oadattri butes. ovpl -t physconp -s "192.168. 1.1,/ AndFE, card, Project,| T Update of
Bui | di ng Five"

AUTHOR

nnm oadat t ri but es. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: i nstal | _di r\bi n\ nnm oadattri butes. ovpl

UNIX: $NNM BI N nnni oadat t ri but es. ovp
SEE ALSO
nnmdel eteattributes.ovpl (1M) , nnmloadnodegroups.ovpl (1IM) , nnm.properties (4) .

Return to Reference Pages Index



Name

nnmloadmib.ovpl — load and unload SNMP MIBs

SYNOPSIS

nnm oadmi b. ovpl [ [-load mi b-file] [-unload mi b nodul e[:mi b modul e. . . ]] [-list] [-U user nane] [-p
passwor d] [-jndiHost host nare] [-jndiPort port Default is 1099] ]

DESCRIPTION

nnm oadmi b. ovpl isascript that loads an SNMP Management Information Base (MIB) in the Internet
Structure of Management Information (SMI) format into NNMi. NNMi applications use this MI1B
information when converting SNMP Object Identifiers (OlIDs) from numeric to human readabl e text. Load
any new MIB information into NNMi before using the NNMi console to create a MIB expression that relies
on the newly loaded MIB information. NNMi supports SMI Version 1 (RFC1155, 1212, 1215) and SMI
Version 2 (RFC2578) SMI formats.

The nnni oadni b. ovpl script compiles and loads MIB modules for use by NNMi applications and stores the
resulting information in the NNMi database.

To load corresponding NNMi Incident Configuration for TRAP-TY PE and NOTIFICATION-TY PE macros
from aMIB, use the nnmi nci dent cf g. ovpl script after using the nnni oadni b. ovpl script to load the MIB
into the NNMi MIB database.

Parameters

The nnni oadni b. ovpl script supports the following parameters:
-load m b-file
L oad the contents of themi b-fi | e fileinto the MIB database.

Note: HP recommends copying the ni b- fi | e file to the $NNM_DATA/ shar ed/ nnni user - snnp- mi bs
(UNIX) or %8NM _DATA% shar ed\ nnm user - snip- mi bs (Windows) directory (or achild directory)
before running the nnmloadmib.ovpl script. Copying the ri b-fi | e filein thisway enables the
Actions > Display M 1B File menu and the - 1i st option to locate the original MIB file.

-unl oad mi b modul e[:mi b nodul e. . . ]

Unloadthe 1ist of MB nodul es fromthe MIB database, whereni b nodul e isthe name of aMIB
module that has been loaded into the MIB database.

-1ist
Liststhe MIBs loaded in the database.

This option does not require the user to provide a username and password.



-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <j ndi Host > (optional)

The hostname of the server running the jboss application server. If you do not specify a hostname, the
nnnconmi oad. ovpl SCript uses| ocal host asthe default value.

-j ndi Por t <j ndi Por t > (optional)
The jboss application server port. If you do not specify this port, the nnnconni oad. ovpl Script uses
1099 as the default value.
L oading/Unloading Validation
When loading and unloading MIBs all of the existing MIBs that have been loaded are parsed to ensure that
the load/unload operation will pass given the current state. This may result in warnings being displayed (such
as overlapping OIDs) that my be unrelated to the given MIB being loaded or unloaded. Aslong as a
successful statusis returned from the command line invocation, al iswell and these warnings can be ignored.
Syntax of MIB Files
Most of the relevant syntax for MIB filesis described in RFC documents. See the "SEE AL SO" section of
this reference page (and the UNIX manpage).
Diagnostics

The nnn oadni b. ovpl script returns the following exit codes:

0
The script ran successfully.
1
Invalid command-line usage.
20
An unexpected exception occurred after running the script.
21

Y ou were not permitted to run the script with the credentials you supplied.



22

The script detected a syntax error in the MIB file, or there was afailure to load the MIB dueto a
servicefalure.

23
You used anillegal argument - typically you typed an option such as - | oad without including the
required file name.
24
The script could not communicate with the mib loader service running in NNMi.
25
Y ou did not supply any arguments. This script requires you to supply several arguments
27
NNMi isavailable, but the mib loader service is not resolvable.
30

The list operation failed due to database issues.

When the nnni oadni b. ovpl command fails, it will display a descriptive error message to help diagnose and
fix potential problems with the MIB. All error messages have a similar format:

SEVERI TY: MESSAGE FI LENAME: LI NE_NUMBER: COLUVMN_NUMBER: DETAI L_ MESSAGE

Below are some common failures and recommended fixes for each.

ERROR: Cannot find synbol file:///tnmp/ CHECKPO NT-M B. ni b: 2620: 16: cpvTN MonCur r Addr

The symbol name listed was either not found as a declaration in the MIB being loaded, or it is not
listed as an import at the top of the MIB definition. This could be caused by atypo in the symbol name
or amissing import delaration.

ERROR: Cannot find synbol file:///var/opt/OV/ shared/ nnm user-snnp-m bs/ exanpl e. m b: Li ne
13233: Col umm 16: COUNTER64

In order to properly load MIB filesin NNMi, MIB files must be compliant with either the SNMP SMI
v1 or SMI v2 standards, RFC1155 or RFC2578. Special consideration needs to be taken for case
sensitive scenarios and the importing of objects from the correct defining MIB. In some cases, MIBs
that used to load correctly on older versions of NNMi may need to be amended. A common exampleis
the erroneous use of COUNTER®64 instead of the correct definition of Counter64 for example scenarios
such as"SYNTAX COUNTERG64" which needs to be changed to "SYNTAX Counter64".

ERROR: Found synbol file:///tnp/ CHECKPO NT-M B. nmi b: 3509: 27: r out i ngDest but exBect ed a
class org.jsmparser.sm.Sm Type instead of class org.jsmparser.sni.Sm Vari abl e

The symbol name listed is not of the expected type. In this case, an SMI type was expected, but aMIB
variable name was provided instead. The solution in this particular case was to specify the correct SMI
type, which was IPAddress.

ERROR: Cannot find nodule file:///tnp/rfcld72-PPP-SEC-M B. nmi b: 9: 26: PPP- LCP-M B

This error indicates that the specified MIB module, which islisted as an import, has not been loaded,



and the parser cannot follow the import as aresult. The solution isto load the referenced MIB first.
ERROR: Parse error: unexpected token: --#

NNMi supports some custom trap message formatting information that can be specified in a TRAP-
TYPE or NOTIFICATION-TY PE macro definition. The following are valid values:

--#TYPE

- - #SUMVARY

- - #ARGUMENTS
--#SEVERI TY
--#GENERI C

- - #CATEGORY
--#SOURCE I D
- - #T1 MEI NDEX
- - #HELP

- - #HELPTAG

- - #STATE

This error indicates you have invalid keyword following the --#, or a sequence of keywords that NNMi
does not expect. To correct this problem, remove any --# entries that do not correspond to the above
list, or add an extra comment character sequence (--) to the beginning of the line.

EXAMPLES

To load the $NNM_DATA/ shar ed/ nnnt user - snnp- ni bs/ cor p. mi b MIB file, run the nnni oadni b. ovpl script
asfollows:

nnm oadmi b. ovpl -1oad $NNM DATA/ shar ed/ nnni user - snnp-ni bs/ corp.m b -u user -p password

To list the loaded MIBS, run the nnni oadni b. ovpl script asfollows:

nnm oadm b. ovpl -list -u user -p password

AUTHOR

nnm oadmi b. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: %\nmi nst al | Di r % ni sc\ nnm snnp- i bs\ *
Windows: o\nnDat abDi r % shar ed\ nnm user - snnp- i bs/ *
UNIX:$Nnm nstal | Di r/ mi sc/ nnm snnp-mi bs/ *

UNIX:$NnnDat abi r / shar ed/ nnm user - snnp- ni bs/ *



SEE ALSO

RFC 2578 Structure of Management Information Version 2 (SMIv2)
RFCs 1155, 1212, 1215: SNMP Version 1 Structure of Management Information

RFCs 1902, 1903, 1904: SNMP Version 2 Structure of Management Information
nnmincidentcfg.ovpl (1M),

nnmsnmpwalk.ovpl (1M).
Return to Reference Pages Index



Name

nnmloadnodegroups.ovpl — script to load Node Group definitions from a comma-separated values (CSV)
file.

SYNOPSIS

nnm oadnodegr oups. ovpl [-7] [-U <user nane> -p <passwor d>] [-r true | falsg] -f <csv_fi | enane>

DESCRIPTION

NOTE: This script will not validate comma-separated values (CSV) files before injecting data in the NNMi
data store.

The nnnl oadnodegr oups. ovpl script loads Node Group definitions from a comma-separated values (CSV)
file, such asa.csv file exported from Microsoft™ Excel. This script is useful if you have alarge amount of
node data defined in an external datastore, and you want to load it into the NNMi database as a starting point
for Node Group definitions. After loading the contents of the .csv file into NNMi, you can use the Node
Group form to further refine the definition of each Node Group.

The following settings cannot be set in the CSV file. Y ou must import the Node Group and then use the Node
Group form to modify these default settings:

e Calculate Status = true (NNMi calculatesthe Node Group status)

Parameters

nnn oadnodegr oups. ovpl supports the following options:
-7
Prints the usage statement.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm propert i es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-r true | false

Back up the existing Node Group configuration before using this option.



-r fal se (the default setting) means if the Node Group Name already existsin the NNMi database, the
nnmloadnodegroups.ovpl command does not change the previous settings.

-r true meansal the settings for any existing Node Group with the same Name (column 1) are
overwritten with the valuesin your CSV file. Caution: thisis not amerge, it is a complete replacement
of that Node Group configuration.

NOTE: When using the replace option with groupsin a hierarchy it isrequired that all child groups are
included in the same CSV file.

-f <csv_fil ename>

Enter the CSV file name and the path for the CSV file.

Syntax of Comma-Separ ated File

The CSV file you supply must have the following syntax:
Required. Column 1. Y ou must provide avalue for Node Group Name.
Optional. Columns 2-15 are optional. Leave any combination of these columns blank.

Y ou do not need to add a commato indicate the end of Column 15. No semicolon ;" isrequired at the end of
the last entry within a column (between commas™,").

NNMi combines the results of all settings in the following manner:

1. NNMi first evaluates any Device Filters (column 5). Nodes must match at least one specification to belong
to this Node Group.

2. NNMi then evaluates any Additional Filters (columns 7-14). Nodes must also pass all Additiona Filters
specifications to belong to this Node Group. Note: After importing, the Node Group form's Additional Filters
tab displays the combined columns 7-14 settings. Y ou can change the default Boolean logic using the Node
Group form's Additional Filters Editor.

3. Any Additional Nodes specified (column 6) are aways included in the Node Group, regardless of any
filters.

4. Any Child Node Groups (column 4) results are treated the same as Additional Nodes.

Empty lines or lines starting with a# character are ignored as comments. Add the following comment to line
1 to make it easy to remember the syntax for each required column.

#{NodeGroupName] [ Notes],[AddtoFilterList],

[ChildNodeGroup:0/1;...],DeviceFilter[ Category1:Vendor1l:Familyl:Profilel;...] Additional Nodes[ Fully-
Qaul-hostname;...] , Additional Filters > [hostname;...] [ hostedI PAddress;...] [ mgmtl PAddress;...],
[customAttrName/customAttrValue;...],[capability;...]

e Column 1(A) : Node Group Name

Required. Specify the Name of the Node Group you want to import. (This becomes the
Name attribute value in the Node Group form.)

e Column 2(B) : Notes



Optional. Describe the Node Group in your own terms. (This becomes the Notes field text
in the Node Group form.)

e Column 3(C) : Add to View Filter List
Optional. Setsthe Add to View Filter List field of the Node Group form.

1 (the default setting) means this Node Group is available in the drop-down filter list when
viewing tables, such asthe All Nodes table.

0 means do not include this Node Group in the view drop-down filter list.

Recommendation: Set thisvalueto 1 only for top-level or most commonly used Node
Groups. Avoid too many Node Groups or the view filter list istoo long and difficult to use.

e Column 4(D) : Child Node Groups
Optional. Specify alist of child Node Groups for this Node Group, separated by semicolon
":" (After importing, these specifications appear on the Child Node Groups tab of the Node

Group form.) Note: If you are configuring Child Node Groups, the specified child Node
Group must either already exist in the NNMi database or be defined in the same CSV file.

Example: Chi | dNodeGr oupl: 1[ ; Chi | dNodeGr oup2: 0; . . . ]

0 (the default setting) means that child Node Group is shown as a Node Group icon in
maps of the parent Node Group.

1 means expand the child Node Group in a map of the parent Node Group. This option
displays al nodes as if they were defined within the parent Node Group.

Valid entries for Child Node Groups are:
o computers:1
o computers.0
o computers:
o computers;printers:1
e Column 5(E) : Device Filters

Optional. Add Device Filters settings, separated by semicolon ;" (After importing, these
specifications appear on the Device Filters tab of the Node Group form.) Each filter
specification consists of 4 optiona colon-separated parts in the following format:

Cat fgoryl: Vendor 1: Fam | y1: Profil el[; Cat egory2: Vendor 2: Fami | y2: Profil e2

Provide the exact specification from the device's MIB file (not the text string displayed in
the NNMi console's Device Profile form).

To match more filters, you may omit portions of afilter specification. For example, if you
want to match any family for Categoryl and Vendorl, add an entry such as the following:



Cat egoryl: Vendor 1: :

To leave family unspecified for filterl and family and profile unspecified for filter2:

Cat egoryl: vendor 1:: profil el; Cat egory2: vendor 2: : ;

Valid example entries for device profile:
o com.hp.ov.nms.devices.printer:com.hp.ov.nms.devices.hewlettpackard::.1.3.6.1.4.1.9.1.380
o com.mycomp.ov.nms.devices.printer:com.hp.ov.nms.devices.mycompanyname::
o com.hp.ov.nms.devices.printer:::
o 1:1.1.3.6.1.4.1.9.1.380

e Column 6(F) : Additional Nodes

Optional. Specify alist of specific node hostnames you want added to this Node Group,
separated by asemicolon ;" (After importing, these specifications appear on the
Additional Nodes tab of the Node Group form.) The hostnames you provide must be the
current value of the fully-qualified, case-sensitive Hostname attribute as it appears on the
Node form.

For example host nanel. x. y. z; host nane2. x. y. z; host name3. x. y. z
e Column 7(G) : Additional Filters"sysName" code (Hostname Wildcards)

Optional. List the hosthame wildcards separated by semicolon ;" (equivalent to the
Operator "="). If you need other Operators, use the Node Group form after importing

(these specifications appear on the Additional Filters tab of the Node Group form).
For example: *. cnd. hp. com *snnp. hp. com
e Column 8(H) : Additional Filters"hostedlPAddress’ code (Hosted IP Address Ranges)

Optional. List the hosted | P address ranges separated by semicolon ;" (equivalent to the
Operator "=") If you need other Operators, use the Node Group form after importing (these
specifications appear on the Additional Filters tab of the Node Group form). Ranges have
alower and an upper address, separated by a dash. The addresses are inclusive. To include
asingle I P address, use the same value for the lower and upper address values. Note that if

any address on a node matches this range, the node will be included in the Node Group.

Valid example: 10. 20. 30. 1- 10. 20. 30. 254; 192. 168. 177. 1-
192.168.180.254;1.1.1.1-1.1.1. 1

e Column 9(l) : Additiona Filters "mgmtlIPAddress’ code (Management Address Ranges)

Optional. List the management Address ranges separated by semicolon ;" (equivaent to
the Operator "=") Ranges are in the same format as hosted | P address ranges. If you need
other Operators, use the Node Group form after importing (these specifications appear on
the Additional Filterstab of the Node Group form). Note that Spiral Discovery only
creates management | P Addresses on nodes that support SNMP. See the online help for the
Node form's Management Address field for more information about how Spiral Discovery
selects the Management Address.



e Column 10(J) : Additional Filters"customAttrName:customAttrValue" codes (Custom Node
Attributes)

Optional. List the custom attributes assigned to nodes as follows: " cust om attri but e
name" operator "customattribute value"[;...] and notethe name and the value
must be surrounded by quotes. After importing, these Custom Node Attribute
specifications appear on the Additional Filterstab of the Node Group form.

Valid values for operator are as follows:

= I= like, not |ike, between, not between, > >= < <= is null, is not
nul I (If you need other values, use the Node Group form after importing.) The operators
is null andis not null donot haveavalue, for example, "ny attribute" is not
nul | . Thevaluesfor bet ween and not bet ween are specified asx AND y (for example,
"nmy attribute" between "100 AND 200").

For more than one custom attribute statement, place a semicolon between statements (for
example, "Location" = "Bl dg. Five";"Service Type" = "eCommerce"). Multiple
"customAttrName:customAttrVaue" statements are AND'ed together. Therefore, all the
statements must eval uate to true for each node to be included in the Node Group.

e Column 11(K) : Additional Filters "capability" code (Capabilities)

Optional. List the capabilities assigned to nodes as follows: capabi | ity oper at or

"capability value"[;...] Notethevaue must be surrounded by quotes. After
importing, these Capabilities specifications appear on the Additional Filters tab of the
Node Group form.

The valid values for operator are as follows:

=, 1=, like, not like (If you need other values, use the Node Group form after
importing.)

For more than one capability statement, place a semicolon between statements (for
example, capabi lity = "com hp.ov. nms. i SLANSwi tch"; capability !=

"com hp. ov. nns. i sl Pv4Rout er ). Multiple capability statements are AND'ed together.
Therefore, al the statements must evaluate to true for each node to be included in the
Node Group.

e Column 12(L) : Security Group Details

Optional. Specify alist of security-group properties that you want to add to this node-
group, separated by semicolon ";". To associate this node-group with a security-group by
UUID, enter in the security-group's UUID in the form (XxXxXXXXXX-XXXX-XXXX-
XXXXXXXXXXXX), Where (X) is a hexadecimal digit (0-9a-fA-F) otherwise it will be assumed
that the node-group is to be associated with a security-group by name.

For example 12345678-1234- 1234- 123456123456; t est _security_group_nhane
e Column 13(M) : Tenant Details

Optional. Specify alist of tenant properties that you want to add to this node-group,
separated by semicolon ";". To associate this node-group with atenant by UUID, enter in
the tenant's UUID in the form (XXXXXXXX-XXXX-XXXX-XXXXXXXXXXXX), where (X) is a
hexadecimal digit (0-9a-fA-F) otherwise it will be assumed that the node-group isto be



associated with atenant by name.
For example 12345678-1234- 1234- 123456123456; t est _security_group_name
e Column 14(N) : Node Name

Optional. Specify alist of nodes by name that you want to add to this node-group,
separated by semicolon ";". To associate this node-group with a node by node-name,
include the node names in alist of semicolon-separated values.

For examplet est _node_nane; node_nane_2
e Column 15(0O) : Add to Filter List
Optional. Setsthe Add to Filter List field of the Node Group form.

0 (the default setting) means this Node Group is not available as afilter in NNM iSPI
Performance reports.

1 means this Node Group appears in the Optional Filters selection panel of the NNM iSPI
Performance reports.

Recommendation: Set thisvalueto 1 only for Node Groups that are needed asfiltersin
NNM iSPI Performance reports.

Use of Microsoft Excel

Microsoft Excel isa useful tool to create comma-separated files, but .csv files do not maintain their column
width, comments, and other spreadsheet options. HP recommends that you store annm oadnodegr oups. ovpl
input file as a native .xIs format, then complete aFi | e: Save As... command to create a.csv file. You can
then add Excel comments to the file, make columns wider, and do not need to escape the comma character.
Microsoft Excel also makes it easy to populate the list of child Node Groups. To do this, make column 4(D)
contain a calculated value such as the following:

=$A1&": 0; " &PA2&": 0; " &PA3&": 0; " &PA4&": 0; " &$AB&": 0; " &$AB&": 0; " &$A7&": 0; "

This example combines the Node Group Names defined in the first column of the first 7 rows, as child Node
Groups of the Node Group Name defined in the first cell of the current row. Using this Excel reference, if
you rename the child Node Group in the first column, you do not need to go back and change the referencein
the parent Node Group's column 4(D). Note that typing acommain aline after aleading # in Microsoft Excel
generates a non-commented entry when the .xIsfileis saved as a.csv file (creating a Node Group with a
Name starting with the # character).

EXAMPLES

Sample CSV file contents:

SNWP, Nodes that support SNWP and that are present in
Col orado, , , ,, serverl. myco. conjserver2. myco.com*. hp.com



When entering datain CSV files, do not use the separator characters (":" and ;") for other
purposes (for example, in the Names - column 1 - of Node Groups). If you need to use the
separator characters, escape them with "\". For example:

e "computer:1" must be entered as "computer\:1"

e "computer;1" must be entered as "computer\;1"

o "computer\:1" must be entered as "computer\\\:1"

To load the Node Groups from a CSV file without overwriting any existing Node Group that matches a Name
defined in column 1 of your CSV file:

nnm oadnodegr oups. ovpl -u system -p nyadmi npasswd —f /tnp/test.csv

To load the Node Groups from a CSV file, and overwrite any existing Node Group that matches a Name
defined in column 1 of your CSV file (Caution: thisis not amerge, it is a complete replacement of that
matching Node Group's configuration):

nnm oadnodegr oups. ovpl -u system -p nyadmi npasswd -r true —f /tnp/test.csv

AUTHOR

nnm oadnodegr oups. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: %\NM Bl N%a nnm oadnodegr oups. ovpl

UNIX: $NNM_BI N nnml oadnodegr oups. ovpl

SEE ALSO

nnmconfigimport.ovpl (1M), nnmloadinterfacegroups.ovpl (1M), nnm.properties(4).

Return to Reference Pages Index



Name

nnmloadseeds.ovpl — load discovery node seed information

SYNOPSIS

nnm oadseeds. ovpl -f seedFile [-ttenant] |-Nnseeds [-ttenant] |-list [-format LIST|TEXT|CSV|XML] [-
fields name,tenant,results,modified,notes] [-u <user name> -p <passwor d>] [-jndiHOSt <host Name> Default:
localhost] [-jndiPort <por t > Default: 1099]

DESCRIPTION

nnn oadseeds. ovpl allows discovery seedsto be loaded using command line arguments (-n option) or from
atext file (-f option) or listed (-list option). A seed is a device that you want NNM to use as a starting point
for the spiral discovery process. Seed values are either | P addresses or host names. When using the -n option
the seeds are entered on the command line, separated by white space. Seeds are always added to NNM even
if they do not support SNMP.

The -f option accepts afile with asingle entry specified per line. Each line has the following format:

| PAddr ess| Host Nane, "Opti onal Tenant Name or UUI D' # (optional comment to help identify the node, if
desired)

Where:
| PAddr ess = the |P address of the node you wish to add.
Host Name = the host name of the node you wish to add.

Tenants can be optionally specified using either the tenant name or tenant UUID. The tenant specification
must be contained within quotation marks. The node discovered from the seed will be assigned to the
specified tenant. If no tenant is specified, the node will be assigned to the default tenant.

Comments can be deliminated with a# character. Additionally, you can use INCLUDE-FILE fi | enane to
include other seedfiles.

If you specify the -t option, the tenant you specify will be used for all nodes passed in viathe -n option, or all
nodes in the seed file specified with the -f option. If you use -t and -f and your seed file contains seeds with
tenants specified, all seeds with specified tenants will be rejected asinvalid seeds.

Note that you should set up the SNMP configuration for the devices being loaded before running this
command.

Parameters

The nnnl oadseeds. ovpl command recognizes the following parameters and options:

-f seedFile



Specify atext file to read the seeds from.

Note: The directory and filename of the seed file must be accessible for non-root users.
-n seeds

Specify seeds to load directly from the command line, with each seed separated by a space.
-list

Listsal seedsloaded by NNMi for discovery. The utility uses the standard formats defined for other
NNMi tools: TEXT, CSV, XML, or LIST. Thefields for the seed data can be limited by specifying:
name, tenant, results, modified, and/or notes. These are pseudonyms for the column headers shown in
the NNMi UI.

-t tenant nanme or UU D
Specify the tenant to be used for all seeds being loaded.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Name>
The server INDI host; default is| ocal host .
-jndi Port <port>

The server INDI port; default is 1099.

EXAMPLES

Load alist of devices as seeds:
nnm oadseeds. ovpl -n mntisco8540 15.2.112.22
Load seed for anode using its fully qualified name with username and password:
nnm oadseeds. ovpl -u usernane -p password -n m nti sco8540. superpoller3. mm
Load seeds from afile name that is named seeds _to_load.txt:
nnm oadseeds. ovpl -f /tnp/seeds_to | oad.txt
L oad seed for anode using its fully qualified name and specific tenant assignment:

nnm oadseeds. ovpl -n m nti sco8540. superpol ler3.mim-t Custonerl



Load seeds from afile name that is named seeds to_load.txt and assign all seeds to a given tenant:
nnm oadseeds. ovpl -f /tnp/seeds_to |oad.txt -t Custoner2

List all loaded seedsin CSV format showing name and results of the seed discovery:

nnm oadseeds. ovpl -list -format CSV -fields nane,results

AUTHOR

nnm oadseeds. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows: i nstal | _di r\bi n\ nnm oadseeds. ovpl

UNIX: $NNM BI N/ nnni oadseeds. ovpl

SEE ALSO

nnmseeddel ete.ovpl (1M), nnmnodedel ete.ovpl (1M), nnmnoderediscover.ovpl (1M), nnm.properties(4).
Return to Reference Pages Index



Name

nnmmanagementmode.ovpl — Change the NNM management mode of one or more nodes or interfaces.

SYNOPSIS

nnmmanagenent node. ovpl -node.name <nodenanme> -mode <node>
nnnmmanagenent mode. ovpl -t <obj ect type> -f <csv_fil ename>
nnnmanagenent node. ovpl -t <obj ect type>-S<csv_|ine>

nnnmanagenent node. ovpl -t <obj ect type> -f <uui d_fil e>-mode <MODE_SPEC> [-format <f or mat >] [-
fields<fi el ds>]

DESCRIPTION

nnmmanagenent node. ovpl allows the system administrator to set the management mode of a node or
interface in the NNM database.

Parameters
nnmranagenent node. ovpl recognizes the following options. Any unrecognized options are reported by a
usage message.
-h
Prints the usage statement.

- node. nane <nodenane>

The name of a node to change management mode on.

-mode <node>

The desired management mode to set. Valid valuesare MANAGED, NOTMANAGED, or
OUTOFSERVICE for nodes and INHERITED, NOTMANAGED or OUTOFSERVICE for interfaces

- mode <MODE_SPEC>

When using the input uuid file to perform a batch change the mode argument accepts two styles. The
first is asimple mode with values of MANAGED, NOTMANAGED, or OUTOFSERVICE
(INHERITED, NOTMANAGED or OUTOFSERVICE for interfaces). The second style consists of a
current and new mode in the form CURRENT:NEwwhere CURRENT and NEwhave the same values of
MANAGED, NOTMANAGED, or OUTOFSERVICE. In the second form the tool will only update
objects that have the supplied current value and skip any that have a different value.

-t <object type>

Supply the object type to set the management mode on. Valid values are "node" or "interface”.



-f <csv_fil ename>

Supply the CSV file name (with path, e.g. /opt/tmp/mynodes.csv) from where you want to set the
management mode. If the file contains incorrect entries (too many/few columns, incorrect mode) the
command will report these but will not execute any of the entries.

-b <batch_si ze>

If the input comes from afile, the command will process al entries and send the request to the server in
chunks specified by this option. The default is 1000 entries at atime.

-s <csv_line>

Supply asingle CSV formatted line. Eliminates the need to create afile for a simple change.
-format (csv|list|text]|xm)

Changes the output format when tabular data is being presented.
-fields <comma_separated fiel ds>

Selects the output fields when tabular data is being presented.
-j ndi Host <host nane>

The server jndi host; the default islocalhost.
-j ndi Port <port>

The server jndi port; the default is auto-detected.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

Batch changing management modes

To perform a batch change of management modes the following command may be used. Input to this
command is from afile containing the UUIDs of the objects to update and the mode supplied on the
command line. All objectslisted in the file will be processed according to the supplied mode.

nnmanagenent node. ovpl -t <type> -f <filepath> -node <MODE_SPEC>

In this mode the command output will consist of atable of the input UUIDs and the result code for that
object. The result codes are:

e UPDATED - The object has been updated to the new mode.



e NOT_FOUND - No object with the specified UUID was found in the system.

SKI PPED - The object did not match the current mode filter.

NO_CHANGE - The object already has the requested mode.

ACCESS_DENI ED - The user does not have permission to change the management mode for the object.

For exampleif the nei ghbors. t xt filecontainsalist of interface UUIDs each on asingle line then the
following command would change each of those interfaces to the OUTOFSERVICE mode only if it was
currently INHERITED. Interfacesin the UNMANAGED mode would be left unchanged.

nnnmanagenent node. ovpl -t interface -f neighbors.txt -node | NHER TED: OUTOFSERVI CE

6f 988a0f - c759- 42d0- 8e99- f 3adce84f dd7 UPDATED
4dd87c33-9d0d-4713- b484- 68c964edebab UPDATED
bcOaf 80f - d729- 40d6- bb2f - ad8bd68e2deb SKI PPED
bed3f f f 5- 2385- 4b09- 9e3a- 2572caaa624d UPDATED
bd0723c0- 6¢53-47b1-acl13-41lecab16994e UPDATED
o e e e e e e e e eeeeeaoo e +

Syntax of Comma Separ ated File for node management mode

The CSV file you supply must have the following syntax for setting management mode on nodes.
Empty lines are ignored.
Lines that begin with the # character are ignored.
All columns are mandatory
e Column 1(A) : Node DNS|IP Address
Specify the DNS name of the node OR the IP address. The search algorithm is as follows:
o find anode that has a matching management ip address
o find anode that has a matching ip address in the default domain

o find anode that has a matching host name
o find anode that has a matching name

e Column 2(B) : Management mode

The mode to set the node to. Valid values are "MANAGED", "NOTMANAGED", or
"OUTOFSERVICE"

Examplelines:
192.168.1.1, OUTOFSERVICE

my.fgdn.com, MANAGED

Syntax of Comma Separated File for interface management mode



The CSV file you supply must have the following syntax for setting management mode on interfaces.
Empty lines are ignored.
Linesthat begin with the # character are ignored.
All columns are mandatory
e Column 1(A) : Node DNS|IP Address

Specify the DNS name of the node OR the I P address. The search algorithm is the same as
specified above.

e Column 2(B) : Interfaceid

Interface 1d Specify the identifier of the interface on the node specified in the previous
field. The search agorithm is as follows:

ifIndex
ifName
ifAlias
ifDescription

o O o [e]

e Column 3(C) : Mode

The management mode to set the interface to. Valid entriesare "INHERITED",
"NOTMANAGED", or "OUTOFSERVICE"

Examplelines:
192.168.1.1,1,0UTOFSERVICE

my.fgdn.com, myAlias, MANAGED

RETURN VALUE

nnnmanagenent node. ovpl exitswith the status o (zero) if no errors were encountered, 1 otherwise.

AUTHOR

nnnmanagenent node. ovpl was developed by Hewlett Packard Enterprise.

EXTERNAL INFLUENCES

Environmental Variables

Return to Reference Pages Index



Name

nnmmigrateovpi.ovpl — Generates Custom Poller configuration commands for
nnncust onpol | er confi g. ovpl from OVPI collections.

SYNOPSIS

nnnmi gr at eovpi . ovpl

nnnmi gr at eovpi . ovpl ( (-policyName <pol i cy name> -teelFile<file name> -pollinterval <i nterval > -
nodeGroup <name>|<uui d> [-type <col | ecti on t ype>] [-ordering <or deri ng>] [-author <aut hor key>] [-
filterVariable<mi b filter variabl e>] [-filter<mib filter>])|(-policyFile<file name> -teelDir
<Directory nanme>) ) [-batchFile<fil e name>]

DESCRIPTION

This command makes it easier to migrate OV PI's SNMP collections to NNMi's Custom Poller. This
command converts the OVPI's SNMP collectable TEEL file into configuration commands for
nnmcustompoallerconfig.ovpl . The generated output from this command can be used as input to
nnncust onpol | er confi g. ovpl , which will create the correct Custom Poller configuration.

This command has two basic forms of operation: In the first form, the command reads asingle TEEL file and
generates commands for nnncust onpol | er confi g. ovpl to create a single Custom Poller Policy and an
associated Collection. In the second form, the command takes a policy configuration file containing multiple
TEEL file names and a directory name that contains the TEEL files as input and generates Custom Poller
config commands for creating multiple Custom Poller Policies and associated Collections.

After executing the migration tool, a user should always review the converted Custom Poller configuration
commands to verify their validity. One of most important areas to pay attention to is the MIB filtering.
Without correct filtering configuration, a Custom Poll may fail. Please read MIB Filtering for more
information.

Options

-aut hor <aut hor key>

The author key for this configuration. The author should already be configured in NNMi. If this option
is not given, then the default value of "com.customer.author” is assumed. If the Author does not exist at
time of running the commands for nnrcust onpol | er confi g. ovpl , the default of
"com.customer.author" is assumed.

-batchFile <file nane>

Name of the file in which the generated configuration commands for nnncust onpol | er confi g. ovpl
are written. Thisfile can be used with - bat ch option of nnncust onpol | er confi g. ovpl . If thisoption
is not given, the generated commands are written to standard out.



-filter <mib filter>
The MIB Filter value to be used as the filter for determining the Polling instances.
-filterVariable <mb filter variabl e>

Required for multiple instance (repeating) MIB Variables only. The MIB Filter Variable isthe MIB
Variable whose value you want to use as afilter to determine which instances of the MIB Expression to
Custom Poll. Y ou must also specify a MIB Filter value when creating the associated policy.

-nodeG oup <nodegroup nane>
Name or Uuid of the Node Group. The Node Group must have already been configured in NNMi.
-ordering <ordering>

The priority ordering for the Policy. If thisoption is not given, adefault value for -ordering isused in
the generated Custom Poller configuration commands. The default value may not be suitable or correct
for the Custom Poller configuration.

-policyFile <file nane>

Name of the Policy configuration file. Thisfile contains the information for polling policy creation.
Thisfile should bein CSV (comma separated values) format. Please see the section Notes about Palicy
File Format for more details.

- poli cyNarme <policy name>

Name of the Policy configuration.
-polllnterval <interval>

Polling interval expressed in seconds.
-teelDir <directory name>

Name of the directory that contains the TEEL files, which are to be migrated.
-teelFile <file name>

Name of the TEEL file that needs to be migrate to Custom Poller configuration.
-type <collection type>

Collection Type. Must either be "instance" or "bulk”. If this option is not given, the default value of
"bulk” is assumed.

Notes about Policy File For mat

This section explains the CSV format of the policy file.

The CSV format for the policy fileis: policy name, Teel File name, poll_interval, Node group, collection
Type, ordering, author, filter variable, filter

Thefirst 4 fields are mandatory. The next 5 fields are optional. The optional fields must still be delimited by
','. For example, the following are al valid entries:



policyl,teel 1,5,nodegroupA,,,,,
policy2,teel2,10,nodegroupB,,2,authorX,,

policy3,teel 3,15,nodegroupC,bulk,,authory ,,
policy4,teel4,20,nodegroupD,bulk,3,,,
policy4,teel4,20,nodegroupD,instance,3,,.1.3.6.1.2.1.2.2.1.3,6
Default values are assumed when the optional fields are not given.

The policy file format is chosen such that it makes it easier to export OVPI collection policy and modify it for
use with nnnmi gr at eovpi . ovpl . The polling policy can be obtained from OV PI by using the OVPI command
"collection_manager -export <file name>".

The exported OV PI collection policy file contains the following columns: policy _name, table _name,
poll_interval, datapipe_name, poll_from, user_name, server_name, group, group_server, desc

From the exported file from OV PI, one can extract the mandatory fields for the policy file as, cut -f1,2,3,8 -
d',' <exported filename> Please note that the "table name" field in the OV PI's exported collection policy is
assumed to be same as the TEEL file name, without the "teel”. If the TEEL file nameis different from the
table_name, then you must manually edit the file such that it has correct TEEL file name.

MIB Filtering

For some Custom Poller collections, a MIB filter is required to successfully poll SNMP MIB Expressions.
The MIB Filter Variable isthe MIB variable value to use as afilter to determine which instances of the MIB
expression to Custom Poll. For Custom Poller configuration, if you specify aMIB Filter Variable, you must
also specify aMIB Filter (value). Review the NNMi help for more information.

The migration tool has optional arguments to specify the filter variable and filter value. If the user does not
supply these arguments, the filter variable defaults to the first OID in the TEEL file and the filter value

defaults to an asterisk ("*"). These defaults may not be the desired values so it isimportant to the user to
review the generated configuration commands.

AUTHOR

nnnmi gr at eovpi . ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM_BI N nnnmi gr at eovpi . ovpl

SEE ALSO



nnmcustompollerconfig.ovpl (1IM) .



Name

nnmnodedel ete.ovpl — Remove node(s) and associated data from the NNM topology database

SYNOPSIS

nnmodedel et e. ovpl -help|-node <host Nane> | -rm <Regi onal NNM management server> | -file
<f il ename> [-U <user name> -p <passwor d>] [-jndiHost <host Name> Default: localhost] [-jndiPort <port >
Default: 1099]

DESCRIPTION

nnmmodedel et e. ovpl removes anode and its associate data like interfaces, ip addresses etc from the system.
If thisresultsin empty VLANSs and/or subnets they will be removed as well. If incidents point to this node,
the Source Node field will be blanked out, but the incidents will not be removed. The node is identified using
the hostName field.

The -rm option accepts the name of a Regional NNMi management server. Nodes that are managed by that
Regional Manager, will be removed from the local database.

The -file option accepts a file with a single entry specified per line. Each line has the following format:

Host Nane # (optional comment to help identify the node, if desired) Where: Host Namre = the host name of the
node you wish to add. Comments can be deliminated with a# character.

Parameters

nnmmodedel et e. ovpl supports the following options:
-node <host Name>
The host name or the management IP address of the node to delete.
-rm <Regi onal Manager Nanme>
The name of the Regional NNMi management server.
-file <fil eName>
Specify atext file to read the nodes from.
-uU <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>



Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Nane>

The server INDI host; default is1 ocal host .
-jndi Port <port>

The server INDI port; default is 1099.
-hel p

Prints the usage statement.

EXAMPLES

nnmodedel et e. ovpl -u usernane -p password -node myNode
Removes the node nyNode. (Y ou must provide an NNM username and password.)
nnmodedel et e. ovpl -u usernane -p password -rm nyRegi onal Manager

Removes all nodes associated with nyRegi onal Manager (Y ou must provide an NNM username and
password.)

nnmodedel et e. ovpl -u usernane -p password -file nyFile

Reads the nodes specified in the nyFi | e file and attempts to remove them from the database. (Y ou
must provide an NNM username and password.)

Diagnostics

nnmodedel et e. ovpl returnsthe following exit codes:

0
Operation was successful.
1
An error occured; see error message for details.
2
Partly successful but some nodes were not deleted; see error messages for details.
AUTHOR

nnmodedel et e. ovpl was developed by Hewlett Packard Enterprise.



FILES

$NNM_BI N nnnmmodedel et e. ovpl

NOTES

The deleted node could be rediscovered if it was created dueto aAut o Di scovery Rul e. The workaround
would be to add the node's ip address to the Excl uded | P Addresses entry inthe Di scovery
Confi gur ati on form.

SEE ALSO

nnmseeddel ete.ovpl (1M), nnmnoderediscover.ovpl (1M), nnmtopodump.ovpl (1M),
nnmresetembdb.ovpl (1M), nnm.properties(4).

Return to Reference Pages Index



Name

nnmnodegroup.ovpl — Manages node groups and node group hierarchies.

SYNOPSIS

nnmodegr oup. ovpl -7?

nnmmodegr oup. ovpl -add -group (<name>|<uui d>) [-file <fi | e>|-node <nodelLi st >] [-deviceType
<devi ceType>] [-jndiHost <host name> Default: localhost] [-jndiPort <por t > Default: 1099] [-u <user nanme>
-p <passwor d>] [-qui€t]

nnmmodegr oup. ovpl -batch <sour ce> [-jndiHost <host nanme> Default: localhost] [-jndiPort <por t > Default:
1099] [-u <user name> -p <passwor d>] [-qui€t]

nnrmodegr oup. ovpl -create -name <nane> [-file <fi | e>|-node <nodelLi st >] [-filter <fi |t er>] [-notes
<not es>] [-parent <par ent > [-expand (truelfalse)]] [-uuid <uui d>] [-addToPerf SPIReports (truelfalse)] [-
addToViewFilterList (truelfalse)] [-calculateStatus (truejfalse)] [-deviceType <devi ceType>] [-jndiHost
<host name> Default: localhost] [-jndiPort <por t > Default: 1099] [-u <user name> -p <passwor d>] [-qui&t]

nnmmodegr oup. ovpl -delete -group (<nane>|<uui d>) [-jndiHOst <host name> Default: localhost] [-jndiPort
<port > Default: 1099] [-u <user nanme> -p <passwor d>] [-qui€t]

nnmmodegr oup. ovpl -list [-fields<fi el ds>] [-format <f or mat >] [-jndiHOSt <host name> Default: local host]
[-jndiPort <por t > Default: 1099] [-u <user name> -p <passwor d>] [-qui€t]

nnrmodegr oup. ovpl -listChildGroups -group <gr oup> [-fields <fi el ds>] [-format <f or mat >] [-jndiHOst
<host name> Default: localhost] [-jndiPort <port > Default: 1099] [-u <user name> -p <passwor d>] [-qui&t]

nnmmodegr oup. ovpl -listMembers -group (<name>|<uui d>) [-deep] [-fields <fi el ds>] [-format <f or mat >]
[-jndiHost <host name> Default: localhost] [-jndiPort <por t > Default: 1099] [-u <user nane> -p
<passwor d>] [-qui€t]

nnmmodegr oup. ovpl -listParentGroups -group <gr oup> [-fields <f i el ds>] [-format <f or mat >] [-jndiHost
<host name> Default: localhost] [-jndiPort <port > Default: 1099] [-u <user nanme> -p <passwor d>] [-qui€t]

nnmmodegr oup. ovpl -printNodes <gr oup nanme> [ -hostName | -shortName | -uuid | -ip ] [-jndiHost
<host name> Default: localhost] [-jndiPort <por t > Default: 1099] [-u <user name> -p <passwor d>] [-qui€t]

nnmodegr oup. ovpl -relate -child <chi | d> -parent <par ent > [-expand (truejfalse)] [-jndiHost <host name>
Default: localhost] [-jndiPort <por t > Default: 1099] [-u <user nanme> -p <passwor d>] [-qui€t]

nnmodegr oup. ovpl -reload [-jndiHost <host name> Default: localhost] [-jndiPort <por t > Default: 1099] [-u
<user name> -p <passwor d>] [-qui€t]

nnmmodegr oup. ovpl -remove -group (<name>|<uui d>) [-file <f i | e>|-node <nodeLi st >] [-deviceType
<devi ceType>] [-jndiHost <host nanme> Default: localhost] [-jndiPort <por t > Default: 1099] [-u <user nanme>
-p <passwor d>] [-qui€t]

nnmmodegr oup. ovpl -unrelate -child <chi | d> -parent <par ent > [-jndiHoOst <host name> Default: localhost]
[-jndiPort <por t > Default: 1099] [-u <user name> -p <passwor d>] [-qui€t]



nnmmodegr oup. ovpl -update -group (<name>|<uui d>) [-addToPerf SPIReports (truelfalse)] [-
addToViewFilterList (truelfalse)] [-calculateStatus (truejfalse)] [-deviceType <devi ceType>] [-filter
<filter>] [-name <name>] [-notes <not es>] [-jndiHOst <host nane> Default: localhost] [-jndiPort <port >
Default: 1099] [-u <user nane> -p <passwor d>] [-qui€t]

DESCRIPTION

Use the nnnimodegr oup. ovpl script to manage node group and node group hierarchies. This script allows you
to create, update, and delete node groups; create and delete node group hierarchies; and manage nodes
associated with node groups by allowing you to add nodes or configure the node group filters.

nnmmodegr oup. ovpl provides multiple listing operations, including the following:

 List theinformation and hiearchy for node groups by listing either the child node groups or parent node
groups.

e Usethe-listMembers operation to list the nodes in the node group.
o Usethe-list operation to list al node groupsin the database.

The -printNodes operation will print node attributes belonging to a certain node group. When printing the
node attributes, the group name is arequired argument; if no other arguments are given, the hostName,
shortName, UUID and management | P address attributes of each node are dumped; one comma-separated
line per node. Note that the - pri nt Nodes command is a deprecated/legacy command which was available in
earlier NNMi versions and its usage retained for backwards compatibility. As such you must specify the
leading dash character, i.e. - pri nt Nodes will work, but pri nt Nodes will not. Thenew I i st Menber s
command is the replacement for printNodes.

Parameters

nnmmodegr oup. ovpl supports the following options:
-add -group (<nane>|<uuid>) [-file <file>|-node <nodelist>] [-deviceType <devi ceType>]

Adds nodes or device type filters to a node group. At least one additional argument must be specified
in addition to the group argument.

-group (<name>| <uui d>)

The name or UUID of the node group.
-file <file>

A text file that can contain node names, UUIDs, and | P addresses.
-node <nodeli st >

A comma-separated list of node names, UUIDs, and | P addresses.
- devi ceType <devi ceType>

Used for selecting nodes for the node group. The deviceType parameter is a semicolon-separated
list of strings, each having aformat of category:vendor:family:profile



-bat ch <source>
Runs the script in batch mode with the supplied input file or \"-\" to read from standard input.
source
The source can be either - (for standard input) or afile.

-create -name <node group name> £ addToPer f SPI Reports (true|false)] [-addToVi ewFilterList
étrue falseg] -cal cul at eSt at us truelfalse)] [ deV|ceTyPe <deV|ceType>] [ - expand

true|fal se -file <file>-node <nodelLi st > filter ilter>] [-notes <notes>] [-parent
<parent>] [-uuld <uuid>]

Creates a new node group.
- hanme <nane>

The name of the node group being created.
-addToPer f SPI Reports (true|fal se)

Allows the node group to be afilter for NNM iSPI Performance for Metrics reports. Changing
this flag will have no effect unless an NNM iSPI Performance for Metrics license is installed.

-addToVi ewFi I terList (true|fal se)

Includes the node group in the drop-down filter list when viewing tables.
-cal cul ateStatus (true|false)

Allows the node group to have its status cal cul ated.
- devi ceType <devi ceType>

Used for selecting nodes for the node group. The deviceType parameter is a semicolon-separated
list of strings, each having the format of category:vendor:family:profile

-expand (true|fal se)

Expands the node group in its parent map. The -parent option must be specified.
-file <file>

A text file that can contain node names, UUIDs, and | P addresses.
-filter <filter>

A filter expression used for selecting nodes in the node group. Nodes whose attributes match the
expression will be included in the group.

-node <nodeli st >

A comma-separated list of node names, UUIDs, and | P addresses.
-notes <not es>

Notes to attach to the node group.
- parent <parent>

The name of a parent node group if the node group you are adding is being added as a child node



group.
-uuid <uui d>
The UUID to be assigned to the node group.
-del ete -group (<name>| <uui d>)
Deletes the node group.
-group (<name>| <uui d>)
The name or UUID of the node group being del eted.
-list [-fields <fields>] [-format <fornat>]
Print the names of the node groups in the database.
-fields <fields>
Selects the output fields for table data as a comma-separated list.
-format <fornmat>
Sets the output format for table data; valid values are TEXT, LIST, CSV or XML.
-listChildGoups -group <group> [-fields <fields>] [-format <formt>]
List child node groups for the specified node group.
-group <group>
The name of the node group to list children for.
-fields <fields>
Selects the output fields for table data as a comma-separated list.
-format <fornmat>
Sets the output format for table data; valid values are TEXT, LIST, CSV or XML.
-listMenbers -group (<nanme>| <uuid>) [-deep] [-fields <fields>] [-format <format>]
Print nodes in the specified node group.
-group (<name>| <uui d>)
The name or UUID of the node group.
- deep

By default, listMembers will only list the nodes of the node group. The -deep option will list all
nodes in the node group and all child node groups.

-fields <fields>
Selects the output fields for table data as a comma-separated list.

-format <format>



Sets the output format for table data; valid values are TEXT, LIST, CSV or XML.
-listParent Goups -group <group> [-fields <fields>] [-format <format>]
List parent node groups for the specified node group.
-group <group>
The name of the node group to list parent groups for.
-fields <fields>
Selects the output fields for table data as a comma-separated list.
-format <fornat>
Sets the output format for table data; valid values are TEXT, LIST, CSV or XML.
-pri nt Nodes <node group nane> [-hostNane | -shortNanme | -uuid | -ip]

Prints attributes of nodes belonging to the specified node group. If no additional parameters are
provided, the hostName, shortName, UUID and management | P address attributes of each node will be

printed; one comma-separated line per node.

Optionally, one of the following parameters can be specified (only the specified attribute will be
printed):

- host Nane

Prints the hostName of each node belonging to the node group.
- short Name

Prints the shortName of each node belonging to the node group.
-uuid

Prints the UUID of each node belonging to the node group.

Prints the management | P address of each node belonging to the node group. If the IP address
cannot be determined, the hostname will be printed.

-relate -child <child> -parent <parent> [-expand (true|false)]
Link a node group to another node group to create a parent and child relationship.
-child <child>
The name of the child node group.
- parent <parent >
The name of the parent node group.
-expand (true|fal se)
Expands the node group in maps.

-rel oad



Reloads the node group cache. This operation may be required when adding or removing nodes by
either updating the list of additional nodes or by updating the filters for node groups, as the cache may
not reflect the changes for several minutes.

The reload operation cannot be used as part of a batch operation because other operations might be
committed only after the batch operation completes. The reload operation can be run as a separate
command after the batch operation in order to refresh the cache.

-renmove -group (<name>|<uuid>) [-file <file>|-node <nodelist>] [-deviceType <devi ceType>]

Removes nodes from a node group. At least one additional argument must be specified in addition to
the group argument.

-group (<name>| <uui d>)

The name or UUID of the node group.
-file <file>

A text file that can contain node names, UUIDs, and | P addresses.
-node <nodeli st >

A comma-separated list of node names, UUIDs, and | P addresses.
- devi ceType <devi ceType>

Used for selecting nodes for the node group. The deviceType parameter is a semicolon-separated
list of strings, each having the format of category:vendor:family:profile

-unrelate -child <child> -parent <parent>
Removes the node group hierarchy between a child and parent node group.
-child <child>
The name of the child node group.
- parent <parent>

The name of the parent node group.

-updat e -group (<name>|<uui d>) [-addToPerfSPlIReports (true|false)] [-addToVi ewFilterlList
(true[fal se)] [-calcul ateStatus (truelfalse}] [ -devi ceType <devi ceType>] [-filter
<filter>] [-name <newNane>] [-notes <notes>

Set attributes on a node group. At least one additional argument must be specified in addition to the
group argument.

-group (<name>| <uui d>)
The name or UUID of the node group.
-addToPer f SPI Reports (true|fal se)

Allows the node group to be afilter for NNM iSPI Performance for Metrics reports. Changing
this flag will have no effect unless an NNM iSPI Performance for Metrics license is installed.

-addToVi ewFi I terList (true|fal se)



Includes the node group in the drop-down filter list when viewing tables.
-cal cul ateStatus (true|false)

Allows the node group to have its status cal cul ated.
- devi ceType <devi ceType>

Used for selecting nodes for the node group. The deviceType parameter is a semicolon-separated
list of strings, each having the format of category:vendor:family:profile

-filter <filter>

A filter expression used for selecting nodes in the node group. Nodes whose attributes match the
expression will be included in the group.

- name <newNane>
Changes the name of the node group to the specified newName.
-notes <not es>
Notes to attach to the node group.
-hel p
Prints the usage statement.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm propert i es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

- j ndi Host
The server INDI host; default is| ocal host .
-j ndi Port

The server INDI port; default is 1099.

EXAMPLES

To create a node group named mygroup:
nnmodegr oup. ovpl -create -nane mygroup
To create a node group named mygroup2 with nodes aand b:

nnmodegr oup. ovpl -create -nane mygroup -node "a, b"



To create a node group hierarchy with mygroup as the parent and mygroup?2 as the child:

nnmodegr oup. ovpl -relate -parent mygroup -child nygroup2

To print the hostName, shortName, UUID and management | P address of all nodes that belong to the node
group Routers:

nnmodegr oup. ovpl -printNodes Routers

To print only the hostname of all nodes that belong to the node group Non-SNMP Devices:

nnmmodegr oup. ovpl -print Nodes "Non- SNMP Devi ces" -host Nane

To list the node group names in the database:

nnmodegr oup. ovpl -1i st

To change the name of an existing node group and also change its calculate status to false:

nnmodegr oup. ovpl -update -group nyG oup -nane newNane -cal cul ateStatus fal se

RETURN VALUE

nnmmodegr oup. ovpl exitswith the status 0 (zero) if no errors were encountered; otherwise it returns 1.

AUTHOR

nnmmodegr oup. ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM _BI N nnmrmodegr oup. ovpl

Return to Reference Pages Index



Name

nnmnodegroupmapsettings.ovpl — Command line tool used to create, update, modify, and delete Node
Group Map Settings.

SYNOPSIS

nnmmodegr oupnapset ti ngs. ovpl -U <user > -p <passwor d> [-7]

-create -nodeG oup <NODEGROUP> [ <OPTI ONS>]

-del ete (-nodeG oup <NODEGROUP>]) | -uuid <UU D>

-exi sts (-nodeG oup <NODEGROUP>]) | -uuid <UU D>

-list [-nodeG oup <NODEGROUP> | -uuid <UUID>] [-format <FORVAT>]

-updat e (-nodeG oup <NODEGROUP> | -uuid <UU D>) [<OPTI ONS>]
<OPTI ONS> :: = -bgl mage <BA MAGE> - bgScal e <BGSCALE> - connThresh <CONN_THRESHOLD> - connType

<CONNTYPE>
-ifaceFilter <IFACE_FILTER> -i sConnNodeG oups <IS_CONN_NODE_GROUPS> -i sConnNodes

<I S_CONN_NODES> -isL2conn <I S_L2CONN>
-isShow ncidents <I'S SHOWN I NCI DENTS> -isVisio <IS VISIO> -isL2connEdit <IS L2CONN_EDI T>

<-i sNei ghbor Conn > <-nei ghbor ConnFilter > -mapRefresh <MAP_REFRESH>

-WHIXEnd%OOi_EtS <MAX_ENDPQO NTS> - maxNodes <MAX_NODES> - nodeG oup <NODEGROUP> - order <ORDER>
-role < >

DESCRIPTION

nnnmodegr oupnapset ti ngs. ovpl isacommand linetool used to create, update, modify and delete Node
Group Map Settings. Node Group Map Settings are created individually for a Node Group. Node Group Map
Settings may be updated or deleted by the Node Group name or UUID or the Map Settings UUID.
Additionally Settings can be listed verbosely by any Node Group to the screen, or formatted into various
formats such as CSV or XML.

Parameters

nnmmodegr oupmapset t i ngs. ovpl supports the following options:
-7
Prints the usage statement.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm propert i es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.



- bat ch <BATCH>

The name of atext file that contains alist of batch commands to be executed when running the
nodegroupmapsettings.ovpl command in batch mode. The file can contain blank lines or comments
beginning with "#"' character. Any remaining lines are considered to be valid for Node Group Map
Settings.

- bgl mage <string>
Name of a background image file to be associated with the Node Group Map.
-bgScal e <fl oat >

Scale for a background image file to be associated with the Node Group Map. Interpreted as a floating
point value. Default valueis 1.0

-connThr esh <nunber >

Multiple connection threshold. The maximum number of connections between Nodes or Node Groups
before the connection is collapsed into a Multiconnection

-connType <string>

Connection type. Type of connection to be displayed in the associated Node Group Map. Valid values
are"none", "L2" or "L3". Arguments will be interpreted in a case-insensitive manner. Default valueis
"none".

-Create

Create new Node Group Map Settings for the specified Node Group.
-del ete

Delete the specified Node Group Map Settings.

-exists

Determines whether or not Node Group Map Settings exist for the specified Node Group. Displays
"true” if the Node Group Map Settings exist; otherwise "false”;

-format <style>

Format to list the output, currently ‘text’, 'list', ‘csv' and 'xml' are available.

-ifaceFilter <string>

The name of an endpoint interface filter to applied to the contents of the associated Node Group Map.
-i sConnNodeGroups (true|fal se)

Flag indicating whether or not Node Groups are to be connected on the associated Node Group Map.
Interpreted as a boolean value. "True" in all combinations of case will be interpreted as true, while al
other argument values will be interpreted as false.

-i sConnNodes (true|fal se)

Flag indicating whether or not Nodes are to be connected on the associated Node Group Map.
Interpreted as a boolean value. "True" in all combinations of case will be interpreted as true, while al
other argument values will be interpreted as false.



-isL2Conn (true|fal se)

Flag indicating whether or not Layer 2 connections determined by 1Pv4 Subnet Connection Rules are
displayed on the associated Node Group Map. Interpreted as a boolean value. "True" in all
combinations of case will beinterpreted as true, while all other argument values will be interpreted as
fase.

-isL2ConnEdit (true|fal se)

Flag indicating whether or not Layer 2 connection edits added usin gthe nnmconnedit.ovpl command
line tool are to be displayd on the associated Node Group Map. Interpreted as a boolean value. "True"
in all combinations of case will be interpreted as true, while all other argument values will be
interpreted as false.

-i sNei ghbor Conn (true|fal se)

Flag indicating whether or not additional connections to key networking devices (one hop away) which
are not members of the Node Group will be added. Interpreted as a boolean value. "True" in all
combinations of case will beinterpreted as true, while all other argument values will be interpreted as
false. Neighbor connections are restricted to device categories defined in the neighborConnFilter
argument. If no filter is provided the Networking Infrastructure Devices Node Group will be used asa
filter. Any child node group device filters will be ignored.

-i sShow nci dents (true|false)

Flag indicating whether or not Incidents should be displayed on the associated Node Group Map.
Interpreted as a boolean value. "True" in all combinations of case will be interpreted as true, while al
other argument values will be interpreted as false.

-isVisio (true|false)

Flag indicating whether or not Visio export from the associated Node Group Map is supported.
Interpreted as a boolean value. "True" in all combinations of case will be interpreted as true, while all
other argument values will be interpreted as false.

-mapRefresh <interval >

Map refresh interval in minutes and seconds. Format is mmMssS, where mm is a number from 0 to 59
and ssis anumber from 0 to 59. Examples. 59M59S (the maximum value), 1S (1 second), 5M (5
minutes), 5SM30S (5 minutes 30 seconds)

- maxEndpoi nts <number >

The maximum number of endpoints to be displayed on the associated Node Group Map.
- maxNodes <nunber >

The maximum number of nodes to be displayed on the associated Node Group Map.
- nei ghbor ConnFi | ter <numnber >

A Node Group which will act as afilter for displaying one hop neighbor nodes that do not belong to the
node group in Node Group Maps. Any Device Filters defined for the Node Group will be applied to
candidate neighbor nodes. IMPORTANT NOTE - Child Node Groups will be ignored when applying
the filter. Also see the description above for the isNeighborConn argument.

-nodeG oup (<nane>| <uui d>)



Node Group name or UUID.
-list

List Node Group Map Settings information for the specified Node Group name or UUID, or list all
settings for al Node Groups if no Node Group name or UUID are specified.

-order <nunber >

Priority order specified as an integer for the Node Group Map Settings. The lower the number the
higher the priority. (e.g. 1 ishigher priority than 10)

-role <string>

User role required to access the Node Group Map Settings. Valid valuesinclude "admin”, "client”,
"levell", "level2", "guest”. Arguments will be interpreted in a case-insensitive manner. Default valueis
"admin”.

- updat e

Update the specified Node Group Map Settings. Specify the argument without a value to set a Node
Group Map Settings field to null. For example,

nnnodegroupmapsettings.ovpl -update =nodeGroup Routers =ifaceFilter

wpi;d set the endpoint interface filter to null. The nodeGroup, connType, and role fields are required
fields and cannot be set to null.

-uuid

UUID of the Node Group Map Settings.

FORMATTING RULES

As mentioned above, when specifying a Node Group name, enclose the name in double quotesif there are
spaces present. (e.g. "Important Nodes'

EXAMPLES

Create Node Group Map Settings showing only the required arguments:

nnmodegr oupnmapset ti ngs. ovpl create -nodegroup Routers -connType L3 -role admn

Create Node Group Map Settings showing the optional arguments:

nnnnode?roupnapsettings.ovpl create -nodegroup Switches -connType L2 -role guest -bglnmage
/i mages/ Col or ado. png -bgScale .75 -connThresh 3 -ifaceFilter "VLAN Interfaces" -

i sConnNodeGroups true -1sConnNodes t -islL2conn true -isVisio f -islL2connEdit True -
mapRef resh 5M - maxEndpoi nts 200 - naxNodes 100 -order 10 -role adnin

List the Node Group Map Settings for the specified Node Group. The attribute data are displayed in atable.
nnmodegr ouprmapset tings. ovpl |ist -nodegroup "Inportant Nodes"

List al of the Node Group Map Settings. The attribute data are displayed in atable.



nnmmodegr ouprmapsettings. ovpl 1i st

List Node Group Map Settings for the specified Node Group in CSV format

nnmodegr oupmapsetti ngs. ovpl |ist -nodeG oup "Non- SNMP Devi ces" -format csv
Delete Node Group Map Settings by Node Group name.

nnmodegr oupnmapset ti ngs. ovpl del ete -nodegroup "Routers"

Delete Node Group Map Settings by the UUID of the settings.

nnmodegr ouprmapsettings. ovpl del ete -uui d 204846¢0- a35b-4a92- 9726- 4ce0a8be596d

Update the Node Group Map Settings for a Node Group.

nnmodegr oupmapset ti ngs. ovpl update -nodegroup Routers -bgl mage /i nages/ Denver. png -
bgScal e .75 -connThresh 2 -ifaceFilter "Point to Point Interface" -isConnNodeG oups true -
i sConnNodes t -isL2conn false -isVisio T -isL2connEdit Fal se -mapRefresh 4MB0OS -

maxEndpoi nts 200 - maxNodes 100 -order 15 -role admn

AUTHOR

nnmmodegr oupnapset ti ngs. ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM_BI N nnmmodegr oupnmapset ti ngs. ovpl

SEE ALSO
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Name

nnmnoderediscover.ovpl — Discover node details after the node has changed

SYNOPSIS

nnmmoder edi scover . ovpl -help | -node <host Name> [-tenant <name>] [-fullsync] | -rm <Regi onal NN\M
managenent server > [-fullsync] | -file <fi | ename> [-tenant <nane>] [-fullsync] | -all [-fullsync] [-u
<user name> -p <passwor d>] [-jndiHost <host Name> Default: localhost] [-jndiPort <por t > Default: 1099]

DESCRIPTION

nnmoder edi scover . ovpl places node(s) into the NNMi discovery queue. The amount of time before the
node starts discovery is dependent on how long NNMi takes to get to the node in the queue.

If the node is aready in the discovery queue, it is not added again.

Note that when using the NNMi Advanced Global Network Management feature, nodes that are managed by
a Regional Manager only go through discovery on the Regional Manager (NNMi management station) and
are not rediscovered by the Global Manager.

The -rm option is for the NNMi Advanced Global Network Management feature. It is used when issuing the
nnmmoder edi scover . ovpl script on a Global Manager. NNMi requests that the Regional Manager (NNMi
management server) send the most recent discovery results to the Global Manager.

The -file option accepts a file with a single entry specified per line. Each line contains a short name, or a
fully-qualified DNS domain name, or an IP address. Each line has the following format: HostName #
(optional comment to help identify the node) Where: HostName = the short name or DNS name or |P address
of the node you want to add.

The -al option causes all nodes managed by the local NNMi management server to be rediscovered. Note
that when you use the NNMi Advanced Global Network Management feature and issue the

nnmoder edi scover . ovpl Script on a Global Manager, the most recent discovery results are sent from the
Regional Manager to the Global Manager.

The -tenant option identifies nodes with non-unigue names or 1P addresses such as might can the case with
overlapping address domains. The name passed with the argument is the quoted tenant name.

The -fullsync option causes resynchronization to the node's states and status following the rediscovery of the
node. When run from a Global Manager, the Global Manager's nodes are updated from the Regional
Manager's nodes. When run from a Regional Manager, the command does a resynchronization for the
regiona node(s) and also does a resynchronization on the Global Manager for those nodes that belong to the
given Regional Manager. Thisis an optional flag, which does not affect the algorithm for choosing which
nodes are of rediscovered.

Parameters



nnmmoder edi scover . ovpl supports the following options:
-node <host Nane>

The hostname of the node to rediscover.
- rm <Regi onal Manager Nanme>

When using the NNMi Advanced Globa Network Management feature and issuing the
nnmmoder edi scover . ovpl script on a Global Manager, the Name attribute value identifies a Regional
NNMi management server.

-file <fil eName>

Specifies atext file to read the nodes from.
-al |l

Specifies all nodes are to be rediscovered.

-tenant <nanme>

Optional parameter that when paired with a node name or IP will identify the node in domains where
the name or | P can be non-unique.

-full sync

Optional parameter that directs NNMi to resynchronize a node's states and status following the
rediscovery of each node.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Name>

The server INDI host; default is1 ocal host .
-j ndi Port <port>

The server INDI port; default is 1099.
-hel p

Displays the usage statement.

EXAMPLES

nnmoder edi scover. ovpl -u username -p password -node nyNode -tenant nyTenant



Rediscovers the node nyNode that is a member of the tenant nyTenant . Y ou must provide avalid
administrator user nanme and passwor d.

nnmoder edi scover. ovpl -u username -p password -rm myRegi onal Manager

Rediscovers al nodes associated with myRegi onal Manager . You must supply avalid NNMi
administrator user nanme and passwor d.

nnmoder edi scover. ovpl -u username -p password -file nyFile -fullsync

Reads the nodes specified in the nyFi | e file and places them into the NNMi discovery queue.
Following the rediscovery of each node, the state and status for the node will be resynchronized. Y ou
must provide avalid adminstrator user name and passwor d.

Diagnostics

nnmmoder edi scover . ovpl returnsthe following exit codes:

0

Operation was successful.
1

An error occurred; see error message for details.
AUTHOR

nnmmoder edi scover . ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmdiscocfg.ovpl (1M), nnmloadseeds.ovpl (1M), nnmseeddel ete.ovpl (1M), nnm.properties(4).
Return to Reference Pages | ndex



Name

nnmofficialfqdn.ovpl — Display the official Fully Qualified Domain Name (FQDN) of the NNMi
management server.

SYNOPSIS

nnnof fi ci al f gqdn. ovpl

DESCRIPTION

Use nnnof fi ci al f gdn. ovpl to display the official Fully Qualified Domain Name (FQDN). The official
FQDN must be correct and consistent across systems to enable Single Sign On with NNM iSPIs. NNMi sets
the official FQDN during installation. After installation, you can change it using the nnmsetofficiafgdn.ovpl
command.

Options

nnnof fi ci al f qdn. ovpl by default displays verbose output with aping test. nniof fi ci al f gdn. ovpl
recognizes the following options:

-d
Display the domain name of the official FQDN. If the FQDN is only a short hostname or an | P address
and if the terse option (-t) is used, NNMi does not display avalue; otherwise, NNMi displays a
message informing you that the domain name cannot be found.

-t
Terse mode. Displays the FQDN or domain name value only. When the FQDN or domain name is not
found, no warning or informative text is shown. This option aso skips the ping test.

-m

Query for the default FQDN and display the value. NNMi displays whichever value it findsfirst using
the following order:

o FQDN
¢ Short hostname
e |Paddress

If none of the above are found, then 'localhost’ is displayed.

Display the help menu listing all the options.



EXAMPLES

Running the command without any options displays the official FQDN and performs a ping test:

# nnmoffi ci al f gdn. ovpl
FQDN: host nane. sonedonai n
Ping test: pinging hostnane. somredonmai n pl ease wait...
Ping K

Running the command with the -t option displays the official FQDN as follows:
# nnnofficial fgdn. ovpl -t
host nane. somedomai n
Running the command using the -d option displays the domain name as follows:
# nnnofficial fqgdn. ovpl -d
Domai n: sonedonai n
Running the command using the -d and -t options displays only the domain name:

# nnnof ficial fgdn. ovpl -dt
sonedonai n

AUTHOR

nnnof fi ci al f qdn. ovpl was developed by Hewlett Packard Enterprise.

FILES

nnnof fi ci al f qdn. ovpl residesin $NNM BI N di rectory.

SEE ALSO

nnmsetofficialfqdn.ovpl (1M), nnmsso.ovpl (1M).
Return to Reference Pages Index



Name

disco.NoVLANIndexing — Specifies certain nodes where VLAN Indexing should be skipped during
discovery polling.

SYNOPSIS

di sco. NoVLANI ndexi ng

DESCRIPTION

One of the methods NNM i uses to learn layer 2 connectivity between and among switch devicesin a
managed network isto retrieve the dot 1dTpFdbTabl e (FDB) from the switches. However, for Cisco switches,
NNMi must use a VLAN- i ndexi ng method to retrieve the entire FDB. Using this method, NNMi retrieves the
FDB once for each configured VLAN on the Cisco device. If thereisalarge number of VLANS configured
on each device, retrieving the FDB with VLAN- i ndexi ng might take a very long time, sometimes even hours,
to complete.

Cisco switches are often configured to use the Cisco Discovery Protocol (CDP). CDPis considered to be a
superior method for learning layer 2 connectivity. Large switches located in the in the core of the network
might contain many VLANS. These switchestypically do not have end nodes connected directly to them. If
the switches you want to manage do not have end nodes connected directly to them, you might want to
suppress the collection of the FDB on these large switches. NNMi still completes the layer 2 discovery using
data collected from CDP. These large switches are prime candidates for suppression of VLAN-i ndexi ng. Do
not suppress VLAN- i ndexi ng on smaller switches located at the network's edge (often known as access
switches) that have many end nodes attached to them.

Y ou can configure NNMi to suppress VLAN indexing. To do this, the NNMi administrator needsto create
the di sco. NoVLANI ndexi ng file, where the name of the file is case-sensitive. The ovj boss service reads the
di sco. NoVLANI ndexi ng filewhen it starts. If the NNMi administrator makes changes to the

di sco. NoVLANI ndexi ng file after the ovj boss service starts, those changes will not take effect until the next
timethe ovj boss service starts. By default, the di sco. NoVLANI ndexi ng file does not exist. If the

di sco. NoVLANI ndexi ng does not exist, thisfeature is disabled and NNMi attempts to use VLAN-i ndexi ng to
collect the entire FDB table on all devices.

The di sco. NoVLANI ndexi ng file can contain |P addresses, | P address ranges, and comments. A comment
consists of the pound (or hash) sign (#) and al characters between # and the end of the line. NNMi treats an
empty line as a comment. |P addresses are specified in the standard I P version 4 dotted-decimal notation or
standard IP version 6 format (RFC 2373).

For details on the format of 1P address ranges, see the Configure Address Ranges for Regions section of the
NNMi help.

NNMi considers a node to match if one of the listed 1P addresses matches a node's management address.
Other IP addresses hosted by the node are not considered. If a node matches one of the addressesin the

di sco. NoVLANI ndexi ng file, NNMi collects only the default FDB (the FDB which is accessible by using the
community string with no @vlan-id suffix appended).

Disabling the collecting of the entire FDB might cause some inaccuraciesin the layer 2 layout of the



managed network. HP is not responsible for these inaccuracies. Carefully consider which switches you
include in the di sco. NoVLANI ndexi ng file.

EXAMPLES

The following is an example of adi sco. NoVLANI ndexi ng file:

fghgssgnaag suppresses VLAN-indexing for the node whose managenent address is 10.2.37.149

192. 168. 100-101. 1 #This entry causes the nodes 192. 168.100.1 and 192.168.101.1 to be
ski pped, too

# Here are sonme exanples of |Pv6 addresses and ranges:
2136: : 8: 800: 200C: 417a
fd0l: : a352: 1245: fc4B
2001: D88: 2: 0: a07: ffff:0a01: 3200- 37f f

AUTHOR

di sco. NoVLANI ndexi ng was developed by Hewlett Packard Enterprise.

FILES

$NnnDat aDi r/ shar ed/ nnni conf/ di sco/ di sco. NoVLANI ndexi ng

9NnmDat abDi r % shar ed\ nnm conf\ di sco\ di sco. NoVLANI ndexi ng

SEE ALSO

See the Maintaining NNMi chapter in the newest version of the NNMi Deployment Reference for more
information.

See the Configure Address Ranges for Regions section of the NNMi help.
Return to Reference Pages | ndex



Name

disco.SkipXdpProcessing — Contains alist of management I P addresses for nodes NNMi should not query
for discovery protocol information.

SYNOPSIS

di sco. Ski pXdpPr ocessi ng

DESCRIPTION

One method NNMi uses to discover layer 2 connectivity between and among network devices in a managed
network isto collect information from the devices related to their discovery protocols. There are many
defined discovery protocols. For example, Link Layer Discovery Protocol (LLDP) is an industry standard
protocol, while there are many vendor-specific protocols like Cisco Discovery Protocol (CDP) for Cisco
devices. These are all handled by NNMi discovery in the XdpAnal yzer .

Y ou can configure NNMi to suppress discovery protocol collections for devices you specify. This feature
makes use of aconfiguration file, di sco. Ski pXdpPr ocessi ng, that the NNMi administrator creates. The
name of thefileis case-sengitive. The ovj boss service readsthe di sco. Ski pXdpPr ocessi ng when it starts
up. If the NNMi administrator makes changes to thisfile after the ovj boss service starts up, those changes
will not take effect until the next time the ovj boss service starts. By default, the di sco. Ski pXdpPr ocessi ng
file does not exist. If the di sco. Ski pXdpPr ocessi ng does not exist, thisfeature is disabled and NNMi
attempts to collect discovery protocol information from all managed nodes.

For more information about the known problems fixed by this feature, refer to the SEE AL SO section below.

Thedi sco. Ski pXdpPr ocessi ng file can contain | P addresses and comments. A comment consists of the
pound (or hash) sign (#) and all characters between # and the end of the line. NNMi treats an empty lineasa
comment. Specify IP addressesin the standard | P version 4 dotted-decimal notation or standard IP version 6
format (RFC 2373).

NNMi considers a node to match if one of the listed 1P addresses matches a node's management address.
Other |P addresses hosted by the node are not considered. If a node matches one of the addressesin the
di sco. Ski pXdpPr ocessi ng file, NNMi skips the XdpAnal yzer service for that node and does not collect
discovery protocol information.

Disabling the discovery protocol processing of a node or nodes might cause some inaccuracies in the layer 2
layout of the managed network. HP is not responsible for these inaccuracies.

EXAMPLES

The following is an example of adi sco. Ski pXdpPr ocessi ng file:

#This entry supresses the XdpAnal yzer processing for the node whose managenent address is
10. 2. 37. 149
10. 2. 37. 149

192.168. 100.1 #This entry causes the node 192.168.100.1 to be ski pped, too



# Here are sone exanples of | Pv6 addresses:
2136::8:800: 200C. 417a
fdOl::a352: 1245: fc4B

AUTHOR

di sco. Ski pXdpPr ocessi ng was developed by Hewlett Packard Enterprise.

FILES

$NnnDat abi r/ shar ed/ nnni conf / di sco/ di sco. Ski pXdpPr ocessi ng

9NnDat abDi r % shar ed\ nnm conf\ di sco\ di sco. Ski pXdpPr ocessi ng

SEE ALSO

See the Maintaining NNMi chapter in the newest version of the NNMi Deployment Reference for more
information.

Return to Reference Pages Index



Name

hostnol ookup.conf — file containing hostnames or hostname wildcards that should not be resolved to IP
addresses using the system |P name server

SYNOPSIS

host nol ookup. conf

DESCRIPTION

host nol ookup. conf isafile used by the ovj boss process to determine whether a hostname should be
resolved to an I P address using the system |P name server. The ovj boss process attempts to match a
hostname against each entry in the host nol ookup. conf file before attempting to resolve the hostname to an
|P address. If amatch isfound, the ovj boss process does not attempt to resolve the hostname to an IP
address using the system IP name server.

Add entries to the file containing one hostname or hostname wildcard. Each entry must be on asingle line.
To add comments, place a number sign (#) in front of the comment. That causes the remainder of the line to
be ignored. Y ou can add blank linesto the host nol ookup. conf file.

Use the host nol ookup. conf fileif you determine that a specific hostname (or set of hosthames) cannot be
resolved to an I P address using the systems | P name server.

The administrator must create the host nol ookup. conf file. It does not exist by default.

If you modify the host nol ookup. conf filewhile the ovj boss processis running, use the
$Nnmi nstal | Di r/ support/ nnmednssync. ovpl script to load the updated file. The nnmsdnssync. ovpl script
also reloads the i pnol ookup. conf file.

EXAMPLES

The following is an example of ahost nol ookup. conf file:

# A single hostname

badsys. mydonai n. nycor p. com
# An | P wildcard

* . baddonai n. nycor p. com

In the first example, the system name is bad in some way, causing some DNS servers to respond with
unexpected results. In the second example, there is a domain that cannot be resolved. Adding these entriesto
the host nol ookup. conf file stops NNMi from attempting to resolve the hostnames.

AUTHOR

host nol ookup. conf was developed by Hewlett Packard Enterprise.



FILES

9NNM_DATA% shar ed\ nnm conf \ host nol ookup. conf

$NNM_DATA/ shar ed/ nnm conf / host nol ookup. conf

SEE ALSO

ipnolookup.conf(4).

Return to Reference Pages Index



Name

ipnolookup.conf — file containing 1P addresses or |1P wildcards that should not be resolved to hostnames
using the system | P name server

SYNOPSIS

i pnol ookup. conf

DESCRIPTION

i pnol ookup. conf isafile used by all NNMi processes to determine whether an | P address should be
resolved to a hostname using the system | P name server. NNMi processes attempt to match an |P address
against each entry in thei pnol ookup. conf file before attempting to resolve the |P address to a hostname. If a
match is found, the NNMi process does not attempt to resolve the | P address to a hostname using the system
|P name server.

Add entries to the file containing one | P address or |P wildcard per line. Each entry must be on asingle line.
To add comments, place anumber sign (#) in front of the comment. This causes the remainder of theline to
be ignored. Y ou can add blank linesto thei pnol ookup. conf file.

Usethei pnol ookup. conf file when you determine that a specific |P address (or range of 1P addresses)
cannot be resolved to a hostname using the system | P name server.

The administrator must create thei pnol ookup. conf file. It does not exist by default.

If you modify thei pnol ookup. conf file while NNMi processes are running, run the
$Nnmi nstal | Di r/ support/ nnmsdnssync. ovpl script with no arguments to load the modifications you made
to thei pnol ookup. conf file.

EXAMPLES

The following is an example of ai pnol ookup. conf file:

# A single | P address
192.168. 1. 100

# An | P wildcard
10. *. * *

# An | P wildcard range
192.168. 1. 101- 255

In the first example, the single 1P address could be routed to the Internet because many web sites use a
192. 168. *. * |P address. In the second example, the IP wildcard range could be NAT addresses. As such,
they are not suitable for communications. In the third example, the IP wildcard range could be a set of
addresses used for some purpose other than the primary | P address.

AUTHOR



i pnol ookup. conf was developed by Hewlett Packard Enterprise.

FILES

Windows. %\NM DATA% shar ed\ nnm conf \ i pnol ookup. conf

UNIX: $NNM _DATA/ shar ed/ nnmi conf /i pnol ookup. conf

SEE ALSO

hostnolookup.conf(4).

Return to Reference Pages Index



Name

macdedupexceptions.txt — file containing sysObjectld values for types of nodes that are to be considered
exceptions to the mac-address-based node deduplication logic

SYNOPSIS

macdedupexcepti ons. t xt

DESCRIPTION

NNMi uses a number of complex algorithms to detect that a node being processed isreally a duplicate of
another node in the database. In some cases, NNMi compares MAC addresses to try to determine if anode
has received a new |P address due to a DHCP lease expiring. This might cause issues with some network
devices such asfirewalls and loadbal ancers. There are some cases where these devices might use common |P
addresses and MAC addresses across multiple distinct devices. Normally, NNMi distinguishes between these
devices by seeing that the SNMP sysName is different. However, there are also cases where the SNMP
sysName can not be made different. In these cases, NNMi might delete one of the devices from the database
claiming that it is aduplicate.

For devices such as these |loadbalancers and firewalls, NNMi can be told to modify its de-duplication
algorithm by listing these devices SNMP sysObjectld values in the macdedupexcept i ons. t xt file. Devices
that are good candidates for inclusion in this file have the following characteristics:

e The device must not obtain its IP address from a DHCP server. Its | P address should be statically
assigned.

e The device must use a unique management | P address.
The following are examples of devices where this configuration file can prove useful:

e Thedeviceisconfigured in aredundant configuration with another device that uses some common |P
and MAC addresses, and shares acommon SNMP sysName.

o Thedeviceisaphysical device that supports severa virtual instances, where each instance might be
using similar P and MAC addresses, and sharing a common SNMP sysName.

HP recommends that the NNMi administrator only add entries to thisfile if they are needed to have devices
properly discovered. Adding entries which are not needed may cause unexpected results.

The file can contain one or more SNMP sysObjectld values, one value per line. Lines starting with a# are
treated as comment lines, as are blank lines. Also, acomment can follow a sysObjectld, starting with a# to
the end of the line. White-space in front of or following a sysObjectld isignored. And aleading dot (. ) on the
sysObjectld value is optional.

Thisfile does not exist by default. If it is needed, the NNMi administrator must createit. The fileis read by
NNMi at startup time. Any changes made after NNMi starts will not be active until NNMi is re-started.



EXAMPLES

The following is an example of amacdedupexcepti ons. t xt file:

# F5 Bl G| P Pb200 | oadbal ancer device
.1.3.6.1.4.1.3375.2.1.3.4.19

1.3.6.1.4.1.9.1.1291 #Ci sco ACE Servi ce Mdul e

AUTHOR

macdedupexcept i ons. t xt was developed by Hewlett Packard Enterprise.

FILES

Windows: %\NM DATA% shar ed\ nnm conf \ di sco\ macdedupexcepti ons. t xt

UNIX: $NNM _DATA/ shar ed/ nnmi conf / di sco/ macdedupexcepti ons. t xt

Return to Reference Pages Index



Name

nnm.ports — The following information shows the ports the NNMi management server listens on. In the case
of port conflicts, you can change many of these port numbers.

SYNOPSIS

nnm ports

There is no command synopsis. The nnm.ports reference page documents the well-known ports you can
change by modifying the nns- 1 ocal . properti es file.

DESCRIPTION

To change these port numbers, follow these steps:

1. Edit the 9%8nnDat aDi r % conf\ nnm pr ops\ nns-1 ocal . properti es (Windows) or
/ var/ opt/ OV/ conf/ nnni pr ops/ nms- | ocal . properti es (Unix) file to modify the ports used by NNMi.

2. ldentify the line containing the port number you need to change.

3. If necessary, remove the #! characters at the beginning of the line.

4. Modify the port number; then save your changes.

5. From a command prompt, run ovst op, then ovst art to restart NNMi.
The following ports are currently defined:
nmsas.server.port.web.http=80

This TCP port is used as the default HTTP port for Web Ul and Web Services. The installation script
prompts you to set this value during the NNMi installation. Y ou can change this port value by
modifying the nns- | ocal . properti es file or during NNMi installation.

nmsas.server.port.web.https=443

This TCP port is used as the default secure HTTPS port (SSL) for Web Ul and Web Services. The
installation script prompts you to set this value during the NNMi installation.

nmsas.server.port.naming.rmi=1098

Thisisthe default TCP port of the RMI naming service.
nmsas.server.port.remoting.ejb3 =1099

This TCP port is the default listening port for the bootstrap JNP service (JNDI provider).

nmsas.server.port.remoting.ejb3=3873



This TCP port is used for remote access by command line tools running on the global NNMi
management server.

nNMsas.server.port.jmx.jrmp=4444

This TCP port isthe RMI Object port (Java Remote Method Protocol) used by RMI to transfer data
(JRMP invoker).

nmsas.server.port.jmx.rmi=4445
This TCP port is the default port (invoker port) used when pooling RMI requests.
nmsas.server.port.invoker.unified=4446

This TCP port isthe default RMI remoting server connector port. The jboss Renot i ng service uses this
port.

nmsas.server.port.hg=4457

This TCP port is used for un-encrypted Global Network Management traffic.
nmsas.server.port.hg.ssl=4459

This TCP port is used for encrypted Global Network Management traffic.
nmsas.server.port.ts.recovery=4712

This TCP port is an internal transaction service port used by NNMi.
nmsas.server.port.ts.status=4713

This TCP port is an internal transaction service port used by NNMi.
nmsas.server.port.ts.id=4714

This TCP port is an internal transaction service port used by NNMi.
com.hp.ov.nms.postgres.port=5432

This TCP port is the port the embedded database listens on for this NNMi management server
(PostgreSQL port).

AUTHOR

nnm por t s was developed by Hewlett Packard Enterprise.

FILES

Windows: \nnDat aDi r % conf\ nnm props\ nms- | ocal . properties

UNIX: / var/ opt/ OV/ conf/ nnm props/ nms- | ocal . properties



SEE ALSO
ovstatus(1), ovstart(1M), ovstop(1M).
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Name

nnm.properties — file containing the username and password for command line tools

SYNOPSIS

nnm properties

DESCRIPTION

If you frequently run NNMi command line tools, HP recommends you create an nnm properti es file. This
file contains a username and password that you can use in place of the-u and - p command line options.
Using the nnm properti es file, you can run many commands without entering your password. The

nnm properti es file contains an encrypted version of the password and should be created by running the
nnnset cnduser pw. ovpl Script. Never manually edit the nnm properti es file. The nnnset cnduser pw. ovpl
script creates or edits afile placed in an . nnmsubdirectory under your home directory at the following
locations:

e Windows:. dri ve: \ Docunents and Settings\usernane\.nnm
e UNIX: ~/.nnm

The contents of this file must be defined as follows:

nnm user nane

The account user name.

nnm passwor d
The account encrypted password.

Most command line tools require an administrative user with an adni n role assigned to the tool.

AUTHOR

nnm properti es was developed by Hewlett Packard Enterprise.

FILES

The environment variable below represents a universal path that is established according to your shell and
platform requirements:

Windows: dri ve: \ Docunents and Settings\usernane\.nnm nnm properties

UNIX: $HOVE/ . nnmf nnm pr operti es



SEE ALSO

nnmsetcmduserpw.ovpl (1).
Return to Reference Pages Index



Name

Idap.properties — file containing the settings for communicating with and building LDAP queriesto the
directory service

SYNOPSIS

| dap. properties

DESCRIPTION

For detailed information about the contents of the | dap. properti es file, see the Integrating NNMi with a
Directory Service through LDAP chapter of the NNMi Deployment Reference.

After modifying thisfile, run the nnn dap. ovpl -rel oad command to reload the configuration.

AUTHOR

| dap. properti es was developed by Hewlett Packard Enterprise.

FILES

Windows: %8NNM SHARED CONF% | dap. properti es

UNIX: $NNM_SHARED CONF/ | dap. properti es

SEE ALSO

nnmlidap.ovpl (1M).
Return to Reference Pages Index



Name

nnmtrapd.conf — Filter file to block traps based on IP address or OID

SYNOPSIS

nnnt r apd. conf

DESCRIPTION

nnnt r apd. conf file can be used to configure filters to block traps based on both 1P address and trap OID.

The filters are entered one per line. Each filter consists of an IP address, range or wildcard folowed by one or
more comma separated list of trap OIDs or range of trap OIDs or wildcards.

The format of thefilter is:
<IP Address, O D,dD *>

IP Address could be asingle IP Address or a pattern in prefix/prefix-length notation or range-wildcard
notation. The special notation of " *" indicates all addresses. Y ou may not combine the prefix/prefix-length
notation with the range-wildcard notation in the same address. Host name cannot be specified instead of an
address. Every filter entry should have a unique address (single, wild card or range). Examples of addresses
in prefix/prefix-length notation are:

10.2.112.0/ 20
1080: 0: a00: : / 44

The same addresses in range-wildcard notations are:
10. 2. 112-127. *
Thetrap OID can aso be specified as arange or as wildcard. However, you may only use either arange or a

wildcard in one OID. Only the last sub OID of an OID can be specified as awildcard or range. The special
notation". *" indicates all OlDs. Some examples are:

For generic traps like link up, you can append the enterprise OID of the vendor to the trap OID for blocking a
specific vendor. Conversely, to block a generic trap from all vendors you need to append awildcard to the
trap OID.

Blocking all traps from all addressis not allowed. So the following entry is ignored:
<KL RS>
To apply filter changes to the running configuration, use the following command:

nnnt rapconfi g. ovpl -readFilter



EXAMPLES

The following example blocks all generic traps from all subnets in the range 10.2.120 to 10.2.127:

<10.2.120.0/21, .1.3.6.1.6.3.1.1.5.*>

The following example blocks link up traps from all devicesin the 10.6.112/21 subnet whose enterprise OID
is.1.3.6.1.4.1.11.2.3.7.11.17:

<10.6.112.0/21, .1.3.6.1.6.3.1.1.5.4.1.3.6.1.4.1.11.2.3.7.11.17>

The following example blocks link up traps from all devicesin the 10.6.112/21 subnet.

<10.6.112.0/21, .1.3.6.1.6.3.1.1.5.4.*>

The following example blocks all traps under the OID .1.3.6.1.4.1.11.2.17 and the authentication failure trap
from asingle IPv6 address.

<1080:: 8:800: 200c: 417a, .1.3.6.1.4.1.11.2.17.*, .1.3.6.1.6.3.1.1.5.5.*>

AUTHOR

nnnt r apd. conf was developed by Hewlett Packard Enterprise.

FILES

$NnnDat aDi r/ shar ed/ nnm conf / nnnt r apd. conf

SEE ALSO

nnmtrapconfig.ovpl (1M).

Return to Reference Pages Index



Name

trapFilter.conf — Filter file to block traps based on |P address or OID

SYNOPSIS

trapFilter.conf

DESCRIPTION

UsethetrapFil ter. conf fileto configure filtersto block traps based on both IP address and trap OID. This
issimilar to using the nnnt r apd. conf file, except that traps blocked by thet r apFi I t er. conf file do not get
stored in the trap binary store, nor are they used to analyze trap rates. Trap rates are not affected by incoming
traps blocked by thet rapFi | t er. conf . file. NNMi does not store incoming traps blocked by the
trapFilter.conf file

Enter the filters one filter per line. Each filter consists of an IP address, range, or wildcard followed by one or
more comma separated trap OIDs, range of trap OIDs, or wildcards.

The format of the filter isasfollows:

<IP Address, O D,dD *>

| P Addr ess could be asingle IP Address or a pattern in prefix/prefix-length notation or range-wildcard
notation. The special notation of " *" indicates all addresses. Do not combine the prefix/prefix-length notation
with the range-wildcard notation in the same address. Do not specify the hosthame instead of an address.
Every filter entry should have a unique address (single, wildcard, or range). Examples of addressesin
prefix/prefix-length notation are as follows:

10.2.112.0/ 20
1080: 0: a00: : / 44

The same addresses in range-wildcard notations are:

10.2.112-127.*

Specify the trap OID as arange or as wildcard. Only use arange or awildcard in one OID. Only specify the
last sub OID of an OID as awildcard or range. The special notation . *" indicates all OIDs. Some examples
are asfollows:

For generic trapslikel i nkUp, you can append the enterprise OID of the vendor to the trap OID for blocking a
specific vendor. Conversely, to block a generic trap from all vendors you need to append awildcard to the
trap OID.

Blocking all traps from all addressesis not alowed. So the following entry isignored:

<k x>



To apply filter changes to the running configuration, use the following command:

nnnt rapconfi g. ovpl -readFilter

EXAMPLES

The following example blocks all generic traps from all subnets in the range 10.2.120 to 10.2.127:

<10.2.120.0/21, .1.3.6.1.6.3.1.1.5.*>

The following example blocks link up traps from all devicesin the 10.6.112/21 subnet whose enterprise OID
is.1.3.6.1.4.1.11.2.3.7.11.17:

<10.6.112.0/21, .1.3.6.1.6.3.1.1.5.4.1.3.6.1.4.1.11.2.3.7.11.17>

The following example blocks link up traps from all devicesin the 10.6.112/21 subnet.

<10.6.112.0/21, .1.3.6.1.6.3.1.1.5.4.*>

The following example blocks all traps under the OID .1.3.6.1.4.1.11.2.17 and the authentication failure trap
from asingle IPv6 address.

<1080:: 8:800: 200c: 417a, .1.3.6.1.4.1.11.2.17.*, .1.3.6.1.6.3.1.1.5.5.*>

AUTHOR

trapFil ter.conf was developed by Hewlett Packard Enterprise.

FILES

$NnnDat aDi r/ shar ed/ nnnif conf/trapFilter. conf

SEE ALSO

nnmtrapconfig.ovpl (1M).
Return to Reference Pages Index



Name

hosted-object-trapstorm.conf — Configuration file for hosted object trap storm detection and suppression.
Block sets of traps by a hosted object's overal trap rate.

SYNOPSIS

host ed- obj ect -t rapst or m conf

DESCRIPTION

Use the host ed- obj ect - t rapst or m conf fileto configure filters to block traps from hosted objects.
Configure groups of trapOID to varbindOID pairs for blocking. When atrap is processed by thisfilter, the
trap's source deviceis resolved by the configured varbindOID. The statistical tracker for the resolved hosted
object is checked to ensure that its trap rate is below a configurable threshold. If the trap rate is above the
threshold, the trap is dropped.

A messageislogged to nnm trace. #. #. | og when atrap is dropped. Traps blocked by the host ed- obj ect -
trapst orm conf filedo not get stored in the trap binary store. Traps blocked by the host ed- obj ect -
trapst orm conf filedo not affect trap rates. NNMi does not store traps blocked by the host ed- obj ect -
trapst orm conf file.

Configuration blocks are used to accomplish configuration, and can span multiple lines. Configuration blocks
consist of the following comma separated values. Groupl D, TrapOID, VarbindOID.

The format of a configuration block is asfollows:
<G oupl D, Trapd D, Varbindd D [, TrapO D, Varbi ndd D] *>
The following rules govern conf i gur ati on bl ocks:

Al entries are separated by ","

Never start a configuration line with a ","

If a configuration |'ine does not end with'a"," then a comma is i mplied.
Any text followi ng "#" is considered a conment and will not be parsed.
Comments are allowed within the configuration bl ock.

Configuration blocks nust contain a GouplD; this is the first entry in the
nflguratlon bl ock.

Configuration bl ocks may contain one or nore TrapO D, Varbindd D pairs.

NgoURWNE

G oupl Disthefirst entry in the configuration block. If a GrouplD containsa", " or ">" these symbols must
be preceded by "/ " . GrouplDs may not contain " #". The G oupl D does not have to be unique. However, to
avoid inconsistent mapping it is recommended that all configuration blocks start with a unique GrouplD.

TrapO D / Var bi ndO D are OlDPattern pairs. A Tr apd Dis aways followed by avar bi nda D. The
OIDPettern format follows:

1. The pattern nust be a vValid OD (Nunbers separ at ed bK
2. The pattern can optionally contain range (Low# H gh#)

3. The pattern can optionally contain 1 wild card "*". Awld card can only occur at the

END of the pattern.

Exanple O D Patt

.1.3.6.1. 1-

5.

5.

.1.3.6. 1.
.1.3.6. 1.

erns:
6.4.6.*
4.6.*

4.6



Invalid O D Patterns:
.* (Wiich matches all O Ds is not allowed)
.1.3.5-4.3.1 gRange must be [ ow to high)
.1.3.4-5.3.1-3 (Contains 2 ranges)
.1.3.*.4.1 (wild cards can only occur at the end of the pattern)

For generic traps like | i nkUp, you can append the enterprise OID of the vendor to the trap OID for
configuration to a specific vendor. Conversely, to configure a generic trap from al vendors you need to
append awild card to the trap OID.

Resolving al trapsis not alowed. So the following OIDPattern isignored: . *

EXAMPLES

The following configuration will allow the filter to detect trap storms from CiscoM oduleDown traps, on a
Modulelndex basis.

< ModulelD=, .1.3.6.1.4.1.9.5.0.4, .1.3.6.1.4.1.9.5.1.3.1.1.1.* >

The following configuration will allow the filter to detect trap storms from both CiscoM oduleDown and
CiscoModuleUp traps. Like the first example, these traps are normalized to the M odul el ndex

<Nbdu|eID:,.1.3.6.l.4.1950 361419513111*
.1.3.6.1.4.1.9.5.0.3, .1.3.6. 419513

The following configuration will alow the filter to detect trap storms from both CiscoM oduleDown and
CiscoModuleUp traps. This configuration is less verbose than the previous example.

< ModulelD=, .1.3.6.1.4.1.9.5.0.3-4, .1.3.6.1.4.1.9.5.1.3.1.1.1.* >

This configuration will alow the filter to detect trap storms from both CiscoM oduleDown and
CiscoModuleUp traps, this configuration will also block all sub CiscoModule Down/Up traps. Itis
recommended that this pattern be followed. Devices sometimes append additional information on to the
trapOID. Without this wild card those traps would not be considered for trap storm analysis.

< ModulelD=, .1.3.6.1.4.1.9.5.0.3-4.*, .1.3.6.1.4.1.9.5.1.3.1.1.1.* >

The default configuration, which spans multiple lines and has embedded comments, follows. This
configuration allows the filter to detect the 2 generic SNMP traps. snmpLinkUp and snmpLinkDown, on an
Interfacelndex basis.

<
Interfacel D=
#Trap configuration to detect trap storns on |ink up/down based off of the
source's | flndex
1.3.6.1.6.3.1.1.5.3-4.*, .1.3.6.1.2.1.2.2.1.1.*
>

AUTHOR

host ed- obj ect -t rapst or m conf was developed by Hewlett Packard Enterprise.

FILES

$NnnDat aDi r/ shar ed/ nnni conf / host ed- obj ect -t r apst or m conf



SEE ALSO

nnmtrapconfig.ovpl (1M).
Return to Reference Pages Index



Name

nnmincidentcfg.format — file containing incident configurations that can be loaded into the NNMi database.

Thisfileformat is created by nnmi nci dent c¢f gdunp. ovpl and loaded into the database by
nnm nci dent cf gl oad. ovpl

SYNOPSIS

nnm nci dent cf g. f or mat

DESCRIPTION

The nnni nci dent cf g. for mat file contains NNMi incident configurations that can be loaded into the NNMi
database. Thisfile uses arequired set of tags to identify its content.

Each configuration must start with one of the following configuration type tags that identify the five possible
incident configuration types.

*ConfigurationType=Mynt Event Confi g
*ConfigurationType=Pai rw seConfig
*CbnfigurationType:SnnFTrapCanig )
*Confi gurati onType=Sysl ogMessageConfi g

When editing the incident configurations, note the following:

*The pound sign (#) denote conments.

*Al'l comments nmust appear before the configuration type tag.

*|f a pound sign (#) appears within the configuration data, it is treated as part of the
current tag’ s val ue.

*Comments are not saved in the NNM database. Therefore, they do not appear in the output
from a subsequent nnm nci dent dunp. ovpl command

*All tags that appear after a confi?uration type tag are considered to be part of the
configuration for that incident configuration type.

*You can nodify any tag that begins wth a dash (-).

*You cannot nodify any tags that begin with an asterisk (*) after they have been inported
for the first tine.

*(OPTI ONAL) denotes that a tag is optional.

*Brackets ([]) indicate that the tag value nust conply with a specified format or |ist of
val i d val ues.

*Tags that are annotated with the text “(Direct child tags may occur nultiple tinmes)” are
a ﬁlaceholder for a list of child configuration tags. . ) o

*The UUID tag is optional. UU Ds are used by NNM as uni que database identifiers. Do not
define UUDs in a configuration file.

*NNM creates Label tags if you do not provide them

*Tags that require a Key/Label result in a validation error under the follow ng

ci rcunst ances

*You do not provide either the Key and Label val ue.

*NNM is unable to determine the Label fromthe Key val ue provided.

Note the following exception: NNMi assigns “ Customer” as the Author Key and Label value for any incident
configuration that is changed.

Before loading an nnmincidentcfg.format file, try the following recommended process:

1. Use the nnnincidentcf%dunp.ovEI command with the —nanme option to select an exanple
i ncident configuration that Iis the type of incident you want to edit.

2. Examine the output so that you can identify the tag hierarchy.

3. After you are famliar with the file format, |ocate the incident configuration type in
the Iist of exanples below, determne the type of change you want to neke, and insert the
i nformation where is it required.



4. Validate your changes usi ng the nnmi nci dent cf gl oad. ovpl -validate command
5. Test your changes Y | oading the file into the NNM database using the
nnm nci dent cf gl oad. ovpl -inport conmmand.

NOTE: The nnmincidentcfgload.ovpl command generates errors for those values that do not match the
required format.

FILES

NNMi provides example configuration files and a description of the valid formats in the following directory:

W ndows: install _dir\exanpl es\nnminci dentcfg
UNI X: / opt/ OVl exanpl es/ nnnii nci dent cfg

EXAMPLES

Create a management event configuration using only the required tags:

*CbnfigurationﬁrpezwgntEventhnfig
*Nane ni mal i st Mgnt Confi g
*Od .1.3.6.1.4.1.11.2.17.19. 2. 0.9999
- Aut hor
- Key com cust omer. aut hor
- Cat egory
-Key com hp. nms. i nci dent . cat egory. Faul t
-Famly
-Key com hp. nms. i ncident.fam|y. Node
- MessageFor mat Cust om nmessage for mat
-Severity M NOR

Add an enrichment configuration to the management event incident:

*CbnfigurationKYpe:N@ntEventhnfig
*Nane ni mal i st Mgnt Confi g
*Od .1.3.6.1.4.1.11.2.17.19.2.0.9999
- Aut hor
- Key com cust oner. aut hor
- Cat egory
-Key com hp. nms. i nci dent . cat egory. Faul t
-Famly
-Key com hp. nms.incident.fam|y. Node
-Nbssa?eFornat Cust om nessage for mat
-EnrichConfiguration
-Enabl e true
-Enrichnents
- Enri chnent
- Payl oadFi | ter
- Expressi on ci aNanme not Equal s "var Arg"

Configure a syslog message incident configuration that has comments before the configuration type tag:

#
# Insert coments before the configuration type tag
#

# NNM does not store comments in the NNM database

#

# This exanple includes only the required tabs for the syslog nessage configuration
#

*CbnfigurationKYpe: sl ogMessageConfi g
* Name ni mal i st Sysl ogConfi g
- Aut hor
-Key com mi ni mal . cust oner
-Label M ni nal Cust orer
- Cat egory
) -Key com hp. nns.incident. category. Faul t
-Famly



-Key com hp.nns.incident.fanily. Aggr egat ePort
- MessageFormat $.1.3.6.1.4.1.11937.1.54.5: $.1.3.6.1.4.1.11937.1. 4
-Severity CRI Tl CAL

PAIRWISE CONFIGURATION FORMAT

The following example contains the valid format for Pai rwi seConf i g configuration types.

*Confi gurationType=Pai rwi seConfig (ROOT TAG
*Nanme

-SetOf Pairltens (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-SetOFPairltem (OPTI ONAL TAG
-FirstlnPair
- Fi r st Par anilype
- Secondl nPai r
- SecondPar anilype
*UUI D (OPTI ONAL TAQ
- Aut hor
- Ke
-Label (OPTIONAL TAQ
- Del et evhenCl osed (OPTI ONAL TAG
-Description (OPTI ONAL TAG
-Duration
-Enabl e (OPTI ONAL TAG
- Fi rstlnci dent Conf i gRef
- Key
~ -Type = [ Mynt Event Confi g, SnnpTrapConfig, SyslogMessageConfi g]
-Firstlnci dent Nane
-Firstlncident Payl oadFilter (OPTI ONAL TAG
-Expression | Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- Secorlldl nci dent Conf i gRef
- ey
-Type = [ Mynt Event Confi g, SnnmpTrapConfig, SyslogMessageConfi g]
- Secondl nci dent Narre .
- Secondl nci dent Payl oadFi | ter (OPTI ONAL TAG) )
- Expression [Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG

MANAGEMENT EVENT CONFIGURATION FORMAT

The following example contains the valid format for Mynt Event Conf i g configuration types.

* Conf iNgur ati onType=Mgnt Event Confi g (ROOT TAG
*Name

*ad
- Aut hor

- Ke

-Label (OPTIONAL TAGQ
- Cat egory

- Ke
- Laﬁel (OPTI ONAL TAG)
-Enabl e (OPTI ONAL TAG
-ActionConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAGQ)
-Actions (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Action (OPTIONAL TAQ
- Command (OPTI ONAL TAG
- CommandType
-LifecycleState = [ Regi stered, |InProgress, Conpleted, O osed, Danpened]
*UUl D (OPTI ONAL TAGQ)
- Payl oadFi | ter (OPTIONAL TAG
- Expression [Format = Formatted Expression String]
*UUl D (OPTI ONAL TAGQ
- DanmpenConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
- Hour I nt erval
-M nut el nt erval
- Secondl nt erval



*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAGQ
- DedupConfi gurati on (OPTI ONAL TAG
-ConparisonCriteria
-Correl ationlncidentConfig (OPTI ONAL TAG
*Name
- DeduPCount (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
-Hour I nterval (OPTI ONAL TAG
-M nutel nterval (OPTIONAL TAG
- Secondl nterval (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG
- Conpari sonPar anii st (OPTIONAL TAG (Direct child tags may occur nultiple tines)
- Comrpar i sonPar am ( OPTI ONAL TAG
- Paranifype (OPTI ONAL TAGQ
- Par anVal ue
*UUl D (OPTI ONAL TAG
-Description (OPTIONAL TAG
-Fam |y
- Ke
-Label (OPTIONAL TAG
- MessageFor mat
-Severity
-EnrichConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAGQ)
-Enrichnents (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Enrichnent (OPTI ONAL TAG
- Assi gnedTo (OPTI ONAL TAG)
-Category (OPTIONAL TAG

- Ke
- La%el (OPTI ONAL TAG)
-Description (OPTIONAL TAG
- Fami IKy (OPTI L TAG
- Ke
-Label (OPTI ONAL TAG
- MessageFor mat ( OPTI ONAL TAG)
-Nature (OPTIONAL TAG
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUI D (OPTI ONAL TAG
-Priority (OPTIONAL TAG
- Ke

- La%el (OPTI ONAL TAG
-EnrichC as (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-EnrichG a (OPTI ONAL TAQ
- G aName
-Enri chCi aType
- Expressi on FFor mat = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-Severity (OPTIONAL TAG
- Suppr essConfi gurati on (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAQ
-InterfaceG oups (OPTIONAL TAG (Direct child tags may occur multiple tinmes)
-InterfaceG oup (OPTI ONAL TAG
- Enabl e
*UUl D (OPTI ONAL TAGQ
- DanpenConfi gurati on
-Enabl e (OPTI ONAL TAG
- Hour I nt erval
-M nut el nterval
- Secondl nt er val
*UUl D (OPTI ONAL TAQ
- Payl oadFi Il ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- Enri chConfi guration
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAQ)
-Enrichnents (OPTIONAL TAG (Direct child tags may occur nultiple tinmes)
-Enrichnent (OPTI ONAL TAG
- Assi gnedTo (OPTI ONAL TAG)



- Cat e%ory (OPTI ONAL TAQ
- Ke

- Laﬁel (OPTI ONAL TAG

-Description (OPTI ONAL TAG

- Fam IKy (OPTI ONAL TAG)

- Ke
-Label (OPTI ONAL TAG

- MessageFor mat ( OPTI ONAL TAG

-Nature (OPTI ONAL TAG

*UUI D (OPTI ONAL TAG)

- Payl oadFi I ter (OPTI ONAL TAG
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG

-Priority (OPTIONAL TAG

- Ke
_-Lagel (OPTI ONAL TAG _ _ )
-EnrichC as (OPTIONAL TAG (Direct child tags may occur multiple

tinmes)
-EnrichG a (OPTI ONAL TAQ
- G aNarme
-Enri chCi aType
- Expressi on FFor mat = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-Severity (OPTIONAL TAG
*I nterfaceG oup
-Ordering
- Acti onConfiguration
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG
-Actions (OPTIONAL TAG (Direct child tags may occur multiple tines)
-Action (OPTIONAL TAQ
- Command ( OPTI ONAL TAG
- CommandType
-LifecycleState = [ Regi stered, |InProgress, Conpleted, C osed,
Danpened]

*UUl D (OPTI ONAL TAGQ)
- Payl oadFi Il ter (OPTI ONAL TAG
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG
- Suppr essConfi gurati on
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAGQ)
- Payl oadFi I ter (OPTI ONAL TAG
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG
- NodeGroups (OPTIONAL TAG (Direct child tags nay occur rmultiple tines)
- NodeG OUP (OPTI ONAL TAQ)
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG
- DanmpenConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
- Hour | nt er val
-M nut el nterval
- Secondl nt er val
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAQ
-EnrichConfiguration (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
-Enrichnents (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Enrichnment (OPTI ONAL TAQ
- Assi gnedTo (OPTI ONAL TAG
- Cat e&ory (OPTI ONAL TAQ
- Ke

- La{)e! (OPTI ONAL TAG

-Description (OPTI ONAL TAG

-Fam ly (OPTI ONAL TAG
- Ke
-Label (OPTI ONAL TAG

- MessageFor mat ( OPTI ONAL TAG)

-Nature (OPTI ONAL TAG

*UUl D (OPTI ONAL TAQ

- Payl oadFi | ter (OPTI ONAL TAG . ]
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG

-Priority (OPTIONAL TAG
- Key



- Label (OPTI ONAL TAQG) . . )
-EnrichC as (OPTIONAL TAG (Direct child tags may occur nultiple

times)
-EnrichG a (OPTI ONAL TAG)
- G aName
- Enri chGi aType ) )
- Expression [ Format = Formatted Expression String]
~ *UUI D (OPTI ONAL TAG
~ -Severity (OPTIONAL TAG ) . .
-Fl owDefinitions (OPTIONAL TAG (Direct child tags may occur multiple tines)
-Fl owDef i nition (OPTI ONAL TAGQ
-Enabl e (OPTI ONAL TAG
*Fl owbDefinition
-LifecycleState
- Ke
- Label (OPTIONAL TAGQ
*UUI D (OPTI ONAL TAG
*NodeG oup
-Ordering .
-ActionConfiguration (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAQ ) ) ) )
-Actions (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Action (OPTIONAL TAQ
- Command (OPTI ONAL TAG
- ConmmandType i
-LifecycleState = [Regi stered, |nProgress, Conpleted, C osed,
Danpened]

*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- SuppressConfigurati on (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- Rat eConfigurati on (OPTI ONAL TAG
-ConparisonCriteria
-Correl ationlncidentConfig (OPTI ONAL TAG
*

Name
- Enabl e (OPTI ONAL TAG
-Hour I nterval (OPTI ONAL TAG
-Mnutelnterval (OPTIONAL TAGQ
- Rat eCount ( OPTI TAG)
- Secondl nterval (OPTI ONAL TAGQ
*UUl D (OPTI ONAL TAGQ) ) ) _ _
- Conpari sonPar anii st (OPTIONAL TAG (Direct child tags may occur nultiple tines)
- Compar i sonPar am ( OPTI ONAL TAG

- Paranifype (OPTI ONAL TAG

- Par anVal ue

*UUl D (OPTI ONAL TAG

SNMP TRAP CONFIGURATION FORMAT

The following example contains the valid format for snnpTr apConf i g configuration types.

*Configurati onType=SnnpTrapConfi g (ROOT TAG
*Name

*ad
- Aut hor

- Ke

- Label (OPTIONAL TAQ
- Cat egory

- Ke
- La{)el (OPTI ONAL TAG)
- Enabl e (OPTI ONAL TAG
-ActionConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAGQ
*UUl D (OPTI ONAL TAG)
-Actions (OPTIONAL TAG (Direct child tags may occur multiple tines)
-Action (OPTIONAL TAQ
- Command (OPTI ONAL TAG)
- ConmandType



-LifecycleState = [ Regi stered, |nProgress, Conpleted, O osed, Danpened]
*UUl D (OPTI ONAL TAQ
- Payl oadFi | ter (OPTI ONAL TAG . ]
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG
- DarmpenConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
- Hour | nt er val
-M nut el nterval
- Secondl nt er val
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG _ )
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAGQ
- DedupConfi guration (OPTIONAL TAG
-ConparisonCriteria
-Correl ationlncidentConfig (OPTI ONAL TAG)
*Name
- DeduPCount (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
-Hour I nterval (OPTI ONAL TAG
-M nutelnterval (OPTIONAL TAG
- Secondl nterval (OPTI ONAL TAG
*UUl D (OPTI ONAL TAQ) ) ) _ _
- Conpari sonParanLi st (OPTIONAL TAG (Direct child tags may occur nultiple tines)
- Conpari sonPar am ( OPTI ONAL TAG
- Paranifype (OPTI ONAL TAG
- Par anVal ue
*UUl D (OPTI ONAL TAG
-Description (OPTIONAL TAG
-Fami |y
- Ke
-Label (OPTIONAL TAG
- GeoCent ral Forwar dConfi guration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAQ
- Payl oadFi | ter (OPTI ONAL TAG . ]
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG
- MessageFor mat
-Severity .
-EnrichConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAQ) ) ) _ _
-Enrichnents (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Enrichnent (OPTI ONAL TAQ
- Assi gnedTo (OPTI ONAL TAG)
-Category (OPTI ONAL TAG

- Ke
- La%el (OPTI ONAL TAG)
-Description (OPTIONAL TAG
- Fami IKy (OPTI L TAG
- Ke
-Label (OPTI ONAL TAG
- MessageFor mat ( OPTI ONAL TAG)
-Nature (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-Priority (OPTIONAL TAG
- Ke

_-La%l).el (OPTI ONAL TAG . . ) ]
-EnrichC as (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-EnrichG a (OPTI ONAL TAQ
- G aNarme
-EnrichCi aType
- Expressi on FFor mat = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-Severity (OPTIONAL TAG
- Suppr essConfi gurati on (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG _ )
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAQ ) ) _ _
-InterfaceG oups (OPTIONAL TAG (Direct child tags may occur multiple tinmes)
-1 nterEf agIeGr oup (OPTI ONAL TAG
- Enabl e



*UUl D (OPTI ONAL TAG
- DanmpenConfi gurati on
-Enabl e (OPTI ONAL TAG
- Hour | nt er val
-M nut el nt erval
- Secondl nt er val
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTIONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-EnrichConfiguration
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
-Enrichnents (OPTIONAL TAG (Direct child tags may occur nmultiple tines)
-Enrichnent (OPTI ONAL TAQ
- Assi gnedTo (OPTI ONAL TAG
- Cat e&ory (OPTI ONAL TAQ
- Ke

- Laﬁel (OPTI ONAL TAG
-Description (OPTI ONAL TAG
- Fam IKy (OPTI ONAL TAG)
- Ke
-Label (OPTI ONAL TAG
- MessageFor mat ( OPTI ONAL TAG
-Nature (OPTI ONAL TAG
*UUI D (OPTI ONAL TAG
- Payl oadFi Il ter (OPTI ONAL TAG
-Expression [ Format = Fornmatted Expression String]
*UUl D E(PTI ONAL TAGg
-Priority (OPTIONAL TAG

- Ke
_-Lagel (OPTI ONAL TAQ _ _ )
-EnrichGC as (OPTIONAL TAG (Direct child tags may occur multiple

tinmes)
-EnrichG a (OPTI ONAL TAQ
- G aNarme
-Enri chCi aType
- Expressi on FFor mat = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-Severity (OPTIONAL TAG
*I nterfaceG oup
-Ordering
- Acti onConfiguration
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG
-Actions (OPTIONAL TAG (Direct child tags may occur multiple tines)
-Action (OPTIONAL TAG
- Command ( OPTI ONAL TAG)
- CommandType
-LifecycleState = [ Regi stered, |nProgress, Conpleted, C osed,
Danpened]

*UUl D (OPTI ONAL TAQ
- Payl oadFi | ter (OPTI ONAL TAG . ]
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG
- Suppr essConfi guration
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAQ
- Payl oadFi | ter (OPTI ONAL TAG . ]
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- NodeGroups (OPTIONAL TAG (Direct child tags nay occur multiple tines)
- NodeG ouP (OPTI ONAL TAQ)
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG
- DanmpenConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
- Hour | nt er val
-M nut el nterval
- Secondl nt er val
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG _ )
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAQ
-EnrichConfiguration (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
-Enrichnents (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Enrichnment (OPTI ONAL TAQ



- Assi gnedTo (OPTI ONAL TAQ
-Category (OPTIONAL TAG

- Ke
- Lagel (OPTI ONAL TAG)
-Description (OPTIONAL TAG
- Fami IKy (OPTI ONAL TAG)
- Ke
-Label (OPTI ONAL TAG
- MessageFor mat ( OPTI ONAL TAG)
-Nature (OPTIONAL TAG
*UUI D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-Priority (OPTIONAL TAG
- Ke

_-La%.el (OPTI ONAL TAG . . )
-EnrichC as (OPTIONAL TAG (Direct child tags may occur nultiple

times)
-EnrichG a (OPTI ONAL TAG
- G aName
- Enri chGi aType ) )
- Expression | Format = Formatted Expression String]
~ *UUI D (OPTI ONAL TAG
~ -Severity (OPTIONAL TAG ) . .
-Fl owDefinitions (OPTIONAL TAG (Direct child tags may occur multiple tines)
-Fl owDef i nition (OPTI ONAL TAGQ
-Enabl e (OPTI ONAL TAG
*Fl owbDefinition
-LifecycleState
- Ke
- Label (OPTIONAL TAGQ
*UUl D (OPTI ONAL TAG
*NodeG oup
-Ordering .
-ActionConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAQ ) ) ) )
-Actions (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Action (OPTIONAL TAQ
- Command (OPTI ONAL TAG
- ConmandType )
-LifecycleState = [Regi stered, |InProgress, Conpleted, C osed,
Danpened]

*UUI D (OPTI ONAL TAG
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- Suppr essConfi gurati on (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUI D (OPTI ONAL TAG
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- Rat eConfigurati on (OPTI ONAL TAG
-ConparisonCriteria
-Correl ationlncidentConfig (OPTI ONAL TAG
*

Name
- Enabl e (OPTI ONAL TAG
-Hour I nterval (OPTI ONAL TAG
-Mnutelnterval (OPTIONAL TAG
- Rat eCount ( OPTI TAG)
- Secondl nterval (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG
- Conpari sonPar anii st (OPTIONAL TAG (Direct child tags may occur nultiple tinmes)
- Compar i sonPar am ( OPTI ONAL TAG
- Paranifype (OPTI ONAL TAG
- Par anVal ue
*UUl D (OPTI ONAL TAG
- User Root Cause (OPTI ONAL TAG

SYSLOG MESSAGE CONFIGURATION FORMAT

The following example contains the valid format for Sysl ogMessageConf i g configuration types.



*Coni il\lgurati onType=Sysl ogMessageConfi g (ROOT TAG
me
- Aut hor

- Keg
- Label (OPTIONAL TAG
- Cat egory

- Ke
- Lagel (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
-ActionConfiguration (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
-Actions (OPTIONAL TAG (Direct child tags may occur multiple tines)
-Action (OPTIONAL TAQ
- Command ( OPTI ONAL TAG)
- CommandType
-Lifecycl eState = [ Regi stered, |nProgress, Conpleted, C osed, Danpened]
*UUl D (OPTI ONAL TAGQ)
- Payl oadFi Il ter (OPTI ONAL TAG
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG
- DanmpenConfi guration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
- Hour | nt er val
-M nut el nterval
- Secondl nt er val
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAGQ
- DedupConfi guration (CPTI ONAL TAG
-ConparisonCriteria
-Correl ationlncidentConfig (OPTI ONAL TAG
*Name
- DeduPCount (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
-Hour | nterval (OPTI ONAL TAG
-M nutel nterval (OPTIONAL TAG
- Secondl nterval (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG
- Conpari sonPar anii st E(PTI ONAL TAGg (Direct child tags nay occur multiple tinmes)
- Compar i sonPar am ( OPTI ONAL TAG
- Paranifype (OPTI ONAL TAGQ
- Par anVal ue
*UUl D (OPTI ONAL TAG
-Description (OPTIONAL TAG
-Fam |y
- Ke
-Label (OPTIONAL TAGQ
- GeoCent ral Forwar dConfi guration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAGQ)
- Payl oadFi |l ter (OPTI ONAL TAG
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG
- MessageFor mat
-Severity
-EnrichConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAQ
-Enrichnents (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Enrichnent (OPTI ONAL TAG
- Assi gnedTo (OPTI ONAL TAG)
-Category (OPTI ONAL TAG

- Ke
- La{)el (OPTI ONAL TAG)

-Description (OPTIONAL TAG

- Fam IKy (OPTI L TAG
- Ke
-Label (OPTI ONAL TAG

- MessageFor mat ( OPTI ONAL TAG)

-Nature (OPTIONAL TAG

*UUl D (OPTI ONAL TAG)

- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG

-Priority (OPTIONAL TAG

- Ke%
-Label (OPTIONAL TAG



-EnrichC as (OPTIONAL TAG (Direct child tags may occur multiple tinmes)
-EnrichC a (OPTIONAL TAG
- G aNane
-EnrichG aType
- Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-Severity (OPTI ONAL TAG
- SuppressConfigurati on (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
- Payl oadFi Il ter (OPTI ONAL TAG
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAGQ
-InterfaceG oups (OPTIONAL TAG (Direct child tags may occur multiple tines)
-InterfaceG oup (OPTI ONAL TAGQ
- Enabl e
*UUl D (OPTI ONAL TAG
- DanmpenConfi gurati on
- Enabl e (OPTI ONAL TAG
- Hour | nt er val
-M nut el nterval
- Secondl nt er val
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAGQ
-EnrichConfiguration
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG)
-Enrichnents (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Enrichnment (OPTI ONAL TAQ
- Assi gnedTo (OPTI ONAL TAG
- Cat e&ory (OPTI ONAL TAQ
- Ke

- La%e! (OPTI ONAL TAG

-Description (OPTI ONAL TAG

-Fam ly (OPTI ONAL TAG
- Ke
-Label (OPTI ONAL TAG

- MessageFor mat ( OPTI ONAL TAG)

-Nature (OPTI ONAL TAG

*UUl D (OPTI ONAL TAQ

- Payl oadFi | ter (OPTI ONAL TAG . ]
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAG

-Priority (OPTIONAL TAG

- Ke
_-La%el (OPTI ONAL TAG _ _ )
-EnrichC as (OPTIONAL TAG (Direct child tags may occur multiple

tinmes)
-EnrichG a (OPTI ONAL TAQ
- G aNarme
-Enri chCi aType
- Expressi on FFor mat = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-Severity (OPTIONAL TAG
*I nterfaceG oup
-Ordering
- Acti onConfiguration
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAG
-Actions (OPTIONAL TAG (Direct child tags may occur multiple tines)
-Action (OPTIONAL TAQ
- Command ( OPTI ONAL TAG)
- CommandType
-LifecycleState = [Regi stered, |nProgress, Conpleted, C osed,
Danpened]

*UUI D (OPTI ONAL TAG)
- Payl oadFi |l ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- Suppr essConfi guration
- Enabl e (OPTI ONAL TAG
*UUI D (OPTI ONAL TAG)
- Payl oadFi Il ter (OPTI ONAL TAG
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAGQ
- NodeGroups (OPTIONAL TAG (Direct child tags nay occur multiple tines)
- NodeG oup (OPTI ONAL TAQ



-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAGQ
- DanmpenConfigurati on (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
- Hour I nt erval
-M nut el nt erval
- Secondl nt erval
*UUl D (OPTI ONAL TAG)
- Payl oadFi I ter (OPTI ONAL TAG
-Expression [ Format = Fornmatted Expression String]
*UUl D (OPTI ONAL TAGQ
-EnrichConfiguration (OPTI ONAL TAG
-Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAGQ)
-Enrichnents (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Enrichnent (OPTI ONAL TAG
- Assi gnedTo (OPTI ONAL TAG)
-Category (OPTIONAL TAG

- Ke
- La%el (OPTI ONAL TAG)
-Description (OPTIONAL TAG
- Fami IKy (OPTI ONAL TAG
- Ke
-Label (OPTI ONAL TAG
- MessageFor mat ( OPTI ONAL TAG)
-Nature (OPTIONAL TAG
*UUl D (OPTI ONAL TAG)
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUI D (OPTI ONAL TAG
-Priority (OPTIONAL TAG
- Ke

_-La%.el (OPTI ONAL TAG . . )
-EnrichC as (OPTIONAL TAG (Direct child tags may occur nultiple

times)
-EnrichG a (OPTI ONAL TAG)
- G aName
- Enri chGi aType ) )
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
-Severity (OPTI ONAL TAG
- Fl owDefi ni tions (OPTI L TAG (Direct child tags may occur nultiple tines)
-Fl owDef i nition (OPTI ONAL TAGQ
-Enabl e (OPTI ONAL TAG
*Fl owbDefinition
-LifecycleState
- Ke
- Label (OPTIONAL TAGQ
*UUl D (OPTI ONAL TAG
*NodeG oup
-Ordering .
-ActionConfiguration (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUl D (OPTI ONAL TAQ ) ) ) )
-Actions (OPTIONAL TAG (Direct child tags may occur nultiple tines)
-Action (OPTIONAL TAQ
- Command (OPTI ONAL TAG
- ConmmandType )
-LifecycleState = [Regi stered, |InProgress, Conpleted, C osed,
Danpened]

*UUI D (OPTI ONAL TAG
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- Suppr essConfi gurati on (OPTI ONAL TAG
- Enabl e (OPTI ONAL TAG
*UUI D (OPTI ONAL TAG
- Payl oadFi | ter (OPTI ONAL TAG
-Expression [ Format = Formatted Expression String]
*UUl D (OPTI ONAL TAG
- Rat eConfigurati on (OPTI ONAL TAG
-ConparisonCriteria
-Correl ationlncidentConfig (OPTI ONAL TAG
*

Name
- Enabl e (OPTI ONAL TAG
-Hour I nterval (OPTI ONAL TAG
-Mnutelnterval (OPTIONAL TAG
- Rat eCount ( OPTI L TAGQ
- Secondl nterval (OPTI ONAL TAG



*UUl D (OPTI ONAL TAG
- Conpari sonPar anii st (OPTIONAL TAG (Direct child tags may occur nultiple tines)
- Conpar i sonPar am ( OPTI ONAL TAG
- Paranifype (OPTI ONAL TAG
- Par anval ue
*UUI D (OPTI ONAL TAG
- User Root Cause (OPTI ONAL TAG

AUTHOR

nnni nci dent cf g. f or mat was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmincidentcfgload.ovpl (1M) .
nnmincidentcfgdump.ovpl (1M) .
Return to Reference Pages Index



Name

nnmooflow.ovpl — Manage available HP OO flow definitions used by NNMi iSPI NET.

SYNOPSIS

nnnoof | ow. ovpl [-h] [-I] [-I xm fi | enane] [-d uui d] [--flow_uuid uui d] [--flow_namef | ownane] [--
flow_desc f | owdescri pti on] [--baseling] [--flow_arg_usernamef | owar guerrent user nane] [--
flow_arg_password f | owar guenent passwor d] [--flow_arg_hostname f | owar guerment host nane] [--
flow_arg_ifnamef | owar guenent i nt er f acenane] [--flow_arg_iftypef | owar guenenti nt er f acet ype] [--
flow_arg_ifaliasf| owar guenenti nt er f aceal i as] [--flow_arg_ifindex f | owar guenent i nt er f acei ndex] [--
flow_arg_portnamef | owar guenent por t nane] [--flow_arg_portindex f | owar guerrent por t i ndex] [--
flow_arg_username_req] [--flow_arg_password_req] [--flow_arg_hostname_req] [--flow_arg_ifname req] [-
-flow_arg_iftype req] [--flow_arg_ifalias req] [--flow_arg_ifindex_req] [--flow_arg_portname req] [--
flow_arg_portindex_req] [--filter fi | ter] [-U nnnuser name] [-p nnpasswor d]

DESCRIPTION

Manage user defined HP OO flow definitions. This command can be used to list current HP OO flow
definitions available to NNMi, import anew HP OO flow definition to NNMi, or delete an existing HP OO
flow definition from NNMi.

HP OO flows are authored using HP Operations Orchestration Studio. Flowsin HP OO can be invoked from
NNMi during incident processing. A number of arguments can be passed to HP OO flows. See below for the
full list of arguments which can be passed.

Thislist option will show all available HP OO flow definitions including those shipped with the iSPI NET
diagnostics server and those previously imported. Note that only user defined HP OO flow definitions can be
deleted.

An HP OO flow definition is imported into NNMi by creating an xmlfile using the format described below
and importing the definition using the -i option. A single xml file can contain asingle flow definition. If
multiple flow definitions need to be imported to NNMi, create a separate xml file for each.

Alternatively, aflow can be imported into NNMi by describing the flow definition via command line
arguements.

The following is a sample import xmlifile

<definition xm ns="http://openvi ew. hp. com xnl ns/ nnni / di agnosti cs/ 1">
<uui d>a2dbd722- b0c3- 43ad- b435- 4eae9adf 37b1</ uui d>
<nanme>Test Fl ow</ nanme>
<description>A test flow for inport</description>
<basel i ne>t rue</ basel i ne>

<ar gunent s>
<ar gunent >
<t ype>HOST</ type>
<name>host name</ name>
<requi red>t rue</required>
</ ar gument >

<ar gunent >



<t ype>SHELL_USERNAME</t ype>

<nane>user </ nane> )

<requi red>f al se</required>
</ ar gurment >

<ar gunment >
<t ype>SHELL_PASSWORD</ t ype>
<name>passwor d</ nane>
<requi red>t rue</required>
</ ar gurment >

</ argunent s>

<filters>
<filter>
<vendor >com hp. ov. nns. devi ces. ci sco</ vendor >
<cat egory>com hp. ov. nns. devi ces. rout er </ cat egor y>

<faniIy>c?P]Pp.ov.nns.devices.ciscoBGOOseriesnultiservicebranchofficerouter</fan1Iy>
</filter>
</filters>
</definition>

The XML document requires the following structure:

<definition>
<uui d></ uui d>
<nane></ nane>
<descri pti on></descripti on>
<basel i ne></ basel i ne>
<ar gunment s>
<ar gunent ></ ar gunent >
</ argunent s>
<filters>
<filter></filter>
</filters>
</definition>

<definition> - XML document element.

<uuid>nnnNnnNnNn-nNNnNnN-nNNnNnN-nNNnNn-NNnnNnNNnNNn</uui d>- contains the uuid of the HP OO flow as provided
by HP OO Studio. The uuid is available on the properties tab for the flow displayed in HP OO Studio.

<name>string</name> - contains the name of the flow to be displayed in NNMi. Name can be a maximum of
128 characters. More than 128 characters will cause a parse exception when reading the xml file.

<description>string</description> - contains the description of the flow to be displayed in NNM:i.
Description can be a maximum size of 2048 characters. More than 2048 characters will cause a parse
exception when reading the xml file.

<baseline>bool ean</baseline> - defines whether the flow is baseline or not. This element is optional and can
be either true or false. If this element is present and true, NNMi will mark the flow as a baseline flow and will
attempt to run them when you choose Actions - Run Diagnostics. If this element is not present or set to false,
NNMi will mark the imported flow as a non-baseline flow

<arguments> - contains alist of 1 or more <argument> elements to pass to the flow. Include as many
<argument> children as necessary. Each flow defined in HP OO Studio can accept named inputs. The
<arguments> list allows HP NNMi to pass NNMi defined variables to these inputs. The <type> element
defines the variable NNMi will pass to the input identified in the <name> element. SHELL_USERNAME
and SHELL_PASSWORD are defined using NNMi's creditional configuration in NNMi's Communication
configuration workspace. The variables passed to the HP OO flow are determined based on the incident's
related device, interface, or port. If aargument is specified as required but NNMi can't determine an
appropriate value based on the incident, the HP OO flow will not be invoked.

An <argument> element contains a <type>, a <name>, and <required> elements.



The <type> element can be any of the following: SHELL_USERNAME, SHELL_PASSWORD, HOST,
IFACE_IFNAME, IFACE_IFTYPE, IFACE_IFALIAS, IFACE_IFINDEX, PORT_NAME, PORT_INDEX.

The <name> element represents the name of the input as defined in the HP OO Flow. The variable will be
passed to the HP OO Flow using this input name.

The <required> element may be true or false and indicates if the argument must be supplied to HP OO.

Multiple <filter> elements can be specified. <filter> elements define the types of devices where aflow can be
excuted. <filter> elements are constructed using <vendor>, <category>, and <family> child elements.

Filters specify the vendor, category, and family of the device or devices the flow supports. As such flows can
be defined for generic use across a vendor's product line or defined to more narrowly execute on a category
or family of devicesfrom avendor. Use the "unique key" as indentified in sub forms for Device Profile. You
can find the "unigque key" by opening the form corresponding to a specific Device vendor, Device Category,
or Device Family using the Device Profile workspace.

A filter can specify just vendor, category, or family or all three to indicate a very specific device profile.
<filters> can be empty, if the flow can operate on any device.

Once aflow definition has been imported to NNMi, it is available to be used in NNMi Incident
Configuration. See NNMi online help for instructions on configuring incident flows.

Parameters

nnnoof | ow. ovpl supports the following parameters:

-h

Displays command summary
-

Displaysalist of all HP OO flow definitions available for use in incident configuration.
-d uui d

Removes the flow definition identified by the uuid. HP defined flow definitions can not be removed.
User defined flow definitions which are referenced in incident configuration also may not be removed.

-i xm fil enane

Imports the flow definition defined by the xml file. A flow can be repeatly imported to NNMi. Only the
last flow definition for a uuid imported by this command will be retained in the configuration.

--flow_ uuidflowiuid

Defines the UUID of the flow being imported viacommand line to be flowuuid
--fl ow_nare f | ownane

Defines the name of the flow being imported via command line to be flowname

--fl ow _desc fl owdesc



Defines the description of the flow being imported via command line as flowdesc

--basel i ne

Defines that the flow being imported via the command line should be marked as baseline by NNMi

--flow_arg_usernane f | owar guser name

Defines that the shell username (SHELL _USERNAME) generated by NNMi should be passed to OO
as aflow input variable with name flowargusername

--flow arg_password f| owar gpassword

Defines that the shell password (SHELL _PASSWORD) generated by NNMi should be passed to OO
as aflow input variable with name flowargpassword

--fl ow_arg_host nane f | owar ghost nane

Defines that the hostname (HOST) generated by NNMi should be passed to OO as a flow input
variable with name flowarghostname

--flow arg_i fnane fl owar gi f nane

Defines that the interface name (IFACE_IFNAME) generated by NNMi should be passed to OO as a
flow input variable with name flowargifname

--flow arg_iftype fl owargiftype

Defines that the interface type (IFACE_IFTY PE) generated by NNMi should be passed to OO asa
flow input variable with name flowargiftype

--flow arg_ ifaliasflowargifalias

Defines that the interface alias (IFACE_IFALIAS) generated by NNMi should be passed to OO asa
flow input variable with name flowargifalias

--flow arg_ifindex fl owargifindex

Defines that the interface index (IFACE_IFINDEX) generated by NNMi should be passed to OO asa
flow input variable with name flowargifindex

--flow_arg_portnane f| owar gport nanme

Defines that the interface port name (PORT_NAME) generated by NNMi should be passed to OO as a
flow input variable with name flowargportname

--flow_arg_portindex fl owar gporti ndex

Defines that the interface port name (PORT_INDEX) generated by NNMi should be passed to OO as a
flow input variable with name flowargportindex

--flow_arg_usernane_req

Defines that the flow argument username is required

--flow arg_pssword_req



Defines that the flow argument password is required
--flow arg_hostnane_req

Defines that the flow argument hostname is required
--flow arg_i fname_req

Defines that the flow argument interface name is required
--flow arg_iftype_req

Defines that the flow argument interface type is required
--flow arg_ifalias_req

Defines that the flow argument interface aliasis required
--flow arg_ifindex_req

Defines that the flow argument interface index is required
--flow arg_portnane_req

Defines that the flow argument interface portname is required
--flow arg_portindex_req

Defines that the flow argument interface port index is required
--filter filter

Defines the filters which should be applied to the flow definition. Filters should be of the form
"vendor,category,family”. Multiple filter definitions are allowed for the same flow definition.

EXAMPLES

To list currently available HP OO Flow Definitions:

nnnoof | ow. ovpl -

To load aflow definition

nnnoof | ow. ovpl -i flow xm

To delete aflow definition

nnnoof | ow. ovpl -d 01d616b0-e852-4235-b447-48185bd31444

To import aflow definiton directly viacommand line

nnnoof | ow. ovpl --flow uuid 40499f 32-434d-4179- 8ade-9¢c68d3920ffd --fl ow _nanme "Test NNM
Baseline Flow' --flow desc "A Baseline Flow' --baseline --flow arg_username Usernane --
flow arg _password Password --fl ow arg_hostnane Hostnane --filter

"com hp. ov. nns. devi ces. ci sco, com hp. ov. nns. devi ces.router"” --flow arg_username_req --
flow arg _password_req --flow arg_hostnanme_req



AUTHOR

nnnoof | ow. ovpl was developed by Hewlett Packard Enterprise.
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Name

nnmopcexport.ovpl — export NNMi management event and SNMP trap configurations to HP OM policies
(SNMP template) file.

SYNOPSIS

nnnopcexport . ovpl -help

nnnopcexport. ovpl [-U <user name> -p <passwor d>] [-jndiHOSt <host name> -jndiPort <por t >] -template

<t enpl at e_nane> -gpplication <appl i cat i on_name> [-agtmsi_copy | -agtmsi_divert] [-svmsi_copy | -
svmsi_divert] [-msgtype] [-author <aut hor code>] [-0id <snnp oi d prefix>] [-omi_hi] -file<out put _file
name> [-force]

nnnopcexport. ovpl [-U<user name> -p <passwor d>] [-jndiHOSt <host name> -jndiPort <por t >] -template
<t enpl at e_nane> -gpplication <appl i cat i on_name> [-agtmsi_copy | -agtmsi_divert] [-svmsi_copy | -
svmsi_divert] [-msgtype] [-author <aut hor code>] [-0id <snnmp oi d prefi x>] [-omi_hi] -omi_policy

DESCRIPTION

nnnopcexport. ovpl readsthe NNMi management event and SNMP trap configurations and exports the
configurations as an HP OM policiesfile. Thistool provides similar functionality to the HP OM ovtrap2opc
utility that converted legacy NNM trapd.conf filesinto HP OM policies.

Parameters

nnnopcexpor t . ovpl supports the following parameters:

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-agt nsi _copy

Copy matching messages to the OV O Agent Message Stream Interface.
-agt msi _di vert

Divert matching messages to the OV O Agent Message Stream Interface.

-application <application_nanme>



Set the policy application name.

- aut hor <aut hor _code>

Export events matching the author code.
-file<output_fil enane>

Save output to file with the specified name.
-force

Overwrite an existing policy file specified by -file <out put _fi | e_name>.
- j ndi Host <host nanme>

The server jndi host; default islocalhost.

-j ndi Port <port>

The server jndi port; default is 1099.

-megt ype

Set the message type to the name of the condition. The value of the resulting MSGTY PE field will be
truncated to 32 characters for OM import compatibility.

-0i d <snnp_oi d_prefix>

Export events with snmp trap OIDs matching the provided OID.

-omi _hi

Include HP OMi health indicators for applicable NNMi management events.
-om _policy

Export in OMi policy format. Using the - oni _pol i cy option is the recommended usage. Only generate
policies without this option if you need to maintain backwards compatibility with previous OM
integrations. A header file and a datafile are created in the form <UUID>_header.xml and
<UUID>_datawhere UUID isaUniversally Unique Identifier. The -file option isignored. Using the -
om _pol i cy option generates policies using the Rel at edGi | nf o OMi custom attribute. If you do not
use the - omi _pol i cy option, the policy usesthe older oPR_ClI _I NFOOM custom attribute.

- svmsi _copy
Copy matching messages to the OV O Server Message Stream Interface.
-svnsi _divert

Divert matching messages to the OV O Server Message Stream Interface.
-tenpl ate tenpl at e nane

Set the <template_name>.

-help



Show help.

EXAMPLES

Export an OM policy file containing all NNMi management events and SNMP trap definitions:

nnnmopcexport.ovpl -u user -p pass -tenplate "SNVP Traps" -application "NNM" -file
pol i ci es. dat

Export an OMi policy file containing all NNMi management events and SNMP trap definitions and OMi
health indicators:

nnnopcexport.ovpl -u user -p pass -tenplate "SNVP Traps" -application "NNM" -oni _hi
om _policy

AUTHOR

nnnmopcexport . ovpl was developed by Hewlett Packard Enterprise.
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NAME

nnmperfspisync.ovpl - synchronize Interface Group and Node Group configuration changes between NNMi
and NNM iSPI Performance for Metrics.

SYNOPSIS

Usage: nnmperfspisync.ovpl

DESCRIPTION

NNMi automatically synchronizes Interface Group and Node Group configuration changes between NNMi
and NNM iSPI Performance for Metrics. However, in some cases, additional configuration changes that
affect Node Group or Interface Group membership might take longer to synchronize. If you do not see one or
more nodes in an NNMi Performance for Metrics report that are visible in NNMi, run the
nnmperfspisync.ovpl command. This command forces NNMi to synchronize the Interface and Node Group
information between NNMi and NNM iSPI Performance for Metrics more quickly than the default time
frame. Alternatively, you can click:

Actions->HP NNM iSPI Performance->Sync Interface and Node Groups in the NNMi console.

AUTHOR

nnmperfspisync.ovpl was developed by Hewlett-Packard Company.

FILES

nnmperfspisync.ovpl residesin the following directory:
Windows: %NNM _BIN%

UNIX: $NNM_BIN
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Name

nnmrbaconfig.ovpl — Manage HP OO Configuration used by NNMi iSPI NET.

SYNOPSIS

nnnt baconfi g. ovpl -?|-add [-uU <user nane> -p <passwor d>] -00host <oo host > -00port <oo port > -
oouser <oo user > -00password <oo passwor d> -oocertificate <oo certificate>|-remove|-list

DESCRIPTION

nnnt baconfi g. ovpl isaPerl script that enables you to manage the HP OO configuration used by NNMi iSPI
NET.

Parameters

nnnt baconfi g. ovpl supports the following options:
-?
Displays the usage statement.
- add
Add HP OO configuration.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

- oohost <oo host >

Supply the host on which HP OO is running.
-ooport <oo port>

Supply the port on which HP OO is running.
-oouser <00 user>

Supply the HP OO administrator user name.



- oopassword <oo password>
Supply the HP OO administrator password.
-oocertificate <oo certificate>

Supply the path to HP OO certificate.
-renove

Remove HP OO configuration.
-1ist

List HP OO configuration.

EXAMPLES

nnnt baconfi g. ovpl -add -oohost hpoo. nyconpany. com -ooport 8443 -oouser admin -oopassword
adm n -oocertificate /hone/user/Desktop/pascert.cer -u username -p adm npassword

Adds the specified HP OO configuration.

nnnr baconfi g. ovpl -renove -u myusernane -p nmyadni npassword

Removes HP OO configuration.

nnnr baconfig.ovpl -list -u nyusernanme -p nyadm npassword

Lists HP OO configuration.

AUTHOR

nnnt baconfi g. ovpl was developed by Hewlett Packard Enterprise.
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Name

nnmresetembdb.ovpl — drop (delete) and recreate the embedded database, if NNMi is configured to run with
the embedded database

SYNOPSIS

nnnt eset enbdb. ovpl [-7-h|-help] [-silent] [-nostart]

DESCRIPTION

Use nnnr eset embdb. ovpl to drop (delete) and recreate the NNMi embedded database. This command is
useful only if you installed NNMi with the embedded database option. Y ou should use this command only if
your database is corrupt, and you are willing to lose al of your data; or, if you simply want to reset your
database to the state it was in after initial installation.

If NNMi is running when this command is executed, the command first stops NNMi (using ovst op), then
starts the nmsdbngr process to work with the database (using ovst art ). Unlessthe - nost art optionis
present, NNMi restarts (using ovst ar t ) upon successful completion of the reset process.

When the database reset has completed, the embedded database has no tables or datain it. The tables are
recreated when you restart NNMi using the ovst art command, or when the nnnr eset enbdb. ovpl command
automatically starts NNMi. You must be logged in asr oot on UNIX systems, or asadni ni st rat or on
Windows systems to run this command.

Parameters

The nnnr eset enbdb. ovpl command recognizes the following parameters:
-silent

The nnnr eset enbdb. ovpl command does not display the command results when you use the - si | ent
option.

-nostart

The nnnr eset embdb. ovpl command does not start NNM i after the database reset when you use the -
nostart option.

-?]-h]-help

Display command usage.

EXAMPLES

Y ou can use this script to reset your database if you have a bad discovery or a corrupted database; or if you



want to reset the database (including configuration items stored in the database) to the state the database was
in after initial installation.

Y ou'll see these messages:

# nnnr eset enbdb. ovpl -nostart

WARNI NG Running this tool will stop NNM drop and recreate the database,
and restart NNM Pl ease nake sure no major activity is occurring at

this tine.

Is it OKto stop NNM (ovstop)? [n] vy

Thank youl!

WARNING: This will delete all configuration and di scovered data. You cannot

recover froma reset unless you have taken a backup.
Are you sure you wish to reset your database? [n] y

Attenpting to reset the enbedded dat abase.

Starti n? nmsdbngr process for database reset.
Successfully started nm;dbng process for database reset.
Successfully reset private database.

Successful ly reset NNM enbedded dat abase.

#

AUTHOR

nnnt eset enbdb. ovpl was developed by Hewlett Packard Enterprise.

FILES

nnnt eset enbdb. ovpl residesin $NNM BI N (UNIX) ori nstal | _di r\ bi n (Windows) directories.

SEE ALSO

nmsdbmgr(1M), nnmnodedel ete.ovpl (1M), ovstart(1M), ovstop(1M), ovstatus(1).
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Name

nnmrestore.ovpl — restore a backup created by the nnmbackup. ovpl script

SYNOPSIS

nnnt est or e. ovpl [-?-h|]-help] [-force] [-lic] [-partial] -source <di r ect or y>

DESCRIPTION

nnnt est or e. ovpl iSthe main restore script for NNMi. The command uses a previous NNMi backup created
using the nnnbackup. ovpl script to restore NNMi to the state stored in the backup files. The scope of the
restore is determined by the content of the backup and by the command-line arguments you provide. The
nnnt est or e. ovpl Script restores only the data contained in the backup files.

If you plan to use the nnmbackup. ovpl script to create an NNMi backup, then use the nnnr est or e. ovpl
script to place database records on a second NNMi management server, both NNMi management servers
must have the same type of operating system and NNMi version and patch level. Placing the backup data
from one NNMi management server onto a second NNMi management server means that both servers have
the same database UUID. After you restore NNMi on the second NNMi management server, uninstall NNMi
from the original NNMi management server.

Thennnrest ore. ovpl script detects the following:

o Was the backup performed on the target system? If the backup was taken locally, the - 1i ¢ parameter
permits the restoration of licensing information.

« Isthetarget system running an Oracle or Postgres database? If you require afull restore of an Oracle
database, for example, running the nnnr est or e. ovpl script without the - par ti al parameter, the
nnnt est or e. ovpl Script prompts you for information to determine if the target system is using the
same Oracle database instance as the backup, or if an Oracle backup and restore operation has already
taken place on the target system. Y ou must answer these questions correctly or the script will copy or
merge the SSL certificates incorrectly and the database will become unaccessible from the target
installation.

The source directory contains either all of the files required for the restore options you have selected, or a
singletar file. If the source isatar file, the nnnr est or e. ovpl Script extracts the tar file to atemporary folder
in the current working directory. The nnnr est or e. ovpl Script removes the temporary folder after completing
the restore.

NNMi must be stopped to complete restore operations. If you use the —f or ce option, the nnnr est or e. ovpl
script stops NNMi. If the files present in the source folder indicate that the original backup was an onl i ne
backup, the restore process starts the nnsdbrmgr process to make sure the embedded database is available. To
restore the files from an online backup, you must use the - f or ce option.

Y ou must be logged in as as adni ni st rat or on Windows systems or r oot on UNIX systemsto run the
nnnt est or e. ovpl Script.



Caution

The database restore performed by the nnnr est or e. ovpl script applies only to the embedded
database. If you chose a different database at installation, the table datais not restored using
the nnnr est or e. ovpl script. File-system restores work regardless of database type. For details
about what you need to restore if you select a different database at installation, refer to the
NNMi Deployment Reference (available at http://h20230.www2.hp.com/sel fsolve/manuals).

Parameters

nnnr est or e. ovpl supports the following options:
-force

If you provide this option, the nnnr est or e. ovpl script stops NNMi before running the restore
procedure. Also, the script starts the nmsdbngr process if it must restore the type of backup on which
the restore is based. This restore from an online backup to use this option.

If you provide this option, the nnnr est or e. ovpl Script restores licensing information. Note that the
script only restores licensing information if it successfully validates that the backup operation was
performed on the same system.

-parti al

Without this option, the nnnr est or e. ovpl script restores the database and corresponding SSL
certificates. In the case of a system-to-system restore, the nnnr est or e. ovpl script merges the

nnm keyst ore and nnm t r ust st or e fileswith the target system'snnm keyst ore and nnm trust store
files. The merge routine merges all certificate aliases from the backed up stores that do not already
exist on the target system. Thereis one exception, if the FQDN. sel f si gned key alias existsin both
stores, the target system's key aliasis removed and replaced with the one stored in the backup. Before
the certificates are merged or restored, a backup is performed, stored in the same directory, and labeled
*.original.

When you usethe - parti al option, the nnnr est or e. ovpl script will not restore the database and
corresponding SSL certificates. The - parti al optionisonly useful for restoring configuration files.

-source<di rectory>

Specifies the input directory containing the restore files. If the source you provide is atar file, the
nnnt est or e. ovpl Script extracts the tar file to atemporary folder in the current working directory. The
script removes the temporary folder after completing the restore.

-?|-h|-help

Display command usage.

EXAMPLES

To restore a previous backup:

#./nnnrestore. ovpl —source /tnp/bak/config



To restore with the - f or ce option:

#./nnnrestore. ovpl —force —source /tnp/bak/all

To restore everything except the database, SSL certificates, and licenses, use the - parti al option:

#./nnnmrestore. ovpl —partial —source /tnp/bak/all

To restore everything, including licensing information on alocal system, use the-1i ¢ option:

#./nnnrestore.ovpl —lic —source /tnp/bak/all

AUTHOR

nnnt est or e. ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmbackup.ovpl (1M).
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Name

nnmrestoreembdb.ovpl — restore a full backup of the NNMi embedded database

SYNOPSIS

nnnr est or eenbdb. ovpl [-?|-h|-help] [-force] -source <backup file>

DESCRIPTION

Use the nnnr est or eenbdb. ovpl script to restore afull backup of the NNMi embedded database. Create the
backup file required for the restore using the nnnmbackupenbdb. ovpl script. Because query planning statistics
are not backed up, these statistics are gathered as part of the restore procedure to ensure good database
performance after arestore.

If you plan to use the nnmbackupenbdb. ovpl script to create a backup of the NNMi embedded database, then
use the nnnr est or eenbdb. ovpl script to place embedded database records on a second NNMi management
server, both NNMi management servers must have the same type of operating system and NNMi version and
patch level.

Before running the nnnr est or eenbdb. ovpl script, make sure the embedded database is empty. Y ou can do
this by running the nnnr eset enbdb. ovpl script. If you do not clear the embedded database, the restore
procedure runs the nnnr eset enbdb. ovpl script for you and the restore fails if the nnnr eset enbdb. ovpl
script fails.

Do not run this script while NNMi is running unless you specify the - f or ce option. Only the nnsdbngr
process can (and must) be running when you run the nnnr est or eenbdb. ovpl script. You must be logged in
as as administrator on Windows systems or root on UNIX systems, to run this script.

Parameters

-source <backup file>

The file to use when restoring the backup. This file must be a file that was created using the
nnnbackuperbdb. ovpl Script.

-force

If you provide this option, the script stops NNMi if it is currently running, then starts the nnmsdbngr
process.

-?]-h]-help

Display script usage.

EXAMPLES



Use this script to run a full database recovery when a restore from backup becomes necessary.

Y ou will see these messages:

# nnnr est or eenbdb. ovpl -source /backups/ nnnDb. dunp

WARNI NG: Running this command while NNM is running will cause sporadic
failures in active sessions. Please ensure that only the nnmsdbngr
process is running when executing this conmand (ovstart nnmsdbnygr).

Are you sure you want to run a full database restore now? [n] y

Gk, performing full enbedded dat abase restore...
Statistics analysis conpl eted successfully.

l#\INM enmbedded dat abase successfully restored from /backups/ nnnDb. dunp.

AUTHOR

nnnt est or eenbdb. ovpl was developed by Hewlett Packard Enterprise.

FILES

nnnt est or eenbdb. ovpl residesin the following directories:
e Windows. %\NM BI No%

o UNIX: $NNM BI N

SEE ALSO

ovstart(1M), ovstop(1M), ovstatus(1M), nmsdbmgr(1M), nnmbackupembdb.ovpl (1M).
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Name

nnmschedul edoutage.ovpl — Command line tool used to schedule an outage for node(s).

SYNOPSIS

nnmschedul edout age. ovpl -U <user > -p <passwor d> [-7]
-create (-node <NODE>| -nodeG oup <NODEGROUP>| -file <FILE) <TIME-SPEC> -nane <NAMVE> [ -
descri pti on <DESCRI PTION>] [-retroactive]

-del ete (-name <NAME> [-node <NODE>]) | -uuid <UUl D>
-list [-v] [-node <NODE> | -uuid <UU D> ] [-format <FORMAT>]
-dunp [-node <NODE>] [<TIMEe-SPEC>] [-retroactive] [-format <FORMAT>]

-update (-name <NAME> [-NODE <NCDE>] | -uuid <UU D>) (<TIME-SPEC> | -addNode <NODE> |
renoveNode <NODE>)
<TIME-SPEC> ::= -start <TIME> (-duration <DURATION> | -end <TIMe>) [-tz <TI MEZONE>]

nnnschedul edout age. ovpl isacommand line tool used to create scheduled outages for nodes. During the
scheduled outage time frame, the nodes within the outage are moved to a Management Mode of Out of
Service and moved back to Managed once the outage time frame has passed. Nodes may be grouped into
outages individually, by node group or added viatext file. Outages may be deleted by outage name, by node
within the outage or by the UUID of the outage. Outages can be listed verbosely by any participating node to
the screen, or formatted into various formats such as CSV. An outage may be updated to add or remove
additional nodes or to change the time specification of the outage.

Parameters

nnmschedul edout age. ovpl supports the following options:
-?
Prints the usage statement.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm propert i es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

- addNode <NCDE>

Thisis used when updating an outage, to add a node to the specified outage.



-Create

Create a new scheduled outage for the specified system(s).
-del ete

Delete the specified scheduled outage.

-description

Provide additional descriptive notes to the outage.

-durati on <DURATI ON>

duration of the outage, in minutes. This can also be specified with a number followed by "m: for
minutes (the default if "m" is omitted), "h" for hours or "d" for days, e.g. "3h" isa 3 hour outage.

-end <TI V&>

The end time of the outage. See formatting rules below for syntax. The "-retroactive” flag is required if
the end timeis prior to the current time.

-file <FILE>

The name of atext file that contains alist of nodes to associate with the outage. The file can contain
blank lines, comments beginning with "#"' character, remaining lines are considered nodes. The nodes
can be specified as either hostnames, 1P addresses, or the node UUID. If a hostname or IP addressis
not unique, then an error is generated, since the outage cannot determine which node applies.

-format <FORVAT>
Format to list the output, currently only ‘csv' or 'xml' is available.
-nodeG oup <NODEGROUP>
Node group name.
-list

List scheduled outage information for the specified system, or list all outagesif no system specified.
With the verbose flag, detailed information is printed including affected nodes. Listing by UUID
always provides the detailed information for the outage specified.

- dunp

Lists node outage history with start time and end time. Note that outage history includes any time that
the node(s) moved from MANAGED state to either UNMANAGED or OUTOFSERVICE (which
would be the start time) and then back to MANAGED (the end time). Any nodes which are currently in
the UNMANAGED or OUTOFSERV ICE state will be marked as having an end time of the current
time. The output of this command can be used as input to the iSPI Performance server (NPS) so that
NPS can adjust database records associated with nodes that were offline during specific time windows.

When the - ret roact i ve option is specified only outages which were retroactively created are output.
When given a node parameter, it dumps outages for the specified node.

When given atime specification, it dumps outages that completed in that time window. The time
specification must include a start time, and can optionally include duration or end time. Without a
duration or end time the meaning is essentially "dump all outages since start time". Time windows are



inclusive for the start time and exclusive for the end time.

Note that either node or start time must be specified. If both are specified, then outages are listed for
for the specified node, in the time window.

- name <NAMVE>

Name of the scheduled outage. The name is semi-unique in that outages can be referred to by name.
However outage names do not have to be unique, and two outages with the same name can be further
specified by listing anode that isincluded in the desired outage.

- node <NODE>
Node name, hostname, management address or UUID.
-retroactive

Create an outage in the past, retroactively. Thisis used to create an outage entry in the database, for
some past outage that had occurred without being scheduled beforehand.

-renoveNode <NODE>

Remove a node from the specified outage.
-start <TI ME>

Start time for the outage (see formatting rules).
-tz <TI MEZONE>

Timezone specification (see formatting rules)
- updat e

Update the specified scheduled outage. The timing of the outage can be updated, as well asthe
included nodes.

-uuid

UUID of the scheduled outage.

FORMATTING RULES

Start time and end time are specified as YYYY-MM-DDTHH:MM, for example 2013-05-08T14:56 is May
8th, 2013, at 2:56PM. Start and end time can also be specified as "now", to begin an outage immediately, or
to end an outage currently in progress.

As mentioned above, duration can be a number (in minutes), or anumber followed by "m", "h", or "d", for
minutes, hours, and days, respectively. Caseisignored, so "1d" isthe same as"1D".

The timezone parameter can be any valid Java timezone parameter, for example "US/Mountain” or
"Australia/Perth”. The timezone parameter can also be "target” (case ignored), which means that the time of
the outage is specified in the timezone as the target node(s). If "target” is specified, then al nodes must be in
the same timezone. Note also that "target” also requires that the nodes have had a timezone attribute attached.
The timezone could also be specified as "server", meaning to use the timezone of the NNMi server, which
might be different than the timezone of the user's shell process. If no timezone is specified, then the timezone



of the user's shell processis used.

Note: When creating an outage, you must specify the start time, and either the end time or the duration (but
not both).

Note: The minimum outage duration is 15 minutes, any outage less than that is rejected. This also appliesto
ending an outage "now", if the start time was less than 15 minutes prior.

EXAMPLES
Create a scheduled outage, lasting 1 day, for a node using the timezone of the node (assuming May 21, 2013
isafuture date):

nnnschedul edout age. ovpl create -node cisco6509 -start 2013-05-21T09:00 -tz TARGET -
duration 1d -nane "Repl ace power supply"

Same as above, but retroactively (assuming May 21, 2013 was in the past, instead of future in the previous
example):

nnmschedul edout age. ovpl create -node cisco6509 -retroactive -start 2013-05-21T09:00 -tz
TARCGET -duration 1d -nane "Repl ace power supply" -retroactive

Create a scheduled outage for a node using alocal start and end time

nnnschedul edout age. ovpl create -node ci sco6509 -start 2013-05-21T10: 00 -end 2013-05-
21T14:00 -nare "Repl ace power supply"

Scheduling in a specified timezone

nnnschedul edout age. ovpl create -node cisco6509 -start 2013-05-21T09: 00 -end 2013- 05-
21T10:00 -tz Australia/Perth -nane "Repl ace power supply"

Schedule an outage for alist of nodes which are listed in the file "nodes.txt"

nnnschedul edout age. ovpl create -file nodes.txt -start 2013-05-21T09:00 -tz TARGET -
duration 1d -nane "Wekly Mi ntenance”

Schedule an outage in a specified timezone by duration. The node group UUID is used in this example.

nnnschedul edout age. ovpl create -nodeG oup 75f95cla-0ee0-49ac-a815-c32ab74b1449 -start
ﬁg13-05—25T09:00 -end 2013-05-25T11:00 -tz Australia/Perth -name "Wekly Router
i nt enance"

List outages for the specified node. The UUID, Name, Start Time, End Time and Duration of the outage(s)
are displayed in atable.

nnnschedul edout age. ovpl |ist -node cisco6509

List outagesin CSV format

nnnschedul edout age. ovpl |ist -node cisco6509 -format csv

Dump node outage history in CSV format, for all outages since July 1st 2013
nnnschedul edout age. ovpl dunp -node cisco6509 -format csv -start 2013-07-01T0O0: 00
Dump all retroactive outages for December 2013 in CSV format

nnnschedul edout age. ovpl dunp -retroactive -start 2013-12-01T00: 00 -end 2014-01-01T0O: 00 -
format CSV



Delete an outage by name. If multiple outages have the same name, then they are all deleted.

nnnschedul edout age. ovpl del ete -name "Wekly Router Mintenance"

Delete an outage by outage UUID, which is unique, so only the specified outage is del eted.

nnnechedul edout age. ovpl del ete -uuid 204846¢c0- a35b-4a92- 9726- 4ce0a8be596d

Extend an outage by name with new outage end date

nnnschedul edout age. ovpl update -nanme "Wekly Router Mintenance" -end 2013-05-21T12: 00

Extend an outage by outage UUID by providing a new duration (relative to the scheduled start time)

nnnschedul edout age. ovpl update -uui d 204846¢0- a35b-4a92- 9726- 4ce0a8be596d - durati on 2h

Delay a scheduled outage by target and name with a new start time (but keeping the same end time)

nnnschedul edout age. ovpl update -node ci sco6509 -nane "Repl ace power supply" -start 2013-
05-21T08: 00

AUTHOR

nnmschedul edout age. ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM _BI N nnnschedul edout age. ovpl

SEE ALSO

Return to Reference Pages Index



Name

nnmsecurity.ovpl — NNMi Security Management

SYNOPSIS

nnmsecurity. ovpl -help

nnnsecuri ty. ovpl -assignNodeToSecurityGroup ((-node <nanme or hostname or managenent address
or uui d> -securityGroup <nane or uui d>) | -file <name>) | -assignNodeToTenant ((-node <nane or

host nane or managenent address or uui d>-tenant <name or uui d>) | -file <nane>) | -
assignSecurityGroupToTenant (-tenant <name or uui d> -securityGroup <nane or uui d>) | -
assignUserGroupT oSecurityGroup ((-userGroup <name> -securityGroup <name or uui d>-role<rol e>) |-
file <name>) | -assignUserToGroup ((-user <name> -userGroup <nane>) | -file <nane>) [-U <user name> -p
<passwor d>] [-jndiHost <host nane> Default: localhost] [-jndiPort <por t > Default: 1099]

nnnsecuri ty. ovpl -createSecurityGroup ((<name> [-securityGroupUuid <uui d>] [-description

<descri pti on>]) | -file <nanme>) | -createTenant (<nane> [-tenantUuid <uui d>] [-securityGroupUuid

<uui d>] [-description <descri pt i on>]) | -createUserAccount ((<user name> -role <r ol e> [-password
<passwor d>] [-directoryServiceAccount <t r ue| f al se>]) | -file <name>) | -createUserGroup ((<nane> [-
displayName <user friendly group name>] [-description <descri pti on>] [-directoryServiceName
<dn>]) | -file <nanme>) [-U <user name> -p <passwor d>] [-jndiHost <host name> Default: localhost] [-jndiPort
<por t > Default: 1099]

nnmsecuri ty. ovpl -deleteSecurityGroup (<gr oupName or uui d> | -file <name>) | -deleteUserA ccount
(<name> | -file <name>) | -deleteUserGroup <name> [-U <user name> -p <passwor d>] [-jndiHost <host name>
Default: localhost] [-jndiPort <por t > Default: 1099]

nnmsecuri ty. ovpl -displayConfigReport [<r eport >[, <report >]] [-U <user name> -p <passwor d>] [-
jndiHost <host name> Default: localhost] [-jndiPort <por t > Default: 1099]

nnnsecuri ty. ovpl -listNode <nodeNane> | -listNodeslnSecurityGroup <gr oupNane or uui d> |-
listSecurityGroupFor Tenant <uui d> | -listSecurityGroups | -listTenants | -listUserGroupMembers

<gr oupName> | -listUserGroups <user > | -listUserGroupsForSecurityGroup <gr oupNane or uui d>[-U
<user name> -p <passwor d>] [-jndiHost <host name> Default: localhost] [-jndiPort <por t > Default: 1099]

nnnsecuri ty. ovpl -removeUserFromGroup ((-user <name> -userGroup <name>) | -file <nane>) | -
deleteUserGroup (<nane> | -file <nane>) | -removeUserGroupFromSecurityGroup ((-userGroup

<gr oupName> -securityGroup <gr oupName or uui d> [-role <rol e>]) | -file<fi | e>) | -updateUserGroup
((<name> [-displayName <user friendly group nanme>] [-description <descri ption>] [-
directoryServiceName <dn>]) | -file <name>) [-U <user name> -p <passwor d>] [-jndiHOSt <host name>
Default: localhost] [-jndiPort <por t > Default: 1099]

nnnsecuri ty. ovpl -reloadAuthConfig [-u <user name> -p <passwor d>] [-jndiHOst <host name> Default:
localhost] [-jndiPort <por t > Default: 1099]

DESCRIPTION

nnm properties



If you frequently run NNMi command line tools, create an file containing your username
and password. Doing so permits you to run many NNMi command line tools and scripts without entering a
username and password. Place the nnm proper ti es filein a. nnmsubdirectory within your home directory.
For example, you might place the nnm properti es fileyou create inthedri ve: \ Docurment s and

Setti ngs\ usernanme\. nnm (Windows) or ~/ . nnm(UNIX) directory.

nnnsecurity. ovpl isused to manage NNMi security configuration. It provides commands to create, update,
and remove security objects such as user accounts, user groups, and security groups as well as to configure
the relationships among these objects. This command replaces the deprecated nnmprincipal config.ovpl
command.

Parameters

nnmsecuri ty. ovpl supports the following commands:

- assi gnNodeToSecurityG oup (-node <nane or hostname or managenent address or uuid> -
securityGoup <nanme or uuid>) | -file <name>

Assigns nodes to security groups using either command line arguments or an input file.
- node

| dentifies a node by name, hostname, management address, or UUID.
-securityG oup

| dentifies a security group by name or UUID.
-file

Path to a CSV-formatted file containing lists of node to security group assignment with the
format: securitygroup, node

-hel p
Prints the usage statement.

- assi gnNodeToTenant (-node <name or hostnane or management address or uuid> -tenant <name
or uuid>) | -file <name>

Assigns a node to atenant using either command line arguments or an input file. The node-to-tenant
assignment must be done on an NNMi management server that directly manages both objects. Global
node-to-tenant assignments are unsupported.

- node

| dentifies a node by name, hostname, management address, or UUID.
-t enant

| dentifies a tenant by name or UUID.
-file

Path to a CSV-formatted file containing lists of node to tenant assignments with the format:
node, t enant

-assignSecurityG oupToTenant -tenant <name or uui d> -securityGoup <name or uuid>



Changes the default security group for atenant. The default security group for atenant is used to

specify which security group to use when new nodes are seeded for the tenant. Changing this value
does not affect existing nodes.

-t enant

The name or UUID of the tenant to modify.

-securityG oup

The name or UUID of the security group to set as the default for the tenant.

-assi gnUser G oupToSecurityG oup (-userGoup <name> -securityGoup <nane or uuid> -role
<role>) | -file <name>

Assigns user groups to security groups. User groups are assigned to security groupsto give the usersin
the group access to the nodes in the security group. Each assignment includes arole as part of the
assignment which controls which actions are available to the users on the nodes.

-user G oup
| dentifies the user group to assign by name.
-securityGoup

Identifies by name or UUID the security group to receive the user group.

-role

|dentifies the role to use in the assignment by key. Availableroles are: adni n, | evel 2,
| evel 1, guest

-file

Path to a CSV-formatted file containing lists of assignments with the format: user G oup,
securityGoup, role

-assi gnUser ToGroup (-user <nane> -userGoup <nanme>) | -file <name>

Assigns usersto user groups. Users are assigned to groups which are then given access to objects. A
user can be assigned to multiple groups and has access to all objects from all of their groups. The

default groups of admin, client, level2, level 1 and guest also give the users assigned to them the
matching role of the same name on NNM i itself.

-user

| dentifies the user to assign by name.

-user G oup
|dentifies the user group to assign by name.

-file

Path to a CSV-formatted file containing lists of assignments with the format: user, user G- oup

-createSecurityGoup (<name> [-securityG oupUuid <uuid>] [-description <description>]) |
file <name>

Creates a new security group. Security groups group similar topology objects to simplify the security



configuration. Each security group consists of a name, UUID, and description.
-securityGoupUuid

Optional UUID for the new security group. If this parameter is not supplied, NNMi generates the
value.

-description
Optional description for the new security group.
-file

Path to a CSV-formatted file containing lists of security groups with the format: name, uui d,
descri ption

-createTenant <nanme> [-tenantUuid <uuid>] [-securityG oupUuid <uuid>] [-description
<descri ption>]

Creates a new tenant along with a matching security group of the same name.
-t enant Uui d

Optional UUID for the new tenant. If this parameter is not supplied, NNMi generates the value.
-securityGoupUuid

Optional UUID for the new security group. If this parameter is not supplied, NNMi generates the
value.

-description
Optional description for the new tenant.

- creat eUser Account (<username> -role <ro|e>.[—passmord <password>] [-
di rectoryServi ceAccount <true|false>]) | -file <name>

Creates a new user account.
-role

Internal accounts require that arole be specified. NNMi automatically assigns the new user to the
matching user group. External accounts do not require a role because the directory service might
supply theroles.

- password
The password for the new user. Only used for internal accounts.

-di rectoryServi ceAccount

Specifies whether an external directory service manages this user account. Usef al se for an
account that is stored internally in the NNMi database. Uset r ue for an external account that is
stored in adirectory service. The default valueisf al se.

-file

Path to a CSV-formatted file containing lists of user accounts with the format: user nane,
password, role, directoryServi ceAccount

-createUser G oup (<nanme> [-displayNane <user friendly group name>] [-description
<description>] |[-directoryServiceNane <dn>]) | -file <name>



Creates anew user group.
- di spl ayNane
Optional friendly name for the user group.
-description
Optional description of the new group.
-di rectoryServi ceNane

Optional for directory service users. Use this option to pair adirectory service distinguished
name with this user group.

-file

Path to a CSV-formatted file containing lists of user groups with the format: nane,
di spl ayNarme, description, directoryServi ceNanme

-del eteSecurityG oup <groupNane or uuid> | -file <name>

Removes a security group by name or UUID. The security group must not have any nodes or tenants
assigned to it.

-file

Path to a CSV-formatted file containing lists of security groups with the format: name, uui d,
descri ption. Thisformat is the same as for createSecurityGroup however only the name (or
UUID if present) is used.

- del et eUser Account <name> | -file <nanme>
Removes a user account by name.
-file

Path to a CSV-formatted file containing lists of user accounts with the format: user nane, role,
password, directoryServiceAccount. Thisformat isthe same asfor createUserAccount
however only the username is used to match the accounts to remove.

- del et eUser G oup <name>
Removes a user group by name.
-di spl ayConfi gReport [<report>[, <report>]]

Displays security configuration reports. Available reports are: unusual Rol eConbi nat i ons,
enptySecurityG oups, enptyUser Groups, securityG oupsWthSaneName, usersW t hout Groups,
t enant sWt hSaneNane, user sWt hout Rol es

If no reports are specified, al available reports are run.
-1 i st Node <node nane>

Displays the UUIDs of the security group and tenant associated with the specified node. The node can
be specified as name, hostname, or UUID. The output lists node UUID and name; security group
UUID and name; and tenant UUID and name on separate lines.

-1 i st Nodesl nSecurityG oup <groupNanme or uui d>



Lists nodes in a security group by security group name or UUID.
-listSecurityG oupFor Tenant <uui d>
Displays the configured default security group for the specified tenant.
-listSecurityG oups
Lists the names of all configured security groups.
-listTenants
Lists the names of all configured tenants.
-listUser G oupMenbers <groupNane>
Lists usersin the specified user group.
-listUserGroups <user>
List al configured user groups.
-1istUser G oupsFor SecurityGoup <groupNane or uuid>
Lists user groups associated with the specified security group.
-renmoveUser From& oup (-user <name> -userGoup <nane>) | -file <fil ename>
Removes mappings between user accounts and user groups.
-user
The username of the user account to modify.
-user G oup
The name of the user group to unmap from the specified user account.
-file

Path to a CSV-formatted file containing lists of user to user group mappings with the format:
user, user G oup

-del eteUser G oup <nanme> | -file <nane>

Removes user groups by name. Mappings between the user group and user accounts and security
groups are also removed.

-file

Path to a CSV-formatted file containing lists of user to user group mappings with the format:
user group, description. Thisformat isthe same as createUserGroup; however, only the name
is used to match the groups to be removed.

-renoveUser G oupFronBecurityG oup (-userGoup <groupName> -securityG oup <groupName or
uuid> [-role <role>]) | -file <nane>

Removes mappings between user groups and security groups.

-user G oup



The name of the user group.
-securityGoup

The name or UUID of the security group.
-role

An optional role. If no roleis specified, mappings for al roles are removed.
-file

Path to a CSV-formatted file containing lists of user to user group mappings with the format:
user G oup, securityGoup, role

- updat eUser G oup <nane> ([-di spl ayNane <user friendly group name>] [-description
<description>] |[-directoryServiceNane <dn>]) | -file <name>

Updates a user group. All user group attributes except name can be updated.
- di spl ayNane
Optional friendly name for the user group.
-description
Optional description of the group.
-directoryServi ceNane

Optional for directory service users. Use this option to pair adirectory service distinguished
name with this user group.

-file

Path to a CSV-formatted file containing lists of user groups with the format: nane,
di spl ayNarme, description, directoryServi ceNanme

-rel oadAut hConfi g
Rel oads the contents of the nms-auth-config.xml file.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

- j ndi Host <host nane>

The server jndi host; default islocalhost.

-j ndi Port <port>



The server jndi port; default is 1099.

EXAMPLES

nnnsecurity.ovpl -createTenant nyTenant
Creates atenant named myTenant.
nnnsecurity.ovpl -1listTenants

Listsall configured tenants.

nnnsecurity.ovpl -createTenant "Tenant with a space" ,nnnsecurity.ovpl -createTenant
\'! Tenant

Depending on the shell you use, you can use quotation marks around the tenant name to create a tenant
with spaces in the name, or you can use the escape character to create atenant with a special character
inits name.

nnnsecurity.ovpl -createSecurityGoup nySecurityG oup

Creates the security group nySecuri t yGr oup.

nnneecurity.ovpl -createSecurityGoup "Goup with a space" ,nnnsecurity.ovpl -
createSecurityGoup \! MyG oup

Depending on the shell you use, you can use quotation marks around the security group name to create
a security group with spaces in the name, or you can use the escape character to create a security group
with a special character in its name.

nnnesecurity.ovpl -listSecurityG oups

Listsall configured security groups.
nnnsecurity.ovpl -1istNode nyNode

Lists the associated security group and tenant for the supplied node.

DIAGNOSTICS

nnmsecuri ty. ovpl returnsthe following exit codes:

0

Operation was successful.

An error occurred; see error message for details.

AUTHOR

nnnsecuri ty. ovpl was developed by Hewlett Packard Enterprise.



FILES

The environment variable below represents a universal path that is established according to your shell and
platform requirements:

Windows: %\NM Bl N%a nnimsecuri ty. ovpl

UNIX: $NNM BI N nnnsecuri ty. ovpl

SEE ALSO

nnm.properties(4).

Return to Reference Pages Index



Name

nnmseeddel ete.ovpl — Remove seed from the NNM topology database

SYNOPSIS

nnnseeddel et e. ovpl -help|-f seedFi | e | -seed <seed> [-U <user name> -p <passwor d>] [-jndiHost
<host Name> Default: localhost] [-jndiPort <por t > Default: 1099]

DESCRIPTION

nnmseeddel et e. ovpl removes a seed from the system.

Parameters

nnnseeddel et e. ovpl supports the following options:
-seed <seed>

The seed to delete. A seed can be a host name or an |P address and must match exactly aslisted in the
seed list.

-f seedFile
Specify atext file to read the seeds from.
-u <usernane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Nanme>
The server INDI host; default is1 ocal host .
-jndi Port <port>

The server INDI port; default is 1099.

EXAMPLES



nnnseeddel et e. ovpl -u username -p password -seed 10.1.2.3

Removes the seed 10. 1. 2. 3. (You must provide an NNMi administrator username and password.)

nnnseeddel ete. ovpl -f /tnp/seeds_to_del ete.txt

Removes each seed listed in the file.

Diagnostics

nnnseeddel et e. ovpl returnsthe following exit codes:

0

Operation was successful.
Seeds were deleted.

An error occured; see error message for details.
-hel p

Prints the usage statement.

AUTHOR

nnnseeddel et e. ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM_BI N nnnseeddel et e. ovpl

SEE ALSO

nnmloadseeds.ovpl (1M), nnm.properties(4).
Return to Reference Pages Index



Name

nnmsetdampenedinterval .ovpl — sets the dampened interval for all incident configurations

SYNOPSIS

nnnset danpenedi nt erval . ovpl [ [-hourshour s] [-minutes ni nut es] [-seconds seconds] [-U user nane] [-p
passwor d] ]

DESCRIPTION

nnnset danpenedi nt er val . ovpl Setsthe dampened interval for all incident configurations. The maximum
dampened interval that can be set is 60 minutes. A dampened interval of at least 6 minutes is recommended.
At least one of hours, minutes, or seconds must be specified. To disable dampening, set hours, minutes, and
secondsto O.

Parameters

- hour s hours

Specify the number of hours for the dampened interval. If specified, the value for hour s must be
greater than or equal to 0.

-m nut es m nut es

Specify the number of minutes for the dampened interval. If specified, the value for mi nut es must be
greater than or equal to 0.

-seconds seconds

Specify the number of seconds for the dampened interval. If specified, the value for seconds must be
greater than or equal to 0.

-j ndi Host host nane

Server j ndi host. Default is1 ocal host .
-j ndi Port port

Server j ndi port. Default is1099.

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>



Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

EXAMPLES

Set the dampened interval for all incident configurations to 10 minutes 10 seconds:

nnnset danpenedi nterval . ovpl -hours O -minutes 10 -seconds 10

Set the dampened interval for all incident configurationsto 1 hour:
nnneet danpenedi nt erval . ovpl -hours 1

Set the dampened interval for all incident configurations to 6 minutes:
nnnset danpenedi nterval . ovpl -minutes 6

Set the dampened interval for al incident configurations to 30 seconds:

nnnset danpenedi nt erval . ovpl -seconds 30

Set the dampened interval for all incident configurations to 10 minutes 10 seconds:

nnnset danpenedi nterval . ovpl -minutes 10 -seconds 10
Disable dampening for all incident configurations:

nnneet danpenedi nterval . ovpl -hours O -mnutes 0 -seconds O

AUTHOR

nnmset danpenedi nt er val . ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnm.properties(4)
Return to Reference Pages Index



Name

nnmsetiospeed.ovpl — Set the input or output speed on interfaces

SYNOPSIS

nnnset i ospeed. ovpl { -?[ -node <node | D> |-interface<i nterface 1D |ist>|-input <i nput speed> |-
output <out put speed>] [ -file<csv fil e>]} [-verbosity command verbosity ] [-failfast fail - f ast
behavi or | [-jdniHOsSt host nane | [-jdniPort port ] [-U user nane -p passwor d |

DESCRIPTION

nnnset i ospeed. ovpl Setstheinput or output speed of the specified interfaces on the specified nodes. Speeds
are suffixed by the units desired, e.g. 10mb is equivalent to 10000kb. If fail-fast behavior is desired, the
command will not make any modifications if any errors are encountered during execution.

Parameters

nnnset i ospeed. ovpl supports the following options:
-file <file path>
A file containing a comma-delineated list of commands to process

l—node <node name, long name, UU D, or IP address (v4 or v6)> -interface <interface ID
i st>

Change the input or output speed of the specified interfaces on the indicated node. The $ALL option will
process al the interfaces on the indicated node. Nodes may be identified by short name, long name,
UUID, or IP address. The $ALL macro may be used in batch mode as well. The list of interface
identifiers should be enclosed in quotation marks to prevent the shell or console from prematurely
terminating the command.

Optionally, the following parameters can be specified; only the specified attribute will be printed:
-failfast

Ensures that no changes will be made if an error is encountered.
-verbosity <verbosity |evel >

Sets the verbosity of the command. Levelsinclude "silent”, "verbose", or "normal”. When
verbosity is set to "silent,” no output is provided. When verbosity is set to "verbose,” every error
and status message is displayed. Normal (the default value) provides output somewhere between
"silent" and "verbose".

Prints the usage statement.



-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm propert i es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Nane>

The server INDI host; default is| ocal host .
-jndi Port <port>

The server INDI port; default is 1099.

Syntax of Comma-Separ ated File

The CSV file you supply must have the following syntax:

Required. Column 1. You must provide avalue for the node identifier

Required. Column 2. Y ou must provide avalue for interface identifiers

Required. One of Column 2 or Column 3 (input/output speed)

Y ou can omit an input or output speed by inserting nothing at the position in question.
e Column 1(A) : Node Identifier

Required. The short name, long name, UUID, or |P address of the node on which to set the
speed of interfaces

e Column 2(B) : Interface Identifier List

Required. A semicolon-delineated list of interface identifiers or $ALL macro. Interface
IDs may be one of the following: interface index, aias, name, or description of the
interface. The list of interface identifiers should be enclosed in quotation marks to prevent
the shell or console from prematurely terminating the command.

e Column 3(C) : Input speed

Optional (if output speed is specified). The input speed of the interfaces to set
e Column 3(C) : Output speed

Optional (if input speed is specified). The output speed of the interfaces to set

EXAMPLES



To set the speed of all the interfaces on a node with the name exanpl e- node to 10 MB
nnneeti ospeed. ovpl -node exanpl e-node -interface $ALL -input 10nmb -output 10nb

To set the speed of individual interfaces specified by ifname, ifdescr, ifaias, and index of 10 MB

nnnsetiosBeed.ovpl -node exanpl e-node -interface "ifnane;ifdescr;ifalias; 10" -input 10mb -
out put 1g

CSV file to change the input and output speed of a single interface named FA0/3 to 7 GB:

exanpl e- node, Fa0/ 3, 7gb, 7gb

CSV file to change the input and output speed of a single interface with index 50 to 4 GB:
exanpl e- node, 50, 4gb, 4gb

CSV fileto change the input and output speed of interfaces named H1, A1, D1, F1, F2, and F3to 5 GB:

exanpl e- node, H1; Al; D1; F1; F2; F3, 5gb, 5gb

RETURN VALUE

nnnset i ospeed. ovpl exitswith the status 0 (zero) if no errors were encountered, 1 otherwise.

AUTHOR

nnnset i ospeed. ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM_BI N/ nnnset i ospeed. ovpl

Return to Reference Pages Index



Name

nnmsetofficialfgdn.ovpl — Set the official Fully Qualified Domain Name (FQDN) of the NNMi management
server.

SYNOPSIS

nnnset of fi ci al f qdn. ovpl [-f |-force] <f qdn>

DESCRIPTION

Usethennnset of fi ci al f gdn. ovpl script to change the official FQDN for the NNMi management server
after installation. If you run this script without any arguments, it sets the official FQDN to the default value.
The default value is obtained by performing a hostname lookup. See the reference page for the

nnmof fi ci al f qdn. ovpl Script using the -m option for more information about the default hostname lookup.

If the FQDN is changed, the user is prompted to generate a new self-signed SSL certificate for the new
hostname. If you are instead using CA signed certificates, you may need to obtain a new certificate from your
CA with the new hostname.

For more information, please refer to the deployment guide.

Options
There are two optional argumentsto nnnset of fi ci al f gdn. ovpl
<f qdn>
Resets the official FQDN to <fgdn> on confirmation from the user.

If the value of <fqdn> does not have adomain (for example, it is a short hostname, |P address or
localhost), SSO is disabled.

-force|-f

Thisisaforce flag that does not prompt the user for confirmation and does not print verbose
information. When used alone, the force flag sets the official FQDN to the default. When f qdn is used
after thisflag, it changes the official FQDN to f qdn.

EXAMPLES

Set the FQDN to the default value:

nnnset of fi ci al f gdn. ovpl

Set the FQDN to the value somehost.somedomain:



nnnset of fi ci al fgdn. ovpl sonehost. somedonai n

Force the official FQDN to the default value:

nnnset of fi ci al fgdn. ovpl -f

AUTHOR

nnnset of fi ci al f qdn. ovpl was developed by Hewlett Packard Enterprise.

FILES

nnmset of fi ci al f gdn. ovpl residesin the %NM BI Noo(Windows) or $NNM_BI N (UNIX) directory.

SEE ALSO

nnmofficialfgdn.ovpl(1M), nnmsso.ovpl (1M).
Return to Reference Pages Index



Name

nnmsnmpbulk.ovpl — Queries a node for information using an SNMPv2c GetBulk request.

SYNOPSIS

nnmsnnpbul k. ovpl -u user_nanme -p passwd [options] node object-id [, object-id]..

options: [-d] [-V versi on] [-C communi ty] [-port port (def aul t: 161) ] [-tti neout (def aul t : 5000) ] [-r
retries(default:1)][-T] [-nnon-repeat ers] [-m max-repetitions] [-pp Proxy Port] [-paProxy

Addr ess] [-aAut henti cation Protocol | [-A Aut henti cation Pass phrase] [-X Privacy Protocol | [-X
Privacy Passphrase] [-N Context Name] [-0end D and Qut put Encodi ng] [-0ex O Ds that are not
encoded] [-v3u SNMPv3 user nane] [-jndiHost host nane] [-jndiPort port Default is 1099]

DESCRIPTION

The nnnsnnpbul k. ovpl script uses the SNMPv2c/v3 GetBulk request to retrieve information from an SNMP
agent. The SNMP GetBulk request minimizes the number of protocol exchanges required to retrieve alarge
amount of information. This increases performance, asthe nnmsnnpbul k. ovpl script uses fewer SNMP
requests to retrieve management information from the remote node.

If the node isan SNMPv1-only agent, the nnnsnnpbul k. ovpl script automatically downgrades the GetBulk
request to an SNMPv1-supported GetNext request.

node can be a system with an | P address that supports SNMP. Y ou can supply I P nodes to the
nnmsnnpbul k. ovpl Script using either anode's | P address or its hostname.

Supply command arguments for one or more O Ds in dotted decimal format or as a mnemonic name. Before
attempting to supply a mnemonic name, load the MIB that defines the OID by using the nnnm oadni b. ovpl
script.

Only users who belong to System, Administrator or Web Service Client roles can run the nnnsnnpbul k. ovpl
script. Userswho arein Level1, Level2 or Guest roles cannot run the nnnsnnpbul k. ovpl script.

Parameters
-d

Dumps all SNMP packets to standard output in a hexadecimal and decoded ASN.1 format.
-v versi on

Requests a specific version of SNMP be used to communicate with the remote node. Valid choices for
versionarel, 2, 2c, Or 3.

If you do not specify the version, the nnmsnnpbul k. ovpl script uses 2c asthe default for nodes not in
the topology.



-cconmunity
Specifies the community string to use for authentication on the remote node.

Note: If the community string contains characters the shell interferes with, use one or more escape
symbols or quotation marks as required.

- port port

Specifies the port to use to communicate with the remote node.

-t ti meout

Specifies atimeout period, in milliseconds, for communication with the remote node.
-rretries

Specifies the number of retries to use for communication with the remote node.

Prints the OID in dotted decimal format and the MIB variable value with no textual conventions
applied.

non- r epeat er s specifies the number of variables for which a single lexicographic successor isto be
returned. This value represents the number of non-repeating varbinds (values) you want the
nnmsnnpbul k. ovpl Script to retrieve.

Max-Repetitions specifies the number of |exicographic successors to be returned for the remaining
variables. This value represents the number of rows to retrieve for arepeating varbind (value). The
repeating varbind is present in each table row.

- pp Proxy Port

Specifies the Proxy Port to use in communication with the node

- pa Proxy Address

Specifies the Proxy IP Address to use to communicate with the node.

-a Authentication Protocol

SNMPv3 Authentication Protocol (MD5|SHA)

-AAut henticati on Passphrase

SNMPv3 Authentication Passphrase

-x Privacy Protocol

SNMPv3 Privacy Protocol (DES|3SDES|IAES|AES192|AES256)

-XPrivacy Passphrase



SNMPv3 Privacy Passphrase
- Ncont ext
SNMPv3 Context Name (for example, vlianl)
- oen <0 D>: <encodi ng>
OID and Output Encoding (e.g. 1.3.6.1.2.1.1.4:UTF-8)
-oex <A D1,0D2,...>
OIDs that are not encoded
-v3u SNWMPv3 user nane

SNMPv3 security name (for example, testV 3user)
-u <usernane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

- j ndi Host <j ndi Host >

The hostname of the server running the jboss application server. If you do not specify a hostname, the
nnnmconmi oad. ovpl SCript uses! ocal host asthe default value.

-j ndi Port <j ndi Port >

The jboss application server port. If you do not specify this port, the nnnconni oad. ovpl script uses
1099 as the default value.

If the nnmennpbul k. ovpl script does not receive aresponse, it uses alinear backoff algorithm based on the
timeout andretries argumentsto resend the SNMP request. For example, if theti meout argument is 2000
(two seconds) and ther et ri es argument is 3, theinitial request would time out after two seconds, the first
retry would time out after four seconds, the second retry would time out after six seconds, and the last retry
would time out after eight seconds. The nnmsnnpbul k. ovpl script requires additional time to resolve the
configuration.

EXAMPLES

The following command retrieves all information under the system MIB OID from nodet est node:

nnnsnnpbul k. ovpl —c community testnode.1.3.6.1.2.1.1.0



AUTHOR

nnmsnnpbul k. ovpl was developed by Hewlett Packard Enterprise.

FILES

The environment variable below represents a universal path that is established according to your shell and
platform requirements:

Windows: %NM BI Noa nnsnnpbul k. ovpl

UNIX: $NNM _BI N nnnsnnpbul k. ovpl

SEE ALSO

nnmloadmib.ovpl (1M), nnmsnmpnotify.ovpl(1M), nnmsnmpset.ovpl (1IM), nnmsnmpwalk.ovpl (1M).
RFC 1155, 1157, 1212: SNMP Version 1.

RFC 1901 - 1908, 2576, 2578, 3416 - 3418: SNMP Version 2.

RFC 3411 - 3415: SNMP Version 3.

EXTERNAL INFLUENCES

Environmental Variables
$LANG determines the language in which messages appear. If $LANG is not specified or is set to an empty

string, adefault of Cisused instead of $LANG. If any internationalization variable contains an invalid setting,
the nnnsnnpbul k. ovpl script functions asif al internationalization variables are set to C.

Inter national Code Set Support

Supports single-byte and multiple-byte character code sets.

NOTE: SNMP MIB values of the type DI SPLAY STRI NG are restricted to NVT-ASCII.

Return to Reference Pages Index



Name

nnmsnmpwalk.ovpl — Query anode using SNMP GET or GETNEXT requests

SYNOPSIS

nnmsnnpwal k. ovpl -u user_nanme -p passwd [options] node object-id
nnnsnnpget . ovpl -u user_name -p passwd [options] node object-id [, object-id]...
nnnennpnext . ovpl -u user_name -p passwd [options] node object-id [, object-id]...

options: [-d] [-V versi on] [-C comuni ty] [-port port (def aul t: 161) ] [-tti meout (def aul t: 5000) ] [-r
retries(default:1)] [-T] [-pp Proxy Port] [-paProxy Address][-aAuthentication Protocol][-A

Aut henti cation Pass phrase] [-X Privacy Protocol ] [-X Privacy Passphrase] [-N Cont ext Nane] [-
0en O D and Qutput Encoding] [-0OeX O Ds that are not encoded] [-v3u SNMPv3 user nane] [-jndiHOSt
host nane] [-jndiPort port Default is 1099]

DESCRIPTION

The nnnsnnpwal k. ovpl script sends repeated SNMP GETNEXT requests to retrieve values for al instances
of MIB objects registered on node node. The nnmsnnpwal k. ovpl script determines whether to use SNMP
Version 1 or Community-based SNMP Version 2 (SNMPv2c) or version 3, based on the value supplied for
the - v option and the type of remote node. If you do not specify avariable, the nnmsnnpwal k. ovpl script
retrieves all values beneath obj ect . i so. or g. If you do supply avariable, the variable's value determines the
starting point in the object identifier space that is searched. For example, the nnnsnnpwal k. ovpl script
retrieves the entire system group if you supply .1.3.6.1.2.1.1.1. asavariable value. The nnnsnnpwal k. ovpl
script terminates when all object information beneath the specified variable has been returned.

The nnnsnnpget . ovpl script usesthe SNMP Get request to query node for information.

Normally an SNMP instance number needs to be appended, such asusing .0in.1.3.6.1.2.1.1.1.0 to get the
syst em sysDescr. 0 val ue).

The nnnsnnpnext . ovpl script performs the same action as the nnnsnnpwal k. ovpl Script, except that the
nnmsnnpnext . ovpl script only returns asingle value.

node can be an IP-addressable system that supports SNMP, or atarget name for which an SNMP proxy
configuration is defined. Y ou can identify I1P nodes by Internet address or hostname.

Y ou might supply one or more variables as arguments to any of these scripts. Each variable is an object
identifier in dotted decimal format or mnemonic name. If you plan to specify the variables by mnemonic
name, use the nnni oadni b. ovpl script to load the MIB that defines the object identifier before using this
method.

If you attempt to search beyond the end of the remote node's MIB with either the nnnsnnpwal k. ovpl or
nnnsnnpnext . ovpl Scripts, the scriptsdisplay an End of M B message.

Only users who belong to System, Administrator or Web Service Client roles can run these scripts. Users



who arein Levell, Level2 or Guest roles cannot run these commands.

Options
-d

Dumps all SNMP packets to standard output in a hexadecimal and decoded ASN.1 format.
-v version

Requests the script to use a specific version of SNMP to communicate with the remote node. Valid
choicesfor version are 1, 2c, or 3.

If you do not specify the version, the script uses 2¢ as the default for nodes not in the topol ogy.
-c community
Specifies the community string to use for authentication on the remote node.

Note: If the community string contains characters the shell interferes with, use one or more escape
symbols or quotation marks as required.

-port port

Specifies the port to use in communication with the remote node.
-t timeout

Specifies atimeout period, in milliseconds, for communication with the remote node.
-rretries

Specifies the number of retries to use for communication with the remote node.

Prints the OID in dotted decimal format and the MIB variable value with no textual conventions
applied.

-pp Proxy Port
Specifies the Proxy Port to use in communication with the node
- pa Proxy Address
Specifies the Proxy IP Address to use in communication with the node
-a Aut hentication Protocol
SNMPv3 Authentication Protocol (MD5|SHA)
-AAut henti cati on Passphrase

SNMPv3 Authentication Passphrase



-x Privacy Protocol
SNMPv3 Privacy Protocol (DES|3SDES|IAES|AES192|AES256)
-XPrivacy Passphrase
SNMPv3 Privacy Passphrase
- Ncont ext
SNMPv3 Context Name (for example, vlianl)
- oen <0 D>: <encodi ng>
OID and Output Encoding.

The output shows the encoded string for the octet string of the collected MIB only if that octet string is
encoded as provided. The command shows hexa-decimal strings, In case octet strings are not encoded
by specified encoding.

-oex<AQD1L,AD2,...>
OIDs that are not encoded

Specifies OID that is excluded from the encoding target. The OID specified by this option is not
encoded and printed as hexa-decimal.

-v3u SNWVPv3 user narme

SNMPv3 security name (for example, testV 3user)

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

- j ndi Host <j ndi Host >

The hostname of the server running the jboss application server. If you do not specify a hosthame, the
nnnmcommi oad. ovpl SCript uses! ocal host asthe default value.

-j ndi Port <j ndi Port >

The jboss application server port. If you do not specify this port, the nnncomm oad. ovpl Script uses
1099 as the default value.

If the nnmennpget . ovpl, nnnsnnpnext. ovpl, or nnmsnmpnnmsnnpwal k. ovpl SCripts do not receive a
response, alinear backoff algorithm based ontheti neout andretri es argumentsis used to resend the
SNMP request. For example, if thet i meout argument is2000 (two seconds) and theretri es argument is 3,
theinitial request would time out after two seconds, the first retry would time out after four seconds, the



second retry would time out after six seconds, and the last retry would time out after eight seconds. The
nnnsnnpget . ovpl , nnmsnmpnext . opvl, and nnmsnnmpwal k. ovpl Scripts require additional time to resolve
the configuration.

EXAMPLES

The following script usage requests the system subtree for the nodet est node:
nnnsnnpwal k. ovpl test node system

Output for the above command typically resembles the following:

nnnsnnpwal k. ovpl -c¢ conmunity 10.97.1.7 .1.3.6.1.2.1.1
.1.3.6.1.2.1.1.1.0: ASN OCTET_STR = Et hernet Switch 470-24T- PWR
.1.3.6.1.2.1.1.2.0: ASN OBJECT ID=.1.3.6.1.4.1.45.3.63.1
.1.3.6.1.2.1.1.3.0: ASN_TI METI CKS = 63050579

.1.3.6.1.2.1.1.4.0: ASN OCTET_STR = Bob Jones 933-558-3453
.1.3.6.1.2.1.1.5.0: ASN_OCTET_STR = wr 3-2-front-storage-n91-60-2
.1.3.6.1.2.1.1.6.0: ASN _OCTET_STR = Wods Run 3 2nd fl oor
.1.3.6.1.2.1.1.7.0: ASN_INTEGER = 3

The following example shows the usage of the option -oen and -oex for node 192.168.50.1
nnmsnmpwalk.ovpl -v 2c -c public -oen .1.3.6.1.2.1.1.4:shift-jis 192.168.50.1 .1.3.6.1.2.1.1

The output shows shift-jis encoded strings for the octet string of the collected MIB only if that octet string is
valid shift-jis.In case the octet string is not encoded by specified encoding, the command output shows hexa-
decimal strings.

nnmsnmpwalk.ovpl -v 2c -c public -oen .1.3.6.1.2.1.1.4:shift-jis-oex .1.3.6.1.2.1.1.4.0 192.168.50.1
1361211

The output shows the returned MIB value for the .1.3.6.1.2.1.1 and the shift-jis encoded characters for the
hexa-decimal values which are children of the 1.3.6.1.2.1.1.4 except for the 1.3.6.1.2.1.1.4.0

AUTHOR

nnnsnnpwal k. ovpl , nnmennpget . ovpl , and nnnsnnpnext . ovpl were developed by Hewlett Packard
Enterprise.

FILES

Windows: 9%\NNM Bl NoA nnmsnnpwal k. ovpl
Windows: 9\NM BI Noa nnnmsnnpget . ovpl
Windows: 9\NM Bl N9 nnmsnnpnext . ovpl
UNIX: $NNM_BI N nnmsnnpwal k. ovpl

UNIX: $NNM BI N nnmsnnpget . ovpl



UNIX: $NNM BI N nnnsnnpnext . ovpl

For information about universal paths for your platform and shell, see the nnm.envvars(1) reference page.

SEE ALSO

nnmsnmpset.ovpl (1M), nnmsnmpbulk.ovpl (1M), nnmsnmpnotify.ovpl (1M).
RFC 1155, 1157, 1212: SNMP Version 1.

RFC 1901 - 1908, 2576, 2578, 3416 - 3418: SNMP Version 2.

RFC 3411 - 3415: SNMP Version 3.

EXTERNAL INFLUENCES

Environmental Variables
$LANG determines the language in which messages appear. If $LANG is not specified or is set to an empty

string, adefault of Cisused instead of $LANG. If any internationalization variable contains an invalid setting,
nnmsnnpget . ovpl behavesasif all internationalization variables are set to C.

International Code Set Support

Supports single-byte and multiple-byte character code sets.

NOTE: SNMP MIB values of the type DI SPLAY STRI NG are restricted to NVT-ASCII.

Return to Reference Pages Index



Name

nnmsnmpset.ovpl — issue an SNMP set request

SYNOPSIS

nnnsnnpset . ovpl -u user_name -p passwd [options] node object-id asnType val ue [object-id
asnType val ue]...

options: [-d] [-Vversion] [-Cwite community] [-port port (defaul t:161)] [-tti meout (def aul t : 5000) ]
[-rretries(defaul t:1)] [-T] [-pp Proxy Port] [-paProxy Address] [-aAuthentication Protocol][-A

Aut henti cation Pass phrase] [-X Privacy Protocol ] [-X Privacy Passphrase] [-N Cont ext Nane] [-
v3u SNVPv3 user nane] [-jndiHost host nane] [-jndiPort port Default is 1099]

DESCRIPTION

The nnnsnnpset . ovpl script sends an SNMP set request to alter MI1B objects on the remote node.

node can be an IP-addressable system that supports SNMP, or atarget name for which an SNMP proxy
configuration is defined. Y ou can identify 1P nodes by an Internet address or by a hostname.

The nnnsnnpset . ovpl Script passes data to the remote node as atriple of obj ect - i d,asnType,val ue. Supply
one or more triples to the nnmsnnpset . ovpl script as command-line arguments.

Each obj ect - i d isan object instance identifier in dotted decimal format (for example,
.1.3.6.1.4.1.11.2.17. 2. 1. 0 or mnemonic string format (for example, openVi ewSour cel d. 0).

Each asnType must be one of the following asnTypes:
integer
integer32
unsigned32
octetstring
octetstringhex
octetstringoctal
octetstringascii
objectidentifier
null

ipaddress



counter
counter32
counter64 (for SNMPv2c or v3 capabl e remote nodes)
gauge
gauge32
timeticks
opague
opaquehex
opaqueoctal
opagueascii
For a complete description of each asnType, refer to RFC 1155 and RFC 1902.

Theval ue parameter must be valid for the asnType specified. When using a asnType that requires a
hexadecimal or octal value, you must fully define each byte of the value. For example, if you specify f ff (or
17377), itismissing a byte, and will not work. Use of f f (or 017377) instead. The nnnsnnpset . ovpl Script
ignoresthenul I asnType. You must specify aval ue on the command line. If you try to useanul | type, the
nnnmsnnpset . ovpl Script ignoresthenul | type when it creates the request. val ue must not be larger than 512
bytes.

Only users who belong to System, Administrator or Web Service Client roles can run the nnnsnnpset . ovpl
script. Userswho arein Level1, Level2 or Guest roles cannot run the nnnsnnpset . ovpl Sscript.

Parameters
-d

Dumps all SNMP packets to standard output in a hexadecimal and decoded ASN.1 format.
-v versi on

Requests the nnnsnnpset . ovpl script to use a specific version of SNMP to communicate with the
remote node. Valid choicesfor ver si on are 1, 2c, or 3.

If you do not specify the version, the nnnmsnnpset . ovpl script uses 2¢ as the default for nodes not in
the topology.

-Ccwite community
Specifies the write community string to use for authentication on the remote node.

Note: If the community string contains characters the shell interferes with, use one or more escape
symbols or quotation marks as required.

-port port



Specifies the port to use in communication with the remote node.

-t ti meout

Specifies atimeout period, in milliseconds, for communication with the remote node.
-rretries

Specifies the number of retries to use for communication with the remote node.

Prints the OID in dotted decimal format and the MIB variable value with no textual conventions
applied.

-pp Proxy Port

Specifies the Proxy Port to use in communication with the node
- pa Proxy Address

Specifies the Proxy IP Address to use in communication with the node
-a Aut hentication Protocol

SNMPv3 Authentication Protocol (MD5|SHA)

-AAut henticati on Passphrase

SNMPv3 Authentication Passphrase

-x Privacy Protocol

SNMPv3 Privacy Protocol (DES|SDES|AES|AES192|AES256)
-XPrivacy Passphrase

SNMPv3 Privacy Passphrase

- Ncont ext

SNMPv3 Context Name (for example, vianl)

-v3u SNWPv3 user nane

SNMPv3 security name (for example, testV 3user)

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator



password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <j ndi Host > (optional)

The hostname of the server running the jboss application server. If you do not specify a hostname, the
nnnconmi oad. ovpl SCript uses| ocal host asthe default value.

-j ndi Port <j ndi Port > (optional)

The jboss application server port. If you do not specify this port, the nnnconni oad. ovpl Script uses
1099 as the default value.

If the nnmsnnpset . ovpl script does not receive aresponse, it uses alinear backoff algorithm based on the
timeout andretries argumentsto resend the SNMP request. For example, if theti meout argument is 2000
(two seconds) and ther et ri es argument is 3, theinitial request would time out after two seconds, the first
retry would time out after four seconds, the second retry would time out after six seconds, and the last retry
would time out after eight seconds. The nnnsnnpset . ovpl Script requires additional time to resolve the
configuration.

EXAMPLES

The following command sets the system contact to Bob Jones for the node testnode:
nnnsnnpset. ovpl -c witeComunitytestnode system sysContact.O octetstring "Bob Jones"

The output for thiscommand is as follows:

system sysContact. 0 OCTET STRI NG (ascii): Bob Jones

AUTHOR

nnmsnnpset . ovpl was developed by Hewlett Packard Enterprise.

FILES

Seethennm envvar s reference page (and the UNIX manpage) for information about using environment
variablesfor the following files:

i nstal | _dir\bin\nnnsnnpset. ovpl

install _dir\doc\rfc*.txt

SEE ALSO

nnmsnmpwalk.ovpl(1M), nnmsnmpbulk.ovpl(1M), nnmsnmpnotify.ovpl (1M).
RFC 1155, 1157, 1212: SNMP Version 1.



RFC 1901 - 1908, 2576, 2578, 3416 - 3418: SNMP Version 2.

RFC 3411 - 3415: SNMP Version 3.

EXTERNAL INFLUENCES

Environmental Variables
$LANG determines the language in which messages appear. If $LANG is not specified or is set to an empty

string, adefault of Cisused instead of $LANG. If any internationalization variable contains an invalid setting,
nnnsnnpset . ovpl behavesasif al internationalization variables are set to C.

Inter national Code Set Support

Supports single-byte and multiple-byte character code sets.

NOTE: SNMP MIB vaues of the asnTypeoct et st ri ngasci i are restricted to NVT-ASCII.

Return to Reference Pages Index



Name

nnmsso.ovpl — reload single sign-on configuration.

SYNOPSIS

nnmsso. ovpl -reload

DESCRIPTION

nnnsso. ovpl isascript that enables you to reload the single sign-on (SSO) configuration from the nns-
ui . properti es file without restarting ovjboss.

Note: Other applications integrating with NNMi might use a different configuration file for enabling and
configuring single sign-on. See the integrating product’ s documentation for instructions about enabling single
sign-on and setting the user interface initialization string (initString) parameter that needs to be configured.

Parameters

Thennnsso. ovpl script supports the following options:

-rel oad

Rel oads the SSO configuration.

EXAMPLES

nnneso. ovpl -rel oad

Reads modifications made to the nns- ui . properti es file. These changes could include enabling SSO,
disabling SSO, or changing the initString.

AUTHOR

nnnsso. ovpl was developed by Hewlett Packard Enterprise.

FILES

Windows. %\NM PROPS% nis- ui . properties

UNIX: $NNM_PROPS/ nis- ui . properties



SEE ALSO

nnmofficialfgdn.ovpl(1M), nnmsetofficialfgdn.ovpl (1M), nnmldap.ovpl (1M).
Return to Reference Pages | ndex



Name

nnmstatuspoll.ovpl — update the status for a node using the State Poller

SYNOPSIS

nnnst at uspol | . ovpl [ —Node <nodenarme|l P Addr ess> [-tenant t enant nane] [-tti meout in secs][-V] ]

DESCRIPTION

The nnnst at uspol | . ovpl script enables you to dynamically poll adevice that is being monitored. This
resultsin arefresh of key collected state values. When al of the information for the state demand poll has
been collected and displayed, the nnnst at uspol | . ovpl script informsyou that the task that you requested is
complete.

Parameters

-node <nodenane|| P Address>
Target node name or | P address.
-tenant <tenant nane>

Tenant the given node is paired with. This option is useful when node names and | P addresses are non-
unique in the topology such as can occur in overlapping address domain environments.

-t <timeout in secs>

Client waitstill given timeout in sec.

Displays the detailed verbose |og message on console.
-j ndi Host <host nane>

Jboss server host. Default is| ocal host .
-jndi Port <port>

Jooss server port. Default is1099.
-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm propert i es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>



Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-hel p

Prints the usage statement.

RETURN VALUE

nnnst at uspol | . ovpl returns the appropriate output shown in the above Parameters section.
When using —v option, you see the information in the following columns:

Column 1: Indicates which protocol is used to collect the data.

Column 2: Indicates which device name was polled.

Column 3: Indicates which MIB instance was polled.

Column 4: Indicates the result of the poll.

Column 5: Indicates a mapped value, if it exists.

AUTHOR

nnnst at uspol | . ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO
nnm.properties(4)

Return to Reference Pages Index



Name

nnmtopodump.ovpl — Displays the contents of the NNM i topology database

SYNOPSIS

nnnt opodunp. ovpl [-h] -uU <user nane> -p <passwor d> -type <t ype> [-legacy <f or mat >] [-filter <fi|ter>]

DESCRIPTION

nnnt opodunp. ovpl displays the contents of the topology database. By default, NNMi displays the output in xml format
unless you specify the -legacy option.

Parameters

The nnnt opodunp. ovpl script supports the following options:
-h

Displays the usage statement.
-u <user nanme>

Supply the NNMi administrator username to run the script. This script requires the NNMi administrator username
unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more information.

-p <passwor d>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator password
unless you use an nnm properti es file. Seethe nnm properti es. 4 reference page for more information.

-http. host <host>

The server host; default is localhost.
-http. port <port>

The server port; default is 8004.
-type <type>

The type of the objects available to be printed. Use one of the following types:
nodeli nterfacelinci dent|ip|subnet|rrp|vlanjnodeSensor|interfaceA ggregati on|card|l 2connecti on|physcomp|physSensor

-l egacy [short| | ong]

If you use the legacy option, NNMi displays the datain text output. If you do not specify this option, then NNMi
displays the output in xml form. Use the legacy option with the following type values only: node, interface, ip,
I2connection and interfaceAggregation. For -legacy short, thisis only valid for the type values node, interface,
and | 2connection.

-filter <filter>

Filters the output by property. The nnnt opodunp. ovpl script supports the following filters:

node - node.name | node.shortname | node.id | node.uuid | node.status | node.snmpaddress |



node.managementM ode | node.deviceCategory | node.deviceDescription | node.deviceFamily |
node.deviceVendor

interface - node.name | node.shortname | node.id | node.snmpaddress | node.deviceCategory |
node.deviceDescription | node.deviceFamily | node.deviceVendor | node.managementMode | interface.ifType |
interface.id | interface.uuid | interface.managementM ode | interface.managementState

ip - interface.id | node.id | ip.value | ip.id
vlan - node.name | node.id | vlan.id | vlan.name | vlan.value
nodeSensor - node.name | node.hostname | node.id | nodeSensor.id | nodeSensor.name | nodeSensor.type

physSensor - hode.name | node.hostname | node.id | physcomp.name | physcomp.id | physSensor.id |
physSensor.name | physSensor.type

card - node.name | node.hostname | node.id | card.id |card.name
I2connection - connection.name | connection.id | connection.uuid

interfaceAggregation - master.id | master.uuid | master.index | master.alias | slave.id | dave.uuid | slave.index |
daveadlias

EXAMPLES

nnnt opodunp. ovpl -u username -p password -type node

Displays all of the nodes in the topology database in xml format. (Y ou must provide an NNMi administrator
username and password.)

nnnt opodunp. ovpl -u usernanme -p password -l egacy |ong -type node

To display the nodesin text format, you must use the legacy option. When you use the legacy option with -type
node, NNMi displays the nodes and their interfaces.

Equivalent command in NNM 6.x/7.X: ovt opodunp - |
nnnt opodunp. ovpl -u username -p password -type node -filter node. nane=fo0o. hp. com
Display information about node foo.hp.com in xml format.
nnnt opodunp. ovpl -u username -p password -legacy long -type node -filter node. nane=foo. hp. com

Display information about node foo.hp.com in text format. When you use the legacy option with -type node, it
displays the nodes with the interfaces attached to the node.

Equivalent command in NNM 6.x/7.X: ovt opodunp -1r foo. hp. com
nnnt opodunp. ovpl -u usernane -p password -legacy long -type node -filter node.i d=2345

Display information about the node having nodeid as 2345 in text format. NNMi also displays all interfaces of
the node.

Equivalent command in NNM 6.x/7.X: ovt opodunp -1r 2345
nnnt opodunp. ovpl -u username -p password -type interface -filter interface. managenent St at e=MANAGED

Display information about all interfaces that are managed. Filter values can be MANAGED, INHERITED,
NOTMANAGED, and OUTOFSERVICE.



AUTHOR

nnnt opodunp. ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnmnodedel ete.ovpl (1M), nnm.properties(4).
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Name

nnmtopoquery.ovpl — Performs select queries on the NNMi topology.

SYNOPSIS

nnnt opoquery. ovpl f
nnnt opoquery. ovpl f
nnmnt opoquery. ovpl f
nnnt opoquery. ovpl |

i ndConnect edNei ghbor | nt erf acesByNode -node (<nane>| <uui d>)
i ndL2Connecti onsByNode -node (<name>| <uui d>)

i ndWebAgent Setti ngsByNode -node (<name>| <uul d>)
i st WebAgent Setti ngs

DESCRIPTION

nnnt opoquer y. ovpl performs queries against the NNMi management server and outputs the result in
selectabl e table format.

Parameters

nnnt opoquer y. ovpl recognizes the following options.
-h

Prints the usage statement.
-node (<nane>| <uui d>)

Specifies the node for queries that accept a node as input. Nodes may be referenced by name, hostname
or UUID.

-format (csv|list|text|xm)
Changes the output format. Available output modes are CSV, LIST, TEXT and XML.
-fields <comma_separated fiel ds>

Selects the output fields in a comma-separated list. If this argument is not provided all fields are shown
in the output by default. When this argument is provided fields will be shown in the output in the order
specified.

Wildcards such as *' to match any sequence of characters and *? to match a single character are
available.

-u <username> -p <password>

Supply the credentials to run the script. This script requires valid NNMi credentials unless you use an
nnm properties file. Seethennm properti es. 4 reference page for more information.

Listing Connected Neighbor Interfacesfor a node



Usethefi ndConnect edNei ghbor I nt er f acesByNode query to list all neighbor interfaces connected to a
specified node.

The available output fields for this query are: uuid, name, nodeUUID, nodeName, ifindex, ifAlias, speed,
inSpeed, outSpeed, ifDescr, ifName, if Type, physical Address and managementM ode.

Example:

nnntopoquery.ovEI fi ndConnect edNei ghbor | nt erf acesByNode -node nynode -fields
nodeNane, nane, physi cal Addr ess, nanagenent Mbde

Listing Layer 2 Connectionsfor a Node

Usethefi ndL2Connect i onsByNode query to list all layer 2 connections on a specified node.

The available output fields for this query are: connUUID, connName, connStatus, connStatusTimestamp,
localNodeUUID, localNodeName, loca lfUUID, locallfindex, locallIfAlias, locallfName, local IfDesc,
locallfAddr, remoteNodeUUID, remoteNodeName, remotel fUUID, remotel findex, remotelfAlias,
remotelfName, remotelfDesc and remotel fAddr.

Example:

nnnt opoquery. ovpl findL2Connecti onsByNode -node nynode -fields
connUUl D, connNane, | ocal | f | ndex, renpt el f | ndex

Listing Web Agent Settings of a Node

Usethefi ndwebAgent Set t i ngsByNode query to list Web Agent settings of a specified node.

The available output fields for this query are: agentUuid, hostName, name, nodeUuid, nodeName, mode,
agentEnabled, userName, port, scheme, timeout, lastM odifiedBy and lastModified.

Example:

nnntopoguery.ovpl fi ndWebAgent Setti ngsByNode -node nynode -fields agentUuid, hostNane,
nodeUui d, nodeNare, node, user Name

Listing All Web Agent Settings
Usethel i st WvebAgent Set ti ngs query to list al the Web Agent settings.

The available output fields for this query are: agentUuid, hostName, name, nodeUuid, nodeName, mode,
agentEnabled, userName, port, scheme, timeout, lastM odifiedBy and lastModified.

Example:

nnntopoguery.ovpl fi ndWebAgent Setti ngsByNode -node nynode -fields agentUuid, hostNane,
nodeUui d, nodeNane, node, user Name

RETURN VALUE



nnnt opoquer y. ovpl exits with the status o (zero) if no errors were encountered, 1 otherwise.

AUTHOR

nnnt opoquer y. ovpl was developed by Hewlett Packard Enterprise.
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Name

nnmtrapconfig.ovpl — Configure HP NNM Trap service

SYNOPSIS

nnnt r apconfi g. ovpl -U<user > -p <passwor d> [-showProp] [-start] [-stop] [-readFilter] [-dumpBlockList] [-
resetBlockCache]

nnnt r apconfi g. ovpl -SetProp -u <user > -p <passwor d> [traplnterface <i p_addr >] [unsetTrapl nterface]
[trapPort <por t >] [recvSocketBufSize <si ze>] [disallowV1V?2] [adlowV 1V 2] [loopbackAddrOverride

<i p_addr >] [resetLoopbackAddrOverride] [blockTraps] [unblockTraps] [thresholdRate <r at e>] [rearmRate
<r at e>] [overall ThresholdRate <r at e>] [overallRearmRate <r at e>] [windowSize <t i ne>]
[updateSourcesPeriod <t i me>] [notifySourcesPeriod <t i me>] [minTrapCount <count >] [numSources
<count >] [databaseQSize <count >] [pipelineQSize <count >] [databaseFileSize <si ze>] [databaseFileCount
<count >] [hostedObjectTrapstorm <bool ean>] [hostedObjectThreshold <r at e>] [trapLoggingMode <I og
node>] [trapLoggingCompression <bool ean>] [trapLoggingMaxFileSize <si ze>] [trapL oggingRoll Attempts
<count >] [trapLoggingTaskinterval <t i me>] [trapLoggingBatchSize <si ze>] [trapReceiverNettyPort

<por t >] [trapReceiverJmsMemory <si ze byt es>] [trapRecelverJmsPage <si ze byt es>]
[trapReceiverJmsTTL <ti ne niliseconds>] [trapReceiverReplay <ti ne niliseconds>] [-persist]

DESCRIPTION

nnnt r apconf i g. ovpl can be used to display or modify the current properties of the Trap Service. In addition
it can be used to start or stop the Trap Service. It aso provides the following filter related functionalities: read
filter configuration files, print out the current filter configuration and blocking caches or reset the blocking
caches

Parameters

nnnt r apconf i g. ovpl supports the following parameters:

-u <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

- showPr op

Show the properties associated with Trap Service and their current values.



-start

Start the Trap Service. NOTE this command only starts the TrapServer which isrunning in JBoss. Use
nnnt r apr ecei ver to start the standalone TrapReceiver.

-stop

Stop the Trap Service. NOTE this command only stops the TrapServer which isrunning in JBoss. If the
TrapReceiver is not stopped as well, your server will continue to receive and cache traps. Use
nnnt r apr ecevi er to stop the standalone TrapReceiver.

-readFil ter

Cause Trap Serviceto read the filter configuration files.

- dunpBl ockLi st

Print out the filter configuration and the blocking caches that the Trap Service creates.

-reset Bl ockCache
Reset the blocking caches in the Trap Service.
To set values for one or more properties, run nnnt r apconf i g. ovpl with the following options
-u user
The name of a user with system or administrator roles.
- p password
The password for the specified user.
-set Prop
Set values for properties associated with Trap Service.
traplnterfaceip address
Set | P address on which the Trap Service listens for traps. By default it listenson al interfaces.
unset Trapl nterf ace
Set Trap Serviceto listen on al interfaces.
trapPort port
Set the port on which the Trap Service listens for traps. By default thisis 162.
recvSocket Buf Si ze si ze
Set the size of socket buffer, in kilobytes, on which Trap Service listens for traps.
di sal | oww1Vv2

Block all incoming SNMP v1 and v2 traps, forwarding only v3 traps. Disabled by default.

al | owv1v2



Accept every incoming SNMP trap, including v1 and v2. Thisisthe default.
| oopbackAddr Overrideip address

Setsthe IP Address to replace the source address of atrap if the source address is aloopback address
before forwarding the trap.

reset LoopbackAddr Overri de

Resets the loopback override address. When this options is executed, the user supplied loopback
override address will be removed. In this case, NNM chooses one of the server's addresses as the
loopback override address.

bl ockTr aps

Block traps based on filter and threshold configurations.

unbl ockTr aps

Do not block traps.
threshol dRaterate

Set the rate in traps/sec at which trap sources or trap oids are blocked.
rearnRaterate

Set the rate in traps/sec at which blocked trap sources or trap oids are unblocked. This rate should be
less than or equal to thet hr eshol dRat e.

overal | Threshol dRaterate
Set the rate in traps/sec at which al incoming traps are blocked.
overal | RearnmRaterate

Set the rate in traps/sec at which all incoming traps are unblocked. This rate should be less than or
equal to the over al | Threshol dRat e

wi ndowSi ze ti e
Set monitoring window size in seconds. This determines the window size in which trap sources are
monitored. This means that whenever this time expires the counters keeping track of incoming traps are
reset and a new window is started.

updat eSour cesPeriodtine
Set the time period in seconds after which the list of blocked traps and sources are updated.

noti fySourcesPeriodtine
Set the time period in seconds after which the list of blocked traps and sources are reported in the
trapanalytics log file under the NNM_LoG directory. Thisis also the time period after which atrap storm
incident is generated, in case atrap storm occurs and the over al | Thr eshol dRat e iS violated.

m nTrapCount count



Set the minimum number of traps to be received from a source beforeiit is considered for blocking.
Also the minimum number of the same trap received before that trap is considered for blocking.

nuntSour ces count

Set the number of nosiest sources to monitor at any given time. These will be the sources that are
sending the most traps as well as the traps that occur most frequently. Thisinformation is reported in
the trapanalytics log file in the NNM_LOG directory.

dat abaseQSi ze count

Set the maximum number of traps that can be held in the queue that writes traps to the database.
pi pel i neQSi ze count

Set the maximum number of traps that can be held in the queues for each stage of the trap pipeline.
dat abaseFi | eSi ze si ze

Set the maximum size, in MB, for onefile in the trap database. When the file size reaches this value a
rollover happens.

dat abaseFi | eCount count
Set the maximum number of filesin the trap database.
host edObj ect Trapst or menabl ed
Enable or disable hosted object trap storm detection and suppression.
host edObj ect Threshol drate
If ahosted object's trap rate is greater than this threshold in seconds, its traps will be suppressed.
trapLoggi nghbde | og node

The mode that the trap logger will operate with, valid values are: OFF, CSV, TXT, BOTH. Default
value: CSV

OFF: Turns off all trap | oggi

gl ng

CSV: Traps will be logged 1n a CSV fornat
n a
[

txt format simliar to trapd.|log
n bot

TXT: Traps will be | ogged i
h formats

BOTH: Traps will be I ogged
t rapLoggi ngConpr essi on bool ean

If true, traps will be logged in a gz compression, Default: false
t rapLoggi ngMaxFi | eSi ze si ze

Maximum sizein MB that the trap log files will grow to before being rolled archived to a.old file.
Only 1 .old fileisretained for each log format. Defaul: SMB

t rapLoggi ngRol | Att enpt s count

Maximum number of attempts the trap logger will try to roll alog file internally. Default: 1



trapLoggi ngTaskl nterval tine

Time in seconds the trap logger will wait before writing traps to the filesystem. Defult: 6 seconds
t rapLoggi ngBat chSi ze si ze

Maximum number of traps that will be written to the filesystem during each interval. Default: 256
trapRecei ver NettyPort port

Set the port the TrapReceiver will monitor for connections from JBoss. Default: 5447
trapRecei ver JnsMenory si ze bytes

Set the maximum amount of memory in bytes each JM S queue can consume, this value must be more
than jms-page. Default: 128MB (134217728)

t rapRecei ver JnsPage si ze bytes

Set the maximum file size in bytes for IM S queue pages, this value must be more than 1,048,576 and
less than jms-memory. Default: 10MB (10485760)

trapRecei verJnsTTLtime mliseconds

Set the IMS message TTL in ms. Must be a non-negative long. Thisis the amount of time that traps
will be cached by the TrapReceiver. If JBoss is down for longer than this time, datawill be lost.
Default: 5 Minutes (300000)

trapRecei verReplay tinme mliseconds

Set the time deltain ms, to use when replaying traps during startup after afailover. Must be a non-
negative long. A value of zero guarantees no duplicate data, however avalue of zero may lead to lost
data. Default: 10 Seconds (10000)

- persi st

Persist the current properties so that on future restarts these values will be used.

If you are persisting propertiesin aHA or application failover environment, HP suggests stopping and
starting the Tr apRecei ver on the inactive server to ensure that both the active and inactive nodes are
using the same properties.

EXAMPLES

Show the properties associated with the Trap Service and their values:
nnnt rapconfig. ovpl -u user -p pass -showProp

Start the Trap Service:

nnnt rapconfi g.ovpl -u user -p pass -start

Set the trap port to 1162:

nnnt rapconfi g.ovpl -u user -p pass -setProp trapPort 1162



Enable the hosted object trap storm detection and suppression stage, with a per device traps/second threshold
of 50. This command will also persist the current values for future invocations of the Trap Service.

nnntrapconfig. ovpl -u user -p pass -setProp hostedObject Trapstormtrue
host edObj ect Threshol d 50 - persi st

Log recieved traps using both formats, with a maximum file size of 32MB, using atask interval of 30
seconds and a batch size of 1024. Also persist the current values for future invocations of Trap Service.

nnntrapconfi g. ovpl -u user -p pass -setPro _trapLoggi ngMbde BOTH trapLoggi ngvaxFi |l eSi ze 32
trapLoggi ngTaskl nterval 30 traplLoggi ngBatchSi ze 1024 - persi st

Enable blocking and also persist the current values for future invocations of Trap Service

nnnt rapconfi g. ovpl -u user -p pass -setProp bl ockTraps -persi st

Persist the current values for future invocations of Trap Service

nnnt rapconfi g. ovpl -u user -p pass -setProp -persist

FILES

The following file stores properties for NNM Trap Service:

Windows.dat a_di r\ shar ed\ nnm conf \ nnnt r apser ver . properti es

UNIX:/ var/ opt/ OV/ shar ed/ nnmi conf / nnnt r apser ver. properties

The blocking filters can be configured in the following file:

Windows.dat a_di r\ shar ed\ nnm conf\ nnnt r apd. conf

UNIX:/ var / opt / OV/ shar ed/ nnm conf/ nnnt r apd. conf

The hosted object trap storm detection and suppression filter can be configured in the following file:
Windows.dat a_di r\ shar ed\ nnm conf\ host ed- obj ect -t r apst or m conf

UNIX:/ var/ opt / OV/ shar ed/ nnnmi conf / host ed- obj ect - t r apst or m conf

SEE ALSO

hosted-object-trapstorm.conf(4), nnmtrapreceiver(1M).

AUTHOR

nnnt r apconf i g. ovpl was developed by Hewlett Packard Enterprise.
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Name

nnmtrapreceiver — Wrapper around the TrapReceiver service

SYNOPSIS
nnnt raprecei ver [-start] [-stop] [-status] [-7]
DESCRIPTION

nnnt r apr ecei ver IS aservice component that falls under the management of the operating system.

*** NOTE: This command should be never be executed directly, users should use thenet t r ap init.d script
on UNIX and the NNM Tr apRecei ver Servi ce from the local services manager on Windows. ***

Y ou must be logged on as admi ni st rat or (Windows) or r oot (UNIX) user to run this command.

EXAMPLES

To start the Tr apRecei ver, if not already started, run the following command:
$lnstall Dir/bin/nnntraprecei ver -start

To stop the Tr apRecei ver run the following command:

$lnstall Dir/bin/nnntraprecei ver -stop

To return the status of the Tr apRecei ver process:

$lnstal Il Dir/bin/nnntraprecei ver -status

To print the command's usage statement:

$lnstall Dir/bin/nnntrapreceiver -?

AUTHOR

nnnt r apr ecei ver was developed by Hewlett Packard Enterprise.

FILES

$NNM_DATA/ | og/ nnni publ i ¢/ nnnt r apr ecei ver. | og
Log file containing wrapper messages.

$NNM_DATA/ | og/ nnmd publ i ¢/ trapRecei ver. 0.1 og



Log file containing service messages.

SEE ALSO

ovstart(1)
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Name

nnmtrimincidents.ovpl — delete and (optionally) archive incidents

SYNOPSIS

nnntrininci dents. ovpl [ [ [-ageage -incri ncr] | -date dat e | -trimOldest nunber ToTri m] [-nature nat ur e] [-lifecyclel i f ecycl eSt at ] [-severity severi ty] [-origin or i gi n] [-name nane] [-family f ani | y] [-Sysobjectid sysobj ect i d] [-path pat h] [-archiveOnly] [-trimOnly] [-trimAndArchive] [-batch bat chSi ze] [-u user nane] [-p
passwor d] [-quiet] ]

DESCRIPTION

nnntriminci dents. ovpl isused to delete incidents from the incident table. The deleted incidents are (optionally) saved in a compressed archivefile:
dat a_di r\tnp\inci dent Archi ve. 1 SO 8601 Date. Time Ms.txt.gz

The default behavior isto delete incidents without archiving.

ARCHIVE-FORMAT

Incidents will be archived using acsv format. The column names are ordered as follows:
Ti mest anp( Last Qccur ance) , Nane, Sour ceNodeNare, Sour ceChj ect Name, SysChj ect | D{ ALWAYS_ENPTY) , For mat t edMessage, Li f eCycl eStat e, Severity, Priority, Assi gnedTo, Jour nal Not es, Cat egory, Fani | y, Nature, Ori gi n, | nci dent Not es, Dupl i cat eCount , Fi r st Gccur anceTi e, Ori gi nQccur anceTi ne, PayLoad, El ement O D

Ti meSt anp Last tinme lhls incident occurred, as a human readable time string.
Nanme I nci dent

Sour ceNodeNane Sour ce Node Short Nare

Sour ce(.‘bj ecl Name Sorce Obj ect

SysQhj ect Al ways enpty th\ s field has been kept for backwards conpatibility

For mat t edlvEssag

Formatted string describing the incident
LifeCycleState

Incident lifecycle state

Severity Incident severity

Priority Incident priority |ocalized |abel

Assi gnedTo Account/ Person hol ding this incident
Jour nal Not es Inci dent journal notes

Cat ePory I'ncident category |ocalized | abel

Fam [y Incident famly [ocalized Iabel

Nature I'ncident nature

Qaigin I nci dent ungin

I nci dent Not es I nci dent not e

Dupl i cat eCount - # of tines lhe incident has occured in
FirstQccuranceTime - In the case of duped incidents this

the
is he f\rsl one
aigi nOccuvanceTl me - Timestanp for when the trap/syslog arrlved into the syslem S\M any)
PayLoad: Al CIAS, Narre[Type] Val ue” seperated by | (In the case of nultiple
Name Name chars max)

h aA
the ClA(ZDOO chars max)
or the incident if it exists

) Fe
al ue
Elenent O D

Parameters

-age age
Specifies the age of incidents to trim. Y ou should use this option in conjunction with thei ncr option. If specified, the value for age must be greater than o.
-incr increnent
Specifies the increment for age option. Supported increments include days, weeks, and mont hs.
-trimd dest nunber ToTri m
Specifies anumber of incidents to delete from the database. The oldest nunber ToTr i mincidents will be selected from all incidents in the database based on the options specified.
-date date
Specifies the date from which older incidents are trimmed. The date is specified in 1SO 8601 standard format: yyyy- nm ddThh: nm ss[+ or -] hh: nm
-archiveOnly
Creates an archive file. Does not trim incidents. This option requires you to specify the age or dat e option.
-trinOnly
Trims incidents without archiving the deleted incidents. This is the default behavior.
-tri mndAr chi ve
Trims incidents with archiving the deleted incidents.
-bat ch bat chSi ze
Specifies the batch size when trimming incidents. If specified, the value for bat ch must be greater than 0 and less than or equal to 1000.
-pathpath
Specifies the archive file name with a complete path. This path overrides the default archive file:
data_di r\tnp\i nci dent Archi ve. txt. gz
-j ndi Host host name
Server j ndi host. Default is| ocal host .
-jndi Port port

Server j ndi port. Default is 1099.



-lifecyclelifecycle

Specifiesthe lifecycle state of incidents matching the age| dat e to trim.
Examplel i fecycl e statesinclude:
Regi st ered
I nProgress
Conpl et ed
d osed

-severity severity
Specifies the severity of incidents matching the age| dat e to trim.
Exampleseveri ty statesinclude:

Critical
Maj or
M nor
Var ni ng
Nor mal

- name nane
Specifies the name of incidents matching the age| dat e to trim.

-fanilyfamly
Optionally specify the family of incidents matching age|dat e to trim.

- sysobj ectid sysobj ectid
Optionally specify the device system object id of incidents matching age|dat e to trim.

-nature nature
Specifies the nature of incidents matching the age| dat e to trim.
Examples of nat ur e include:

Root Cause

Secondar yRoot Cause

Synpt om

Servi cel npact
StreanCorrel ation

None

Info

Dedup_Stream Correl ation
Rate_Stream Correl ati on

-originorigin

Specifies the origin of incidents matching the age| dat e to trim.

Exampleori gi n statesinclude:

Managenent Sof t war e

Manual | yCOr eat ed

Renot el yGener at ed

SnnpTrap

Sysl og

Q her
-u <user name>

Supply the NNMi administrator username to run the script. This script requires the NNMi administrator username unless you use an nnm proper ti es file. See the nnm properti es. 4 reference page for more information.
-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator password unless you use an nnm proper ti es file. Seethe nnm propertti es. 4 reference page for more information.
- qui et qui et

Specifies non-prompt mode.>

EXAMPLES

Trimincidents older than 6 days:
nnntrimncidents. ovpl -age 6 -incr days

Trim incidents older than 6 weeks with a nature of Symptom:



nnntrininci dents. ovpl -age 6 -incr weeks -nature Synptom

Trimincidents older than 6 months with alifecycle state of Closed:

nnnt rimnci dents.ovpl -age 6 -incr nonths -lifecycle O osed

Trim incidents older than 6 months with a severity of Normal:

nnntrininci dents.ovpl -age 6 -incr nonths -severity Nornal

Trim incidents older than the specified date:

nnnt ri mi nci dents. ovpl -date 2007-07-16T19: 20: 30

Trim incidents older than the specified date with a nature of Symptom:

nnntrininci dents. ovpl -date 2007-07-16T19: 20: 30+01: 00 - nature Synptom
Trimincidents older than the specified date with alifecycle state of Closed:
nnntriminci dents. ovpl -date 2007-07- 16T19: 20: 30-01: 00 -1 ifecycl e O osed
Trim incidents older than 6 days using the specified filename for the archive:
nnntrimncidents.ovpl -age 6 -incr days -path "C \BkupDir\savel nci dents.gz"
Trim incidents older than 6 days (without archiving):

nnntrininci dents. ovpl -age 6 -incr days

Trim the oldest 10,000 SNMP traps with Symptom nature:

nnntrim ncidents. ovpl -trin0d dest 10000 -nature Synptom -origin SnnpTrap
Trim incidents older than 6 days (without archiving):

nnntrinincidents.ovpl -trintnly -age 6 -incr days

Archive incidents older than 6 days (without trimming):

nnntrimnci dents. ovpl -archiveOnly -age 6 -incr days

Trim and archive incidents older than 6 days:

nnntrininci dents. ovpl -trimAndArchive -age 6 -incr days

AUTHOR

nnnt rini nci dent s. ovpl was developed by Hewlett Packard Enterprise.

SEE ALSO

nnm.properties(4)
Return to Reference Pages Index



Name

nnmgnmattrcfg.ovpl — Add or remove replicated custom attribute(s) for nodes, interfaces, cards, and chassis
from regional to global NNMi.

SYNOPSIS

nnngnmat t r cf g. ovpl -add <attr Nane [-file <fi | ename>]> | -remove<at t r Nane [-file<fi | enane>]> | -list |
[-u <user name> -p <passwor d>] [-jndiHOSt <host Name> Default: localhost] [-jndiPort <por t > Default:
1099]

DESCRIPTION

nnngnmat t r cf g. ovpl adds or removes replicated custom attributes for nodes, interfaces, cards, and chassis.
By default, custom attributes are not replicated from regional NNMi system to global NNMi system. In this
case, admins can add or remove the custom attribute on the global system using thistool.

The-list option lists al the configured custom attributes.

The -add option accepts the name of a custom attribute. The custom attribute that needs to be replicated from
regiona system to global NNMi.

The -remove option accepts the name of a custom attribute. The custom attribute that needs to be remove
from the replication from regional system to global NNMi.

The -file option accepts a file with a single entry specified per line. This option must be used with -add or -
remove option. Each line has the following format:

Cust omAt t ri but eName # (optional comment to help identify the attribute, if desired) Where:
Cust omAt t ri but eName = the attribute name of the node, interface, card, or chassis you wish to replicate.
Comments can be deliminated with a# character.

Parameters

nnngnmat t r cf g. ovpl supports the following options:
-add <attr Name>
The custom attribute of the node, interface, card, or chassis to add.
-renove <attrNanme>
The name of the custom attribute to remove.
-file <fil eName>
Specify atext file to read the attributes from. Must be used with -add or -remove option

-u <user nane>



Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Nanme>
The server INDI host; default is1 ocal host .
-jndi Port <port>

The server INDI port; default is 1099.

EXAMPLES

nnngnmattrcfg. ovpl -add nmyAttr
Added the custom attributenyAt tr.
nnngnmat trcf g. ovpl -renove nyAttr
Removes the customer attribute nyAtt r
nnngnmattrcfg. ovpl -add -file nyFile

Reads the attributes specified in the nyFi | e file and attempts to add them.

Diagnostics

nnngnmat t r cf g. ovpl returnsthe following exit codes:

0

Operation was successful.
1

An error occured; see error message for details.
AUTHOR

nnngnmat t r cf g. ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM_BI N nnngnmat t r cf g. ovpl



NOTES

The admin must know the correct name of the custom attribute created in the regional system. The attributes
are case sensitive. There is no validation done when adding the custom attribute that the attribute exist in the

regional system.

SEE ALSO

nnml oadattributes.ovpl (1M).
Return to Reference Pages Index



Name

nnmunnumberedcfg.ovpl — Add or Remove nodegroup(s) and subnet(s) for unnumbered interface
connectivity

SYNOPSIS

nnnunnunber edcf g. ovpl -list | -enable | -disable | -add <nodegr oup> [-subnet <subnet range>] | -remove
<nodegr oup> [-Subnet <subnet range>] |-add -file <fi| ename> | -remove -file<fi | ename> | [-u
<user name> -p <passwor d>] [-jndiHOst <host Name> Default: localhost] [-jndiPort <por t > Default: 1099]

DESCRIPTION

nnnunnunber edcf g. ovpl adds or removes unnumbered node groups and subnet | P ranges for unnumbered
interface connectivity.

The -list option lists all available unnumbered interface connectivity configuration.

The -enable option enables the unnumbered interface connectivity.

The -disable option disables the unnumbered interface connectivity.

The -add option adds nodegroup and subnet | P ranges to unnumbered interface connectivity.

The -remove option removes nodegroup and subnet | P ranges from unnumbered interface connectivity.

The -file option used to "-add" or "-remove" multiple items. This option accepts afile with asingle entry
specified per line. If the line contains both nodegroup name and subnet, only the subnet would be deleted. If
the line contains just the nodegroup name then the entire nodegroup and associated subnets would be del eted.
Each line has the following format: # Comments # e.g # Routers:10.0.0.*,192.168.0.1 # Switches
NodeGroupName:| P Subnetl, 1P Subnet2 NodeGroupName

NodeG oupName # (optional comment to help identify the node, if desired) Where: NodeG oupNane = the
node group name you wish to add or remove. Comments can be deliminated with a# character. 1 P Subnet 1
# Where: | P Subnet 1 = the | P subnet range you wish to add or remove.

Parameters

nnnunnunber edcf g. ovpl supports the following options:

-add <NodeGroupNane> [ -subnet <subnet range>]

The name of the node group to be added for unnumbered interface connectivity. Also, optional subnet
ranges can be specified

-add -file <fil eNane>

Specify atext file to read the node group and subnet range from.



-renmove <NodeGr oupNane> [-subnet <subnet range>]

The name of the node group to be added for unnumbered interface connectivity. Also, optional subnet
ranges can be specified

-rermove -file <fil eNane>
Specify atext file to read the node group and subnet range from.
-uU <user nane>

Supply the NNMi administrator username to run the script. This script requires the NNMi
administrator username unless you use an nnm properti es file. Seethe nnm properti es. 4 reference
page for more information.

-p <password>

Supply the NNMi administrator password to run the script. This script requires the NNMi administrator
password unless you use an nnm properti es file. Seethennm properti es. 4 reference page for more
information.

-j ndi Host <server Name>
The server INDI host; default is1 ocal host .
-j ndi Port <port>

The server INDI port; default is 1099.

EXAMPLES

nnnunnunber edcf g. ovpl -add

Adds the nodegroup to the unnumbered interface connectivity nyNodeG oup. (Y ou must provide an
NNM username and password.)

nnnmunnunber edcf g. ovpl -renove

Removes the nodegroup from unnumbered interface connectivity myNodeG oup. (Y ou must provide an
NNM username and password.)

nnrmunnunber edcf g. ovpl -add -file nmyFile

Reads the nodegroup and subnet ranges specified in the nyFi | e file and attempts to add them to the
unnumbered group and subnet configuration. (Y ou must provide an NNM username and password.)

Diagnostics

nnnunnunber edcf g. ovpl returnsthe following exit codes:
0

Operation was successful.



An error occured; see error message and nnm.log for details.

AUTHOR

nnnunnunber edcf g. ovpl was developed by Hewlett Packard Enterprise.

FILES

$NNM_BI N nnnunnunber edcf g. ovpl

SEE ALSO

nnml oadattributes.ovpl (1M)
Return to Reference Pages Index



Name

nnmwhat — get specific NNM information from executables and libraries

SYNOPSIS

nnmvhat FI LE

DESCRIPTION

The nnmwhat command is the equivalent command to the what command available on most Unix systems.
This command is used to pull select string information from files such that specific information can be
returned. This includes the copyright, operating system, patch level and product level. Thisis useful for the
patching process and Support when determining the versions of files that are on the system.

Parameters

Provide afile name to execute the command against. If no fileis provided then STDIN is used.

EXAMPLES
nnnwhat ovaddobj . exe Will return the information from the ovaddobj.exe command.

Return to Reference Pages Index



Name

ovaddobj — object registration utility

SYNOPSIS

ovaddobj [Irf-file]

DESCRIPTION

ovaddobj isused to register object managers (i.e. agents) with the HP process management proces
ovspmd(1M).

Parameters

Irf-file

Specifies aLocal Registration File (LRF), which must contain information about a single agent and the
objects it manages.

Note
Y ou must specify all objects managed by the agent in the same LRF. Running ovaddobj
against an LRF containing additional objects managed by a previously registered object

manager does not add those objects. Instead, it replaces the previously registered objects with
the new objects.

EXAMPLES

ovaddobj nylrf
This registers the agent and all the objects described in the LRF ny! r f into the NNM startup file.

AUTHOR

ovaddobj was developed by Hewlett Packard Enterprise.

FILES

Seethennm envvar s reference page (and the UNIX manpage) for information about using environment
variablesfor the following files:

i nstall _dir/bin/ovaddobj



SEE ALSO

ovstatus(1), ovstart(1M), ovstop(1M), ovdelobj(1M), ovspmd(1M), nnmcluster(1).
Return to Reference Pages Index




Name

ovdelobj — object deregistration utility

SYNOPSIS

ovdel obj [Irf-file]

DESCRIPTION

ovdel obj isused to deregister the information for object managers (i.e. agents) from the HP process
management process ovspmd(1M).

Parameters
Irf-file

SpecifiesalLocal Registration File (LRF), which contains information about a single agent and the
objects it manages.

EXAMPLES

ovdel obj nyl rf

This deregisters the agent and all the objects described inthe LRF nyl rf .

AUTHOR

ovdel obj was developed by Hewlett Packard Enterprise.

FILES

See the nnm envvar s reference page (and the UNIX manpage) for information about using environment
variables for the following file:

i nstall _dir/bin/ovdel obj

SEE ALSO

ovstatus(1), ovstart(1M), ovstop(1M), ovaddobj(1M), ovspmd(1M), nnmcluster(1).

Return to Reference Pages Index






Name

ovjboss — wrapper around the jboss Application Server

SYNOPSIS

ovj boss

DESCRIPTION

ovj boss IS aservice component that falls under the management of ovspnd. It uses propertiesfiles
($NNM_DATA/ shar ed/ nnntf conf / pr ops/ nns- support . properti es

$NNM _DATA/ shar ed/ nnni conf / pr ops/ nis- j boss. properti es, and

$NNM _DATA/ shar ed/ nnni conf / pr ops/ ovj boss. j vimar gs) t0 pass arguments to the jboss application server.
Each file contains documentation on how to change the settingsit controls.

This command should be never be executed directly but it falls under the management of ovspnd. It will be
started when running ovst art or ovstart -c ovj boss. To stop it either call ovst op Or ovst op -c¢ ovj boss.
To seethe status of internal servicesit monitors, call ovst at us -v ovj boss.

If there are problems starting ovbjoss, one can look at the ovj boss. | og and j bossSer ver . | og log files and
seeif that might contain information to help solve the problem:

Y ou must be logged on as adni ni st rat or (Windows) or r oot (UNIX) user to run this command.

EXAMPLES

To start NNMincluding ovj boss run the following command:

$install Dir/bin/ovstart

To only start ovj boss run the following command:

$lnstall Dir/bin/ovstart -c ovjboss

To find the status of services started by ovj boss run the following command:

$lnstall Dir/bin/ovstatus -v ovjboss

AUTHOR

ovj boss was developed by Hewlett Packard Enterprise.

FILES

$NNM DATA/ shar ed/ nnni conf / pr ops/ nns-| boss. properties



Parameter file used by services started inside ovj boss.

$NNM_DATA/ shar ed/ nnni conf / props/ nims- support . properties

Parameter file used by services started inside ovj boss.
$NNM_DATA/ shar ed/ nnm conf/ props/ ovj boss. j vhar gs

Parameters passed to the JVM that jboss runsin

$NNM_DATA/ nnmi conf/ nns- | ocal . properties

Local configuration file, including Ports configuration
$NNM_DATA/ | og/ nnn j bossSer ver. | og

Log file containing exceptions (if any)
$NNM_DATA/ | og/ nnn ovj boss. | og

Log file containing stderr messages

SEE ALSO
ovspmd(1)
nms-local .properties(4)

Return to Reference Pages Index



Name

ovserror — Reports the most recently generated errors from the ovspnd process. The ovserror processis
used internally by other processes, and should never be invoked by the user.

SYNOPSIS

ovserror

DESCRIPTION

ovserror reportsthe most recently generated errors from the ovspnd process. It takes no parameters.

RETURN VALUE

ovserror reportsthe most recently generated errors from the ovspmd process.

AUTHOR

ovser ror was developed by Hewlett Packard Enterprise.

SEE ALSO

ovstatus(1), ovstart(1M), ovstop(1M), ovspmd(1M).
Return to Reference Pages Index




Name

ovspmd — NNM process management service

SYNOPSIS

ovsprd [ [install] [start] [stop] [remove] [-W] [-d] [-V] [-f startup_file]]

DESCRIPTION

ovspnd manages the service processes that are part of NNM. It starts, stops, and reports status on these
processes in response to requests from ovst ar t, ovst op, and ovst at us. ovspnd iSnormally started
automatically by ovst art. On Windows, ovspmd isregistered as a service. ovspnd registers under the service
name HP OpenView Process Manager.

ovst art sendsarequest to ovspnd to start the object manager programs specified in the NNM startup file
(SUF), by default ovsuf . NNM-managed processes are configured in alocal registration file (LRF), and
added to the SUF by ovaddobj . If you call ovst art with no arguments, ovspnd starts all managed processes
configured to be started automatically (that is, with the initial start flag Ovs_YES_START in the LRF).

ovst op sends arequest to ovspnd to stop configured managed processes. If you call ovst op with no
arguments, ovspnd stops all currently running managed processes, and then exits.

ovst at us sends arequest to ovspnd to report the current running status of configured managed processes.

Managed processes are started by ovsprd as services (that is, in the background, with st di n, st dout , and
stderr ignored).

Each managed process can be configured with a dependency list (that is, alist of other processes that must
already be running before the process can be started successfully). ovspnd does not start a managed process
until all the processes on which it depends have already initialized successfully. On startup, ovspnd verifies
that no LRF-specified dependencies form a cycle. (An example of acycleisA -> B -> C -> A) These
dependencies determine arelative sequencing for starting, as well as areverse order for stopping.

ovspmd has a mechanism to automatically restart processes that fail unexpectedly. This process entails adding
aretry count for the daemon processes as listed in the

$NNM _DATA/ shar ed/ nnni conf/ ovspnd. restart. properties file. By default, the number of retriesis 3.
When a process dies unexpectedly, this count is decremented by one until it reaches zero. At that point, the
process will not be automatically restarted. Attempting to start the process with ovst art will reset the retry
count and start the process again. If the process has been running for two hours, then the process resets its
retry counter. Removing entries will cause ovsprd not to do restarts. Thisisalso trueif the retry count is 0.

ovspnd distinguishes between three classes of object managers:
OVs_WELL_BEHAVED

A well-behaved process uses the OVsPMD API (see OVsPMD_API(3)) to communicate with ovspnd.
It sends ovspnd status information about successful and unsuccessful initialization, normal termination
and abnormal termination, if configured to do so. ovspnd considers a well-behaved process to have



initialized successfully only when it explicitly reports that it has done so. A well-behaved process also
exits when it receives the command ovs_cvb_EXI T from ovspnd.

The status information passed by the managed processto ovspnd isforwarded to ovst art , ovst op, Of
ovst at us, if currently running. The last message received from each managed processis saved, and
then forwarded, on request, to ovst at us. The messages received from well-behaved processes are also
logged to the application event log (which can be examined with the Event Viewer).

OVs_NON_VELL_BEHAVED

ovspmd can aso manage object managers that do not use the ovsPvD API (non-well-behaved processes)
only if they do not go into the background of their own accord (see Ovs_DAEMON below). Because a
non-well-behaved process returns no status messages, ovspnd considers such a process to have
initialized successfully if it is not exited within the LRF-specified timeout interval.

Non-well-behaved processes are terminated with Terminal Process if they do not exit within the
configured timeout.

OVs_DAEMON

Managed processes that go into the background cannot be managed with a communication channel or
with signals. ovspnd can start such a process, but it cannot stop or report meaningful status about the
process because it does not have a communication channel or a process ID for it.

Parameters
i nstall

Install ovspnd as a service.
start

Start the ovspnd service.
stop

Stop the ovspnd service.
renove

Remove the ovspnd service.

-W

Do not start managed processes when ovspnd starts. Wait for ovst art to request it.
-d

Used for debugging. When used, ovsprd does not become a service.
-V

Run in very verbose mode. In this mode, ovsprd outputs very detailed information about the
configuration of the managed processes. Thisis far too much information for ordinary use.

-f startup_file



Read st art up_fi | e asthe startup file (SUF) instead of the default. Note that st art up_fi | e must be
an absolute path.

Application Authorization

ovspmd governs the management of NNM services. It usesthe ovsprd. aut h file to control which hosts, users,
and applications can start and stop the NNM services. The ovspnd. aut h fileislocated in
dat a_di r\shared\ nnm conf\.

ovspnd Searches the entries in the ovspnd. aut h file from beginning to end. As soon as it finds an entry that
either explicitly allows or denies the access under consideration, it stops looking. Therefore, more specific
entries should precede more general entries.

The file contains lines specifying the authorized hosts, users, and applications. Each line lists a single host,
user, and application list authorized to connect to ovspnd. The format of each line of thefileis:

#comrent

host name [usernane [appnanel appnane2 appnanme3 ... ]]

The pound sign (#) and anything following it is a comment, which isignored. Blank lines are also ignored.

user nane and appnane areoptional. If no application is present, the line permits (or denies) access by any
application. If no username is present, the line permits (or denies) access by any user running any application.

If host name isaplussign (+), the line refers to access from any host. If user name isaplussign (+), theline
refers to access by any user. If ahostname is preceded by aminussign (- ), the line explicitly denies all
access from that host. (Any username or application names that also happen to appear on the line are
ignored.) If ausername is preceded by aminus sign (- ), the line explicitly denies any access by that user from
the specified host. (Any application names that also happen to appear on the line are ignored.)

If any applications are listed, the line permits access only to the applications listed (by the specified user from
the specified host). Note that the application names listed in the authorization file must match the registered
name of the application, except that white space in the registered application name must be replaced with
underscores.

The ovspnd. aut h file created at installation contains more examples of the file format, and some examples
are aso included in the EXAMPLES section.

DIAGNOSTICS

ovspmd iSsues error messages about configuration errors and system call failures. These messages are
intended to be self-explanatory. If it currently has an open communication channel with ovst art, ovst op, or
ovst at us, ovspnd forwards these error messages through the communication channel to be output by the
program.

ovspmd can process multiple requests (start, stop, or status) at atime. Additional requests are queued by type
until the current request compl etes.

In addition, ovspnd logs processing, configuration, and system errorsusing net t I in the OV S subsystem at
the ERROR level. Messages indicating normal events, such as successful initialization, are logged at the
| NFORMATI VE level. Messages indicating initialization failure or abnormal termination are logged at the



WARNI NG level.

EXAMPLES

The following is an example of the contents of the ovspnd. aut h file:

# Normal |y, you should authorize any application

# run by any user on the same host on ich ovspnd is running
# To do so, use a single line listing the

# name of the host on which this file is |ocated

# (for exanple, "thishost"):

t hi shost

Simlarly, if you are runni ng Managenent
Consol es, you shoul d authorize any application
run by any user on all the client hosts and on
the server host. For exanple, if your server
system naned "bi gsystent has one client naned
"hohumt', list each of themon a separate line in
this file on bigsystem

HHHFHHFHH

bi gsystem
hohum

It is possible to permt specific users to run
specific aPpllcat|ons froma renote system The
following [1ne pernmits the user "shent from host
"blinp" to run the applications "Toaster Mnager"
and "Bl ender". Note that, because the application's
regi stered nane "Toaster Manager" contalns white
space, you nust replace the itespace with the
underscore character in the authorization file:

HHHHFHFHHR

shem bl i np Toast er _Manager Bl ender

# It is not possible to exclude specific applications,
# except by explicitly permitting all non-excluded

# appl i cations.
#
#

The following line denies access by the user "fred"
fromany host:

+ -fred

# The following line denies any applicati on access
# fromthe host "badguy":

- badguy

AUTHOR

ovspnd was developed by Hewlett Packard Enterprise.

FILES

Seethennm envvar s reference page (and the UNIX manpage) for information about using environment
variables for the following files:

instal | _dir\bin\ovspnd

i nstall _dir\conf\ovsuf

See $NNM_DATA/ shar ed/ nnni conf / ovsprd. rest art . properti es for restart property configuration.



EXTERNAL INFLUENCES

Environmental Variables

$LANG provides a default value if the internationalization variables, LC_ALL, LC_CTYPE, and LC_MESSAGES are
unset, null,Orinvalid.

If SLANGiSunset, nul |, Orinval i d, the default value of C (or Engl i sh_Uni t edSt at es. 1252 on Windows) is
used.

LC_ALL (or $LANG) determines the locale of al other processes started by ovspnd.

LC_CTYPE determines the interpretation of text as single-byte characters, multiple-byte characters, or both; the
classification of characters as printable; and the characters matched by character class expressionsin regular
expressions.

LC_MESSAGES determines the language in which messages are displayed.

All other environment variables are inherited from the shell executing ovspnd (or theinitial ovstart that
starts ovspnd). ovsprd and all service processes share this same environment. As aresult, ovspnd must be
stopped and restarted for any environment changes to take effect (see ovstart(1M)).

SEE ALSO
ovstatus(1), ovstart(1M), ovstop(1M), ovaddobj(1M), ovdelobj(1M), nnmcluster(1).
Return to Reference Pages Index




Name

ovstart — start NNM managed processes

SYNOPSIS

ovstart [ [-C] [-d] [-0 ovspnd_pat h] [-V] [--][ovspnd_opt i ons. . .][managed_pr ocess_nanes...]]

DESCRIPTION

ovst art starts NNM managed processes. If called with one or more managed_pr ocess_nane arguments, it
starts the designated managed process after first starting any other managed processes on which it depends. If
called with no arguments, it starts all the managed processes that are configured to start by default.

ovst art does not exit until all the managed processesit has tried to start have either responded or timed out
(failed to respond within the LRF-specified timeout interval). By default, it produces no output unless a
managed process fails. When you execute it from the command line, it is advisable to use the - ¢ or - v option
to track the progress of the operation. Running ovst art again after the successful completion of a previous
attempt to ovstart is completely harmless.

ovstart sendsastart request (OvS_REQ START) to the process management service, ovspmd. If ovspnd is not
already running, ovst art startsit first.

ovst art must be run by the administrator or super-user.

The managed processes are configured by ovaddobj from information in local registration files (see Irf(4)). A
managed process is named by thefirst field in the LRF describing it.

If ovstart isused on anode configured for NNM clustering (see nnmcluster(1M)) then the behavior of
ovstart is different than described above. Specifically, ovstart behaves exactly like the " nnncl uster -
daenon" command.

InaNNM cluster environment ovst art returnsimmediately (after launching the NNM cluster in the
background). Instead, the nnrcl ust er command will determine if/when to start the other NNM processes.
Please monitor ovst at us output to determine if NNM processes have compl eted startup.

InaNNM clustered environment the other command-line optionsto ovst art are not supported.
Note that for fine-grain control of NNM cluster attributes use the nnntl ust er command directly. The

ovstart command in aNNM cluster environment is provided for convenience starting NNM using a familiar
command.

Parameters

ovstart recognizes the following options. Any unrecognized options are reported by a usage message.

-C



Produce one line of information about the success or failure of each managed process.

Report the important stages in processing, including starting, contacting, and sending the start request
to ovspnd, and closing the communication channel.

-0 ovspnd_path

Specifies that the executable for ovspnd isin ovspnd_pat h instead of in the default location,
i nstal | _dir\bin.If ovspnd isaready running, this option isignored.

Produce several lines of information about the success or failure of each managed process.
- ovspnd_options

Any option not known by ovst art ispassed to ovspnd. Since the - d option is valid for both programs,
it will be interpreted as an ovst art option, and will not be passed on to ovspnd. Likewise, the - v
option will be passed to ovspnd sinceit isnot valid for ovst art . If an option is not recognized by
either, a usage message will be printed from ovspnd, not ovstart .

Terminates the options section of the ovst art command line. Any arguments following the comment
token (- -) areinterpreted as names of managed processes to start, and passed to ovspnu.

RETURN VALUE

Inanon NNM cluster environment ovst art exits with the status representing the number of object managers
from the start list that were not started successfully. If all requested managed processes were started
successfully, ovst art exits with the status o (zero).

InaNNM cluster environment ovst art aways exit immediately with the status o (zero).

DIAGNOSTICS

ovst art reports certain command-line errors (in particular, too many arguments) and system errors. The
messages are prefixed with ovst art : , and are intended to be self-explanatory. ovst art also outputs error
messages received from ovspnd. These messages are prefixed with ovspnd: . ovst art does not treat
unrecognized options as errors, but ovspnd does.

Note that ovspnd can process multiple requests (ovst art , ovst op, Of ovst at us) at atime. If any of these
commands is being handled, the new request will be queued by type until the previous command has
completed.

EXAMPLES

ovstart

Request ovspnd to start all managed processes configured to start by default. If ovspnd is not already



running, start it with no options. Only failures are reported.
ovstart -v -V -- ovjboss

Request ovspnd to start the ovj boss process, which results in starting the Jooss application server and all of
the NNM services that are deployed together within Jooss, after first starting any other managed processes
that the ovj boss process depends on. If ovspnd is not already running, start it in verbose mode (- v option).
Report program startup, whether successful or not (- v option). Note that the comment token (- - ) option is
necessary so that ovst art does not interpret ovj boss as an argument to the unrecognized - v option.

AUTHOR

ovst art was developed by Hewlett Packard Enterprise.

FILES

Seethennm envvar s reference page (or the UNIX manpage) for information on using environment variables
for the following files:

install _dir\bin\ovstart

i nstall _dir\bin\ovspnd

EXTERNAL INFLUENCES

Environmental Variables

$LANG provides a default value if the internationalization variables, LC_ALL,LC _CTYPE, and
LC_ MESSAGESareunset, nul |, 0rinvalid.

If SLANGiSunset, nul |, Orinval i d, the default value of C (or Engl i sh_Uni t edSt at es. 1252 on Windows) is
used.

LC_ALL (or $LANG) determines the locale of all other processes started by ovspnd.

LC_CTYPE determines the interpretation of text as single-byte and/or multi-byte characters, the classification
of characters as printable, and the characters matched by character class expressionsin regular expressions.

LC_MESSAGES determines the language in which messages are displayed.

If ovstart isexecuted, and no ovspnd processis currently running, ovspnd inherits the environment of the
executing shell. All managed processes started by ovspnd inherit this same environment.

To change the environment for ovspnd or any managed process, you must restart ovspnd with the correct
environment. This requires that all managed processes be stopped (ovspnd does not terminate until all
managed processes have been shut down).

As aresult, to change the environment for any managed process started from ovst ar t /ovspnd, you must do
the following:



1. Execute ovst op with no arguments to shut down all managed processes and ovspnd.
2. Set up the correct environment variables.

3. Executeovst art torestart ovsprd and any or all managed processes.

NNM Cluster

If acom hp. ov. nns. cl ust er. nanme iSdefined in the $NnnDat abi r/ shar ed/ nnni conf / pr ops/ nns-
cluster. properti es file, then ovstart will defer startup to the nnntl ust er command.

SEE ALSO

ovstatus(1), ovstop(1M), ovaddobj(1M), ovdelobj(1M), ovspmd(1M), nnmcluster(1M).
Return to Reference Pages Index



Name

ovstop — stop NNM managed processes

SYNOPSIS

ovstop [ [-c] [-d] [-V] [managed_pr ocess_nanes...]] [ [-nofailover|-failover|-cluster]]

DESCRIPTION

ovst op stops the NNM managed processes. ovst op sends a stop request (OvS_REQ STOP) to the process
management process (UNIX operating systems) or service (Windows operating systems), ovspnd. If called
with one or more managed_pr ocess_nane arguments, it stops the designated managed processes after first
stopping any dependent processes. If called with no arguments, or if one of the named argumentsis ovspnd, it
stops all managed processes currently running, including ovsprd itself.

When a managed process does not respond to the ovst op request within the LRF-specified timeout interval,
ovspmd forces the process to terminate by sending it termination signals, first SI GTERM then SI GKI LL (see
kill(1)). Note that ovst op reports forced termination only if the - v or - coptions are used (for example,
ovstop -v [managed_process_nane]). Whenever a managed process times out during a stop request, it is
advisable to increase its timeout value. To increase the number of seconds that ovspnd waits for a process to
respond to an ovst op request, follow the instructionsin $NNM_LRF/ ov* (UNIX operating system) or

install _dir\lrf\ov* (Windows operating systems).

Unlikeovst art, ovst op will not start ovspnd if it isnot aready running.

The managed processes are configured by ovaddobj from information in Local Registration Files (see lrf(4)).
A managed processis named by thefirst field in the LRF describing it. Like ovst art, ovst op USES
dependency information from the LRF. If other managed processes depend on a managed process that is
stopped, ovspnd notes their dependency and terminates all appropriate managed processesin reverse LRF
dependency order.

ovst op must be run by the Windows administrator or UNIX superuser.

If an Ovs_DAEMON process is configured with ast op Command in its LRF entry, ovst op runs the command
(seelrf(4)). Thisfeature is used to stop processes that are no longer in contact with ovsprd. The St op
Conmand is provided and configured by the developer of the process, if appropriate.

The names of the NNM managed processes that were started by previous ovstart operation can be obtained
by running the ovst at us - ¢ command.

Theovst op ovj boss command would stop the Jooss application server and all of the NNM services
deployed together within Jooss. The names of Jooss deployed NNM services can be obtained by running the
ovstatus -v ovjboss command. The NNM services could only be stopped atogether by running the

ovst op ovj boss command. It is not supported to stop any of these NNM services individually, independent
of the other NNM services.

If ovst op isused on anode configured for NNM clustering (see nnmcluster(1M)) then the behavior of ovstop
is different than described above. Specifically, ovstop (with no parameters) behaves exactly like the



"nnntl ust er -shut down" command.

InaNNM cluster environment ovst op returns immediately (after sending the NNM cluster a shutdown signal
in the background). The nnncl ust er command then shuts down NNM processes which might trigger a
failover of NNM services to the standby cluster node. Please monitor ovst at us output to determine if NNM
processes have completed shutdown.

InaNNM clustered environment the only command-line options recognized by ovst op are - nof ai | over, -
failover,and-cluster.

Note that for fine-grain control of NNM cluster attributes use the nnntl ust er command directly. The ovst op
command in a NNM cluster environment is provided for convenience shutting down NNM services using a
familiar command.

Parameters

ovst op recognizes the options described below. The first argument that is not an option, and any succeeding
arguments, are interpreted as names of managed processes to stop, and are passed to ovspnd in the stop
request.

-C

Produce one line of information about the success or failure for each managed process.

-d
Report the important stages in its processing, including contacting and sending the stop request to
ovspnd, and the closing the communication channel.
-V
Produce several lines of information about the success or failure of each managed process.
-failover

(NNM cluster only) Causes the local NNM node to shutdown NNM processes (if it is the active node)
and the NNM cluster process will terminate. At the same time, automatic failover is enabled so that
NNM services will transfer to the standby node.

-nof ai |l over

(NNM cluster only) Causes the local NNM node to shutdown NNM processes (if it is the active node)
and the NNM cluster process will terminate. At the same time, automatic failover is disabled so that
NNM services will not transfer to the standby node.

-cl uster

(NNM cluster only) Causes all nodesin the NNM cluster to shutdown. The NNM cluster process on
the standby node(s) will be shutdown first, then the active node will stop NNM services, and finally the
NNM cluster process on the active node will shutdown.

RETURN VALUE

ovst op exits with a status representing the number of managed processes that were not stopped successfully.



If all requested managed processes were successfully stopped, ovst op exits with the status 0 (zero).

DIAGNOSTICS

ovst op reports certain command-line errors (in particular, too many arguments) and system errors. The
messages are prefixed with ovst op: , and are intended to be self-explanatory. ovst op aso outputs error
messages received from ovspnd. These messages are prefixed with ovspnd: . ovst op ignores unrecognized
options.

If amanaged processisin a PAUSED, PAUSE_ERROR, PAUSE_TI MEQUT, RESUME_ERRCR, RESUME_TI MEQUT, Of
DEPENDENCY_ERR state, it is stopped. However, awarning message is printed to inform you that ovst op was
used on a process that was not in arunning state.

Note that ovspnd can process multiple requests (ovst ar t , ovst op, Or ovst at us) at atime. If any of these
commands is being handled, the new request will be queued by type until the previous command has
completed.

AUTHOR

ovst op was developed by Hewlett Packard Enterprise.

FILES

The environment variables below represent universal pathnames that are established according to your shell
and platform requirements. See the nnm.envvars(1) manpage for information on universal pathnames for
your platform and shell.

See the nnm envvar s reference page ((or the UNIX manpage) for information about using environment
variables for the following files:

Windows: i nstal | _dir\bin\ovstop
Windows: i nstal | _di r\ bi n\ ovspnd
UNIX: $NNM BI N/ ovst op

UNIX: $NNM Bl N ovspnd

EXTERNAL INFLUENCES

Environmental Variables

If acom hp. ov. nns. cl ust er. nare is defined in the $NnnDat aDi r/ shar ed/ nnnt conf / pr ops/ nis-
cluster. properti es file, then ovstop will defer startup to the nnncl ust er command.

$LANG provides a default value if the internationalization variables, LC_ALL, LC _CTYPE, and LC_MESSAGES are



unset, null, Orinvalid.

If SLANGiSunset, nul |, Orinvalid, the default value of C (or Engl i sh_Uni t edSt at es. 1252 on Windows) is
used.

LC ALL (or $LANG) determines the locale of al other processes started by ovspnd.

LC_CTYPE determines the interpretation of text as single-byte characters, multiple-byte characters, or both; the
classification of characters as printable; and the characters matched by character class expressionsin regular
expressions.

LC_MESSAGES determines the language in which messages are displayed.

NNM Cluster

If a NNMCLUSTER_NAME is defined in the ov. conf file, then ovstop will defer startup to the nnnctl ust er
command.

SEE ALSO

ovstatus(1), ovstart(1M), ovaddobj(1M), ovdelobj(1M), ovspmd(1M), nnmcluster(1).
Return to Reference Pages Index
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