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Introduction

1-1 In this Guide

This document is the User’s Guide to the HP Service Activator (HPSA) based VPN Solution, which
is a solution suite managing MPLS based VPN services, from order entry to activation in the
network.

The objective of this guide is to offer assistance to Operators that uses or are going to use the
Service Activator VPN Solution Pack (VPN_SVP) for their network service provisioning work.

It is assumed that Operators have basic knowledge of Service Activator and extensive knowledge of
Layer 2 and Layer 3 VPN MPLS technology.

You may find further information about setup, initial configuration and other administrative
procedures of VPN_SVP in [ADM].

1-2 Manual Organization

Each chapter covers different functionality of the VPN_SVP. Only the main functionality will be
described and no emphasis has been put on the features of the HPSA core product.

Below is a brief description of the chapters in this document.
Chapter 2 introduces the VPN_SVP and its features

Chapter 3 describes the basic set-up of the HPSA inventory parts (such as locations, networks,
routers).

Chapter 4 focuses on customer records management in CRM Portal. It explains how new customers
are entered, how customer records are searched for or are deleted.

Chapter 5 explains how a Layer 2 VPN (VPLS) service is activated. The CRM operator enters the
customer order in CRM Portal and forwards the request to Service Activator for the Network
operator to complete activation tasks.

Chapter 6 explains how a Layer 2 VPWS service is activated. The CRM operator enters the
customer order in CRM Portal and forwards the request to Service Activator for the Network
operator to complete activation tasks.

Chapter 7 guides you through activating Layer 3 VPN services. The CRM operator enters the
customer order in CRM Portal and forwards it to Service Activator for the Network operator to
complete the activation tasks.

Chapter 8 describes a set of additional facilities not related to specific service types.
Chapter 9 explains how to use the Reporting tool to extract information from the Inventory database.

Chapter 10 guides you through Error and Diagnostic handling of failed service requests. The tools
available to the network operator are presented and explained.

Chapter 11 addresses Back-up and Restore processes
Chapter 12 describes the integration of HPSA and HP NNM.i.
Chapter 13 describes the integration of HPSA and HP NA.

1-3 Install Location Descriptors

The following names are used to define install locations throughout this guide.



Table 1 Install Location Descriptors

Introduction

Descriptor

What the Descriptor Represents

$JBOSS_DEPLOY

The install location of the JBoss applications. The
UNIX location is:
lopt/HP/jboss/server/default/deploy

The Windows location is:

<install drive>:\HP\jboss\server\default\deploy

$SOLUTION

The install location of the VPN_SVP solution. The
UNIX location is:
/opt/OV/ServiceActivator/solutions/SAVPN

The Windows location is:

<install
drive>:\HP\OpenView\ServiceActivator\solutions\SAV
PN

1-4 References

List of References

Reference Document Title File Name

ADM HPSA - VPN SVP 7.0 Administrator's Guide AdminGuide.pdf*
SDG HPSA - VPN SVP 7.0 Service Discovery Guide SDGuide.pdf*
REL HPSA — VPN SVP 7.0 Release Notes ReleaseNotes.pdf*
INTRO HP Service Activator User’'s and Administrator’'s Guide. Edition V70-1A HPSA-User.pdf**
INTEGRATE HP Service Activator System Integrator's Overview. Edition V70-1A Overview.pdf**
NA_USR HP Network Automation User's Guide User_guide.pdf*

NOTEL1L: * Documents available in the HPSA VPNSVP solution docs folder.

NOTEZ2: ** Documents available in the HP Service Activator docs folder.

NOTE3: * Documents available in the HP Network Automation docs folder.
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Introduction to VPN Solution Pack

The HP Service Activator VPN Solution Pack (or VPN_SVP) implements a multi vendor VPN
provisioning solution which automates common repetitive task and which provides a convenient
collection of tools to ease the daily work of a Service Provider.

2-1 What is the VPN_SVP?

The VPN_SVP software extends the value and benefits of the HP Service Activator framework.
The objective of the VPN_SVP is to:

e  Provide an easy-to-use platform for VPN provisioning and management which enhances the
effectiveness of the provider’s operations and lowers the risk of configuration errors and service
outages

® Reduce time to deployment through pre-implemented workflows and configuration templates
e  Facilitate integration with the multi vendor equipment as well as other support systems

® Include MPLS VPN Service Management expertise, configuration recommendations and best
practices

e Includes a pan-optic network management integration foundation, currently towards HP
Network Node Manager (NNMi) and HP Network Automation (NA) for network discovery, data
load, VPN service integrity checks and GUI cross-launch.

®  Provide an operational foundation for a solution that can easily be customized and extended to
map specific customer contexts

® Include a multi-vendor catalogue of solutions and components that constantly develop in line
with new services

The VPN_SVP normally requires some customization and extensions to provide the precise
services and facilities requested by a particular customer. The flexibility and openness of the HPSA
framework and of VPN_SVP provides an ideal environment for customer specific modifications and
extensions.

2-2 Content of VPN_SVP

The VPN_SVP contains several components in addition to the standard HPSA features to support
the operational procedures of VPN Service Providers.

A general service request/response interface (North Bound Interface, NBI) for integration with
Order Management systems or other operations support systems.

A simple CRM Portal GUI, which provides an easy-to-use interface for Customer Order related
personnel to manage the Customer ordered services to be provisioned or activated in the
Provider's network. Displays a summary of the states of various services requested by the
various customers.

An Inventory repository which maintains Service, Equipment and Configuration related objects
and parameters

An Inventory GUI which provides an easy-to-use Network Operator interface for viewing Services
and their related resources as well as configuring and creating resources and parameters
necessary for the Service Provider’'s operations.

A set of device and vendor independent HPSA Workflows which implements the service creation,
modifications and deletion operations on PE and CE devices

A service agnostic set of device and vendor independent HPSA Workflows which implements
creation of service attachments via an L2 switch based Access Network.

A set of corresponding vendor, device and OS dependent activation templates, which
implements the device specific configuration commands which are necessary for configuring the
requested services and/or modifications and deletions.
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Role based GUIs and Workflows which allows association of views and operations to the role of
the operator.

NNM Liaison component that provides integration between the service fulfillment (HPSA) and
service assurance (HP NNMi) products to provide service information into the assurance
application and equipment and topology load into the fulfillment application.

NA Liaison component that guarantees the service integrity between the network and the
fulfillment application.

Network interface upload tool that provides automatic creation of NE related inventory elements,
such as ports, interfaces and controllers from information uploaded from the NE.

A Service Discovery tool that allows VPN_SVP to discover configured services from the network
device configurations. This may be used to commence VPN_SVP in an already running
environment.

A Work-order tool, which provides CE management via manual work orders. Work-orders are
e.g. generated in cases where either the CE is not present in the network and connectivity
cannot be established or the detailed configuration commands are not (yet) implemented in
activation templates.

A work-order distribution component that allows Work-orders to be automatically send by e.g.
email to 31-party clients that are responsible for setting up managed CE devices, or to the
contact person of the customer in case of an unmanaged CE device.

A Reporting Tool that provides information about the services and resources managed by
VPN_SVP. This information augments the Inventory information view, in a way which is not
readily available in the Inventory GUI.

An Error/Diagnostic Handler that allows the operator to analyze, diagnose and possibly resubmit
failed service requests. Supports resource retention or reselection as well as skip activation
mode.

A Delayed Activation component that allows requests that fails due to temporary connectivity
problems between the NOC and the NEs to be retried automatically.

An Interface Recovery tool, which allows the operator to move all existing services to an
available replacement port in case a physical port e.g. burns out.

An xml based Inventory importer/exporter tool which supports backup, data migration and data
load of the complete Inventory database of VPN_SVP.

A generic configuration Backup tool which allows for manual and automatic periodic backup and
restore of Network Element (PE and CE) configurations as well as audit compare function which
helps in validation and verification of equipment configurations. Supports any transfer protocol
that the vendor specific devices may support.

The Audit tool of HPSA is used to store historic records (audit trails) in the database for each
activation/modification performed on any NE. Combined with the Backup Tool this may be used
to recover the complete configuration of a failed NE.
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Figure 2-1 VPN Solution components augmenting HP Service Activator core components
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2-3 Services of VPN _SVP

The VPN_SVP automates or simplifies the major part of the following service provisioning tasks:

A simple CRM Portal and GUI, which provides and easy-to-use interface for Customer Order
related personnel to request the services ordered by the Customer to be provisioned or
activated in the Provider’s network using the NBI of VPN/HPSA.

Creation and deletion of IPv4 or IPv6 based L3 VPN service.

This activity does not induce any configuration of the NEs. The VPN object serves as a
container for VPN wide attributes, default values and the site services. VPN topologies Fully-
meshed and Hub & Spoke are supported.

Layer 3 multicast is supported (PIM sparse and sparse-dense mode)

Addition and removal of IPv4 or IPv6 Layer 3 VPN Site service. This includes allocation and
reservation of the various Layer 3 VPN and Site specific resources and the configuration of the
PE and optionally CE routers:

o PE-CE connection routing protocol:
- RIP
— OSPF
— eBGP
— Static routes
o QoS, and for a Managed CE optionally CE based QoS
— Rate Limit (aggregated BW)
— Up to 8 CoS, percentage allocation bandwidth
o Classification based on:
— DSCP
— IPAddr, TCP/UDP port
o Automatic addition of AdminVPN Spoke configuration of the PE VRF for Managed CEs
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o Selection among Multiple PE-CE link address pools for the allocation of PE-CE connection
addresses

o Address pool with /31 network mask are supported

o Encapsulation of attachment circuits. The following types are supported:
— Serial: HDLC, PPP and Frame Relay including selection of DLCI
— Ethernet: None or 802.1Q including selection of VLAN Id

Creation and maintenance of IPv4 and IPv6 address pools that support IPv4 as well as IPv6
based L3 services.

Protection configuration/multi-homing of Layer 3 Site services. This includes configuration of
multiple (dual) attachment circuits connecting a Layer 3 Site CE to different PEs in the provider
network. This requires that the PE-CE routing protocol is eBGP.

Modification of Layer 3 Site services. This includes modification of the following Site specific
(shared) parameters:

o Connectivity Type (Full Mesh, Hub, Spoke)
o Multicast (Rendezvous Point, Rate-limit, CoS)
and the following attachment circuit specific parameters:
o Add/Remove Static Routes
o Rate Limit (aggregated BW)
o QoS

Join/Leave VPN. These operations allow a site to become a member of multiple VPNs. The
VRF is modified to include the RC of the VPN to join. Likewise, Leave removes the associated
RC. This may be used to implement e.g. extranet and Intranet access VPNSs.

Support the setup an construction of the providers network infrastructure based on multiple AS
numbers (multi-AS-backbone), and automates the creation and deletion of ASBR links across
multiple AS when services are created/deleted.

Configuring attachment of L3 services via a generic L2 switched Access Network component.
Manages allocation and configuration of service specific Vlan ids (1:1 mapping) on access ports
and adding these to the trunk ports in the access network.

Provides optionally addition of VRRP configuration for L3 services that are attached via L2
access network to multiple PE routers to provide a standard based PE router redundancy
features.

Creation and Deletion of Layer 2 VPN service (Virtual Private LAN Service or VPLS). This
activity does not induce any configuration of the NEs. The VPN object serves as a container for
VPN wide attributes, default values and the site services

Addition and removal of Layer 2 VPN Site service. This includes allocation and reservation of
the various Layer 2 and Site specific resources. Both explicit mesh configuration mode and
BGP auto-discovery modes are supported

o The following UNI Types are supported:
— Ethernet Port
— Ethernet PortVlan
O QoS includes:
— Rate limit
— Upto 8 CoS
— Classification based on 802.1Q p-bits
Modification of Layer 2 Site services. This includes:
o Rate Limit (aggregated BW)
o QoS

Creation and deletion of Layer 2 VPWS (Virtual Private Wire Service or point-to-point) services
of Port, Port-VLAN, Frame Relay and PPP types. The following combinations of UNI types are
supported:

o Eth Port—Eth Port

11
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o Eth PortVlan—Eth PortVlan, FR, PPP
0 FReEth PortVian, FR, PPP
o PPP«Eth PortVlan, FR, PPP
QoS includes:
o Rate Limit
o CoS (1 outof 8)
Modification of Layer 2 VPWS services. This includes:
o Rate Limit

Configuring attachments of L2 services via a generic L2 switched Access Network component.
Manages allocation and configuration of service specific Vlan ids (1:1 mapping) on access ports
and adding these to the trunk ports in the access network.

Supports Region specific Vlan id and DLCI allocation schemes.

Allows addition of multiple service types to an existing Site service (service multiplexing). If a
site’s existing attachment type is Vlan based (and not port based) multiple services may be
associated a single site. This includes a configurable mix of L3 and L2 services according to
vendor card type specific capabilities.

Supports the addition of multiple services of multiple types to a single interface/port. If the
different site’s existing attachment types are Vlan based (and not port based) those multiple
services may all be shared in a single interface. The restrictions for service type’s combinations
are configurable according to vendor card type specific capabilities.

Timed activation of Layer 2 VPLS, Layer 2 VPWS and Layer 3 VPN Site operations such as
creation and modification. The Schedule specification may include:

o Start Time: The time when the requested services is to be activated
o End Time: The (optional) time when the service is to be de-activated

o Recurrence: Daily | Weekly | Monthly. Only modify Rate limit is currently supported as
recurrent.

Disabling/Enabling of Services. This allows a Site service or a complete VPN service to be
stopped without releasing any allocated resources. Hence, these services may easily be re-
enabled.

Service Integrated LSP feature. This enables enhanced treatment of MPLS cross-core data
according to the customer/ingress data classification. This strategic Traffic Engineering
component builds a mesh of LSPs between the PE routers hosting VPN sites. The LSPs may
be automatically as well as manually created, modified and/or deleted according to the
requirement and topology of the site services. This feature is currently only supported on
Juniper PE devices.

Service-independent Aggregated LSP feature. This kind of LSPs is not related to any VPN
service and can be created/modified/deleted through the inventory GUI. At site attachment
creation/modification time is possible to select whether that site is going to use Service LSPs or
Aggregate LSPs.

Generic failure, retry and diagnostic management. This includes a common interface from
where access to specific service provisioning information is made available:

o Request message, activation dialog, device communication log
o Option to re-try with our without resource retention or fail the service request.

o Temporary connectivity failures to the NEs are retried automatically by the delayed
activation component

Service recovery due to equipment failures. This includes an automated interface recovery tool,
which allows the operator to migrate all services configured on a specific port is to a selected
replacement port.

Discovery of Services from network elements. Analyzes the configuration files of the NEs and
discovers the configured services. This information may be reconciled by the operator before
committing these into Inventory. For more information, see [SDG].
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e NNM Liaison component that provides integration between the service fulfilment (HPSA) and
service assurance (HP NNMi) products to provide service information into the assurance
application and equipment and topology load into the fulfillment application.

e NA Liaison component that guarantees the service integrity between the network and the
fulfillment application.

e Inrelation to MEF’s (Metro Ethernet Forum’s) Carrier Ethernet service specification, the
VPN_SVP implements the services as indicated in Table 2-2 below

Table 2-2 MEF Service Types

MEF Service Type Port-based Vlan-based VPN/CE solution
service name

E-LAN EP-LAN vy EVP-LAN v L2VPN (VPLS)

E-Line EPL ~ EVPL ~ L2VPWS

E-Tree EP-Tree + EVP-Tree + L2VPMS - Not yet
supported

2-4 Activation Process of VPN_SVP

The VPN_SVP is structured around two web portals as illustrated in the Figure 2-2 below. Each
portal maintains its own process but the two are interrelated to each other via the exchange of
service request and response messages via the NBI.

2-4-1 CRM Portal

It is assumed that the operators of CRM portal (or some other Order Management System) may be
personnel different than the operators of the HPSA Portal. The CRM operators do not need any
detailed knowledge about the network infrastructure and technologies but must design the customer
related aspects of the services.

In the CRM Portal, the customer related aspects of the service activation process is maintained, i.e.
creating, updating and possibly deleting customer records as well as advanced search facilities to
locate a specific customer record among many.

The service life cycle is managed via the CRM portal. This includes associating services to the
customer, designing the service order and it's specific parameters based on the customer’s
requirements, submitting the completed service orders for activation by Service Activator.

The services that have been associated customers may further be managed from the CRM Portal
by Modify requests and eventually the services may be removed as well.

The state of the (optionally scheduled) service activation requests submitted to Service Activator is
received from HPSA and maintained in the service views of the CRM Portal.

2-4-2 HPSA Portal

The HPSA portal operator must know the details of the provider network infrastructure and the
technologies available, as in the Service Activator (HPSA) Portal the more resource facing aspects
of the process is maintained. This includes allocation of network resources, e.g. devices and
interfaces, by the network operator and e.g. automatic allocation of IP addresses and optionally
Vlan ids.

Initially, the received service requests (orders) will automatically be validated in the HPSA to assure
that the request is not contradicting constraints on existing service types, etc.

The creation of a site service may require the network operator to select the attachment point of the
service, i.e. the router/switch and interface that the customer’s site gets connected to. This is
requested via an interaction form (AskFor) that automatically pops-up when required.
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Optionally, the request may be of Flow-through type where the Order Management System
specifies the required attachment point of the service and includes this in the request message. In
Flow-through Activation (FTA) mode no interactions are required at activation time on
VPN/HPSA.But often a received service request will anyway not require any interaction from
network operators and will execute as a flow-through process on HPSA, e.g. when itis a
modification of an existing service or any other operation that re-uses the already assigned
resources.

For any operation, the progress and status will (optionally) be reported back to the CRM Portal (or
some other north-bound order management system) to keep its state synchronized as mentioned
above.

In cases of service activation failures, these may first be analyzed and diagnosed via the HPSA
Portal’s generic Error-Handler feature. This provides access to some of the information that is
otherwise difficult to collect like a trace of the actual device dialog. Other information valuable for the
diagnostic process is available via the standard HPSA GUIs. If the cause may be identified and
even repaired, the request may be re-submitted from HPSA Portal. Otherwise, the request may be
failed, optionally annotated with an operator entered description, and the responsibility of the
process returns to the CRM Portal.

Figure 2-2 High-level architecture of VPN_SVP and the activation process.

Order Management Service Activator Portal

—
4_
Create and manage For non-FTA mode
customers requests, select
_ . xml based network resources
Assign service order request/response
parameters messages exchanged Select and interact with
?/ia TCP 9 service requests that

requires it

Send service request
to Service Activator

Monitor service
configuration

Monitor progress of
service activation

Failure and diagnostics
handling

Failed FTA requests will return control to the Order Management System without interactions with
the HPSA Portal’s generic Error-Handler feature.

NOTE: Throughout this guide, example values naming services and other parameters like regions
and locations are used in the description of the operational procedures. These values are of
course just examples and the actual value you must enter depends on your local configuration
and procedures.
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3 HPSA Inventory Management

This chapter describes HPSA inventory management and in particular the configuration of
parameters and resources which are required for the successful activation of services. You may
find more information on these activities in the [ADM].

The three standard SAVPN presentation trees in the Service Activator Inventory view, Services,
Equipment, and Parameters, are used to display services, and to manage provider equipment and
configuration parameters. These views enable you to setup Layer 2 and Layer 3 VPN service
parameters as well as to generate new resources and define your supported equipment and
interface types.

To illustrate VPN_SVP inventory management, we assume that the service provider intends to offer
services in the “North-West” region using Cisco 3600 routers. The provider wishes to cover the
region using a new sub-network which also has the name “North-West”. The provider also needs to
populate the inventory with additional IP addresses for the PE-CE attachment circuits. To implement
this, the following tasks must be completed:

e Create new regions

e  Create new locations

®  Create new network and new access networks
° Create new routers

e  Upload routers

e  Back up routers

e Create IP address pools

NOTE: If NNM Liaison is enabled, Network Elements, Access Networks and their components
may be populated into the VPN_SVP by the NNMi data load. See Chapter 4 in [INTRO] for more
details.

NOTE: If adaptive mode is enabled, the resources needed to perform an activation can be stored
in a different inventory system and be sent into the request. See section 4-7 4-7 4-7 for more
details.

NOTE: Throughout this guide, when referring to Inventory views, it is always instance views that is
meant.
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3

-1 VPN_SVP Equipment Tree

VPN_SVP provides a hierarchical view of the provider networks and network elements. The
(simplified) model used for the equipment hierarchy is as shown in Figure 3-1 below.

Figure 3-1 Simplified Equipment Model of VPN_SVP inventory

NetworkElement

Router Inherits from: l

Location
Role
Router fype, OS, Vendor, Access info, State Info

TerminationPoint
Routerlnterface

Type, Encapsulation, BW I

Activation State
UsageState

| 3FlowPoint

IP addr info, QoS I

Routing info

NOTE: The SAVPN/Equipment model is extended from the HPSA CRModel Equipment model.
For details on CRModel Equipment model, refer to [INTRO]

NOTE: The terms CRModel [Common Resource Model] and CNRM [Common Network Resource
Model] are used interchangeably through the documentation.

The presentation tree used to display the content of the equipment inventory (i.e.
SAVPN/Equipment view) uses the Region attribute on network to further structure the view.

Follow these steps to view the SAVPN/Equipment tree view

Log in to Service Activator.
Select Inventory from the Work Area menu.

Jobs

Mes=ages

Audit Messages
Track Activations
Waorkflows
Services
Inventory

Service Instances
Logs

Service Order View
Business Calendar
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e  This will open the Inventory GUI in a separate window.
e  Once in the Inventory GUI window, select the SAVPN/Equipment instance view and then
expand the Region>Denmark branch (click on the icon).

e Inregion Denmark you may observe two networks: Network Copenhagen and AN Copenhagen.
Expand Network Copenhagen->PE routers branch to list the existing PE routers in Network
Copenhagen.

e  Among the listed PE routers expand the router C7600-1->Interfaces to see the existing
interfaces of router C7600-1.

You should now have a view similar to the one below in Figure 3-2 where router C7600-1 is
selected for View operation.

Figure 3-2 Inventory GUI display of Equipment hierarchy

Inventory Class Views  Instance Views

S| savPN/Equipment X b
= Regions A
B & Denmark View PERouter 1
=] ﬁ Network Copenhagen
B 5 PE routers Name Value Description
A A 111016 0f 16 Networkid L2 Netwark the NE belonge to
g 12300-3 Copenhagen
g Juniper-3 NetworkElementld * & : Prlrnar)r key .
Name * Juniper-2 Meaningful name of the device
$ C?E_DDG Description Uszer information
$ Juniper-1 Region Denmark The region the PE belongs to
g Juniper-2 Location * Copenhagen Location of the device
@ C7600-2 Loopback IP 15.76.223.1 Primary IP addrese of the device
¥ & ManagementP 15762231 IP address for management of the device
m| @ P routers Management e
? ASER routers Prntnc.nl i : :
o PWPolicyEnabled Mo True if thiz NE u=e a password policy to authenticate
54 AN Copenhagen ) )
. PWPolicy Mame of the password policy
ﬁ India UzernameEnabled Mo True if uzername iz used to authenticate management connection
ﬁ Norway Username Uzername for management connection
ﬁ Sweden Password FEEEREEEER Password for management connection
ﬁ Unknown EnablePassword FEEEREREER Pazzword to enakble device configuration
Vendor Juniper Vendor of device
0SVersion Juniper-9.4R2.9  0S version of device
ElementType M7i Type of device
BGPDiscovery No NE =upports WVPLS BGP discovery (rfc 4761)
Tier 2 Tier levels for routers
NextTier Juniper-1 Reference to the downstream neighbor tier PE router
oo o el el secd ounsiean gt Tt
SerialNumber AB5435sxx Serial number of the device (inventory information)
Role PE Role of device in the network
AdminState Up Up, Down, Unknown, Reserved
LifeCycleState Ready Planned, Preconfigured, Acceszible, Ready
Backup Yes Backup tool enabled for the router
SchedulingPolicy PE backup scheduling policy
ROCommunity SNMP read-only community =tring
RWCommunity SHMP read-write community String
Unuzed® 1 Unitz available for reservation (inttially 1)
NNMI UUId Universal identifier of correzponding NNW object
MMM i Identifier of corresponding NNM object
NNMi Last Update Erutﬂ?;ﬁ;t;i::tﬁgsﬁgﬁ;ﬁhm from NNMi. Format:
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3-2 Create New Regions and Locations

Follow these steps to create the new region “North-West”.
e Loginto Service Activator.
e  Select Inventory from the Work Area menu like describe in section 1-1 .
e  This will open the Inventory GUI in a separate window.

e  Once in the Inventory GUI window, select the SAVPN/Parameters view and then expand the
Parameters->SP Parameters branch.

®  To enter a new Region, right-click the Regions branch and select Create Region.

Inventory Class Views  Instance Views

) SAVPN/Parameters % Create Region %

14 Parameters
O SP parameters Create New Region

O Global-Net
O I Adminven Hame Value Description

3

B @' Celayed activation

= ’a Regin_ne
‘P El' Create Region I Description |Nurth-West Region ‘ User informatizn

Name * |NDrth-WESt ‘ Primary key

K

India

Norway

Provider

.

SEeESS

Sweden

HEEHEEE

K

Unknown

O EXP mappings
O Z  woerkorder distribution
Rate limits

| |é| Queues

Yam Vlan ranges

v DLCI ranges
LSP parameters
VPLS parameters
VPWS parameters
Layer 3 parameters

* Service mappings

DEDEEE
Ee B> K~ B B

5.4

e  Enter the name of the Region being added and its description.

®  Select the OK button to submit your new region. Once the region has been created, it is
possible to add Networks to it. To be able to add routers to the networks, locations must be
added to the regions.

e Expand the Regions branch and expand the newly created North-West region.

e  To enter a new location belonging to the region, right-click the Locations branch and select
Create Location.
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Inventory Class Views  Instance Views

M SAVPN/Parameters #e M

& Parameters »~
= SF parameters Create New Location
O@ Gleobal-Net
O AdminVFN Hame Value Description
O @ Delayed activation Name * ‘Metrnpnl Morth-West | Primary key
O " Regions
H@P penmark Description ‘ | User information
H@P India Region the
Region Location

B North-west
O E  woDistribution
(153 Locati gy Create Location I
[] % Vlan Ranges
[] % DLCI Ranges
H@ nNorway
H@ Provider
H@ sweden
EH @ Unknown
O EXF mappings
2 workarder distribution
Rate limits
OE queues
W Vlan ranges

W DLCI ranges

-

belongs to

¥

e  Enter the Name, of the Location being added (e.g. Metropol North-West) and its description.
®  Select the OK button to submit your new location.

Once the regions and location has been created, it is possible to add new routers to the networks.

NOTE: VPN_SVP associates Regions to roles so that when a service request is received, the
Region of the customer’s site, which is included in the request, is used to assign the access roles
of the workflows executing on HPSA for that specific request.

When using Authentication on HPSA, operators (users) are assigned roles. These operator roles
must match the access roles assigned to the workflows to allow the operator e.g. to view or to
interact with the workflows. This means, that if an operator does not have the role corresponding
to the Region specified in the request, that request will be ‘invisible’ to the operator.

Similarly, the Regions branch in the Inventory GUI’'s SAVPN/Equipment view requires that the
operator has a corresponding region role assigned. Otherwise the particular region branch will not
be visible.

Hence, when a new Region is created, the roles associated operators may have to be updated
correspondingly. Otherwise, the new region branch will not be visible to the operator neither will
the service requests for that region that might need interactions.

You will find more information on this in the [ADM].

3-3 Create Vlan and DLCI Allocation Schemes

A Region and/or a Location may define a Vlan/DLCI allocation scheme specific to that
Region/Location. Please see section 6-1-1 [ADM] for further information.

3-4 Create New Networks

Follow these steps to create the new network “North-West”.
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In the Inventory GUI window, select the SAVPN/Equipment view to display the Regions

branch.

Expand the Regions branch and select the newly created region North-West. If you can’t see
the newly created region, please read the Note above!

Right-click and select the

form.

Fill in the Name field.

Inventory

= Regions

ﬁ India
| ﬁ North

Class Views

M SAVPN/Equipment #

Instance Views

M Create Network

Create Network action. This will open the Create New Network

ﬁ Denmark

I

& Norwz
ﬁ Swed

ﬁ Unkn

View Region
ﬁ Create Network
if Create AccessNetworle

Create New Network

Name Value

Description

Hame *

|NDrth-West |

Type

ASN | |

Region *

ParentMetworkid

Meaningful
name

Network,
AccezzNetwork
or Topology
Autonomous
sy=stem number
Region the
Network
belongs to
Enclosing
Network,
opticnal

Note that you may optionally associate this network with an ASN (Autonomous System
Number). This provides support for multi-AS-backbone scenarios. Leave it blank and the
global/default ASN parameter specified in SAVPN/Parameters view (Parameters 2SP
Parameters 2<provider> ASN field) will be used.

Select the OK button to submit and create the new network. Once the network has been

created, routers can be added to it.

3-5 Create New Routers

Complete these tasks to add a new Cisco 7600 router to the VPN_SVP inventory.
In the Inventory GUI window, select the SAVPN/Equipment view to display the Regions

branch.

Expand the Regions branch and locate the “North-West” network created in above section 3-3
Create New Networks.

Expand the network branch and right-click PE Router, and then select the 7 Create PE
routers action. This will display the Create PE Router form.

Fill in the Name, IP Address, Passwords, Management Protocol, Vendor, OS Version and
ElementType.

You may set the field PWPolicyEnabled flag, in which you can choose a password policy to
apply on this Equipment from the list of PWPolicy. In such cases, you do not need to set the

equipment credentials in this form.
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NOTE: For more details on password policies, refer to [INTEGRATE].

e  Remember to assign your router to the location created in section 1-1 Create New Locations.
See the figure below.

e Select BGPDiscovery if the router type supports VPLS BGP auto-discovery (RFC 4761). This
is intended for primarily Juniper type of routers. Currently Cisco routers are supported only for
manual VPLS setup (RFC 4762).

e  Check Backup field to allow backup of the newly created router. See section 3-9 Back-up and
Audit of Equipment Configuration below.

e  Select the OK button to create a new router. The router will be stored in the HPSA inventory.

NOTE: When a new router is added to the inventory, its LifeCycleState is set to Planned. In
practice, the service provider’s network engineers would later install the newly added PE router
and provide it with its initial configuration.

When the new router has been installed in the network and its initial configuration has been
applied including its IP addresses, its LifeCycleState must manually be set to Accessible
indicating that it is possible to connect from VPN_SVP to the router.

When the LifeCycleState is set to Accessible, the Interface Upload tool may be used to upload
and create the interfaces and controllers of the router in Inventory. See section 3-6 below.

It is possible for the network engineer to configure the description fields on (some of) the
interfaces in the router’s configuration. E.g. interfaces to be used for other purposes but VPN
services may be marked with the key word RESERVED. Interfaces may also be marked with the
key word UPLINK. In both cases, these interfaces when upload into the Inventory, will be put in
Reserved state and not be selectable for VPN service attachments. When this pre-configuration
has been completed, the LifeCycleState must manually be set to Preconfigured.

When in LifeCycleState Preconfigured, and the interfaces have been uploaded, the
LifeCycleState will automatically be set to Ready indicating that the router is ready for service
activation.

It is possible to use the Interface Upload tool also when the LifeCycleState is Ready e.g. the
router has been updated with more interface cards.
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Inventory Class Views  Instance Views

W SAVPNEquipment & M

= Regions A
& Denmark Create New PERouter
ﬁ India
B & North-West Name Value Description
MNorth-West Networkld 106 Metwork the NE belongs to
= h

[ % PE routers Name * |Juniper-3 | Meaningful name of the device

| ? @ Create PE routers |

O ? ey Description |F‘E Router | User information

ﬁ Norway Region North-West Region the Network belongs to

ﬁ Sweden Location * Location of the device

ﬁ Unknown Loopback P |172.15.U.2 | Primary IP address of the device
Management IP |193.88.T2.1[]2 | IP address for management of the device
Pt
PWPolicyEnabled True if this NE use a password policy to authenticate
PWPolicy Mame of the pas=sword policy
UsernamesEnabled True if username is used to authenticate management connection
Password | | Pas=sword for management connection
EnablePazzword | | Pazsword to enable device configuration
Vendor |.Jumper w | Vendor of device
0SVersion 0S version of device
ElementType MTi w Type of device
BGPDiscovery ME supports VPLS BGP dizcovery (rfc 4761)
Tier |2 | Tier levels for routers
NextTier Reference to the downstream neighbor tier PE router
ot el s vrstanteboTe %
SerialNumber |123455-789 Serial number of the device (inventory information)
Role PE Role of device in the network
AdminState Up hd Up, Down, Unknown, Reserved

LifeCycleState Planned, Preconfigured, Accessible, Ready

Time the object was last updated/refreshed from NNMi. Format:
[dd-MM-yyyy]. Example: [30-11-2010]

Backup Backup tool enabled for the router
SchedulingPolicy -none- PE backup scheduling policy

ROCommunity |r0 | SNMP read-only community string
RWCommunity |rw | SNMP read-write community String

NN UUId | | Univereal identifier of corresponding NNM object
NI i | | entifier of corresponding NNM object

NNMi Last Update

NOTE: Two attributes, NextTier and NextTier2 are provided to extend the LSP functionality. The
tiers define a hierarchy among the PE routers with Tierl being the PE router closest to the MPLS
core and the higher Tiers being successively further from the MPLS core. A current maximum
hierarchy of 3 tier levels is supported.

The attribute NextTier is mandatory for a Tier2/3 router, ignored for a Tierl router
The attribute NextTier2 is optional for a Tier2 router, ignored for other tier routers.

When adding a PE router, the form accepts entering a Tier value. If the value “1” is entered,
nothing further happens and the form may be submitted.

If “2” is entered, one or optionally two downstream Tierl routers must be appointed as NextTier
and NextTier2 from a selection list populated with the available Tierl routers.

If “3” is entered, one downstream Tier2 router must be appointed as NextTier from a selection list
populated with the available Tier2 routers.

The selection list will contain Tier routers in the same Region as the PE router.
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3-6 Upload Interfaces of Router

Follow these steps to upload your router.

Inventory Class Views  Instance Views

B SAVPN/Equipment % Ml Upload C3600-2 &

In the Inventory GUI window select the SAVPN/Equipment view.

Expand the North-West region branch and locate the “North-West” network created in 3-3
Create New Networks.

Expand the network branch and locate the router C3600-2 created in 3-5 Create New Routers
above.

Right-click and select the P Upload Router action (LifeCycleState must be changed to e.g
Preconfigured for Upload action to appear - See Note above). This will open the Upload
Interfaces form.

In the form you may specify a slot number to upload only the interfaces and controllers
associated this slot, or you may leave the field blank to upload all interfaces and controllers.

Regions
O & Denmark Upload Interfaces
ﬁ Metwork Copenhagen
AN Copenhagen Name Value Description
& India - | Dizcover slot
B & North-west {empty = all)
B £ North-west
Y C3A00-2
O % prq & view C3600-2
n @ ASE 3:/"“ Create aggregated interface C3600-2
& Norway E Show L2 NMMi Neighbor view
& Sweden BH Show L3 NNMi Neighbor view
& Unknown | 2 NA Device Configuration
MA Device Configuration Changes
gl MA Device Diagnosis
[E MA Policy Compliance Report
Edit C3600-2
. Upload C3600-2
# Delete C3600-2
K | [

Now select the OK button to upload your router.

HPSA will then connect to the router, perform an upload of the configuration, parse this for the
interface information and populate the inventory with the discovered interfaces and E1/STM1
controllers.

NOTE: When you right click on the router, you will also see several NA and NNM related actions.
For details on the events that occur on choosing these options, refer to Chapters 11 and 12.
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3-7 Create New Access Networks

VPN_SVP supports creation and configuration of L2 Ethernet switch based access networks.
Access networks provide connectivity of customer services entering via access links on the
provider’s access device ports to the MPLS edge devices. See schematic architecture in Figure 3-3
below.

Figure 3-3 Access network Architecture

Provider MPLS
Core Network

12 Access
5 * topology - :

Customer edge | Access Provider |Access Aggregation Aggregation | MPLS edge | MPLS core

devices links CKLEsS trunks devices runks devices
devices (PE-AGG) (N-FE)
(U-PE)

The access network is connected to the provider's MPLS edge device (PEs or N-PESs) via L2
aggregation trunks. These trunks carry each service on a specific Vlan id. The Vlan id is assigned
by the provider at the access port as either customer specific or provider selected.

The access network may consist of multiple access topologies each which may be rings or linear
topologies of access devices (U-PEs) being attached to one or more aggregation device.

The assigned Vlan id is added to the access port, to the trunks of the access topology that contains
the access devices (U-PE) and aggregation devices and to the aggregation trunks connecting to the
PE devices as an integral part of the VPN_SVP activation process.

The access network component is agnostic about the nature of the service being attached and
provides the basic connectivity from access port to MPLS edge N-PE device. Services may be
attached to access devices, aggregation devices and of course also as direct attachment onto PE
devices.
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3-7-1 Adding New Access Network

You may use the Inventory GUI to perform this task. In large deployment scenarios, it may be more
efficient to generate the information to load in proper formatted XML files and use the XML Importer
tool to accomplish this task.

Follow these steps to create the new access network “AN Copenhagen” in region Denmark.

e Inthe Inventory GUI window, select the SAVPN/Equipment view to display the Regions
branch.

e Expand the Regions branch and select the region Denmark.

e  Right-click and select the E:E’ Create AccessNetwork action. This will open the Create New
Network form.

e  Fillin the Name field. E.g. “AN Copenhagen”

Inventory Class Views  Instance Views

M SAVPN/Equipment % Ml Create AccessMetwork %

=] Regions
O £ Panmack Create New AccessNetwork
d Yiew Region
g & create Network Name Value Description
% Create AccessNetwork
st i Name * |AN Copenhagen | Meaningful name
North-West
= ﬁ ° &= Type of the network
= ﬁ North-West Type {Network AccessNetwork
= $ PE routers or Topology)
% c3s00-2 Region * E:lﬂ'ﬁgﬂj Hetwork
- $ P rovters Parenthetwaorkid Enclosing Network,
| @ ASBR routers optional

& Norway State Life cycle state

ﬁ Sweden Vlans reserved for
ﬁ Unknown Management\Vlans |1T1-175 | administration ( e.g.
178,180-190)

< [ L*

e The ManagementVlans field allows you to reserve a range or list of Vlan ids used for
management access to the NEs of the access network. These values will not be used for
services. The list of management Vlan ids must be taken from the range defined in the Vlan
ranges defined in Inventory GUI's SAVPN/Parameters—>Parameters—>SP parameters branch.
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NOTE: The global allocation scheme of Vlan ids may be configured using Inventory GUI's
SAVPN/Parameters>Parameters>SP parameters>Vlan ranges object.

Inventory Class Views  Instance Views

M SAVPN/Parameters % Ml Viewall VlanRange %,

[ %E Parameters -~
C i@ SP parameters VianRange Search Results
Om clobal-Net
0 FR adminven Usage Allocation StartValue EndValue Description
| @ Delayed activation Management Internal 171 200
" Regions Attachment Internal 501 750
O IID EXP mappings Attachment External 751 1000
0 T wWorkorder distribution Attachment Internal 2001 3000
— AtFau:hment External 3001 4000
BridgeGroup  Internal 201 S00

O -I%l Queuss 6 records was found, showing all of records. Page 1
we \lan ranges
W DLCI ranges -

The range ‘Attachment/Internal’ represents provider selected values being allocated by VPN_SVP
for access network use and the range ‘Attachment/External represents the range from which user
selected values will be allocated.

The scheme may be configured to suit your specific purposes and will be followed by VPN_SVP
allocation Vlan ids for different services.

The scheme (illustrated above) may be global in the sense, that the same scheme will be followed
on all access networks and PE routers, but values will only be unique within each access network
and its attached N-PEs. Hence, the same Vlan id may be used in different access networks
(attached to different N-PES).

Vlan schemes may be specific to a Region and/or a Location by defining a Vlan ranges object per
Region/Location.

If a Location specific range is defined that will be used for requests in that Location. If not, but the
containing Region specifies a range that will be used. Otherwise the global specified range will be
used.

° Select the OK button to submit and create the new network. Once the network has been
created, aggregation devices can be added to it.

Follow these steps to create a new aggregation device for the newly created access network “AN
Copenhagen”:

e Inthe Inventory GUI window, select the SAVPN/Equipment view to display the Regions
branch.

e Expand the Regions branch and locate the “AN Copenhagen” access network created above.

e  Right-click and select the o Create Aggregation switch action. This will open the Create
Aggregation switch form.

e Fillin the form as described in section 3-5 above to create e.g. a Cisco4500 aggregation switch.
e Follow the steps described in section 3-6 to upload the interface information of the switch.

When an Aggregation switch has been created and its interfaces uploaded/initialized, you may add
topologies to the aggregation switch.

Follow these steps to create a new access topology in to the newly created access network “AN
Copenhagen”:
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Regions

=l ﬁ Denmark

ﬁ Network Copenhagen
B2 AN Copenhagen
B8 cas00-1

Class Views

B SAVPN/Equipment %

Instance Views

Inventory Management

Expand the access network branch “AN Copenhagen”.

Ml Create Access Topology %

Name

In the Inventory GUI window, select the SAVPN/Equipment view to display the Regions
branch.

Expand the Regions branch and locate the “AN Copenhagen” access network created above.

Right-click the Topologies branch and select the i3 Create Access Topology action. This will
open the Create Access Topology form.

Create New Network

Value

Description

Name *

44 .
o+ T'Jp"‘ 3% Create Access Topology I

& India

& North-west
ﬁ Morway
ﬁ Sweden
ﬁ Unknown

Type

Region *

ParentNetworkid

|ring1 |

Meaningful
nams
Network,
AccessNetwork
or Topology
Region the
Network
kelongs to
Enclosing
Network,
optional

Fill in the Name field to create e.g. access topology ringl.

Select the OK button to submit and create the new topology (sub-network). Once the topology
has been created, access devices can be added to it.

Follow these steps to create new access devices for the newly created topology (sub-network)
“ringl”:

When an access switch in a topology has been created and its interfaces uploaded/initialized, you

Right-click and select the
Switch form.

may attach the topology to the aggregation switch.

Expand the Topology branch and locate the “ring1” topology (sub-network) created above.

Fill in the form as described in section 3-5 above to create e.g. a Cisco3400 access switch,
“C3400-1".

Follow the steps described in section 3-6 to upload the interface information of the newly added
access switch.

Follow these steps to attach the newly created topology “ring1l” to the aggregation switch:

Expand the access network branch “AN Copenhagen” and locate the “C4500-1" branch
corresponding to the aggregation switch created above.

Right-click the C4500-1 branch and select the gdﬁAttach Access Topology action. This will
open the Create Link form.

You must now select from the TermionationPointl drop-down list, the port on the aggregation
switch C4500-1 to be used as the interconnecting trunk port. E.g. GigabitEthernet1/1.

=+ Create Access Switch action. This will open the Create Access
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Class Views  Instance Views

Inventory

=] ﬁ Regions
=] ﬁ Denmark
& Network Copenhagen
= AN Copenhagen
E@ £4500-1

View C4500-1

2 Attach AccessTopology
= Edit C4500-1

& Upload C4500-1

= # Delete C4500-1

E Show L2 NNMi Neighbor view

R show L3 NNMi Neighbor view

¢ India | Bl NA Device Configuration

ﬁ Norwa NA Device Configuration Changes
B swed £ NA Device Diagnosis

ﬁ Unknd [ NA Policy Compliance Report

B 5:/““ Create aggregated interface C4500-1

s | SAVPN/Equipment % [l Attach AccessTopology %

Create New Link
Name Value Description
Name * |aCCTrunk | Meaningful name
NE1 ME at endpoint 1
TP TP at endpoint 1
Type Type of link
Network Network to link to
NEZ2 NE at endpuoint 2
P2 TP at endpoint 2

e  Select from Type drop-down list, AccessTrunk, so that Aggregation Switch can be connected to

the Access Switch

e  Select from Network drop-down list, ring1.

e  Select from the TermionationPoint2 drop-down list, the port on the access switch C3400-1 to
be used as the trunk port, e.g. GigabitEthernet0/1.

®  Select the OK button to submit and attach the new topology (sub-network) ringl to the
aggregation switch C4500-1. This creates a trunk object representing the link between the
C3400-1 access switch and the C4500-1 aggregation switch.

The process describe above may be used to e.g. create a second aggregation switch, e.g. C4500-2
to which the topology ringl also may be attached (to form a ring). Likewise multiple access switches
per topology and multiple topologies may beF added and attached to the aggregation switches.

The individual trunk ports used for the links between access switches of the same topology and
used to interconnect the two aggregation switches must also be created in Inventory.

Follow these steps to create a trunk between the two aggregation switches:

e Expand the access network branch “AN Copenhagen” and locate and expand the aggregation
switch branch “C4500-1” corresponding to one of the aggregation switches created above.

Right-click the Trunks branch and select the ﬁCreate Link action to create Aggregation Trunk.

This will open the Create Link form.

Class Views  Instance Views

Inventory

= @ Regions
=] @ Denmark
ﬁ Network Copenhagen
=] AN Copenhagen
B%® cas00a
Interfaces

. Trupks
Top %k Create Link

B casoo-2
Topaologies
ﬁ India
& Norway
@ Sweden
@ Unknown

S| savPN/Equipment % [l Create Link % |

~
Create New Link 0
Name  Value Description
Name * |aggTrunk | Meaningful name
NE1 NE at endpoint 1
TP1 TP at endpoint 1
Type Type of link
Network | AN Copenhagen | Netwark to fink to
NEZ NE at endpoint 2
P2 TP at endpoint 2
.
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®  You may select the port on the aggregation switch “C4500-1” to be used to link to the other
aggregation switch from the TP1 drop-down list, e.g. GigabitEthernetl1/2.

e  Select from Type drop-down value AggregationTrunk.
e  Select from the Network drop-down value AN Copenhagen.

®  You may select the other aggregation switch you created above (e.g. “C4500-2") from the NE2
drop-down list and the port on this to be use for the link, e.g. FastEthernet0/1.

e  Select the OK button to submit and create the new trunk link between aggregation switches
C4500-1 and C4500-2.

e  You should follow similar steps in creating the trunks between your access switches.

You have now created a simple access network similar to the Inventory view illustrated below. Note
the Trunk(100) information on the two aggregation switches represent the link between these.

You are not quite complete with the process yet. You must now proceed and attach the created
access network to the MPLS edge devices in you network (N-PEs) as described in section 3-7-2
below.

Inventory Class Views Instance Views
Yol SAVPN/Equipment % Ml View AccessTrunk %
EI& Regions
O & penmark View Link
ﬁ Network Copenhagen
4 Name Value Description
[l &2 AN Copenhagen p
E@ C4500-1 Linkld = 100 Primary key
Interfaces Name*  aggTrunk Meaningful name
s N1 AN Copenhagen  Metwork at endpoint 1
] mwe Trunks
v Trunk(100):NE1(26)-NE2(35) E Ei TPl
TP GigabitEthernet1/2 TP at endpaint 1
(5] e Trunk(454):NE1(1)-NE2(26) : A'ga tler: e ? e:r”:'"
ype ggregationTrunk  Type of lin
e Trunk(455):NE1(8)-NE2(26
a_.a runl ( ) (8) (26) N2 AN Copenhagen  Metwork at endpoint 2
4 Topologies NEZ C4500-2 NE at endpoint 2
@ C4500-2 TP2 FastEthemetdi1 TP at endpoint 2
i1 Topologies ey Identifier of corresponding NNM
& India object
& Norway M i Id;ngrerufcurrespnnding NNK
obje
@ Sweden A Last Time the object was last
& Unknown Update updatedirefreshed from NNMi
Data Format: [dd-MM-yyyy]. Example:
[12-11-2010]

NOTE: The process described in this section updates the Inventory db to match your access
network configuration. There are no activation activities (device configurations) in the above
process. When services are activated, this inventory information allows VPN_SVP to configure
the relevant trunks ports with allocated Vlan ids to provide the connectivity of user date from the
access port to the N-PE termination point.

3-7-2 Attaching Access Network to MPLS Edge

The final step in creating your access network is to attach it to the MPLS edge devices, refer to the
architecture illustrated in Figure 3-3 above.

You must decide on witch N-PE router to attach to the access network and select this in the
Inventory GUI. Follow these steps to select your N-PE router:
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In the Inventory GUI window, select the SAVPN/Equipment view to display the Regions
branch.

Expand the Regions branch and select the region Denmark corresponding to the region in
which you created the access network as described in section 3-7-1 above.

Locate and expand the network branch “Network Copenhagen” which represents you MPLS
devices.

Expand the PE router branch and right-click the desired N-PE device, e.g. C7600-1.

Select the i Create Link action to create Aggregation Trunk. This will open the Create Link
form.

Inventory Class Views Instance Views

5:/"" Create aggregated interface C7600-1 [FEINLSG"

l O &Y Regions EH show L2 NNMi Neighbar view
B & penmark EH show L3 NNMi Neighbar view Create New Link
B & network Bl NA Device Configuration
=] ? PE r NA Device Configuration Changes Name Value Description

= £ NA Device Diagnosis
? i [ NA Policy Compliance Report

? Edit C7600-1 ME1 ME at endpoint 1

@ | & Create Link TPt FastEthemet0/1 v TP at endpoint 1
Upload C7600-1 ) )
F 1 &, uploa Type AggregationTrunk ¥ Type of link

% 1 & Delete C7600-1
? 76001 Network | AN Copenhagen Network to link to

Name * |EggTrL|nk | Meaningful name

& c7s00-2 NE2 C4500-1 » NE at endpoint 2

[0 5 P routers w2 | GigabitEthemst1/1 v TP at endpoint 2

B %F ASBR routers Wil determine the
ij AN Copenhagen _ Interfaces UsageState
Porifiode | SublfPresent v for Aggregation Trunks

& India
& Norway

& sweden oK

& Unknown

which involve PEz

Select the TerminationPoint1 on your selected N-PE from the drop-down list of ports, e.g.
FastEthernet0/1.

Select the Type from drop-down list as Aggregation Trunk.

Select the Network from the drop down list, e.g. AN Copenhagen. Select the
AggregationSwicth from the drop down list, e.g. C4500-1. Select the TerminationPoint2 on
your selected aggregation switch from the drop-down list of ports, e.g. GigabitEthernetl/1.

Select the N-PE PortMode. Mode Sublnterface or Switchport is supported. Currently Cisco
devices require Sublinterface mode to support L2 VPWS service and SwitchPort mode to
support L2 VPLS service. Hence, to support all service types at least two attachment ports must
be defined, one of each type.

Select the OK button to submit and create the new trunk link between the N-PE C7600-1 and
the aggregation switches C4500-1.

Follow the same procedure to attach the access network to a redundant N-PE, e.g. C7600-2
using aggregation switch C4500-2.
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Inventory Class Views  Instance Views

FUSAVPMIEquipment X s iew AccessNetwork g
Gl &b Regions
B & penmark AccessNetwork View Form
= ﬁ Network Copenhagen
B % e routers Name Value Description
A, », 1to 7 of 7 NetworklD * 104
@ C3600-1 Name * AN Copenhagen
@ Juniper-1 Tre Ac Network Type of the network (SP network
g % C7600-1 or access network)
Region * Denmark The region the network belongs to
Controllers ParentMetworkD Parent network ID
Interfaces State Ready Life cycle state
4 Layer 2 connections Vlans reserved for administration
2 Managementlans -
[E] 55 Access networks (e.g. 178,180-190)
A A w101
E &2 AN Copenhagen
28 casoo1
3 casao-2
o |
& % c7s00-2 -
4] | E

The access network architecture you have now completed is similar to the one illustrated in Figure
3-3 above.

You may now use the access ports on the access switches in your topologies to attach customer
services. For more information on how to do that, see section 7-2 .

NOTE: The process described in this section updates the Inventory db to match your access
network configuration. There are no activation activities (device configurations) in the above
process. When services are activated, this inventory information allows VPN_SVP to configure
the relevant trunks ports with allocated Vlan ids to provide the connectivity of user date from the
access port to the N-PE termination point.

CAUTION: When services have been provisioned via access networks, a set of allowed Vlan Ids
will have been added to the trunk ports.

Now, adding or removing an access network device (switch) is possible and the connectivity may
be re-configured via the Inventory GUI as described above, but the new trunk ports will not be
configured with the existing set of allowed Vlan Ids!

You must make this allowed Vlan configuration on the switch itself and then use the Upload

Interface facility (see section 3-6 ) to make the inventory data synchronized with the network
device (switch) configuration.
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3-8 Multi-AS-Backbone Networks

Layer 3 VPN services are supported across a provider core network consisting of Multi-AS
Backbones, i.e. multiple Autonomous Systems (ASs) interconnected with links between AS Border
Routers (ASBRs). When a site is selected like e.g. Site 4 in the Figure 3-4 below for a L3 service,
the ASBR links will also be activated with a service specific Vlan interconnecting the ASs in a VRF
back-to-back mode.

Figure 3-4 Multi-AS-backbone network topology

Customer
i — WP SYP
7 HPSA Server
CE
- homing
PE ﬂ
@ - 7@ Lo PE
v M;LS 5 NOC
ASN 'I )' '
C / B )@i _ ASBRI ASBR Link
Aggregation e ’P
swite PE ~
topology =

PE

2 Acc‘e};ﬁ

Network ,
- Aggregation
— switch
Access

cF el Aggregation

) trunks
Access link

Customer Attachment

Site 2

Customer
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3-8-1 Create ASBR Link

Let us assume a use case with ASN1 in Network Copenhagen belonging to region Denmark and
ASN2 in Network Stockholm in the region Sweden.

Let us further assume that ASN1 has a value of 12345 and ASN2 has a value of 10101.

First step towards creation of an ASBR link is to appoint the ASBR routers on either Networks that
have the physical connection to each other.

e Inthe Inventory GUI window, select the SAVPN/Equipment view to display the Regions
branch.

e  Expand the Regions branch, expand the region Denmark and expand the Network
Copenhagen branch.

e In Network Copenhagen, expand the PE routers branch. ASBR routers are assumed to have
role PE routers.

e  Right click on the PE router that will also be acting as an ASBR router, and select the option
i¥ Create Link.
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Inventory Class Views  Instance Views @ I
S| SAVPN/Equipment #, Ml Create Link %,
O &b regions A
O £ penmark Create New Link
etwork Copenhagen
O & Wetwork Copenh
B %% PE routers Name Value Description
? C3A0N-1 Name * |aSbrLink | Meaningful name
= & view c3600-1
@ 5J Create aggregated interface C3600-1 NE1 NE at endpoint 1
@ E Show L2 NNMi Neighbor view TP1 Ethemet1/) + TP at endpoint 1
Show L3 NNMi Neighbor view -
L _ S Tyee | ASBRLink v Type of nk
? E] MA Device Configuration
? NA Device Configuration Changes Network | MNetwork Stockhalm V| Network to link to
= @ NA Device Diagnosis NEZ Sweden-C3600-2 + NE at endpoint 2
olicy Compliance Repao
[ MA Pal Ci | Report
o @ P . TR2 FastEthemnet0/1 + TP at endpoint 2
= 2 Edit C3600-1
= e £ Create Link
B
£ India 2 Upload C3500-1
B Norway # Delete C3600-1
ﬁ Sweden 3 ‘

e Choose in this AS (12345), the Termination Point (TP1) that would be dedicated as a ASBR
port on the selected NE (NE1)

e Select Type as ASBRLink

®  Choose for the remote AS (10101), the network (Network?2), the remote NE (NE2) and the
termination point (TP2) on the remote NE. Note by selecting the network, the remote ASN is
displayed.

e Click on OK to create the ASBR Link between Network Copenhagen and Network Stockholm.

NOTE: The ASN values can be set at the Network level, in which case, all the equipments created
under this network uses the Network level ASN. In case no ASN value is defined at the network
level, the equipments in this network use the ASN defined at the SP level, which is the default
ASN.

You have now created in the Inventory, the logical object (ASBRLInK) that represents the physical
connectivity between the ASs. The actual physical connectivity has to be established in the network
manually.

At service provisioning time, the inventory ASBRLinks will be used to identify the connectivity
available between the ASs and to select on which the virtual links will be created to carry the service
specific data.

You may view and inspect the created ASBR Links by following these steps:

e In Network Copenhagen, expand the ASBR routers branch.

e  Right click on the ASBR router on which you want to inspect the ASBRLinks and expand the
ASBRLinks branch.

®  Select a ASBRLink from the list and view the details in the right pane as shown in the figure
below.
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Inventory Class Views  Instance Views

SO0l SAVPN/Equipment M View ASBRLink %

Y C3600-1 Py
% NE40-1 0 View Link
& M7-1
% NE40-2 Name Value Description
% 123001 Linkld * 457 Primary key
% Juniper-1 Name = @7 Meaningful name
F crs00-1 N1 E‘:“:s:; - Network at endpoint 1
& crsoo-2 ELIRE
NE1 C7800-1 NE at endpoint 1
O @ P routers :
TP1 FastEthernetlid TP at endpoint 1
O % ASBR routers Type ASBRLink Type of lnk
= @ C7600-1 N2 Metwork Bangalore Metwork at endpoint 2
Interfaces NE2 India-C7600-1 NE at endpoint 2
[ e ASBRLinks P2 GigabitEthernet1/1 TP at endpoint 2
[ o ASBRLink1(457):NEL(8)-NE2(7) NNMI U Identifier of corresponding NNM object
@ C7600-2 MM id ldentifier of correzponding NN object
ij AN Copenhagen | NNMi Last Time the object was last updated/refreshed from
. Update Data NMMi Fermat: [dd-MM-yyyy]. Example: [13-11-2010]
ﬁ India

ﬁ Norway
< |

| £

|

3-9 Back-up and Audit of Equipment

Configuration

Router configuration management is performed through the Tools->Backup menu.

The Backup tool allows the service provider to back- up the configuration files of the routers into the
HPSA inventory database. The tool allows backup of both the running-config and the startup-config.
Multiple versions of configuration files for each router may be stored in the HPSA inventory.

Refresh OM
CRM portal
Reports
Me=szages For External
Systems
Workorders
[l Backup
Insert Config
List Config
Find Config
Show Config
Manual Backup
Create Policy
List Policy
Backup OFF

Before the backup operation can be performed, set the value for the field BackupDirectory under
SAVPN/Parameters—>Parameters—>SP parameters>Global-Net. This is the location where the
equipment configurations are stored by the backup tool.

Also provide the value for the field IP under SAVPN/Parameters—>Parameters>SP
parameters—>Global-Net. This is the IP address of the VPN SVP server, used by e.g. TFTP.

Follow these steps to backup your router.
e  Select Backup from the Tools menu.

e  Select Manual Backup from the Backup menu. This will open the Back-up Equipment
Configuration form

e  Select in the Equipment name selection list the router created above, C3600-2
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NOTE: In the Equipment Name list, only the routers in Inventory Equipment tree which have the
Backup attribute set to Yes are selectable. See section 3-5 Create New Routers.

Back-up Equipment Configuration

Back-up an Equiprnent Configuration

Equipment Mame: C3600-2 W
Target Mermory: startup-config #

’ Create Backup I

e  Select the configuration memory type of the router. For Cisco devices, this will typically be
startup-config or running-config.

NOTE: In the Target Memory list, the vendor specific types of configuration files are listed. For
Cisco these includes startup-config and running-config, for Juniper only active type is supported.

When adding ElementTypes in Inventory- Parameters tree, the generic TargetType startup or
running may be associated the vendor specific memory types.

® Press Create Backup to fetch the startup configuration of the C3600-2 router

e  HPSA will then connect to the router, perform an upload of the startup-config using the TFTP
protocol and populate the database with the configuration file.

Stored configuration files can be viewed, manually edited and restored onto the router. The
configuration files may also be cloned to create copies that may be restored to other routers

® To view a stored configuration file, select List Configs in the left navigation pane in the Backup
menu. This will open the Router Configuration view

e  Expand one of the entries to see the existing backups

Routers

Juniperl

=] India-C7600-2

E  c3s00-1
2010.11.30 20:08:44 1.0 MANUAL startup-config admin
C7600-2
Sweden-C3600-1
C7600-1
India-C7600-1
Sweden-C3600-2
C4500-1
C3400-2
Norway-C7600-1
C3400-1

EODD0DODOOON

e Right-click on the desired backup entry and select View. This will display the View Equipment
Configuration form
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The Backup Audit tools allow the provider to compare or Audit a configuration file stored in the
HPSA inventory with the current configuration file on the router. Lines which have been inserted,

View Equipment Configuration

Update Equipment Configuration

Equipment Name C36e00-2
Timestamp 20058.05,258 11:55:38
Yersion 1.0

Retrieval Type rmanual

Memory Type startup-config
Created by admin

Modified by

Comment

1
! Last configuration change at 13:29:57 UTC Wed May 25 2005

! WVRAN config last updated at 13:29:558 UTC Wed May Z5 2005

1

version 12.2

service timestamps debug datetime msec localtime show-timezone
service timestamps log datetime mwsec localtime show-timezone
no service password-encryption

service compress-config

hosthame cisco
!

logging count
aaa new-model
1

<

modified or deleted will be marked with different colors.

To perform a configuration audit, select List Configs in the left navigation pane in the Backup

menu. This will open the Router Configuration view
Expand one of the entries to see the existing backups

Right-click on the desired backup entry and select Audit. You may now select the Target

Memory you want to audit your stored db version against.
Press the Audit button to generate the view.
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Huaweilﬁl]uuiperl

Audit Equipment Back-up

Getting running-config configuration from C3400-1
|

Configuration was retrieved successfully!

No differences Changed in current configuration Deleted in current configuration Inserted in current configuration
S e
service timestamps debug datetime msec localtime show-timezone service timestamps debug datetime msec localtime show-timezone
=ervice timestamps log datetime msec localtime show-timezone service timestamps log datetime msec localtime show-timezone
no service password-encryption no service password-encryption
service compress-config service compress-config
hostname cisco hostname cisco
logging count logging count
aaa new-model aaa new-model
aaa session-id commaon aaa session-id common
C enable secret 5 secretPassword enable secret 5 SLKMKL:SDIKIIY* 6450id900jasldfk
enable password testi enable password testl
username userl password 0 test2 username userl password 0 test2
ip subnet-zero ip subnet-zero
D ip prefix-list test seq 5 permit 1.2.3.0/24
ip domain-name netman.dk ip domain-name netman.dk
ip name-server 193.88.72.6 ip name-server 193.88.72.6
ip vrf adminVPN
rd 12345:1

export map adminNet
route-target import 12345:2

The Backup tool provides configuration of backup polices that allows automated scheduled periodic
backups of routers.

- - =

e  To perform scheduled backup, turn the Backup ON in the left pane. Additional scheduling
policies may be created by selecting Create Policy in the left pane.

Create New Scheduling Policy

I e v i
Policy Name |dainElackupPoIicy |
Starting Time (yyyy/mm/dd hh:mm) |2[]1[].11_3U 00:00 |
Periodicity
Backup Number |1 |

e List of existing backup policies can be viewed by clicking on List Policy in the left pane. The
Default backup policy can not be deleted. It can only be modified. The operator created backup
policies can be modified or deleted by right clicking on the policy.

Folicies found (2)

[ fvame  |statingTime |reriodicity Backup Number
Default 2010.11.29 14:40 Daily 5
dailyBackupPolicy 2010.11.30 00:00 Daily i

e  After creating a Backup policy, a router may be associated the new backup scheduling policy.
Edit the router in the Inventory Equipment tree and select the new policy in the
SchedulingPolicy selection list. See section 3-5 Create New Routers.

3-10 Create IP Addresses

The VPN_SVP administers the IPv4 and IPv6 addresses used for the Layer 3 attachment circuits
between PE and CE router and optionally the loop-back IP addresses allocated to managed CE
routers. Additionally, VPN_SVP administers IPv4 addresses for Multicast services, LSP endpoints
and more, see below. These addresses are stored in the HPSA inventory as resources and will be
marked as reserved when in use.

The Service Provider operator is required to pre-populate the HPSA inventory IP address pools with
addresses through the inventory view.

Follow these steps to create an IPv4 address pool for PE-CE attachment circuits.
e Navigate to the Inventory GUI window.
e  Select the Parameters view and expand the Parameters branch.
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Navigate to and expand the Layer 3 parameters branch.

Right-click the Address pools branch and select F?E Create AddressPool action. This will open
the Create New IPAddrPool form.

Fill e.g. Name as PE-CEUnique, IPNet as 192.0.0.0 and Mask as 16. This defines the pool PE-
CEUnique to contain addresses in range of 192.0.0.0/16.

Select Type IPNet for PE-CE attachment circuit addresses.

Select AddressFamily as IPv4 and submit (press OK). Similarly, select AddressFamily IPv6 and
the relevant IPv6 IPNet/mask to create an IPv6 address pool.

Class Views Instance Views

Inventory

oA El SAVPN/Parameters % | Create PE-CEUnique %

of
SP parameters
ﬁ LSP parameters

Farameters

Create New IPNet

Name Value Description
™ veis parameters i
‘:! VPWS parameters :;i::gddr 1592.0.0.018 The parent IP network address and mask
]
B & Layer 3 parameters Start Starting IP network address and mask (Format
Traffic classifiers Address |192.D.2 030 addrimask, e.g. 172.17.0.8/30
Profiles ,2001:db8:3c4d: 15:0000:0000:abcd: 0000/126)
i Number Number of IP network addresses to be
Bl i ;ﬂddres& pools OfEntries. |20 generated (e.g. 50)
“if CE loopback
if CE| back IPvE
{ e
i MOT Default

i Multicast loopback
if PE-CE Default
§ PE-CE Default IPvE

i PE-CEUnigue ——
if Slash127 IP Create PE-CEUnique
FP Slashat View PE-CEUnique
0 FFredundaney Edit PE-CEUniqus

'”‘ Service mappings
ﬂ' Action templates
% Upload templates -

# Delete PE-CEUnigue

Now, to populate the pool with IP net entries, expand the Address pools branch

Right-click PE-CEUnique and select the ¥ Create Address action. This will open the Create
Address form.

IP net entries can be generated by e.g. providing these values: First IP network: 192.0.2.0/30
(the ip network address and mask of the next entry to be populated), Number: 20 (the number
of new IPNet entries to generate)

Inventory Cla

i

Instance Views

Pl SAVPN/Parame X

o

SP parameters

% s parameters

ﬁ VPLS parameters

f:! VPWS parameters

=] ﬁ Layer 3 parameters
Traffic classifiers
Profiles

= g:'\‘l‘; Address pools,

Parameters

B
5
5
5
5
5
5ig
B slashiz
B Slashat
O Redundanc:y
% service mappings
4 action templates
L] Upload templates
ﬁ Backup parameters

MDT Data
MDT Default

PE-CE Default

CE loanb EE Create AddressPool
oopba

CE loopback IPv6

Multicast loopback

PE-CE Default IPv6

Create New IPAddrPool

Value

Name

Description

Name * PE-CEUnique

| The name for address pool

The parent IP network address and mask for

IPNet Address |192.D.D.D,f16

the generated IP address pool entries (Format
. e.0. 172.17.0.8/30

I\PNet 'l

PPv4 ~

Type *
AddressFamity
*

,2001:db8:3c4d: 15:0000:0000:abcd: 000011 26)
The type of address pool

The address family of the address pool
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Different types of IPv4 address pools are supported. Besides attachment circuit addresses and CE
loopback addresses, these include LSP loopback addresses and the following multicast related
pools:

° MDT Data
e MDT Default
e  Multicast loopback

See [ADM] for further information on creating the different types of IP address pools.

3-11 Manage Activation Parameters

The provider controls most of the technical activation parameters through the SAVPN/Parameters
view in the Inventory Tree.

These parameters include default Autonomous System Number (ASN), Admin VPN, Regions and
Locations, Traffic Classifiers and QoS Profiles, Router models etc. See the [ADM] for further
information on these parameters.
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Inventory Class Views  Instance Views
43 Parameters
= ISP parameters
B Global-Met
O [##F] adminven
] @ Cielayed activation
P regions
H EXF mappings
O & workorder distribution
Rate limits
OB gueues
W Wlan ranges
W DLCI ranges
0 e parameters
|| LSP configuration
LSP profiles
F;:: Loopback IP Address pool
0 % VELS parameters
Traffic classifiers
WELS profiles
=2 vews parameters
Traffic classifiers
WPWS profiles
o % Layer 3 parameters
Traffic classifiers
Frofiles
F;:: Address pools
] R.EdLII'IdEII'II:'y’
ﬂ Service mappings

ﬂ' Action templates

HEA

ﬂ Upload templates
fE Backup parameters
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4  Service Order Management

The CRM portal enables you to enter and maintain your customer records such as customer name
and address, their contact person’s e-mail address and telephone number in addition to the
management of customer service orders in an interactive manner. Alternatively, service orders can
also be managed using flow-through activation mechanism without any operator intervention.

The main purpose of CRM portal is for entering customer services orders and viewing and
modifying the services activated for a given customer as well as monitoring the progress of new
activations. The focus of the sections 4-1 through 4-5 of this chapter is customer management while
the next three chapters focus on the service order management in an interactive manner.

The section 4-6 of this chapter mainly focuses on the service order management using the flow-
through activation mechanism. Refer chapter 4 of ADM for more details on flow-through activation
and northbound interface architecture and functionality.

4-1 Enter New Customer

Follow these steps to enter a new customer.

Select the CRM portal from the Tools menu

Tools ¥

Refresh 0N
CRM portal

Reports

Meszages For External
Systems

Worlkorders

Backup

This will open the CRM Portal in a separate window being logged in as the current user.
®  Select New Customer from the Customers menu in the left navigation pane.

Provisioning
operator is a
Customers

Mew custorner
List
Search

e  This will display the Create New Customer form.
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Create New Customer

Customer id

Company name

Company address

City

Zip code

Contact perzon First name
Contact person Surname
Phone number

E-mail address

21

IG-iga—tmics Ine.

4630 Noris Canyon Road =

[ |

ISa.n Famon

[ca 84383

[7ohn

[smith

3284650

Iinfo@gjgatronics

Unique customer identifier

MName of the company

Company address, both street and number

The city in which the company is located
Postal code

First name of the contact person
Surname of the contact person

Phone number of the contact person

E-mail addresz=s of the contact person

®  Once in the Create New Customer form, complete these fields:
Customer id is provided by the system, Company Name, Company Address, City, Zip Code,
Contact person’s name, Phone number and E-mail address

- - . . .
e  When finished, select the Submit & button in the bottom right hand corner of the form. This
will save the records and display the Customers form listing the customers existing in your

system.

4-2 View and Modify Customer Records

The Customers form allows viewing and modifying customer records as well as deleting them. From
this form, you can also view the services already available for a customer.

Follow these steps to view or modify your customer records.

e  Select List from the Customers menu in the navigation pane to display the Customers form.

Customers

MNew custormer
List
Search

®  Select the Modify Customer A icon next to the customer whose records you want to view or
modify. This will open the Update Customer form where you can change customer records.
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Update Customer

Customer id

Company name

Company address

City

Zip code

Contact person First name
Contact person Surname
Phone number

E-mail address

21

IG—iga—tmniu:s Inc.

4650 Nomis Canyon Road =« |

[

ISan Famon

[cA 04583

Tohn

[Smith

3284650

Ii.ﬂfn@gjgatmniu:s

Unigue customer identifier

Mame of the company

Company address, both street and number

The city in which the company is located
Postal code

First name of the contact person
Surname of the contact person

Fhone number of the contact perzon

E-mail address of the contact person

- . >
e  When finished, select the Submit Data & button to save any changes.

4-3 Search for Customer Records

The CRM Portal allows searching for customer records. Note that the system does not require
customer names to be unique. This is why it may be useful to search the customer list for existing
customer records before entering a new customer to ensure that the new entry will not duplicate the

existing records.

Follow these steps to search for customer records.

®  Select Search from the Customers menu in the navigation pane.

Customers

New custormer
List
Search

e  This will display the Search for Customers form.

o > .
e  Enter as many search criteria as necessary and select the Search & button to submit your
query. The results will be summarized in the Search Results form. Note that submitting a query
without any criteria will return the complete list of customers entered in the system.
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Search for Customers

Customer id

Company name

Company address

City

Contact person First name

Contact person Surname

Fhone number

E-mail address

| |
| |
| |
| |
Zip code | |
| |
| |
| |
| |

Status (*) Active ) Deleted
Has pending jobs ®ves O No
MatchiCase COives &) No

e Inthe Search Results form, you can view the services activated for a customer by selecting the

Show Service " icon. You may also update (by selecting the Modify Customer A icon) or
delete customer records (by selecting the Delete Customer £& jcons, see section 4-4).

4-4 Delete Customer Records

The Delete Customer 1 icon is used to delete customer records but only if there are no services
activated. In case a customer has services enabled, those services have to be deleted first to
enable deletion of customer records. Before customer records are deleted, a warning message
appears informing that you are about to delete customer records. Select OK to confirm delete
action.

Deleted customers are kept in the database however, and may be reactivated again. The list of
deleted customers may be displayed by selecting the Status option deleted in the Search for
Customers form.

To reactivate a deleted customer, follow these steps

e  Navigate to the Customers form

e  Select Search and select the Status option deleted in the Search for Customers form
® Inthe result list select the Modify Customer icon.

e  The customer record is activated again by selecting the Status option Active and Submit
button

To delete customer records permanently follow these steps.
e  Navigate to the Customers form
®  Select Search and select the Status option Deleted in the Search for Customers form.

e Inthe result list select the Delete Customer 11 icon. The customer record will be permanently
deleted from CRM Portal database.
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4-5 View Active Services

Follow these steps to view the services already available for a customer.

e  Select List from the Customers menu in the navigation pane to display the Customers form or
use a Search (see 4-3) to get a more manageable list to select from

Clicking on List displays all the existing customers and the state of their various services.

@ Customers

(4) customers found Page 1/1 G0 to page First  Previous [ —
Provisioning portal
e
—— T T R T
2 Tzl
Mew customer 4 2Com Lisa Ray 12934-291 0 0 In Progress 12
List - S Waiting Operator
Search 2 Total
3 ConceptWave Andersen H 9102-3841 ﬁ 0 In Progress 131
Settings e 1 Waiting Oparator
Skip activation is
defoul 7 Total
el 1 Gigz-tronics Inc John Smith 234-1423 ﬂ 0 In Prograss 13X
& Waiting Operater
1 Total
z HE Jimmi Skaria 0152-4231 f} 0 In Progress 13

0 Waitino Ooerator

The ‘Jobs’ column gives a summary of the states of various service requests requested by the
customer, represented by ‘Company Name’.

®  Select the Show Service @2 icon next to the customer whose active as well as pending
services you want to view. This will display the services (if any) already available for the
customer. You will see the names and types of services that have been activated, the dates
when service activation requests were submitted as well as the state of each activation request.

Customer Services
0D Bl
/
Contact person
1 Giga-tronics Inc Jahn Smith 234-1423
Provisioning partal
operator is admin Create New Services
layer2-VPN layer2-VPWS layer3-VPN
Mew customer L X a2
List pora a7 | b I\L
Search g . o,
ETTrE— o ' o
Skip activation is T T £}
default 67 ] 7] @b
Existing services (8) Page1/1 G to page First Previous Next Last
| | - e ] state Type Submitdate | Action Subservices | __|
1006  Engg_VPWS Waiting Operator layerz-VPWs 01/12/2010 None
8 1003 zEne Waiting Operatar Site 01/12/2010
1010 - DE Waiting Operator wpws-Attachment 01/12/2010
B 1007  aEnd Waiting Operator Site 01/12/2010
1008 = PE Waiting Operator wpws-Attachment 01/12/2010
1003 L2_Finance ok layer2-VEN 01/12/2010 X layer2-Site
5] 1013 Finance_Sita2 ok Sits 01/12/2010 None No subservices
1014 - PE Temporary Failure layer2- Attachment 01/12/2010 None
1004  Finance_Sitz1 ok Site 01/12/2010 7] INo subservices
1005 - PE Ok layer2-Attachment 01/12/2010 xE
1000 L3 _Sales VPN ok layer3-VBN 01/12/2010 [~ 4 layerd-Site ¥
B 1001  Sales Sitel ok Site 01/12/2010 None
1002 - Modify PE Wait Start Time layer3-Artachment 01/12/2010 None

Few states of a service are
Ok — The service is created successfully

PE Waiting Operator — Job is waiting in the queue for operator interaction. For example, the L2
VPLS service creation waits in add_I2_site job queue, VPWS service creation waits in
add_I2_vpws_site job queue and L3 service creation waits in add_I3_site_pe job queue.

PE Temporary Failure — The service activation failed because of some reason. In this case, the job
waits in the Failed_Jobs queue for operator to resolve and resubmit the service request, or to fail
the operation.

Modify PE Wait Start Time — When the service is planned for activation at a scheduled time.
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4-6 Service Order Management through FTA

The term “flow-through activation” in the service fulfillment parlance generally refers to end-to-end
fulfillment, beginning with service order entry and concluding with service activation of network
elements. An order management operator records the order, and all corresponding workflow
activities and associated tasks are subsequently completed without any human intervention. The
term FTA refers to flow-through activation through out the document in general.

4-6-1 Pre-requisites

VPN_SVP operating in FTA mode doesn’t remove the requirement/need of having the Equipment
Tree populated with the requested TP resources. One of the main pre-requisites prior to the service
orders management though FTA or otherwise is the population of Network Elements, in the
inventory. This can be achieved either through the process of manual creation using inventory as
described in chapter 3 or though the import utility [refer section 11-2 for more details on XML import
utility] or through the NNMi dataload process [refer chapter 12 for more details on dataload using
NNMi].

4-6-2 FTA Requests

Operators can submit service order request using FTA mode via the NBI provided by VPN_SVP
(refer ADM for the details on the format of service order requests and responses). Whether a
submitted request is to be treated like an FTA or non-FTA request is determined by the value of
FTA attribute in the service header. The presence of this attribute and value of this attribute being
set to ‘true’, indicates that, the request message has to be treated in FTA mode. In case this
attribute is absent in the service header or the value of this attribute is set to ‘false’ — the request
would be treated like a non-FTA or an interactive request.

4-6-3 Error Handling

For the service order requests submitted in FTA mode, the interactive problem control described in
section 10-1 and 10-2 is eliminated. In FTA mode problem control and management is assumed
performed separately from the activation process. To ease this process the service order response
messages includes extensive information about the nature and cause of the problem. Refer to ADM
section 4-4 for more details on the formats and contents of the response messages.

4-6-4 Service Order Requests using FTA

4-7

The complete details on request/response message format to be sent or received from VPN_SVP
NBI can be found in chapter4 of ADM. As already explained in the section 3.2 of ADM several types
of requests are by nature Flow-through and do not need any further information to be provided by
the network operator to complete irrespective of the Activation mode. These include
Creation/Deletion of VPNs and VPN Sites, Modifications of existing services attachments,
Enabling/Disabling of existing services and Removal of existing services. While the other services
like addition of an attachment require the inclusion of resources block/s in their requests.

Service Order through Adaptive Mode

The term Adaptive mode relies in the adaptability developed in the VPN_SVP 7.0 to work with any
external inventory system. By extending the existing “flow-through activation” now the incoming
requests may contain the information needed to populate the resources in the internal VPN_SVP
inventory prior to perform the activation.

4-7-1 Pre-requisites

46

VPN_SVP operating in Adaptive mode allows the inventory to be populated dynamically, thus,
minimal configuration is needed and there is no requirement/need of having the Equipment Tree
populated at all. The only pre-requisite is to set up the Adaptive environment by enabling such mode
in the Parameters Tree. As well all the catalog parameters should be populated in the Parameter
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Tree except for the “Layer 3 Parameters -> Address pools” that can be left empty since they can be
populated dynamically in the Adaptive mode.

Inventory Class Views  Instance Views
B i %8 SAVPN/Parameters X Edit Adaptive Mode Settings %
B _Parameters Update AdaptiveMode

= SP parameters
O Global-Net Name Value Description
I E* adminven

. AdaptiveModeEnabled * Enable Adapfive Mode
] Delayed activation
. Regions DynamicModeEnabled * | Enable Dynamic Adaptive Mode
) EXP mappings
m] ﬂ Workorder distribution
OK

e i

ok Queues

S Vlan ranges

TR L ranges

E Adaptive Mode Settings

« LSP parameters

«#  VPLS parameters

4]

':! VPWS parameters
".*— Layer 3 parameters
9]

«* Service multiplex parameters
T service mappings

f’i Action templates

o Upload templates

v Backup parameters

4-7-2 Adaptive Mode Requests

Operators can submit service order request using the Adaptive mode provided by VPN_SVP (refer
ADM sections 4-3, 4-4 and 4-7 for the details on the format of service order requests and responses
and adaptive mode).

4-7-3 Error Handling

As an extension of the FTA, the service order requests submitted in Adaptive mode, the interactive
problem control described in section 10-1 and 10-2 is eliminated. The service order response
messages includes extensive information about the nature and cause of the problem. Refer to ADM
section 4-4 for more details on the formats and contents of the response messages.

JE2 3 R e R 3 Y R S

4-7-4 Service Order Requests using Adaptive Mode

Adaptive mode is an extension of the FTA and thus to get the complete details on request/response
message refer to chapter 4 of ADM. Once the Adaptive mode is enabled, all incoming requests will
be processed prior to perform the steps needed for the activation, allowing the resources to be
created before use. The requests should set to “true” the FTA parameter in order to avoid any
possible interaction from the operator.
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5 Layer 2 VPN Services

The CRM Portal enables delivery of Layer 2 VPN (Virtual Private LAN Service or VPLS) services to
a customer.

Service delivery in CRM portal sums up to:

e CRM order operator locates customer in portal, optionally creates customer.
e  Selecting layer2-VPN service creation for customer.

e  Adding customer layer2-VPN sites to VPNs where the service is required.

e  Entering customer specific service parameters into form.

e  Submitting service request to HPSA (and the network operator).

Service Activation in HPSA portal requires the network operator to complete these tasks:
® |Interacting with a job,
e  Selecting Edge-router and port/interface for service attachment.
e  Submitting the selection to let HPSA configure the network for service delivery.

5-1 Layer 2 VPN Service Request in CRM
Portal

5-1-1 Enable Layer 2 VPN Service

Follow these steps to create a Layer 2 VPN service for a customer.
® Loginto CRM portal.

e  Search for the customer for which a service has to be added. (See 4-3 Search for Customer
Records for instructions.) Below is assumed that customer Giga-Tronics Inc. is selected.

. . e .
e Once the search results are displayed, select the Show Services " icon next to the required
customer. The Customer Services form will open showing the services (if any) activated earlier.

-.|1|/
&L

WS
e Toadd a Layer 2 VPN service, select the Layer2-VPN & “3 icon in the Create New Services
region. This will open the Create Service form.

Complete the service parameters:
e layer2 VPN Service ID is provided by the system.
e  Enter the name of the service in the VPN Name field: Financials.

e  From the drop-down list, select a value for the interface type field. In this scenario select port-
vlan. Available options include port, and port-vian.
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NOTE: The customer may choose between the two different UNI types, i.e. port and port-vlan.

If the option port is selected, your customer will exclusively use a full port on an access device.
The service provider will ensure that all L2 packets from one port will be forwarded to other L2
sites within the VPN. This corresponds to the MEF service type EP-LAN (Ethernet Private LAN,
see Table 2-2).

If the option port-vlan is selected, your customer may share a port with many other users or with
other services from the same customer site. The customer’s traffic will be VLAN tagged before
reaching the router to distinguish it from data from other services and/or from other users. All the
L2 packets bearing the specific VLAN tag will be forwarded to other sites within the same VPN.
This corresponds to the MEF service type EVP-LAN (Ethernet Virtual Private LAN).

In some cases, the traffic is not tagged from the customer site but a Multiplex unit may be inserted
between the customer’s LAN and the access device. The Multiplex unit has to be configured to
tag all traffic with the given VLAN tag that is also to be used when creating the service.

Within a VPN it is currently not possible to mix port and port-vlan interface types. If a VPN is of the
port-vlan type, then all the sites within the VPN must be of the port-vlan type.

If the UNI type port is selected, the encapsulation used on the access device will be QinQ
(802.1ad). This means that a provider (or service) Vlan tag will be added at the access port. When
the access device is an access switch in an access network, this service Vlan id will be used to
setup the attachment of the service from the UPE port to the N-PE port. The Inner customer
specific Vlan tags will not be visible or available for the activation of the service.

If the UNI type port-vlan is selected, the encapsulation used on the access device will be Vian
tagged (802.1q).

e |f the port-vlan interface type is selected, it informs VPN_SVP that the customer traffic for sites
in this VPN will be VLAN tagged. You will be prompted to select Enabled or Disable option for
the Fixed Vlan id field.

Enabling the Fixed Vlan id option informs VPN_SVP that all sites belonging to this port-vlan mode
VPN will by default be configured to use the same VLAN tag. This tag may be entered in the VLAN
id field (Customer selected) or the field may be left blank which indicates that the Provider will select
a common value (Provider selected).

NOTE: When the service is attached via an access network, the Fixed Vlan id option allows
multiple sites using the same Vlan id to be attached via the same access network (N:1 allocation).
Hence, inter-site traffic may be switched directly in the access network between sites in the
Layer2 VPN and not reach the N-PE router. The VPN_SVP does not currently support means for
specifying Private Vlan ids or other means to isolate the traffic among ports using the same Vlan
id within an access network.

Disabling the Fixed Vlan id option informs VPN_SVP that the routers may be configured to use
different VLAN ids for the customer traffic on different sites (which supports Vlan mapping).

NOTE: Even when the Fixed Vlan id option have been selected, it will still be possibly to select a
different Vlan id when provisioning the site service (Vlan mapping)

e  Select a value for the QoS Profile field from the drop down list. This value represents the
default site value when sites are being added.

e Inthe field Comments, you may add any service related notes, which will be forwarded to the
Service Activator and will be visible and possibly useful to the Network Operator throughout the
further activation process.

NOTE: The values VLAN id and QoS Profile, will be defaulted for all new sites added to the
VPN.
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layer2-VPN id 1020
VPN name |Financia|s
service type IW
Fixed VLAN id & Enabled  Disabled
VLAN id |
Qos profile IL2_STD_2[]_2[]_2[J_2[]_2[]j
Add your comments here .. | ;I
=

. - . .
®  Select the Submit & button in the bottom right hand corner of the form to proceed. An XML
message with the specified service parameters will be forwarded to Service Activator. You will
be returned to the Customer Services form where you will find the newly defined service.

First Previous Next Last

Existing services (1)

[| 1d - | Name | State | Type | _ Submit date -
1020 Financials ok layer2-wPN 12/10/2009 |Iayer2 Site vI 2

From this point, the new VPN service is visible in the HPSA inventory. You may log in to Service
Activator and navigate to the Inventory GUI’s SAVPN/ Services view to verify. (See section 5-3-1

for detailed instructions.)

5-1-2 Add Layer 2 VPN Sites

Sites can now be added to your Layer 2 VPN Service created in 5-1-1 Create Layer 2 VPN Service.
Follow these steps to add a site to the VPN service.

e Navigate to the Customer Services form.
e Locate the newly created Layer2 VPN ‘Financials’ in the Existing Services section

e  Select the Submit button in the Existing Services with Type layer2-VPN’ and Name
‘Financials’, to requests a Subservice of type ‘layer2-Site’ as indicated in the form.

Enter the L2 site-level parameter details in the Create service form:
e Layer2-VPN id and layer2-Site id are auto-allocated by the CRM system.
e  Enter the name of the site in the site name field. In this example this is entered as Headoffice.
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NOTE: The site name field may be entered in two ways: As an operator specified string in case of
a new site is to be created or by selecting an existing site name from the drop-down list.

When a new site name is entered, the site will be automatically created as part of the request
submitted to HPSA before the requested service then gets associated the site.

When an existing site is selected, the service will be added to the existing services, by using a
service specific Vlan id on the access port that previously was chosen when the selected site was
created. This is referred to as service multiplexing.

Not all combination of site services is permitted. Basically the existing site services, as well as the
new service, must be port-vlan based.

The CRM Portal does not keep the detailed network information and may not in all cases be able
to validate directly, if the selected service may be added using the specified Vlan id. As part of
handling the request in HPSA when it is submitted, a service validation (or feasibility check) will be
performed. If the check indicates that the service may not be added to the existing site, a reuse
error will be raised, which is assigned to the ‘Failure description’ parameter of the service.

e  Select the value ‘North-East’ for the field Region from the drop-down list and Location ‘Metropol
North-West'. These values indicate the region in the provider’s network which includes this
customer site and the location limits the selection of PE routers that will be used to provide the
service for this site.

NOTE: The VPN_SVP can only deliver Layer 2 VPN services on routers that support the VPLS
functionality. But both rfc4761 and rfc4762 types of VPLS functionality is supported. The PE
router attribute BGPDiscovery selects rfc4761 behavior. See e.g. section 3-5 .

e Even if the layer2 VPN was created with Fixed VLAN id enabled, it will be possible on a per
site basis to override this by enabling VLAN mapping. When VLAN Mapping is Enabled a
VLAN id entry field appears. Here the desired (Customer selected/agreed) VLAN tag may be
entered or if it is left blank, a provider selected value will be used. Provider selected VLAN tags
tend to be fixed (i.e. equal) for all sites of the VPN.

e  From the drop-down list, select a value for the rate limit field. This value represents the total
bandwidth allocated for this site attachment.

e  From the drop-down list, select a value for the QoS profile, e.g. the L2_STD_20.20.20.20.20
VPLS profile. The profile specifies how the selected bandwidth will be distributed among 5 CoS
(each gets 20%). The classification is based on the IEEE 802.1p bits and is defined in the
Inventory SAVPN/Parameters view, VPLS parameters section.
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Inventory Class Views  Instance Views

i SAVPN/Parameters %
= 0 Farameters
5P parameters
1 sp parameters

View TrafficClassifier

0 veLS parameters Hame Value Description
= Traffic classifiers Hame * [Z_gold  Name of the traffic classifier
J 12_any Customerid The id of customer-owner
| 12 hronze Layer® layer 2  Layer of traffic clazs (2 or 3)
O] 2_gald DSCPs Lizt of DSCP bitz delimited by comma
o Lizt of addresses fiters delimited by comma.
O 12_platinum Format is: protecol/fipimask:ports Examples
[ 12_silver Fitter are;
. tepeiM0.1.1.1/32:1521,udp: /M 0.1.0. 0028 4444-
WPLS fil !
[ profiles e

ﬂ VPWS parameters

CoSBits 45 List of [EEE 802.1 bitz delimited by comma
4 Layer 2 parameters

Compliance degree of discovered service

- .
Compliant * compliant parameter

% Service mappings
% Action templates
# upload templates
@i Backup parameters
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NOTE: QoS configuration is used to provide differentiated treatment of the traffic being
exchanged between the provider network and the customer site.

VPN_SVP supports up to 8 classes of services (CoS). The VPN_SVP QoS components consist
of Traffic classifiers and Profiles. The QoS profiles use the following naming convention

<name>_pl.p2.p3.p4.p5.p6.p7.p8

where the p1,..,p8 are values from 0-100 that represents the percentage of the requested rate
limit allocated each of up to 8 CoS. The sequences of CoS are as specified in the EXP mappings
table in SAVPN/Parameters. E.g. with 5 CoS defined, the EXP mappings could be

Class Name MPLS EXP CE DSCP Loss Priority Queue

Bezt-Effort 1 ] high bronze
Bronze 2 16 I bronze
Silver 3 24 Iy zihver
Gold 4 32 high goid
Platinurm 5 40 low goid

and the percentages would correspond to
pl ~ Best-Effort

p2 ~ Bronze

p3 ~ Silver

p4 ~ Gold

p5 ~ Platinum

and p6, p7and p8 will not be specified.

Hence, e.g. the profile L2_STD_20.20.20.20.20 associates 20% of the customer traffic with each
of the above 5 CoS.

The QoS profiles implements rate limiting of ingress traffic and shaping of egress traffic on the
Provider edge device.

Traffic classifiers determine which class data traffic belongs to. The techniques for this may be
quite varied from simply stating that all traffic belongs to a specific class, to inspecting each and
every packet and classify these individually (often implemented in router hardware).

VPN_SVP QoS supports configuration of the L2 classification based on 802.1 p-bit values (also
called CoS bits). The p-bit based classification allows you to specify a list of values (e.g. 4,5).

When the data traffic is forwarded into the MPLS core network, the CoS of the packet determines
the EXP bit value the MPLS packet will be marked with. This value is selected from the EXP
mappings table MPLS EXP column and is made part of the QoS profile configuration. From here it
is included by VPN_SVP as part of service activation.

e The Create service form includes a Scheduling information section. Most service requests
may be requested as timed services for which a start time and optionally an end time may be
specified. Leaving the start time empty means that the service request should be processes
immediately; leaving the end time empty means the service should stay activated (until
otherwise terminated by operator).
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Service information

VPN name (id)
layer2-Site id
site name
region
location

VLAN mapping

VLAN id

Financials {1020)

1022

|Headufﬁce j

IDenmark 'I
ICnpenhagen vI

¥ Enabled  Disabled

Parameters for QoS

rate limit
QoS profile
Best-Effort
Bronze
Silver
Gold

Platinum

Scheduling information

Imvl

|L2_STD_20.20.20.20.20 ~|

12_any 20 =
|2_bronze Iﬂ
12_silver Iﬂ
I2_gold 20 =
12_platinum 20 =

start time

end time

Comments

I Reset

I Reset

Kl L2
o

e  Select the Submit a button to forward the site service request to Service Activator. You will
be returned to the Customer Services form where you will find the new site added to the VPN
service. The form allows monitoring the progress of site-level activation.

Existing services (7)

Go to page First Previous Next Last

|| - Name | st | ___Type | submitdate | Acion | _ subservices | |

1037 Financials

[ 1038  Headoffice
1039

PE Waiting Operator

layer2-VeN 13/11/2010 X layer2-Site v

Site 13/11/2010 None Neo subservices

layer2-Attachment 13/11/2010 None
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NOTE: The CRM portal keeps the State of a service updated in the Customer services view:

e Request Sent - Indicates that an activation request has just been issued and sent to
Service Activator.

e In Progress - Indicates that the activation request is being process in Service
Activator.

e PE Waiting Operator — Indicates that the activation request is waiting for the
network operator interaction on HPSA and this State could persist for a
considerable time.

e  OK - Indicates that the activation has been completed.

e  Failures will initially be handled by the network operator on HPSA using the
ErrorHandler. Failed services will be in state Temporary Failure with no Actions
available. See chapter 10-2 for further information.

Having requested the customer’s site service, the network operator takes over the request and uses
Service Activator to perform the activation tasks. See 5-2-1 Activate PE Router for Layer 2 Service.

5-2 Layer 2 VPN Site Service Activation in
HPSA

5-2-1 Activate PE Router for Layer 2 VPN Site Service

The service request for the new site has now been received on HPSA. The request is posted on the
add_I2_site job queue. To deliver the L2 service, an operator must then interact with the job, select
the router and port for the service and physically connect the router.

If you can not locate the job in the add_I2_site queue, please see the note on regions and roles in
section 0.

Follow these steps to activate your PE router for the service requested in 5-1-2 Add Layer 2 VPN
Sites:

® Loginto Service Activator. Make sure your role will match the region ‘North-West’ selected for
the request

®  Select Jobs from the Work Area menu in the left navigation pane. This will display the Active
Jobs form.

®  Select the add_I2_site job queue.
e  Select and right-click the job to interact with. This will open a pop-up menu.

Active Jobs
add_I12_site(1) [T TG (2)|R ing Jobs|Scheduled Jobs
i |
Ve Info Service 1d_Jworkflow Node Description
", Select the PE
Customer:"Giga-tronics s
Inc.” WVPN:"Financials" 1023 L2VPN_ReserveResource Waiting Interact with Job =L Select_router_and_port router and the
- e — interface on the
Site:"Headoffice(1022)
selected PE router.
Stop Job
Change Roles
Stop Job (Forced)
Change Priority

° Select Interact with Job from the additional menu.

e  Select a router in the location of the customer’s site (only the routers located in the location will
be available in the drop-down list).

e  Select one of the free ports on the router (only free ports will be available in the Select Port
drop-down list)
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Interact with job: L2VPN_AddSite 3
. Start Date & Post Date & _
Job ID Workflow s ) st S o ) ate & Step Name Description Status
Time Time

Sat Now 13 Sat Nowv 13 Select the PE router and the
108308 L2VPN_ReserveResource 17:39:33 IST 17:39:33 IST Select_router_and_port interface on the selected PE Running
2010 2010 rauter.
Customer Name Giga-tronics Inc.
VPN Name Financials
Site Name Headoffice
UNITvpe VPLS-PortVian

Requested Rate limit 2M

Router Location Copenhagen

Select Router |C7600-1 (PE) v
Router Id 8

Select Port FastEthemet0/1 | VLAN:Provider Managed
Topology view |NNM L3 Neighbor View + |

Contact Person John Smith: 324-3451

Comment

15

In practice, an operator could now attach the cables that connect the customer site to the selected
port or assure that this has been completed, and select the Submit button. Service Activator will
proceed to activate and configure the selected port of the router.

NOTE: Ports which are already in use for Layer 2 port services are not listed in the drop-down list
for the Select Port field. Furthermore, if a customer has requested a port-vlan service, then only
the ports where the selected VLAN tag is not already in use will be listed.

NOTE: Ports which are already in use by other services will be validated against the Service
Multiplexing Parameter rules (see section 6-1-6 of ADM for more information). If the combination
of services is not allowed, a warning will appear and it will not be possible to submit the selection.
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5-3 View and Modify Layer 2 VPN Site Service
5-3-1 View Layer 2 VPN Site Service in HPSA Inventory

Once the new service has been successfully delivered, it is possible to locate the service in the
HPSA inventory GUI.
e Loginto Service Activator.
e  Navigate to the Inventory GUI window and select the SAVPN/Services view.
e  Expand the Customers branch to locate your customer Giga-tronics Inc.
e  Expand the Giga-tronics Inc. branch to view the VPN services.
e  Expand the Sites branch to view the sites and its service parameters.
e  Expand the Headoffice site
e  Expand the L2VPN: Financials branch
®  Select View on the L2SiteAttachment object

The service related parameters are displayed:

Inventory Class Views  Instance Views

e | SAVPN/Services % M Show L2SiteAttachment : 1039 &

o #t customers
=] i Customer: Giga-tronics Inc. View L2AccessFlow
ﬁ Layer 2 VPNs
& Layer 2 vPwss Name Value Description
ﬁ Layer 3 VPNs Customer Giga-tronics Inc.(22) Customer name (D}
Eléa Sites Name IEEITER T Name (ID) of the Attachment
é:__ﬂ\' Site: site Attachment({103%)
. X VPN Name(ld) Financiale{1037) Name(ID'} of the VPN the RC belongs to
[ i Site: Headoffice L S
ﬁ ) . Initiation Date 2010.11.13 17:39:33 Service intiation date
Elg L2vPN: Financials Activation Date 20101113 17:5823  Service activation date
[l ..# L2SiteAttachment : 1039 State oK State of service
= @ PE: C7600-1 Type initial-Attachment Type of service
| ,:/"J r FlowPoint :FastEthernet0/1.2500 (883) Contact Perzon John Smith: 324-3451 Customerz contact perzon
.nl Site: dzf Comments Comment
QoS data Siteld * 1038 Service Identifier for the Site
*’ Customer: css Vianid 2500 WVLAN Id u=ed for the AccezsFlow
Configuration Status of the PE Router (In
FEEEI 3 Progreszs, Partial, OK, lgnore)
Configuration Status of the Access
AccezzNW_Status Ignore Network (In Progress, Partial, OK,
lgnore)
X Iz VLAN mapping active on this
VLANMapping falze T
One of: Port or VPWS-PortVlan
TIEE2 VPLE-Portian (Ethernet], FrameRely, or PPP
< |

5-3-2 Modify Layer 2 VPN Site Attachment Service in CRM
Portal

Services can be modified in CRM Portal. In the example below, Rate Limit of the Layer 2 site
created in 5-1-2 Add Sites is changed.
e Loginto CRM Portal.

e  Find your customer Giga-tronics Inc. and open the Customer Services form. (See also 4-3
Search for Customer Records for navigation instructions).
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e In the Existing Services region of the Customer Services form, select the Modify Service “
icon next to the site ‘Headoffice’ you intend to update. This will open the Modify Layer2-
Attachment form.

Modify layer2-Attachment

Contact person E-mail address

21 Giga-tronics Inc. John Smith 328-4650 info@gigatronics.com

layer2-AttachmentId Headofficelayer2-Attachment (1023)
parameter to modify Modify QoS3 'l

Modify QoS

e  To modify the site rate limit, select Modify QoS from the drop-down list for the field Parameter
to modify.

®  Select a new rate limit for the site from the drop-down list. In the Scheduled Activation Time
field, it is possible to indicate the time when the change should take place. Leave the field blank
to get immediate activation.

layer2-AttachmentId Headofficelayer2-Attachment (1039)
parameter to modify Madify QoS v
rate limit 10M
128K
QoS profile 2ERK 20.20.20.20.20 «
12K
Best-Effort e 120 v| [2Mbps |
2M
Bronze T0M |20 V‘ |2|"u"|bps |
Silver 144 20 v | [2Mbps |
Gold 12_gold 120 v | |2Mbps |
Platinum 12_platinum |20 V‘ |2Mbp5 |
start time | B Reset
end time | ‘ Resat
periodic?
repeat
until | ‘ Reset

. -
e  When complete, choose the Submit & button.

Your site modify request will be forwarded to Service Activator. The request will start a workflow
which will handle the request and manage the router activation to deliver the requested service. No
further operator interactions is necessary as all required parameters are know, either from the
request message or from the Inventory of the existing service.

To view the result of site modification:
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Log in to Service Activator.

Navigate to the Inventory GUI window.

Select the SAVPN/Services view and expand the Customers branch.

Locate your customer and expand its branch.

Expand the Sites branch.

Select and expand the site which was modified in 5.4.2 Modify Service in CRM Portal.
Expand the L2VPN: Financials branch to which the site was added

Select the L2SiteAttachment to view the generic parameters like Vian id.

Expand the L2SiteAttachment branch to see the PE router onto which this service is attached.

Expand the PE router branch (PE: C7600-1) and select the Flowpoint of the service. The new
rate limit will be displayed in the Rate_Limit lines.

SOl SAVPN/Senices %, | M Show FlowPoint -FastEthemet0/1. 2500 (383
C# customers
= ﬁ Customer: Giga-tronics Inc. View L2FlowPoint
ﬁ Layer 2 VPNs
& Layer 2 vpwse Name Value Description
ﬁ Layer 3 VPNs TerminationPointld 283 ID of the Termination peint where Flow
= ﬁ Sites B point iz aszociated
é&é Site: site Attachmentld 1039 Service identifier for the attachment
. X . QoSProfile_in L2_STD_20.20.20.20.20 QoS profile for ingress traffic
= éﬁh Site: Headoffice CQoSProfile_out L2_STD_20.20.20.20.20 QoS profile for egress traffic
Oéh L2VPN: Financials RateLimit_in 10M RateLimit for ingress traffic
Bl ;& L2SiteAttachment : 1033 RateLimit_out 10M RateLimit for egress traffic

8% eE: c7600-1
0.7 r FlowPoint :FastEthernetd/1.2500 (883)
& Site: dof
QoS data

§ customer: css
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The CRM Portal enables delivery of Layer 2 VPWS (Virtual Private Wire Service or Point-to-Point)
services to a customer.

Service delivery in CRM portal sums up to:

Optionally creating and locating the customer in portal.
Selecting layer2-VPWS service creation.

Entering customer specific service parameters into form.
Submitting service request to HPSA (and the network operator).

Service Activation in HPSA portal requires the network operator to complete these tasks:

Interacting with a job.
Selecting Edge-router and port/interface for service attachment.
Submitting the selection to let HPSA configure the network for service delivery.

6-1 Layer 2 VPWS Service Request in CRM

Portal

6-1-1 Enable Layer 2 VPWS Service

Follow these steps to create a Layer 2 VPWS service for a customer.
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Log in to CRM portal.

Search for the customer for which a service has to be added. (See 4-3 Search for Customer
Records for instructions.) Below is assumed that customer Giga-tronics Inc. is selected.

Once the customer search results are displayed, select the Show Services ' icon next to the
required customer. The Customer Services form will open showing the services (if any)
activated earlier.

&
To add a Layer 2 VPWS service, select the Layer2-VPWS icon in the Create New
Services section. This will open the Create Service form.

VPWS services are characterized by interconnecting exactly two sites, aEnd and zEnd. Hence, the
form requires the VPWS service name and the two sites names to be provided.

Complete the service parameters:

Layer2 VPWS Service ID is provided by the system.
Enter the name of the service in the VPWS Name field: CPH-STK

Select a QoS profile from the drop-down list. For VPWS only a single CoS is supported. E.g.
select vpws_0.0.0.100.0 to select Gold class.
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Service information

VPWS name (CPH-STK
|__|
QoS profile vpws 0000100 ¥

I_ oo ] faws |

site name |Cgpenhagen i |St0ckh0|m i

site attachment id

service type

|—_|
Cupen hagen Stockhulm
Scheduling information

start time

I—I__I

LummentE

L -

| —)
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NOTE: QoS configuration is used to provide differentiated treatment of the traffic being
exchanged between the provider network and the customer site.

VPN_SVP supports up to 8 classes of services (CoS). The VPN_SVP QoS components consist
of Traffic classifiers and Profiles. The QoS profiles use the following naming convention

<name>_pl.p2.p3.p4.p5.p6.p7.p8

where the p1,..,p8 are values from 0-100 that represents the percentage of the requested rate
limit allocated each of up to 8 CoS. The sequences of CoS are as specified in the EXP mappings
table in SAVPN/Parameters. E.g. with 5 CoS defined, the EXP mappings could be

Class Name MPLS EXP CE DSCP Loss Priority Queue

Bezt-Effort 1 ] high bronze
Bronze 2 16 I bronze
Silver 3 24 Iy zihver
Gold 4 32 high goid
Platinurm 5 40 low goid

and the percentages would correspond to
e pl ~ Best-Effort

e p2~ Bronze

e p3~ Silver

e p4~ Gold

e p5 ~ Platinum

and p6, p7and p8 will not be specified.

Hence, e.g. the profile vpws_0.0.0.100.0 associates 100% of the customer traffic with the Gold
CoS. The VPWS QoS profiles implements rate limiting of ingress traffic.

Multiple CoS can not currently be associated a VPWS service. Currently only a single CoS is
supported which may be any one of the defined CoS. This means that all traffic from the customer
site belongs to a single specific CoS, As all traffic is associated a single CoS no classification is
required. Hence all traffic (100%) is associated a dummy vpws_any classification.

When the data traffic is forwarded into the MPLS core network, the CoS of the packet determines
the EXP bit value the MPLS packet will be marked with. This value is selected from the EXP
mappings table MPLS EXP column and is made part of the QoS profile configuration. From here it
is included by VPN_SVP as part of service activation.

e  Select the rate limit from the drop-down list
e  Enter the site name for aEnd and for zEnd, e.g. Copenhagen and Stockholm
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NOTE: The site name field may be entered in two ways: As an operator specified string in case of
a new site is to be created or by selecting an existing site name from the drop-down list.

When a new site name is entered, the site will be automatically created as part of the request
submitted to HPSA before the requested service then gets associated the site.

When an existing site is selected, the service will be added to the existing services, by using a
service specific Vlan id on the access port that previously was chosen when the selected site was
created. This is referred to as service multiplexing.

Not all combination of site services is permitted. Basically the existing site services, as well as the
new service, must be port-vlan based.

The CRM Portal does not keep the detailed network information and may not in all cases be able
to validate directly, if the selected service may be added using the specified Vlan id. As part of
handling the request in HPSA when it is submitted, a service validation (or feasibility check) will be
performed. If the check indicates that the service may not be added to the existing site, a reuse
error will be raised, which is assigned to the ‘Failure description’ parameter of the service.

® The layer2 VPWS site service id are provided by the system

e From the drop-down list, select a value for the interface type (or UNI type) for each of the two
sites. In this scenario select Ethernet. Available options include Ethernet, FrameRelay and PPP.

e Forinterface type Ethernet, two service types may be selected, port and port-vian. If service
type port-vlan value is selected, it informs VPN_SVP that the customer traffic for the two sites in
this VPWS will be VLAN tagged. Enter the Customer VLAN Id or leave the VLAN Id field
empty to let the VPN_SVP configure a provider allocated valued.

e  Forinterface type FrameRelay, a customer DLCI value must be entered or leave the DLCI
field empty to let the VPN_SVP configure a provider allocated valued.

NOTE: For Ethernet interfaces, the customer may choose between the two different types of
services, i.e. port and port-vian.

If the option port is selected, your customer will exclusively use a full port on an access device.
The service provider will ensure that all L2 packets from one port will be forwarded to the other
site in the VPWS.

If the option port-vian is selected, your customer may share a port with many other users. The
customer’s traffic must be VLAN tagged before reaching the access device to distinguish it from
other users’ traffic. All the L2 packages with this specific VLAN tag will be forwarded to the other
site in the same VPWS.

Within a VPWS it is not possible to mix both port and port-vlan service types.

The following combinations of heterogeneous service types are supported (if the vendor
equipment otherwise supports it):

Eth Port—Eth Port

Eth PortVlan—Eth PortVlan, FR, PPP
FR«<Eth PortVlan, FR, PPP
PPP—Eth PortVlan, FR, PPP

e  Select the value ‘Denmark’ and ‘Sweden’ for the field region from the drop-down list and
location ‘Copenhagen’ and ‘Stockholm’ (assuming that these regions and locations have been
created as described in section 1-1 ). These values indicate the region in the provider's network
which covers the customer site and the location limits the selection of PE routers that will be
used to provide the VPWS service, to that location (or POP).

e Inthe field Comments, you may add any service related notes, which will be forwarded to the
Service Activator and will be visible to the Network Operator throughout the process of
activation.

e The Create service form includes a Scheduling information section. Most service requests
may be requested as timed services for which a start time and optionally an end time may be
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specified. Leaving the start time empty means that the service request should be processes
immediately; leaving the end time empty means the service should stay activated

e  Select the Submit button in the bottom right hand corner of the form to forward the site
service request to Service Activator. An xml message with the selected service parameters will
be forwarded to Service Activator. You will be returned to the Customer Services form where
you will find the newly defined service being In Progress.

Existing services (8) Page 1/1 Go to page First Previous Next Last
[ [1d - Name | state [ Type | Submitdate [ Action | Subservices | |
1042 CPH-STK Waiting Operator layer2-vPWs 13/11/2010 Naone
El 1045 Stockholm Waiting Operator Site 13/11/2010
1048 - PE Waiting Operator vpws-Attachment 13/11/2010
El 1043 Copenhagen Waiting Operator Site 13/11/2010
1047 - PE Waiting Operator vpws-Attachment 13/11/2010

®  The form allows monitoring the progress of the site-level activation.

e When requesting a service where a new site is specified (and not an existing site selected) an
create site request is automatically submitted before the request for the service specific site
attachment is submiited.

NOTE: The CRM portal keeps the State of a service updated in the Customer services view:

® Request Sent - Indicates that an activation request has just been issued and sent to
Service Activator.

® In Progress - Indicates that the activation request is being process in Service
Activator.

® PE Waiting Operator — Indicates that the activation request is waiting for the
network operator interaction on HPSA and this State could persist for a
considerable time.

e OK - Indicates that the activation has been completed.

e  Failures will initially be handled by the network operator on HPSA using the
ErrorHandler. Failed services will be in state Temporary Failure with no Actions
available. See chapter 10-2 for further information.

Having requested the customer’'s VPWS service, the network operator takes over the request and
uses Service Activator to perform the activation tasks. See 6-2-1 Activate PE Router for Layer 2
VPWS Service.

6-2 Layer 2 VPWS Service Activation in HPSA
6-2-1 Activate PE Router for Layer 2 VPWS Service

The service request for a VPWS service has now been received in Service Activator. The request is
posted on the add_[2_vpws_site job queue. To deliver the L2 VPWS service, a network operator
must interact with the job for the aEnd; select the router and port for attachment of this site service.
Following this, a network operator must then interact with the job for the zEnd, select the router and
port for that service. It is assumed that the customer sites are physically attached to the respective
Edge devices.

Follow these steps to activate your PE router for the service requested in 6-1-1 Enable Layer 2
VPWS Service:

e Login to Service Activator; if you login as user ‘dk, your role will match the region ‘Denmark’
selected for the aEnd part of the request
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e  Select Jobs from the Work Area menu in the left navigation pane. This will display the Active

Jobs form.

e  Select and right-click the job to interact with. This will open a pop-up menu.

Active Jobs
add_12_vpws_site(1) [Slia0]| G ’2)| i JobsISc' dul JJobsl
| |

. . . . . Nod
VPN Info Service Id |Workflow Status Start Time Post Time Step oas .
Description

Customer: "Giga-tronics Inc. Folloeh e
(21)" VPWS:"CPH-STK e Interact with Job 2009

{1035)" Site:"Copenhagen 1035 L2VPWS_ReserveResource Waiting s BM Select_router_and_port ?hn;:l p_:)rt for
{1038)" site

Stop Job

Change Roles

Stop Job (Forced)

Change Priority

®  Select Interact with Job from the pop-up menu.

Select a router in the customer site region (only the routers located in the region will be
available in the drop-down list).

[ Select one of the available interfaces on the router.

In practice, an operator would now attach the cables that connect the customer site to the selected
interface, and select the Submit button. Service Activator will proceed with activation and
configuration of the selected interface of the router.

When the aEnd has been completed as described above, the zEnd job will appear in the jobs view
of operators having a role associated the corresponding region.

® Loginto Service Activator; if you login as user ‘se’, your role will match the region ‘Sweden’
selected above for the zEnd part of the request.

° Proceed as described above for the aEnd
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Interact with job: L2VPWS_ReserveResource [ﬁ fa
Job ID Workflow Start Date & Time | Post Date & Time Description
Sat Nov 13 Sat Nov 13

Select router and

108378 L2VPW5_ReserveResource 18:25:23 IST 18:25:23 IST Select_router_and_port port for the site

2010 2010

Running

Customer Name Giga-tronics Inc.
VPWS Name CPH-STK Id: /042
Site Name Copenhagen
Requested Rate limit 2M

Router Location Copenhagen

Region Denmark

Select Router |Juniper-1 (PE) v
Router Id 6

UNITyvpe Port

Select interface fe-0/0/0

Topology view |NNM L3 Neighbor View

Contact Person John Smith: 324-3451

Comment

NOTE: Interfaces which are already in use for Layer 2 services are not listed in the drop-down list
for the Select interface field. Furthermore, if a customer has requested an Ethernet port-vian
service, then only the interfaces where the selected VLAN tag is not already in use will be
displayed.

In the case an Ethernet type of interfaces is to be selected, note that if the requested rate limit is
less than 2Mb, interfaces with bandwidth higher than 10Mb are not displayed.

NOTE: Ports which are already in use by other services will be validated against the Service
Multiplexing Parameter rules (see section 6-1-6 of ADM for more information). If the combination
of services is not allowed, a warning will appear and it will not be possible to submit the selection.

6-3 View and Modify Layer 2 VPWS Service

6-3-1 View Layer 2 VPWS Service in HPSA Inventory
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Once the new VPWS service has been successfully delivered, it is possible to locate the service in
the HPSA inventory.

e Log into Service Activator.

e Navigate to the Inventory GUI window and select the SAVPN/Services view.
e  Expand the Customers branch to locate your customer Giga-tronics Inc.

e  Expand the Giga-tronics Inc. branch to view the services.

e  Expand the Layer 2 VPWS branch

e Expand the VPWS service: CPH-STK and expand one of the two sites



e  Select View on the Connection object

The service related parameters are displayed

Inventory Class Views  Instance Views
S| SAVPN/Senvices %

Eﬂﬁ Customers
E § customer: Giga-tronics Inc.
&h Layer 2 VPN
& Layer 2 vPwss
& Layer 3 vPNs
4% Sites
ﬁ'ﬁ Site: site
ﬁ'ﬁ Site: Headoffice
& site: dzf
= ﬁﬂfﬁ Site: Copenhagen
Bdh vews: crH-5TK
Bl o VPWS SiteAttachment : 1047
E % PE: Juniper-1

&% Site: Stockholm
QoS data
b customer: css

0.7 r FlowPoint : fe-0/0/0 (610)

Ml Show FlowPoint - fe-0/0/0 (610) %

Layer 2 VPWS

QoSProfile_in vpws_0.0.0.0.100
QoSProfile_out vpws_0.0.0.0.100
RateLimit_in |
RateLimit_out 20

View L2FlowPoint
Name Value Description
TerminationPointid ID of the Termination point where
610 - )
* Flow point iz azzociated
Attachmentid 1047 Service identifier for the

attachment

QoS profile for ingress traffic
QoS profile for egress traffic
RateLimit for ingress traffic
RateLimit for egress traffic

6-3-2 Modify Layer 2 VPWS Service in CRM Portal

Services can be modified in CRM Portal. In the example below, Rate Limit of the Layer 2 VPWS site
created in 6-1-1 Enable Layer 2 VPWS Service is changed.

e Loginto CRM Portal.

®  Find your customer Giga-tronics Inc. and open the Customer Services form

e In the Existing Services region of the Customer Services form, select the Modify Service
icon next to the VPWS service ‘CPH-STK’ you intend to update. This will open the Modify

Layer2-VPWS form.

Existing services (5) Page 1/1 Go to page First Previous Next Last

-E-IIHE_ Submit date | Action | Subservices | |
1035 CPH-STK layer2-vPwWs 15/10/2009 (e ] X BT

1038 Stockholm Ok Site 15/10/2009

1036 Copenhagen ok Site 15/10/2009

e  To modify the site rate limit, select Modify Rate-limit from the drop-down list for the field

Parameter to Modify.

layer2-VPWSId

parameter to modify

CPH-5TK (1035)

Rate-limit |
| Select modify_
‘Rate-limit

e  This will open the Modify rate-limit form

®  Select a new rate limit for the site from the drop-down list. In the Scheduling information field,
it is possible to indicate the time when the activation should take place. Leave the field blank to

get immediate activation.
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layer2-VPWSId CPH-STK (1035)

parameter to modify IRatE-Iimit "I

rate limit 128Kbps 1|rI
Aoaiops

hBKbps
start time 512Kbi5 Reset
end time 2Mbps Reset
10Mbps
periodic? 144Mbps
repeat I Daily "I
until I Reset

>
e  When complete, choose the Submit & button.

Your request to modify the site will be forwarded to Service Activator. The request will start a
workflow which will handle the request and manage the router activation to deliver the service
request without the need of any network operator interactions.

To view the result of site modification:

e Loginto Service Activator, navigate to the Inventory GUI window and select the
SAVPN/Services view.

e  Expand the Customers branch to locate your customer Giga-tronics Inc.

e  Expand the Layer 2 VPWSs branch to view the VPWS services.

e Expand the CPH-STK service and select the site which was modified in section 6-3-2
®  Select View on the Connection object. The service related parameters are displayed.

®  Select the L2ZVPWSSiteConnction object to view the connection parameters. The new rate limit
will be displayed in the Rate Limit line.
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Inventory Class Views  Instance View: I

A |m_' Show FlowPuoint :

=] ﬁ Customers

E § customer: Giga-tronics Inc. View L2FlowPoint
&8 Layer 2 VPNs
& Layer 2 vPwss Name Value Description
ﬁ Layer 3 VPNs TerminationPointid &0 ID of the Termination point where
= Sites * Flow point iz azzociated
B site: site Attachmentd 1047 i::;':;e "::“t'ﬁer wricz
% Site: Headoffice QoSProfie_in vpws_0.0.0.0.100 QoS profile for ingress traffic
&4 site: dof QoSProfie out  vpws_0.0.0.0.100 QoS profie for egress traffic
=] % Site: Copenhagen RateLimit_in 1M RateLimit for ingress traffic
= ﬁ WEWS: CPH-STK RateLimit_out 1M RateLimit for egress traffic

Bl o VPWs SiteAttachment : 1047
= % PE: Juniper-1
0.4 r FlowPeint : fe-0/0/0 (510)
& Site: Stockhalm
Qos data

b customer: css
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The CRM Portal enables delivery of Layer 3 VPN services to a customer.

Layer 3 VPN Service activation in the CRM portal sums up to:

CRM order operator locates customer in portal, optionally creates customer,
Selects layer3-VPN service creation for customer,

Adds customer layer3-VPN sites to VPNs where the service is required.
Enters customer specific service parameters into forms.

Submits service request to Service Activator (and the network operator).

Service activation in the HPSA portal requires the network operator to complete these tasks:

Interacting with a job,

Selecting provider Edge-router and port/interface for service attachment.
Optionally selecting customer edge (CE) routers for managed customer sites.
Submitting the selection to let HPSA configure the network for service delivery.

7-1 Layer 3 VPN Service Request in CRM

Portal

7-1-1 Enable Layer 3 VPN Service

Follow these steps to enable Layer 3 VPN service for your customer.
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Log in to CRM portal.

Search for the customer Baldor Electric Company (which we assume has already be created
according to the instructions in chapter 1) for which a L3 service has to be enabled. (See
section 4-3 Search for Customer Records for instructions.)

Select the Show Services " icon next to the selected customer. The Customer Services form
will open showing the services (if any) activated earlier.

2
i

To add a layer 3 VPN service, select the layer3-VPN pe-sp icon in the Create New Services
area. This will open the Create Service form.

Complete the service parameters:

The layer3-VPN id is generated uniquely by the CRM portal system.
Enter the name of the service in the VPN Name field: Sales.

Select the VPN topology type from the drop-down list. Your customer requests the Hub and
Spoke topology.
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NOTE: VPN_SVP supports different layer3 VPN topologies: Full mesh and Hub and spoke.

Fully meshed topologies consist of sites having symmetric connectivity: Any site may
communicate with any other site.

But for Hub-and-spoke topologies sites are having “anti-symmetric” connectivity: a hub site may
communicate with any spoke (and possibly other hubs) but spoke sites may only communicate
with the hub(s). The Hub-and-spoke topology that VPN_SVP supports is what is also known as
‘Central services’ topology.

Fully meshed topologies may be selected for VPNs where all sites needs to exchange information
with each other.

Hub-and-spoke topologies may be used, when sites from different customer VPNs needs access
to shared services avoiding connectivity between the sites, e.g. for Internet access.

e  Select the address family either IPv4 or IPv6 depending on the need of the customer..

®  The values of QoS_profile dropdown list will depend on the address family. Select the default
QoS profile of the service from the drop down list. This value will be passed onto all new sites in

the VPN.
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NOTE: QoS configuration is used to provide differentiated treatment of the traffic being
exchanged between the provider network and the customer site.

VPN_SVP supports up to 8 classes of services (CoS). The VPN_SVP QoS components consist
of Traffic classifiers and Profiles. The QoS profiles use the following naming convention

<name>_pl.p2.p3.p4.p5.p6.p7.p8

where the p1,..,p8 are values from 0-100 that represents the percentage of the requested rate
limit allocated each of up to 8 CoS. The sequences of CoS are as specified in the EXP mappings
table in SAVPN/Parameters. E.g. with 5 CoS defined, the EXP mappings could be

Class Name MPLS EXP CE DSCP Loss Priority Queue

Best-Effort 1 8 high bronze
Bronze 2 16 Iy bronze
Silver 3 24 Iy zihver
Gold 4 32 high gold
Platinurm 5 40 low goid

and the percentages would correspond to
e pl ~ Best-Effort

e p2~ Bronze

e p3~ Silver

e p4~ Gold

e p5 ~ Platinum

and p6, p7and p8 will not be specified.

Hence, e.g. the profile I3_simple_0.0.0.100.0 associates 100% of the customer traffic with the
Gold CoS.

The QoS profiles implements rate limiting of ingress traffic and shaping of egress traffic on the
Provider edge device.

Traffic classifiers determine which class data traffic belongs to. The techniques for this may be
quite varied from simply stating that all traffic belongs to a specific class, to inspecting each and
every packet and classify these individually (often implemented in router hardware).

VPN_SVP QoS supports configuration of the L3 classification to be based either on DSCP values
or on IP addresses and TCP/UDP ports in the packet headers. The DSCP based classification
allows you to specify a list of DSCP values (e.g. cs4,csb), filter based classification supports the
format: protocol://ip/mask:ports (e.g. tcp://10.1.1.1/32:1521 or
udp://2001:db8:3c4d:15:0::2000/124:1456 in case of IPv6 based filters).

When traffic is forwarded into the MPLS core network, the CoS of the packet determines the EXP
bit value the MPLS packet will be marked with. This value is selected from the EXP mappings
table in SAVPN/Parameters view in the Inventory GUI and configured by VPN_SVP as part of
service activation.

e  Select the VPN topology type from the drop-down list. Your customer requests the Hub and

Spoke topology.

®  Select Yes for the Managed CE Router field from the drop-down list. The value will default to

the sites which will be added to the VPN service later on; however it can be changed at the site
level. Selecting No implies that the customer themselves manages the CE routers, and the
provider will only supply configuration values (work-orders) required for the correct attachment
of the CE routers.
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Select Both for the Activation Scope field. This value instructs Service Activator which edge
devices have to be configured. The options include PE_only, CE_only, and Both. If the PE_only
or CE_only value is selected then only the specified router is configured initially - it is still
possible to continue and complete the activation process of the edge devices at a later point.

In the field Comments, you may add any service related notes, which will be forwarded to the
Service Activator and will be visible to the network operator throughout the process of
activation.

Service information

layer3-¥PN id 1003
¥PN name ISaleS
¥PN topology IFull mesh -
address family I\F‘Wi 'l
QoS profile |\3_Simp|E_D.D.D 1000 =
managed CE routers m
activation scope IEIDth 'l
Add your comments here... | ﬂ
=

. > . .
Select the Submit & button in the bottom right hand corner of the form to proceed. An xml|
message with the specified service parameters will be forwarded to Service Activator. You will
be returned to the Customer Services form where you will find the newly defined service.

7-1-2

Existing services (1) Page 1/1 o to page ||

1003 Sales ok layer3-YPH 150472012 WX layer3-Site ¥

Add Layer 3 VPN Sites

Sites can now be added to the VPN service enabled for your customer in section 7-1-1 Enable
Layer 3 VPN Service.

Follow these steps to add sites to the service:

Navigate to the Customer Services form.
Locate the newly created Layer3 VPN ‘Sales’ in the Existing Services section

Select the Submit button in the Existing Services with Type layer3-VPN’ and Name
‘Sales’, to requests a Subservice of type ‘layer3-Site’ as indicated in the form.

This brings up the Create Services form in which you must enter the layer3 site service related
parameters.

layer3-Site id is generated uniquely by the CRM portal system.
Enter the name of the site in the site name field. In this example this is Sales1.
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NOTE: The site name field may be entered in two ways: As an operator specified string in case of
a new site is to be created or by selecting an existing site name from the drop-down list.

When a new site name is entered, the site will be automatically created as part of the request
submitted to HPSA before the requested service then gets associated the site.

When an existing site is selected, the service will be added to the existing services, by using a
service specific Vlan id on the access port that previously was chosen when the selected site was
created. This is referred to as service multiplexing.

Not all combination of site services is permitted. Basically the existing site services, as well as the
new service, must be port-vlan based.

The CRM Portal does not keep the detailed network information and may not in all cases be able
to validate directly, if the selected service may be added using the specified Vlan id. As part of
handling the request in HPSA when it is submitted, a service validation (or feasibility check) will be
performed. If the check indicates that the service may not be added to the existing site, a reuse
error will be raised, which is assigned to the ‘Failure description’ parameter of the service.

e Selectregion value Denmark and the location value Copenhagen from the drop-down lists.

These values indicate the region in the provider’s network which covers this customer site.
Locations limit the selection of PE routers that will be used to provide the service for this site.

e  Select the 512Kbps value for the field rate limit from the drop-down list to specify customer site

access rate.

®  Select the silver QoS Profile value 13_simple_0.0.100.0.0. The service-level value was

defaulted from the VPN set up to I3_simple_0.0.0.100.0 for the site; however it can be changed
at the site level.

e  Select the “Spoke” value for the site connectivity type. A site can either work as a spoke, as

hub or as a meshed site. When the VPN topology is chosen as ‘Hub and spoke’ only values
Hub or Spoke may be selected.

e  Select Yes for the field managed CE router. The service-level value was defaulted from the

VPN set up to No for the site; however it can be changed at the site level.

NOTE: A managed CE router represents a CE router managed, and typically owned by the
provider. Otherwise the CE router is managed and typically owned by the customer and the
provider will not access nor configure the customer CE.

In both cases, the provider allocates important resources for the CE router to become attached to
the provider’s network and this information is needed when the CE router is being installed and
pre-configured.

In the managed CE case, only the initial configuration allowing connectivity to the CE router is
necessary to manually complete, the final activation is done by VPN SVP.

e If the CE router is selected as managed, it is possible to select CE Based QoS as either

Disabled or Enabled. When selected as Enabled, customer traffic will be classified and rate
limited on the CE router. The traffic will be marked using DSCP values and on the PE router it
will be re-classified and marked with corresponding EXP bits.

e  Select Both in the field activation scope. The service-level value is defaulted to the site;

however it can be changed at the site level.
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NOTE: The activation scope controls the activation process of an L3 VPN site:

e Both
The activation process is to include activation of both the PE and the CE routers.
The request will be in State In progress until the PE and CE activation processes
are both complete.

e PE only
The process is to include activation of only the PE router. It will be optionally to
follow up be selecting the sub-service: Start CE activation at a later time

e CEonly
The process is to include activation of only the CE router, at least initially. It is
assumed, that the PE process will be selected later when the CE router is ready at
the customer premises, by selecting the sub-service: Start PE activation or in case
of a managed CE by selecting: Start PE and CE activation.

e  Value for the field address family would be either IPv4 or IPv6. This value will be defaulted to
the same chosen during the creation of VPN and you will not be able to modify this value on the
site level.

e  Select a protocol value for the field PE-CE routing. Select e.g. RIP as the routing protocol
between the PE and CE routers.

NOTE: VPN_SVP supports RIP, OSPF, eBGP and Static routes in the case of IPv4. For some of
the supported routing protocols, additional information must be provided:

O OSPF: Customer area id must be supplied
o BGP: Customer ASN must be supplied
o Static routes: The specific static route entries must be provided

Static routes add by VPN_SVP will use the CE interface address as the ‘next hop’ address and
metric 2.

When BGP is selected, an optional prefix-limit is supported.
In case of IPv6 VPN _SVP supports only OSPF, eBGP and Static routes.
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NOTE: With BGP, the default prefix-limit set is 50. If the prefix-limit exceeds 1000, the value has
to be approved by Admin/Manager. That is, these jobs are posted on the confirm_eBGP_limit
gueue for the admin operator interaction.

Active Jobs

add_|3_site_pe(1) {10 -GS S T T ] cnlltroller_queue(4)IRunning JobslScheduIed ansl

VPN Info Workfow Noge Descrpton
P~ Confirm operator

Customer:"Giga-tronics Inc.

(22)" VPN:"LargeVPN(1075)" 1084 L3VPN_ReserveResource Waiting gﬂ;’;};} iﬂlu Q-quu-lgiing Confirm_eBGP_Limit ;Ea'ifrt:udmaggﬁx

Site:"higSite3(1083)" 1221 i

value

Interact with the job in this queue to get the below form.

Interact with job: L3VPN_AddSite_PE

. Start Date & Post Date & .
Job ID Waorkflow . = o= = Step Name Description Status
Time Time

Sun MNowv 14 Sun Nov 14 Confirm operator selected
108831 L3WPN_ReserveResource 20:55:02 IST 21:00:04 IST Confirm_eBGP_Limit BGP Maximum Prefix Running
2010 2010 value

Customer Name (Id) Giga-tronics Inc. (22
VPN Name (Id) LargeVPN (1075)
Site Name (Id) bigSite3 (1083)

Maximum prefix:

If admin Confirms the maximum prefix value, the job proceeds with the activation task. However, if
the admin Refuses the maximum prefix value, the service creation operation Fails.

®  Select a value for the field PE-CE address pool from the selection list, e.g. PE-CE Default.

Address pools are created in the HPSA Inventory GUI SAVPN/Parameters view alternatively
PE-CE Default IPv6 is created in the case of IPv6. The selection of the proper pool is important
to avoid potential collision with the existing numbering scheme used at the customer’s site. See
[ADM] for more information about this issue.

. > . . . . .
®  Select the Submit & button to forward the site service request to Service Activator. You will

be returned to the Customer Services form where you will find the new site entry added to the
selected VPN service.

e HPSA communicates messages back to CRM portal about the progress of each activation

requested which is indicated in the State column of the Customer Services view requests.

NOTE: The CRM portal keeps the State of a service updated in the Customer services view:

e Request Sent - Indicates that an activation request has just been issued and sent to
Service Activator.

e In Progress - Indicates that the activation request is being process in Service
Activator.

e PE Waiting Operator — Indicates that the activation request is waiting for the
network operator interaction on HPSA and this State could persist for a
considerable time.

e OK - Indicates that the activation has been completed.

e  Failures will initially be handled by the network operator on HPSA using the
ErrorHandler. Failed services will be in state Temporary Failure with no Actions

available until handled by the network operator. See chapter 10-2 for further
information.
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Service information

¥PN name {id}

Sales (1003)

layer3-Site id 1004
site name |Sa\es1 j
region lm
location IW
rate limit lm
QoS profile lm
Silver 13_any lm W
managed CE routers m
CE based QoS Disabled »
activation scope lm
address family lm

PE-CE address pool

PE-CE routing

PE-CE Default =

RIF

Scheduling information
Reset

Reset

start time

end time

&
=

NOTE: The layer3 Customer Site service is actually constructed from two services:

A layer3-Site service that represent the Customer site

A layer3-Attachment service that represent the interconnection between the customer site and the
provider network.

When submitting a layer3 Site service request, both the Site and the Attachment requests are
actually submitted.

The layer3-Site request completes without any need of network operator interaction.

The layer3-Attachment request needs the HPSA network operator to appoint the edge device and
interface information, so this request enters ‘Waiting Operator’ state until this has been selected.

The view below illustrates how this is displayed in the CRM portal.

Existing services (3) [,-otupage. First  Previous Next  Last
[ [ IName | s | Twe | submitdate  [Acin | subservies | |
003 Sales ok leyer Ve 15/04/2012 Qaxe ley2i3-Ste
B 04 salest 0k Site 16/04/2012 Hone
s - PE CE Waiting Operator layer3-Attachment 16/04/2012 Hong

The service delivery process continues with the activation task on the HPSA portal. See section 7-2
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NOTE: VPN_SVP implements two generic processes for service activation. One process requires
the network operator to supply extra information in HPSA and the other process is flow-through in
nature and requires no interaction.

Addition of site services generally requires the network operator to select the point of attachment
of the service, i.e. the edge device and the port/interface to be used for the service.

Modification and deletion of services generally requires no interaction as all necessary parameters
are available in either the request or in the Inventory db.

7-2 Layer 3 VPN Site Service Delivery in
HPSA

Service Activator enables network operators to monitor new jobs arriving from CRM Portal selecting
the left pane Jobs view.

Requests for layer 3 VPN site services may, depending upon the activation scope, post two types of
jobs for the network operator to interact with, i.e. PE router jobs and CE router jobs which
corresponding to the selection of PE and CE edge resources.

e  PE router jobs are posted on the add_I3_site_pe queue for network operator interaction

The CE router jobs are dependent upon the requested activation scope and upon whether they are
managed (i.e. managed by the provider) or un-managed (i.e. managed by the customer).

e Un-managed CE router jobs generate only a work-order containing the parameters that the
customer must know to set up their CE router correctly. No interaction by the network operator
is required.

e The managed CE process may involve shipment, pre-configuration/installation at customer
premises and final activation by VPN_SVP, refer section 5.4 of ADM for complete details on
managed CE activation process. Managed CE router jobs requires:

o The interaction by a network operator to supply the details of the CE router and its initial
configuration parameters that must be completed before connectivity to the provider
network is possible. These jobs are posted on the setup_ce queue. Alternatively the CE
routers can be pre-populated in the inventory either through HPSA Inventory Ul or through
the import utility.

o When submitting the setup_ce form, the process generates a work-order that contains the
necessary parameters for the personnel, responsible for shipping/initial setup and attaching
the CE router to the provider’s network, to complete their tasks. After this step, now the
decision on when the CE router should be activated needs to be done by northbound
system operator like CRM operator.

o Upon the initiation of ‘Start CE activation’ from the northbound system / CRM, the final
configuration of the CE router may proceed and will be completed automatically by HPSA.

o If the CRM operator did submit the request with activation scope CE_only, the process
completes on HPSA after the interaction with setup_ce form , and control is returned back
to CRM operator. The CRM operator may now proceed with the final activation of the PE
router (and CE router) be selecting the sub-service: Start PE and CE activation (see
section 7-1-2 above).

o Itis possibly to indicate in the setup_ce form, that the CE router is not present, i.e. the CE
router is not yet installed and connected to the provider’s network at the customer
premises. In this case only the work-order is generated and the control is passed to the
CRM to start the CE activation, when the router is ready. The final configuration of the CE
router normally done automatically by HPSA is skipped. It is assumed, that the CE router
will be configured in some other way outside of VPN_SVP.

The selection and necessary interactions with these PE and CE related jobs may be performed by
separate groups of operators depending upon the desired procedures of the provider.
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7-2-1 Activate PE Router for Layer 3 VPN Site Service

All jobs related to the selection of provider edge device and the port/interface are posted on the
add_I3_site_pe queue. Follow these steps to activate your edge routers for the L3 service
requested in 7-1-2 Add Layer3 VPN Sites:

e Loginto Service Activator.

e  Select Jobs from the Work Area menu in the left navigation pane. This will open the Active Jobs
form.

e Gotothe add_I3 site pe tab to locate the jobs to interact with and right click on the selected
job. This will open an additional pop-up menu.

° Select Interact with Job from the additional menu.
Active Jobs

add_I13_site_pe(1) controller_queue(I)IRunning JohsIScheduled Johsl
4

I

. Servic . . . Nod
VPN Info Sriee Workflow Status Start Time Post Time Step oas .
Id Description

Customer:"Baldor ; Select I:hr::| PE
Electric Company Interact with Job ::':?; arf
(22)" VPN:"Sales 1056  L3VPN_ReserveResource Waiting Select_PE_Router_And_If tL: =68
(1054)" Site:"Sales1 T T G
" p Jol selected PE
(1055)’
router.

e  This provides the interface to the network operator for the selection of the provider edge device
and the access port to where the service is to be attached.

Interact with job: L3VPN_ReserveResource

Start Date & Post Date &
Job ID Workflow & I & Step Name Description Status
Time Time

Sun Nov 14 Sun Nov 14 Select the PE router and
108523 L3VPN_ReserveResource 15:55:10IST 15:55:10 IST Select_PE_Router_And_If the interface on the Running
2010 2010 selected PE router.
Customer Name Giga-tronics Inc.
VPN Name Sales
Site Name Sitel

Requested Rate limit 512K
Router Location Copenhagen

Select Router |CT600-1(PE) v || Create Interface
Router Id 8

Select Interface FastEthemnet0/1 |+
Select Encapsulation |Ethemnet-dot1Q v

VLAN ID selection |CustumerF’ruvided V|

VLANID

Type of protocol RIP

Topology view | MMM L3 Neighbor View |

Contact Person John Smith: 324-3451

Comment
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e  The form provides identifying information including the optional CRM operator comment. The
information includes the Location selected in CRM portal and which is used to limit the selection
list of available edge devices in the Select Router list.

e The Select Router list of available edge devices will include access devices if access networks
are defined within that location (as described in section3-7 ). Hence, it is possible to select
direct attachment on PE routers (N-PEs) or attachments via access networks by selecting
access devices (U-PEs or Aggregation switches)

e  Select the desired edge device among the ones available for this location presented in Select
Router list.

®  The selected router may have E1 or STM1 controllers defined in which case a Create Interface
button will be available in the above form. This may be used to create a serial interface
associated an E1 channel-group (see section 8-4 Channelized Interfaces for more information)
‘just-in-time’ for service activation.

e  When the edge device has been selected, its available interfaces will be presented in the Select
Interface list from where the desired interface may be selected.

NOTE: In the case you desire to use an Ethernet interfaces type, note that if the requested rate
limit is less than 2Mb, interfaces with bandwidth higher than 10Mb are not selectable.

®  Select the encapsulation of the PE-CE attachment circuit from Select Encapsulation list. For
Serial interfaces, encapsulation may be set to HDLC, PPP or FrameRelay. For Ethernet
interface encapsulation none or dot1Q may be selected.

NOTE: The available encapsulations depend on the type of the interfaces.
Serial interfaces support the following encapsulations: HDLC, PPP or FrameRelay.
Ethernet interfaces supports the following encapsulations: none or Ethernet-dot1Q

In the case of FrameRelay encapsulation the DLCI value, and in the case of Ethernet-dot1Q
encapsulation the Vlan Id value, may be specified as either Customer Provided or Provider
Managed.

Customer Provided allows the value to be selected among the values in the DLCI/Vlan ID
selection list.

Provider Managed specifies that automatic allocation of an available value will be made by
VPN_SVP.

The allowed ranges for the Vlan ID/DLCI values are constrained by the defined global scheme in
Inventory GUI-> SAVPN/Parameters—>Parameters—>SP parameters—>Vlan ranges/DLCI ranges
object. (See also the Note in section 0).

In the case of FrameRelay encapsulation, it will also be possible to specific the LMI type as ansi,
cisco or q933a and the INTF type as dte or dce

If the encapsulation of an interface already has been specified by some earlier service requests, it
is protected and it will not be possible to change it.

NOTE: Ports which are already in use by other services will be validated against the Service
Multiplexing Parameter rules (see section 6-1-6 of ADM for more information). If the combination
of services is not allowed, a warning will appear and it will not be possible to submit the selection.

When the access port is selected on an access switch/aggregation switch, and the selected access
network is attached to multiple N-PEs, it is optional to enable VRRP. This creates a single virtual
router out of the multiple N-PEs to provide resilience towards router failure. The VRRP feature allows
the selection of the Master Router among the available N-PEs, as shown in the figure below
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Interact with job: L3VPN_ReserveResource

Start Dat Post Dati
Job ID Workflow art bate & ost Date & Step Name Description
Time Time

Sun Nov 14 Sun Nov 14 Select the PE router and
108523 L3WPN_ReserveResource 15:55:10 IST  15:55:10 IST  Select_PE_Router_And_If the interface on the Running
2010 2010 =elected PE router.
Customer Name Giga-tronics Inc.
VPN Name Sales
Site Name Sitel

Requested Rate limit 512K
Router Location Copenhagen

Select Router |C3400-1 [ AccessSwitch ) V|
Router Id 27

Select Interface |FastE1hernetUHU V|

PEs C3600-1, C7600-1

Select Encapsulation

Tvpe of protocol RIP
VRRP

Master

VRRP Group ID

Topology view |NNM L3 Neighbor View V|

Contact Person John Smith: 324-3451

Comment

e  Select the VRRP checkbox, in case redundancy option is required. When VRRP checkbox is
selected, the other VRRP fields are displayed.

®  Select the Master PE from the dropdown list.

e  Select the VRRP Group ID from the dropdown list. This is the group to which both the Master
and the backup router will belong.

e  Select the Submit button. HPSA will now have all the necessary parameters available and will
continue with the activation and configuration of the selected port on the selected device(s).

NOTE: When an access port/aggregation switch port has been selected as the attachment point,
HPSA will configure the access port and the trunk ports and in the access topology in addition to
the MPLS service configuration on the N-PE sub-interface.

In case any error occurs during the configuration of the device, an error message will be posted to
the HPSA Messages—>Errors messages queue and the job will be posted on the failed-jobs queue
for further analysis and diagnostics. See chapter 10 for further information on Error Control.

In case of a hopefully temporary, connectivity failure between VPN_SVP (the NOC) and the
selected device, the service request is automatically rescheduled by the Delayed activation handler.
See chapter 10 for further information.

In the normal case of a successful activation, a response will be send back to the CRM portal and
the state will be updated accordingly.
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7-2-2 Activate CE Router for Layer 3 VPN Site Service

As described above, the CE router activation process is dependent upon the requested activation
scope and upon whether the CE router is managed (i.e. managed by the provider) or un-managed
(i.e. managed by the customer). Refer section 5.4 of ADM for complete details on managed CE
activation process.

7-2-2-1 Un-managed CE Router Set-up

If the CE router is un-managed (i.e. the managed CE router attribute is No) it is assumed that the
customer manages the device, and it is the customers own responsibility to configure the CE
router’s PE facing interface with the correct IP address, network mask and routing protocol.
VPN_SVP will reserve the IP addresses for the PE-CE link which the provider may supply to the
customer in the form of a work-order.

HPSA will normally generate a work-order for 13 service requests, but if the CRM activation scope
was selected as PE only the work-order will not be generated until the CRM operator optionally
continues the process by selecting the sub-service: Start CE activation.

NOTE: When activation scope CE only has been selected, the allocation of IP addresses need to
assume that the CE eventually could become attached to the provider network via an access
network. To accommodate the possibility of multiple aggregation switches and N-PEs, an IP
network address with mask of /29 will be allocated from the specified address pool.

The provider may submit the work-order information to the customer, either manually or by
automated distribution to the customers’ contact person’s email address (this may be achieved by
following the configuration as described in section 8-5 below). The customer must then configure
the CE router accordingly. [ relook — at what'’s said in the section 8-5].

7-2-2-2 Un-managed CE Router Work-order
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Service Activator will generate a work-order for the CE with the necessary configuration information
for the customer’s configuration engineer to complete the configuration of the CE router. The work-
order is saved in the database and may be accessed via the HPSA left navigation pane
Tools>Work-orders menu.

Tools ¥

Refresh oM
CRM portal

Reports

Meszages For External
Systems

Workorders

Backup

The work-orders are listed and their names correspond to the service type and service id.

Work-orders

f— 1-7/ 14 [ B

1210 Worlkorder_L3VPN_SetupSite_CE_1210.xml 2008-08-05 16:45:56.0
1207 Worlkorder_L3VPN_SetupSite_CE_1207.xml 2008-08-05 16:10:35.0
1205 Worlkorder_ | 3VPN_SetupSite_CE_1205.xml 2008-08-05 15:40:00.0
1181 Workorder_| 3VPN_SetupSite_CE_1181.xml 2008-08-04 15:26:23.0
1168 Workorder_L2VPWS_SetupSite CE_843_1160.xml 2008-08-01 14:30:25.0
1167 Workorder_L2VPWS_SetupSite CE_834 1160.ml 2008-08-01 14:30:24.0
1143 Workorder_L3VPN_SetupSite CE_1143.xml 2008-07-30 16:33:03.0

So, e.g. for the job with service id 1205, the CE work-order is named:
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Workorder L3VPN_ SetupSite CE 1205.xml

Click (left-click) the entry to view the content of the work-order. The content of the work-order may
look as shown below. The Work-order view allows you to save the work-order as file or to print the
work-order. You may use this for manually distribution of the work-order to the customer.

VPN_SVP also supports automated distribution of un-managed CE work-orders to the customers’
contact person’s email address. This may be achieved by following the configuration as described in
section 8-5 below.

Workorder_L3VPN_SetupSite_ CE_1205.xml

INFORMATION FOR SETTING UP CE ROUTER AT CUSTOMER SITE

Date: 2008.08.05 15:39:59

Order parameters:
Customer Name
Contact Person
Region

Location

L3 VPN Name

L3 WPN Id

L3 Site Name

L3 Site Service Id
L3 Attachment Id
Comment

Interface towards provider:

IF address

IF network

Metmask

Hostmask

Provider Interface details:
Interface Mame

WLAN Id

Encapsulation

Routing infomation:
Routing Protocol

Giga-tronics Inc.

John Schmidt: 328-4650
Denmark

Copenhagen

bigVPN

1000

bigSites

1204

1205

172.17.0.42
172.17.0.40
255.255.255.252
0.0.0.3

Ethernet1/0
2005
dot1Q

RIP

Q

7-2-2-3 Managed CE Router Setup

The main steps in the process of activating a managed CE router are:

Creation of CE in VPN_SVP inventory either using the Ul or XML Import utility.

Allocation and assignment of resources in VPN_SVP to be used for the requested service
associated with the generation and distribution of the initial configuration (set up) of CE router in

the form of a work-order

Installation of the CE router at the customer premises and manual configuration of the CE router
according to work-order — manual step.

Attaching the CE router to the Provider network — manual step.

Final configuration of the CE router.

The final configuration is done automatically by VPN_SVP when the CE router is present (i.e.
installed and attached) but only after the PE interface has been successfully provisioned.
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Assume that customer Baldor Electric Company has requested the CE Router to be managed by
the provider.

e The CE network operator is notified through the setup_ce jobs queue that a new job has been
submitted.

Active Jobs
|contro|ler_queue[l]]mRurmirlg JobslSchEduled Jobsl
i

|
. S Ci . Start . d
VPN Info = Workflow Status .a Post Time |Step = _
Id Time escription

Customer:"Baldor

- Request
EIBdf.m Company Interact with Job a:;.:::lli:innal
E?:[(Z)L;{'PN: "Sales 1056  L3WPN_SetupSiteAttachment_CE Waiting | CE_information infermation
Site:"Sales1 Stop Job f:::tis
(1055)"

®  The network operator interacts with the job on the setup_ce queue which provides a form to fill
in the information about the new CE router.

Interact with job: L3VPN_SetupSite_CE [éa
Job ID Workflow Start Date & Time Post Date & Time

: Sun Now 14 Sun Now 14 : : Request additional -
108529 L3VPN_SetupSiteAttachment CE Yo o302 1ar 2010 16:23:15 IsT 2010 | GetCEinformation ce o for CF router | RUNNING

Customer name Giga-tronics Inc.

VPN Name Sales

Site Name Sitel

Site Service ID 1054

Attachment Service Id 1055

Comments

Name of CE router |GigaTr0nics_CE |

Management protocol telnet |+

Is username authentication enabled on router? O Yes & No

Router password |u""" |
Enable password |uuuu |
Vendor of router

08 Version

Model of CE router

Serial Number |S/N 34544522 |
Is the CE-router present? OYes ®No

Interface type

Interface name | FastEthemet0/1 |
RO Community | public |
RW Community |private| |

e  When the CE set-up configuration form is completed, use the submit button to save the data.

The HPSA Equipment Inventory will now be populated with a new CE router object in the requested
region (e.g. Denmark) containing the service relevant information. Also, the work-order containing
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pertinent information for initial set-up of the CE router is generated and saved in the database.
Alternatively CE router can also be pre-populated either using HPSA Inventory Ul or using XML
import utility provided by VPN_SVP.

I Inventory Class Views  Instance Views

M View GigaTronics CE & |
Eéh Regions View CERouter A
B & Denmark
& Network Copenhagen Name Value Description
AN Copenhagen DISCONNECTED CE
& ? Unattached CE routers Rt Network CEEA I ELETRD
= @ GigaTronics_CE NetworkElementld * 56 Primary key
=] Interfaces Name * GigaTronice_CE Meaningful name of the device
O @ FastEthernetd/t Dezcription User information
O @ ¢ FastEthernetd/1.2500 Regiurl Denmark The n.agiun the CE b‘elnngstn
. Location * Copenhagen Location of the device
ﬁ India Loopback IP Primary IP addres= of the device
ﬁ Norway Management IP IP addre=z for management of the device
ﬁ Sweden Management ;
ﬁ Unknown Protocol B
PWWPolicyEnabled No True if thiz NE use a paszword policy to authenticate
PWWPolicy Name of the pazszword policy
UsernameEnabled No True if username iz used to authenticate management connection
Username Username for management connection
Pagzword Rt Pazzword for management connection
EnablePazzword R Pazzword to enable device configuration
Vendor Cizco Vendor of device
0SVersion Cizco-12.2(32) 05 verzion of device
ElementType C2610 Type of device
SerialNumber S/N 345d45d22 Serial number of the device (inventory information)
Role CE Role of device in the network
AdminState Unknown Up, Down, Unknown, Reserved
LifeCycleState Ready Planned, Preconfigured, Accessible, Ready
Backup Yes Backup tool enabled for the router
SchedulingPolicy -none- CE backup =cheduling policy
ROCommunity public SNMP read-only community string L4
RWCemmunity private SNMP read-write community String
Managed Yes Iz the router Managed by the ISP (trus/falze)
Present Yes Iz the router present (true/falze)
CE_LoopbackPool 10.20.30.0 CE loopback IP addrezs
< | = NNMIUUId Univerzal identifier of correzponding NNM object b

Follow these steps to locate the work-order containing the relevant information for configuring the
CE router:

® Log into Service Activator.

Select Workorders from the Tools menu.

Tools ¥

Refresh 0N
CRM portal

Reports

Meszages For External
Systems

Waorkorders
Backup

® Locate the work order by the time-stamp or by the attachment service id of the request (i.e.
1046) and select it

Work-orders

Reset 1-4/4 B G
WOName

1056 Waorkorder_L3VPN_SetupSite_CE_1056.xml 2009-10-16 16:57:37.0
1045 Workorder_L2VPWS_SetupSite CE_ 1048.xml 2009-10-16 16:19:32.0
1043 Workorder_|L2VPWS_SetupSite CE_ 1047.xml 2009-10-16 16:19:31.0
1023 Workorder_L2VPN_SetupSite_CE_1023.xml 2009-10-16 15:30:12.0

e  The work-order form like the following will be displayed
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Workorder_L3VPN_SetupSite_CE_1056.xml

INFORMATION FOR SETTING UP CE ROUTER AT
CUSTOMER SITE

Date: 2009.10.16 16:57:37

Order parameters:

Customer Name
Contact Persaon
Region

Location

L3 WPMN Name

L3 VPN Id

L3 Site Name

L3 Site Service Id
L3 Attachment Id
Comment

CE Router box:
MName

Yendor

Type

05 version

Baldor Electric Company
John Doe: +11 223344
Denmark

Copenhagen

Sales

1054

Sales1

1055

1056

BaldorSales1
Cisco

C2600
Cisco-12.2

Configuration parameters of CE router:

Password
Enable password

Loopback interface:

IF address
Metmask

password
password

10.20.30.0
255.255.255.255

Interface towards provider:

Interface Name
IF address

IP network
Metmask
Hostmask

RO Community
RW Community

FastEthernet 0/1
172.17.0.10
172.17.0.8
255.255.255.252
0.0.0.3

public

private

Provider Interface details:

Interface Name
WLAN Id
Encapsulation

Routing infomation:

Routing Protocol

Ethernetl/0
3001
dotig

RIF

@

The manual configuration and installation of the CE router at the Customer’s premises may be done
by external operators after shipment of the CE router or it may be done internally before shipment
depending upon the provider’s procedures.
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The router passwords must be set, the PE facing interface configured with the IP address and the
default static route must be set to enable HPSA to connect to the CE router when its configuration is
to be completed.

NOTE: In the case of the above work-order, the interface on the PE router was selected as
Ethernet Dot1Q encapsulated with a Vlan id of 3001 associated and that the provider facing
interfaces on the newly created CE router was selected as FastEthernet 0/1. It is no requirement
that the two interfaces are of identical type and encapsulation although this probably would be the
most common case.

VPN_SVP also supports automated distribution of un-managed CE work-orders to the customers’
contact person’s email address. This may be achieved by following the configuration as described in
section 8-5 below.

e  When the CE router set-up has been completed the act of performing CE activation is delegated
to a north bound system like CRM.

Existing services (3) / £o to page First Previous Next Last
lmmm-
1003 Sales layer3-upN 15/04/2012 Rxd layer3-Site = (5]
H 1004 Salest ok Site 16/04/2012 (p]
1005 - PE CE Ok layer3-Attachment 16/0472012 WX Start CE activation

e  Select the Submit button to forward the ‘Start CE Activation’ request to Service Activator. Once
the activation is done the CRM state would move to “Ok”.

VPN_SVP will now proceed with the activation process and complete the final activation of the CE
router automatically. This includes setting up the loopback address (management) address of the
CE router and configuring the requested routing protocol on the requested interface.

VPN_SVP supports a remote CE provisioning process, where work-orders are distributed
automatically to e.g. 3"9-party technician’s email addresses, configurable per Region and Location.

NOTE: In case of an un-managed CE (managed CE router is selected as ‘No)’, no activation
towards the CE router will ever be attempted. Even if you select sub-service ‘Start CE activation’
only a work-order will be generated.

In case of a managed CE’, the configuration of the CE router will only be done. It's now the
responsibility of the north-bound system operator to ‘Start CE activation’ after making sure that,
that the CE is actually present and preconfigured as prescribed. A work-order will also be
generated.

If the CE is specified as Not present in the setup_ce form, final activation of the CE will be
skipped but a work-order will be generated.

7-3 View Layer 3 VPN Service
7-3-1 View Service in HPSA Inventory

Once a new service has been successfully delivered, it is possible to locate the service in the HPSA
inventory view. To view the service for Layer 3 VPN sites:
e Loginto Service Activator.
e Navigate to the Inventory and select the SAVPN/Services view.

e  Expand the Customers branch, locate and expand the Baldor Electric Company branch.
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e  Expand the Layer 3 VPN Sites branch to confirm that the new site has been added.
e  Select the newly created Layer 3 site Sales1 as created above in section 7-1-2

Inventory Class Views Instance Views

) X | M View Site: Site1 %
=] e Customers -
B § customer: Giga-tronics Inc. View Site
@ Layer 3 VENs
B & sites Name Value Description
EEL Site: dzf Customer Giga-tronics Inc.(22) Cuztomer name (ID)
= _.ﬁ Site: Sitel Contact Person  John Smith: 324-3451 Customer's contact person
=] @ L3VPN: Sales(Giga-tronics Inc.) Site name Site1({1054) Name (Id} of the site
O yj L3SiteAttachment: 1055 VPN name Sales(1051) Name (id) of the VPN
O Accesslink: 101 Region Denmark Region the site belongs to
X X Initiation Date 2010.11.14 15:55:05 Service initiation date
= ? CE: GigaTronics_CE Activation Date  2010.11.14 16:45:55 Service activation date
F PE: C3600-1 State PE Enabled State of service
% PE: C7600-1 Type L35ite Type of service
QoS data SiteOfQrigin 123451054 Site of origin identifier for mufti-nome service
& Customer: css Managed Yes Iz the site managed?
Mutticast dizabled Mutticast status of the site
Protocol RIP Routing protecol on the PE-CE link
Comments Comment

The SAVPN/Services hierarchy allows you to drill further into more information about the created
site services to see the SiteAttachment or to see e.g. the VRF details.

Inventory Class Views  Instance Views

, S| SAVPN/Senices % M View RC: 1051 s %
=] i Customers
E § Customer: Giga-tronics Inc. View RC
ﬁ Layer 3 VENs
Cés sites Name Value Description
_-’fé Site: dzf RCName * 1051_s ldentifier of the routing community
=] _‘;‘L Site: Sitel VPN Name(ld)  Sale=(1051) Name(ID} of the VPN the RC belongs to
=] ﬁ L3VPN: Sales(Giga-tronics Inc.) RTimport 1234510511 Import route target
o 3._;”‘L3SitEAttaChmEI'lt: 1055 RTExport 12345:10512  Export route target
O Accesslink: 101 Type * zpoke Connectivity type: hub, epoke, mesh or multicast

O @ CE: GigaTronics_CE
B % PE: C3600-1
B+ r L3Flowpaint: Ethernet1/1.2500 (388)
[1 [¥8F| VRF: vrf_PE-CE Default_1055 (1)
Ok re: 1051
& PE: C7E00-1
QoS data

§ customer: css

The SiteAttachment (or Flowdomain) object represents the shared connectivity object associated a
site service. This contains e.g. the Vlan id associated with the attachment, the IPNet, generally the
attributes that are shared among the flowpoints. Multiple flowpoints may be associated the same
attachment, each representing a termination point in the flowdomain, e.g. when multiple N-PEs are
associated an access network.

You may also want to view the resource reservations related to your created L3 VPN site service
e Inthe Inventory, select the SAVPN/Equipment view.
e  Expand region Denmark branch and locate your network.

e  Expand the network branch and PE routers branch to locate the router selected for the service
created in section 7-2-1 above (e.g. C3600-1).

e  Expand the selected router branch to view Interfaces and expand the Interfaces branch.

e The interfaces used for services are reserved in the Inventory and this is marked by the r next
to the interface icon. In the case that sub-interfaces are used for the services, these are
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created under their parent interfaces and these become marked with the branch expand

symbol.

e Expand the parent interface ethernetl/1 of C3600-1 router in the network Copenhagen, and

select the reserved (r) sub-interface ethernet1/1.3001 that represents the Vlan 3001 associated
sub-interface that was selected in section 7-2-1 above.

Class Views  Instance Views

Inventory

Sl SAVPN/Equipment

O&Y Regions
B & penmark

=] ﬁ Network Copenhagen

= @ PE routers
B % c36001
[ & interfaces
[1 & FastEtherneto/o

& serialo/o
= Serialo/1
= Etherneti/o
= Etherneti/i
[l 2] r Ethernet1/1.2500

O 4 L3Flowpoint: 888
3;# Layer3 flowpoints

O
O
O
B}

58 Access networks
5 NE4D-1
& ML
F NE40-2
F 123001
? Juniper-1
& C7600-1
& c7600-2
@ CE routers
O % Prouters

b Show Routerinterface %

~
View Interface
Name Value Description
TerminationPointid Primary k
® Ty ey
Name * Ethernet1/1.2500 Meaningful name
NE C3800-1(1) Mame (ld} of the router the interface belongs to
Port Ethernet1/1(505) Mame (id) of the port the interface uses
State Up Up, Down, Unknown
Type* Ethernet
Parentlf Ethernet1/1{504) Pointer to Parent interface if subinterface
IPAddr 17247.13 IP address of interface
. For Ethernet interface: none or Ethemet-dot1g; For serial interface: FR, HDLC or
Encapsulation dot1Q s
Description Uploaded from equipment
Subtype WMPLS-Port\lan
ActivationState Activated Activated, Failed, Undefined, Ready
Usagestate Available Ava.l\able, SublfPrezent, Uplink, Reserved, InBundle, Trunk, ASBRLink,
SwitchPort
WLANId 2500 For VLAN sub-if
Unused* 0 Units available for reservation (initially 1).
NHKIUUK Univerzal identifier of corresponding MNM object
NHMI Id Identifier of corresponding NNM object
Time the object was last updatedirefrezhed from NNMi Format: [dd-M-yyyy].
R e Example: [14-11-2010]
v

The SAVPN/Equipment hierarchy allows you to drill into the interface related details such as
bandwidth, encapsulation, Vlan ids, etc.

NOTE: The association of Ethernet Vlan ids and/or frame-relay DLCI values is modeled by sub-
interfaces created under their parent interfaces and named according to the Vlan/DLCI value and

displayed this way.

For L3 service termination points this is quite closely related to how Ethernet interfaces are

represented in most vendor equipment, whereas for Frame-relay the actual device representation

may differ somewhat more from this model.

The SAVPN/Equipment hierarchy ends at the Flowpoint details on the selected (sub-)interface.

e Expand e.g. the sub-interfaces branch associated ethernet1/1.3001 and select the Flowpoint.
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Inventory Class Views  Instance Views
2 | SAVPN/Equipment % M Show L3FlowPoint 8
= ﬁ Regions LS A
O & penmark View L3FlowPoint
=] ﬁ Network Copenhagen
B % e routers Name Value Description
S| % ©3600-1 ;rarmlnatlunpulntld 288 ID of the Termination point where Flow peint iz azzociated
B = interfaces
[ ] FastEtherneto/o Attachmentid 1055 Service identifier for the attachment
- ) vrf_PE-CE )
O ;\;.J Serialo/0 WRFName Defaut_1055 Name of VRF uzed by this attachment
O & serizlo/t PE_interfaceP 1721713 IP address of the PE interface
[ = Ethernet1/0 CE_InterfacelP 1721714 IP addre=z of the CE interface
=] ;\‘ﬂ Etherneti/1i Protocol RIP Routing protecol run on the attachment
E & r Ethernet1/1.2500 Rin id 1000 ID of process on Huawei router. Can not be more than 65535,
o ‘_’)" I —— = Used for RIP sites onfy.
e # 5 = : S00_Configured  falze Status of the site of origin configuration
Z_“: Layers flowpoints RateLimit_in 512K RateLimit for ingress traffic
G4 Access networks QoSProfie_in 13_simple_0.0.0.0.100 QoS profile for ingress traffic
& NE40-1 Platinum 13_any 100 %
% M7-1 RateLimit_out 32K RateLimit for egress traffic
% MNE40-2 QoSProfile_out 13_simple_0.0.0.0.100 QoS profile for egress traffic
% 12300-1 Platinum 13_any 100 %
% Juniper-1 Master 1721713 Master Ip address if VRRP iz enabled for site
% C7600-1 Priority 255 Priority te be uzed for VRRP. Default is 100
VRRP_Group_ld 1 VRRP Group id and ranges from 1-255
- -
g & C7600-2 = -

The Flowpoint details allow you to link to the associated service that is using the selected (sub-)
interface by inspecting the Attachmentld attribute (e.g. 1046). This id identifies the SiteAttachement
object that is located in the SAVPN/Services view hierarchy as describe above.

7-4 Modify Layer 3 VPN Service from CRM
Portal

Existing Layer 3 VPN Services are modified from CRM Portal.

7-4-1 Modify Layer 3 VPN Service

e Loginto CRM Portal.

e  Find your customer e.g. Baldor Electric Company and open the Customer Services form. (See
also 4-3 Search for Customer Records for navigation instructions).

® Inthe Existing Services area of the Customer Services form, select the Modify Service
next to the service you intend to modify. This will open the Modify form.

Several parameters of L3 Services are modifiable.
For the L3 VPN service you may modify the following parameters:

e  Topology — Allows you to change the default connectivity type of your L3 VPN Sites. Select
‘Hub and spoke’ to allow additions of Hub or Spoke sites. Select ‘Full mesh’ to allow addition of
fully meshed sites.

e  Multicast — Allows you to enable multicast service for your L3 VPN Sites. This is due to vendor
restriction only supported for Full mesh VPNs. You may specify sparse or sparse-dense mode.

Fo

e  Connectivity type — Allows you to change the site between Hub or Spoke for a site in a VPN
with topology Hub and spoke

=

L3 VPN Site Attachment service you may modify the following parameters:

e Join/Leave VPN — Allows you to Join a site into multiple VPNSs, e.g. intranet, extranet and/or
internet type VPNs. Likewise you may Leave some of the VPNs you have previously Joined.

e  Multicast — Allows you to enable multicast VPN on a per site basis. The first site being enabled
will be forced as RP if VPN is in sparse mode

e  Rate limit — Allows you to control the rate limit associated each individual attachment circuit
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QoS — Allows you to control the rate limit and QoS profile associated each individual attachment
circuit

Add/Remove static routes — Allows you to associate static routes to each individual attachment
circuit.

Finally, you may add a protection attachment to an existing L3 VPN Site, when the BGP protocol
has been configured as the PE-CE routing protocol.

7-4-2

Modify Rate Limit of Layer 3 VPN Site Attachment
Service

A L3 VPN Site may be connected to the provider network via multiple attachment circuits and each
individual attachment circuit may have its Rate limit modified. Below is illustrated how to modify the
Rate limit associated a Site attachment circuit:

To modify a customer site access rate, select in the Existing Services area of the Customer
Services form, the Modify Service ¥ icon next to the service type layer3-Attachment of the
Site attachment you intend to modify.

Select Rate limit from the drop-down list for the field parameter to modify.

Service information

layer3-AttachmentId Salesilayer3-attachment {1005)

parameter to modify IRate limit 'l

rate limit |512Kbp5 'l

Scheduling information

start time 512Khps | Reset
1Mbps E———

end time 2Mbps Reset
10Mbps

periodic? 144Mbps

repeat IDail}f 'l

until I Reset

Select a new access rate for the site attachment circuit from the drop-down list and choose the

. B
Submit & button.

Your request to modify the service will be forwarded to Service Activator. The service request will
start a workflow in Service Activator which will manage the activation of the router and will change
the router configuration for the given service without any network operator interactions needed.

To view the result of site modification in Service Activator:

Log in to Service Activator.

Navigate to the Inventory GUI window.

Select the SAVPN/Services view and expand the Customers branch.

Locate your customer and expand its branch.

Expand the Layer 3 VPN Sites branch.

Expand the site which contains the attachment which was modified.

Expand the >=ijiteAttachment branch corresponding to the modified attachment circuit

Expand the E PE router branch and select the L3Flowpoint where the requested RateLimit’s
may be observed
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I Inventory Class Views  Instance Views
S| sAvPNSenices & | M Show L3Flowpoint: Ethernet11.2500 (838) 4
a# customers ~
B ﬁ Customer: Giga-tronics Inc. View L3FlowPoint
ﬁ Layer 3 VPNs
O & sites Name Value Description
ﬂ! Site: dzf TerminationPointid ag8 I} of the Termination point where Flow paint is
Bl &% Site: Sitet ’ St
o @ L3VEN: Sales(Giga-tronics Inc.) Attachmentld 1055 Service identifier for the attachment
=l Q"wsitemachment: 1055 VRFName ;:;EZE';EEUSS Name of VRF used by this attachment
| Accesslink: 101 PE_InterfacelP 1721713 IP address of the PE interface
O @ CE: GigaTronics_CE CE_InterfacelP 1721714 IP addresz of the CE interface
=] E PE: C3600-1 Protocol RIP Routing protocol run on the attachment
3_, r L3Flowpoint: Ethernet1/1.2500 (388) Rin_id 100 ID of process on Huawei router. Can not be more
than 85535. Used for RIP site only.
= @ FE: C7600-1 S00_Configured  false Status of the site of origin configuration
@ Site: Sales2 RateLimit_in 512K RateLiit for ingress trafic
QoS data QoSProfile_in 13_simple_0.0.0.0.100 QoS profile for ingress fraffic
I customer: css Platinum 3 any 100 %
RateLimit_out 512K RateLimit for egress traffic
QoSProfile_out [3_simple_0.0.0.0.100 QoS profile for egress traffic
Platinum 13_any 100 %
Iaster 1721713 Mazter Ip address if VRRP iz enabled for site
Prigrity 255 Priority to be uzsed for VRRP. Defautlt is 100
WRRP_Group_ld 1 WRRP Group id and ranges from 1-255
v

7-4-3 Join/Leave of Layer 3 VPN Site Attachment Service
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The Join operation allows you to build more complicated connectivity structures among the sites in
different VPNs. The customer may have a need that some sites, although in different VPNs, still
must be able to communicate (intranet) or the customer may have the need for some sites to
communicate with sites in another customer’s VPN (extranet). You may also have the need to
provide some services (e.g. Internet access) via provider owned VPNs that some customer sites
then get joined into (e.g. Internet access).

The Leave operation allows you to perform to opposite of Join, i.e. withdraw a site from a specific
VPN.

NOTE: When a L3 VPN site is created, it is owned by the customer that owns the VPN. It is not
possible to leave this ownership relation. Hence, although it is possible to migrate among the
VPNs owned by one and the same customer, it is not possible to completely leave all the
customer’s VPNs. Also, when a site is joined into another customer’s VPN, it is visible in CRM
portal in this VPN, but it is not modifiable from that services view.

e Loginto CRM Portal.
e  Find your customer e.g. Baldor Electric Company and open the Customer Services form. (See

also 4-3 Search for Customer Records for navigation instructions).

e In the Existing Services area of the Customer Services form, select the Modify Service = icon

next to the L3 VPN Site Attachment service you intend to modify. This will open the Modify form.

e  Select Join VPN from the drop-down list for the field parameter to modify.
e  Select e.g. join extranet for action. A customer selection drop-down list will appear which

consists of customers having L3VPN services.
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Service information

layer3-Attachmentld Salesilayer3-Attachment (1005)

parameter to modify Join YPN 'l
action Join extranet 'I

customer Giga-tranics Inc =
join to Research »
topology Hub-and-Spoke

connectivity spoke "I

e  Selectjoin extranet option

e  Find and select the extranet customer e.g. Giga-tronics Inc. and the join to drop-down list will
consist of the L3VPN services of customer Giga-tronics.

® Select e.g. the L3 VPN Research (which is assumed to have been created earlier). Note that
when the destination (join to) VPN is of topology Hub and Spoke, it must be specified if the site
is to be joined with connectivity type Hub or Spoke into that VPN. When destination topology is
Full-Mesh, the connectivity type can only be Mesh.

To view the result of the Join L3 VPN site modification in CRM
e Loginto CRM Portal.

e  Find your customer e.g. Baldor Electric Company and open the Customer Services form. (See
also 4-3 Search for Customer Records for navigation instructions).

® Inthe Existing services area of the Customer Services form, locate the site attachment service
that was joined above. Note that the normal modify operation, etc are still available for this site.

e  Select and click the service id link. This will open the Service view of this particular site service.
Note the fields named Related services list the VPNs this site is a member of, including the
newly joined Finance (Giga-tronics Inc.) where Giga-tronics Inc. is a link to the Customer
Services view of Giga-tronics Inc.

Related services
Attribute

Sales( Baldor Electric Company) mesh
Research Giga-tronics Inc) spoke

X

®  Select and click the Giga-tronics Inc. link. This will open Customer Services form of Giga-tronics

Inc.
Existing services (3) £o to page . First  Previous Mext  Last
| i el stte | Twe | Submitdate [ Acon [ Subservices | |
103 Research ok layer 3PN 17/4/2012 WX layerd-Site »
1039 Research_1 ok Site 17/04/2012 Q
040 - ok layera-Attashment 17/04/2012 RX
1004 Salesl (Baldor Electric Company) ok Site 16/04/2012

NOTE: The joined site is listed with a link named Baldor Electric Company and that it is not
possible to manage the site from this view. Because the site is owned by Baldor Electric Company
and not by Giga-tronics Inc.
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To view the result of the Join L3 VPN site modification in Service Activator
e Loginto Service Activator.

e Navigate to the Inventory Tree GUI.

e  Select the SAVPN/Services view and expand the Customers branch.

e |ocate your customer and expand its branch.
e  Expand the Layer 3 VPN Sites branch.
e  Expand the site which was modified above.

e  Select the VPN that the site was joined into, to view the VPN membership parameters. In this
example, it was VPN: Research owned by Giga-Tronics Inc.

Inventory

% | ga-tronics Inc) S
RE customers | ||
=] 'l Custarner; Baldor Electric Campany View L3VPNMembersh|p
& Layer 3 WPNs
s sites Name Value Description
=] _iﬂg Site: =alesl Customerilame Giga-tronics Ine Mame of YPN avwner
ﬁ L3WPN: Sales(Baldor Electric Cornpany) JainDsate 122'1526'03451? Dt of joining VPN
ﬁ L3WPM: Researchi{Giga-tranics Inc) o Name(id) o the VPN the FiC
| ame(ld) of the e
Q0% data VPMNName Research(1038) | ot
i Custormer: Giga-tronics Inc -l SteMame Sales1(1004)  Mame(ld) of Ste -

7-4-4 Modify Multicast of Layer 3 VPN Service
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The VPN_SVP supports configuration of Layer 3 Multicast VPNs. The multicast technology is PIM
based and the sparse and sparse-dense modes are supported.

Before you may configure the sites to become members of a multicast VPN, these must be
members of an ordinary Full mesh VPN.

NOTE: Multicast services can not be created on a Hub-and-Spoke VPN. It is supported only for
Full Mesh VPNs.

e Loginto CRM Portal.

®  Find your customer e.g. Baldor Electric Company and open the Customer Services form. (See
also 4-3 Search for Customer Records for navigation instructions).

e In the Existing Services area of the Customer Services form, select the Modify Service ) icon
next to the L3 VPN service you intend to modify. This will open the Modify form.

e  Select Multicast from the drop-down list for the field parameter to modify.

layer3-VvPNId Research (1044)

parameter to modify II‘u"ILIItiCEIST 'I
Multicast VPN Ienabled 'I

Multicast VPN mode

° Select enabled for Multicast VPN
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Select e %parse mode from the drop-down list for Multicast VPN mode and choose the
Submit button.

Your request to modify service will be forwarded to Service Activator. The service request will start
a workflow in Service Activator which creates the multicast VPN objects and allocates a shared
MDT Default multicast group address. No equipment configuration takes place due to this request.

To view the result of L3 VPN multicast modification in Service Activator, you should:

Log in to Service Activator.

Navigate to the Inventory Tree window and

Select the Services view and expand the Customers branch.

Locate your customer and expand its branch, and expand the Layer 3 VPNs branch.

Notice that an mVPN has been auto-generated. Select the mVPN to display the multicast VPN
specific parameters

I Inventory ~ Class Views  Instance Views @ I

M View mVPN: L3VPN
= W* Customers
ﬁ Customer: Compag View L3VFN
'E Customer: ConceptWave
B {§ Customer: Hewlett-Packard Name Value Description
ﬁ Layer 2 VPNs Customer Hewlett-Packard(1) Customer name (1D}
ﬁ Layer 2 VPWSs Contact Perzon info Customer's contact perzon
O Layer 3 vens Name L3VPN(1020) Name (ID) of the VPN
= ﬁ VBN: L3VEN Initiation Date 2010.11.30 23:29:11 Service initiation date
=] ﬁ mVEN: L3VEN Activation Date Service activation date
oy X X State State of service
E ﬂ‘% mSItEl: L3Site Type L3VPN Type of zervice
. L& Site: L3Site VPNTopologyType multicast Ful-Wesh or Hub-and-Spoke
ﬁ Sites Id of the parent VPN (used for muticazt VPN to
QoS data il e reference normal vpn)
RTExport 225001 Export route target
RTImport sparse Import route target

Zutogenerated Multicast
VEN
Comments Comment

Notice that an MDT default group address (225.0.0.1) has been allocated from the MDT Default
IP address pool and associated the mVPN. This is the unique multicast group address shared
by all sites participating in this mVPN.

7-4-5 Modify Multicast of Layer 3 VPN Site Attachment

Service

When multicast has been enabled for a fully meshed Layer 3 VPN you may enable multicast for the
individual sites attachments so these become members of the multicast VPN.

Log in to CRM Portal.

Find your customer e.g. Baldor Electric Company and open the Customer Services form. (See
also 4-3 Search for Customer Records for navigation instructions).

In the Existing Services area of the Customer Services form, select the Modify Service 4 icon
next to the L3 VPN Site Attachment service you intend to modify. Please note, that multicast is
only supported for Full mesh VPNSs. This will open the Modify form.

Select Multicast from the drop-down list for the field parameter to modify.
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Service information

layer3-AttachmentId Salesilayerd-Attachment (1005)
parameter to modify W
multicast ¥PN id 1044

multicast site enabled

RP point? lﬂ

Qos Class

rate limit 12K -

e Inthe form, select enabled to join the site attachment into the multicast VPN.
e |t must be specified, in sparse mode, if the site is to be a RP (Rendezvous Point).

NOTE: When a L3 Multicast VPN is mode sparse, one or more sites may be specified as RPs.
The RPs will automatically be associated a loopback interface and an IP address from the
Multicast loopback pool.

Please note, that the first site of a L3 VPN being multicast enabled will be forced as a RP.
Subsequent sites may optionally be selected as RP.

e The data traffic class you want the multicast traffic to be associated, is selected from the QoS
Class drop-down list

e  The Rate limit of the multicast traffic on this site is selected from the rate limit drop-down list..

NOTE: “Multicast bandwidth policy” flag under the inventory
SAVPN/Parameters>Parameters>Layer 3 parameters>Multicast Bandwidth Policy
determines the bandwidth allocated to the multicast enabled site.

If this flag is false (default), the rate limit applied to the multicast service can not exceed the rate
limit associated with the L3 VPN site.

If this flag is true, the rate limit applied to the multicast service may exceed the rate limit
associated with the L3 VPN site.

®  Selectthe Subm|t. button. Service Activator will proceed with the activation and configure
the multicast service.

To view the result of L3 VPN Site Attachment multicast modification in Service Activator:
® Loginto Service Activator.

e  Navigate to the Inventory Tree window.

e  Select the Services view and expand the Customers branch.

® Locate your customer and expand its branch.

e  Expand the Layer 3 VPN Sites branch.

e  Expand the E[Ee which was modified above.

e Selectthe + SiteAttachment object corresponding to the modified attachment circuit to view
the access flow parameters.
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I Inventory Class Views  Instance Views

bd | SAVPN/Senices Show L3SiteAttachment: 1012 4

= ﬁq Customers

i Customer: Compag View L3AccessFlow
ﬁ Customer: ConceptWave
E § Customer: Hewlett-Packard Name Value Description
ﬁ Layer 2 VPNs Customer Hewlett-Packard(1) Customer name (D}
@ tayer 2 vPwse Name SEEAERAEITEY | e e e
ﬁ Layer 3 VPNs 0
. PN Name(ld) L3VPN([1000) Name(ID) of the VPN the RC belongs to
Héa Sies Initiation Date 2010.11.29 14:51:28 Service initiation date
o 55 Site: L2site Actvation Date  2010.1129 1451:42 Service activation date
Dk site: L3Site ModificationDate  2010.11.30 23:28:39 Service modification date
B8 L3ven: LavPN(Hewlett-Packe State PE Enabled State of service
[l .7 L3SiteAttachment: 1012 Type inttia-Attachment Type of service
? BE: C7600-1 Contact Person info Customer's contact persen
QoS data Comments Comment
Siteld * 1011 Service Identifier for the Site
Wianld ] VLAN Id used for the AccessFlow
PE_Status QK Configuration Status of the PE Router (In Progress, Partial, OK, Ignore)
CE_Status Ignore Configuration Status of the CE Router (In Progress, Partial, OK, lgnore)

fm NW_Status Ignore Configuration Status of the Access Network (In Progress, Partial, OK,

lgnore)
ASBR_Status Configuration Status of the ASBR (In Progress, Partial, O, Ignore)
IPNet 172.17.0.4 IP addre=z of the net link
Netmazk 255.255.255.252 Netmask for The net link (.. 255.255.255.252)
QOSPF Domain AB.C.D OSPF domain ID in IP address format.
MDTData 226.00.0 The MOT data field for the multicast
LoopAddr 99.0.0.0 The address for multicast loopback interface
RP no Rendezvous peint status if the multicast is enabled
CE_based_QoS false Iz CE bazed QoS enabled?

|~
b

e Note the mVPN access flow related parameters: MDTData, Loopback address and RP status.

® The site specific multicast parameters mRateLimit and mCoS may be observed on the
L3Flowpoint object

Inventory Class Views  Instance Views

Pl SAVPN/Senices %, M Show L3Flowpoint: FastEthernet0/1 (571) %
ﬁe Customers
} Customer: Compag View L3FlowPoint
@_ Customer: ConceptWave
B § cCustomer: Hewlett-Packard Name Value Description
Layer 2 WPNs TerminatienPointid 571 ID of the Termination point where Flow point i
ﬁ L * associated
ayer 2 VPWSs
ﬁ Layer 3 VPNs Attachmentid 1012 Service identifier for the attachment
o VRFName wrf_1020 Mame of WRF used by this attachment
G sit
e &: s PE_InterfacelP  172.17.0.5 IP address of the PE interface
L Site: LaSite CE_nterfaceP  172.17.0.6 P address of the CE interface
[l Site: L3Site Protocol RIP Routing protocol run on the attachment
=] ﬁ L3VPN: L3VPN(Hewlett-Packard) Rip_id 1001 ID of process on Huawei router. Can not be
=] y_’,"’ L3SiteAttachment: 1012 - more than 85535, Used for RIP sites only
=] @ PE: C7600-1 SOO?ICl.m.ﬁgured falze Stﬁtl.l:? D.Hhe.srte of origin configuration
= 53’-« r L3Flowpoint: FastEthernetd/1 (571) RateLimit_in ZM RateLimit for ingress traffic
= VRE: wrf 1020 (8 QoSProfile_in 13_simple_0.0.0.100.0_1012 QoS profile for ingress traffic
: urf_1020 (3) Gold B_any 100 %
RateLimit_out ZM RateLimit for egress traffic
ORI re: 1020_me QoSProfie_out  13_simple_0.0.0.100.0_1012 QoS profile for egress traffic
Qos data Gold 13_any 100 %
mRateLimit 128K Bandwidth value for the multicast traffic
mCoS Best-Effort(1) Class of service(IPP) for the multicast traffic
Loopbackid 1000 The loopback Id for multicast loopback interface

7-4-6 Modify Static Routes of Layer 3 VPN Site Attachment
Service

The VPN_SVP allows you to configure static routes on the customer site attachment circuits. Static
routes allow a customer site to announce its network prefixes to other sites in the VPN without itself
participating in routing control exchanges with the provider's network. Static routes may be
configured exclusively or in addition to an existing routing protocol, e.g. OSPF.
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Below is illustrated how to add Static routes associated a Site attachment circuit:

e  To modify Static_routes, select in the Existing Services area of the Customer Services form, the
Modify Service & icon next to the service type layer3-Attachment of the Site attachment you
intend to modify.

e  Select Add static routes from the drop-down list for the field parameter to modify.
You may add several route entries by selecting the More entries link.

Service information

laver3-AttachmentId Research_1layer3-attachrnent (10400

parameter to modify IAdd static routes j

route prefix
add static routes Fmask

{11.0.1.0

[24
[11.02.0
24|

More entries Remove last entry

®  Select the Submit & button. Service Activator will proceed with the activation and configure
the specified static routes service

Your request to modify the service will be forwarded to Service Activator. The service request will
start a workflow in Service Activator which will manage the activation of the router and will change
the router configuration for the given service without any network operator interactions needed.

To view the result of modifying Static routes of an L3 VPN Site in Service Activator:
e Loginto Service Activator and navigate to the Inventory GUI window.

e  Select the SAVPN/Services view, locate your customer and expand its Layer 3 VPN Sites
branch where you select the site which contains the site attachment which was modified above
to view the site parameters

Customers ﬂ
i cCustomer: Baldor Electric Company Name Value Description
= 9. Customer; Giga-tronics Inc Cuztomer Giga-tronics Inc(5)  Customer name (1D}

L 3 VPN

= % wer : gontact Customer's contact person

O & sites B 0N

SteMame Reszearch_1(1039)  Site name [ID)
WPNMame Researchi1033) Mame [lc) of the WP

= _;f_';_, Site: Research_1
Hl & L3YPM: ResearchiGiga-tronic

ree ) Region Denmark Region the site belongs to
4 L3siteAttachment: 1040 ST
QoS data Imitiatian Crate 153605 Service inftiation date
9. Custorner: aneMaore é;t;vaﬂon 5222?..0248.1? Service activation date
Q Customer: angMare -
State In Progress State of service
Type Siter Type of service

Site of arigin idertifier for muli-

SiteofOriging 123491039 ;
hame service

Managed Yes Routing protocal on the PE-CE link
Multicast dizabled hiutticast status of the site
Protacal RIP Routing protocal on the PE-CE link
. 11.01.0524 . .
Static Routes 11.09 0624 Lizt of static routes
Comments Comment |
Kl | © [
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An existing static route can also be removed from a customer site attachment circuit.

Below steps illustrates how to Remove Static routes associated a Site attachment circuit:

To modify Static_routes, select in the Existing Services area of the Customer Services form, the

Modify Service ¥ icon next to the service type layer3-Attachment of the Site attachment you
intend to modify.

Select Remove static routes from the drop-down list for the field parameter to modify.
You may select one or more route entries by selecting the ‘delete route’ check box.

Serwvice information

layer3-Attachmentld Research_1llayer3-attachrment (10400

parameter to modify IRemDve static rDutes;I

delete route

route mask
| 11.0.1.0 =24
- 1i.0.z2.0 24

N -
Once the check boxes have been selected for the routes to be removed, select the Submit =

button. Service Activator will proceed with the activation and reconfigure the specified static
routes service with remaining static routes.
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7-4-7 Add Protection to a Layer 3 VPN Site Service

When a L3 VPN site attachment has been activated with BGP as the PE-CE routing protocol, it is
possibly to add an additional protection attachment to the existing attachment.

The protection attachment will be terminated on a physically different provider edge device than
what was used for the initial attachment.

To add protection, follow these steps:
e Loginto CRM Portal.

e  Find your customer e.g. Giga-tronics Inc. and open the Customer Services form. (See also 4-3
Search for Customer Records for navigation instructions).

e In the Existing Services area of the Customer Services form, identify the L3 VPN site that you
want to add protection for. E.g. BigSitel below.

NOTE: The ‘layer3-Protection’ Subservice is available for BGP sites only.

Existing services (11) Page 1/2 Go to page First Previous Next Last

-II-_-
1075  LargeVPN layer3-VeN 14/11/2010 e ¢ E

Bl 1078 bigSite2 ok site 14/11/2010 RE (5]
1079 - ok layer3-Attachment 14/11/2010 [r 4

B 1076  bigSite ok site 14/11/2010 (7]
1077 - PE Ok layer3-Attachment 14/11/2010 [~ ]4 Start CE activation

LB . . -
e  Select the Submit & button to requests a Subservice of type ‘layer3-Protection’ as indicated
in the form.

e  This brings up the Create Services form in which you must enter the 13-Site service related
parameters. Note, that certain site related parameters specified when the initial attachment was
requested can not be changed, as this is the same site getting an additional attachment.

®  You may specify other QoS related parameters for this site, a different activation scope and
optionally another customer ASN for this BGP peering, although the default provided may
probably be OK.

Site name (id) bigSitel (1076)
layer3-Attachment id 1080
region Denmark
location Copenhagen
rate limit
QoS profile (13_simple_0.0.0.0.100 |
Platinum 13_any | 100 « | |1Mbp9
site connectivity type mesh
managed CE routers false

activation scope PE only +
PE-CE address pool PE-CE Default »

PE-CE routing BGP

customer ASN 1234
Scheduling information

start time | |E Reset

end time | | Reset
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. > ) . . . .
Select the Submit & button to forward the site service request to Service Activator. You will be
returned to the Customer Services form where you will find the new site attachment entry being
added to the selected VPN service.

Adding protection to an existing site requires the network operator to provide the edge device
details. As described in section 7-2-1 jobs related to the selection of provider edge device and the
port/interface are posted on the add_I3_site_pe queue. Follow these steps to activate your edge
routers for the L3 service requested in 7-1-2 Add Layer3 VPN Sites:

e Loginto Service Activator.

e  Select Jobs from the Work Area menu in the left navigation pane. This will open the Active Jobs
form.

e Gotothe add_I3 site pe tab and right click on the selected job.
Active Jobs

add_I3_site_pe(1) controller_queue(I)Ifailed_iobs(l)lkunning JobslScheduled Jobsl
A4

|

. Servic . . . Nod
VPN Info Srvies Workflow Status Start Time | Post Time Step oae .
1d Description

+"Giga- Select the
e Aug 14,  Aug 14, PE router
(81)" VPN:"LargeVPN 1164  L3VPN_ReserveResource Waiting 2LiE 2Ll Select PE_Router_aAnd_if 2nd the
(1120)" Site:"bigSite1 11:37:25 11:37:25 interface on
(1124)" AM AM the selected
- PE router.
Interact with Job N
Stop Job

e  Select Interact with Job from the pop-up menu.

e  This provides the usual interface to the network operator for the selection of the provider edge
device.

e The Select Router list of available edge devices will include the list of available devices except
the device that was used for the initial attachment.

e Select the desired edge device among the ones available for this location presented in Select
Router list and select the desired interface from the Select Interface list

®  Select the Submit button and HPSA will continue with the activation and configuration of the
selected port on the selected device(s).

To view the result of adding protection in the CRM Portal, follow these steps:
e Loginto CRM Portal.

e  Find your customer e.g. Giga-tronics Inc. and open the Customer Services form.

Existing services (11) Page 1/2 o to page First Previous Next  Last
-II-_ Submitdate | Action | Subservices | |
1075  LargeVPN layer3-VPN 14/11/2010 [P 4] layer3-Site v
B 1078  bigSite2 ok Site 14/11/2010 e & layer3-Protection %
1079 - ok layer3-Attachment 14/11/2010 X
B 1076  bigsitet ok Site 14/11/2010 (]
1077 - PE Ok layer3-Attachment 14/11/2010 X Start CE activation
1080 - PE Ok layer3-Protection 14/11/2010 X

You may observe that two layer3-Attachment services are present for the site, one with Type layer3-

Attachment and another with Type layer3-Protection. Also, there are now no further Subservices
available for the site (e.g. bigSitel).

To view the result of adding Protection to an L3 VPN Site in HPSA, follow these steps:
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® Loginto Service Activator and navigate to the Inventory GUI window.
e  Select the SAVPN/Services view and expand the Customers branch.
e Locate your customer Giga-tronics Inc and expand its branch.

e  Expand the Layer 3 VPN Sites branch.

e  Expand the branch of the site you added protection to, e.g. bigSitel

Inventory ie Instance Views
SAVPN/Senic

es X % | b View Site: bigSi

=] ﬁe Customers . i 2
& Customer: Baldor Electric Company View Site
B § customer: Giga-tronics Inc.
B Layer 3 veNs Name Value Description
=] éi% Sites Customer Giga-tronics Inc.(22) Customer name (D)
g’:ﬁ Site: dzf Contact Perzon  John Smith: 324-3451 Customer's contact person
é’;ﬁ Site: Sitel Site name bigSite1(1076) Name (id) of the site
é‘% Site: Sales? VPN name LargeVPN(1075) Name (id) of the VPN
ﬁ% Site: BO Region Denmark Regicn the =ite belongs to
5] oo Initiation Date 2010.11.14 19:52:09 Service initiation date
O Ste: bigsiet Activation Date 20101114 20:34:03 Service activation date
=] ﬁ LE\J.-’PN: LargeVPN(Giga-tronics Inc.) State BE Enabled State of service
47 L3SiteAttachment: 1077 Tore Lasite Trere
,:/“J L3SiteAttachment: 1080 SiteOfOrigin 12345:1076 Site of origin identifier for multi-home zervice
ﬁ%ﬁ Site: bigSite2 Managed Mo Iz the site managed?
QoS data Multicast dizabled Multicast status of the site
i Customer: css Protocal BGP Routing protocol on the PE-CE link
RemoteASN 1234 Remote autonomeus system number for eBGP link
Comments Comment

|
v
|

You may observe that a pair of SiteAttachment objects now exists for the site. One represents the
initial attachment; the other represents the protection attachment.

These two attachments are otherwise equal in status, i.e. there is e.g. no primary/backup relation
between the two attachments.
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8 Additional Facilities

8-1 Enable/Disable of Services

Services that you have requested and created as described in the previous sections, enters by
default into activated state where the service is enabled and available for use. And the services stay
active if otherwise not specified as e.g. a timed service as described in section 8-2

Removing services also frees the resources allocated to the services and these resources then
becomes available for other services.

Occasionally, it may be desirable to disable a service without freeing the allocated resources. Then,
it will be easy to re-enable such services without changing the setup or the associated resources.
This could e.g. be in cases some network repair work is to be made and there is a planned outage
of some services or it could e.g. due to missing payment of the services.

After the issues are back in order, the services may then be re-enabled as a simple operation.

VPN_SVP supports these functions as single-click operations via the CRM Portal GUI.
e Loginto CRM Portal.

®  Find your customer open the Customer Services form. (See also 4-3 Search for Customer
Records for navigation instructions).

® Inthe Existing Services area of the Customer Services form, select the Disable service G2 icon
next to the service you intend to disable. You may select the Disable service operation on VPNs
or on single sites services.

e When a service has been disabled the State will be displayed as Disabled and the only Action
available will be Enable service

Existing services (6) Page 1/1 Co to page _ First Previous Next Last
| |1d | Name | State |  Type | Submitdate | Action | Subservices | |
1044 L2P2P ok layer2-vPWs 01/09/2008 3 X No subservices
1023 L3VPN Disabled layer3-VPn 29/08/2008 M
1026  L3Site? Disabled layer3-Site 29/08/2008 ()]
1024  L3Sitel Disabled layer3-Site 28/08/2008 [ O]

NOTE: When you select Disable service of a VPN, the service request will automatically iterate
through all the site services in the VPN and disable these individually.

e Enabling or resuming services again is similar to the above steps, only now the Enable service
Iy .
™ icon should be selected.

NOTE: Disabling/Enabling of services is done by controlling the administrative state of the PE
interface on which the service is terminated.

8-2 Timed Services

VPN_SVP supports timed services and scheduling of services request. Not all request types
supports scheduling, as the request types that involve no device activation does not make sense to
request as scheduled.
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All requests for timed services are initiated from the CRM Portal. All site creation requests support
the optional specification of start time and end time in the Scheduling information section:

Scheduling information

start time [2008.08.15 14-04 Reset
end time [2008.08.18 14:05 Reset
B
[

NOTE: Leaving start time blank means now, leaving end time blank means never.

The request is submitted as usual and the State displayed in the CRM Portal view is e.g. updated to
‘PE Wait Start Time’ (e.g. site T1 below)

It is also possible to only specify an end time enabling you to create a site service now but with
predetermined termination date. This could e.g. be for promotion or test purposes. After the
network operator has assigned the edge device resources to the requested service, its termination
request will then enter as a scheduled request and the State displayed in CRM portal will be
updated to ‘PE Wait End Time’

Existing services (8) 1 First

Previous Next Last

-mm“m-

1165 ScheduledServices layer3-VEN 14/03/2008 XA [layer3Site =] @
B 1168 T2 Ok layer3-Site 14/08/2008 None

1169 - PE Ok Wait End Time layer3-Attachment 14/08/2008 None
B 1166 T1 Ok layer3-Site 14/08/2008 None

1167 - PE Wait Start Time layer3-Attachment 14/08/2008 None

In HPSA the jobs awaiting their activation time are visible in the Scheduled Jobs tab. Scheduled
jobs in HPSA are persisted to the database and consume very little resources while waiting.

Active Jobs
|contruller_queue(B)Ifailed_iohs-(l)lRunning i1y Scheduled Jobs
i

I

. Service . Start Repeating | Group _
VPN Info Workflow Status . . = Description
Id _ Time Period

Action:"add" Aug 15, Action:"add"
Deaction:"remaove” . 2008 Deaction:"remove”
Zervice="L3SiteAttachment™ 1167 TimedServiceController WAIT_ACTIVATION 3:04:00 3755 eSS e AR aCh e
Service_id:"1167" PM Service_id:"1167"
Action:"add" Aug 14, Action;"add"

Deaction: "remaove” . . 2008 Deaction:"remove”
Service:"L3SiteAttachment” 1169  TimedServiceController WAIT_DEACTIVATION 3:50:00 3759 Service:"L3SiteAttachment”

Service_id:"1169" PM Service_id:"1169"

When the end time is reached the deactivation requests enters a confirmation queue to allow the
network operator to confirm the deletion of the scheduled service.

While the job is awaiting the operator confirmation the CRM Portal State is updated to ‘Sched
Delete Confirm’
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VPN_SVP also supports scheduled modifications of the rate limit values and additionally, such
modification may be requested as periodic or recurrent modifications. You may use this to e.g.
increase the available site rate limit at regular intervals in time, e.g. each Monday from 14:00 to

20:00 if a customer has specific needs for extra bandwidth at regular intervals, e.g. for back-up
purposes.

When you select the Modify operation as described e.g. in section 7-4-2 observe the Scheduling
information section now available. Besides the start time and end time fields it also provides for

specifying the modification to be periodic, the repeat period and a termination date for the periodic
modifications until which the process should continue.

layer3-AttachmentId T2-layer3-attachment (1170)
parameter to modify IREIE limit j

rate limit bl

start time [2008.08.14 15:30 Reset
end time [2008.08.14 15:40 Reset

periodic? IYES 'I
repeat I Daily ]'

until [2008.08.18 15:30 Reset

The request is submitted as usual and the State displayed in the CRM Portal view is regularly
updated to Periodic Modify PE Wait Start’ and ‘Periodic Modify PE Wait End’ corresponding to the
progress of the requested schedule.

Limited interaction with ongoing scheduled requests is possible for the network operator using the
HPSA GUI. This allows you to change the time for the next activation occurrence and/or to request
the schedule to be stopped (terminated).

Follow these steps to stop an ongoing scheduled activation
e Loginto Service Activator.

e  Select Jobs from the Work Area menu in the left navigation pane. This will open the Active Jobs
form.

e Gotothe Sheduled Jobs tab to locate the jobs to interact with and right click on the selected
job. This will open an additional pop-up menu.

Active Jobs
|contro|ler_queue(2)Ifailed_iobs(l}lRunning i1 Scheduled Jobs

KT I

_ Service _ Start Repeating | Group _
VPN Info Waorkflow Status . ; . Description
___ Time Period

Action:"add" Aug 15, Action:"add"
Deaction: "remove” . . 2008 Deaction:"remove”
e el RS R e B T 3735 gervice:"L3SiteAttachment”
Service_id:"1167" PM Service_id:"1167"
Action:"modify_Rate_limit" Start Job Aug 15, Action:"modify_Rate_limit"
Deaction: "modify_Rate_limit" 2008 Deaction:"modify_Rate_limit"
Service:"L3SiteAttachment” 1 ) EESERERON 3:30:00 1 Day D Service:"L3SiteAttachment”
Service_id:"1170" Modify Job PM Service_id:"1170"

Delete Job

e  Select Modify Job from the pop-up menu. This brings up the following form
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Schedule job: TimedServiceController (ﬁa“ —
invent
3756 TimedServiceController

Schedule Time |Aug 14, 2008 3:55100 PM

Group Id |3T55
Action:"add" il
Description  [Deaction:"remove"”

Service: ”I_ESitEAttacthl

Status [sTopP

Subrmit I Clear |

] Done l_ l_ l_ l_ ’_ [&J Local intranet _;
e  Modify the Status to STOP to request the schedule to be terminated
e  Optionally change the Schedule Time for its next scheduling which is when the modify Status
will be examined.
®  Select the Submit button to modify the job
e  The view will now reflect the requested changes and the job will terminate at the specified time

(start time in the Scheduled Jobs view)

Likewise you may stop an ongoing periodic job, but only when the job is in Status
WAIT_ACTIVATION so to assure we terminate the schedule at the service’s initial value.

8-3 Aggregated Interfaces

VPN_SVP supports aggregation (or bundling) of interfaces. This allows you to appoint multiple
physical interfaces on a PE device that should be bundled together and be represented via a single
logical interface. You may do this to achieve e.g. higher bandwidth or better redundancy.

The interface types/encapsulations that are supported for aggregation covers:

Link aggregation of Ethernet interfaces
FrameRelay bundling
PPP multi-link

You must create an aggregated interface before you may select it for service provisioning.

VPN_SVP supports bundling through a generic interface for the network operator. To create
bundled interfaces follow these steps:

In the Inventory, select the SAVPN/Equipment view.
Expand a region branch and locate your network.

Expand the network branch and PE routers branch to locate the router to be selected for the
creation of an aggregated interface

Right-click and select the * Create aggregated interfaces action. This will open the Create
Aggregated Router Interface form.
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Inventory Class Views  Instance Views

e ! regated interface C7600-1 %
=] & Regions A
O & penmark i Create Aggregated Routerinterface Form
= & Network Copenhagen
B %2 pE routers Name Value Description
@ €3600-1 Router name | |
& NE4D-1 _
g M7-1 Bundle type Type of interfaces to aggregate
g NE40-2 Interfaces | FastEthemnet0/4 || ADD |
@ 12300-1 Selected interfaces  FastEthernetls2 FastEthernetl/3 Interfaces to be aggregated
$ Juniper-1 Interface Port-channell MName of aggregated interface
F c7s001

3 c7e00-2 View C7600-1

@ CE routers 3:;“ Create aggregated interface C7600-1
= ? P routers E Show L2 NNMi Neighbor view
@ ASER router| B, Show L3 NNMi Neighbor view
AN Copenhagen| Bl NA Device Configuration
@ Unattached CE f [l NA Device Configuration Changes
=] ﬁ India £J NA Device Diagnesis
o ﬁ Network Bangal [ MA Policy Compliance Report
O % PE routers Edit C7600-1
@ India-M7 #k Create Link
2 India-C7 2, Upload C7600-1
% India-C7( # Delete C7600-1
[ % prouters |

® You may select the Bundle type, e.g. Ethernet, and the selection list Interfaces will allow you
to select among matching and free Ethernet interfaces to build up your aggregated interface. If
you select FrameRelay or PPP, free interfaces of type Serial will be proposed.

® You select each physical interface by selecting ADD button for each. Note that the list Selected
interfaces gets populated with the interfaces you have selected so far. Also note that the
aggregated interface name gets display in the Interface field. You may want to note this name
for later reference when provisioning a service.

e  When all the desired physical interfaces have been added, press OK to submit your requests.

HPSA will now execute a WF that configures the selected PE router to create the aggregated
interface according to the selections made and updates the inventory database correspondingly.

You may observe the created interface under the Interfaces branch on the selected PE router.

Inventory Class Views  Instance Views
M SAVPN/Parameters X SAVPN/Equipment % MM View Routerinterface %
e e e
A A
juni = . =
: g jum View Interface
Juniper-1
C7600-1 i
= ? Name Value Description
Controllers
= Interfaces Iermlnatluannﬂcl 864 Primary key
O FastEthernet0/0 Name * Port-channel Meaningful name
O FastEthernetd/3 NE C7800-1(8) Name (Id) of the router the interface belongs to
o FastEthernetd/4 Port (F;;;thernetﬂﬁ Name (Id) of the port the interface uzes
[ & rastEthernetd/s
Stat u Up, D Unki
O FastEthernet0/6 =e : B W IREOWT
O FastEthernet0/7 e elemet
as Eme Dezcription Uploaded from equipment
[ B FastEthernet0/s ActivationState  Ready Activated, Failed, Undefined, Ready
O FastEthernet0/9 Usanestate Avainbie Available, SublfPresent, Uplink, Reserved, nBundls, Trunk,
0 & serialo/o : ASBRLink, SwitchPort
= Port-channell Bundlekey channel-group 1 Name of aggregate interface
O FastEthernet0/1 Bundleld 1 Id of aggregate interface
0o FastEthernetd/2 B Unuzed® 1 Unitz available for rezervation (initially 1).
53 NNMIUUId Univerzal identifier of correapending NNM object
Access networks : - -
- . NNMI I Identifier of correzponding NNM object
man ASBRLinks NN st Uodiate Time the object was last updatedirefreshed from NNMi Format:
5 C7e00-2 p [dd-MH-yyyy]. Example: [17-11-2010] =
O '@ P routers N hd
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You should follow the same above steps to create a type multilink PPP or Frame Relay interface.

NOTE: After an aggregated interface is used for a service, it may not be possible to change its
configuration with respect to its member interface (i.e. the physical interfaces that constitute the
bundle).

NOTE: Deleting a free aggregated interface is done using the delete action on the interface. This
will configure the device accordingly and remove the aggregated interface from Inventory and free
its member interfaces.
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Following are the various aggregated interfaces created for different Bundle Types chosen.

Bundle Type Vendor Aggregated Interface Name
Ethernet Cisco Port-Channel

PPP Cisco Multilink

FrameRelay Cisco MFR

Ethernet Juniper Ae

PPP Juniper MmI

FrameRelay Juniper MmI

8-4 Channelized Interfaces

VPN_SVP supports channelization of E1 or SONET/SDH controller interfaces. This allows you to
create logical serial interfaces that are constructed from a number of time-slots on an E1 or
STM1/STM4 type of multiplexed interface and which bandwidth may be tailored to the needs of the

service.

A Channelized interfaces may be created “just in time” by using the Create Interface button in the
Select_PE_Router_And_If form or from the Inventory GUI ahead of the provisioning task.

Follow these step the create a channelized from the Select_ PE_Router_And_If form

e Loginto Service Activator.

®  Select Jobs from the Work Area menu in the left navigation pane. This will open the Active Jobs

form.

e Gotothe add_I3 site pe tab to locate the jobs to interact with and right click on the selected

job. This will open an additional pop-up menu.
®  Select Interact with Job from the pop-up menu

®  This provides the interface to the network operator for the selection of the provider edge device

° Select the desired device from the Select Router list. Note, when the selected device contains
Controllers, and extra Create Interface button appears in the form
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Interact with job: L3VPN_ReserveResource

L,
- Start Date & Post Date & _
Job ID Workflow = . S & o . ats & Step Name De=scription Status
Time Time

Wed Now 17 Wed Now 17 Select the PE router and
109097 L3VPM_ReserveResource 16:40:17 IST 16:40:17 IST Select PE Router_And_If the interface on the Running

2010 2010 selected PE router.

Customer Name cust

VPN Name test

Site Name T1

Requested Rate limit 1M

Router Location Copenhagen

Select Router | C7600-1 ( PE ) v | [ Create Interface

Router Id 8

Select Interface FastEthernet0/3
Select Encapsulation

Type of protocol RIP

Topology view | NMM L3 Neighbor View v | ’ Launch Views

Contact Person

Comment

| £

e Select the Create Interface button in the form as you realize that for this specific service a
channelized interface must be used and it has not yet been created

The following form will appear

Create Channelized RouterInterface

Router C7600-1 Mame of the router where interface is created
Controller | SOMNET 4/0/0 | Select the controller to channelize
Bandwidth |1024 |Eandwidth specified by creating the site (Kbps)

Timeslots 16

’ Submit ] [ Cancel ]

e Inthe form you may select the desired Controller on which the channelized interface should be
created. Select e.g. the SONET 4/0/0 controller and then select the button Submit and the
following expanded form will appear
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ChannelizedInterface Creation Form

Select interface

OK|| Reset

Name Value Description
Timezlots 16 Mumber of required 54Kbps time slots
Contiguoues v Time =lots allocation method
Interface Seriald/00. 1M/M172:0 Mame of created router interface
Channel i} Allocated channel group for router interface
Framing crcd A Specifies if the interface iz unframed
Clock Source internal Interface clock 2ource
Multiplexing aud  tugd tugZ2 el timeslots
T %1% 1%|2 %116 v

®  Notice, that the first available multiplex indexes (au4, tug3, tug2) for the SONET controller and

an el group have all been populated.

e Also notice, that the requested Ratelimit in the service request (1Mb) has been used to select
16 timeslots to provide the requested bandwidth.

e  Finally, notice that the resulting serial interface name is provided Interface field

e |f the suggested parameters needs to be changed, you may do that and re-select the button

Select Interface to update the form

e  When all parameters have been finalized, create the interface by selecting the Submit button

HPSA will now execute a WF that configures the selected controller on the selected edge device to
create the channelized interface according to the selections made and updates the inventory
database correspondingly.

You may observe the created interface under the Interfaces branch on the selected PE router.
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| Inventory Class Views Instance Views @ I
# SAVPN/Equipment X SO I View Routerinterface %,
Regions ”~
O & penmark View Interface
= @ Network Copenhagen
E % e routers Name Value Description
g C3600-1 IermlnatlunPulntld o P
NE40-1
@ M7-1 Name * Seriald/0V0.1111:0 Meaningful name
@ NE4D-2 NE CTEe00-1(8) Name (ld} of the router the interface belongs to
- .
Port SONET 4/0/0(599)  Name (i) of the port the interface uzes
g 12300-1 State Up Up, Down, Unknown
juni Type * i
ype Serial
@ Juniper-1 Description Uploaded from equipment
=] ? C7600-1 ActivationState Ready Activated, Failed, Undefined, Ready
5.] Cantrollers ; Available, SublfPresent, Uplink, Reserved, InBundle,
o s e Trunk, ASBRLink, SwitchPort
8 5‘1] Interfaces Timeslotz 1-16 For ch lized if
IMEe=|01 - or channelized |
A A 1to100f 14
oo NumberofSiots 16 For channelized if
[ g FastEthernet0/0 Bandwidth 1024000 Bandwidth of interface (bps)
O =g FastEthernetd/3 Unused® 1 Units available for reservatian (initially 1).
[ & FastEtherneto/4 NNMI UUK Universal identifier of corresponding NNM object
O ‘i"é] FastEthernet0/s NN Id Identifier of corregponding NN object
[ & FastEtherneto/s ; Time the object was last updated/re freshed from
O ] Fastethemneto/s LA NNMi Format: [dd-MM-yyyy). Example: [17-11-2010]
[ & serialo/o
= Port-channeli
[ = Seriald/0/0.1/1/1/1:0
[ = serialio/o/0:0
Wow | b’
b4

Follow these steps to create a channelized interface from the Inventory GUI ahead of the
provisioning task.

In the Inventory, select the SAVPN/Equipment view.
Expand a region branch and locate your network.

Expand the network branch and PE routers branch to locate the router to be selected for the
creation of an aggregated interface

Expand the Controllers branch and select the desired controller to host the channelized
interface

—

Right-click and select the + Create channelized interface action. This will open the
Channelizedinterface Creation form as above, only now you have to provide the number of
timeslots (SlotsNumber).

To complete the process, you must follow basically the same procedure as described above
when initiated from the Select PE_Router_And_If form.

NOTE: Deleting a free channelized interface is done using the delete action on the interface. This
will configure the device accordingly and remove the channelized interface from Inventory.

8-5 LSP Management

There are two types of LSPs available for operator use in SAVPN solution: Service LSPs and
Aggregate LSPs.

8-5-1 Service LSPs

VPN_SVP supports an optional service integrated LSP feature. This strategic Traffic Engineering
component builds a mesh of LSPs between the PE routers hosting VPN sites. The LSPs may be
automatically as well as manually created, modified and/or deleted according to the requirement
and topology of the site services.
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The LSP feature must be enabled via the SAVPN-Parameters configuration options provide, to take
effect (see section 6-1-2 LSP Parameters in the [ADM] guide).

The simplest way to use the LSP feature is to assign LSP profiles to each traffic class (Class Type,
CT) with ‘automatic’ bandwidth allocation mode. In this case, when services are created due to
incoming service requests, the LSPs will be created as required and with the bandwidth allocated
according to the rate limits specified in the service requests.

The only algorithm currently supported for calculating the required LSP bandwidth is the ‘Sum’
algorithm. This means the sum of the individual rate limits requested by the services is assigned to
the LSP and guaranties that the maximum amount of traffic can be supported by the LSPs. More
advanced algorithms could be introduced where e.g. some statistical knowledge of the traffic may
suggest less bandwidth demanding algorithms.

Alternatively, the assigned LSP profiles could have ‘manual’ allocation mode assigned. This
provides/requires full operator controlled bandwidth allocation. Hence, each LSP that must be
created enters a job queue, from where the operator must select each job for interaction and assign
a proper bandwidth. No further service modifications will automatically change this allocation, only
the operator must decide to do so by interacting with a specific LSP via the Inventory GUI.

Additionally, the operator may decide from the interaction GUI, not to create one or more of these
LSPs. If so chosen, no further service operations will re-create these LSPs as the Inventory keeps a
‘blocking’ instance having admin state Down. The operator may choose to enable such LSPs so
they become active in the network, or delete these fully in which case later service operations may
recreate these as required

See section 7-7-1 LSP Configuration for Service LSPs in the [ADM] guide for more information.

8-5-2 Aggregated LSPs

Aggregated LSP feature allows a reduction in the number of MPLS LSPs that otherwise would have
to be created across the MPLS core to create a full mesh of VPN specific (Service) LSPs.

The distinguishing feature of Aggregated LSPs is that these are not associated a specific service
like a VPN but rather shared among a humber of VPNs or other applications.

This feature uses the same topology as the LSP Tiers feature, including the existing definition of the
tiers/hierarchy among the PE routers.

Aggregated LSPs feature provides the network operator exclusive control of where and when to
create, modify or delete aggregated LSPs through a manual management mode. This feature does
not support automated creation, modification or deletion.

See section 7-7.2 LSP Configuration for Aggregated LSPs in the [ADM] guide for more information.

8-6 Work-order Distribution

VPN_SVP supports distribution of Work-orders by e.g. email. This may help the provider integrating
and organizing the activation process of managed CE VPN sites with field technicians and/or 3-
party technicians. These personnel perform the actual CE router installation and pre-configuration
possibly at the customer’s premises and may not have direct access to the VPN_SVP GUIs and
interaction forms.

Although the VPN_SVP does not support managed L2 VPN CE (Customer Edge) devices, L2 VPN
Site work-orders are yet generated to provide help in setting up the CE device

8-6-1 Work-order Distribution

You may initialize Work-order distribution by following these steps:
e Loginto Service Activator.

e  Select the Inventory from the left pane menu.

®  Select the SAVPN/Parameters view.

e  Expand the SP Parameters branch.

e |ocate the Workorder distribution object
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Inventory

Right-click the Workorder distribution and select the &

Class Views  Instance Views

A | SAVPN/Parameters X

O rarameters

M Edit Workorder distribution %
Ed

E @ sP parameters Update Wo_Dist
O clobal-net

O AdminVPN

B @ Delayed activation
P Regions

[ EXP mappings

Name Value Description

anual | | Iz mode of distribution manual?

true v

B Email I= mode of distribution email?

0 E workorder distributinn WebServer I= mode of distribution SCP?
Rate limits View Workorder distribution
OB queues Edit Workorder distribution

Rl
wan \flan ranges

)

Add Email distribution to the set of supported distribution methods by selecting Email true. Note
that WebServer distribution method is not yet supported. Note, that the Manual mode is always
enabled, which means that a copy of the generated work-order always is saved in the database
and accessible from HPSA left navigation Work-orders menu as described in section 7-2-2-3

You have now added email distribution mode to the work-order distribution mechanisms.

You must now create a temporary storage for the work-orders that must be distributed to external
recipients. You may follow these steps to create a queue as temporary storage for these work-

orders:

e Loginto Service Activator.

e  Select the Inventory from the left pane menu.

®  Select the SAVPN/Parameters view.

e Expand the SP Parameters branch.

®  Locate the Queues branch

®  Right-click the Queues and select ] Create Queue action

Inventory Class Views  Instance Views
D, Sl SAVPN/Parameters X il Create Queue %
=] ﬁ Parameters A
= SP parameters Create New Queue

O Global-Net
O AdminVEN Name Value Description
O @ Delayed activation Narme * |‘u"u’0rk0rders | Queue name
@ Regions
Ol exp mappings 152" Type of queve.
O E  workorder distribution State State of queue.
Rate limits EmailServer * |smtp://localhost | Email server address. Format is : emtp://maiHost

HHEE
i B= B= Ba ]

Ol -Oueue
e |;f Create Queue

Wm DLCI ranges
LSP parameters
VPLS parameters
VPWS parameters

Layer 3 parameters

|«

SleepTime * |GU | Sleeptime in seconds for Queue to wait
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Fill in the form providing Name as e.g. Workorders. Select the queue Type as Workorder, State

as suspended. You may change this later as described below.

Provide the address of your Email server in the URL format as indicated. This is the external
SMTP server that emails will be submitted to and relayed via towards the final recipient.

Press the OK button to submit the information
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You have now created a queue in the database that the VPN_SVP provisioning process may submit
information (work-orders) onto. Currently, the built-in work-order distribution mechanism submits the
work-orders onto queues of Type Workorder and which are not in State disabled.

The created queue provides a temporary storage for the work-orders and the service activation
process will commence immediately after submitting a work-order. This decouples the service
activation process effectively from the distribution process.

The queue is served by a scheduled server work-flow that de-queues submitted requests one-by-
one and sends these via the above configured SMTP server. This will only take place when the
state of the queue is active.

Hence, when the State is suspended, work-order requests will be submitted onto the queue and
saved there, but the distribution process will not serve the queue and distribute any requests.

When a request is successfully sent to the configured external SMTP server, it is removed from the
gueue and the next request will be attempted.

To enable the distribution of work-orders you must set the queue State to active. Follow these steps
to do that:

e |ocate the Workorders queue you created above
®  Right-click the queue and select the ™ Resume Workorders action

Inventory Class Views  Instance Views

bl SAVPN/Parameters X

= ﬁ Parameters
E @@ SP parameters
O Global-Net
01 [#®F] adminven
] @ Cielayed activation
P regions
Ol exe mappings
O E workorder distribution
Rate limits
O & queues
[0 |2 worker
wem Wlan range
W DLCI range
 sp paramete
ﬁ WPLS paramet
% vews parame

@' View Workorders

@' Edit Workorders
!D Resume Workorders
{&) Disable Workorders

# Delete Workorders

The State of Workorders queue will now be set to active and the distribution process started. You
may later Suspend or even Disable the queue if so desired.

NOTE: If you Disable the queue, the requests submitted so far and not yet distributed, will also be
deleted.

You still need one final configuration step before work-order distribution is fully configured: The
recipient address for the work-orders needs to be provided.

VPN_SVP supports specifying per Region and optionally also per Location, recipient’s email
address.
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To configure Work-order recipient email addresses, follow these steps:

e Loginto Service Activator.

e  Select the Inventory from the left pane menu.

®  Select the SAVPN/Parameters view.

e  Expand the SP Parameters branch.

e |ocate the Regions branch

e  Select the desired Region, e.g. Denmark and expand

£l CreateWorkorderURL on the WODistribution object.

e  Select the action &

Class Views  Instance Views

% | SAVPN/Parameters X M Create WorkorderURL %
O parameters -

Elm 5P parameters

Inventory

Create New WorkorderURL

Om@ Global-Net
O AdminveEn Name  Value Description
O @ Delayed activation Webserver | Webserver publishing url. Format is: user@host
E*‘ Regions [:portldir
O@ penmark Email |DKlech@denmark.dk | Email recipient url. Format is: uzer@host

[ & wobistribution

Location

| Create WorkorderURL I Region

Location

&3 Locations Denmark Region
W Vlan Ranges
Wam DLCI Ranges

e .

e Fillin the Email field representing the recipient’s email address.

NOTE: Webserver publishing feature is not currently supported.

e  Similarly, you may specify a more dedicated email recipient address for any of the Locations in
a Region by expanding the desired Location branch and configuring the WODistribution object
there.

VPN_SVP will, when submitting a Work-order to the Workorders queue, use a Location specific
recipient address if it is defined, otherwise the Region level address will be used, if that has been is
defined.

NOTE: Distribution of layer3 Work-orders for Managed CE routers will use this Region/Location
based recipient address whereas Work-orders for Un-managed CE routers will be send to the
email address of the customer’s contact person, if that has been specified.
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This chapter describes the Reports tool available in the VPN_SVP. As described in Chapter 3, the
VPN_SVP support a detailed view of Services, Equipment, and Parameters via the Inventory GUI
and additional examples of these views are described throughout the previous chapters. The
Inventory GUI is hierarchical in nature and therefore certain types of information are not readily
available. The Reports tool provides a set of predefined views that allows you to extract information
that is somewhat orthogonal to the Inventory views.

The Reporter tool provides three basic reports: ‘Executive Summary’, ‘Services per PE’ and
‘Bandwidth per PE’ which are all described in detail in the following sections.

Follow these steps to enter the Reports tool:
e Loginto Service Activator.
e  Select Reports from the Tools menu.

Refresh oM
CRM portal

Reports

Meszages For External
Systems

Workorders

Backup

e  This will open the Types of Reports overview

Types Of Reports

Summary report of the number of customers created or
deleted and services created or modified in selected time-
frame.

Executive Summary
Report

Report of the customers and the services corresponding to
each customer residing on a specific PE.

Bandwidth Accounting Report of the physical bandwidth, committed bandwidth and
Report available physical bandwidth on a specific FE.

Services per PE Report

e  Once in the Types of Reports window, select the report you desire from the Report Name list

9-1 Executive Summary Report

When you have selected the Executive Summary report, a window will appear that allows you to
enter the desired time-frame of the report.
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Executive Summary Report

Select Time-Frame

Select Time-Frame 1 month %

1 month -
-Sul:lrmt

2 months

3 maonths
4 months
5 maonths
E months
1 year

2 years
3 years
4 years
5 years
All

®  You may select a period from 1 month to 5 years or the total time that the system has been
running.

e  Select Submit to generate the Executive Summary Report

Executive Summary Report

Time-Frame: 1 months Mon Aug 25 10:32:58 CEST 2008

Added Deleted

o
g%
o

Added Modified

L3Site 12 2 12
L2Site 2 0 2
L2VPWS 1 0 1

Print |l Save

The report shows you the total number of Customers that have come or left your VPN business as
well as the total number of active Customers. Additionally the report adds up the total number of
sites according to type that have been added or modified within the selected time-frame.

9-2 Services per PE Report

When you select the Services per PE Report, a window will appear that allows you to select the
desired PE for the reporting.

Services per PE Report

Select PE
Region IDenmark *I

Location |Cnpenhagenj

Routers ICHEUU-‘] vI

Submit |
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e Select Region and Location and finally the PE router
e  Select Submit to generate the Services per PE Report

Services per PE Report

Mon Aug 25 10:41:36 CEST 2008

PE Router Details

PE Router Name Network Element Id Management IF
C7600-1 8 15.76.223.1

Customer Details Report

Sigatronics ne. 81 sohn Smith
Copenhagen 1247 VPWSSite CPH-5TK 1246
GigaEthSitel 1241 L2Site GigalL2vPN 1240
BO 1057 L3Site Finance 1054
bigSitel 1124 L3Site LargeWVPMN 1120

Customer Name [ _1d | Contact Person [ seviee | 0 wvew |
Devz 1045 L3Site Research 1163
T1 1180 L3Site ScheduledServices 1165

Print [l Save

The report provides an overview of the customers and their services provisioned on a particular PE
router.

9-3 Bandwidth Accounting Report

When you select the Bandwidth Accounting Report, a window will appear similar to the window
above in section 9-2 that allows you to select the desired PE for the reporting.

® You select the Region and Location and finally the PE router
®  Select Submit to generate the Bandwidth Accounting Report
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Bandwidth Accounting Report

Fri Oct 16 18:05:44 CEST 2009

ME Details

Router ) Committed

Name Bandwidth acing aci Available
d

C7600-1 8 15.76.225.1 8960 1139216 0 439216

Unit of Bandwidth: kbps
Interface Level Bandwidth-Summary Report

Interface ommitted [— -
TlurpE Ela i Ij I"'llli Ijth ) . ci

Provisioned

Serial 1 0 0 1 0 2000 0 2000
FastEthernet 10 = 2 3 8960 1000000 0 300000
SOMET 1 0 = 1 0 129024 0 129024
El 1] = 4 0 8192 0 8192

Print [l Save

The report provides information about the types and number of interfaces on the selected NE router
and the bandwidth provisioned on these interface types (Committed Bandwidth). The report also
summarizes the total amount of customer facing bandwidth (Customer Facing) and the amount yet
available on the NE (Available).



10 Problem Control

This chapter describes how VPN_SVP facilitates the handling of problems and errors that may
occur when services are provisioned.

Different issues may cause the activation of a service to fail. It could be a temporary loss of
connectivity to the PE router from the NOC, it could be some router problem related to the specific
version of the router firmware, it could be exhaustion of different resources managed by VPN_SVP
such as address pools, etc., etc.

The precise diagnosis of a particular problem may in some case require a substantial amount of
work by specialized and skilled network operators and/or engineers and may in other cases be
simple and straight forward to identify. Likewise the resolution of the problem may represent a
substantial amount of work and could include a complete replacement of a failed PE router.

To facilitate problem handling and error recovery several tools are available in the VPN_SVP which
are described in the following sections.

10-1 Error and Notification Messages

The Message queues Errors and Notification are used by the work-flows in the VPN_SVP solution
to post messages that may help the operator in identifying a problem and possible also help in
solving the problem.

The queues used for errors and notifications are configurable via the Inventory GUI. You may
configure the queue names used by following these steps:

e Loginto Service Activator.

®  Select the Inventory from the left pane menu.

®  Select the SAVPN/Parameters view.

e Expand the SP Parameters branch.

® |ocate the Service Provider object

®  Right-click the Service Provider and select the £l Edit Service Provider action

® You may now enter the names you want to use for the ErrorQueue and NotificationQueue
attributes

These attributes are use by the Workflows when they need to post a message.

The Notification queue is used to post messages that do not represent some error but rather some
important or some un-usual events, that may be of importance to the operators of the system.

Below are two examples of notification messages. One is from the ErrorHandler when re-submitting
a failed service requests (see section 10-2 ), the other represents a timed service that an operator
has stopped (see section 8-2)

Messages

Errors | il Gl

1-2/2 —

Aug 5, 2008 Re-cubmit  Service Id: 1207 - Error handler

3168 1207 fhustedand2 ErrorHandler 4:10:34 PM message re-submitted the message:
db:1717
Aug 14, 2008  Put stopped L3VPN_AddSiteAttachment
3755 1167 fhustedand2 Controller 3:55:00 BM - Tl e

The Errors queue are used to port messages that’s concerned with activation failures, workflow
failures or other irregular events that must be investigated by the operator.
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Below are examples of two problems and the generated Error messages. The first (top) one is
related to remote interaction with the confirm_setup_ce queue where the remote operator may
have provided an illegal Service Id in the interaction form (see section Error! Reference source
not found.) which generates an exception message in the Errors queue.

The second problem is related to a L3 VPN Site service request where allocation of an IP address
failed due to lack of available resources. This causes a failure of the requests and it is then queued
in the ErrorHandler. In the ErrorHandler the operator has failed the requests and the service request
has been terminated and responded back to the CRM portal (see (see section 10-2).

Messages

2001 |Notification
1-106 / 106 B s
Workflow il
com.hp.ov.activator.mwfm.component.WFException: No valid message Id or

11:50:58 Read =ervice_id from DB identifier or job Id or host name or module name specified for job £ 4,014,
AMI : worlkflow name #Confirmation_CE in cluster node fhustedand2

Confirmation_CE

Controller 11:45:08 Put error msg L3VPN_AddSiteAttachment Failed

ErrorHandler 11:45:09 Fail message Service Id: 1221 - Error handler failed the message: db:2050

ErrorHandler 11:44:51 Enter Message Error handler for Service Id: "1221" executed.

L3WPN_AddSiteAttachment 2008 Reserve resource Failure Failed Reserving the resources for for serviceid: 1220

L3VEN_ReserveResource 2008 Ere e TR Eg;urzggs;g\glr;gsépl\det address FastEthernet0/0 PoolName: PE-CE Default Mask:

= - I>|j

10-2 Error Handling

When an error occurs in a service creation workflow, the error handler work flow receives the failure
including the original service request message that was received from the CRM portal.

At the same time, the CRM portal service State is updated to temporary failure.

Follow these steps to enter handling of failed jobs for a failed service request:
e Loginto Service Activator with admin rights.

®  Select Jobs from the Work Area menu in the navigation pane. This will open the Active Jobs

form.
Active Jobs
controller_queue(l)_ svm:(l])l i JobsISc' duled Jobsl
| i
. . . . . Nod
VPN Info Service Id Workflow Status Start Time Post Time Step oas .
Description
g Check error
Action:"add S
Y - " e Jul 15, 2008 Aug 25, 2008 conditions and
:x:z. ‘ﬁgi;?achmem 1002 ErrorHandler ‘Waiting 12:02+53 PM 5:05:35 AM Update_Error_Handler re-submit or fail

the transaction.
Interact with Job

Stop Job
Change Roles

Stop Job (Forced)

e Gotothe failed_jobs tab to locate the failed job to interact with and right click it. This will open
a pop-up menu from where you select Interact with Job.
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~
Interact with job: ErrorHandler ; 7
Wed Now 17 Wed Now 17 Check error conditions and re-submit :
109169 ErrorHandler 554108 15T 2010 20:41:08 15T 2010 WPdate Error_Handler C ot ansaction. i
VPN Info Action"add" Service!"L3Site Attachment” Service id"1021"
Request Message db:16887
Time stamp Activation dialeg Equiprrazrr,l)t name Protocol Device dialog
Activation Add L3 Site
Attempts Wed Nov 17 20:41:08 Attachment VPN PE  C£3600-1 -
P 1ST 2010 {16.49.201.237) telnet
Select Router C3600-1(PE) »
Topology view |NNM L3 Meighbor View H Launch Views
Error Code 1 (FAILED)
Dezscribe reaszon for failure to CEM operator here...
Description
Re-submission , . . L
. [¥|Retain Resources [ Skip Failed Activation
options
E

The form may optionally list multiple Activation Attempts that has been made so far to configure the
requested services but without success. For each attempt, the form allows you to inspect different
pieces of information related to the service request:

o Request message

The service request message that was sent from the order portal (CRM Portal)
o Activation dialog

The generated xml activation dialog used by the CLI plug-in to configure the service
o Device dialog

A trace of the actual communication that took place with the external device

You select the URL listed for Request Message to inspect the received service request. A
simple text based view is presented. Below is illustrated part of a received service request.
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Y
<?xml wversion="1.0" encoding="utf-8"7> =
<!DOCTYPE m=sg SYSTEM "file:/C:/hp/CpenView/Servicelctivator/etchconfigimessage.dod™>

<msg Message id="65">
<header>
<Service_request Skip activation="default" Service_response="true">
<Service id»1069</Service id>
<Activatinn_name>add<fActivation_namE>
<Deactivation_name>remﬂve<fDeactivation_namE>
<Service name>L3SitelAttachment</Service name>
<Region>Demmark</Region>
<f5ervice_reqaest>
<Service schedule>
<StartTime/>
<EndTime/>
</Bervice_schedule>
</header>
<body>
<VPHNSite>
<SiteAttachment ServiceMultiplexing="false">
<Hanaged_CE_router>false<fHanaged_CE_router>
(51te_5ervice_id>lﬂ63<ISite_5ervice_id>
<VPN Service id>1051</VPN Service id>
<Location>Copenhagen</Location>
<Comment />
<Attachment_name>bigsite31ayerS—Attachment(lﬂttacnment_name>
<L35itefittachment Type="initizl-Attachment™>
<Activation_scope>FE_ONLY(IActivation_scope>
<«Connectivity Type="mesh"/>
<PE CE routing Customer ASN="" O5PF area="" Protocol="RIPF">
<Static_routes/>
«/PE_CE_routing>
<LddressPool>PE-CE Default</RddressPool>
</L3Sitelttachment’>

</Sitelttachment>
<Qo5>
<Rate_ limit>1M</Rate_limit>
(QoSProfile}lS_siH@le_0.0.0.0.lOO(iQGSPIofilE} -
< ' I_>|_I

|@ Done I_ l_ I_ I_ l_ |‘:g Local intranet 4

® You may also want to inspect the xml activation dialog that Service Activator constructed for the
service request and which controlled the CLI plug-in dialog with the network device. Select the
link in the Activation Dialog column corresponding to the activation attempt you are analyzing.

Command set for the service: Add L3 Site Attachment VPN PE

Equipment name: €3600-1, Element Type: C3620, Vendor: Cisco

Description ____________________________Jadtivatoncommanas ______________________________________[Rolbackcommands _________________|
Connecting to Cisco device. De8m)+wGs34TIxRPLEYSDw==

Privileged (enable) mode. enable

Privileged (enable) mode. alIDvQoxUU30wwOxeAIDDw==

Turn prompting off terminal length 0

Turn line scroll off terminal width 256

Configure terminal configure terminal

Enter {sub)Interface interface Seriald/0

Associate WRF with Interface ip vrf forwarding vrf_1013 no ip wrf forwarding vrf_1013

Define hdlc encapsulation on Serial i/f encapsulation hdlc no encapsulation hdlc

Define IP address on i/f under vrf ip address 172.17.0.17 255.255.255.252 no ip address 172,17.0.17 255.255.255.252

description ** HPSA VPN ** Added i/f, Customer(id): cust(1), SiteAttachment: 1021,

P de R T Site name(id): Sitea(1020), Date: 2010.11.17 20:41:07

Bring pe i/f up no shutdown shutdown
Delete i/f in undo interface Serial0/0
Configure RIP CE-PE Routing router np
Configure RIP address-family address-family ipvd wrf wrf_1013 no address-family ipvd wrf wrf_1013
Configure RIP version 2 wersion 2
Configure RIP CE-PE network network 172.17.0.16
Configure RIP redistribution of BGP redistribute bgp 12345 metric transparent router rip address-family ipv4 vrf vrf_1013 no redistri
12345 metric transparent
Configure BGP redistribution of RIP router bgp 12345
Configure BGP RIP address-family address-family ipvd wrf wrf_1013
Configure BGP RIP redistribution redistribute rip
Configure BGP redistribution of connected routes router bgp 12345
Configure connected BGFP address-family address-family ipve wrf wrf_1013
Configure connected BGP redistribution redistribute connected
Create PolicyMap policy-map |3_simple_0.0.0.0.100_in_128K no policy-map |3_simple_0.0.0.0.100_in_128K
Define description on Policy Map description ** HPSA VPN ** Rate Limit: 128K, Date: 2010.11.17 20:41:07
Add Classifier to policy map class I3_any
o) it police cir 128000 bc 8000 be 8000 conform-action set-mpls-exp-transmit 5 exceed-
action drop
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In this view, you may inspect to Activation commands to configure the service and the Rollback
commands that will be executed if the activation experiences any errors. Also, the Description
allows you to locate the specific command in the dialog trace that is also available.

e  You may also want to inspect the actual trace of commands sent to the device and the
corresponding network element responses received, to e.g. inspect any diagnostics messages
from the device. Select the Device dialog View button of the activation attempt that you are
investigating.

IHEIIIIIIIIIIIIIIIIIIIlﬂﬁiHﬂﬁﬂﬁlllllllllllllllll Description

Tue Jul 15 2008 12:02:38:758 Connecting to Cisco device.

Tue Jul 15 2008 12:02:38:867 <. User Access VerificationUsername: Connecting to Cisco device.
safePassword: ciscoc3600-1>

Tue Jul 15 2008 12:02:39:086 - enahble Privileged (enable) mode.

Tue Jul 15 2008 12:02:39:242 - Password: ciscoc3600-1% Privileged (enable) mode.

Tue Jul 15 2008 12;02:39:242 - terminal length Oterminal width 256 Turn prompting off

Tue Jul 15 2008 12:02:39:461 <-- c3600-1#terminal width 256c3600-1%  Turn prompting off

Tue Jul 15 2008 12:02:39:461 - configure terminal Configure terminal

Enter configuration commands, one per

Tue Jul 15 2008 12:02:39:789 <-- line. End with CNTL/Z.c3600-1(config) & Configure terminal
Tue Jul 15 2008 12:02:39:805 - ip vrf wrf_1000 Create WRF
Tue Jul 15 2008 12:02:40:024 == c3600-1(config-vrf)# Create WRF
description ** OVSA VPN ** Added wvrf,
Tue Jul 15 2008 12:02:40:024 -z Customer id: 1, VPN name(id): bigPN Configure WRF description

(1001), Date: 2008.07.15 12:02:37

Tue Jul 15 2008 12:02:40:461 CSEDD l(config vrf)# Configure RF description

Tue Jul 15 2008 12:02:40:680 no ip wrf vrif_1000 Create WRF
25 IP addresses from all interfaces in

Tue Jul 15 2008 12:02:41:008 <-- WVRF wrf_1000 have been Create WRF
removedc3600-1{config) £

Tue Jul 15 2008 12:02:52:492 - exit

Tue Jul 15 2008 12:02:52:711 -

In the above example trace, you may observe that the router device complains about the configured
VRF using an RD value that is already in use. This indicates that e.g. some manual configuration has
been made on the router behind “the back” of VPN_SVP. To rectify such an issue, the router must be
examined manually and the offending VRF item may have to be deleted or modified on the router not
to collide with the auto-generated version configured by VPN_SVP.

e  When you have identified the cause and rectified the problem, e.g. created additional entries in
an IP address pool, or rectified the router configuration, the service request may be re-
submitted by selecting the Re-submit button. This will restart the VPN_SVP handling of the
request.

e The CRM State will change to In_progress to inform the CRM operator about the changed
status.

e If the cause of the problem is related to the service request itself, you may add a comment that
will be sent back to the CRM operator when the Fail button is selected. This comment will be
available as the Failure description in the CRM portal.

e The CRM Portal will change state to Failed and the CRM operator will have to decide on the
further steps to be taken. E.g. it may be realized that the originally requested parameters were
wrong in which case the failed request must be deleted and a new, with the corrected
parameters, must be submitted.

e The form allows you to execute the activation request in Skip Activation mode. This will
process the request normally, only the actual router configuration will be skipped. Only use this
when you are 100% sure the router configuration is correct but the inventory of VPN_SVP must
be updated correspondingly.

10-3 Delayed Activations

When an activation attempt fails with a connectivity error to the network device, the failed service
request is not queued in the above failed_jobs queue but instead it is being automatically
rescheduled for a later activation retry on the delayed_activation_jobs queue.
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The retry properties like maximum number of retries and the time interval between retries may be
managed centrally as well as on a per job basis.

If the service request does not complete successfully within its assigned number of reties, the job
will fail and enter the failed_jobs queue and may then be handled as described above in section

10-2.

A delayed job, will by default be associated the retry parameters defined in the
Inventory—>Parameters—>SP parameters Delayed activation object. You may select the edit

function and the view below should appear.

4]

& Parameters

= ]]i 5P parameters
O clobal-Net
O Adminy Py
| Delayed activation

@ Regions

[ |¥FF| ExP mappings
Workorder distribution
Rate limits

O

OE queues

Wom Wlan ranges
'.'_! Layer 2 parameters
T8 Layer 3 parameters
4 service mappings
ﬂ Action ternplates
% Upload templates
459 Equiprnent parameters

Name

Value

Description

Dakame *

MumberOfRetries 1

-
Darys *
Hours *

Minutes *

Identification name of delayed activation

Total number of activation retries to be performed - for no retries
value is 0.

Time period betvween activation retries - Days
Time period between activation retries - Hours

Time period between activation retries - Minutes

OK| | Reset

These parameters represent the default parameters associated any delayed job.

If there is a need to change the parameters on a per job basis, the job gets queued on the
delayed_activation_jobs queue while awaiting the next retry. You may interact with delayed jobs
and manage the retry parameters reties as described below.

e Loginto Service Activator with admin rights.

®  Select Jobs from the Work Area menu in the navigation pane. This will open the Active Jobs

form
Active Jobs
controller_queue(2) |[[EECHRETaGIEGLIRLE{§ 8] failed_jobs(1) | Running Jobs | Scheduled Jobs
i |
VPN Info Workfiow Jobid -
Action:"add"
Service:"L3SiteAttachment” ‘Waiting ig:;q::r2§007 ig:T::2§007 Update_Delayed_Activation =i 1474CEEnD4605

Service_id:"1067"

Interact with Job
Stop Job
Change roles

Stop Job (Forced)

e Gotothe delayed_activation_jobs tab to locate the delayed job to interact with and right click
it. This will open an additional menu.
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a hp OpenView service activator - Microsoft Internet Explorer provided by Hewlett-Pack: - |I:I|5|

Interact with job: ErrorHandler (éﬁlw I~

. Start Date & Post Date & .
Job ID Workflow . = o= = Step Name Description| Status
Time Time

Thu Mar 22 Thu Mar 22
1174566024605 ErrorHandler 16:14:26 CET  16:14:26 CET  Update_Delayed_Activation Running
2007 2007
VPN Info Action"add" Service!"L3 Site Attachment” Service id"1067"
[~ |
Description
=
Retries Pending |1
Time Period IU ] I2 |EI
(DD-HHMM) '
Reset |  OK | Fail_| -
|@"| Done I_ l_ I_ I_ l_ |‘ﬂ Local intranet S

®  You may change the number of pending reties as well as the time interval between each retry.
Note, that you may also Fail the job and thereby pass the job to the failed_jobs queue from
where it may be handled as described above in section 10-2 .

10-4 Interface Recovery

In some incidents, a communication line card may fail on a router and a single or some few
numbers of ports may consequently malfunction. The services that you may have provisioned on
this/these ports are therefore also out of operation. This occurs not too often but when it does, the
VPN_SVP provides an Interface Recovery tool that may help you swiftly migrate all the services
provisioned on one port to an equivalent replacement port on the same router and which will
minimize the down-time of the customer services.

The Interface Recovery tool is accessed via the Inventory GUI. Follow these steps to recover the
services provisioned on an interface on your router.

e In the Inventory Tree window select the SAVPN/Equipment view.

e  Expand the Regions branch and locate the relevant networks containing the device in failure.
e  Expand the PE routers branch and locate e.g. the router C7600-1 with a failed port.

e  Expand the interfaces branch and locate a failed interface hosting provisioned services.

e Right-click Select the % Recover services from the Router interface action. This will open
the Interface Recovery form:
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Inventory Class Views  Instance Views

Yl SAVPN/Equipment % M Recover senvices from the Routerinterface %

=] ﬁ Regions
B £ penmark InterfaceRecovery Creation Form
=] ﬁ Network Copenhagen
B % PE routers Name Value Description
? C3600-1 Source Interface * fe-0i0M
@ NE40-1 Existing Site Services Sitea
oM7L Target Interface fe-0/0/2
% NE40-2
H % unip - -
View RouterInt
E Int IEW ROUCErINTETace

@ Recover services from the Routerlnterface

# Del rf
# Delete RouterInterface
0

[ & L3Flowpoint: 611
O fe-0/0/2 3z

e Now, in the Interface Recovery form you may select the target interfaces from the selection
list. This is the interface to which the services of the failed source interface should be moved

e  Now select the Ok button to initiate the transfer of services. A progress bar will keep the status
of the services migration updated.

HPSA will then create, service by service, the configuration commands to remove the service from
the old failed interface and re-create the service on the new target interface. You will just have to
switch the cable from the failed port or source interface to the port of new target interface. You may
repeat this procedure for each failed port.

10-5 Audit Trails

When a service is successfully configured, an audit trail entry is created in the Audit system
database by VPN_SVP. Each entry keeps a record of the configuration performed for that specific
service activation.

These audit trails are generally useful when the need arises for analyzing which service has been
activated by which operators and for which customers, etc.

But these are also particular useful when a failed PE router needs to be replaced and the already
configured services on that PE router must be restored. To view an audit entry, follow this
procedure:

e Loginto Service Activator with admin rights.

Jobs

Messages

Audit Messages
Track Activations
warkflows

Services

Inventary

Service Instances

Logs

e  Select Audit Messages from the Work Area menu in the left navigation pane. This will open the
Audit Messages view.

e  All audit entries created by VPN_SVP are of Event Type SAVPN_LOG_EVENT
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Audit Messages

Filter

-

Reset < Prev 121 -170/f 170

Job 14 Workflow Event Type

2984 1141 fhustedand2 ActivateConfiguration  Jul 30, 2008 4:14:03 PM SAVPN_LOG_EVENT  L3VPN_RemoveSiteAttachment_PE

3044 1142 fhustedand2 ActivateConfiguration  Aug 1, 2008 12:35:03 PM  SAVPN_LOG_EVENT  L3VPMN_RecoverSite

3000 1143 fhustedand2 ActivateConfiguration  Jul 30, 2008 4:22:44 PM SAVPN_LOG_EVENT  L3VPN_AddSiteAttachment_PE

3047 1143 fhustedand2 ActivateConfiguration  Aug 1, 2008 12:35:04 PM  SAVPN_LOG_EVENT  L3VPN_RemoveSiteAttachment_PE

3349 1143 fhustedand2 ActivateConfiguration  Aug 11, 2008 10:19:38 AM SAVPN_LOG_EVENT  L3VPN_RemoveSiteAttachment_PE

3636 1143 fhustedand2 ActivateConfiguration  Aug 13, 2008 9:55:49 AM  SAVPN_LOG_EVENT  L3VPN_AddSiteAttachment_PE

3737 1143 fhustedand2 ActivateConfiguration  Aug 14, 2008 11:08:15 AM SAVPN_LOG_EVENT  L3VPN_ModifyFlowPoint_StaticRoutes

3648 1145 fhustedand2 ActivateConfiguration  Aug 13, 2008 10:00:17 AM SAVPN_LOG_EVENT  L3VPN_AddSiteAttachment_PE

3692 1145 fhustedand2 ActivateConfiguration  Aug 13, 2008 4:00:20 PM  SAVPN_LOG_EVENT  L3VPN_RemoveSiteAttachment_PE

3066 1160 fhustedand2 ActivateConfiguration  Aug 1, 2008 2:30:24 PM SAVPN_LOG_EVENT  L2VPWS_AddSite

3070 1160 fhustedand2 ActivateConfiguration  Aug 1, 2008 2:30:24 PM SAVPN_LOG_EVENT  L2VPWS_AddSite

3711 1161 fhustedand2 ActivateConfiguration  Aug 14, 2008 9:39:20 AM  SAVPN_LOG_EVENT  L3VPN_AddSiteAttachment_PE

3748 1164 fhustedand2 ActivateConfiguration  Aug 14, 2008 1:04:19 PM  SAVPN_LOG_EVENT  L3VPN_AddSiteAttachment_PE

3749 1164 fhustedand2 ActivateConfiguration  Aug 14, 2008 1:04:20 PM  SAVPN_LOG_EVENT  L3VPN_AddSiteAttachment_PE

3768 1169 fhustedand2 ActivateConfiguration  Aug 14, 2008 2:33:28 PM  SAVPN_LOG_EVENT  L3VPN_AddSiteAttachment_PE

3773 1169 fhustedand2 ActivateConfiguration  Aug 14, 2008 3:03:34 PM  SAVPN_LOG_EVENT  L3VPN_RemoveSiteAttachment_PE

3784 1170 fhustedand2 ActivateConfiguration  Aug 14, 2008 3:05:42 PM  SAVPN_LOG_EVENT  L3VPN_AddSiteAttachment_PE

3795 1170 fhustedand2 ActivateConfiguration  Aug 14, 2008 3:30:01 PM  SAWPN_LOG_EVENT  L3VPN_ModifyFlowPoint_QoS

3802 1170 fhustedand2 ActivateConfiguration  Aug 14, 2008 3:40:01 PM  SAVPN_LOG_EVENT  L3VPN_ModifyFlowPoint_QoS

3839 1170 fhustedand2 ActivateConfiguration  Aug 15, 2008 3:30:02 PM  SAVPN_LOG_EVENT  L3VPN_ModifyFlowPoint_QoS

3846 1170 fhustedand2 ActivateConfiguration  Aug 15, 2008 3:40:01 PM  SAVPN_LOG_EVENT  L3VPN_ModifyFlowPoint_QoS

3866 1170 fhustedand2 ActivateConfiguration  Aug 18, 2008 9:10:55 AM  SAVPN_LOG_EVENT  L3VPN_ModifyFlowPoint_QoS

Applied Filter Service Id: Event type: SAVFN_LOG_EVENT From: To:
Class: JobId: User: Workflow: Step:

Message:

to reduce the number of entries

In the above view a Filter selecting the Event Types as SAVPN_LOG_EVENT has been used

In the Audit Messages view, select the desired entry based on Service Id, Date or Service type
(Step). This brings up the more detailed Audit message detailed information view

This view contains a general information section and a Variable-Value section which contains
the VPN_SVP specific audit information, including the Activation Template.

Select the Download all content link which allows you to view the activation template that was

used when configuring the selected service. This file is xml formatted and conforming to the
syntax specified by the CLIPIlugin. In this format, the activation template file may be used as
input to the CLIPlugin to re-configure the router exactly as was done originally.

Note, that the Audit Messages also contain the North-bound operator id in the Requestor Name,

and the HPSA operator id in the Operator Name entries. In case of requests requiring no
operator interactions on HPSA, the Operator Name will be ‘system’ as the processing of the

request (execution of the Workflows) is done as the ‘system’ user.
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Audit message detailed information

Host name: vpnal.hpsa

Service Id: 1010

Order Id: 21

Type:

State:

Event type: SAVPN_LOG_EVENT
Date: Cct 15, 2013 2:34:36 PM
Class:

JobId: 577

User:

Workflow name:  ActivateConfiguration

Step name: L3VPN_AddSitesttachment_PE

Message:

Service Name
Activation Connect
VPN Name
Parent IF Name
Router ID
Customer ID
Module

Router Name
NMMi_ID

Region

Router Interface Id
Router NNMi_ID
Parent IF NNMid
Router Interface
ClientIP
Operator name
Requestor name
Site Name
Workflow Name
ParentIF ID
Location

VPN ID

MA_SI

Activation Template

NNM_ANNOTATION
Service ID

Vendor

Network ID

Customer:"Baldor Electric Company(2)" WPN:"Sales(1007)" Site:"Sales1
(1009)", Router id: 1, Activation Type : Add L3 Site &ttachment WPN PE

Variable

Add L3 Site Attachment VPN PE
telnet://16.49.201.237

Sales

Ethernet1/0

1

2

crm_listener

C3600-1

Denmark
1787

null
Ethernet1/0.2500
192.168.2359.2
system
crm_operator
Sales1
L3VPMN_AddSitesttachment_FPE
503

Copenhagen
1007

n/a

=<?xml version="1.0" encoding="UTF-8"7=
<IDOCTYPE C...
Download all content

n/'a
1010
Cisco
100

Close window

10-6 VPN Log

The progress and result of services activated by VPN_SVP is reported in a VPN specific log
available for later inspection and validation in case of failures or other issues.
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To inspect the VPN log files, proceed according to the following steps:
e Loginto Service Activator.

e  Select Lobs from the Work Area menu in the left navigation pane. This will open the HPSA Logs
view.

® Locate the SAVPN tab to locate the VPN_SVP specific log files.

Logs Host Name: IﬂﬂustedandQ vI
(connector] [mwrm | BT [oerenc] Resmar][pm|[sysTEM] [PH]

Please select a file from the below list of Log files

savpn_active savpn_78 savpn_77 savpn_76 savpn_75 ﬂ
savpn_r4 savpn_73 savpn_72 savpn_71 savpn_70
savpn_b9 savpn_68 savpn_67 savpn_bb savpn_b5S ﬂ

® Select savpn_active from the list of log files to get the most recent entries. Older log entries are
rolled into numbered files over with the most recent having the highest number.

Below example illustrates an L2VPWS service activation trace as it will be seen in the SAVPN log:

The Controller workflow receives the service request 1:34:57 and instantiates the
L2VPWS_CreateVPWS workflow with a service id of 1262.

This workflow instantiates the L2VPWS_AddSite workflow twice, once for aEnd and once for zEnd
each of which completes OK. Finally the Controller workflow returns state OK to the order portal
1:35:24.

Logs Host Name: IﬂwustedandZ vl
[connector|[mwen| IR [perenG] [REsmer][pm][sysTEM] [PM|

MY EM

AUQ £b, LUUG

fhustedand2 1:34:57 BM Controller L2\J"_PWS_I::re“ate‘u"F"s!\JE:I action "create 1262 COMPONENT Worker 2
servicename "L2WVPWS
fhustedandz ©49 26: 2008 | 5\ pyws CreateVPWS Service Id: 1262 - Create L2 VPWS ENTER 1262  COMPONENT R
1:34:57 PM Worker 1
fhustedandz2 ~E 25, ZLLE L2WVPWS_AddSite Service Id: 1262 - Add L2 WVPWS PE ENTER 1262 COMPONENT L
1:35:23 PM Worker 1
Aug 26, 2008 . . . B MWFM
fhustedandz 1:35:23 PM L2VPWS_AddSite Service Id: 1262 - Add L2 WVPWS PE QK 1262 COMPONENT Worker 3
fhustedandz U9 26, 2008 | 5y oy addsite Service 1d: 1262 - Add L2 VPWS PE ENTER 1262 COMPONENT L
1:35:23 PM Worker 5
Aug 26, 2008 . . . B MWFM
fhustedandz2 1:35:24 PM L2WVPWS_AddSite Service Id: 1262 - Add L2 VPWS PE QK 1262 COMPONENT Worker 3
fhustedandz U9 26, 2008 | 5y oy createVPWS Service 1d: 1262 - Create L2 VPWS OK 1262 COMPONENT L
1:35:24 PM Worker 2
Service Id: 1262 - Status OK, Workflow
fhustedandz2 A!'Ig ,25’ 2 Controller "L2VPWS_CreateVPWS" action "create” 1262 COMPONENT R
1:35:24 PM h = T Worker 3
servicename “L2VPWS
savpn_active savpn_78 savpn_77 savpn_76 savpn_75 ;I
savpn_74 savpn_73 savpn_72 =avpn_71 savpn_70 |
savpn_6&9 savpn_68 savpn_67 =avpn_66 =avpn_65 LI
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11 Back-up and Restore

11-1 Device Configuration Back-up and
Restore

The VPN_SVP supports device configuration backup and restore procedures via the Backup tool
described in section 3-9 . The configuration files are stored in the database of VPN_SVP.

You or the administrator can choose according to your preference the transfer protocol, TFTP or
other. The NEs to be backed up must support the chosen protocol and a server or daemon version
of the protocol (e.g. TFTPD) must be installed on your HPSA platform. The transfer protocol is not
part of the VPN_SVP.

The interface between VPN_SVP and the transfer protocol selected is via the local file system on
HPSA platform. VPN_SVP will transfer to/from the file system and from/to the database — the
transfer protocol will transfer between the file system and the NEs.

The templates under $SOLUTION/etc/template_files must be customization in order to use other
transfer protocol than tftp. E.g. for Cisco devices it would be Cisco/Cisco_Save_Config.xsl and
Cisco/Cisco_Manual_Backup_Config.xsl that needs to be changed according to the requirements of
the devices and the transfer protocol.

A backup may be initiated by the network operator (manual) or they may be made according to a
predefined schedule.

The tool allows you to recover a failed PE by restoring the last saved configuration backup unto a
new replacement PE router when that has been installed into the network.

The backup tool could be combined with the audit trails described above in section 10-5 to
reconfigure all the services activated after the last saved configuration backup and until the point in
time when the PE router failed. This functionality is not currently available.

11-2 VPN_SVP Inventory Back-up and
Restore

Backup and restore of your inventory data may be made using standard database backup tools
which will not be described further in this guide.

VPN_SVP provides a dedicated Inventory backup and restore feature via the XML importer/exporter
tool box. You need a command line prompt/shell to execute the XMLImporter/exporter tools.

The VPN_SVP inventory data is divided in two types: the CRM Portal related data and the HPSA
related data. Follow these steps to create a back-up of you HPSA based VPN_SVP Inventory data
in XML format:

e  Change directory to $SOLUTION/bin/XMLConverter
e  |ocate the executable Exp.sh

e  Execute ./Exp.sh export.xml <output.xml>
where export.xml is an internal file containing the list of the database tables to be exported and
<output.xml> is the file to which the exported data will be written.

Likewise, to export the CRM Portal data, follow these steps:
e  Change directory to $JBOSS_DEPLOY/crmportal.sar/crm.war/WEB-INF/bin/XMLConverter
e  |ocate the executable Exp.sh

e  Execute ./Exp.sh export.xml <output.xml>
where this script is used using the same syntax as described above.

These two operations generate two xml files each containing part of the inventory data.
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When your installation has collocated the CRM portal with the HPSA server, a more user friendly
script is also available, which ease the use of the above XMLImporter/exporter tool:

e  Change directory to $SOLUTION/etc/VPNDemo/
e  Locate the exportXMLDB.sh script

e  Execute ./exportXMLDB.sh <session_name>
where <session_name> is used to generate the export xml file names in the data sub-directory

This script is taking advantage of the above two Exp.sh scripts to export both the HPSA based as
well as the CRM Portal based inventory data into two xml files, i.e. data/<session_name>_crm.xml
and data/<session_name>_sa_vpn.xml for the CRM Portal related data and the HPSA related data
respectively.

The exported data is formatted in XML but still quite close to the database structure behind the data.

The exported data is now in a format suitable for later import. Follow these steps to import
previously exported data:

e  Change directory to $SOLUTION/etc/VPNDemo/
®  Locate the importXMLDB.sh script

e  Execute ./importXMLDB.sh <session_name>
where <session_name> is the id used when generating the export xml file in the data sub-
directory

It is also possible to use individual XMLConverter.sh and doPopulateDB.sh script available for both
CRM Portal and HPSA data. Before these are used, note that the existing database must be
initialized to the proper state for loading of the XML based data using the initVPNDB.sh scripts.
Therefore the above procedure using the importXMLDB.sh script is the simplest and the
recommended way of doing the load of XML data, as all the pertinent steps are built-in.

,& WARNING: Please note, that when you import xml based data, the current content of your
inventory database is reset and lost, even of the import process fails as the inventory data gets
initialized before the xml data is imported. Hence it is recommended that you also export these
data before importing new — be careful not to overwrite the xml files to be imported by using
identical session _names!
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12 NNMi Integration

Integration of VPN_SVP solution with NNMi brings the following benefits to the users of VPN_SVP:

e  Provides equipment and topology load into VPN_SVP and ensures that both applications have
the same view of the network.

e  Provides the topology view to the network operator helping him to get an overview of the
network, its status and to choose the correct resource for activation.

e  Provides the network operator resource status to help determining cause of activation errors
and inspect status of activated services.

12-1 Overview

The purpose of this section is to provide high-level details of NNMi - VPN_SVP integration use
cases. Upcoming sections of this chapter provide more details on different features of the integration
from a usability perspective. The complete details of required configurations for enabling different
features can be found in chapter 10 of [ADM].

The VPN_SVP — NNMi Integration use cases can be broadly divided into two categories as follows:

e Resource Life Cycle Use Cases:

o Dataload from NNMi to achieve activation ready network resource population.

© NNMi GUI Launch from VPN_SVP Inventory views
e  Service Life Cycle Use Cases:

o NNMi GUI Launch from VPN_SVP Resource Selection and Error Handler views
Creation of VPN specific Interface Groups in NNMi — upon service creation.
Rediscovery of the NE involved in the service by NNMi — upon service creation.
Annotation of service information on the interfaces involved in service.

View NNMi Interface Group associated with the VPN from VPN_SVP service tree.

o O O O O

Deletion of service annotation information upon service deletion.
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12-2 Dataload

The term dataload refers to the population of VPN_SVP equipment model from the network topology
information discovered by NNMi.

NOTE: For dataload process overview, refer tofADM].

The data extraction step extracts all those NE information from the NNMi, which are in the “scope”
of dataload. The term “scope” refers to the exact set of network elements which are to be extracted.

VPN_SVP makes use of the “Data Enrichment” step to populate the VPN_SVP Equipment Model
using CNRModel. Refer to section 10-2 of [ADM] for complete details on the pre-requisites, scope
and enrichment files of dataload.

The user would be able to start dataload by launching the dataload workflow present under
inventory tree CRModel/NNMi Dataload as shown below:

Figure 12-1 Starting dataload process

Inventory ~ Class Views  Instance Views

M CRModel/NNMiDataload % Ml Run Dataload Workflow #

I3 NNMi Dataload Reconciliation

E ) Dataload Status % Run Dataload Worlflow \Run Dataload Workflow
kflow

O C. Status: No Data r‘ Run Dataload Check Nodes Worl
0 3 Post Process eme v

O ﬁ Unknown Network scope VPN Scope ¥
O ﬁ Metworks =

Description

The status bar which would be displayed during the dataload processing can be used to monitor the
status of dataload as shown in the figure below. Once done, there would be a visual indication of
completion on the same screen — stating that, the dataload has been completed.

Figure 12-2 Dataload progress status

Instance

e CRModelMMMIDataload #,
| MMMi Dataload Recanciliation

Run Dataload Workflow e

Run Dataload Workflow Result

Wyinrkflowe Name CRModel_Mhi_Datalosd_Launcher

workflow status | running. ... ﬂ

« o

| Done

In the case of a fresh dataload with no network elements present in VPN_SVP, the network
elements would be populated in the VPN_SVP inventory. The populated inventory needs a cursory
examination of the different attributes being dataloaded. Once found fine, these resources can be
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used for service activation. In case of an incorrect value for any of the attribute, such an attribute
needs to be explicitly set by doing a right-click and editing the resource.

If some of the network elements being dataloaded are already present in VPN_SVP and the
dataload feature let’s the operator perform a manual examination of the difference between what’s
present in VPN_SVP database and what’'s coming from NNMi. One can find all such network
elements which need manual reconciliation under CRModel NNMi Dataload tree. Upon a right click
on any of the network resources, the user has the option of looking at the difference between what'’s
coming from the network and what's present in the VPN_SVP database, or the options to “Accept”
or “Reject” the changes coming from NNMi.

In addition to uploading the network elements, dataload automatically performs the interface upload
too. Out of the box, dataload feature executes the workflow “CRModel_PostProcess” — after
processing the dataload, during “post dataload” phase. In General the administrators are advised to
retain this behavior — to make the whole process automatic. In case some customizations are
needed, integrators / administrators are free to configure any work-flow of their choice to be
performed as a part of “post dataload phase”. Find the figure below depicting this configuration —
can be found under CRModel Parameters, Upload Configuration. In case the administrator prefers
not to do anything after the dataload, the workflow name should be specified as empty.

Figure 12-3 CRModel_PostProces WF launch post dataload phase to perform interface upload

Inventory Class Views  Instance Views @ I

M CRModel/Parameters % M Edit Value %

= ) Parameters
) Administrative units Update DL_Configuration: PostProcessWorkflow

-

|2) Equipment types
) Interfaces types PostProcessWorkflow

I3 MA and NMM Configuration
[E [ Upload Configuration
O w Interface Upload
[ ) NNMi Dataload
I2) Scopes
| Enrichment
O 2": SkipTopologyAnalysis
[ @ PostProc
I Interface
) vendor M g Edit Walue
|2) Element Type Mappings v

CRModel PoztProcess

-, View Value

After the reconciliation and post dataload phases, the network elements are committed to VPN_SVP
database — and can be used for activation. The chapters 5, 6 and 7 can be referred for more details
on service activation.

NOTE: For more details on NNMi Dataload, refer to Chapter 4 of [INTRO].

NOTE: During dataload, only L2 connections between different network elements are dataloaded
to VPN_SVP database, L3 connections would be ignored.

12-3 NNMi Views

The ability to launch NNMi views under different contexts in VPN_SVP helps the operator to make
correct decisions during service creation, resource selection and trouble shooting in case of errors
during service activation. Refer to section 10-1-3 of “VPN_SVP Administrator’s Guide” for details on
configuring this feature.

As discussed in the overview section, NNMi views can be launched under the following contexts:
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e  From the VPN_SVP Inventory view : Upon the right click of a network element from VPN_SVP
inventory view, there are two options either to launch NNMi L2 or L3 neighbor view as shown
below:

Figure 12-4 NNMi neighbor view options

Regions . =
B B Denmark View PERouter
=] Network Copenhagen -
ame alue escription
%? pennag N Val Descript
PE routers
A oA 1+to10 of 11 Metwiorkld Metwork Copenhagen Metvwork the NE belongs to
? £3600-1 MetworkElementid * 62 Pritmary key
NEAD-1 Matne * 10.20.30.11 Meaningful name of the device
E— Cisco 3620 Muliservice Branch User information
m7-1 Otfice Router
MNE40-2 Rewjion Denmark The region the PE belongs to
12300-1 Location * Copenhagen Location of the device
Juniper-1 Laoophack IP 10.20.3011 Primary IP address of the device
1! g 10.20.3011 IP address for management of the device
& View 10.20.30.11
1 ,._)f"“ Create aggregated interface 10,20,30,11 =Rt
1 E Show L2 NMMi Neighbor vigw Mo True if this ME use a password palicy to autherticate
C E Show L3 NMMi Neighbor vigw Mame of the passward policy
evice Configuration &3 Fue it username is used to autherticate management connection
v N Device Configurat 1 Truait dto sutherticat rt connect
] ‘? P rout [2] NA& Device Configuration Changes =afe Usernatme for management connection
@ ASER NA Device Diagnosis bR Pazsward for management connection
53 an Cope [ Ma Policy Compliance Report OEEEREET Passyvord to enable device configuration
ﬁ India g Edit 10.20.30.11 Cisca Wendor of device
& Norway 2 Create Link Cizco-12.2(32) 05 version of device -
3620 T i cl
B sweden & Upload 10.20.30.11 ¥pe ot device
) ME supports WPLS BGP discovery (rfc 4761)
& Unknown # Delete 10.20.30.11 Tier levels for routers
Seriallumber Serial number of the device (invertory information)
Role FE Rale of device in the netwark
AdminState Up Up, Down, Unknown, Reserved
LifeCycleState Ready Planned, Preconfigured, Accessible, Ready
1l | 4 Backup es Backup tool enabled for the router -

Once the view is chosen and clicked, the chosen view would be displayed from NNMi as shown
below:
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Figure 12-5 NNMi Neighbor view

FoY .
B Regions

2 & penmark
=] ﬁ Network Copenhagen
=] ? PE routers
Aot to 10 0f 11
F caeoo-1
5 NE4D-1
F M7
F NEdD-2
¥ Jza00-1
? Juniper-1
5 10,3011
10203013
% 10208012
T C7600-1
4
O ? P routers
? ASBR routers
E:E AN Copenhagen
ﬁ India
ﬁ Marway
ﬁ Sweden
ﬁ Unknown

File  Wiew Tools Acions  Help

et R I JEY Y

|Updated: 12/5/10 9:23:28 AM

Hode or IP: |10,20,30,11 Humber of Hops: |2 =
.

| 3 Modes

-

Auto status refresh: 60 sec

From the VPN_SVP Resource selection page: During the service creation, in the phase where
there’s a need to choose the network resource to be involved in the service — in the resource
selection page — the operator has the ability to launch L2/L3 neighbor views to consider the
other resources, which can be used for participation in the service. Following screen shot

depicts the same:
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Figure 12-6 NNMi Neighbor view from Resource Selection Page

Interact with job: L3YPN_ReserveResource

i orkflaw Start Date & Time| Post Date & Step Name Description
Sun Dec 05 Sun Dec 05 Select the PE router and the
1292 L3WPN_ReserveResource 09:33:12 CET 09:33:12 CET Select_PE_Router_And_Ifinterface on the selected PE Running
010 z010 router,

Customer Name HP Cotams World

VPN Name demo VPN

Site Name demoSite

Requested Rate limit 128K

Router Location Copenhagen

Select Router | 10.20.30.11 (FE) |
Router Id 62

Select Interface I Ethernetl/3 vl
Select Encapsulation I none 'I

Type of protocol EIP

Topology view [ NMNM L3 Neighbor View x| Lawnch Views |

Contact Person

Comment

Submit | Clear |

| Daone

From the VPN_SVP Error Handler: During the service creation, in case of an error and the flow
could enter error-handler phase. In such situations for taking a deeper look at the root cause
behind the error — the user can launch either L2 or L3 neighbor view from NNMi as shown
below:

139



NNMi Integration

Figure 12-7 NNMi Neighbor view from Error Handler Page

Interact with job: ErrorHandler
Job | . L _ o o _ _
0 Wi orlflow Start Date & Time Post Date & Time Step Mame Description

-

Fri Dec 03 17:14:33  Fri Dec 03 17:14:33 Check error conditions and re-submit or p
1276 ErrurHand\erCET 2010 CET 2010 Update_Error_HandIerfa” the transaction. Running
VFN Info Artion"add" Service:"L331e Attachment” Service_id"1050"
Request Message dbh:334
Time stamp Activation dialog il%':?;';t Protocol Device dialog
d Add L3 Site
. . tdec 3 15:13:50 Attachment WPM PE C3600-1 .
Activation CET 2010 = (16.40.201.237) telnet MM
Ve |
Attempts
fd Add L3 Site
tdec 3 17:14:12 Attachment WPM PE C3600-1 .
CET 2010 Em | (16.40.201.237) telnet MM
Select Router
Topology view | NN L3 Neighbor iew v Launch Wiews |
Error Code 1 (FATLED)
Description

Ee-submission

. ¥ Betain Resources [ Skip Failed Activation
options

Re-submit | Fail | ;

12-4 Annotations

NNMi's representation of the PE interface terminating the service attachment, will automatically be
annotated with service related information such as the Customer of the service, the VPN, and the
associated termination point (flowpoint id) when a service is created or modified by VPN_SVP. This
may help the network operator to prioritize the incidents by providing easy access to the customer
and service specific information.

The annotations are made by adding the following custom attributes to NNMi's interface object:
e HPSA_Service _Type[e.g:L3VPN, L2VPN ]
e HPSA_VPN_Branch_Path [ Refers to the branch patch of the associated service flow point]
e HPSA_VPN_Cxy_Vabcd_Tijk [e.g. HPSA_VPN_C27_V_1038_T921]

o Number followed by “C” — refers to customer 1D

©  Number followed by “V” — refers to VPN ID

o  Number followed by “T” — refers to Flowpoint ID

HPSA_VPN_TPid - refers to the TerminationPoint associated to the interface

The service information annotated on the interfaces can be viewed on the “Custom Attributes” tab of
the interface. In order to launch this view on NNMi, perform the following steps:

e  Login to NNMi
®  Click on the Workspace—>Network Overview ->Node Form<NE>->Interfaces
e  Open the interface on which service activation has happened.
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° Click on the Custom Attributes tab to view the service annotations.

Figure 12-8 Service information annotation

File  Wiew  Tools  Actions  Help

él '—jl % Save and Closel @ Interface
Basics | General '|' 1P Addresses '|' Ports '|' YLAN Ports '|' Capatbilties | Custom Attributes [ Interface Groups |
Hame B0/t Performance (Unlicensed).]' Incidents.]'.status | Cunc\usmns.]'.Registration.|
Status MNormal
x|l |
Management Mode Managed ﬁ X B Hd 4 1-4of4 % W
airact o IInherited .I | Name ¥alue
lanagement Mode

J r _éj HPSA_Service_Type L3VPN ﬂ

Hasted On Node |Rl " ,:;ﬁ |_ - éj HPSA_WPM_Branch_Path Catalog|Regions|Metwork| PES| PE|L3FlowPoints|
B HPSA_VPH_CZ7_W1036_T921 HPSA_VPN_CZ7_¥10358_T921
Physical Address CCO009250001 r -@J I - I -
r

_@J HPSA_YPH_TPid 921

Layer 2 Connection

Interface State

Administrative State Up
(Operational State Up
State Last Modified December 2, 2010 12:45:26 PMCET
Notes
Notes
-
4| | »
| Updated: 12/5/10 10:19:19 &M | Tatal: 4 | Selected: 0 | Filter: OFF | Auto refresh: OFF

When the services are deleted from VPN_SVP, these annotations are automatically removed.

NOTE: Annotations are always created on the PE Interface.

NOTE: When Juniper logical interfaces are participating in a given service, the service annotation
is done on the “Parent Interface” or the physical interface associated with the logical interface. As
a consequence, during the cross launch of a flowpoint associated with a juniper logical interface,
the launch always results in the display of parent interface on VPN_SVP.

12-5 Interface Group Views

The Interface Groups helps the operators to obtain a view of all the interfaces associated a specific
VPN service. These custom interface groups get created upon service creation — and can be
launched from VPN_SVP service tree as shown below:
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Figure 12-9 Launching NNMi Interface Group View
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VPN_SVP operator — can easily see the status of any of the interfaces involved in a specific VPN by
looking at this view:

Figure 12-10 NNMi Interface Group View
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O& site: Barcelona r 49 © o r Et0j2 sthernstCsmacd  10Mbps  Ethemetf2  **HPSAVF DecZ, 20109:58PM  Det

O& site: cph-1
B wen: demoven
£ sites
Qos data

4 Customer: thomas

<]

il I 2

| Updated: 12/5/109:39:52 At | Tatal: 2 | Selected: 0 | Fileer: ON Auko refresh: 10 min

NOTE: Interfaces Groups created on NNMi - are not automatically deleted during service deletion.
These need to be cleaned up manually at regular intervals. Refer to “NNMi Liaison plugin
configuration“ section of [ADM].

12-6 Flowpoint Cross Launch

Whenever an NNMi operator receives incidents on an interface, knowledge of the VPN service
associated with the interface would help him decide the right priority for the incident [say when
making a decision on forwarding a certain incident to the trouble ticketing system] and taking an
appropriate action.

This feature provides the NNMi operator the ability to launch the VPN_SVP flowpoint view of a
selected interface. Refer to section 10-1-4 in [ADM] for the details on configuring this feature.
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The service flowpoint view can be launched from NNMi’s Action->Show HPSA VPN Flowpoint View
as shown below:

Figure 12-11 Launching Service Flowpoint View
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The moment cross launch option is chosen, service flowpoint view is displayed as shown below:

Figure 12-12 Service Flowpoint View
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13 NA Integration

This chapter describes various NA Integration features available with VPN_SVP Solution along with
the configuration life cycle to be followed to optimally utilize all the VPN_SVP->NA Integration
features. VPN_SVP 5.1 provides below integration features:

e VPN_SVP->NA Cross Launch

e  Service Configuration Integrity for L3VPN, L2VPN and L2VPWS services created by VPN_SVP
for Cisco and Juniper Network Elements.

NOTE: You will find more information on HPSA and NA integration in Chapter 11 of. INTEGRATE

13-1 VPN_SVP-NA Cross Launch

The term VPN_SVP->NA Cross Launch refers to the fact of invoking and showing different views of
NA from the VPN_SVP. VPN_SVP 5.1 covers following VPN_SVP-> NA Cross Launch scenarios:

e NA Device Configuration
e  NA Device Configuration Changes
e NA Device Diagnosis

e NA Policy Compliance.
All the necessary parameters such as NA'’s protocol, hosthame, port, username, password and
enable CL needs to be configured before initiating Cross Launch from the Inventory GUI as shown

in Figure 13-1. Cross launch of NA views could be disabled by un-checking the Enable NA cross
Launch option.
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Figure 13-1 NA Configuration for Cross Launch
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13-1-1 Launching NA View’s

All the users with the role “CRModel_NA_operations” are allowed to perform the NA-Related
Operations including Cross Launch. All the view’s for the PE’s could be launch from the Equipment
tree by selecting a device as shown in Figure 13-2.
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Figure 13-2 Launching NA views for the PE Router
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Figure 13-3 shows the snap shot of Cross Launching the Device configuration view from VPN_SVP
Equipment tree.

NOTE: To know more about the different NA view’s see the [NA_USR].

Figure 13-3 Device Configuration View
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13-2 Service Configuration Integrity

VPN_SVP solution provision and manages MPLS based L3VPN, L2VPN and L2VPWS services.
However, unauthorized modification of the configuration of these service on the Network Element
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can create a serious security breach which will eliminate the end-users’ trust to the provider’s ability
to manage a MPLS VPN network.

Solution like HPSA VPN_SVP deducts a successful activation based on the responses received
from the device during activation. However, there is no way to check if the configuration file is in
sync with the DB. VPN_SVP 5.1 addresses this limitation by using NA Service Integrity capabilities
by creating Policies and associate rules to it for all the services created through VPN_SVP. See
[NA_USR] to know more about the NA Service Integrity.

Here are the steps to be followed to add/modify or delete Policies/rules for any activation request
that a HPSA received from CRM, any other northbound system or while doing Interface recovery
from Inventory:

e VPN_SVP activates a service in the network.

e VPN_SVP queries the AUDIT_PARAM and AUDIT_RECORD_PARAM table to get the
Activation Template file (file that contains set of commands that was executed for an activation).

° Used XSLT transformation to extract the set of extract set of <Do> commands from the set of
commands.

e VPN_SVP analyze the set of <DO> commands to generate NA Policy request of
addition/deletion/modification of Policies or the associated rules to it.

e Take a Snapshot of the router config after successful handling of the Policies request as
mentioned in Step 4.

e  Update NA_SI attribute in AUDIT_RECORD_PARAM table to reflect the status of NA policy
request.

NOTE: It is assumed that Operator is not deleting an AUDIT Entry for the ongoing Activation.
Configuration.

NOTE: Itis also assumed that NA WF module and NA Queue is configured as mentioned in the
[ADM].

13-2-1 L3VPN Service Integrity:

Service Integrity for L3VPN service configuration primary consists of interface and the VRF block.
VPN_SVP form the below policies to monitor the L3VPN service configuration:

e  Service Policy: This policy monitors the Interface bock of the L3VPN Service creation, which
involve the association of QoS profile, Ratelimit, VRF, IP address to the service (interface).
Service policy uses <service_id> and <ne_id> to uniquely identify it on NA. E.g.

HPSA_ VPN_SERVICEID_ <service_id> <ne_id>

e VRF Policy: This policy monitors the VRF bock of the L3VPN Service, which involves the
associated RD, rt-import, rt-export values of the VRF. All the policies on NA requires unique
name. VRF policy uses <vrf_name> and <ne_id> to uniquely form the VRF Policy name e.g.
HPSA VPN_VRF_<vrf name> <ne_id>

See Figure 13-4 for the VRF and Service policies created on NA for the L3VPN.

13-2-2 L2VPN Service Integrity:

Service Integrity for L2VPN service configuration primary consists of interface and the VFI block.
VPN_SVP form the below policies to monitor the L2VPN service configuration:

e  Service Policy: This policy monitors the Interface block of the L3VPN Service creation, which
involve the association of QoS profile, Ratelimit, vfi to the service (interface). Service policy
uses <service_id> and <ne_id> to uniquely identify it on NA. E.g.

HPSA VPN_SERVICEID <service id> <ne_id>

e  VFI Policy: This policy monitors the VFI bock of the L2VPN Service. VFI policy uses <vfi_name>
and <ne_id> to uniquely form the VFI Policy name e.g. HPSA_VPN_VFI_<vfi_name>_<ne_id>
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See
Figure 13-4 for the VFI and Service policies created on NA for L2VPN.

13-2-3 L2VPWS Service Integrity:

Service Integrity for L2ZVPWS service configuration primary consists of interface block. VPN_SVP
only form the Service Policy to monitor the QoS profile, rate limit, encapsulation to the Service:

Figure 13-4 Listing NA policies
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13-2-4 Viewing Policies on NA

All the Policies that are configured on NA can be viewed by selecting Policy List under Policies
menu bar. This will open the Policies page as shown in Figure 13-4. NA User can select following
action for each policy:

e View & Edit — Opens the Edit Policy page as shown in Figure 13-5, where a policy can modify
policies.

e Test — Opens the Test Policy page as shown in Figure 13-6.

NOTE: To know more about Navigating through the Policies and Rules see [NA_USR].
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Figure 13-5 View and Edit NA Policies
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13-2-5 Checking Policy Compliance on NA

All the policies that are created by VPN_SVP to monitor the Service Configuration should be
validated to see if it is correctly catching issues with a device. This could be done by using the Test
Policy capability of NA. NA user can choose the “Test” option as shown in Figure 13-4. On selecting
the Test option a Test policy page will open as shown in Figure 13-6. When you have selected the
device, click the Perform Test button to check the compliance.

NA also allows testing device configurations for the compliance against one or more configuration
policies. This could be done by selecting Test Policy Compliance option under Policies menu bar.
See Testing Policy Compliance section of [NA_USR] for more details.
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Figure 13-6 Checking compliance of a policy
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13-3 How to take Snapshot

NA provides a functionality through which an operator can check if the stored configuration in the
NA database matches the running configuration on the device. If not, the task stores a new copy of
the device configuration and related data in the NA database. This task on NA is termed as “Take
Snapshot”.

VPN_SVP also initiates “Take Snapshot” task of NA after the successful activation of service on
Network Element and the creation/deletion/modification of the policies on NA. Take Snhapshot task
also checks the compliance of all the services that are created on the network.

To know the status of the “Take Snapshot” task, select Recent Task under the Tasks on the menu
bar. Figure 13-7 shows the status of the Take Snapshot task under the Recent Task main page of
NA. On selecting a Take Snapshot on NA one can see the details of the Take Snapshot task.
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Figure 13-7 Status of the Take Snapshot task initiated by HPSA.
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