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Preface

This document provides information about the administration tasks related to
the various stages of the USLAM lifecycle, explaining the user interface and the
several administration features that are offered by the USLAM platform and its
integrated components.

This Administration Guide is designed as an aid to the Administrator of the HP
Universal SLA Manager to ease the administration of the USLAM and its
various components and to effectively manage USLAM to achieve better
business value.

Intended Audience

This document is aimed at the following personnel:
e HP USLAM Administrator.

Abbreviations and Acronyms

The following table describes the abbreviations and acronyms used in this
document.

Abbreviation Description

BO SAP Business Object

BO-DS SAP Business Object Data Services
BIAR Business Intelligence Archive

CMS Central Management Server

CI Configuration Item

ID Identifier

ITIL Information Technology Infrastructure Library
KPI Key Performance Indicator

OLA Operational Level Agreement

SLI Service Level Indicator

SLA Service Level Agreement

SLO Service Level Objective

SLM Service Level Management

SD Service Definition

SI Service Instance

SNMP Simple Network Management Protocol
SM Service Manager




TTR Time To Repair

UPC Underpinning Contract

USLAM Universal Service Level Agreement Manager

Associated Documents

A list of existing HP Universal SLA Manager documents is given below for your

reference:

Document Title

Relevant Product

Configuration Guide

HP USLAM Installation and

Universal SLA Manager

HP USLAM User Guide Universal SLA Manager

Typographic Conventions

This document uses the following conventions to identify special information:

Convention Information Type/Example

Interface components requiring user actions e.g.
[ 1 (square Buttons.
brackets) ) o )

Ex: Click [Finish] to complete the Import wizard.
() [round Supplementary information Ex: Configuration
brackets] Item (CI).

Fields names, menus, window pane names
Bold type Ex of menus: Admin = Service Level

Management > Repository.
Italic type Important information and/or concepts.

Ex: The output is an . XML file.

Symbols Used in this Guide

]

Symbols Information
z Note
- \ Draws your attention to additional information

about a software function/feature.

Important

Draws your attention to important information
regarding the proper usage of a software

function/feature.

\4

Caution

Draws your attention to an important warning.




Support

Please visit our HP Software Support Online Web site at
www.hp.com/go/hpsoftwaresupport for contact information, and details about
HP Software products, services, and support.

The Software support area of the Software Web site includes the following:
Downloadable documentation

Troubleshooting information

Patches and updates

Problem reporting

Training information

Support program information.



http://www.hp.com/go/hpsoftwaresupport




Chapter 1
USLAM Architecture

The HP Universal SLA Manager (USLAM) provides SLA management
capabilities for SLA design and creation, SLA instantiations resulting from
service orders, SLA near real time monitoring and alerting, and SLA reporting.

All of these tasks are achieved by the USLAM by employing several internal
and external modules integrated with USLAM. The USLAM product is
delivered as several software kits.

USLAM Installers

USLAM Services USLAMETL USLAM Reporting UL e USLAM Reporting with

Publisher

MyUSLAM Portal

Data collection SAP Business <Objects USLAM Universe SAP Bu5|ne5§0bjects

framework Data Services Enterprise Liferay Portal

USLAM jobs and USLAM Predefined

e o Reports USLAM Universe USLAM Portlets

Repository manager

Predefined end-user
Calculation engines SLA Intelligence
dashboard

USLAM Predefined
Reports

Predefined end-user
Web User Interface SLA Intelligence
dashboard

Model examples




1.1 USLAM Components

The following figure drills-down further to show the various components that
are integrated in USLAM, and also shows how they communicate with each
other:

The main physical components of the USLAM solution are discussed briefly in
the following sections.

1.1.1 USLAM Services

The USLAM Services package contains 5 different modules:

1. Repository Manager

2. Web Ul

3. Calculation Engines

4. Collectors

5. Action executors

Repository Manager and the Web UI have to be installed on a same host.

Calculation Engines and Action executors also have to be installed on a same
host.

Collectors can be installed on different host.

USLAM web Ul

4 B 7

USLAM
Action database
Executors
Repository USLAM Datamart
Manager Engines
Raw data type .
descriptors Dataloader . - sitory Reports
—u J SNMP AE J& engines server
Raw data — data
collector ) e
LRI e Tickets Data Records Metrics
collectors I collectors collectors coIIec;e:;J L
Raw data acquisition S A
I —

SOLIEs source
files data bases

The SLA Repository Manager is designed to handle the SLA management
operations such as create, delete, update, get SLA and underlying objects and to
control the SLA lifecycle (activate, terminate, etc.).

1.1.1.1 Repository Manager

The Repository Manager also includes Dataload tools and Web User Interface. It
is the starting point from which artifacts can be loaded into the system
(Repository manager), managed and monitored (Web UI).
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1.1.1.2 USLAM Engines

This is the heart of the solution where all compliance and business impacts
calculations take place. The calculation engines are designed to process the
collected data and evaluate the corresponding compliance status and business
impacts.

1.1.1.3 Collectors

Raw data collectors are designed to collect from external data sources and
record data to the USLAM raw data DB.

1.1.1.4 Action executors

Installed with the USLAM engines, the action executors are designed to react
on alert created by these Engines and perform predefined actions.

e The SMTP Action Executor sends email on alert detection.

e The SNMP Action Executor sends trap on alert detection.

1.1.1.5 Web User Interface

Installed with the Repository Manager, it contains the USLAM Web User
interface used by administrator or operators to monitor, manage and create
SLA.

1.1.2 USLAM ETL

The USLAM reporting engine is designed to maintain a SLA datamart where
SLA data (e.g. definition, status, compliance, etc.) is stored and summarized,
ready for SLA reports building and navigation.

The SLA datamart content is maintained by an ETL (Extract Transform Load)
job that can be scheduled up to several times per day. Extracted data come from
the SLA registry and the SLI/SLA engine database.

1.1.3 USLAM Reports

The USLAM Reporting package offers a complete Reporting solution. There are

3 kits available:

e HP USLAM Reporting Software: this kit must be installed only if you don’t
have any installation of Business Object Enterprise server.

e HP USLAM Universe and Standard Reports. this kit must be installed once
you have a Business Object Enterprise server installed.

e HP USLAM Reports Publisher: this kit is optional, it is a tool for the
automation of report publications.

The reporting package includes a set of predefined reports.

It is powered by SAP Business Objects Enterprise XI.

o For more information about ETL and USLAM Reports
) concepts and procedures, refer to the HP USLAM User
Guide.

11



1.1.4 MYUSLAM Portal

As an option, USLAM delivers a new end user community portal called
‘MyUSLAM'.

This highly customizable portal embeds several USLAM portlets that can be
used to build private or public business dashboards, extending business metrics
visibility to business managers, end customers and partners.

Portlets bundled by MyUSLAM are:

1. SLA Status Snapshot
SLA Status

SLA Ttem Status
Clause Status

A

User Import

12



Chapter 2
USLAM Platform Configuration

2.1 Introduction

This chapter includes the description of the configuration properties for the
various USLAM components. We will also discuss the procedures involved in

performing the properties configuration using the configuration properties file
and the JMX console.

This chapter also introduces the Database connection properties and their
configuration details.

2.2 Configuring USLAM Server Properties

You can configure USLAM global platform properties using two different
methods:

2.2.1 Configuring USLAM using a property file

This method consists in creating a property file containing a list of lines
formatted as:

<property key>=<property value>

The list of property keys is listed in section 2.2.3 below.

Once created, properties can be loaded into USLAM using the uslam_config.sh
tool located in the bin directory of USLAM, with the following command:

uslam config.sh -file <property file>

A sample property file is located in <Install_Dir>/uslam.properties.

N This method must be used only when USLAM is stopped

13



2.2.2 Configuring USLAM using the JMX Console

This method consists in using the JMX Console to set up USLAM properties.

The JMX (Java Management eXtension) is used by USLAM to provide web-
based, modular and dynamic solution for managing and monitoring different
USLAM components.

The JBoss Management Console lists all registered services that are active in
the application server and that can be accessed through the JMX console. Using
the JMX console, you can view wide-ranging information about the active
components, allow various configurations and management operations.

There are three types of services offered by USLAM through the JMX console:

¢ Displaying Health Indicators (uslam.indicators); dedicated for health
monitoring of the platform

e Managing the USLAM platform (uslam.management); provides easy access
to administer the USLAM components

¢ Configuring parameters of different USLAM component properties and
invoking relevant operations (uslam.parameters).

The following sections include information about configuring the parameters for
different USLAM component properties and the relevant operations that are
allowed by the JMX console.

For more information about health indicators, refer to Chapter 5 Platform
Health Indicators.

For more information about working with the USLAM administration options
offered by the JMX console, refer to Chapter 3 Platform Administration.

For more information about how to access and login to the JMX console, refer to
Chapter 3 Platform Administration.

14



Once you log in to the JMX console, the JMX Agent View window displays. An
example is shown in the following figure:

: ObjectName Fiter (.g.: “hoss:™, "=service=invoker,™):
JMX Agent View sty Fier | [ Cear Fitr
PILEV3 (0.0.0.0) - default Mon Sep 27 14:23:30 CEST 2010
TR IR _
Remove Object Name Fifter [ o mmecbefliseniesosdeReposioy
o Mimplementation o type=MBearRegisty
S ey * bipe=MBeanServerDelegate
o jboss
o ihoss.admin
i ma‘egns _
* ihoss.zor e _____|
o ihoss.cache o module=ariuna
o jhoss.dascloader * module=ita
o jhoss.degloyment * modle=tiof
o josseb
o thoss.idee
« iboss.jacc
* thoss.ica
e EE * database =localDB, service=Hypersonic
= * name =PropertyEditorManager, type =Service
o i a0 = o
o o name=SystemPropertes, type=Service
. type=httn
o ihoss.messaging. .
0 e o seniice =ClentiserTransaction
e o s DlView
o iboss.po0 . tory, type =Hl.o
o jhoss.remoting o tory. type ~UUID
o jhoss.mi . =
o jhoss.seauity ol
o thoss.system .
* ibossiufs .
* iboss.ueb .
®  iboss.web.deployment 5
pp—— . Gre=inm
o slam.collector. manager . -
o Saminjector . pee—in
o Sam.slarepository . el
* slam.tieq . podled
. ki 3 —_nified
B . . tor Transaction
S = . tory, taret=CientlserTransactionFactor
e uslom. manogement.collector
® uslam.management.kiengine.
. ]
. ki « senice =DeploymentFieRepositon
. # service=PlucinManager
. I
: ) _ibossaletts

All available objects are listed in the pane on the left of the window. You can
configure the parameters of the USLAM component properties using objects
which name starts with “uslam.parameters”.

0 N
)\‘4 This method must be used only when USLAM is started.




2.2.3 Mandatory USLAM parameters

The following parameters must be configured before using the platform. They can be configured either through a property file as described in

section 2.2.1 above or using the JMX console as described in section 2.2.2 above.

There are numbers of other parameters for which a default value is provided. You should not change them unless explicitly required by
USLAM support.

JMX domain JMX attribute Property key Description Default value
via JMX via property file
uslam.parameters.slaengine | DefaultTimeZone default_timezone The default calculation timezone

uslam.parameters.repo

DefaultAgreementDatesTimezone

repo.load.slaTimeZone

Default agreement date time zone. Used when the time
zone is not specified when setting SLA start dates and
end dates in XML files.

GMT

16




2.3 USLAM Web Ul Configuration

Several parameters must be configured before using the USLAM Web User
Interface. They can be configured either through a property file as described in
section 2.2.1 above or from the Ul itself as described in section 2.3.1 below.

The list of mandatory Web UI parameters is:

Property Property key Description
(for property file)

UslamServersList webui.uslamservers Comma separated list of host names on
which USLAM Servers are running.
RMI port name can be specified if different
from the default (1099).
Ex:
host1l.mycorp.com,host2.mycorp.com:119
9

DefaultDisplayTimeZo common.display.timezone The default display timezone

ne

BoServerHostName webui.report.server.host Host name of the Business Objects server

BoServerPort webui.report.server.port Listening port of the Business Objects
server

BoDatePatternFormat webui.report.date.pattern The date format pattern used for Business
Objects reports

2.3.1 Configuring USLAM Web Ul from the Platform
Administration menu

The Web UI properties can be set directly from the Ul itself. While configuring
the USLAM platform, the properties listed above should

1. Open your web browser and enter the following URL to access the USLAM

user interface:

http://<server address>:8080/sla-repository

6. Logon to the USLAM UI. Enter the user access credentials of the

administrator account.

17




7.

8.

@|EI http://pixelvL.gre.hp.com:B180/sla- ~ C H [7] Universal SLA Manager x ‘ ‘

File Edit View Favorites Tools Help

Universal SLA Manager 4.00

Sign in to continue to USLAM

Login
admin

Password

Remember me

HI0% ~

Go to the Platform administration 2 Set options screen

e@‘ [ http://pixehvl.grehp.comB180/sla-1 ~ € ‘

[ Universal SLA Manager x ‘ ‘

File Edit View Favorites Tools Help
rsal SLA Manager

~
v Contract jons ¥ Contract administration ¥ Platform Administration ¥ Help ¥ B [Furopetparis [~ Jengien ~]
{Welcome, Built-in administrator!
Dashboard  Contract operations  Contract administration  Platform administration
Platform Administration
End User Management Manage users
Manzge end users of USLAM. Roles can be assigned to users as well as
default implicit filters for a given user (SLAs, Service Dfferings, Parties,
Service Instance, Service Definition, etc... \ "
Set options
play and set the options available for the platform (Server host,
reporting server host, display format, security, LDAP, S50..)
Ve
—
Platform Monitoring
Dataload status
Displays the result of the commands that have been executed through =
the product AP for the dataload of SLAs and associated objects : SLAs,
Services, Customers, Service Offerings, Service Level Templates, etc... b
Reports
Platform administration reports Platform administration reports
Access to pre-defined standard reports related to the Universal SLA
management platform administration. 2
v
H100% -

In General tab, set USLAM servers

18



g@lm P/ pixelvl.gre.hp. fsla-repository/C Optionsszam ~ & | (9] Uriversal SLA Manager x‘ |

File Edit View Favortes Tools Help

Universal SLA Manager
& ¥ Contract jons ¥ Contract administration ¥ Platform

¥ Helpv @lomerras v ]easv]

» Confiquration Options

Configuration options

General Display Reporting  Security

Simplesearchenabled  ® Yes O No

"Request count” cache
expiration period 600 E
Alert browser enabled Yes O No

Default business
category

[ [ o

ServicelevelCredit

USLAM servers Comma separated lst of host names on which USLAN Servers are runming.

" 127.001:1199 RMIport name can be specified ¥ differant from the def3ult (1099).
(engines) Ex: hosti.mycorp.com hosiz.mycorp.com:1199

— The maximum number of simulteneoss SOL requests that can be executed by
Maximumsimltaneous . B i
SQL request

A zera valve means unlimited and will require  restart of USLAM Server

True if the simple search feature is enabled in fitker panels

Perfod (in seconds) used to reset the request count’ cache

True if the alert browser is accessible for Platform administration

The defsult usmess cstegory in the Susiness Impact Snapshot and Adjustment
streens. Emply value will dispiay all categories.

#®10% -

9. In Display tab, set Default display timezone

(< ]6)

(9 nitp://pixehL.grehp fsle-repository/C Optionsseam’ ~ & H (¥ Universal SLA Manager x ‘ |

File Edit View Favorites Tools Hel

rsal SLA Manager

Built-in administrator  Logout

a ¥ Contract ions ¥ Contract administration ¥ Platform

Q ~
inistration ¥ Help ¥ & [Eoroperpars [~ Jesgtisn[ v]

» Confiquration Options

Configuration options

General  Display  Reporting  Security

Date pattern MMM d, yyyy himma

Detailed date
MMM d, yyyy h:mm:

pattern (JPyTEmmEE 2

Default

Agreement Status
50

Snapshot refresh Gl

rate

Default Clause
Status Snapshot 60 8]
refresh rate

Default Alert
Browser refresh 60 ]
rate

Supported Locales

Default display

en
locale

The date format pattern used for display

The detailed date format pattern (with seconds) used for display

The default refresh rate (seconds) in the Agreement Status Snapshot

The default refresh rate (seconds) in the Agreement (lsuse Status

The default refresh rate (seconds) in the Alert browser

Comma separated list of locales cades supported by the platiomm. “en” s always
available.

For each aaditional (ocale, 3 messages_ <locale properties file needs to be avsilsble
n i ' onf.Any update or addition in this
directory requires 2 USLAM restart.

The defoutt disptay tocate

Default display
timezone

The defaut disptay timezone

Maximum fraction
digit H|

e

Maximum aumber of decimal places

#100% -

10. In Reporting tab, set BusinessObjects server host, BusinessObjects server

port and BusinessObjects date pattern
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folo =

ew’\@]\iﬂ http://pixev] grehp.comiB180/sla-reposttory/ ConfiguretionOptions.seam € || [ Universal SLA Manager ‘ | AL
File Edit View Favorites Tools Help

) Universal SLA Manager & Built-in administrator  Logout

# Dashbhoard ¥  Contract ions ¥ Contract ini ion ¥  Platform ini ion ¥ Help ¥ | EuropeiParis ~ Jengtisn [ v

» Configuration Options

Configuration options

General Display  Reporting  security

BusinessObjects server host pixelv]l.emea.hpgcorp.net Host name of the Business Objects server

BusinessObjects server port 8080 E Listening port of the Business Objects server

BusinessObjects date pattern | dd/MM/yyyy HH:mm:ss The date format pattern used for Business Qbjects reports
]

#100% -

2.4 USLAM Reports Configuration

2.4.1 Multi-Language Support for Reports

USLAM reports can be easily translated to different languages. This can be
done by using the Business Objects application Translation Manager. You can
translate Universe objects (on which the reports are based on). In the
Translation Manager universe, you will be required to add the new language
and input the value of the objects associated with it. To perform these tasks,
follow the steps given below.

1. Open the Translation Manager, from Start Menu > All Programs >
BusinessObjects XI 3.1 = BusinessObjects Enterprise = Translation
Manager

2. Logon to the BOE CMS. Enter the correct server name, user name and
password

20



ﬁ User Identification

Husiness Objects

an SAP* company

&) system: SLAMAM 1 v|
) Username: | sdministrator |
7 Password: | |
% Authentication: | Enterprise v|

] offline Made

QK

][ Cancel ]

3. Import the universe from CMS, File - Import from CMS

B§ Translation Manager
Edit Tools Window

Help

Impart from XLIFF...

Exit

IAERA=

4. The Import from CMS dialog displays

21



ﬁ Import from CMS

Select documents to import from the CMS,

Folders Categories '%‘ ’%‘
a2 @ Home Title Owner Description Creat|
[E] My folders 4| eFashion Administrator eFashion retail ... Moven
[£] Public Folders 4| Island Resorts Marketing Administrator Universe for th...  Moven|
=== Universe Folders SLAM BI V1 1 Administrator Universe of SLA...

Report Conversion Ton
webi universes

< | = = I >
Documents listed below will be saved on your disk: | & Add l % Femove
Import Sta... | Title Owner | Description Creation... | Lastupd... | CUID

%< SLAM_BI V... Admi... Universe ofSLA... August4... MNovembe... ARIfr3ReussCn...

I:‘ Owerwrite existing documents

L2 Open [ Import H Cancel ]

5. Select the relevant universe (i.e. SLAM_BI_V1_1), and then click [Add]
6. Click [Import]

7. Now you can add the new language to the Translator using the Language
Management panel by selecting the language and clicking [Add], as shown
in the figure below

€ Language Management 57

Available Languages Selected Languages

Spanish (Peru)
Spanish {Puerto Rico)
Spanish {Spain)
Spanish (Uruguay)
Spanish (Venezuela)
swahili (Kenvya)
Swedish (Finland)
Swedish (Sweden) o
Syriac (Syria) [ » ]
Tamil (India)
Telugu {India) L4 Edd
Thai {Thailand)

Tswana (South Africa)

Ukrainian {Ukraine)

Uzbek (Uzbekistan)

Yietnamese {(Vietnam)

waleh f1 Imited Kinadam

Language

[

COriginal Content L3

8. Make sure the [ready to use] option is checked for the new language
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Selected Languages

Language 'I.-'iew .ﬁ.u. O I | Ready for use
Orlglnal Cu:untent Language MA

-ﬂ-_

9. In the main window of the universe, the new column appears for the newly

added language. Enter the value for the objects of the language

s P of BB IY (%@
uny &3

Original Content Language Turkish (Turkey)
[ Report: Customer All SLAs
[ Report: Service all SLAs
= [ ] Report: S5LA Details
= Name Report: SLA Details SLA Detay
El Description
= usSLAM SLA Details for & Refer

El Description
Format
| SLA Properties
| SLA Recurrence

= Mame USLAM SLA Details for a Refer...  uSLAM Referans Dénemi icin SLA Detay

10. Export the universe to CMS, to finish the configuration of the universe

|ﬁ- SLAM_BI_V1_1.unv - Translation Manager
W Edit Tools Window Help

[ Open... ;| S =

am Export to CMS. .. 3

2, Import from CMS... ’

Close Crl+W = | Conten
inal Conten
Close Al Cul+shiftens |0
|_—‘.5‘:| Save As...

bort: SLA Dety

£ Export to XLIFF. ..
gy Import from XLIFF... AM SLA Deta

15LAM_BI_V1_l.unv [Documents and Set...]

Exit

| | Report Period

11. Now you will be required to configure the Infoview of the reports. Login to

the BusinessObjects Infoview and then click [Preferences]
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w ["FSAP BusinessChjects Info... l l i - B - o= - [hPage » G Tooks - @

SAP BUSINESSOBJECTS INFOVIEW SAP Bus

&7 Home | Document List | Open = | Send To - | Dashboards - Help | Preferences|| Al

Preference

Welcome: Adn

Navigate Personalize

View your Inbox, Favorites, or Document Lists. Use the Help to learn  Change your InfoV/

more about InfoViews. for daily tasks.
£ Document List Preferences
=1 Bisy Dosameibn

12. In the [General] section, set the [Preferred Viewing Locale] to [Use browser
locale] option

W I"‘PSAP BusinessObjects Infoliew ] ]

SAP BUSINESSOBJECTS INFOVIEW

&3 Home | Document List | Qpen = | Send To - | Dashboards ~

Preferences - Administrator

Product Locale:

|L|se browser locale

Current Time Zone:

| Local to web server “

Preferred Viewing Locale:

|L|se browser locale v

13. This setting will enable the reports to be displayed in the language that is
selected as default in the browser (i.e. only if this language was translated
in universe translation manager)

14. Click [OK] to save the setup of the Infoview

For more information about the BO Translation Manager, refer to the Getting
started with Translation Manager section of Translation Manager document

(http://help.sap.com/businessobject/product guides/boexir3/en/xi3 translation m
anager en.pdf),

For more information about the BO Infoview locale settings, refer to Accessing
Web Intelligence chapter of the Building reports using the Java Report Panel
document (http://help.sap.com/businessobject/product guides/boexir31/en/xi3-
1 web_intelligence java report panel en.pdf)
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2.5 USLAM Action Executors Configuration

In order to be able to run an action executor, USLAM requires that the
corresponding protocol is configured properly. The configuration depends on the
action executor type, as described below

2.5.1 SMTP Action Executor configuration

The SMTP AE requires that the mail service is configured to identify the mail
server to be used.

This configuration is done thanks to a property file located at
<Install_Dir>/jboss/server/default/deploy/mail-service.xml

In order for the SMTP action executor to be able to send email you should edit
this file and set as a minimum the following properties:

Property Property key

SMTP gateway server mail.smtp.host

Mail server port mail.smtp.port

This method must be used only when USLAM is stopped

2.5.2 SNMP Action Executor configuration

The SNMP agent used via the SNMP Action Executor can be configured thanks
to the uslam.properties. Please refer to section 2.2.1 Configuring USLAM using
a property file for details on property file settings.

Especially, the port used by the SNMP agent can be modified thanks to the
property named uslam.actionexecutor.snmp.port.
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Chapter 3

USLAM Platform Administration

This chapter contains information about the general administrative operations
that can be performed to manage the USLAM platform. It also provides details
about the JMX console administration and its relevant operations.

3.1 Starting USLAM Services

Once you have installed and configured the USLAM Services you can start these
services by performing the following steps:

1. After the installation and configuration of USLAM Services, go to
<Install_Dir>/bin and enter uslam_start.sh to start USLAM services

2. It can takes few minutes to be completely started. You can check if the
USLAM services are running by executing the following command:
<Install_Dir>/jboss/bin/twiddle.sh get "jboss.system:type=Server" Started

3. If the response from this command is: Started=true, then the USLAM
services are running.

For more information about starting the USLAM services and to verify that the
USLAM service have started successfully, refer to Chapter 2 Installing and
Configuring USLAM Services in the HP USLAM Installation and Configuration
Guide.

3.2 Stopping USLAM Services

To stop USLAM Services you will be required to perform the following steps:

1. Browse to the directory where USLAM Services are installed, and browse to:
<Install_Dir>/bin

2. Enter uslam_stop.sh with the correct parameters to stop USLAM services
(uslam_stop —h to get the complete usage).

For more information about stopping the USLAM services and to verify that the
USLAM service have stopped successfully, refer to Chapter 2 Installing and
Configuring USLAM Services in the HP USLAM Installation and Configuration
Guide.

3.3 JMX Administration

This section provides information about the procedures related to the
administration of JMX console. It also contains information about how to work
with the JMX Console to perform several administration and management
tasks for the USLAM User Interface and other USLAM components.
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3.3.1 Logging in to the JMX Console

To log in to the JMX console you must have appropriate credential. You can log
in to the JMX console by performing the following steps:

1. Open you web browser and enter the following URL:
http://JbossServerHost:8080/jmx-console/

2. Press [Enter]. The Authorization Required dialog displays

Authentication Required =

The server localhost:8080 at JBoss IMX Console requires a
username and password,

Uszer Mame:

Passward:

[ LegIn ] | Cancel |

3. Enter you login credentials and then click [Log In] to log in to the JMX
console. The default username/password is admin/uslam.

3.3.2 Configuring JMX Console Authorization

The user authorization information (user name, password) can be configured in
the file jmx-console-users.properties, which is located under the following
path:

<Install_Dir>/jboss/server/default/deploy/conf/props/
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3.4 Configuring USLAM Ul User Authentication

USLAM Web Ul provides two user authentication modes:

Built-in: In this mode, you have only Administrator predefined user, which is
granted with the USLAM Administrator role.

This mode should only be used for testing or demonstration purposes. This is
the default mode.

LDAP: Use this mode to connect USLAM Web UI to an external LDAP system.
This mode requires additional configuration of the USLAM Web UI as described

below.

3.4.1 Changing Authentication Mode

To change the user authentication mode, you will be required to perform the

following steps:

1. Once you log in to the JMX console, the JMX Agent View window displays.
An example is shown in the following figure:

Objectiame Fiter (e.g.: "jboss:*", "=:service=invoker, ™)

JMX Agent View
FILEV3 (0.0.0.0) - default Mon Sep 27 14:28:30 CEST 2010

Object Name Filter

Remove Object Name Filter  name=Default,service=LoaderRepository
o Minplementation o type=MBearRegistry.
o hpe=MBeansererDelegste

* com.ariuna.ats.oroperties

>
0ss.admin
» jboss.cache * module =arjuna
» jboss.dassloader o module=jta
* jboss.deployment ® module =txo!
b

iatabase =localD8, service =Hypersoni

o thoss.ime toal o name=PropertyEditorManager, type =Service
* ihoss.managementlocal = =
+ bossmanagementloco © neme=SystemPropertis, type=Service
. tupe=httn
o iboss.messaging. .
# thoss.messaaing.destnation =
¢ Lossmessag destiation # service=ClientiiserTransaction
o boseamg | o service=TDIView
0o . tory, type =Hil.o
o thoss.remoting . tory, type =UUD
« thoss.rmi o seniice=Mal
o iboss.security lam
o iboss.system
o jhoss.ufs
.
o jhoss.ueb
® jboss.web.deplovment
e . e
* slam colector,manager =
ey 5 ==
o sam, =
. type =irmp
o dam.slarepository . tupe =local
® sam.ttaqg . =pooled
i . —unfied
tory, target=CientUserTransaction
tory, targe t=ChentUserTransactionFactor

s

o Lslamumanagement.collector
o Lslam.managementengine
. ]

I ® service=DeploymentFieRepository.
o service=PluginManager

: lbossalerts

2. From the left pane in the JMX Agent View window, click
[uslam.parameters.ui] and then [service=ConfigParamManager]. The Ul
properties display
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SecurityAuthenticationMode RW  [java.lang.String

The security authentication mode (gither Built-n' |LDAP

or LDAP")

ldap.hp.com
SecurityLDAPServerAddress RW [java.lang.String |LDAP Server Address

636
SecurityLDAPServerPort RW  |java.lang.Integer Listening port of the LDAP server
Securityl DAPBindDN RW |java.lang String :ﬁ:ﬁiﬂ:‘;ﬁ” [needed if anomymous bind s
Securityl DAPBindCredentials RW |java.lang String :;D;:aﬁgfe%ﬁa”“a's fneadedif anonymovs bind

uid
SecurityLDAPUserflameAttribute RW  [java.lang.String |LDAP User Name Attribute

uid
SecurityLDAPLoginAttribute RW  [java.lang.5tring |LDAP user attribute used for the login

SecurityLDAPDisplayNameAttribute | RW  fjava.lang.String

LDAP user attribute used for the display of the il
user name

o=hp.com
Securityl DAPBaseDN RW  [java.lang.String [The Base DM for users lookup B
@
Securityl DAPUseSSL RW  |boolean [True if LDAP provider uses secure connection = EEE e e
Jopt/USLAMATT47080. keystore
SecurityLDAPTrustStorePath AW fjavalang String |t t0 the TrustStors fie, if required by the

LDAP provider (backslashes must be doubled)

3. Locate the parameter named SecurityAuthenticationMode and change
its value to either Built-in or LDAP

SecurityAuthenticationMode RW

The security

guthentication || pap
java.lang.5tring  mode (gither

‘Built-in' or

'LDAP")

3.4.1.1 Configuring LDAP Parameters

When the SecurityAuthenticationMode property is set to LDAP, you must
define a number of parameters in order to describe:
e How to reach the LDAP server

e How your user are stored in your LDAP server
e These parameters, which can be set through the JMX Console, are described

below:

Name

Description

Example

SecurityLDAPServerAddress

The IP address of your
LDAP Server

ldapmycorp.com

SecurityLDAPServerPort

The listening port of your
LDAP Server

389

Security LDAPBindDN LDAP Bind DN (needed if cn=Manager,dc=sla
anonymous bind is m,dc=com
disallowed)

SecurityLDAPBindCredentials LDAP Bind Credentials secret
(needed if anonymous bind
is disallowed)

SecurityLDAPUserNameAttribute LDAP User Name Attribute uid

SecurityLDAPLoginAttribute LDAP user attribute used uid
for the login

SecurityLDAPDisplayNameAttribute LDAP user attribute used cn

for the display of the user
name

SecurityLDAPBaseDN

The Base DN for users
lookup

o=mycorp.com
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Name Description Example

SecurityLDAPUseSSL True if LDAP provider uses False
secure connection

SecurityLDAPTrustStorePath Path to the TrustStore file, lopt/USLAM/mycor
if required by the LDAP p.keystore
provider

3.5 Managing collectors

This section provides information about the lifecycle manager for the Data
collector framework.

To access the Data Collector Framework JMX Manager, login to the JMX console
(refer to Section 3.8 JMX Administration above).

Click [uslam.management.collectorManager] to view the list of the relevant JMX
services groups in the JMX Agent View window and click
[service=CollectorLifecycleManager] to view the lifecycle manager for the
CommonCollectorSDK as below.

‘Object Name Filter - S
Remove Object Name Filter .
———— JMX MBean View Back to Agent | [ Refresh Maean View
o iz propert
P ETTE Sun Apr 24 11:37:04GMT 2011
o boss.admin
+ boss.alerts
+ joss.z0p
S [Domain [uslam. management. colectorManager
¢ Sossdesdoater fiame [service [Collectort fanager
Ko Java Class Jorg.bass.mx.modeimbean. XvEean
+ iboss.ioce ipti is MBean fs used to manage al of the collector instances.
+ hoss.ca
+ iboss.idbe —_
+ boss.management locsl
Biseesing [The statuses of the collector instances managed by EvencCollsctorManager are:
+ thoss messa0ing. comnectionfactor Status R tring Show ol of the started collectors'statuses [AbendonedSDeallsEvensCollector is running: true
+ boss.messaging,destination
+ lbosemg
+ iboss.poio
5= Operstion Retun Type Parameters
+ jboss.security (o
« iboss system an oo [Register the new collector instance into the collector manager. The collector | COIEGtOrInstanceName java.lang STing & 3o
+ jboss.vfs regtster jinstance is automatically started after successfully registered, =
S
+ boss.web.deplovment L e
+ thoss.ws £ |startalicollectors void Start al of the collector instances.
+ net.sf.ehcache —
+ siam. collector menager =
+ sam,njector calectorinstanceName java.ana.String {2 o
+ slam. slrepository start void Start the specific collector instance. ZEai
+ Som.tign
. tors.k
B forsre colectorManagertame java.lang String 2
1 e |startByCollectorManager void IStart all of the collector instances managed by the specified manager. Sl
; =
+ Uslam. management o
+ uglam management.collector g (2 otory
. stop (void IStap the spedific collector instance. s ian
+ Usiam. management kienane
. ok
B liCollect d Il of the coll fno pereneters]
: . stopalicollectors v Stop al of the collector instances.
. i (o
B = calectorianageriVame java.ana.Sting (2 o
¥ stopByCollectorHanager [void Stop al of the collector instances managed by the spedified manager name. ol
g (Tnvore ]

4

The Status shows all of the configured collectors' statuses and you can use the
stop/stopAllCollectors method to stop a specified collector/all of the started
collectors, the start/startAllCollectors method can be used to start a specified
collector/all of the registered collectors.

For more information about the methods see the Description column.

3.6 Managing Action Executors

This section provides information about the lifecycle manager for the Action
Executors framework.

To access the Action Executors Framework JMX Manager, login to the JMX
console (refer to Section 3.3 JMX Administration above).

Click [uslam.management.actionexecutor] to view the list of the relevant JMX
services groups in the JMX Agent View window and click
[service=LifecycleManagement] to view the lifecycle manager for the Action
Executor Manager as below.
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JBoss JMX Management Console = lows

File Edit View Favorites Tools Help

eu-
i Favorites ‘@F

<7 hitp://localhost8080/jmx-console/ v\ I “r‘ X HP P~

JBoss JMX Managemen... X ‘7|

<" JBoss IMX Management C...

) -
JMX MBean View | Back to Agent | [ Refiesh MBean view
SANNAIL Wed Nov 28 15:20:55 GMT 2012
Object Name Filter -|Dnmu'| |uslam.management.actionexecutor
) ) [service [ifecydeManagement
Remove Object Name Filter [ e e
JMImplementation " .
Ll [BEserptionil |ActionExecutorManager is used to manage lifecyde of ActionExecutars, start(), stop(), stopAll]), listAll] etc.

com.ariuna.ats.properties

Start the specified ActionExecutor. If retrieveBacklog is
start java.lang.String set, retrieve from alert last processed, else retrieve
from latest alert

m

boss.jca
jboss.idbc
jboss.jmx
boss.management.local .
jboss.messaaing start java.lang.5tring El:édt the s;jecﬁed ActionExecutor with default non-
jboss.messaaing. connectionfactory 0g mode.
boss.messaqing. destination

stop java.lang.String [Stop the spedified action executor instance.
Invoke
[na parameters]
listall java.lang.Siring [List all of the currently running action executors
ent stopAll java.lang.String [Stop all of the currently running action executors
z w
epository actionExecutorMame java.lang. String L2

e suspend  [java.lang.String Suspend a spedified action executor.
» uslam.indicators.repo =
+ uslam.indicators.slaenaine

« Usam.indicators.ui actionExecutoriame javalang.5ring |2 )|

lam.management resume java.lang.5tring |Resume a suspended action executor
uslam.management. actionexecutor

ent. collectorManager L
ey r——
4 m 3
€& Local intranet | Protected Mode: Off v R0% - JJ

You can use the stop/stopAll methods to stop a specified action executor/all of
the started action executors, the start method can be used to start a specified
action executor.

For more information about the methods see the Description column.
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3.7 Starting USLAM ETL

When installing the USLAM ETL, the ETL servers are automatically started.
But, in case you need to start them manually, here is the procedure:

As hpuslametl user, run the ETL servers start script:

$ cd <USLAM ETL InstallDir>/bin/
$ ./uslam etl start.sh

This command will start the IPS, BODS, and Tomcat ETL servers.
Note: this command is related to ETL servers only, it does not start the

ETL jobs themselves. For this, please refer to the HP USLAM Installation
and configuration guide - Executing ETL Jobs.

3.8 Stopping USLAM ETL

As hpuslametl user, run the ETL servers stop script:

$ cd <USLAM ETL InstallDir>/bin/
$ ./uslam etl stop.sh

This command will stop the IPS, BODS, and Tomcat ETL servers.
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4.1

4.2

Chapter 4
USLAM Database Configuration

This chapter deals with information about how to configure the USLAM
database, and the different requirements that must be met before the
configuration.

This chapter also contains information about configuring USLAM
Datamart/Reporting DB and details its pre-requisites.

Introduction

After executing the configuration tool, the system generates one XML file
describing the Data source configuration as defined during configuration. This
file is saved in:

<Install_Dir>/jboss/server/default/deploy/uslam-ds.xml

Database Instance Distribution

At most, there can be two database instances that may be created for USLAM.
These are listed below:

e Oracle instance for USLAM services, for example: uslam

e Oracle instance for Datamart, for example: uslamDM

4.2.1 Configuring USLAM Operational Database

There are some important database creation parameters that must be
considered before configuring the USLAM operational database. These
parameters are:

e Oracle character set: AL32UTF8

e Type of database: OLTP

You should also consider the Oracle memory/disk space available on your
system before configuring the USLAM database.

To configure the USLAM operational database, you will be required to perform
step-by-step procedures. For a complete explanation for the procedures involved
and information about the schemas supported, refer to Section 2.2 Configuring
USLAM in the HP USLAM Installation and Configuration Guide.

4.2.2 Configuring USLAM Datamart/Reports Database

There are some important database creation parameters that must be
considered before configuring the USLAM Datamart/Reports database. These
parameters are:

e Oracle character set: AL32UTF8

e Option ‘Oracle Partitioning’ is installed
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You should also consider the Oracle memory/disk space available on your
system before configuring the USLAM Datamart database.

To configure the USLAM Datamart database, you will be required to perform
step-by-step procedures. For a complete explanation for the procedures involved,
refer to Chapter Installing and Configuring USLAM ETL and Chapter
Installing and Configuring BO Report from the HP USLAM Installation and
Configuration Guide.

The following notes refer to the details about the procedures involved in
creating and configuring the schemas supported by the USLAM Datamart
database:

e USLAM ETL users BODS_REPOSITORY and IPS: For more information
about creating those schemas, refer to Section Create USLAM ETL internal
database users in the HP USLAM Installation and Configuration Guide

e USLAM Datamart user SLAM_BI: For more information about creating
this schema, refer to Section Creating Datamart User in the HP USLAM
Installation and Configuration Guide

e Load the required Datamart scripts: For more information about executing
the required scripts, refer to Section Executing the Datamart Scripts in the
HP USLAM Installation and Configuration Guide

e USLAM CMS database user: For more information about creating this
schema, refer to Section Creating CMS Database User in the HP USLAM
Installation and Configuration Guide.

4.2.3 Error “TNS: no appropriate service handler found”

When executing ETL jobs, you may encounter those errors “INs: no appropriate
service handler found  in the Error jobs information of the BODS console.

This error means that the number of concurrent connections to the USLAM
Service database is too high compared to the current settings of your Oracle
server. The oracle server parameter values must be increased.

This can be done by asking your oracle administrator to run this query as
system user:

SQL> SELECT * FROM v$resource_limit WHERE resource name in ('processes', 'sessions');

If the vax urinizaTIon is close to or equal to n1MIT VALUE, the oracle
administrator must increase the corresponding oracle parameter value
(processes or sessions).

For example, for processes:
SQL> ALTER SYSTEM SET PROCESSES=300 SCOPE=SPFILE;
and then you must restart the Oracle instance.

This will fix the “TNs: no appropriate service handler found” ETL errors.

4.3 Database Cleanup

USLAM provides an automated cleanup process. A different retention policy is
applied for data in USLAM services database or data in datamart.
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4.3.1 USLAM Services retention policy

The USLAM Services database cleanup process is part of the Repository
component. The cleanup procedure is executed automatically and periodically,
and is driven by several configuration parameters as described below.

JMX JMX attribute Property key Description Default
domain value
via JMX via property file
uslam.paramet DBCLeanUpNBOf repo.task.cleanup.tra Number of months for data 4 months
ers.repo Month ns.data.retention retention in DB. Computed data
older than this parameter will
be automatically removed from
the operational database. This
does not include the USLAM
datamart.
uslam.paramet DBCLeanUpSched repo.task.cleanup.sch | The scheduled time (in hours) 24h
ers.repo uledtime eduledTime for running the DB cleanup
processing.

4.3.2 USLAM Datamart retention policy

An Oracle partitioning mechanism is used for the Datamart most fine grained
details tables.
The partitioning behavior is defined in the Datamart schema (and can not be
modified once the Datamart schema has been loaded).

This concerns the downtimes, tickets, performance metrics, data records, which
are stored on different Oracle partitions (on a quarterly basis).

(This does not concern statuses, delivered values, business impact calculation)

These partitions are 'rolled' over 3 years.

This means that for those tables:
- there are 14 partitions corresponding to 14 quarters (~ 3 years)
- depending on the date of the data, data is spread over those 14 partitions
- these partitions are ‘rolled’ over 14 quarters

If no Oracle administrative task is done, the data will be spread over partitions
even after 3 years: because of the ‘rolling’ mechanism, after 3 years the new
data will be stored in the same partition than the oldest data and so on ...

So, by default, there is no retention policy: data is kept forever.

Alternatively, you could administrate the partitions in this way:

when all the partitions are filled, an Oracle administrative task can regularly
exchange partition in order to transfer oldest data partition in another place
(purging or archiving place).
In this way, the downtimes, tickets, performance metrics and data records will
have a 3 years retention period in USLAM Datamart.
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4.3.3 USLAM Datamart cleanup

By default, there is no USLAM Datamart cleanup processing.

But, it could happen, depending on the model you loaded and the volume of data
you regularly inject in USLAM, that some internal datamart tables grow
regularly with some temporary data. This concerns the tables
STG_SLSC_INTERMEDIATE, STG_SL_STATUS CHANGE, STG_INTERMEDIATE SLSC_ASSO,

FCT SLA SLI_EVENT.

For doing some cleanup, the SQL script

RegularDatamartMaintenance CleanupTmpData.sql located in

<ETIL InstallDir>/USLAM datamart scripts/can be executed on Datamart DB
(when no ETL is running), on a monthly basis for example.
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5.1

5.2

Chapter 5
USLAM Platform Distribution

Overview

The USLAM platform consists of three major components i.e. USLAM Services
(which includes Web UI and Repository, Calculation Engines and Data
Collector), USLAM ETL, and USLAM Reports (Web/I Server).

Normally the USLAM Services, USLAM ETL and USLAM Reports are deployed
separately under different paths on a single or multiple machines.

Since the USLAM Services component comprises of three independent modules
1.e. Web UI and Repository, Calculation Engines and Data Collector, therefore it
can be deployed using two different deployment modes.

The first deployment mode involves all three components of the USLAM
Services being deployed on a single JBoss server; this mode is called
Monolithic Platform. The second deployment mode allows the three different
modules of the USLAM Services to be deployed independently on multiple JBoss
servers; this mode is called Distributed Platform.

In the following sections we will discuss the characteristics of the two
deployment modes, and the procedures involved in performing the two types of
platform deployments.

Monolithic Platform

A monolithic platform involves deploying all three modules of the USLAM
Services component on a single JBoss server. The following sections discuss the
characteristics and procedures involved in performing this type of platform
deployment.

The following figure depicts a typical deployment for the monolithic platform:
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5.2.1 Characteristics

The monolithic platform deployment may be selected for the following
characteristics:

e It is easy to deploy

e Can be used even if there is only one server for deployment.

5.2.2 Deployment Instructions

5.2.2.1 USLAM Services

In order to perform a monolithic platform deployment for the USLAM Services
component you should follow the USLAM Services installation steps described
in Section 2.1.2 USLAM Services Installation Wizard in the HP USLAM
Installation and Configuration Guide.

Once you proceed to the step where the Choose Install Mode screen displays,
select the Typical installation mode and then continue to perform the
remaining steps to complete the installation of the USLAM Services component.

An example of the Choose Install Mode screen is shown in the following figure:
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Flease choosze install made.
Choose Typical mode to install whole USLAM service.
Choose Custom mode to customize install package(s).
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This will complete the monolithic platform deployment for the USLAM Services
modules on a single JBoss server.

5.2.2.2USLAM ETL

For information about how to install USLAM ETL component, refer to Chapter

3 Installing and Configuring USLAM ETL in the HP USLAM Installation and
Configuration Guide.

5.2.2.3 USLAM Reports
For information about how to install USLAM Reports component, refer to

Chapter 4 Installing and Configuring BO Report in the HP USLAM Installation
and Configuration Guide.

5.3 Distributed Platform

A distributed platform involves deploying the three independent modules of the
USLAM Services component on multiple (different) JBoss servers. The following

sections discuss the characteristics and procedures involved in performing this
type of platform deployment.

The following figure depicts a typical deployment for the distributed platform:
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5.3.1 Characteristics

The distributed platform deployment may be selected for the following
characteristics:

Independent components can run separately

Eliminates unnecessary effects caused by operational inter-dependability of
different modules. For example, Web Ul and Repository can work smoothly
while SLA Engines module is down

Performance is increased as compared to that of a monolithic platform

Can be used if there are multiple (2 or more) servers for deployment.

5.3.2 Deployment Instructions

5.3.2.1 USLAM Services

In order to perform a distributed platform deployment for the USLAM Services
component, you will be required to perform the following steps:

1.

Refer to the USLAM Services installation steps described in Section 2.1.2
USLAM Services Installation Wizard in the HP USLAM Installation and
Configuration Guide

Once you proceed to the step where the Choose Install Mode screen displays,
select the Custom installation mode
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3. Click [Next] to continue
4. The Choose Install Package screen displays

Please choose software package(s) to install

Modify Insizall Pz

Pra-Installation SumreEry Universal SLA Manager Engines
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5. You can select one or two USLAM Services modules depending on the
number of JBoss servers available (i.e. if you have two JBoss servers, you
should select two modules to be installed on one server and the remaining
one module on the second server. On the other hand if you have 3 JBoss
servers, you can install each module on a different server, in this case select
only one module)

6. Perform the remaining steps described in Section 2.1.2 USLAM Services
Installation Wizard in the HP USLAM Installation and Configuration
Guide to complete the installation of the USLAM Services component.

You will be required to repeat the above steps on each JBoss server depending
on your desired deployment configuration (as explained in step 5 above).
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You will be required to copy the installation kit
HP_USLAM_Services.bin to the target JBoss server

before repeating the installation steps on each (different)
server.

This will complete the distributed platform deployment for the USLAM Services
modules on multiple JBoss servers.

5.3.2.2USLAM ETL

For information about how to install USLAM ETL component, refer to Chapter

3 Installing and Configuring USLAM ETL in the HP USLAM Installation and
Configuration Guide.

5.3.2.3 USLAM Reports
For information about how to install USLAM Reports component, refer to

Chapter 4 Installing and Configuring BO Report in the HP USLAM Installation
and Configuration Guide.
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Chapter 6

Bl Report Publisher
Administration

6.1 Introduction

The USLAM BI Automatic Report Publisher is an optional tool for the
USLAM reporting solution which allows scheduling periodical report generation
and publication.

This chapter describes how to run and configure the BI Automatic Report
Publisher.

6.2 Starting Bl Automatic Report Publisher

The BI Automatic Report Publisher supports two running mode: it runs either
In an automatic mode for scheduled report generation or in manual mode for on
demand report generation.

6.2.1 Automatic Report Publisher

To launch the automatic Report Publisher tool, the executable file
SendContractReportByEmail-Automatically.bat should be run from
following location:

<Report publisher install_Dir>/bin/

At start, the BI Automatic Report Publisher displays a window that must be
kept opened in order to keep the tool running.

To run the tool automatically at system startup, you can add
% the .bat file to the Windows Startup programs list or create
“ a scheduled task. Refer to Windows Help for more
information about how to perform these tasks.

Automatically.bat at the same time to avoid duplicate

v Do not start more than one SendContractReportByEmail-
processing.

6.2.2 On-demand Report Publisher

If you need to generate a one-time report, you can run the BI Report Publisher
tool manually. In this case the Report Publisher requests following input
parameters to identify the requested report:

e SLA_ID: the ID of the SLA for which the report is requested
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e DATE: a date allowing to identify the reference period to report

The Report Publisher can be launched using one of the two approaches below.

1. Run the SendContractReportByEmail-Manually.bat executable file
from following location:
<Report Publisher install_Dir>/bin

When starting, the BI Automatic Report Publisher displays a window
prompting for the parameters listed above. Enter the requested information
at prompt and press [Enter] to run the tool.

2. The tool can also be run from the command line

Open the command-line window (Start > Run - cmd.exe) and type the
following command:

< Report Publisher Install_Dir>/bin/SendContractReportByEmail-
Manually.bat <SLA_ID> <DATE>

Press [Enter] to run the tool.

The default date format is YYYY-MM-DD.

v To stop the BI Automatic Report Publisher tool, just close
the window running the .bat program.

6.3 Configuring Report Generation Criteria

You can also configure the report generation conditions. This can be done by
editing the report publisher configuration parameters in the database.

6.3.1 Setting a configuration parameter

All the Report Publisher related tables created during installation procedure are
stored in the USLAM datamart schema. This is the case for the configuration
parameters (stored in the cT1 RPT CONFIGURATION table).

You can use your favorite sql tool in order to configure the parameters, for
example:

# sqlplus SLA DATAMART/SLA DATAMART@uslamDM

SQL> update CTL_RPT_CONFIGURATION set PARAMETER VALUE=<new value> where
PARAMETER NAME='<name of the parameter to modify>';

Then commit your change as follows
SQL> commit;
For example:

SQL> update CTL_RPT_CONFIGURATION set PARAMETER_VALUE=5 where
PARAMETER_NAME="bi.reporting.sla_delay_period. MONTHLY";

1 row updated.
SQL> commit;

Commit complete.
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6.3.2 Main Report Publisher configuration parameters

Parameter Name Default Description
Value
bi.reporting.sla_delay_period. MONTHLY 10 The number of days the reports will be generated
after the end of a monthly reference period
bi.reporting.sla_delay_period. WEEKLY 3 The number of days the reports will be generated

after the end of a weekly reference period

bi.reporting.report_gen.doc_name

1 SLA, user requested
period_Detailed report

The name of the report that will be generated for
each SLA at the end of the reference period +
delay.

bi.reporting.report_gen.folder_id

USLAM V4 standard

reports/Achievements

The BOE folder where is located the definition of

the report to generate.

bi.reporting.mail_carrier.mail_from

The authentication mail address set
at install

The sender of the emails that will contain the
published report.

bi.reporting.mail_carrier.mail_subject

SLA_DETAILS REPORT

The subject of the emails that will contain the
published report.

bi.reporting.mail_carrier.mail_content

This is the SLA_DETAILS report.

The body text of the emails that will contain the
published report.

bi.reporting.cooktime

1-6

The ‘24 hours’ time range within which the tool
works. The default value is 1-6, i.e. 1:00 to 6:00, in
order to avoid any overload of the BOE server
during the business day.

If value is set to -1, it means ‘disabled’, i.e. the
tool will work all day long.

Note that, if ‘xxx_mail_xxx’ parameters are not set or set incorrectly, the Report
Publisher will work anyway: only generating .pdf files without sending mails.

The Report Publisher tool must be restarted after any change of the configuration
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7.1

Chapter 7
MyUSLAM Portal Administration

Importing USLAM users

The only way to add users to MyUSLAM is by using the user management
portlet. This portlet is part of the MyUSLAM portlets kit. To add this portlet:

1. Login as administrator

2. Open the Add menu

3. Open the USLAM folder

4. Add the User Management portlet

(E= EER =

e@‘ @ hittp://pixehvl.gre.hp.com:8089/ - ¢ | @ Welcome - MyUsLAM.com ‘ | kAL
File  Edj Favorites  Tools Help | p——

2 i & Add V) & Manage ¥  Edit Controls 4 Goto ¥ ( admin li_iqMJ)
N e

Search applications [searches as you type).

2 rollaboration

. Community

[ Content Management
& Finance

' News

[ Sample

= shopping

[ Social

v 3
lﬁliull

] User Management
& Compliance
X Documentation
IS USLAM Classicul
0 wiki

LLLLeLLLLLLLLLL
IS

' Dragaportiet to place it on the page.
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The aim of this Portlet is to give the MyUSLAM administrator the possibility to
import the users from USLAM.

You can filter the results by entering the desired words on the search field of
each column.

The users displayed after the filter operation can be imported by clicking on the
sync button after selecting the users to import.

S|
[E=N Eol =)
% hitp://pixehd.gre.hp.com:E059/ hale) H W Welcome - MyUSLAM.com ‘ | Tt T fod
File Edit View Favorites Tools Help
2 @ Add ¥ .7 Manage ¥ | R EditControls & Goto ¥ admin (Sign Dut}

M, My USLAM
e 00

MyUSLAM.com  Welcome

7y user management F— 4 x

The users above do not exist in MyUSLAM or are not Up to Date qusers
O I USLAM Login [Display name [USLAM Roles [USLAM Group
= 1l § 1 I 1

USLAM Report manager, USLAM User administrator, USLAM Platform administrator, USLAM Operator,
USLAM Dataload administrator, USLAM Contract administrator
USLAM Platform administrator

O @ - EE— USLAM Report manager
— USLAM Dataload administrator
USLAM Contract administrator
USLAM User administrator
USLAM Operator
USLAM Contract administrator, USLAM Report manager, USLAM Platform administrator, USLAM Operator,
USLAM Dataload administrator, USLAM User admini
USLAM User administrator
A@ PN mmree e e (OO ST BOMINIStTRLOT Product Management
USLAM Dataload administrator
USLAM Piatform administrator
USLAM Report manager
USLAM Contract administrator, USLAM Platform administrator, USLAM Operatar, USLAM Dataload
administrator, USLAM Contract approval manager, USLAM Business Operator, USLAM User administrator,
USLAM Report manager, USLAM Contract adjustment manager, USLAM Data carrection manager
USLAM Contract adjustment manager
USLAM Report manager

USLAM Gentract approval manager
] o admin Built-in administrater [USLAM Data correction manager

USLAM Centract administrator

USLAM Operator

USLAM User administrator

USLAM Platform administrator

USLAM Dataload administrator

USLAM Business Operator

O @ - e B USLAM Operatar
- - USLAM Operator "

Mar 17,2014 3:15:00 BM O

100% -
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Chapter 8
USLAM Licensing

8.1 Overview

HP USLAM product requires a valid license to run properly. Obtaining and
installing a license is mandatory and is under user responsibility.

Several types of licenses exist that are described below:

e Trial License (InstantOnLicense): this license is automatically generated
after installation. This license allows a trial for 90 days and cannot be
extended.

e Permanent Licenses: This is a commercial license that will never expire
after being installed.

e Evaluation Licenses: This license is only valid for a specified time period, for
e.g. 6 months, 1 year etc. It is dedicated to an evaluation usage.

BusinessObjects Master key embedded in USLAM products.

8.2 Installing or Updating a USLAM License

During the trial usage or if you get an expired license, you will need to get a
valid license from the webware site and apply the following steps to install the
license.

1. Get a new license file for USLAM. For more information, visit the HP
licensing system website

2. Stop USLAM services.

3. Edit and copy/paste the license key to the license file available under
<Install_Dir>//license.txt, and then save the modified file. The license is
installed

4. Test your license file with the license tool uslam_license (see 8.4 Checking
the USLAM License)

5. Restart USLAM services.

For more information about obtaining a license, stopping or starting USLAM
services, please refer to the HP USLAM Installation and Configuration Guide.

8.3 Removing a USLAM License

You can easily remove an expired license, following these steps:
1. Stop USLAM services.
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2. Edit and delete the license key from the license file available under

<Install_Dir>/license.txt, and then save the modified file. The license will be
removed

3. Test your license file with the license tool uslam_license (see 8.4 Checking
the USLAM License) to verify if you still have a valid license installed
4. Restart USLAM services.

For more information about stopping or starting USLAM services, please refer
to the HP USLAM Installation and Configuration Guide.

8.4 Checking the USLAM License status

8.5

A dedicated license tool is installed in <installDir>/bin to check your license

validity. You can check and list all your licenses (on-demand), by running the
following script:

<InstallDir>/bin/uslam_license

This script provides a status about USLAM license indicating:
e the installed valid and expired USLAM licenses (explicit license received by
webware)

e the valid USLAM features (implicit license)
e the license check status: License successfully check, or License check failed

: Please use this tool in case of license issue to troubleshoot a
4 problem.

USLAM License management in details

USLAM License key are stored in the USLAM license file:
<InstallDir>/license.txt

After installation, a trial license will be generated in the license file and let you
use the product for 90 days. The USLAM License file has to be updated with a
commercial license before the end of this trial delay.

USLAM Service always checks the license at startup. If the license is not valid
or expired, USLAM service will not start. You can view the license status
message from the log file located at:
<INSTALL_DIR>/jboss/server/default/log/slam_licensecheck.log.
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Chapter 9
USLAM Logs

9.1 Configuring USLAM Services Logs

There are two ways to modify logs configuration, one way is to modify the log4j
configuration file, and the other way is to directly update configuration items
using the JMX web console. Both of these methods are explained in the
following sections:

9.1.1 Log4j Configuration File

To modify existing logs configuration using the log4j configuration file, you will
be required to modify the file located at the following path:

<Install_Dir>/jboss/server/default/conf/jboss-log4j.xml.

Each entry in this file is decribed by:

e Category: normally it is the package name for each USLAM (sub)
component

e Priority: denotes the type of the captured information. Can be any one of
TRACE, DEBUG, INFO, WARN, ERROR, FATAL

e Log file: output file name where the log information is recorded.

The administrator can update the existing Category or add a new category by
modifying the content of the jboss-log4j.xml file. The following steps show how
to modify the logs configuration:

1. Locate the Category for which you want to modify the logs configurations, in
the jboss-log4j.xml file. For example, [com.hp.sqm.slam.actionexecutor]

<category name="com.hp.sgm.=lam.actionexecutor™>
<priority value=[INFC"] />
cappender-ref ref="debug-actionexecutor-appendex™/>
</categorys

2. For instance you can update the [priority] property from INFO to WARN,
as shown in the following example:

<category name="com.hp.sgm.=lam.actionexecutor™>
<priority '-.-'a'_';e i
cappender-ref ref="debug-actionexecutor-appendex™/>
< /categorys

3. Another example can be about changing the log name. Locate the [debug-
actionexecutor-appender] property in the jboss-log4j.xml file
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<appender name="debug-actionexecutor-appender™ class="org.jboss.logging.appender.RollingFilefppender™
<errorHandler class="org.jboss.logging.util.OnlyOnceErrorHandlexr™/>
<paran name="File" value="%{jboss.server.log.dir} ,-"Isla_rf. actionexecutor. logf',-"}
<param name="Append™ ="true"/>
<paran name="MaxFileSize" value="35

valu

<paramn name="MaxBackupIndex"™ wvalue="5
<layout class="org.apache.log4j.PatternLayout™>

<!l—— 1 Class and Method is = , only use for debugging —-->

<param n "ConversionPattern” value="%d{yy-MM-dd HH:mm s.555 } %-5p 31 IM - FImin"/>
</layout>

</appender>

4. Update the value of the parameter File from slam_actionexecutor.log to
new_slam_actionexecutor.log.

<appender name="debug-actionexecutor-appender” class="org.jboss.logging.appender.RollingFilelppender™:>
<errorHandler class="org.jboss.logging.util.OnlyOnceErrorHandler™/>
<paran name="File"™ v '"e="3{jb055.server.log.dir}!pew_slam_actionexecator.logrf>
<param name="Append” value="true"/>

<paran name="MaxFileSize" wvalue=
<paran name="MaxBackupIndex" wvalue=
<layout class="org.apache.log4j.PatternLayout™>
<!-- logging Class and Method i only use for debugging —->
<paran name="ConversionPattern"™ walue="%d{yy-MM-dd HH:mm s.555 } %-5p %1 %M - Emin"/>
</layouts>
</appender>

e

X When jboss-log4j.xml is modified, you do not need to restart
4 JBoss for the changes to take effect.

9.1.2 JMX Web Console

To access and modify the Logs configuration information using the JMX console,
you will be required to perform the following steps:

1. Login to the JMX console (refer to Section 3.4 JMX Adminisiration). The
JMX Agent View window displays.

2. Click [jboss.system] in the Objects list on the left pane. The relevant
properties display in the Agent View window

3. Click [service=Logging,type=Log4jService] to access the logs configuration
page, as shown in the following example

Operation Return Type Description Parameters
The name of
logger java.lang.String the logger to

Displays the log level of a
given logger. s

The name of
logger java.lang.5tring the logger to
set.

igetLoggerLevel java.lang.String

Sets the log level for a given

setLoggerLevel void
ogger. level java.lang.String 1:: loglevel to
! - ava.lang.Stri The list of
Sets the levels of each 0ggers java.lang.=iring loggers
; logger spedfied by the given The log level
setloggerlevels void comma seperated list of level  java.lang.String . se:g
logger names.

4. To acquire the current log level information about a specific USLAM
component, enter the name of the component (e.g. com.hp.sqm.slam.poller)
in the Parameters field assigned to the getLoggerLevel operation, and
then click [Invoke]. This will return the current log level set for the specified
component (e.g. WARN)

5. To modify the current log level for a specific USLAM component, enter the
name of the component (e.g. com.hp.sqm.slam.poller) in the Parameters:
logger field assigned to the setLoggerLevel operation, and then enter the
new log level to be set for the component (e.g. INFO) in the Parameters:
level field, and then click [Invoke]
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6. To modify the current log level for multiple USLAM components at once,
you can either repeat the previous step, or you can enter multiple
components (e.g. com.hp.sqm.slam.poller,
com.hp.sqm.slam.kiengine.monitor) in the Parameters: logger field
assigned to the setLoggerLevels operation, and then click [Invoke].

You can also perform the above operations using the command
. line. For example to perform the setLoggerLevel operation you

can use the following command:

${JBOSS_HOME}/twiddle.sh -s <hostname> invoke jboss.system:
service=Logging,type=Log4jService setLoggerLevel DEBUG.

9.1.3 USLAM Services Log Files

All the log files relevant to the USLAM Services are located under the following
path: <Install_Dir>/jboss/server/default/log.

Every USLAM components log information in a dedicated log file.

In addition to the per-component logging, several utilities log files are also

provided as described below:

Log Name Description

boot.log Logs information about the start of the
product

server.log Encompasses the log information for all

the product’s components

slam_licensecheck.log

Logs information about the license
checking

hibernate.log

Logs information about the hibernate
requests to the database

slam_ui_sessions.log

Logs information about user login/logout
to the Web UL

9.2 Viewing USLAM ETL Logs

To view the USLAM ETL logs using the BO Data Services Management
Console, you will be required to perform the following steps:

1. Login to the BODS management console using the URL:
http:/ /<web_server>:8180/DataServices/launch/logon.do. <web_server> is
the IP address or the hostname of the Web server, and <port_number> is
the Port number of the Web server (default port: 28080)

2. The main dashboard displays
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DATA SERVICES MANAGEMENT CONSOLE
Welcome admin

WManage your production emvironment including batch job
execution, realtime services, Web sewices, adapter
instances, server groups, central and profiler repositories,
and mare

o
Administrator

[

View, analyze, and print graphical representations of all
objects as depicted in the Data Services Designer including
their relationships, properties, and more

Auto Documentation

Data Validation

Evaluate the reliability of your target data based on the
valigation rules you created in your Data Services bateh jobs
to quickly review, assess, and identify potential
inconsistencies or errors in source data

Impact and Lineage Analysis

Operational Dashboard

S

Data Quality Reports

Analyze the end-to-end impact and lineage for Data
Senvices tables and columns and SAP

Business Objects Enterprise abjects such as universes,
DUSINeSS views, and reports,

View dashooards of Data Services job execution
statistics to see ata glance the status and performance
of job executions for one or more repositories over a
given time period

View and export reports for batch and real-time jobs
such as job summaries and data quality fransform-
specific reports

3. Click [Administrator]. The Administrator window displays

DATA SERVICES MANAGEMENT CONSOLE

[ Administrator

% Administrator
174 Status

9 Web Services

¥ SAP Connections
[E: Adapter Instances.
i Server Groups

B Central Repositories
t%l Profiler Repositories
[Z] Management

Administrator

Status

Overview of system status
Batch
3 5LAM_B0DS_IT
3 BODS_REPOSITORY
) shen_Chen@BODS_REPO
3 SLAMPERF_REPO

Real-Time
) HSLAMALD: 4000

4. Expand [Batch] from the Administrator tree in the left pane. The relevant
job groups display in the tree

B Administrator

|G Administrator
%ECS Status
- Batch
i [ SLAM_BODS_IT

@ BODS_REPOSTORY
{{ Shen_Chen@BODS_REPO
[E3 SLAMPERF_REPO
@ AllRepositories
[#-¢3} ReakTime
-4 Web Services
(-3 SAP Connections
- [# Adapter Instances
[ Server Groups

@ Central Repositories.
= tfl Profiler Repositories
[#-[E| Management

DATA SERVICES MANAGEMENT CONSOLE

Administrator

Status

Overview of system status
Batch
¥ SLAM_BODS_IT
¥ BODS_REPOSTORY
) Shen_Chen@BODS_REPO
i} SLAMPERF_REPO

Real-Time

i HSLAMALD:4000

5. Click the name of a system, for example, SLAM_BODS_IT. All jobs in this
group will be displayed in the main window

Selecty  Statusw  Job name
TEST

Newi_lob

Gopy_1_TEST
JB_Dim_Sla_Clause
JB_Fct_Sha_Sii_Inc
JB_Dim_Sla_ltem
JB_Fet_Sla_kem _Status
JB_Fet_Sia_Clause_Status
JB_Dim_Sii_Instance
JB_Dim_Calendar
JB_Dim_Service_Offering
JB_Dim_Service
JB_Dim_Service_Definition
JB_Dim_Customer
JB_Dim_Time
JB_Lkp_Reps_Dictionary

i e e e e
(<N N <N N I N

[Batch jobs history (Last execution of job{s): All batch jobs)

Job Serverw
HSLAMALD:3500

System configuration v

HSLAMALO:3500
HSLAMALO:3500
HSLAMALD:3500
HSLAMALO:3500
HSLAMALD:3500
HSLAMALO:3500
HSLAMALO:3500
HSLAMALD:3500
HSLAMALO:3500
HSLAMALD:3500
HSLAMALO:3500
HSLAMALO:3500
HSLAMALD:3500
HSLAMALO:3500
HSLAMALO:3500

Job information v
Trace, Monitor Error, Performance Monitor
Trace, Monitor Error, Performance Monitor
Trace, Monitar Error, Performance Monitor
Trace, Monitar. Error, Performance Monitor
Trace, Moniter,Error, Performance Menitor
Trace,Monitor Error, Performance Wonitor
Trace,Monitor Error, Performance Monitor
Trace, Monitar Error, Performance Monitor
Trace, Monitar Error, Performance Monitor
Trace, Moniter,Error, Performance Menitor
Trace Monitor Error, Performance Wonitor
Trace, Monitor Error, Performance Monitor
Trace, Monitar,Error, Performance Monitor
Trace, Monitar Error, Performance Monitor
Trace, Moniter,Error, Performance Menitor

Trace,Moniter Error, Per formance Menitor

Start time v
Sep 11, 2010 5:51:47 PM
Sep 11, 2010 5:40:51 P
Sep 11, 2010 3:40:25 PM
Sep 10, 2010 9:57:23 Pl
Sep 10, 2010 6:29:50 Pl
Sep 10, 2010 6:28:55 Pl
Sep 10, 2010 6:09:17 PM
Sep 10, 2010 5:11:53 Pl
Sep 10, 2010 2:32.27 Pl
Sep 10, 2010 2.28:37 Pl
Sep 10,2010 2:21:11 Pl
Sep 10,2010 2:18:38 Pl
Sep 10, 2010 2:15:15 PM
Sep 10, 2010 21255 P
Sep 10, 2010 1:35:22 Pl
Sep 10, 2010 1:31:15 P

End time
Sep 11,2010 5:52:12 PN
Sep 11, 2010 5:40:51 PN
Sep 11, 2010 3:40:59 PN
Sep 10, 2010 9:57:49 PN
Sep 10, 2010 6:33:32 PN
Sep 10, 2010 £:28:32 PN
Sep 10, 2010 6:10:26 PM
Sep 10, 2010 5:12:40 PN
Sep 10, 2010 2:33:.05 PM
Sep 10,2010 2:28:09 PN
Sep 10,2010 2:21:37 PN
Sep 10, 2010 2:19:15 PN
Sep 10, 2010 2:15:43 PN
Sep 10, 2010 21314 PN
Sep 10,2010 1:35:40 PN
Sep 10,2010 1:31:27 PN
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6. To view the trace information for a job, click [Trace] in the Job
Information column. The log trace displays for the selected job

Repository: SLAM_BODS 1T

EECREEA TR | Job Monitor Log ™) Job Error Log

(12.2) 09-11-10 17:51:46 (22636:2343913328)  JOB: The intial environment locale <eng_us. utf-8> has been coerced to <Unicode (UTF-16)>

{ 0.
(12.2) 09-11-10 17:51:47 (22636:2343913328)  JOB: Reading job <2b35e4fS_95da_4f4a_Bad_a022e7002a14> from the repository; Server version is <12.2.1.3=; Repository version
«12.2.0.0000>.

(12.2) 09-11-10 17:51:47 (22636:2343913328)  JOB: Current direclory of job <2b85e4f5_S6da_4f4a_80a4_a02267002a14>is
<tome/hpuslameti/HP_Universal SLAM_BO_ETL/businessobjectsidataservices/bin>.

(12.2) 09-11-10 17:51:47 (22636:2343913328)  OB: Starting job on job server host <HSLAMALD>, port <3500>

(12.2) 08-11-10 17:51:47 (22636:2343913328)  JOB: Job <TEST> of runid <20100911175147226362343813328> is initated by user <hpuslametBy >

(12.2) 08-11-10 17:51:47 (22636:2343913328)  OB: Processing job <TEST.

(12.2) 09-11-10 17:51:47 (22636:2343913328)  JOB: Initiaizing transcoder for datastore <DS_Siam_Target> to transcode between engine codepage=<Unicode (UTF-16) and datastore.
codepage <<DEFAULT>>

is

(12.2) 09-11-10 17:51:47 (22636:2343913328)  JOB: Initiaizing transcoder for datastore <Ds_Bods_Repo= to transcode between engine codepage<Unicode (UTF-16)= and datastore
codepage <<DEFAULT>>

(12.2) 03-11-10 17:51:47 (22636:2343913328) _ JOB: Inftializing transcoder for datastore <Ds_Slam_Repo= to transcode between engine codepage<Unicode (UTF-16)> and datastore
codepage <<DEFAULT>-

(12.2) 09-11-10 17:51:47 (22636:2343913328)  JOB: Optimizing job <TEST>

(12.2) 09-11-10 17:51:47 (22636:2343913328) _JOB: Job <TEST- s started

(12.2) 09-11-10 17:51:49 (22636:2343913328) PRINTFN: Job root path is /nome/mpuslametyHP_Universal SLAW_BO_ETL

(12.2) 09-11-10 17:51:49 (22636:2343913328) PRINTFN: Job TEST last job instance status checking

(12.2) 09-11-10 17:51:49 (22636:2343913328) PRINTFN: status synchronizing start

(12.2) 09-11-10 17:51:50 (22636:2343913328) PRINTFN: status synchronizing finish

(12.2) 09-11-10 17:51:51 (22636:2343913328) PRINTFN; ETL job execution start time : 20100911 17.58:53

(12.2) 09-11-10 17:51:51 (22636:2343913328) PRINTFN. JOB PARAMETERS AND THEIR PASSED VALUES

Page: 1 View fr
Log: trace_09_11_2010_17_51_46_362__2b86e4f5_38da_4f4a_80a4_a02267002a14.txt Job Server: HSLAMAL0:3500
Job name: TEST

7.

[Repository: SLAM_BODS_IT

Select the [Job Monitor Log] tab to view the monitor log information

Job Trace Log "L SUIETIN R Job Error Log

Log: monitor_09_11_2010_17_51_46_362__2b86e4f5_98da_4f4a_80a4_a022e7002a14.txt Job Server: HSLAMAL0:3500
Job name: TEST
Path name State Row Count Elapsed time (Sec) Absolute time (Sec)
+DF_Stg_SI_Status_Changelqy_join sTOP 22363
+DF_Stg_SI_Status_Change/TCRdr_11 sTOP 0 0.000 22363
JDF_Stg_S| Status_Change/Table_Comparison: 0 STOP 0 0.000 22363
JDF_Stg_S| Status_Change/Table_Comparison: 1 STOP 0 0.000 22363
-DF_Stg_S| Status_Change/STG_SL_STATUS_CHANGE_STG_SL_STATUS_CHANGE STOP 0 0.000 22676

1. Select the [Job Error Log] tab to view error log information

Repository: SLAM_BODS_IT

JobTrace Log ™| Job Wonitor Log ™G]

Log: error_09_11_2010_17_51_46_362__2b86e4f5_08da_4f4a_80a4_a022e7002a14.txt Job Server: HSLAMALO:3500
Job name: TEST
Empty file received.

.\ For more information about working with logs using the
; BODS Management Console, refer to the BusinessObjects
Data Services Administration Guide.

9.3 Viewing USLAM Reports Log

9.3.1 BusinessObjects Enterprise

¢ BusinessObjects Enterprise Central Management Console

e Central Configuration Manager

For more information please refer to the BusinessObjects Enterprise
Administration Guide.

9.3.2 USLAM BI Auto Report Publisher

Several administrative tools can be used in order to monitor the BO platform:

All the log files relevant to the BI Automatic Report Publisher tool are located

under the following path: <Report Publisher Install_Dir>/logs.
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9.4 Configuring MyUSLAM Logs

There are two different ways for configuring MyUSLAM Portal Logs, the first one
is through the standalone.xml configuration file and the second one through
Liferay’s Control Panel, this latter is the recommended approach. Both these
ways are explained in the following sections.

9.4.1 standalone.xml Configuration File

This approach is similar to USLAM’s Log4j approach. To modify existing logs
configuration using the standalone.xml configuration file, you will have to
modify the file located at the following path:

<Install_Dir>\jboss \standalone \ configuration \ standalone.xml.
In this file you’ll find entries that look like the following:

<logger category="com.arjuna">
<level name="WARN"/>
</logger>

e logger category: normally it is the package name for each component
e level name: denotes the type of the captured information. Can be any one of
TRACE, DEBUG, INFO, WARN, ERROR, FATAL

You can modify the existing one or add new loggers for new components.

9.4.2 Liferay Control Panel (Advisable approach)

This approach is done directly in the MyUSLAM Portal, once you sign in as an
administrator you can follow the following steps to configure the logging of the
Portal.

1. Go to the Control Panel.

., Goto - admin (Sign Out)

j @ Control Panel

My Public Pages Fublic

Wy Private Pages Friv=t=

MyUSLAM.com

2. Click on Server Administration from Server section in control panel.

B Server [-]

E.. Server Administration

[ Portal Instances

<3 Plugins Installation
) Update Manager

[JLicense Manager

3. Click on Log Levels.

Resources Log Levels Properties Captcha Data Migration File Uploads Mail External Semvices Script Shutdown

You will notice that, there are various Categories and Log level defined. You
can modify the existing Loggers by changing the Levels or add new ones;

4. Click on Add Category.

5. Give the package name. for example com.hp.uslam.portlets.slastatus
6. Set the log level from the drop down menu.
7

Save you configuration.
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The logger levels follow the following order.
DEBUG
INFO
WARN
ERROR
FATAL

A

which means,

o if we set Log level to WARN then only the WARN, ERROR and FATAL level logs
will be displayed.

e If we set log level to ERROR then only the ERROR and FATAL will be displed.

Once the logs are configured, the log files are available at this directory:
<Install_Dir>\jboss\standalone\log
e The file server.log contains all server logs including MyUSLAM ones.

e The file myuslam.log contains only MyUSLAM components logs.
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1.

List of ports used by USLAM

Appendix A

The USLAM components use several ports that may require a specific firewall
configuration for the product to be able to execute properly.

Here is the list of port that should be considered while configuring the USLAM

platform.
Component Host Default Usage
Port
number
Web UI Repository 8080 JBoss Web HTTP connector socket.
component’s
server
BO Xi Report server 8080 Listening port of the Business
Objects server
SMTP Action Engines 25 Mail server port
Executor component’s
server
SNMP Action Engines 161 SNMP agent port
Executor component’s host
Web UI Repository 389 The listening port of your LDAP
component’s Server
server
ETL ETL server 8180 Port number of the BODS
management console’s web server
MyUSLAM Portal Server 8089 Default port of MyUSLAM, can be
change when configuring the portal
for the first time
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