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1 Getting Started with HP Demand
Management Configuration

Introduction o HP Demand Management

HP Demand Management is the HP Project and Portfolio Management Center
(PPM Center) product that automates your business processes. At the core of
thisfunctionality are aflexible form builder and an integrated workflow engine
that let you digitize both ssmple and complex processes. HP Demand
Management works by capturing requests and processing them based on the
processes and business rules created for each type of request.

The process behind each request is modeled, automated, enforced, and
measured on your best-practice business processes. In addition, adetailed audit
trail helps you pinpoint problems quickly and supports regulatory compliance
requirements, such as segregation of duties (SOD), at both therole level and
the process step level.

Users complete arequest form using a standard Web browser. Each type of
request has its own configurable form and an associated workflow that
determines what data must be captured and what process applied for
reviewing, evaluating, prioritizing, scheduling, and resolving the request.
Based on the workflow, the reviewer can assign the request to a person or team
for scheduling and delivery.

Notifications defined as part of the process can be activated at any step in the
process to indicate work isto be done, has not been done, is being escal ated,
and so on. HP Demand M anagement includes the Web-based PPM Dashboard,
which delivers the right information to anyone with a browser.
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This document provides the details on how to configure an HP Demand
Management system using the PPM Workbench, and includes the information
you need to ensure that your requests follow your digitized business processes.
This chapter presents an overview of how you can configure HP Demand
Management to support your business processes.

HP Demand Management Concepts

14

To understand how HP Demand Management works, it isimportant that you
be familiar with the entities described in this section.

HP Demand Management Entities

The following four high-level PPM Center entities are associated with HP
Demand Management:

Request Header Types. Request header types are configuration entities
that determine the fields displayed in the header section of the request
details page for requests of agiven type. To see dl fields in the header
section, open the workbench and go to the Layout tab of the Request Type
window.

Request Types. Request types are configuration entities that define the
structure, logic, and access control of request Web forms. HP Demand
Management includes such predefined system request types as the Bug
reguest type and Enhancement request type to serve as example
configurations.

Wor kflows. Workflows are another kind of HP Demand M anagement
configuration entity. A workflow is adigitized process composed of a
logical series of steps that define a business process. Workflow steps can
range in usage from reviews and approvals to performing migrations and
executing system commands.

Chapter 1



e Requests. Requests are transactional entities that represent the
fundamental work unit of the request resolution piece of HP Demand
Management. Users create requests and submit them to a resolution
process (workflow). The request contains all information typically required
to complete a specific business process. The process that the request
follows is determined by the workflow assigned to it.

In addition to these configuration and transactional entities, HP Demand
Management involves the following entities:

e Contacts. Contacts contain business contact information (such asa
business card) about people who serve as points of reference for other HP
Demand Management entities, such as requests. A contact can refer to a
PPM Center user, but more likely represents a person outside of the
organization who may have some interest in the entity on which heis
referenced.

Because contact information does not represent a user account in PPM Center, a
) contact cannot access HP Demand Management unless that contact has a valid
PPM Center user account.

e Notification Templates. Notification templates are preconfigured,
parameterized email notification messages that you can use with the
various HP Demand Management entities, such as workflows and requests,
to automatically send email notifications of various events. Y ou can also
create your own notification templates.

e Regquest Resolutions. Request resolution refersto the creation, processing,
and closing of requests. A request can be anything from a simple question
to adetailed report of a software defect.

Overview of a Simplified Demand Management Process

Figure 1-1 shows a simple four-step HP Demand Management process to
approve arelease. Thefirst step, Approve Release, is a decision workflow step
inwhich auser receives arelease request. After the user manually approvesthe
release, the request process moves to the second step.

) Decision steps represent manual activities performed outside of PPM Center,
whereas execution steps represent actions that are automated through PPM Center.

Getting Started with HP Demand Management Configuration 15



In the second step, Assign Resource (a decision workflow step), a manager
manually assigns aresource to the release. Once aresource is assigned, the
step is completed and the process moves to the third step.

Figure 1-1. PPM Center components
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On the third step, Complete Request (a decision workflow step), the assigned
resource fulfills the request. The request then moves to the fourth and, in this
example, final step, Close (Success). Thisis an execution step at which the
rel ease process automatically closes and notifies users the release was
successfully closed.

. -

Overview of Configuring HP Demand Management
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HP Demand Management system configuration involves the following tasks:

Appendix A, Worksheets, on page 367 contains a series of worksheets to help you
gather the information required to build a HP Demand Management system.

Step 1: Gather process requirements

Before configuring an HP Demand Management system, you should collect
specific information concerning your process, the types of requests required,
and your contacts. For detailed information, see Chapter 2, Gathering Process
Requirements, on page 21.
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Step 2: Configure workflows

Configuring the workflows that you assign to requests involves setting up the
required workflow steps (decision and execution steps), adding transitions
between the steps, and configuring notifications, security groups, segregation
of duties, and so on for each step. For information about how to configure
workflows, see Chapter 3, Configuring Wor kflows, on page 45 and Chapter 7,
Configuring Workflow Components, on page 289.

Step 3: Configure request types

Request types gather and track the information required to perform workflow
steps. For information about how to configure request types, see Chapter 5,
Configuring Request Types and Request Header Types, on page 141.

Step 4: Configure contacts

Contacts are HP Demand Management users used as points of reference or
information by other HP Demand Management entities, such as requests. For
information about how to configure contacts, see Chapter 8, Configuring
Contacts, on page 323.

Step 5: Configure notification templates

Notification templates are preconfigured notification forms used with HP
Demand Management workflows and request types. Chapter 9, Configuring
Notification Templates, on page 327 presents detailed information on how to
create and configure notification templ ates.

Step 6: Configure user data fields

In addition to the fields defined for each type of request in request types and
regquest header types, you may want to define some additional, more global
fieldsfor al request types. Creating user data is a convenient way to define
such global fields for HP Demand Management workflows and request types.
Chapter 10, Configuring User Data, on page 339 provides more information
about user data fields, including instructions on how to configure them.

Step 7: Configure your security and access requirements

Part of any process are the permissions required to perform various decision
steps. PPM Center controls access to perform these decisions through licenses
and access grants. For information about licenses and access grants, see the
Security Model Guide and Reference.

Getting Started with HP Demand Management Configuration 17
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When you're ready to deploy HP Demand Management: Educate your users

After your HP Demand Management system is configured and tested, train
your users on the new business process. The following offers some guidance
on how to prepare your HP Demand Management users:

e Basic HP Demand Management training. Make sure that each user
understands how to create, process, and report on requests.

e Process-gpecific training. Make sure that each user understands the new
process. Consider holding aformal meeting or publishing documents on
the workflow steps and requests.

e User Responsibilities. Make sure that every user understands their
respective role in the process. For example, the QA team may be restricted
to only approving the testing phase of arelease. You can use emall
notifications that are part of HP Demand Management to communicate
information about user roles. Y our notifications can be very detailed.

Chapter 1



Related Information

The following documents include additional information on how to configure
or use HP Demand Management:

Release Notes

HP Demand Management User’s Guide

Tracking and Managing I'T Demand Configuration Guide
Tracking and Managing IT Demand User’s Guide
Commands, Tokens, and Validations Guide and Reference
HP Time Management User’s Guide

Open Interface Guide and Reference

Reports Guide and Reference

Security Model Guide and Reference

Creating Portlets and Modules

Customizing the Sandard Interface

Getting Started

What's New and What' s Changed

Multilingual User Interface Guide

HP-Supplied Entities Guide (includes descriptions of all HP Demand
Management portlets, request types, and workflows)

Getting Started with HP Demand Management Configuration 19
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2 Gathering Process Requirements

Overview of Gathering Process Requirements

This chapter presents an overview of the information to collect before you
configure an HP Demand Management process and guidance on how to collect
it. Thisinformation includes the steps to add to your workflows, the types of
requests your organization requires, and the contacts you might need. After
you collect thisinformation, you can begin to configure your HP Demand
Management process.

The sectionsin this chapter cover the following topics:

e Defining workflows. What are the steps of your demand management
process (workflow)? Which steps require manual decisions (reviews and
approvals)? Which steps require automatic executions? (See Defining
Workflows on page 22.)

e Defining request types. What are you requesting? For detailed
information, see Defining Request Types on page 32.

e Defining contacts. What contacts are required? For detailed information,
see Defining Contacts on page 39.

e Defining notification templates. Is the correct notification template in
place? Does your process require a new notification template? For detailed
information, see Defining Notification Templates on page 40.

e Defining user data fields. Does your process require additional user
information to process correctly? For detailed information, see Defining
User Data Fields on page 41.
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Defining security and access. Who can submit requests? Who can receive
notifications? Who can approve the request at each step? For instructions
on how to configure security, see Defining Security and Access on page 42.

Defining Worktlows

22

A workflow isadigitized process in which alogical series of steps define the
path that the request follows. Workflow steps can range from reviews and
approvals to automatically updating a status or closing a workflow process.

Before you define arequest workflow, you must first determine the objective
of the business process that you want the workflow to achieve. For example:

Do you want to design a simple approval process with little oversight or
supervision?

Do you want to design a business-wide bug-tracking system that has
intensive oversight and supervision?

Once you determine the objective of the business process, you can begin to
define the workflow itself. The basic workflow components are:

Workflow steps. Workflow steps are the events that link together to form
the process.

Transitions between wor kflow steps. Transitions between workflow
steps represent the outcome of one workflow step that leads to next
workflow step. Workflow steps can have more than one transition.

Security determines who can access a wor kflow step. Each workflow
step includes alist of who can access workflow step. Who can approve a
workflow step? Can only one user approve the workflow step? Can one of
several users approve the workflow step? Must multiple users approve the
workflow step?

Notification deter mines who hears about the wor kflow step and when
they hear about it. Each workflow step includes alist of usersto be
notified about the workflow step.
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Gathering Information for Workflow Steps

Workflow steps are the events of the process. HP Demand Management
workflows can include the following types of steps:

e Decision steps. These are steps that require an external action (such as
review, approval, or coding) to determine outcome.

e Execution steps. Execution steps perform work or actions, such as
automatic time-stamping or automatic request status changes.

e Condition steps. Condition steps, such as AND and OR, are logic steps
used for complex workflow processing.

e Subworkflows steps. Subworkflow steps, such as code rework or unit
testing, contain multiple workflow steps that follow a consistent pattern.

To determine what stepsto include in aworkflow, consider the following:
e What event starts the business process?
e At what pointsin the process must decisions be made?

e At what pointsin the process must actions be taken?

Gathering Process Requirements
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Gathering Information for Decision Steps

Table 2-1 provides a checklist of issuesto consider as you define decision type
workflow steps. For a complete list, see Decision Wor kflow Step Wor ksheets
on page 371.

Table 2-1. Decision workflow checklist (page 1 of 2)

Done

Decision Step Check ltem

Example

What is the name of this workflow

Review request

e On hold
step?

e Inrework

_ e On hold

What is the status of the request at o New
this workflow step? )

e Inreview

e Assign
What are the transitions from this | ¢ Review
workflow step? e Approve

e On hold

Who or what groups can act on

Security groups

this step (approve, cancel, e Users
reassign)? e Tokens
o _ e Only one
How many decisions are required
o e Atleast one
to exit this workflow step? Al
[ ]

What event triggers the
notification?

Process reaches the workflow step
Specific result is achieved

Who receives the notification?

Email address (group alias)
Security group

What is the notification message?

Test complete
Approval required
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Table 2-1. Decision workflow checklist (page 2 of 2)

Done

Decision Step Check ltem Example

Use this workflow step as a e lday
timeout? If yes, then for how long? | ¢ 2 days

Are you using segregation of e Based on workflow owner?
duties? e Based on the workflow step?

Gathering Information for Execution Steps

Execution steps involve work or actions, such as time-stamping or request

status changes, that PPM Center performs automatically. Use the checklist in
Table 2-2 to help you define execution steps. For a complete list of execution
step issues to consider, see Execution Workflow Step Wor ksheets on page 369.

Table 2-2. Execution workflow checklist (page 1 of 2)

Done

Execution Step Check ltem

Example

What is the name of this workflow step?

Create request
Close
Set temp date

Will this workflow step execute this
command?

Cancel request
Update request

e Close
What is the execution type? e Jump
e Return from
subworkflow
What is the processing type? * Immediate
P g type: e Manual
What is the source environment (group)? PPM Server
What is the destination environment (group)? | PPM Server
What are the transitions from this workflow e Succeeded
step? e Failed

Gathering Process Requirements
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Table 2-2. Execution workflow checklist (page 2 of 2)

Done

Execution Step Check ltem

Example

Who owns this execution step?

Security group
User

What event triggers the notification?

The process reaches
the workflow step

A specific result is
achieved

Who receives the notification?

Email address (group
alias)

Security group

What is the notification message?

Test complete.
Approval required.

Use this workflow step as a timeout? If yes,
then for how long?

1 day
2 days

Are you using segregation of duties?

Based on the workflow
owner?

Based on workflow
step?
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Gathering Information for Condition Steps

Condition steps are logic steps, such as AND and OR, that are used for
complex workflow processing. Table 2-3 provides a checklist of itemsto
consider as you define the condition steps for a workflow.

Table 2-3. Condition workflow checklist

Done | Condition Step Check Item Example
. . e AND
What is the name of this workflow step?
e OR
_ _ e On hold
What is the status of the request at this
e New
workflow step? )
e Inreview
What are the transitions from this e Succeeded
workflow step? e Failed

Who (or what group or token) owns this
workflow step?

Security group
User

Standard token
User-defined token

What event triggers the notification?

The process reaches the
workflow step

A specific result is achieved

Who or how many receive the
notification?

Email address (group alias)
Security group

What is the notification message?

Test complete
Approval required

Use this workflow step as a timeout? If
yes, then for how long?

1 day
2 days

Are you using segregation of duties?

Based on the workflow
owner?

Based on the workflow step?

Gathering Process Requirements
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Gathering Information for Subworkflow Steps

A subworkflow step, such as code rework or unit testing, includes multiple
workflows steps that follow a consistent pattern. Y ou can use the checklist in
Table 2-4 to help you define subworkflow steps. For a complete list of
subworkflow step considerations, see Subwor kflow Wor kflow Step Wor ksheets

on page 373.
Table 2-4. Subworkflow Workflow Checklist

Done | Subworkflow Step Check Item Example
Is an existing workflow available as | ® Yes
a subworkflow? e No
What is the name of this e QA testcycle
subworkflow? e QA review cycle
What are the transitions from this e Succeeded
workflow step? e Failed

Who owns this workflow step?

Security group
User

What event triggers the notification?

The process reaches the
workflow step

A specific result is achieved

Who receives the notification?

Email address (group alias)
Security group

What is the notification message?

QA test cycle succeeded.
QA test cycle failed.

Use this workflow step as a
timeout? If yes, then for how long?

1 day
2 days

Are you using segregation of
duties?

Based on owner of the workflow?
Based on workflow step?
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General Workflow Design Guidelines

Use the checklist in Table 2-5 to help you configure your workflow.

Table 2-5. Logical workflow guidelines (page 1 of 3)

Done | Guideline

Reason

Workflows

Make one or more workflows
available to process the request.

Each workflow is assigned one of the
following workflow scopes:

e Request (HP Demand
Management)

e Packages (HP Deployment
Management)

e Release distributions (HP
Deployment Management)

Beginning and Closing Steps

Workflow must have a beginning
step.

No processing can occur if the
workflow has no starting point.

Workflow must have at least one
step.

No processing can occur if the
workflow has no steps.

Workflow must have at least one
Close step.

Request cannot be closed without a
Close step in the workflow.

First workflow step cannot be a
condition step.

Workflow processing may not be
correct if the first step is a condition.

Close steps must not have a
transition on ‘Success’ or ‘Failure.’
Return steps must have no
outgoing transitions.

Request cannot close if a transition
exists on ‘Success.’

Close step in subworkflow closes
entire request.

Do not include a Close step in a
subworkflow unless you want to
close the workflow in the
subworkflow.

Gathering Process Requirements
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Table 2-5. Logical workflow guidelines (page 2 of 3)

Done

Guideline

Reason

All Steps

All steps must be enabled.

Because the workflow cannot use
disabled steps, the process stops.

Each step (except the first step)
must have at least one incoming
transition.

It is not possible to flow to a workflow
step without an incoming transition.

Transition value is not a validation
value (error).

The validation value has changed
since the transition was made.

‘Other Values’ and ‘All Values’
transitions must not occur at the
same step.

If both transitions occur at a step, the
‘Other Values’ transition is ignored.

Each workflow step must have at
least one outbound transition.

Without an outbound transition, the
workflow branch stops indefinitely
without closing the request.

Each value from a list-validated
validation must have an outbound
transition.

Some validation values do not have
defined transitions.

Steps with either a text or numeric
validation must have an ‘Other
Values’ or ‘All Values’ transition.

Because text and numeric
validations are not limited, you must
specify an ‘Other Values’ or ‘All
Values’ transition.

Notifications with reminders must
not be set on results that have
transitions.

Transition into the Return Step does
not match the validation.
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Table 2-5. Logical workflow guidelines (page 3 of 3)

Done | Guideline

Reason

Decision Steps

Each decision step must have at
least one security group, user, or
token specified on the Security
tab.

No one can act on the step if security
is not configured.

Execution Steps

Each manual execution step must
have at least one security group,
user, or token specified on the
Security tab.

No one can act on the step if security
is not configured.

An immediate execution step
must not have a transition to itself
on ‘Success’ or ‘Failure.’

The workflow could loop indefinitely.

Condition Steps

A condition step must not have a
transition to itself.

A condition with a transition to itself
could cause the workflow to run
indefinitely.

An AND or OR step must have at
least two incoming transitions.

An AND or OR condition with only
one incoming transition will always
be true and have no effect.

Subworkflows

Subworkflows must have at least
one Return step.

Must include a Return step.

A top-level workflow must not
have a Return step.

Only subworkflows can have a
Return step.

Gathering Process Requirements
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Workflow and Request Interaction

Request status can change as a request moves through its resol ution process.
Each request status can control request field attributes, such as whether or not a
field isvisible, editable, required, optional, and so on.

Request status can be tied to aworkflow step, so that when arequest reaches a
certain workflow step, it acquires a status that changes the attributes of afield.
Therequest status at agiven workflow step can also drivefield logic during the
life of the request.

Typicaly, agiven request type is associated with a single workflow.
Information contained in the request (defined in the request type) works
together with the workflow process to ensure that the request is correctly
processed. Although you can use one workflow with many different request
types, the level of possible integrations between request type and workflow is
easier with a one-to-one mapping.

Detining Request Types

32

Requests are instances of request types. A request type defines the Web form
that users see when they create or view requests of that type. Each request type
defines the set of fields specific to that type of request.

Each request type definition also specifies which request header type to use.
The request header type defines sets of standard fields that are common to
multiple request types. The request header type includes options for enabling
integration with other HP products, both within the PPM Center product suite
(HP Program Management, HP Project Management, and HP Portfolio
Management) and outside of the suite (such as HP Universal Configuration
Management Database, HP Quality Center, and HP Service Center).

Different information is required to process each request. For example, to
resolve a software bug, you might need to know the software unit, product
version, problem, priority, and so on. The fields on the request type and request
header type capture this information.
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Before you create arequest type, determine what standard fields are available
for the request (request header types and field groups). The fields displayed in
the Summary section of arequest detail page (see Figure 2-1) are derived from
the request header type associated with the request type. Thefieldsin the
details section are defined in the request type itself. To see al fieldsin the
details section, open the workbench and go to the Layout tab of the Request
Type window.

Figure 2-1. Sample request

Create New Enhancement
EC)
Submit Cancel

Expand All | Collapse Al

= Summary
Created By:
Admin User
“Department: Sub-Type:
Manufacturing - =
“Workflow: Request Status:
Bug Request Type Workflow = Mot Submitted
Priority: Application: “Contact Name:
High - HR Application & =]
Assigned To: Assigned Group: ‘Contact Phone:
PPM Demand Management Administrator H
Request Group: Contact Email:

“Description:

Create a new module for anboarding in Singapare office.

= Enhancement
Module Difficulty
Module C - Medium hd
Modification Type Estimated Time to Complete:
New -
Report Name

Program Name

“Justification Resolution
Mewly opened Singapare office staffing - 5

Duplicate ID:

Resolution Summary

+ Notes

+ References
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For each request type, provide the following information:

e Name of the request and request type

Request header type attached to this request

e Fieldsto display on the request

e Reguest status values, such as Pending, On hold, Approved, and Canceled
e Notifications to send when the value of a selected field changes

e Reguest-level accessinformation to specify who is allowed to create, view,
and edit requests of thistype

e Workflows that can be used by requests of this type

For each new field required on the request type (or the request header type),
gather the following information:

e Fieldlabel. Specify the field label to display next to the field in the Web
form, to ensure that the correct information is captured.

e Information type. What type of information must be collected? Isthis atext
field, adrop-down list, or an auto-complete field? The validation specified
for afield determinesthis.

e Field behavior. You can control many aspects of field behavior, including:

o Whether (and at what point in the workflow) the field is editable,
read-only, required, hidden, and so on. Both the workflow (process)
and the behavior of other fields in the form can control field behavior.
For example, you can configure afield to be required only when the
request reachesthe “Assign” status.

o Whether the field is populated automatically based on values in other
fields.

o Who can view and edit the field, and who must be restricted from
viewing the information in the field.

For more information about request types and request type fields, see
Appendix A, Worksheets, on page 367.
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Request and Workflow Interaction

Request status can change as the request moves through a workflow toward
resolution. Each request status can control its request field attributes, such as
field visibility or editability. A request status can be tied to a workflow step so
that when the request reaches that step, it acquires the status specified by that
step. The request status at a particular workflow step can then drive field logic
during the life of the request.

In addition to setting the status of the parent request, you can also configure a
workflow to specify who is assigned to the request at each step. The workflow
step can drive both the Assigned To field and the Assigned Group field. You
can set these fields based on dynamic properties of the parent request through
the use of tokens, facilitating automatic routing of the request as it moves
through its workflow process.

Typicaly, asingle request type is associated with a single workflow.
Information contained in the request (defined in the request type) works
together with the workflow process to ensure that the request is processed
correctly. Although you can apply one workflow to many different request
types, the level of possible integration between request type and workflow is
more practical with a one-to-one mapping.
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Request Type Checklist

Table 2-6 provides a configuration consideration checklist to help define your
HP Demand Management system. For acomplete list of request type
considerations, see Request Type Configuration Sheets on page 375.

Table 2-6. Request type configuration checklist (page 1 of 3)

Done

Request Type Check ltem

Configuration Consideration

Request type considerations.

A request type must be defined for each
type of request to be resolved. This
includes creating fields that describe the
request and decisions and field logic
required to process it during resolution.

Is a request header type
associated with the request
type?

A request header type must be associated
with the request type. If no appropriate
request header type exists, create one.

Are fields defined?

e Fields are required to define the
request.

e Ensure the correct parameters are used
to describe the request to be
processed.

For more information, see Creating and
Configuring Request Type Fields

on page 155 and the Commands, Tokens,
and Validations Guide and Reference.

Are request rules defined?

You can set rules to automatically
populate fields in the request, or define
more dynamic behavior on the request
form. For details, see Request Type Rules
on page 188.

Are request status values
defined?

Define the status values that the request
can have and associate them with the
request type. You can add new status
values, if necessary. For details, see
Configuring Request Statuses for Request
Types on page 178.
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Table 2-6. Request type configuration checklist (page 2 of 3)

Done | Request Type Check ltem

Contiguration Consideration

Are status dependencies set?

You can configure request fields to be
hidden, required, read-only, cleared, or
reconfirmed, based on the request status.
For details, see Configuring Request Field
Status Dependencies on page 183.

Is request security set?

You can control who participates in
request resolution. For information about
how to set request security, see Creating
Fields for Request Types on page 159 and
the Security Model Guide and Reference.

Is request field security set?

You can configure request fields to be
invisible to specific users and security
groups. For more information, see
Creating and Configuring Request Type
Fields on page 155 and the Security
Model Guide and Reference.

Are request notifications set?

You can configure notifications to be sent
automatically at specific points in your
process. For details, see Configuring
Notifications for Request Types

on page 257.

Are user data fields defined?

Use user data to define global fields for
requests, if necessary. For more
information, see Chapter 10, Configuring
User Data, on page 339.

Are fields defined for the
request type?

Fields are required to define the request.
Make sure that the correct parameters
describe the request. For more
information, see Creating Fields for
Request Types on page 159.

Gathering Process Requirements
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Table 2-6. Request type configuration checklist (page 3 of 3)

Done | Request Type Check ltem Contiguration Consideration

Disabled request types cannot be
submitted by users. (You can find the
Enabled option in the Request Type
window.)

Is the request type enabled?

e Decide which request type status
values correspond to each workflow
step.

e Decide which workflow steps will
change the request’s Assigned To or
Assigned Group fields.

e Decide which workflow steps are to
execute any request type commands.

e Verify that workflow step source
Cover all request type and validations and request type field
workflow considerations. validations agree. This is required if a
transition is based on a field value
(using tokens, SQL or PL/SQL
execution types).

e Allow the request type use for the
workflow (set on the workflow window
Request Types tab).

e Allow the workflow to be used by the

request type (set on the Request Type
window Workflows tab).
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Defining Contacts

Contacts are resources that HP Demand Management entities (such as
reguests) use as reference points or information sources. For information about
how to configure contacts, see Chapter 8, Configuring Contacts, on page 323.

For each contact you plan to configure, collect the following information:

First name
Last name
Username
Phone number
Email address

Company

Contacts Checklist

Y ou can use the configuration checklist in Table 2-7 to define your contacts.

Table 2-7. Contacts checklist

Done | Contacts Check ltem Configuration Consideration

Is the contact enabled? Disabled contacts are unusable.

The Username field is an auto-complete
Is the contact a PPM Center | list for selecting PPM Center users. if the
user? contact is not a PPM Center user, leave

the field empty.
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Defining Notification Templates

Notification templates are preconfigured email forms that you can use to
quickly construct the body of an email message. Y ou can use these notification
templates with HP Demand Management entities such as workflows and
requests.

Asyou configure aworkflow, you can select a notification template to use for
each workflow step. HP Demand Management comes with a set of standard
notification templates. Y ou can use these templates as they are, customize
them, or create new notification templates tailored to your business process.
For detailed information on how to configure notification templates, see
Chapter 9, Configuring Notification Templates, on page 327.

Notification Template Checklist

Use the checklist in Table 2-8 to help define your notification templates.
Table 2-8. Notification template checklist

Done | Notification Template Issue Configuration Consideration
Is the notification template Disabled notification templates are
enabled? unusable.

Set ownership groups for these entities.
Notification template and Only ownership group members
security group considerations. (determined by associating security
groups) can edit the entities.
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Detining User Data Fields

In addition to the process-specific fields defined in request types and request
header types, you may want to capture specific information on every request
submitted in HP Demand Management, regardless of request type. To capture
such information, you can define global user datafields. For instructions on
how to create user datafields, see Chapter 10, Configuring User Data,

on page 339.

User Data Checklist

Use the checklist in Table 2-9 as you define user datafields.
Table 2-9. User data checklist

Done | User Data Issue

Contiguration Consideration

Are the user data fields
enabled?

Disabled user data fields are unusable.

User data field-level
security considerations

For each user data field, specify who can
view and who can edit the field contents on a
request (if necessary).
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Defining Security and Access

42

Part of an HP Demand Management process is the security configured for
workflow steps. PPM Center controls permission to perform decision and
execution steps using the following mechanisms:

e Licenses. Licensesgive users access to PPM Center products, but do not
determine the specific actions a user is authorized to perform within the
products.

e Access Grants. Access grants (used with licenses) determine the actions a
user can perform within agiven PPM Center product.

For example, you can restrict what an HP Demand Management user can do
using the following license and access grant combination:

e License

o Demand Management
e Access Grants

o View Reguests

o Edit Requests

For more information about licenses and access grants, see the Security Model
Guide and Reference.

HP recommends that you specify security groups or tokens (dynamic access)
to set workflow security. Avoid using alist of individual usersto control an
action. If the user list changes (as aresult of department reorganization, for
example), you would have to update your workflow configuration in several
places to keep the process running correctly. If you use a security group, you
update the security group once, and the changes are propagated throughout the
workflow. Tokens are resolved dynamically at runtime and thus adapt to the
current system context as necessary.

Table 2-10 lists example workflow steps and the security groups that have
access to the workflow and each workflow step.
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Table 2-10. Example of workflow security groups

Workflow Step Security Groups

Financial Apps - Validate and Approve Requests

Validate Request i ) _
Financial Apps - Manage Resolution System

Financial Apps - Create and View Requests

Pending More Information i ) _
Financial Apps - Manage Resolution System

Financial Apps - Validate and Approve Requests

Approve Request . . )
Financial Apps - Manage Resolution System

Financial Apps - Schedule Requests
Financial Apps - Manage Resolution System

Schedule Work

Financial Apps - Develop Requests

Develop Enhancement ) ) ,
Financial Apps - Manage Resolution System

For more information about setting security for workflows and requests, see
the Security Model Guide and Reference.

Security and User Access Checklist

Use the checklist in Table 2-11 to help determine your security and user access
requirements.

Table 2-11. Security and user access checklist (page 1 of 2)

Done | Security and User Access Issue | Configuration Consideration

Created the security groups to
be granted access to screens
and functions.

Required security groups have been
created.

Security groups to allow users to act on
a specific workflow step have been
created.

Created security groups to
associate with workflow steps.

All available options that restrict who

Set security on request creation. )
can create and submit requests are set.

Set security on request All available options that restrict who
processing. can process requests are set.
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Table 2-11. Security and user access checklist (page 2 of 2)

Done

Security and User Access Issue

Contiguration Consideration

Set security on request system
configuration.

Users who can modify the request
process have been granted required
permissions. This includes editing the
workflow, object type, environment,
security group assignment, and so on.

Cover all security group and
workflow considerations.

e Associate security groups with
workflow steps. Group members can
act on the step.

e Set workflow and workflow step
ownership.

Cover all security group and
object type considerations

Set ownership groups for object types.
Only members of the ownership group
(determined by associating security
groups) can edit the object type.

Cover all security group and
environments considerations.

Set ownership groups for environments.
Only members of the ownership group
(determined by associating security
groups) can edit the environments.

Cover all security group and
notification template
considerations.

Set ownership groups for notification
templates. Only members of the
ownership group (determined by
associating security groups) can edit
the notification templates.

Cover all security group and
user data considerations.

Set ownership groups for user data.
Only members of the ownership group
(determined by associating security
groups) can edit user data.
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3 Configuring Workflows

Overview of Workflows

A workflow represents a business process and is used to map business rules
and processes to your organization. This chapter covers information about HP
Demand Management workflows.

The basic components of aworkflow are asfollows:

e Begin. For each workflow, you must explicitly define the first eligible
workflow step.

e Workflow step. Workflow steps are eventsthat are linked together to form
a complete workflow. The basic types of workflow step are:

o Decision. Decision steps represent manual activities performed outside
of PPM Center. For example, a user or group of users approves a
request.

o Execution. Execution steps represent actions that are automated
through PPM Center. For example, a Web page is updated with the
results of atest.

o Condition. Condition steps are logic steps used in complex workflow
processing. For example, you can set up a condition step that allowsthe
workflow to proceed only after each workflow step is completed.

o Subworkflows. A subworkflow step represents multiple workflows
steps (the subworkflow) in aworkflow. For example, a test workflow
step in the main workflow represents a series of tests and approvals.
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e Transition. The results of workflow step that must be communicated to
another workflow step. A transition occurs after aworkflow step is
completed.

Examples
o Theresult of adecision step is Approved or Not Approved.

o Thetranstion for astep labeled Analysis and Design (for a software
application) could be Completed or Needs More Work.

Because asingle step can have several possible results, you can define
multiple outgoing transitions for each workflow step.

e Workflow step security. Workflow step security determines who has
permission to execute or choose aresult for aworkflow step. For example,
you can specify that only the IT project manager can approve or deny an
Approve Request decision step.

e Notification. Notifications are email alerts sent out at specific workflow
steps. For example, when arequest reaches an Approve Request decision
step in the workflow, an email alert is sent to the product manager.

e Close step. A close step ends the workflow. It is an execution step that
marks the request as compl eted.

Figure 3-1 shows examples of common workflow components.

Figure 3-1. Workflow components

Transition Condition Step Close Step
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Approve (One User) Cree Progect AND S Close (I iate success)

Decision Step Execution Step Subwarkflow Step
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Mapping al of the individual workflow stepsinto a single workflow isa
two-stage process.

Stage 1. Create a block diagram (see Figure 3-2). Map each workflow step
worksheet as one block in the diagram. Include transitions, workflow step
security, and notifications. Use the worksheets provided in Appendix A,
Worksheets, on page 367 to help you construct the diagram.

Figure 3-2. Stage 1. Create a block diagram
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| Netification: Design Code |
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! Worlkflow Step ‘Workflow Step |
! Write Code Review Test |
! Product Manager I |
I i
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s
: Subworkflow Step Worksheets
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!
|
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Stage 2. Map the block diagram to the workflow. Open the Workflow
Workbench and create a workflow. Map each component from the block
diagram to the new workflow (see Figure 3-3).

Figure 3-3. Stage 2. Create the workflow
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Scale: _100% - Exportimage
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Opening the Workflow Workbench

To open the Workflow Workbench:
1. Logonto PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Configuration > Workflows.

The Workflow Workbench and Workflow Step Sources windows open.

[ Workflow Workbench === | | B8 Workflow Step Sources = =
Filter by
; Query: |Mone - "
E ) Packages -
Workflow Name: E
® Only items | can edit -
§ Wiorkflow Scope | ALL - Enabled: |ALL - -
= | subworkflow: ALL = | Use in Release Distributions: | ALL = (4 Workflow Step Sources
. {27 Decisions
Description: - {77 Conditions

{271 Executions
{77 Subworkflows

MNew Workflow

Ready

New Copy Open Delete

] Always on top

For information about how to search for and select an existing workflow, copy
aworkflow, or delete aworkflow, see the Getting Started guide.
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Creating Workflows

This section provides instructions on how to use the Workflow Workbench to
create a workflow.

Configuring General Information for a Workflow

To create and provide basic information for a workflow:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.

The Workflow Workbench and Workflow Step Sources windows open.
2. Inthe Workflow Workbench window, click New Workflow.

The Workflow window opens.

Workflow : Issue Management Process = eI ™
Package Workflows l Request Types l

Ownership l
Workflow ‘ Layout I

Step Sequence
Mame: |lssue Management Process Reference Code: |_ISSUE_MANAGEMENT_PROCESS
Workflow Scope | Requests

Description: | Automated process for Issue management

Enabled: @ Yes () Mo First Step: :Review and Assign Issue

Reopen Step: :Review and Assign Issue
Subwaorkflows

Subwaorkflow: ) Yes @ Mo Use in Release Distributions: Yes @ MNo

validation: | El
lcon Mame:
Mew || Open
Parameters
Add Edit Remove
|Ready
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3. Provide valuesfor thefields listed in the following table.

Field or Option
*Required

Description

*Name

Type a name for the workflow.

*Reference Code

After you type the workflow name, a reference code is
automatically generated. You can either leave this
default value, or type a different value.

Workflow Scope

Leave Requests selected.

Description

Type a short description of the workflow and its
purpose.

Enabled

To make this workflow available in PPM Center, click
Yes.

*First Step

This box displays the value NONE until you add steps to
the workflow from the Layout tab. (See Adding Steps to
a Workflow on page 56.)

Subworkflow

A workflow can contain other workflows. If you want to
nest another workflow within the new workflow, click
Yes.

Validation

Use this auto-complete to specify the validation that
sets the possible subworkflow results. A value is
required if Subworkflow is set to Yes.

Icon Name

Type the name of an image file to represent the
subworkflow on the Layout tab. This graphic file must
be in .gif format and must reside in the <PPM_Home>/
icons directory.

4. Click Save.

Configuring Workflows
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Choosing Workflow Steps

PPM Center comes with predefined templates for commonly used workflow
steps. These are available through the Workflow Step Sources window in the
Workflow Workbench.

A workflow step source defines the behavior of a step (conditions for exiting
the step, commands to execute for the step, timeout duration, which icon to
display, and so on) as well asthe list of possible result values or outcomes for
the step.

For detailed information about workflow step sources, see Chapter 7, Configuring
Workflow Components, on page 289.

Y ou can use theFilter by fields in the Workflow Step Sources window to filter
the workflow steps listed. The following folders, which contain workflow
steps classified by type, are available in the Workflow Step Source window:

® Decisions
® Conditions
® Executions

® Subworkflows

To add a step to your workflow, determine which of the foldersit corresponds
to. Expand the folder, and then drag the workflow step that best suits your
needs (Figure 3-4) to the Layout tab.

If you do not find an available workflow step source that meets the
requirements of the workflow you are configuring, you can define a new
workflow step source. For instructions on how to define aworkflow step
source, see Creating Decision Workflow Step Sources on page 295.
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Figure 3-4. Workflow step source
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Decisions Workflow Steps

Decision workflow steps represent manual activities performed outside of

[ Workflow Step Sources

Filter by
Requests

Only items | can edit

ALM - Create QC Requirement
Close (Immediate failure)
Close (Immediate success)
Close (Manual success)
Create Package

Create Package and Wait
Create Request

DEM - Internal/External Check
DEM - Priority Router

DEM - Rejected On

DEM - SLA Satisfied On
DEM - Scope Check

DEM - Set TempDate

m

[C] Always on top

PPM Center. Decision workflow steps include such activities as:

Configuring Workflows

e Decisions made by committees

e Codedesigns and reviews
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Condition Workflow Steps

Condition workflow steps are logic steps used for complex workflow
processing, such as allowing the workflow to proceed only after each
workflow step is completed. The condition workflow steps are as follows:

e AND. The AND condition ismet only after all workflow stepsleading to it
reach the specified required status. Figure 3-5 shows an AND condition
workflow step.

Figure 3-5. AND example

QA Testing Sva _
Group 1
Migrate to
QA Testing b
Sw

e OR. TheOR conditionismet if at |east one of the workflow steps leading
to it reaches the required status specified for it Figure 3-6 shows an OR
condition workflow step.

Figure 3-6. OR example
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Migrate to
QA Testing
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Execution Workflow Steps

Execution workflow steps represent actions that are automated through PPM
Center. Execution workflow steps include such activities as:

e Create apackage

e Run object type commands

e Package priority

e Create arequest

e Execute request commands

e Run workflow step commands

e Close the workflow (Close workflow step)

Subworkflow Workflow Steps

A subworkflow is a process unit that contains a series of steps that perform a
functional subcomponent of aworkflow. Subworkflows allow you to model
complex business processesin logical, manageabl e, and reusable subprocesses.
Within its parent workflow, each subworkflow is represented as asingle
workflow step.

After the workflow process reaches the subworkflow step, it follows the path
defined in that subworkflow. Subworkflows can either end the workflow or
return to the parent workflow.

The following restrictions apply to subworkflows:

e You cannot use a subworkflow to process arequest or a package as a
stand-al one business process.

e A subworkflow can reference other subworkflows, but not itself.

e A subworkflow can be referenced only by workflows or subworkflows of
the same workflow scope.

e Permissions specified on the Security tab of the calling subworkflow step
determine who can bypass the steps with the subworkflow.
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Adding Steps to a Workflow

Y ou assemble workflow steps into workflows on the Layout tab of the
Workflow window.

To add a step to a new workflow:
1. Inthe Workflow window for your new workflow, click the Layout tab.

To theright of the Workflow window, the Workflow Step Sources window
containsalibrary of steps, classified by type, that you can use to build your
workflows. The window also includes Filter by lists, which you can use to
selectively display a subset of available steps.

2. From thefirst Filter by list, select Requests.

[B Workflow : Unfitled24 o |[@ [= [Wnrkﬁnwstapsaurces = [-= l
Filter by

Requests -

Package Workflows 1 Request Types 1 Ownership I I
Workflow Layout Step Sequence

Only items | can edit -

=3 Workflow Step Sources
#-{77] Decisions

i~ {77 Conditions

#-{7] Executions

B~ {23 Subworkflows

Always on top

Scale: 100% - Exportimage
Verify OK Save Cancel

\Ready’

3. You can use the second Filter by list to select an additional filter condition
to further refine the steps available for this workflow.

4. Toview the available steps, expand the folders in the Workflow Step
Sources window.

) For more information about how to select the steps for your workflows, see
Choosing Workflow Steps on page 52
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5. Determine which step to add as the first step, and then drag and drop it on
the Layout tab.

After you add a step to the Layout tab, the Workflow Step window opens.
Use this window to configure the following:

General workflow step properties

For instructions on how to configure the properties of a step, see
Configuring Properties of a Workflow Step on page 64.

Workflow step security

For instructions on how to configure step security, see Configuring
Security for Workflow Steps on page 66.

Notifications for the workflow step

For instructions on how to configure workflow step notifications, see
Configuring Notifications for Workflow Steps on page 69.

Timeouts for the workflow step

For instructions on how to configure workflow timeouts, see
Configuring Timeouts for Workflow Steps on page 86.

Step fill color for graphic workflow display

For instructions on how to select afill color for a step, see Adding
Color to Workflow Steps on page 107.

Segregation of duties

For instructions on how to configure segregation of duties, see
Configuring Segregation of Duties for Workflow Seps on page 108

6. After you finish configuring all of the stepsin the workflow, click OK.
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Adding the Close Step

Every workflow must include a close step (see Figure 3-7). A close stepisa
type of execution workflow step. You can find it in the Executions folder inthe
Workflow Step Sources window.

Y ou can use one of the following three close stepsin aworkflow:

e Close (Immediate success). This close step immediately completes a
request or package with a status of Success.

e Close (Manual success). This close step requires manua intervention to
complete arequest or package and set the request or package status to

Success.

e Close (Immediatefailure). This close step immediately completes a

request or package with a status of Failure.

Y ou add a close workflow step to a workflow as you would any other type of

step.

Figure 3-7. Close step for the Issue Management Process workflow
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Configuring Reopen Workflow Steps

If necessary, users who have the required access grants can reopen closed

requests. A reopened request begins at the reopen workflow step specified for
the workflow.

To specify areopen step for aworkflow:

1. Open aworkflow in the Workflow Workbench.
2. Click the workflow tab.

3. Inthe Reopen Step list, select the reopen workflow step.

Waorkflow - Issue Management Process = =B .
Package Workflows l Request Types l

Ownership l l
Waorkflow ‘ Layout

Step Sequence l
Mame: Issue Management Process Reference Code: |_ISSUE_MANAGEMENT_PROCESS
‘Workflow Scope |Requests

Description:  Automated process for Issue management

Enabled: @ Yes () Mo First Step: :Review and Assign Issue

Reopen Step: iRe\ﬂ'ew and Assign Issue

Subworkflows Review and Assign Issue
Subworkflow: © Yes @ No Use in Release Distrimanage e )
Approve Resolution

Validation: E Close (Immediate success)

Icon|Mitigate Escalation

Mew |[Open
T
Parameters
Add Edit Remaove

|Ready

4. Click Save.
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Adjusting Workflow Step Sequences

After you assemble all of the workflow steps on Layout tab, you can adjust

their sequence.

To adjust the sequence of stepsin an open workflow:

1. Inthe Workflow window, click the Step Sequence tab.

The Step Sequence tab lists al of the workflow steps.

2. Select aworkflow step, and then click the up and down arrows at the
bottom of the tab to move the selected workflow in the display sequence.

Workﬁow:lssue Management Process =]
Package Workflows l Request Types l Ownership l l
Waorkflow Layout Step Sequence

Display Seq MName Step Type  Description

1 Review and Assign lssue Decision

2 Manage Issue Decision

3 Approve Resolution Decision

4 Close (Immediate success) Execution

5 Mitigate Escalation Decision

¥
Verify OK Save Cancel
|Ready
3. Click save.

On the Workflow tab, the First Step field displays the first workflow step.
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Veritying and Enabling Workflows

To make aworkflow available for use you must verify it, and then enable it.
Workflow verification ensures correct workflow logic. Enablement makes the
workflow available to users.

To verify aworkflow:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open the workflow to verify.
3. Inthelower left corner of the Workflow window, click Verify.

If the verification process uncovers no problemsin the logic of the
workflow, amessage is displayed to indicate that no errors were detected.
If the verification process uncovers problems with the workflow, its steps,
or itstransitions, the Verify window opens and lists the errors.

Verify Dialog RS
Workflow Problems:
Type Comment
4 1 3

Step Problems:

Type Step Comment

Warning 1. Review Request Mo transition exists forvalue "Cancel”. -
Errar 1. Review Reqguest Decizion step has no linked security groups.

Warning 2. Assign Reguest Mo transition exists for value "In Progress”™.

Error 2. Assion Reauest Decision step has no linked securitv arouns. s
4 1 3

Transition Problems:

Type From Step To Step Transition Type Transition Value

f\.‘erify Waorkflow
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To enable aworkflow that is not enabled:
1. Open the Workflow Workbench.
2. Open the workflow that you want to enable.

The Workflow window opens to the Workflow tab.

‘Waorkflow : Issue Management Process

Package Workflows l Request Types l

Ownership l l
Waorkflow ‘ Layout l

Step Sequence
Mame: Issue Management Process
Waorkflow Scope |Requests
Description:  Automated process for Issue management

Enabled: @ Yes () Mo First Step: :Review and Assign Issue

Reopen Step: :Review and Assign Issue

(=[O =

Reference Code: |_ISSUE_MANAGEMENT_PROCESS

Subworkflows
Subworkflow: ) Yes @ Mo Use in Release Distributions: Yes @ MNo
Validation: E
Icon Name:
Mew |[Open
Parameters
Add Edit Remove

|Ready

3. For Enabled, click Yes.

4. Click save.
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Configuring Workflow Steps

Configuring Workflows

After you drag aworkflow step from the Workflow Step Source window to the
Layout tab in the Workflow window, the Workflow Step window opens. You
can provide some or none of the step information after the window first opens,
or you can provide it later in the workflow design process.

Appendix A, Worksheets, on page 367 contains worksheets that you can use to
capture detailed information about your workflows, workflow steps, and transitions.

The following table lists the tabs available in the Workflow Step window.

Tab

Description

Properties

This tab displays general information about the workflow step.

Security

This tab displays permission settings for specific individuals or
groups authorized to act on a workflow step.

Notifications

Use this to define email notifications to send when a workflow step
becomes eligible or after a workflow step is completed. Notifications
can inform a user of a task (workflow step) to perform (such as
review and approve a new request). Notifications can also inform a
group of users of the results of a task.

Timeout

Use this tab to specify how long a workflow step can remain inactive
before an error is generated.

User Data

Product entities such as packages, workflows, requests, and
projects include a set of standard fields that provide information
about those entities. While these fields are normally sufficient for
day-to-day processing, user data fields provide the ability to capture
additional information specific to each organization. User data is
defined under the User Data tab. If there are no user data fields, the
User Data tab is disabled.

Results

This tab lists the validation included in each workflow step, the
component type, and the results.

Segregation

Use this tab to configure workflow steps to take into account
segregation of duties, excluding the participants for a workflow step

of Duties from participating in a different workflow step.
Display Use this tab to select a fill color for the graphical display of the
Settings selected step.
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Configuring Properties of a Workflow Step

Y ou can use the Properties tab in the Workflow Step window to complete or

edit general information about a workflow step.

To configure workflow step properties:

1. On the PPM Workbench shortcut bar, click Configuration > Workflows.

The Workflow Workbench opens.

2. Open aworkflow.

3. On the Layout tab, double-click aworkflow step.

The Workflow Step window opens to the Properties tab.

Workflow Step

[ =

|1

Properties l Security] Segregation of Duties Notiﬂcations] Timeout]

] Results ] Display Seltings... ]

Step Number: |2
Step Name: |Manage Issue
Action Summary: Manage Issue
Description:
Source Type: Decision
Source Mame: CRT - Close/Escalate

Enabled: @) Yes
Display: _Always
Workflow Parameter: .NDNE

Avg Lead Time:

No

Request Status: |Open

Current % Complete:

Parent Assigned To User:

Parent Assigned To Group:

Workflow Step Information

Authentication Required [ Mone

-

’ OK ] Apply Cancel

Ready
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4. Provide (or modify) information for the fields listed in the following table.

Field

Description

Step Name

Name of the workflow step. The name is displayed on both the
Layout and Step Sequence tabs.

Action Summary

Summary of what the step accomplishes.

Description Short description of the step.

Enabled Determines whether the step is available to the system for now.
To display the step only when the step is available for action,

Display select Only When Active from this list. To display the step at

all times, leave Always selected.

Avg Lead Time

Informational field that you can use for reporting.

Request Status

Use this auto-complete to specify which status to set on the
parent request when the request reaches this step. (This
setting is important for integrating workflows and HP Demand
Management request types.)

Current %
Complete

Value to display for the parent request’s percent complete
when the request reaches this step. (This setting is important
for integrating workflows and HP Demand Management
request types.)

Parent Assigned
To User

Specify the user to which the parent request is to be assigned
when the request reaches this step. (This setting is important
for integrating workflows and HP Demand Management
request types.)

Parent Assigned

Specify the security group to which the parent request is to be
assigned when the request reaches this step. (This setting is

To Group important for integrating workflows and HP Demand
Management request types.)

Workflow Step Type the address of a Web page with information associated

Information with this step.

C To require users to submit a username and password or just a

Authentication .

Required password before they can act on this step, select Username &
Password or Password. Otherwise, leave None selected.

5. Click OK.
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Configuring Security for Workflow Steps

To determine which users or groups are authorized to act on a workflow step,
you must set the permissions for the step.

To add security to aworkflow step:

1. From the Workflow Workbench, open a workflow.

2. Inthe Workflow window, click the Layout tab.

3. Double-click aworkflow step for which you want to configure security.

The Workflow Step window opens.

4. Click the security tab.

Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number ____ (page 1 of 2)

‘Workflow Step

Value

Step Mame

Goal/Result of Step

‘Validation

Decisions Reguired
("ote on Step’s outcome?)

* One
* AtLeast One
e All

Timeout (Days)

Workflow Step

[ =]

Security (who can act on step):

* Security Group
User Mame
Standard Token
User Defined Token

Properties ‘Security | Segregation of Duties Nmmcalmns}Tlmeuuﬂ

1 Resu\lsl Display Settings. I

Security Type Security

Include Motification (Ves/No)

Motification Event

Motification Recipisnt:
Usermname
Email Address

Standard Token

-

L]

* Security Group

L]

# User Defined Token

Motification Message

Reguest Status at Step

Request % Complete at Step

[Ready
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5. Click New.

Configuring Workflows

The Workflow Step Security window opens.

© ™
Workflow Step Security L&J

Enter a Security Group Name v

Security Group: || EE)

Security Type: | Security Group Mame

Tokens |[ ok |[ Add || cancel |

|Ready

LS

6. Inthelist at the top of the window, do one of the following:

e To authorize security groupsto act on the workflow step:

i.Leave Enter a Security Group Name Selected.

i.Usethe Security Group auto-complete to select one or more security
groups to act on the workflow step. (You can use shift Or ctrl to
select multiple groups.)

To authorize users to act on the workflow step:
i.Select Enter a Username.

i.Use the Username auto-complete to select one or more usersto act on
the workflow step. (You can use shift Or ctrl to select multiple
usernames.)

To authorize users and security groups to act on the workflow step
using standard tokens (that resolve to users and security groups):

i.Select Enter a Standard Token.

i.Use the Standard Token auto-complete to select a standard token to
act on the workflow step.

ii. Inthe Workflow Step Security window, click Add.

The token you select determines the value displayed in the Security
Type field.

iv. To add another token, repeat step ii and step iii.

67



e To authorize users and security groups to act on the workflow step
using user-defined tokens (that resolve to users and security groups):

Vi.

Select Enter a User Defined Token.

If the token has aready been defined, then in the User Defined
Token field, type the token name. Otherwise, to open the Token
Builder and define a new token that returns the resource(s) you
want to act on the workflow step, click Tokens. (For information
about how to use the Token Builder to define tokens, see the
Commands, Tokens, and Validations Guide and Reference.)

In the Security Type list, select the security type to which the token
resolves.

Click Add.

To add another user-defined token, repeat step ii through step iii.
Click oK.

o Username. Thetoken resolvesto a username.

o User ID. The token resolvesto auser ID.

o Security Group Name. The token resolves to a security group
name.

o Security Group ID. The token resolves to a security group ID.

7. Click oK.

8. To add items of a different security type, repeat step 6 on page 67.

9. Inthe Workflow Step window, click OK.

10. On the Security tab, click OK.

11. In the Workflow window, click OK.
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Configuring Workflows

Notifications for Workflow Steps

Y ou can configure notifications to be sent when a workflow step becomes
eligible or after aworkflow step is completed. Notifications can inform a user
of atask (workflow step) to perform, such as review and approve a new
request. Notifications can also inform a group of users of the results of atask
(workflow step). Y ou configure notifications on the Notifications tab in the
Workflow Step window.

If you have installed and enabled the Mobility Access add-on, you can configure
notifications for decision steps to be acted on by PPM Center users from their email
inboxes. For information, see Chapter 4, PPM Center Mobility Access, on page 123
Review your Workflow Step Worksheet for notification information.
To add a notification to a workflow step:

1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.

2. Open aworkflow.

3. Onthe Layout tab in the Workflow window, double-click aworkflow step.

4. Inthe Workflow Step window, click the Notifications tab.
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5. Click New.

The Add Notification for Step: <Step_Name> window opens to the Setup
tab.

- A
Add Notification for step: Approve Resolution @

Setup I Messagel
rOptions

Description: |
Event: ALL ~
Interval: |8:00 AW Daily W-F -
Send reminder? Yes @ Mo Reminder Days:
Enabled: @ Yes () Mo [7] Don't send if obsolete

[] Enable Decision By Email

rRecipients

Recipient Type Distribution Type Recipient

New |[ Edit |[ Delete

|Ready

6. Fromthe Event list, select an event to trigger the new notification, and then
do one of the following:

e |f you selected ALL or Eligible, proceed to step 7.

e |f you selected Specific Result, then from the value list, select a step
result to trigger the notification.

e |f you selected Specific Error, then from the Error list, select an error to
trigger the notification.

7. From the Interval list, select the timeinterval at which to send atriggered
notification.
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8. Inthe Recipients section, do one of the following:

e Click New, and then use the Add New Recipient window to select the
notification recipients (users, security groups, or tokens).

e To specify the users or groups listed on the Security tab for the step as
notification recipients, click Copy Security.

If you have installed and enabled the Mobility Access add-on, the Enable
Decision by Email checkbox is available. In this case, you can configure
notifications for decision steps to be acted on by PPM Center users from their

email inboxes. For details, see Chapter 4, PPM Center Mobility Access,
on page 123.

9. Click the Message tab.

Add Notification for step: Approve Resclution | =

Setup I'vlessagel

Motification Template: _Slandard HTML Message (HTML) x|
Nofification Format: | HTML x|
From: Choose.. Clear

Subject: |sject and Porifolio Management - Demand Management Alert
Body

</tr> s
</table>
</td>
<td class="notificationspace"”></td>
</tr>
<tr>
<td height="20" colspan="2"></td>
</tr>
</table>

</body>
</html> -
[Reaoy

10. From the Notification Format list, select the format for the message content.
11. 11. From the Notification Template list, select an email template to use.
12. Configure the body of the notification, and then click OK.

The Notifications tab lists the new notification details. To send a different
notification to other recipients for a different event, click New, and then
repeat this process.
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Y ou might want to send different notifications for a single workflow step
if, for example:

e A step has several possible results, which require different responses.
e The notification content depends on the type of error encountered.

e Depending on the type of step error that occurs, you want to notify
recipients at different time intervals.

13. Click oK.

Configuring the Setup Tab

Y ou can configure aworkflow step to send notifications at different times,
different intervals, following different events, and to different recipients.

Sending Notifications When Workflow Steps Become Eligible

To send a notification when aworkflow step becomes eligible:

1.

In the Workflow Step window, click the Notifications tab.
See Configuring Notifications for Workflow Steps on page 69.
Click New.

The Add Notification for step window opens to the Setup tab.
From the Event list, select Eligible.

To determine the frequency with which the notification is sent, from the
Interval list, select avalue.

If you select 8:00 AM Daily M-F, the notification will go out every morning at 8:00
AM from Monday through Friday after the step becomes eligible.

If you select 8:00 AM Daily M-F or Hourly M-F, you can send multiple
notifications to a single recipient in a batch.

To send recipients areminder if the event isstill in effect after agiven
number of days:

a. For Send Reminder?, select Yes.
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b. Inthe Reminder Days field, type the number of days after which, if the
event is still in effect, areminder is to be sent.

6. For Enabled, leave Yes selected.

7. To stop notification transmission once the step is no longer eligible, select
the Don’t send if obsolete checkbox.

8. Inthe Recipients section, do one of the following:

e Click New, and then use the Add New Recipient window to select the
notification recipients (users, security groups, or tokens).

e To specify the users or groups listed on the Security tab for the step as
notification recipients, click Copy Security.

9. Click the Message tab.
10. Configure the body of the notification, and then click OK.
11. Inthe Workflow Step window, click OK.
Sending Notifications when Workflow Steps have Specific Results

Y ou can configure anotification to be sent when aworkflow step has a specific
decision or execution result.

If you have installed and enabled the Mobility Access add-on, you can configure
) notifications for decision steps to be acted on by PPM Center users from their email

inboxes. For details, see Chapter 4, PPM Center Mobility Access, on page 123
To send notification when aworkflow step has a specific resullt:

1. Inthe Workflow Step window, click the Notifications tab.

See Configuring Notifications for Workflow Steps on page 69.
2. Click New.
3. Inthe Add Noatification for Step window, click the Setup tab.

4. From the Event list, select Specific Result.
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10.

11.
12.

13.

From the value list, select the workflow step result to trigger the
notification.

The available values are determined by the workflow step source validation.

To determine the frequency with which the naotification is sent, from the
Interval list, select avalue.

If you select 8:00 AM Daily M-F, the notification will go out every morning at 8:00
AM from Monday through Friday after the step becomes eligible.

If you select 8:00 AM Daily M-F or Hourly M-F, you can send multiple
notifications to a single recipient in a batch.

To send recipients areminder if the event is still in effect after agiven
number of days:

a. For Ssend Reminder?, click Yes.

b. Inthe Reminder Days field, type the number of days after which, if the
event is still in effect, areminder isto be sent.

For Enabled, leave Yes selected.

. To stop natification transmission once the step is no longer eligible, select

the Don’t send if obsolete checkbox.
In the Recipients section, do one of the following:

e Click New, and then use the Add New Recipient window to select the
notification recipients (users, security groups, or tokens).

e To specify the users or groups listed on the Security tab for the step as
notification recipients, click Copy Security.

Click the Message tab.
Configure the body of the notification, and then click OK.

In the Workflow Step window, click OK.
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Sending Notifications When Workflow Steps Result in Specific Errors

Y ou can configure the notification to be sent when aworkflow step has a
specific error. Table 3-1 lists the possible workflow step errors.

Table 3-1. Specific errors for workflow steps (page 1 of 2)

Error

Meaning

No consensus

All users of all security groups, or users linked to the
workflow step need to vote, and there is no consensus.

No recipients

None of the security groups linked to the workflow step
have users linked to it. No user can act on the workflow
step.

Timeout

The workflow step timed out. (Used for execution steps
and decision steps.

Invalid token

Invalid token used in the execution.

ORACLE error

Failed PL/SQL execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.

Command execution
error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not
included in the validation.

Parent closed

For wf_receive or wf_jump steps, a request is expects a

message from a package line that is cancelled or closed.

Child closed

For wf_receive or wf_jump steps, a package line expects a

message from a request that is cancelled or closed.

No parent

For wf_receive or wf_jump steps, a request expects a
message from a package line that has been deleted.

Configuring Workflows
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Table 3-1. Specific errors for workflow steps (page 2 of 2)

Error Meaning

No child

For wf_receive or wf_jump steps, a package line expects a
message from a request that has been deleted.

Multiple jump results

For wf_jump steps in a package Line, different result
values were used to transition to the step.

Multiple Return The package-level subworkflow received multiple results
Results from package lines that traversed it.

To send notification when aworkflow step has a specific result:

1.

In the Workflow Step window, click the Notifications tab.

See Configuring Notifications for Workflow Steps on page 69.

Click New.

In the Add Notification for Step window, click the Setup tab.

From the Event list, select Specific Error.

From the Error list, select the error that you want to trigger the notification.

To determine the time at which the notification is sent, from the Interval
list, select avalue.

If you select 8:00 AM Daily M-F, the notification will go out every morning at 8:00
AM from Monday through Friday after the step becomes eligible.

If you select 8:00 AM Daily M-F or Hourly M-F, you can send multiple
notifications to a single recipient in a batch.

To send recipients areminder if the event is still in effect after agiven
number of days:

a. For Send Reminder?, select Yes.

b. Inthe Reminder Days field, type the number of days after which, if the
eventisstill in effect, areminder isto be sent.

For Enabled, leave Yes selected.
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10.

11.

12.

13.

. To stop natification transmission once the step is no longer eligible, select

the Don’t send if obsolete checkbox.

In the Recipients section, select the notification recipients (users, security
groups, or tokens). For detailed instructions, see Configuring Notification
Recipients on page 79.

Click the Message tab, and configure the body of the notification. For
details on how to do this, see Configuring Message Content on page 82.

Click oK.

In the Workflow Step window, click OK.

Scheduling Notifications

Use the Interval field in the workflow step to specify when to send the
notification. The interval determines how frequently the notification is sent.

To send the time notification are sent:

1.

Configuring Workflows

In the Workflow Step window, click the Notifications tab.

See Configuring Notifications for Workflow Steps on page 69.

. Click New.

The Add Notification for Step window opens.
Click the Setup tab.
From the Interval list, select one of the following:

e Select 8:00 AM Daily M-F to have the notification sent every workday at
8:00 am. starting on the next workday after the notification event
OCCUrS.

e Select Hourly M-F to have the notification sent every hour, starting on
the next available workday after the notification event occurs.

e Select Immediate to have the notification sent immediately.
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If you select an interval other than Immediate, consider the following:

e Because PPM Center has an internal counter, a user can receive a notification
0 before than the interval elapses, but not later than set.

e PPM Center does not generate a new natification with the passing of each
interval. To generate a new natification, action is required.

5. Click oK.
6. Inthe Workflow Step window, click OK.
Sending Follow Up Notifications (Reminders)

A reminder notification can be sent if the notification event is still true after a
period of time. For example, areminder can be sent if astepisstill eligible
after anumber of days. A reminder cannot be sent if the notification event is
set to All.

If you have installed and enabled the Mobility Access add-on, you can configure
) notifications for decision steps to be acted on by PPM Center users from their email
inboxes. For details, see Chapter 4, PPM Center Mobility Access, on page 123.
To send follow-up notifications:
1. Inthe Workflow Step window, click the Notifications tab.
See Configuring Notifications for Workflow Steps on page 69.
2. Click New.

The Add Notification for Step window opens to the Setup tab.
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3. Inthe Options section, configure the fields (all required) described in the
following table.

Field Name Description

List of events.

Select any value except for All.
Options are:

e Eligible

e Specific Result

e Specific Error

Event

Determines when the notification is to be sent.
Options are:

Interval e 8:00 AM Daily M-F

e Hourly M-F

e Immediate

This option is enabled (and required) after you select an
Send Reminder? | item (other than (All) from the Event list. To enable the
Reminder Days field, select Yes.

This field is enabled (and required) after you set Send
Reminder Days Reminder? to Yes. Type the number of days to wait
before sending a reminder notification.

4. Click OK.
5. In the Workflow Step window, click OK.

Contiguring Notification Recipients

Y ou must specify at least one recipient for anotification. Therecipient can bea
specific user, all members of a security group, or any email address.

To add arecipient to a notification:

1. Inthe Workflow Step window, click the Notifications tab.
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2. Click New.

The Add Notification for Step window opens.

Add Motification for step: Approve Resolution

Setup l Message]

rOptions
Description: |
Event: :ALL

Interval: :8:00 AM Daily M-F

Send reminder? Yes @ Mo

Enabled: @ Yes () No

[7] Enable Decision By Email

-

-
Reminder Days:

[7] Don't send if absolete

r Recipients

Recipient Type

Distribution Type

Recipient

MNew Edit Delete

|Re ady

If you have installed and enabled the Mobility Access add-on, the Enable
Decision by Email checkbox is available. In this case, you can configure
notifications for decision steps to be acted on by PPM Center users from their
email inboxes. For details, see Chapter 4, PPM Center Mobility Access,

on page 123.

3. Inthe Recipients section, click New.

-
Add New Recipient

@T ®

Username:

Tokens

Cc (@) Bec (Enter a Username -

Enter a Username
Enter an Email Address
Recipient Type: |LIserniEnter a Security Group
Enter a Standard Token
Enter a User Defined Token

|Ready

"

J

4. In the Add New Recipient window, do one of the following:

e To designate the recipient(s) as the primary addressee(s), click To.

e To copy the recipient on the notification, click Cc.
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To blind copy the recipient on the notification, click Becc.

5. Fromthelist at the top right, select one of the following methods to use to
specify the notification recipient(s):

Enter a Username

Enter an Email Address
Enter a Security Group
Enter a Standard Token

Enter a User Defined Token

Selecting a value updates the value displayed in the Recipient Type field.
For example, selecting Enter a Security Group changes the value to
Security Group.

6. Provide the specific value that correspondsto the recipient type selected in
step 5.

Configuring Workflows

To select one or more users to receive the notification, use the
Username auto-complete. (You can usethe ctr1l and shift keysto
select multiple users.) Each user must have an email address specified.

To specify arecipient by hisor her email address, in the Email Address
box, type the email address.

To select one or more security groups, use the Security Group
auto-complete. (You can usethe ctrl and shift keysto select
multiple groups.) All enabled group members who have an email
address in the database will receive the notification.

To select astandard token from alist of system tokens that correspond
to a user, security group, or email address, use the Standard Token
auto-complete. The value displayed in the Recipient Type field
indicates whether the token resolves to a user (name or 1D), security
group (name or I1D), or email address.
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e To specify auser-defined token, in the User Defined Token field, type
any field token that corresponds to a user, security group, or email
address. Then, from the Recipient Type list, select the item that the
token resolvesto (user name or ID, security group nameor ID, or email
address).

Use security groups or dynamic access (distributions) to specify the
notification recipients whenever possible. Avoid specifying a list of users or an
individual email address. If the list of users changes (as a result of a
departmental or company reorganization), you would have to update it

‘lﬁ manually. If you specify a security group instead, any changes to group
membership are automatically propagated throughout the workflow steps.

Use distributions to send a notification to an unnamed resource. For example,
to configure the notification to be sent to the assigned user(s), specify the
[REQ.ASSIGNED TO USERID] token as the recipient.
7. Click oK.
8. From the Setup tab, click OK.
The Workflow Step window opens.
9. Click oK.

The changes are added to the workflow.

Configuring Message Content

Y ou can construct the notification’ s message to ensure that it contains the
correct information in the format you want. For example, if anotificationis
sent to instruct you that arequest requires your approval, the message instructs
you to log on to PPM Center and update the request status. The notification
should include alink (URL) to the referenced request.

To make them easier to configure and use, PPM Center includes:

e Pre-configured notification templates that you can use to quickly compose
messages.

e Ability to compose the body of message as plain text or asHTML.
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e Ability to include multiple tokens that resolve to information relevant to
the recipient. For example, you can include tokens for the URL to the

request approval page, information on request status and priority, and
emergency contacts.

To configure the message in a notification:

1. Inthe Workflow Step window, click the Notifications tab.
2. Click New.

In the Add Notification for Step window, click the Message tab.

Add Notification for step: Request Analysis [ =

Setup Messagel

Mofification Template: :Standard HTML Message (HTML) -:
Notification Format. | HTML

-
From: Choose.. Clear

Subject: nject and Porffolio Management - Demand Management Alert
Body:

</tr>
</table>
</td>
<td claazs="notificationspace"></td>
</tr>»
<tr>

-

<td height="20" colspan="2"></td>
</tr>
</table>
</body>
</html>

|Ready

3. From the Notification Template list, select atemplate to use for the
notification.

The Body field content is updated based on the selected templ ate.

4. From the Notification Format list, select HTML, Plain Text, Or Multipart.

The HTML format allows more flexibility in the look and feel of the
notification. Y ou can use any HTML editor to write and test the HTML
code, and then copy and paste this content to the Body field.
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With multipart formatting, the content typeis set to “ multipart/alternative”
and the message body is automatically populated with HTML and plain
text part markers. This enables you to send single email messages with
both HTML and plain text formats so that email clients can choose which
message format to use.

5. Usethe Choose buttons to locate and select values for the From and Reply
to fields.

6. Inthe Subject box, you can leave the default text (Project and Portfolio
Management - Demand Management Alert), or replace it.

7. Construct the body of the message. Asyou do, consider using the
following:

e Token for the URL to the Request Detail page. See Table 3-2
on page 86 for alist of these tokens.

e Token for the URL to the package (PPM Workbench or standard
interface). See Table 3-2 on page 86 for alist of these distributions.

e Tokensin the body of the message. Click Tokens to access the Token
Builder window where you can add tokens to the message body. For
information, see Using Tokens in the Message Body.

e Tokensrelated to specific package lines or request detail fields. Add
tokens that resolve information related to the individual package line or
request detail field to the Linked Token field.

8. Click oK.

9. From the Notifications tab, click oK.

Using Tokens in the Message Body

Y ou can select any of the available tokens available in the Token Builder
window to include in the body of your message. However, not all tokens will
resolvein al situations. As arule, tokens associated with the request or
workflow will resolve,

If you include tokens of custom date fields in the body of the message, the email
) always displays date values in long format, even if short or medium format is specified
for the date field.
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Including URLs (Smart URLs)

Configuring Workflows

Y ou can include links to the items that require the recipients’ attention in your
notifications.Y ou can configure notifications to include the Web address
(URL) for the following entities:

e Packages

e Requests

e Request types
e Projects

e Tasks

e Workflows

e \Validations
e Object types
e Environments

A user viewing email with aweb-based mail reader (such as Microsoft®
Outlook) can click the URL in the notification to go directly to the referenced
entity.

For workflows, request types, validations, object types and environments the
notification can use the entity ID or the entity name as the parameter in the
URL. Thiswill bring you to the correct window in the PPM Workbench and
open the detail window for the specified entity.

Table 3-2 lists the most commonly used smart URL tokens for packages and
requests.
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Table 3-2. Smart URL tokens

Smart URL Token Description

Provides a URL that loads the package details

PACKAGE_URL page in the standard interface.

Provides a URL that loads the package window

WORKBENCH_PACKAGE_URL in the PPM Workbench.

Provides a URL that loads the request details

REQUEST_URL page in the standard interface.

If you use an HTML-formatted message, you must use an alternate token to
provide alink to requests. (Y ou can also use this token in plain-text formatted
notifications.) The smart URL token (for HTML format) for requestsis
REQUEST ID LINK.

TherequesT 1D 1.INK token providesalink that loads the request detail page
in the standard interface. This token resolves to the following format:

<a href="http://URL">Request Name</a>

In the notification, the link is displayed as a linked entry.

Configuring Timeouts for Workflow Steps

Timeouts determine how long a workflow step can remain eligible before
generating an error. The Timeout tab in the Workflow Step window is used to
set atimeout for the workflow step. See the Timeout field in the Workflow
Step Worksheet (see Appendix A, Worksheets, on page 367) for information
about how to set the timeout.

To set timeouts for aworkflow step:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
2. Open aworkflow.

3. Inthe Workflow window, click the Layout tab.
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4. Right-click aworkflow step, and then click Edit on the shortcut menu.

The Workflow Step window opens.

5. Click the Timeout tab.

Decision Workflow Step Worksheets

Table A-5. Worlflow step [decision], step number ____ (page 1 of 2)

Worlflow Step Valve
Step Mame
GoaliResult of Step
“alidation
Decisions Reguirsd * One
(Viote on Step’s cutcome?) » At Least One
» All
| = |

Workflow Step

F’rupelties} Security} Segregation ufDuties] Motifications Timeout}

1 Resultsl Display Settings.. I

@  Use Workflow Step Source
Timeout | 7 Days
Specific Value
Timeout Type Constant

Timeout Days

|Re ady

6. To configure the timeout for the workflow do one of the following:

e To usethe default timeout of the workflow step source, select Use
Workflow Step Source. (Thisisthe default.)

e To specify atoken to resolve to the workflow step timeout value
(instead of the default timeout of the workflow step source):
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a. Select Specific Value.
b. From the Timeout Type list, select Token.
c¢. Click Tokens, and then use the token builder to specify the token.

e To specify a constant workflow step timeout value (instead of the
default timeout of the workflow step source):

a. Select Specific Value.
b. Inthe Timeout Type list, leave Constant selected.

¢. Inthe Timeout box, type the number of minutes, hours, days, weeks,
weekdays (Monday through Friday) for the timeout to last.

d. Inthetimeout unit list to theright, select Minutes, Hours, Days, Weeks,
or Weekdays (Monday through Friday).

7. Click Apply.
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Transitions for Workflow Steps

Transitions are the rules that logically connect workflow steps. The transitions
you add to a workflow to establish the direction a process should take, based
on the available results of the previous workflow step. For example, a user
submits arequest into a request resolution system. The first step in the
workflow is Review Request. From this workflow step, the request might be
Approved or Not Approved. Both Approved and Not Approved are transitions
from the Review Request workflow step.

You can define multiple transitions for the same result, which leads to parallel
workflow branches becoming active at the same time.

Transitions are added to aworkflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab in the
Workflow window. Y ou can choose atransition between workflow steps based
on the following workflow step results:

e Specific result. The specific result follows this transition. The specific
resultsis the default workflow step result. Specific results are based on the
validation specified in the workflow step source for this step. For more
information about workflow step sources, see Chapter 7, Configuring
Wor kflow Components, on page 289.

e Other results. Any other results that do not have specific transitions set
follow thistransition.

e All results. All results follow this transition.

e Specific Event. The specific event follows this transition. Specific events
are based on the workflow step’ s validation. Used only for the Demand
Management I T solution.

e Specific Error. The specific error follows this transition.

e Other Errors. All other errors that do not have transitions set follow this
transition.

e All Errors. All errorsfollow this transition.

89



90

Adding Transitions Based on Specific Results
To add a Specific Result transition:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.

2. Open aworkflow.

3. Inthe Workflow window, click the Layout tab.

[ Workflow : Issue Management Process = [ [
Package Workflows l Request Types l Ownership l l
Workflow Layout ‘ Step Sequence l
Aﬂppm ved
Assign —-— Close — o=
Add Transition ...
1. Review and Assign Issue 2. Manage lssue 3 Approy Edit ...
Delete ...
Esoalate Edit Source...
AsFig +
!7I |
3. Mitigate Escalation 4. Chse fnwediate success) - 100%

Scale: 100% || Exportimage |
’ oK ” Save ” Cancel ]

|Ready

4. Right-click aworkflow step, and then select Add Transition on the shortcut
menu.

- Chose ——

3. Approve Resoldion

Kl

¢, Chose (wwediate success) - 100%
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5. Click the destination workflow step for the transition.

On the Layout tab, aline with an arrowhead is displayed between the
workflow steps. The Define Transition and Step Transitions windows

opens.
Step Transitions |i|1
From Step: roveRasaluti
To Stes: ::Sej Define Transiticn @F
Transitions Y =~ ||approved -
Type () Other Results:
() All Results:
() SpedficEvent: |Assign Demand
() SpedficError:  |Mo consensus
() Other Errors:
() All Errors:
[] Require Notes on Transition
[ ok |[ Add |[ cancer |
|Ready
\ < ancel
|Ready

) The most common transition is Specific Results. For information about other
transitions, see Adding Transitions not Based on Specific Results on page 93.

6. From the Specific Results list, select the appropriate operator.

7. From the second Specific Results list, select the result required to transition
to the destination workflow step.

8. To require the assigned resource to submit a note when acting on the
“from” workflow step, select the Require Notes on Transition checkbox.
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9. Click oK.

The Step Transitions window displays for the new transition.

( Step Transitions &J‘

From Step: |Approve Resolution

To Step: Close (Immediate success)
Transitions

Type Operator Value Require Mote

Specific Result = Approved

’ New ” Edit ” Remove ]

’ OK ” Apply ” Cancel

|Ready

10. Click Apply or OK.

The Layout tab displays the new transition between the “from” and “to”
steps.

— s — g

3. Approve Resoldion

Approved

\
X

11. To add another validation to the transition, in the Step Transitions window,

click New, and then add another transition value. Click Ok to add the
transition value and close the Step Transitions window. The defined
transition name is added to the transition line.

12. Click save.
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Adding Transitions not Based on Specific Results

Transitions are added to a workflow after a workflow step had been dragged
and dropped from the Workflow Step Source window to the Layout tab of the
Workflow window. “ Specific results’ isthe default transition value for the
transition.

The possible transition values are:
e Specific results
e Other results
e All results
e Specific Events
e Specific Error
e Other Errors
e All Errors
Adding Transitions Based on Values in Fields

Y ou can transition a request based on the value in a particular field of in the
request. This can be ageneral field in the request header, such as Priority,
Assigned To, OF Request Group, or acustom field specified in the request or
package line.

For example, if the Priority field for the request is set to Critical, then you
might want the request to follow a different, more robust process. Thisis done
by resolving afield token in a workflow execution step. The workflow engine
evaluates the field’ s value at a specific step and then routes the request
accordingly.

To transition arequest based on avaluein afield, you must:
e Configure an immediate execution workflow step.

e Configure the transition for the immediate execution workflow step.
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To transition based on the value in afield:

1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.

The Workflow Workbench opens.

2. Open aworkflow.

The Workflow window opens to the Layout tab.

3. Configure an immediate execution workflow step, as follows:

a. Inthe Workflow Step Sources window, copy an existing immediate
execution workflow step.

The Execution window opens.

b. Complete the fields in the Execution window as specified in the

following table.

Field Name

Description

Workflow Scope

Requests for request tracking and resolution
systems, Packages for deployment systems,
Release Distribution for release systems.

Execution Type

Select Token.

Processing Type

Select Immediate.

Immediate steps are automated. They execute
the commands that are configured automatically
and move the workflow to the next eligible step
without user intervention.

Note: If the previous step is an execution step
and the Processing Type is set to Immediate, the
status dependencies, such as Clear, will not be
triggered in the current step. It requires user
interaction for these types of status
dependencies.

94
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10.

Field Name Description

Use the auto-complete to select a validation that
includes all of the possible values of the resolved
token. For example, if you plan on branching
Validation based on the Priority field, use the
[REQ.PRIORITY CODE] token and the CRT -
Priority - Enabled validation. The validation
contains all possible values of the token.

Provide the token for the value that you would like
to transition based on. To find the name of the
token, below the Execution field, click Tokens.
The Token Builder opens. You can use the Token

Execution Builder to help you find the token (for example
[REQ.PRIORITY CODE]), but you must
manually type the name of the token in the
Execution field.
Enabled Yes
c. Click oK.

Add the new immediate execution workflow step to the workflow.

Right-click the immediate execution workflow step, and then, from the
shortcut menu, select Add Transition.

The menu window closes. The step remains highlighted.
Select the destination workflow step for the transition.

A line with an arrowhead is displayed between the workflow steps. The
Define Transition window and the Step Transitions window open. The
Define Transition window provides several options you can use to define
the transition.

In the Define Transitions window, in the Specific Results field, select the
transition.

Click oK.
In the Step Transitions window, click OK.

Click save.
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Adding Transitions Based on Data in Tables

Y ou can transition based on information stored in atable. To transition using
this method, use a workflow execution step with an execution type of SQL.

When transitioning from a properly configured execution step (Execution
Type = SQL Statement), transition based on a specific result. The possible
results are defined in the workflow step source’ s validation. The valuesin this
field are determined by a SQL query of a database table.

Aswith any execution step, configure this transition as an immediate or a
manual step.

Adding Transitions Based on All But One Specitic Value

Y ou can transition based on all but one specified value. Y ou can use Other
Results when multiple transitions exit a single step. Other Results acts as the
transition if none of the other explicit transition conditions are satisfied.

For example, you might want to transition all Critical requests one way and all
other results (High, Normal, Low) in adifferent way.

To add atransition based on all but one specific value, create atransition from
aworkflow step based on avalue in Specific Results. Create a second
transition from the same workflow step. For the second transition, specify
Other Resultsin the Define Transition window.

Figure 3-8. Transitions using other results

Y Y
Workflow ‘ - Workflow
Step One ‘ Crifical > Step Two
4 I
Other Resulfs Workflow
(High, Normal, Llow) l Step Three

N
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Adding Transitions Based on All Results

Y ou can define arequest to transition regardless of the step’ sactual results. For
example, you may want to run a subworkflow to perform server maintenance
after the on-call server contact isidentified. To do this, add atransition from
the Specify Contact step to the subworkflow. Because the next step in the
process does not depend on the result of the step, it is appropriate to use the All
Results transition. To do this, define atransition from the step, and then select
All Results.

Consider using an All Results transition to start a sub-process. Note that you
can still define transitions based on Specific Results or errors when you select
All Results. Later, you can use an AND condition workflow step to bring the
process together.

Adding Transitions Based on Specific Events

Configuring Workflows

HP Demand Management includes an additional method for transitioning out
of aworkflow decision step that coincides with a demand scheduling event.
Select Specific Event in the Define Transition window. Y ou can then specify
the specific event for the transition.

HP Demand Management supports the following events:
e Assignment

e Schedule Demand

e Reect Demand

An HP Demand Management event does not occur if:

e Thereisrequired look-ahead for the transition. The exception to this
exception is when the look-ahead requires that you provide an “Assigned
To” user during demand assignment.

e You do not have the correct security permissions (request type and
workflow step) to transition out of the workflow step.

e Therequest islocked (being edited by another user).

If the scheduling, assignment, or rejecting event does not work, an error
message is returned.
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Adding Transitions Based on Errors

Y ou can transition based on a specific error that occurs during an execution
step. Y ou can then branch the business process based on likely execution errors
such as Timeout, Command execution, or Invalid token (see Table 3-3). As
you add atransition, select the Specific Error option in the Define Transition
window, and then select the error.

Table 3-3. Workflow transition errors (page 1 of 2)

Transition Option

Meaning

Multiple Return
Results

The package level subworkflow receives multiple results
from package lines that traversed it.

No consensus

All users of all security groups, or users linked to the
workflow step need to vote, and there is no consensus.

No recipients

None of the security groups linked to the workflow step has
users linked to it. No user can act on the workflow step.

Timeout

The workflow step times out. Used for executions and
decisions.

Invalid token

Invalid token used in the execution.

ORACLE error

Failed PL/SQL execution.

NULL result

No result is returned from the execution.

Invalid integer

Validation includes an invalid value in the Integer field.

Invalid date

Validation includes an invalid value in the Date field.

Command execution
error

Execution engine has failed or has a problem.

Invalid Result

Execution or subworkflow has returned a result not
included in the validation.

Parent closed

For wf_receive or wf_jump steps, a package line is
expecting a message from a request that is cancelled or
closed.

Child closed

For wf_receive or wf_jump steps, a request is expecting a
message from a package line that is cancelled or closed.
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Table 3-3. Workflow transition errors (page 2 of 2)

Transition Option Meaning

For wf_receive or wf_jump steps, a package line is
No parent expecting a message from a request that has been
deleted.

For wf_receive or wf_jump steps, a request is expecting a

No child message from a package line that has been deleted.

For wf_jump steps in a package line, different result values

Multiple jump results were used to transition to the step.

Adding Transitions Back fo the Same Step

Y ou can keep the option of resetting failed execution workflow steps, rather
than immediately transition along afailed path. Thisis often helpful when
troubleshooting the execution (Figure 3-9).

Figure 3-9. Transitioning back to the same step
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If the commands execute successfully, they follow the Success transition path.
However, if the commands fail, they do not transition out of the step because
no transition has been defined for the FAILED result. The user must manually
select the workflow step, and then select FAILED - RETRY . The execution is
re-run.

Do not use an immediate execution workflow step if a FAILED result is
feeding directly back into the execution workflow step. Thisresultsin a
continual execution-failure loop.

To transition arequest or package line based on avaluein afield, you must:
e Configure an execution workflow step.

e Configure the transition for the execution workflow step.
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To transition back to the same execution step:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open aworkflow.
3. Inthe Workflow window, click the Layout tab.
4. Configure an immediate execution workflow step, as follows:

a. Inthe Workflow Step Source window, copy an existing immediate
execution workflow step.

In the Execution window, complete the information described in the
following table.

Field Name Description

Requests for request tracking and resolution
Workflow Scope | processes, Packages for deployment processes, or
Release Distributions for release processes.

Execution Type Select Token.

Select Immediate.

Immediate steps are automated. They execute the
commands that are configured automatically and move
the workflow to the next eligible step without user
intervention.

Note: If the previous step is an execution step and the
Processing Type is set to Immediate, the status
dependencies, such as Clear, will not be triggered in
the current step. It requires user interaction for these
types of status dependencies.

Processing Type
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10.

11.

Configuring Workflows

Field Name Description

Create a validation with the following validation values.
e Succeeded

e Failed

e Failed - Reset

Validation
e Failed - Rejected
For details on how to create a validation, see the
Commands, Tokens, and Validations Guide and
Reference.
Enabled Yes
b. Click OK.

Add the new execution workflow step to the workflow.

Right-click the immediate execution workflow step, and then select Add
Transition.

Select several points near the execution workflow step, and then select the
source workflow step.

The Define Transition and Step Transitions windows opens. The Define
Transition window provides many options for defining the transition.

From the Specific Results list in the Define Transitions window, select the
transition.

The validations in the Specific Results field are the validations created for
the execution workflow step. For example, select Failed - Reset.

Click oK.
In the Step Transitions window, click OK.
The defined transition name is added to the transition line.

Click save.
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Adding Transitions Based on Previous Workflow Step Results

Y ou can use workflow parameters to store the result of aworkflow step. This
value can then be used later to define atransition. The basic steps of adding a
transition based on a previous workflow step result are:

1. Inthe Workflow window, on the Workflow tab, create a workflow
parameter.

2. Create atoken execution step to resolve the value in the workflow
parameter.

3. For aworkflow step, on the Properties tab of the Workflow Step window,
in the Workflow Parameter field, type the workflow parameter name.

Figure 3-10 shows an example process. One step requires the user to route the
request based on the type of change (code or database). The decision made at
this step is considered later in the process to correctly route rework of the
specific type.

Figure 3-10. Add a transition based on a previous workflow step
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Database Change  Anproved

N
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To add atransition based on a previous workflow step:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open aworkflow.

The Workflow window opens to the Workflow tab.
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3. Create aworkflow parameter, asfollows:
a. Inthe parameters section, click Add.
The Workflow Parameters window opens.
b. Complete thefields.
c. Click OK.
4. Click the Layout tab.

5. Configure an execution workflow step with a token that resolves the value
in the workflow parameter.

) The validation used in this step must contain the same values as the validation
specified in the Type of Change decision step.

a. From the Workflow Step Source window, copy an existing execution
workflow step.

The Execution window opens.
b. Configure the workflow step.
c. Click OK.
6. Add the new execution workflow step to the workflow, as follows:
a. Add aworkflow step to the workflow.
The Workflow Step window opens.

b. Inthe Workflow Step window, on the Properties tab, select the
workflow parameter from the Workflow Parameter field.

c¢. Click oK.
7. Add the steps and transitions as shown in Figure 3-10.

8. Click oK.

Configuring Workflows 103



104

Adding Transitions To and Removing them From Subworkflows

A transition to a subworkflow step is made in the same way as atransition to
any other workflow step (execution, decision, or condition). The transition is
graphically represented by an arrow between the two steps. The package line
or request proceeds to the first step designated in the subworkflow definition.

When the package or request reaches the subworkflow step, it follows the path
defined in that subworkflow. It either closes within that workflow (at a Close
step) or returns to the parent workflow.

For a package line or request to transition back to the parent workflow, the
subworkflow must contain areturn step. The transitions leading into the return
step must match the validation established for the subworkflow step. In the
following example, the transitions exiting the Rework and Test step
(Successful Test and Failed Test) match the possible transitions entering the
subworkflow’ s return step.

Figure 3-11. Transitioning to and from subworkflows
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Users must verify that the validation defined for the subworkflow stepis
synchronized with the transitions entering the return step. The subworkflow
validation is defined in the Workflow window.

Users typically define the possible transitions from the subworkflow step
during the subworkflow definition.

The subworkflow step validation cannot be edited if the subworkflow is used
in another workflow definition. Y ou cannot edit the subworkflow field if the
subworkflow is used in another workflow definition.
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Configuring Validations for Workflow Steps

Validations determine the acceptable values for fields. They maintain data

integrity by ensuring that the correct information is provided in afield before
that value is saved to the database. For workflow steps, validations ensure the
correct transitions are associated with the correct workflow step.

Validations are defined for each workflow step found in the Workflow Step
Source window from which the step is derived. Figure 3-12 shows the
Decisions window of the Approve (One User) decision workflow step
validation. The validation for this workflow step validation is WF - Approval

Step.

Configuring Workflows

Figure 3-12. Workflow step sources and validations
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If you open the WF - Approval Step validation, (on the Decision tab in the
Decision window, click Open), you can see that steps derived from this
workflow step source can have one of two valid values: “ Approved” and “Not

Approved”.
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After you add an Approve (One User) decision step to aworkflow, and you
add atransition to the next step, the Approved and Not Approve values are
listed in the Specific Results list in the Define Transition dialog box. (See
Adding Transitions Based on Specific Results on page 90.)

Validations and Execution Type Relationships

There is a correlation between the validation and the execution type. For
data-dependent transitions (token, SQL, PL/SQL), the validation must contain
all possible values of the query or token resolution. Otherwise, the execution
step could result in avalue that is not defined for the process, and the request or
package line could become stuck in aworkflow step.

For most built-in workflow events and executions that run commands, the
validation often includes the standard workflow results (Success or Failure). If
the commands or event execute without error, the result of Successis returned,
otherwise, Failure is returned.

Table 3-4 summarizes the relationship between validations and execution
types.

Table 3-4. Relationship between validation and execution types

Execution Types Validation Notes

Typically use a variation of the WF - Standard
Execution Results validation (Succeeded or

Failed). A few of the workflow events have specific
Built-in workflow event and validation requirements:

workflow step commands e wf_return

e wf jump
e wf receive

Validation must contain all possible values

PL/SQL function returned by the function.

Validation must contain all possible values for the

Token token.

Validation must contain all possible values for the
SQL query. You can use the same SQL in the
validation (drop-down or auto-complete) minus the
WHERE clause.

SQL statement
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Adding Color to Workflow Steps

To makeit easier to distinguish between steps in aworkflow, or ssmply change
the look and feel of aworkflow in graphical view, you can apply fill color to
one or more steps.

To add fill color to workflow steps:

1.
2.

In the Workflow window for an open step, click the Layout tab.
Do one of the following:

e To select asingle workflow step to fill with color, right-click the step,
and then click Edit on the shortcut menu.

e Tosdect multiple stepsto fill with the same color, pressctri, click al
of the steps to which you want to add color, and then click Edit on the
shortcut menu.

In the Workflow Step window, click the Display Settings tab.

Use the color selection features on the Swatches tab, the HSB tab, or the
RGB tab to specify afill color for the step.

Click oK.
Click anywhere on the Layout tab.
The selected steps fill with the color you specified.

Specitying Font Size for Workflow Layout Images

Configuring Workflows

To specify afont size for displaying larger or smaller characters in workflow
layout images, you can set value for the FONT SIZE OF GRAPHIC WORKFLOW
server configuration parameter. The default valueis o.
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Configuring Segregation of Duties for Worktlow Steps

In some casesit may be important to ensure that multiple process approvals are
made by distinct users. Y ou can use the Segregation of Duties tab to configure
additional restrictions on who can approve a given step, based on who has
already approved previous steps.

To set segregation of duties for aworkflow step:
1. From the Workflow Workbench, open a workflow.
The Workflow window opens.
2. Right-click aworkflow step, and then click Edit on the shortcut menu.
The Workflow Step window opens.
3. Click the Segregation of Duties tab.
4. Click New.

The SOD - Source Step window opens.

Workflow Step PY |
F'ropemes} Security Segregation ﬂfDUiiESl Nolmcatmns} Tlmeout] ] Results] Display Settings. ]
Source Step Seq Source Step Name Source Step Type

- 5
SOD - Source Step @

Define source for segregation:

@ Workflow Step: | Manage Issue A

() Workflow Instance Creation

[ ok ][ ada ][ cancel

Ready

Lok ][ Aol Cancel

Ready
\
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5. To define a segregation source for the current workflow step, do one of the
following:

e To segregate this step from another workflow step, leave the Workflow
Step option selected, and then select the other step from the list.

Alternatively:

e To prevent the user who created the request from acting on this step,
select the Workflow Instance Creation option.

6. To add the segregation source to the Segregation of Duties tab, click OK.

p 5
Workflow Step ﬁ
Properties | Security Segregation of Duties | Notifcations | Timeout| | Results | Display Settings... |

|
Source Step Seq Source Step Name Source Step Type
- |Warkflow Instance Creation |-
5 |Mitigate Escalation |Decision

Edit Delete

[ ok |[ appy || cance

‘Ready

7. In the Workflow Step window, click OK.
Changes are saved to the workflow.

) All users who can act on a segregated step are prevented from acting on the
current workflow step.

Configuring Workflows 109



Integrating Request Types and Workflows

This section details the ways in which workflows and request types can
integrate to work together.

Integrating Workflows and Request Types through Workflow Step Properties

Y ou can direct several aspects of request behavior through setting the
following workflow step properties:

e Request status. Use thisto specify the status to set on the parent request
when arequest reaches this workflow step.

e Current % Complete. Usethisto set the value to display for the parent
request’ s percent complete when a request reaches this workflow step.

e Parent Assigned To User. Usethisto specify the user to which the parent
request isto be assigned when a request reaches this step.

e Parent Assigned To Group. Use thisto specify the security group to
which the parent request should be assigned when the request reaches this

step.

Specifying the request status (linking request status values to workflow steps)
is the most important means of integrating request types and workflows. Asa
request progresses through the workflow, it takes on the status assigned at each
workflow step.

Instructions for linking request status values to workflow steps are provided
here. For instructions on how to configure other workflow step properties, see
Configuring Properties of a Workflow Step on page 64.

To assign request status values to workflow steps:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open aworkflow.

The Workflow window opens to the Workflow Layout tab.
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3. Right-click aworkflow step, and then click Edit on the shortcut menu.

The Workflow Step window opens to the Properties tab.

Workflow Step [ = |
PropertieSI security| Segregation of Duties | Notifications | Timeout| | Resuts | Display Settings_ |

Step Mumber: |2
Step Name: |Manage Issue
Action Summary: Manage Issue
Description:
Source Type: Decision
Source Name: | CRT - Close/Escalate
Enabled: (@) Yes No
Digplay: 'Always =
Workflow Parameter: | NONE

Avg Lead Time:

Request Status: [Open E

Current % Complete:

Parent Assigned To User:
Parent Assigned To Group:

Workflow Step Information

Authentication Required | None

-

I oK I Apply [ Cancel ]

|Ready
\

4. Usethe Request Status auto-complete to select the request status.
5. Repeat as necessary with all required workflow steps.

6. On the Layout tab, click OK.

Astherequest progresses through this workflow, it acquiresthe status assigned
at each workflow step. Not all workflow steps require that a request status be
assigned. A reguest type retains the last-encountered status.
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Integrating Request Type Commands and Workflows

Request type commands define the execution layer within request
management. While most of the resolution process for arequest isanalytically
based, cases may arise for specific request types where system changes are
required. In these cases, you can use request type commands to make these
changes automatically.

Request type commands are tightly integrated with the workflow engine. The
commands included in arequest type are triggered at execution workflow

steps.

It isimportant to note the following restrictions regarding command and
workflow interactions:

e To execute request type commands at a particular workflow step, the
workflow step must be configured as follows:

o Workflow step must be an execution type

o Workflow Scope = Requests

o Execution Type = Built-in Workflow Event

o Workflow Command = execute_request_commands

e When the request reaches the workflow step (with Workflow Command =
execute_request_commands), all commands whose conditions are satisfied
are run in the order they are specified in the request type's Command field
(on the request type's Commands tab).

Y ou can configure the request type to run only certain commands at a given
step. To do this, specify command conditions. For information about command
conditions, see Command Conditions on page 229.
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Integrating Request and Package Worktlows

Reguests (HP Demand Management) and package workflows can be
configured to work together, communicating at key pointsin the request and
package processes. A request workflow step can jump to a presel ected package
workflow step. The package workflow step can receive the request workflow
step, and then act on it to proceed the next step in the process.

Y ou can also integrate packages and requests at alevel that does not rely on the
workflow configuration by attaching them to each entity as references. You
can then set dependencies on these references to control the behavior of the
request or package. For example, you might specify arequest as a predecessor
to a package, so that the package cannot continue until the request closes.

Two built-in workflow events facilitate this cross-product workflow
integration. These workflow steps are jump workflow steps (wf_jump) and
receive workflow steps (wf_receive). These steps are used at the points of
interaction between workflows. Workflows can communicate through these
jump and receive workflow step pairs.

Thefollowing exampleillustrates how this cross-product workflow integration
can be useful.

1. A request spawns a package for migrating new code to the production
environment.

2. The newly-spawned package must go through an Approval step.

3. After the Approval step succeeds, the process jumps back to, and is
received by, the request. The request then undergoes more testing and
changes in the QA Environment.

4. After successfully completing the QA Test step, the process jumps from
the request and is received by the package.
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5. Because the QA Test step was successful, the process can now migrate the
code changes to the production environment.

Figure 3-13 illustrates this process.
Figure 3-13. Jump and receive workflow step pairs
Reguest Workflow
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Package Workflow

The jump and receive workflow step pair must be carefully coordinated. Each
jump workflow step must have an associated receive workflow step, linked
together by a common jump and receive workflow step label defined in the
Workflow Step window. The transition values used to enter and exit the jump
and receive workflow steps must also be coordinated.

To establish communication between request and package workflows:

1. Set up the WF - Jump/Receive Step Labels validation for usein the
Workflow Step window.

Thisvalidation is used to join ajump and receive workflow step pair. The
selected WF - Jump/Receive Step Labels must match in the paired jump and
receive Workflow Step windows. See Step 1. Setting Up WF - Jump/
Receive Step Label Validations on page 115.

2. Usethewf_jump Built-in Workflow Event to create a jump workflow step.
See Sep 2. Generating Jump Sep Sources on page 117.

3. Usethewf receive Built in Workflow Event to create areceive workflow
step.

See Sep 3. Generating Recelve Step Sources on page 119.
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4. Verify that both the jump and receive workflow steps specify the same
entry in the WF - Jump/Receive Step Labels field and that the entry matches
the transition value between the two steps.

See Step 4. Including Jump and Receive Wor kflow Steps in Wor kflows
on page 121.

Step 1. Setting Up WF - Jump/Receive Step Label Validations

To set up the WF - Jump/Receive Step Labels validation:
1. Onthe PPM Workbench shortcut bar, click Configuration > Validations.
The Validation Workbench opens.

2. Click List, and then open the WF - Jump/Receive Step Labels validation.

Vahdal\un.WF—Jump!Recewe Step Labels E‘E@
Mame: WF - Jump/Receive Step Labels Reference Code: |_WF_JUMP_RECEIVE_STEP_LABELS
Desaription: WF - Jump/Receive Step Labels
Enabled: Use in Workflow? [7]

Component Type: | Drop Down List

Validated By: | List

lilidation Values:

Seq Code Meaning Description Enabled Default
1|0A_DEV |(1A Fix in Development Y N
2|QA_PROD |0.A Fix in Production Y N
3|DEV2QAENYV Migrate to QA Y N
4|DEV2TESTRET2REQ  [Finish Migration to QA Y N
5|DEV2PROD |Iuhgrate to Production Y N
B|DEVZPRODRET2ZREQ |Fm|5h Migration to production Y N

New Edit Delete f&

Ready (Read-Only, Seed Data)
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3.

8.

To define anew validation value to use to link two workflows, in the
Validation window, click New.

The Add Validation Value window opens.

p 5
Add Validation Value =
Value Information l User Data
Code: |
Meaning:
Desc:
Enable? Default: [7]
[ 0K ] Add [ Cancel ]
\Ready
8

Type the validation code, its meaning, and optionally, a description.
Click oK.
In the Validation window, click Ownership.

In the ownership window, specify the security groups whose members can
edit this validation.

Click oK.

The new validation valueis now included in the Jump/Receive Step Label field
in the Workflow Step window.

For more information about how to configure validations, see the Commands,
Tokens, and Validations Guide and Reference.
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Step 2. Generating Jump Step Sources

To create ajump step using the wf_jump built-in workflow event:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open aworkflow.
The Workflow and Workflow Step Sources windows open.

3. Inthe Workflow Step Sources window, select the Executions folder, and
then click New.

The Execution window opens.

Execution @
| ownersnip | useamy|
Name Workllow Scope |ALL -
Reference Code
Description
Execution Type | Built-in Workflow Event > | Workflow Event |wf_close_success -
Validation |WF - Standard Execution Results Timeout |Bays -
Processing Type |Manual - Enabled: @ Yes © No
Execution
Tokens
[Ready

4. Inthe Name field, type a name for the jJump step.

5. From the Workflow Scope list, select Requests.

) Package-level subworkflows and Release Distribution workflows cannot include
jump and receive steps.
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10.
11.

12.

In the Execution Type list, leave Built-in Workflow Event selected.
From the Workflow Event list, select wf_jump.

Use the validation auto-complete to select a validation to use to transition
out of this workflow step.

The validation values that exit the jump workflow step must match the possible
validation values used to enter the jump workflow step.

Provide al required information and any optional information you want to
include.

Click the Ownership tab.

Specify the security groups whose members can edit this execution
workflow step.

Click oK.

TheExecutions folder in the Workflow Step Sources window now includes
the new jump workflow step.

This workflow step can now be used in any new or existing workflow within
the defined workflow step scope. Keep in mind that every jump step must have
apaired receive step in another workflow.
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Step 3. Generating Receive Step Sources

To create areceive step using the wf_receive built-in workflow event:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open aworkflow.
The Workflow and Workflow Step Sources windows open.

3. Inthe Workflow Step Sources window, select the Executions folder, and
then click New.

The Execution window opens.

Execution @
| ownership | useamy|
Name Workllow Scope |ALL -
Reference Code
Description
Execution Type | Built-in Workflow Event > | Workflow Event |wf_close_success -
Validation |WF - Standard Execution Results Timeout |Bays -
Processing Type |Manual - Enabled: @ Yes © No
Execution
Tokens
[Ready

4. In the Name field, type a name for the new execution step.

5. From the Workflow Scope list, select either Packages Or Requests,
depending on how you plan to apply the workflow.
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10.

11.
12.

13.

PPM Center automatically populates the Reference Code box based on the
value you entered in the Name box. Y ou can accepts the default, or replace
it with adifferent reference code to be used to reference this receive step.

In the Execution Type list, leave Built-in Workflow Event Selected.
From the Workflow Event list, select wf_receive.

Use the validation auto-complete to select a validation to use to transition
out of thisworkflow step.

The validation values that exit the receive workflow step must match the possible
validation values used to enter and exit the jump workflow step.

Provide al required information and any optional information you want
included.

Click the Ownership tab.

Select the security groups whose members can edit this execution
workflow step.

Click oK.

TheExecutions folder in the Workflow Step Sources window now includes
the new receive workflow step.

Thisworkflow step can be used in any new or existing workflow within the
defined workflow scope. Keep in mind that every receive step must correspond
to ajump step in another workflow.
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Step 4. Including Jump and Receive Workflow Steps in Workflows

After you create the jump workflow and receive workflow steps (Step 2.
Generating Jump Step Sources and Step 3. Generating Recelve Step Sources),
you can now include them in aworkflow. The Jump/Receive Step Label fieldis
the key communication link between separate workflows. The communicating
jump and receive workflow steps must have a matching Jump/Receive Step
Label field entry. The Jump/Receive Step Label field entry must be unique for
any given jump and receive workflow step pair.

To include ajump and areceive workflow step pair in aworkflow:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
The Workflow Workbench opens.
2. Open aworkflow.
The Workflow and Workflow Step Sources windows open.
3. Inthe Workflow Step Sources window:
a. Expand the Executions folder.

b. Drag your jump workflow step to the Layout tab in the Workflow
window.

The Workflow Step window opens.
c. From the Jump/Receive Step Label list, select an item.

For example, Migrate to Production. Thisitem must be the same for a
paired jump and receive workflow step. The Jump/Receive Step Label
field isthe key communication link between separate workflows. The
communicating jump and receive workflow steps must have a
matching Jump/Receive Step Label field. The Jump/Receive Step
Label field must be unique for any jump and receive pair.

d. Provide any additional workflow step information you want included,
and then click OK.
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4. Inthe Workflow Step Sources window:
a. Expand the Executions folder.

b. Drag your receive workflow step to the Layout tab in the workflow
window.

The Workflow Step window opens.
¢. IntheJump/Receive Step Label field, select an item.

For example, Migrate to Production. Thisitem must be the same for a
paired jump and receive workflow step. The Jump/Receive Step Label
field isthe key communication link between separate workflows. The
communicating jump and receive workflow steps must have matching
jump/receive step labels. The Jump/Receive Step Label field value must
be unique for any jump and receive pair.

d. Provide any additional workflow step information you want included,
and then click OK.

5. Add atransition between the jump workflow step and the receive workflow
step.

The transition must be set to the Jump/Receive Step Label field value you
selected (for example Migrate to Production).

6. To save and close the workflow, click Save.
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4 PPM Center Mobility Access

Overview of PPM Center Mobility Access

HP Project and Portfolio Management Center Mobility Access (Mobility
Access) isan HP smart add-on that enables PPM Center users to process
approval workflow steps from desktop email or any PDA device. Resources
who are working outside of an office or without VPN access can act on
approva workflow steps without first logging on to PPM Center.

Mobility Access Service natifications are available only for workflow decision steps

) with lookup validations of both the HP Demand Management and HP Deployment
Management modules. Mobility Access can also be used with project request
workflows.

Users receive email alertsto inform them that a workflow approval step is
pending and requires their action. The user can act on the workflow step using
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the buttons available in the email. The user can also create a note to append to
the PPM Center entity (request or package) being processed.

‘ Action Request Email|

‘ | Responsze Email

It

Email Server

ITG App Server

Fesdback Email

[
¥

Step Approved
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Figure 4-1 shows a Mobility Access email alert displayed in a PPM Center
user's PDA device.

Figure 4-1. Mobility Access alert about an approval workflow step pending for
a PPM Center request

v/ .
s

s  Andy Stein o 421:28 ok
Request # 31781 is waiting For your
decision. Please make your decision by
clicking on one of the actions below. In
addition, if you would like to add notes
please do so between the Note markers in
the Reply message.

Alternatively, you can write your decision
in the First line of your reply, and add any
notes in the second line.

v

Cancel

HP Project and Portfolio Management

Noifie.d andy.stein@advantage.net

The Mobility Access background service running on the PPM Server
periodically connects to the email account (at the frequency you configure for
the service) and reads user response emails. The service verifies that the email
response is from the email address to which the notification was sent, and that
the email addressisfor avalid PPM Center user.

Finally, the Mobility Access service parses the response email and applies the
selected action to the workflow step (if the user is authorized to act on the
step). You can also configure the system to send feedback email to notify the
user of the success or failure of the selected action.
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Mobility Access Best Practices

HP recommends the following best practicesin for Mobility Access use:

e UseMobility Access Service for only asmall subset of important
workflow decision steps (for example, steps that require executive
approval by email only). For typical day-to-day workflow actions, use the
PPM Center standard interface.

e Overall performance of the Mobility Access Service depends on the
performance of the email server and the network bandwidth between the
email server and the PPM Server. For best performance, place the PPM
Server and email server on the same local area network (LAN). The
Mobility Access service can process about 1,000 emails per hour in a
medium-scal e deployment that is set up according to HP recommendations
based on test conditions.

e Beforeyou deploy Mobility Accessin a production environment, deploy it
in a staging environment so that you can assess system setup and
configuration.

e Install Multilingual User Interface (MLU) in PPM Center if you plan to use
Mobility Access service in non-English-speaking regions. As aresult,
MLU can format regional sensitive data such as date, currency, and
number.
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Mobility Access Limitations

The Mobility Access add-on is subject to the following limitations:

e Mobility Access does not support delegation of approvals. If auser
delegates the approval of a step to a different user and forwards the
notification received from the system to the delegate, the delegated user
cannot act on the workflow step on behalf of the original recipient.

e Mobility Access Service notifications are available only for workflow
decision steps with lookup validations of both the HP Demand
Management and HP Deployment Management modules. Mobility Access
can also be used with project request workflows.

e Email addresses sharing between PPM Center usersis not supported. Users
selected to receive email approval notifications must not share their PPM
Center email address with another PPM Center user.

Mobility Access in a Multilingual User Interface Context

If you plan to use Mobility Accessin a PPM Center system that supports
multiple languages, consider the following:

e Touse Mobility Access with languages other than English, you must
provide trand ated content. For information about the translation tools that
PPM Center provides and instructions on how to use them, see the
Multilingual User Interface Guide.

e The notification locale must match the Windows regional settings on the
recipient’s system. If the notification locale is different than the user’s
locale, the notification message display is corrupted, and the recipient
cannot respond to the notification.

Y ou can configure the user’ s locale using the regional and language
options settings on Control Panel. For example, for a Windows Server
2003-based computer, on Control Panel, select Regional and Language
Options. In the Regional and Language Options window, click the
Advanced tab, and then, in the Language for non-Unicode programs
section, select alanguage from the list.
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Mobility Access Deployment

128

To deploy the Mobility Access feature on your PPM Center instance, you need
to download and install the software, and then enable and schedule the
Mobility Access servicein PPM Center. This section provides instructions on
how to perform both of these tasks.

Before you deploy the Mobility Access, you must purchase a Mobility Access site
license key for your PPM Center instance. Because this is a site license rather than a

) user license, you are not required to assign the license to PPM Center users. Simply
make sure that the license key is in the 1icense. conf file in the <PPM Homes/
conft directory.

Installing the Mobility Access

Toinstall the Mobility Access:

1.
2.

Stop the PPM Server.

Make sure that your 1icense. conf file contains your Mobility Access
license key.

License key example: com.kintana.core.server .MOBILITY ACCESS
LICENSE KEY=a54x051fmn67e64325839055039e395c8

Download the ppm-801-mobility-access.jar filefrom the HP Software
Support Web site.

The ppm-801-mobility-access. jar file is available on the HP Software
Support site only if you have a Mobility Access license key.

Navigate to the < ppM_Home>/bin directory, and then run the following
command.

./kDeploy.sh -mobility-access

After the kpeploy. sh script run finishes, a message is displayed to advise
you that the installation was successful.

Start the PPM Server.
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Mobility Access Configuration

Mobility Access configuration involves the following tasks:

Enable the Mobility Access Service
Configure an email server
Configure user-defined markers

Configure Mobility Access Service logging

The following sections provide instructions on how to perform each of these
tasks.

Enabling and Scheduling the Mobility Access Service

To enable and schedule the Mobility Access service:

1. Log onto PPM Center.

2. Onthe Open menu, click Administration > Schedule Services.

The Schedule Services page lists al of the available services, and shows
the typical load each service manages, whether the service is enabled, the
type of expression used to schedule the service, and the current run
schedule.

3. Click thetable row that displaysthe Mobility Access Service.

PPM Center Mobility Access

129



4. From the Status list, select Enabled.

Schedule Services Hote: Changes made to this page will take effect mmediately after they are saved ﬂ M
service Name Typical Load  Status Schedule Type 7] Schedule
Applet Key Cleanup Service Light Enabled Simple Every 8 hours
Commands Cleanup Service Light Enabled Simple Every 270 minutes.
Concurrent Request Watch Dog Light Enabled Simple Every 30 seconds.
Cost Rate Rule Update Service Heavy Enabled Simple Every hour
Cost Rollup Service Heavy Enabled Simple Every hour
Debug Messages Cleanup Service Light Enabled Simple Every 6 hours
Directory Cleanup Service Light Enabled Simple Every 24 hours
Evaluate TM Approvers Service Heavy Enabled Simple Every hour
Exception Rule Service Heavy Enabled Simple Every hour
Field Security Pending Denormalization Service Light Enabled Cron 00212*7L
Financial Metrics Update Service Light Enabled Simple Every 24 hours
Financial Summary Rollup Service Heavy Enabled Simple Every 3 hours
FX Rate Update Service Light Enabled Simple Every 2 hours
Interface Tables Cleanup Service Light Enabled Simple Every 195 minutes.
Logon Attempts Cleanup Service Light Enabled Simple Every S hours.
Mobilty Access Service Light Enabled ~ Simple v Every 30 seconds ~ [nda|| Restore Default
Notification Cleanup Service Light Enabled Simple Every 24 hours.
Motification Service Light Enabled Simple Every 20 seconds

5. To select the type of expression to use to schedule the service, from the
Schedule Type list, select either Simple or Cron. (The default isSimple, and
is set to 30 seconds.)

If you use a cron expression to schedule a service, keep in mind that cron

0 expressions take into account the TIME ZONE parameter setting for the PPM
Server on which the service runs. In a server cluster environment, servers can be
running on machines located in different time zones.

6. Inthe Schedule column, do one of the following:

e To schedulethe service using asimple expression, type anumber in the
first field and, from the list on the right, select the time unit (seconds,
minutes, Of hours.)

e To schedule the service using a cron expression, type the expression in
the text field. For detailed help on how to compose a cron expression,
under the Schedule Type column heading, select the Help icon (7]).

) If you use a cron expression to schedule the service, keep in mind that the
value you type in the Schedule field cannot exceed 40 characters.
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7. Click save.

Y our changestake effect immediately after you save them. Thereis no need to
restart the PPM Server. Y ou can now configure decision workflow step
notifications for mobile access, and PPM Center users who receive such
notifications can now access decision step approval functionality from their
PDAs and email inboxes.

Mobility Access Server-Side Configuration Settings

Installation addsthe mobility access.xml filetothe <ppv Homes/conf
directory. Themobility access.xml file storesthe server-side configuration
parameter settings for the Mobility Access Service.

Configuring the Email Server

After you enable the Mobility Access Service, you must configure an email
account used to fetch and process the emails. This email account must meet the
following requirements:

e The account must not be shared with any other process or used for any
other purpose.

e Theaccount must not be configured as the email address for aPPM Center
user.

e The account must be configured to receive notification response email
messages no larger than 1 MB.

) Any email sent to the configured account that is not a notification response email for
the Mobility Access Service is considered SPAM and is deleted.
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Themobility access.xml file contents are asfollows:

<email service configs>
<email serverss>
<inbound email servers
<hostname>imap.mail.hp.com</hostname>
<enabled>true</enabled>
<protocols>imap</protocol>
<email address>ppm750 email service@hp.com</email
address>
<email account>ppm750 email service </email account>
<password><! [CDATA [#!#3E71i: C/Vp}thN4l) L~YLhFk-
:w5tzJdpRlua~q ekTD"ChnJ<>4UNxc51x7ip~6x~4"qZlx"3
18EAhzJtZ (b90/RE&+{A, 68156 ApDECFOPVvIKg{REX &~ep
VtLPC (:nkk=:<A85x91v (A* (mk3{$kJcbrjlkek)L{ | 8$)<KPLxI@
2R13%sLlp) i7#!#]]></passwords>
<default folder>INBOX</default folders>
<mail archive folder>PPM PROCESSED MAILS</mail archive
folder>
<archive messages>Y</archive messages>
<send success_feedback>N</send success_ feedback>
<send failure feedback>Y</send failure feedbackx>
<send _not applicable feedback>N</send not applicable
feedbacks>
<days_to_retain messages>2</days to retain messages>
<action processor><value>com.kintana.sops.emailprocessor
.server.WorkflowActionProcessor</value></action processors>
<notes_logging>ONLY EMAIL MESSAGE</notes_ loggings>
<package lines bulk approval>Y</package lines bulk approvals>
</inbound email servers
</email serverss
<email service configs>

To configure the email server:

1. Navigate to the <ppM_Homes/conf directory and open themobility
access.xml filein atext editor.

2. Provide the information described in the following table, which lists
descriptions of the Mobility Access Configuration parametersin the
mobility access.xml file, aong with their valid values and default
values.

) You must provide values for the parameter names that are marked with an asterisk in
the table.

132 Chapter 4



Parameter

Name Default Description
*Required
Hostname of email server.
Example:
*hostname imap.mail.hp.com
You can also specify an IP address for this
parameter.
If set to true, indicates that this email server is
. enabled for processing emails. Emails are fetched
enabled true . :
and processed only from the servers for which this
parameter is set to true.
Mail protocol of the email server. Only IMAP and
POP3 protocols are supported. Valid values are as
follows:
*protocol imap * imap
e pop3
e imaps
® pop3s
Email address from which to fetch and process the
emails.
*email_ Example: ppm800_email_service@hp.com
address Note: Make sure that no PPM Center users
account specifies this address as the user email
address.
Email account from which to fetch and process the
emails.The value you specify depends on your
server and could be just the account name (with
*email_ domain name) or the email address.
account

Examples:

ppm800_email service
AMERICAS\ppm800 email service ppm800
email service@hp.com

PPM Center Mobility Access
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Parameter
Name
*Required

Default

Description

*password

Both plain text password and passwords encrypted
using kEncrypt . sh are supported. Passwords
must be enclosed between <! [CDATA[ and
11> xml tags to escape special characters.

Note: All encrypted passwords must be enclosed
between # ! #.

Plain text password example:

<password><! [CDATA [Welcomel23]] >
</password>

Encrypted password example:

<password><! [CDATA [#!#3E7i:C/
Vp}1lhSN41) L~YLhFk-:w5tzJpRlua~q
~ekTD”"ChnJ<>4UNxc51x7ip 6x~4 " gZ1x"3
18EAhzJtZ (b90/RE&+{A,
68156ApECFgQpvIKg{REx &~ep

VELPC (:nkk=:<A85x91v (A* (mk3
{$kJcbrjlkek)L{"|8%) <KPLxI@
2R13%sLlp) i7#!#]]></passwords>

mail_archive_
folder

Determines the name of the folder in which
incoming mails are to be stored after processing.
(Applies only to email servers that support IMAP
protocols.)

Example: PPM_PROCESSED MAILS

Note: If a folder does not exist, the Mobility Access
Service creates the folder.

*archive_
messages

Applies to email servers using the IMAP protocol. If
setto Y, all the incoming emails and outgoing
feedback emails are logged into the PPM_EMAIL_
PROCESSED_MSGS table.

If the email server supports the IMAP protocol, and
ifthemail archive folder parameter is setto
a valid value, then all the incoming emails are
moved to the archive folder after processing.
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Parameter

Name Default Description
*Required
Applies to email servers using the IMAP protocol.
*days_to_ Number of days from the mail received date that
retain_ 180 email messages are to remain in the PPM_
messages EMAIL_PROCESSED_MSGS table and mail_
archive_folder.
Intended for possible future use, this parameter is
) set to the following value and must NEVER be
*action_ chan .
ged:
processor

com.kintana.wf.mobilityaccess.
server.WorkflowActionProcessor

Action Processor Configurations

Determines what gets saved in the notes for
requests and packages. The value can be one of

ONLY the following:
notes_logging | EMAIL_ e ONLY_EMAIL _MESSAGE

MESSAGE Only the email message is saved in the notes.

e HEADERS_AND_EMAIL_MESSAGE Email
message and headers are saved in the notes.
*send Determines whether a feedback message is to be
success_ N sent to the user if the selected workflow action was
feedback completed successfully.
*send_failure_ v Determines whether a feedback message is to be
feedback sent to the user the selected workflow action failed.
*send_not_ Determines whether a feedback message is to be
applicable_ N sent to the user if the selected workflow action was
feedback not applicable.
mobility_ . Controls whether to hide or display the initial text in
access_hide_ . . o .
S false an Mobility Access email notification. Setting the
initial ) L
- parameter to true hides the initial text.

message

3. Save, and then closethe mobility access.xml file.

PPM Center Mobility Access
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Configuring User-Defined Markers

Any markersthat PPM Center users define in email responses are added to the
naﬂednwbility_access.propertiesreglﬂcef”e,mﬂﬂChiS|OC&Edinthe
<PPM_Home>/conf/custom resources/mobility access directory. You
can edit thisfile to customize these markers.

If your PPM Center instance supports multiple languages, note that, while HP supplies
translations for the message content markers it delivers. If you change these marker
definitions, then you must create and maintain the translations for them.

Themobility access.properties file containsthe following code:

#A customer-updatable resource file for Mobility Access markers
FHAHHAHAHHAHHAH S H A H SRS H S A R R R
### Non-Translatable Resources ###
HHAHHAEHHH HAEHH AR HEH A RS H S R R R
subjectResponseBeginSuffix=:
subjectResponseEnd=;

notesMarkerPrefix=<

notesMarkerSuffix=>
controlDataResponseBeginSuffix=:
controlDataResponseEnd=~~~
FHAHHAHAHHAHHAH A H SRS A R R
### Translatable Resources ###

HHASHAH A HAEHHAH A HEH RS R R R R
subjectResponseBegin=User Action
userNotesResponseBegin=Notes Begin
userNotesResponseEnd=Notes End
controlDataResponseBegin=PPM Reference

Adding Mobility Access to Decision Step Notifications

After you deploy Mobility Access, you can configure the decision stepsin your
workflows to be acted upon by assigned recipients from their email inboxes
and PDAs.

If you create a validation for a workflow step source, keep in mind that the Mobility

Access feature does not support the use of single quote () characters in validation

names.

To configure a notification with mobile access on a decision workflow step:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.

2. Open aworkflow.
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3. Onthe Layout tab in the Workflow window, double-click a decision step.
4. Inthe Workflow Step window, click the Notifications tab.
5. Click New.

The Add Notification for step window opens to the Setup tab.

Workflow Step | RS |
Properties' Security' Segregation of Duties Motifications | Timeout' | Results' Display Seﬂings...'
Event Description Interval Enabled

f ™Y
Add Motification for step: Mitigate Escalation u
Setup | Message'
rOptions
Description: |
Event: | ALL =
Interval: |8:00 AM Daily M-F .
Send reminder? Yes @ No Reminder Days:
Enabled: @ Yes () No [7] Dont send if obsolete
( [7] Enable Decision By Email)
r Recipients
Recipient Type Distribution Type Recipient
Mew Edit Delete Copy Security
Rea i
|Ready

6. Select the Enable Decision by Email checkbox.

7. Fromthe Event list, select Eligible.

@ HP recommends that you not specify All, Specific Result, or Specific Error as
the triggering event.

) Selecting the Enable Decision by Email checkbox defaults the Interval list value
to Immediate, which is the only interval that Mobility Access supports.
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8. Inthe Recipients section, do one of the following:

e Click New, and then use the Add New Recipient window to select the
notification recipients (users, security groups, or tokens).

e To specify the users or groups listed on the Security tab for the step as
notification recipients, click Copy Security.

Y ou can only specify PPM Center users who have permission to act on the
workflow step as notification recipients.

If you have installed and enabled the Mobility Access add-on, the Enable
Decision by Email checkbox is available. In this case, you can configure
notifications for decision steps to be acted on by PPM Center users from their
email inboxes. For details, see Chapter 4, PPM Center Mobility Access,

on page 123.

9. Click the Message tab and configure the body of the notification (for
details, see Configuring Message Content on page 82).

10. Click OK.

Once an entity using the workflow advances to the workflow step for which
you have set up the notification, the specified recipients can act on the step
from their email inboxes or PDAS.

Contiguring Mobility Access Service Logging

The Mobility Access Servicewritestothemobility access log.txt file,
which islocated in the <pPM_Home>/server/<PPM_ServerNames/log
directory. If you encounter problems related to Mobility Access, you can use
thislog file to help you troubleshoot.

Mobility Access Servicelogging isdefined inthe 10gging. conf file, whichis
located in the <pPM_Home>/conf directory. The file specifies that any error
related to Mobility Access Serviceisto belogged inthemobility access
log.txt file.
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To turn on debugging, open the 1ogging. conf file and change only the first
line in the Mobility Access Service Logging configuration to the following:

# Mobility Access logging

log4j.logger.com.kintana.wf.emailprocessor=DEBUG, MOBILITY
ACCESS_LOG

To ensure that only valid actions are taken based on email responses, each email
approval message contains a system-generated key that PPM Center uses to validate
the response. Any user who responds to a PPM email approval message must
include this key in the response.

However, note that HP does not guarantee non-repudiation for email approvals, and
recommends that you check for compliance with internal and other applicable policies
for non-repudiation in approval processes within your enterprise before you enable
this feature in PPM Center.

0 To reduce the risk of accepting approval messages from unauthorized users, make
sure that email messages are encrypted both in transit and at rest. To further reduce
the risk of exposing the system-generated keys in PPM Center email approval
messages, make sure that the user accounts of potential approvers are on an internal
enterprise mail server, and that only these email accounts are associated with the
corresponding PPM Center users. These messages must not be forwarded to
external mail servers, and any mobile devices used by potential approvers must
directly exchange messages with the enterprise mail server using secure channels.
These risk mitigation suggestions still cannot guarantee non-repudiation of approvers.
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5 Contiguring Request Types and Request
Header Types

Overview of Request Types

Requests are the fundamental work unit of HP Demand Management. Users
create requests and submit them along a resolution process defined in the
workflow. The request details page (see Figure 5-1) contains the form used to
capture all of the information required to complete a specific business process.

Each request is derived from an associated request type, which determines the
fields the request includes and much of the request-specific logic. PPM Center
includes predefined request types such as Bug, Project Scope Change, and
Enhancement request types. These serve as examples that you can use as
starting points on which to configure the processes required by your business.
Y ou can aso create and configure your own request types from scratch from
the Request Type Workbench.
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Figure 5-1. Details page for a DEM - Application Enhancement type request
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Request Type Components and Configuration Options

Request types have several categories of configurable components. All of these
can be viewed and configured from the Request Type window (Figure 5-2).

Figure 5-2. Request Type window

Request Type : DEM - Application Enhancement o = |
Reguest Type Name: DEM - Application Enhancement Reference Code: _DEM_APPLICATION_ENHANCEMENT
Creation Action Name: Request an Application Enhancement
Request Header Type: [DEM - Application Enhancement
Category: -
Extension: -
Description: Application Enhancements should be used to request new functionality in IT current applications
Meta Layer View: MREQ._ DEM_APPS_ENHANCEMENT
Max Fields: | 50 - Enabled: @ Yes ) No
Commands 1 Sub-Types 1 Workflows User Access 1 Motifications 1 l Ownership Help Content I Resources
Fields Layout Display Columns Request Status I Status Dependencies Rules
Prompt Token Enab.. Component Type Validation i
- Summary
+- Work ltem Fields
- Enhancement Details
+- Analysis
- Demand Management SLA Field
31~ Demand Management Schedulir
A m r
Ready

The main components of arequest type are as follows:

e General information. General information includes basic request type data
such as the name and request type category. For detailed information on
these component and how to configure them, see Configuring General
Information for Request Types on page 153.

e Fields. Every request type is associated with arequest header type that
defines a set of fields (such as Priority, Submitted By, and Assigned To) for
the request type. Y ou can use the Fields tab to view these default request
header type fields and to create additional fields for the request type. For
detailed information on request type fields and how to configure them, see
Creating and Configuring Request Type Fields on page 155.

e Layout. After you create al of the fields for arequest type, you can use the
Layout tab to configure their display on request details pages. For
information about how to configure the field layout for a request type, see
Configuring Layouts for Request Types on page 168.
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Display Columns. Use thistab to configure the request type columns that
are available for display in portlets. For instructions, see Configuring
Display Columns for Request Types on page 176.

Request Status. A request usually acquires different status values as it
progresses along its workflow. Y ou can set up these status values to drive
field behavior, by linking workflow processesto specific information in the
request. For information about how to work with request statuses, see
Configuring Request Statuses for Request Types on page 178.

Status Dependencies. The different status values that a request acquires as
it progresses toward resolution can be used to control field behavior. For
example, aread-only field can become editable following changes that
affect request status. For more information, see Configuring Request Field
Satus Dependencies on page 183.

Rules. Use thistab to configure request rules that can drive simple or
complex interactions between fields in arequest. For example, you can
configure arule to set up the automatic population of fields based on
dependencies. For more information, see Request Type Rules on page 188.

Commands. Usethistab to control certain behavior of request type fields.
At specific workflow execution stepsin arequest tracking and resolution
process, you can select to run the commands stored in the request type.

These commands can then manipul ate the data inside a request type field.

For example, you can construct acommand to evaluate several parameters,
and then set a default value for the field based on those parameters. This
provides an advantage over the defaulting features on the Field tab, which
can only default based on a single parameter stored in the same request
type. For detailed information on how to set up commands for request
types, see Configuring Commands for Request Types on page 225.
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e Sub-Types. Usethistab to create valid subtypes for the request type. For
example, a defect request type might have hardware, software, and
documentation subtypes. For more information, see Configuring
Sub-Types for Request Types on page 230.

e Workflows. Use this tab to specify which workflows can be used with a
request type. For instructions, see Configuring Request Types to Work with
Wor kflows on page 233.

e User Access. Usethistab to set up rulesthat govern which users can access
requests of thistype. (The set of users who can access arequest is referred
to as request participants.) Y ou can give the participants varying levels of
access rights to requests. For details, see Configuring Participants for
Requests on page 235.

e Notifications. Usethistab to configure emailsto be sent if specific fieldsin
the request type are completed. For details, see Configuring Notifications
for Request Types on page 257.

e User Data. Thistab displaysinformation captured by user data fields,
which are custom fields that you create to capture specific information that
is not captured by standard PPM Center fields. If no user datafields are
defined for the request type, the User Data tab is disabled. For detailed
information on user data and how to create user datafields, see Chapter 10,
Configuring User Data, on page 339.

e Ownership. Usethistab to specify who can edit the request type
configuration. For details, see Configuring Owner ships of Request Types
on page 268.

e Resources. Usethistab to:

o Enabletracking of actualsin HP Time Management.

Actual values, or actuals, represent the amount of time (in hours) that a
) resource has worked on an activity or request, the amount of time that is
estimated to remain, and the percent of work that is completed.

o Enabletracking of resources assigned to requests of this type.
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o If resource tracking is enabled, configure resource security on the
request type. (Determine who can access and modify the resources and
actuals displayed in the Resource section of the request details page in
the PPM Dashboard.)

For details on how to use the Resources tab, see Configuring Resource
Tracking on page 249, Tracking Resources Assigned to Requests

on page 249, and Configuring Request Types for Use with HP Time
Management on page 254.

e Help Content. Usethistab to add help content to fields, sections and request
types. For details, see Configuring Help Contents for Request Types
on page 271.
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Controlling Request Field Behavior

Y ou can control the behavior of request fieldsin PPM Center by setting up
request type rules and status dependencies. Because these two methods of
determining field behavior have functional overlap, they can produce
unexpected results when used together. Therefore, it isimportant to understand
what each does and how they can interact to propagate changes through the
system.

Status Dependencies

Status dependencies can be used for status-based businesslogic. You can
configure status dependencies to change request type field attributes (visible,
editable, or required, cleared, and so on) whenever arequest moves to a new
status.

When a user acts on arequest, the PPM Center system does the following:

e The system looks at the workflow and computes the next status that the
request would have as aresult of the action.

e Based on status dependencies configured for the next status, the system
“looks ahead” to determine whether any fields will be required or need to
be reconfirmed for that status.

e |f status dependencies dictate that a field must be reconfirmed, or that it
will be required for the next status, and currently contains no value, then
the user is directed to an intermediate page, which isreferred to as the
look-ahead page. The look-ahead page displays all required fields that are
empty, and al fieldsthat contain values that must be reconfirmed. The user
must either provide the required values so that the request can transition to
the next status, or cancel the action.

With status dependencies, arequest can transition one way in aworkflow to
make some fields required, but transition a different way and make no fields
required. In some organizations, users must complete specific required fields
to cancel arequest. The “look-ahead” functionality of status dependencies
enables you to avoid this kind of complication.
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For detailed information on how to configure status dependencies, see
Configuring Request Field Satus Dependencies on page 183.

Request Type Rules

Request type rules are used to drive dynamic behavior of request fields directly
from the request detail page, independent of status changes. Thisis often
critical for ensuring the usability of complex request forms, and enablesyou to
add advanced logic into arequest to help guide the user, smplify data entry,
and minimize misunderstandings.

Y ou can use request type rules to define dependencies between fields, and use
these dependenciesto set default valuesin any field, show or hide specific
fields, make other fields required or optional, change the styling of afield, and
other dynamic behavior. Each reguest type can contain as many rules as
necessary.

As an example, consider arequest type designed to handle a project proposal
process. Among the fields it contains are a Projected Cost field and a#
Resources field. The request type also contains aProject Size field, whichisto
be used to qualitatively categorize a proposed project as “small” or “large,”
which the workflow depends on later in the process. Rather than forcing users
to make a subjective judgement on what constitutesa“small” or “large”
project, the Project Size field can be hidden and automatically defaulted with
request typerules. A rule can be defined to set the Project Size to “small” if the
Projected Cost and # Resources fall below specified values, and to “large’
otherwise.

For detailed information on how to configure request type rules, see Request
Type Rules on page 188.
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Opening the Request Type Workbench

To open the Request Type Workbench:
1. Logonto PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Demand Mgmt > Request Types.

The Request Type Workbench opens.

equest Type E=nEO8
E Query: [None ']
3
=] Request Type: | | Created By: I [=H
g Request Header Type: I Extension: [ALL V|
= Prompt: I Status: I
Enabled: [ﬁLL v]

Mew Request Type Save Query Clear List
| | (oo ) G

Feady
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Setting Request Type Defaults

Y ou can select a default request header type and a default workflow for a
request type and the default value for the maximum number of fieldsin a
request type.

To set the default request header type and workflow:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Click the Results tab.
3. Click setup Request Header.

The Request Header Setup Dialog window opens.

Request Header Setup Dialog @

Default Workfow ¢ |Bug Request Type Workflow]

Default Request Header Type : | Default H

Save Cancel

|Ready

4. Provide the information specified in the following table.

Field Name Description

Use this auto-complete to select a default workflow. This
default workflow is used for all new request types, unless
the associated request type has a defaulting rule for the
workflow.

Default Workflow

Use this auto-complete to select a default request header
Default Request | type. This request header type is used for all new request
Header Type types, unless a different request header type is specified in
the individual request type.
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5. Click oK.

The selected workflow and request header type are now defaults.

To change the default number of fields for arequest type:

1. Onthe PPM Workbench shortcut bar, click Configuration > Validation.

The Validation Workbench opens to the Query tab.

2. Click List.

The Results tab lists all validations.

3. Find, and then open the CRT- Max Custom Fields validation.

‘alidation : CRT - Max Custom Fields
Mame: CRT - Max Custom Fields

Enabled:

Component Type: | Drop Down List

Description: | Maximum number of custom fields for 3 Request Type

[o (o e

Reference Code: |_CRT_MAX_CUSTOM_FIELDS

Use in Workflow? [7]

Used By Ownership

Validated By: | List

Validation Values:

Seq Code Meaning Description Enabled Default
1[50 50 u Y
2(100 100 i N
3150 150 i N
4(200 200 Y N
5250 250 i N
6300 300 u N

4 1 3

New D Copy From g

I oK I Save Cancel

Ready (Read-Only, Seed Data)
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4. Click New.
The Add Validation Value window opens.

Add Validation Value B

Value Information l User Data
Code: |
Meaning:
Desc:
Enable? Default: [7]

|Ready

5. Provide the information described in the following table.

Field Name

*Required Description

Type the validation value in this field. Validation values are
*Code expressed in increments of 50. The Code and Meaning
fields must display the same value.

Type the validation value in this field. (The Code and

. .
Meaning Meaning fields must contain the same value.)
Desc You can type a short description of the validation in this field.
Enable? To keep the validation value available to the system, leave
' this checkbox selected (the default).
Default To specify this value as the default validation value, select
this checkbox.
6. Click OK.

The Validation window lists the new validation.

7. Click oK.
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Configuring General Information for Request Types

To configure the general information for a new request type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

2. Click New Request Type.

The Request Type window opens.

3. Complete the information described in the following table, as necessary.

Field Name

Description

Request Type
Name

Type the name of the request type.

Request Header
Type

Use the auto-complete to select a request header type to
use with this request type, or to create a new request
header type, click New.

Creation Action
Name

Optional. You may just leave it empty.

You may also provide a value for it, which is displayed
under the Create Based On Desired Action section as
Most Recently Created on the Create New Request page
instead of the request type name itself.

Category

From this list, select the category that includes the
request type.

You can use the Validation Workbench to create
categories (for example, Sales and Support or General
Administration) based on your business needs. The
categories you create are displayed in the Create New
<Request_Type> window in the standard interface.

[Validation = CRT - Request Type Category]

Extension

For request types created for an HP Deployment
Management extension, select the extension from the
list.
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Field Name Description

Type a clear description of how the request type is to be

Description used.

The reporting meta layer (RML) contains a database
view for each request type, which displays data columns
for each field defined for the respective request type. This
eliminates the need for a report writer to navigate the
generic transactional data model when creating an HP
Demand Management report.

Meta Layer View | A request type must have a corresponding meta layer
view name that is unique to the system, and that has the
format MREQ <Reqguest Type Names. (Use
uppercase text strings and underscore characters only.)

For detailed information about (reporting meta layer)
views for HP Demand Management, see the Reporting
Meta Layer Guide and Reference.

From this list, select the maximum number of fields the
Max Fields request type can have. See Setting Request Type
Defaults on page 150.

To keep this request type available to PPM Center, leave

Enabled Yes selected (the default).

4. Do one of the following:
e To save the changes and close the Request Type window, click OK.

e To save the changes and |leave the window open, click Save.
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Creating and Contiguring Request Type Fields

This section provides an overview of request type fields, and information about
how to create and configure fields for request types.

Overview of Request Type Fields

Each request type field has the following three associated attribute criteria:
e Criteriafor visible fields
e Criteriafor editable fields
e Criteriafor default fields
The following sections provide information about these attributes and
instructions on how to set them for your request type fields.

Criteria for Visible Fields

Y ou can specify that arequest type field be visible to or hidden from users.
Table 5-1 lists the methods you can use to do this.

Table 5-1. Criteria for visible fields

Criteria Description

Use the Attributes tab in the Field window to designate a field
Field attributes as always visible or always hidden. For details, see Creating
Fields for Request Types on page 159.

You can specify field visibility based on request status (linked to
Request status the workflow step). For details, see Configuring Request
Statuses for Request Types on page 178.

You can use the Security tab in the Field window to specify
Field security field visibility for particular users or security groups. For details,
see Creating Fields for Request Types on page 159.
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Figure 5-3 shows how HP Demand Management determinesfield visibility for
aparticular user. In this diagram, the user is assumed to have permission to
view the requests, which requires the correct license, access grants, and
settings on the User Access tab in the Request Type window.

Figure 5-3. Field visibility interactions

(Start)

View, Fdlit
Access

Field Security

Seftings

(Field window, Access

Security fab)

View, Ediit Access

—>

No Field Not Visible

Feld Seffings Status Dependencies
i stting (Request type
(Field window, indow, Status
Attributes tab) D:F:end:r;cies tab)

Hide field: Yes Visible: Yes

Advanced Rules
(Request Type
window, Rules tab)

Field Visible Hide field:
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Criteria for Editable Fields

Y ou can configure request type fields to become read-only or editable based on
request status or users and user groups. Table 5-2 lists the methods you can use
to determine field editability.

Table 5-2. Criteria for editable fields

Criteria

Description

Request status

You can specify that a field is read-only based on request
status. For details, see Configuring Request Statuses for
Request Types on page 178.

Field security

Use the Security tab in the Field window to designate fields
as read-only for specific users or security groups. For details,
see Creating Fields for Request Types on page 159.

Advanced Ul rules

Advanced Ul rules can be used to make a field editable or
read-only, based on dependencies that have been configured.
Even if request status and field-level security dictate that a
user can edit a field, that user will not be able to edit the field if
an advanced rule is triggered based on some other
dependency that makes it view-only. For details, see
Advanced Rules for Request Types on page 198.

Note: You cannot use special commands to trigger rules.
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Criteria for Default Fields

Y ou can configure afield to automatically update the values in other fields.
Table 5-3 lists the configuration methods you can use.

Table 5-3. Criteria for default fields

Criteria

Description

Field defaulting

From the Default tab in the Field window, you can link the value
in a field to the value in other fields defined for the same entity.
For example, a request type field can default to the username of a
specific manager when the value in another field in that request
type equals “Critical.”

For details, see Creating Fields for Request Types on page 159.

Request type
rules

From the Rules tab in the Request Type window, you can
configure a request type to automatically populate one or more
fields based on the values in the dependent fields. For example, if
a field has the value “Bug Report,” then the workflow, contact
name, contact phone, and department can be automatically set
by corresponding request type rules.

For details, see Request Type Rules on page 188.

Request type
commands

You can use commands to control certain aspects of request type
field behavior. You can specify that the commands stored in the
request type be run at specific workflow execution steps in the
resolution process. These commands can then manipulate the
data inside a request type field.

For example, you can construct a command to consider a number
of parameters, and then default a field based on those
parameters. This provides an advantage over the defaulting
features in the Field window, which can only default based on a
single parameter stored in the same request type.

Using commands to control field values using commands can be
useful for:

e Storing a value from an execution (You can also use workflow
parameters to do this.)

e Clearing a field after evaluating multiple parameters.

For more information on how to set up commands to control field
defaulting, see the Commands, Tokens, and Validations Guide
and Reference.
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Creating Fields for Request Types

Y ou use the Field window to create and configure request type fields. From the
Field window, you can specify:

e Whether thefield is hidden displayed
e Whether thefield is editable under specific circumstances
e Default field values
e Dependenciestied to values of other fieldsin the request type
To create arequest type field:
1. Log onto PPM Center.
2. On the open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Demand Mgmt > Request Types.
The Request Type Workbench opens.
4. Open arequest type.
The Request Type window opens to the Fields tab.

Request Type : DEM - Application Enhancement

f=lefEs

Request Type Name:

Creation Action Name:

DEM - Application Enhancement
Request an Application Enhancement

Reference Code: |_DEM_APPLICATION_ENHANCEMENT

I . Request Header Type: |DEM-App\ication Enhancement
_
Extension: |
Description: | Application Enhancements should be used to request new functionality in IT current applications
Meta Layer View: MREQ_ DEM_APPS_ENHANCEMENT
Max Fields: |50 ~ |Enabled: @ Yes 7 Mo
Commands ] Sub-Types ] Workflows User Access I Notifications 1 I Ownership Help Content I Resources
Fields Layout 1 Display Calumns ] Request Status Status Dependendies 1 Rules
Prompt Token Enab. Component Type Validation 0
+ - Summary

- Work Item Fields

+- Enhancement Details

#- Analysis

- Demand Management SLA Field

- Demand Management Schedulin

Cancel

Ready

Configuring Request Types and Request Header Types

159



160

5. Click New.

The Field: New window opens to the Attributes tab.

Field: New &J
Field Prompt: Token:
Description:
Enabled: @ Yes ) No
Component Type: |Mone
Validation & g2
SPEN Mult-Select Enabled: Yes (@ Mo
Attributes l Default} Sturagel SEEurity]
Section Name : 'EnhancementDetaiIs = Display Only: (7 Yes @ MNo
Transaction History: () Yes @ No Notes History: (7 Yes @ MNo
Display on Search and Filter: @) Yes &) No Display: @ Yes (1 No
Search Validation: E
|Ready

6. Inthe top section of the Field window, provide the information described
in the following table.

Field or Option
*Required

Description

*Field Prompt

Type the label for the request type field for display on the
request details page.

Type an uppercase text string to use to identify this field.

*Token The token name must be unique for the specific request
type (for example, ASSIGNED TO USER_ID).
Description (Optional) Type a short description of the field.
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Field or Option

*Required Description

If you do not want the field enabled for this request type,

Enabled click No. Otherwise, leave Yes selected.

Use the auto-complete to specify the validation for this
field. The validation determines what type of component
this field is to be (plain text field, date field, drop-down list,
and so on) and what values are valid for the field. For
more information on validations, see the Commands,
Tokens, and Validations Guide and Reference.

Note: When you specify the validation, make sure that
the token(s) referenced by the validation already exist.

*Validation

If you selected an auto-complete component for the
validation, and you want to allow users to select more
than one value, then click Yes.

Note: Some header fields do not allow the multi-select
option.

Multi-Select
Enabled

7. On the Attributes tab, provide the information described in the following
table.

Attribute Name Description

From this list, select the request detail page section
that is to display the field. This field is only available if
you have created two or more sections to display for
requests of this type.

For instructions on how to create sections, see Adding
Sections to Request Types on page 172

Section Name

To make the field read-only, and uneditable even at

Display Only initial request creation, select Yes.

To turn on transaction auditing for this field, select Yes.
Transaction History | Whenever the value in this field changes in a request,
that change is logged to a transaction history table.

To turn on notes auditing for this field, select Yes.
Notes History Whenever the value in this field changes in a request,
the change is logged in notes for the request.
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Attribute Name

Description

Display on Search

To prevent the field from being displayed on Search

and Filter and Filter pages in the standard interface, select No.
To prevent the Request Type field from being
displayed for requests of this type, select No.
Display pay d yp

Note: If you select No, no matter what you select for
Display Only, the field is hidden.

Search Validation

Use the auto-complete to specify the logic to use to
determine the valid search values in this field.

The total number of fields in a request type cannot exceed 359 if you enabled any
) one of the following attributes in any field:

e Notes History

e Transaction History

8. Click the Default tab.

Field: New =5
Field Prompt: Token:
Description:
Enabled: @ Yes Mo
Component Type: one
Validation 8 pes Hion
New.||Open . <
Multi-Select Enabled: Yes No
Attributes DE{EUltl Smragel Securit\r]
Default Type: | None ~ | Visible Value:
Copy From... Add Cancel
|Ready
\

9. Provide the following information:

a. To specify that thefield isto have no default value, in the Default Type
field, leave None selected. To specify that thefield isto have a constant
as the default value, select Constant.
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Y ou can also configure a default value that is based on the valuein
another field or derived from a parameter. To configure these default
types, you configure arule or acommand to automatically populate the
request type field. For instructions on how to do this, see Request Type
Rules on page 188 and Configuring Commands for Request Types

on page 225.

b. If you selected Constant as the default type, then in the visible Value
field, type the constant value.

10. Click the Storage tab.

On the Storage tab, the field is automatically placed into the next available
position within the database based on the current field attributes. To locate
afield in the database, an administrator can open the Field window for a
specific field in arequest, and use the Storage tab. Thisis useful for
reporting purposes.

If necessary, you can use the Storage tab to specify afield location within
the database when creating a new field. However, the standard practiceis
to allow the interface to automatically position the field for the
administrator.

The Storage tab automatically stores the value for atext field that has a
maximum length of 4000 charactersin column 41 or higher.

Field: New 2y

Field Prompt: Token:

Description:

Enabled: @ Yes Mo

Component Type: | Mone
Validation " ¥

[New | [Open
e Multi-Select Enabled: Yes Mo

Attributes | Default SmraQEISEEurity]
Max Length | 200 -
Batch Number | 1

Parameter Col.: PARAMETER1 hd

Copy From... Add Cancel

|Ready
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11. Provide the following information:

a. From the Max Length list, select avalue to set the maximum number of

charactersfor the field value (either 200 or 4000).

. From the Batch Number list, select the batch number for the field.

Batch number is based on the number of maximum fields. For every 50 fields,
one batch is created. 10 Ten of these the 50 fields in a batch can be contain
more than 200 characters in length characters. Enabled This list is enabled
only when if there are more than 50 fields (creating more than one batch).

. From the parameter Col list, select the internal database column that in

which the field value is to be stored.

These values are stored in the corresponding column in the request details
table for each batch of the given request type. Information can be stored in up
to 50 columns using request type, allowing up to 50 fields per batch. No two
fields in a request type can use the same column number within the same
batch.

12. Click the Security tab.

Field: New e
Field Prompt: Token:
Description:
Enabled: @ Yes Mo
Component Type: | Mone
Validation > b
IM 2= uiti-select Enabled: Yes Mo

Attribubesl Default} Storage SECU”W]

Visible To: 4]l users

Editable By: [all users

Edit
Copy From.. add Cancel

Ready
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The Security tab displays the information described in the following table.

Field Name | Description

Lists all users, security groups, and linked tokens to which

Visible To the field is visible. By default, the field is visible to all users.

Lists all users, security groups, and linked tokens for which
Editable By this field is editable. By default, the field is editable for all
users.

13. To change the default field security settings for the field:
a. Click Edit.

The Edit Field Security window opens.

Edit Field Security: New [

Set default security for this field.
Note: Security may stil be affectad by Status Dependendies, Field Level Dependendes, etc.

This field is: [¥] Visible to all users

/| Editable by all users

Select Users/Security Groups that can This field is visible to these Users/Security Groups:
view this field: Security Type Security Visible Editable
Security Group

Security Group:

Provide Editing Rights

Add: =

Cancel

Ready

b. To control who can view thefield:
i. Clear the Vvisible to all users checkbox.

i. Inthe Select Users/Security Groups that can view this field list,
select Security Group, User, Standard Token, Or User Defined
Token.

ii. Use the auto-complete to select the security group, user(s), or
token.

c¢. Toassign your selection editing rights in addition to viewing rights to
the field, leave the Provide Editing Rights checkbox selected.
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d. To add the selection to thelist of users and security groups who can
view thefield, click the Add arrow.

e. To hidethefield from a selected security group, user, or token now
listed on the right, clear the visible checkbox in the corresponding row.

f. To make the field read-only for a selected security group, user, or
token, clear the Editable checkbox in the corresponding row.

g. Toremove field accessrights entirely, select the user, security group,
or token, and then click Remove.

h. After you finish configuring field security, click OK.

The Security tab is updated with the list of users, security groups, and
tokens with viewing or editing rightsto the field.

If you add field-level security to fields on arequest type that has been used to
create requests, the PPM Center database tables are updated with this new
configuration. Because of the scope of database changes, you must collect
database schema statistics. For information about how to collect database
schema statistics, see the Installation and Administration Guide. For help with
this task, contact your system administrator.

There can only be 500 rows per column, three columns per tab, and a maximum of 20
) tabs for each request type.

When taking advantage of the reporting meta layer functionality, those fields
contained within the first four batches (200 fields) are available for reporting.

Copying Fields for Request Types

To simplify the process of adding fieldsto arequest type, you can copy the
definition of existing fields from other request types.

To copy arequest type field:
1. Logonto PPM Center.
2. On the Open menu, click Administration > Open Workbench.

The PPM Workbench opens.
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3. On the shortcut bar, click Demand Mgmt > Request Types.
The Request Type Workbench opens.

4. Open arequest type.

5. In the Request Type window, click the Fields tab.

6. Click New.
The Field window opens.

7. Click copy From.

The Field Selection window opens.

Field Selection @
Prampt: | Product: [ALL -
Token: Component Type: :ALL v: Validation E
Used By Entity |
. ____________________________________________________________|
Query Resulls
Prompt Token Product Validation Used By Entity Context Name Component Type
Copy Max Rows 200 [ Cancel ] l Clear ] l List ]
Ready

8. Specify the search criteria (such as the token name or field prompt) in the
header fields in the top section of the window.

You can perform more complex queries. For example, you can list all fields that

) reference a certain validation or that are used by a certain entity. Because of the
large number of fields in the system, use one or more query criteria to limit the
number of fields returned.
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9. Click List.
The Query Resultstable lists the search resullts.

10. Select the field to copy, and then click Copy.

) For security purpose, the security settings will not be copied. If necessary, you
can manually set up the security settings for the newly copied field.

11. Inthe Field window, make any necessary modifications, and then click OK.

The Fields tab lists the new field.

Removing Fields from Request Types

To remove afield from arequest type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Fields tab.
4. Select afield, and then click Remove.

) You cannot remove a request header type field.

5. Click oK.

Configuring Layouts for Request Types

The request type layout determines the look and placement of fieldson a
reguest details page. The following sections provide instruction on several
ways to modify request type layout.
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Modifying Field Widths on Request Types

To change the width of afield:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

In the Request Type window, click the Layout tab.

. Open the request type that includes the field you want to modify.

In the Sections section, select a section that contains the field to modify.

In the Selection Section Layout section, select the field.
At the bottom of the tab, from the width list, select a field width.

Fields can haveawidth of 1, 2, or 3. The field width must correspond to the
column location. For example, afield located in Column 2 cannot have a
width set to 3. For fields of the Text Area component type, you can
determine the number of linesthe Text Areawill display. Select the field
and change the value in the Height field.

If the field you select is not of type Text Area, this attribute is blank and
you cannot modify it.

Request Type : DEM - Initiative = |- [
Request Type Name:  DEM - Initiative Reference Code: |_REQUEST_TYPE_DEM_INITIATIVE
Creation Action Name: Request a New Initiative
Request Header Type: [DEM - Initiative
Category: -
New |[Open
Extension: -
Deseription: jects for future quarters. Provided approval from key stakeholders, Initiative requests will be reviewed in the third week of each quarter.
Meta Layer view: |MREQ_ DEM_PROJ_INITIATIVE
Max Fields: | 100 = Enabled: @ Yes No
Commands | subTypes | workfows |  UserAccess | hotificatons | | ownership Hep Content |  Resources
Fields Layout Display Columns Request Status Status Dependencies Rules
Sections: Selectsd Section Layout:
Header
Column 2 Column 3
Project Type -
Initiative Details
Contact Information
Evaluation Target Implementation Date
Detailed Analysis
Demand Management SLA Fields Budget Estimate (5): Project Status:
Demand Management Scheduling F| -
fNen] Rename] femove] () B width |2+ | Height fove To —>] | Summary ~ | Previen
oK Save Cancel
Ready
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7.

Click ok.

Moving Fields On Request Types

>»

To move afield or aset of fields:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

Open arequest type.

In the Request Type window, click the Layout tab.

In the Sections section, select a section that contains the fieldsto rearrange.

In the Selection Section Layout section, select afield or fields to move.

Request Type : DEM - Initiative o |-G [
Request Type Name: | DEM - Initiative Reference Code: _REQUEST_TYPE_DEN_INITIATIVE
Creation Action Mame: |Request a New Initiative
Request Header Type: |DEM - Initiative
Category: -
New | (Open
Extension: -
Description: |jects for future quarters. Provided approval from key stakeholders, Initiative requests will be reviewed in the third week of each quarter.
Meta Layer View: |MREQ_ DEM_PROJ_INITIATIVE
Max Fields: | 100 v Enabled: @) Yes No
Commends | SubTypes | Workfows |  UserAceess | Notfications | | ownership Hep Content |  Resources
Fields Layaut Display Columns Reguest Status Status Dependencies Rules
Sections: Selected Section Layout:
Header
E Summary Column 1 Column 2 Column 3
Details _ -
\nitiative Details Business Reason: 43
Contact Information
Liaison Add. Details: (X33
Detailed Analysis
Demand Management SLA Fields TE“ Hr AUDEI"S PDD
[ Demand ManagememScnedulmﬁF [Technical Reasons: [prr ] o
fien] Rename| Remove] &€ width 2 | Height [4 JMove To —=| | Summary ~ Preview
oK. Save Cancel
Ready

6. Usethe arrow buttons at the bottom of the tab (or the corresponding
keyboard arrows) to change the position of the fields.

You cannot move a request header type field.
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If the field layout for a request type contains multiple sections, you can
move fields from one section to another. To move afield to a different
section:

a. Inthe Sections section, select a section that contains afield that you
want to move to adifferent section.

b. Inthe Selection Section Layout section, select the field to move.
c¢. From thelist to the right of Move To, select a section name.
d. Click Move To.

The field is moved to the section you selected in step c.

7. Click oK.
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Adding Sections fo Request Types

To add a new section to arequest type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Layout tab.

[ Request Type - DEM - Initiative o (5 S
Reguest Type Name: |DEM - Initiative Reference Code: _REQUEST_TYPE_DEN_INITIATIVE
Creation Action Name: Request a New Initiative
Request Header Type: [DEM - Initiative
Category: -
New |[Open
Extension: -

Description: |jects for future quarters. Provided approval from key stakeholders, Initiative requests will be reviewed in the third week of each quarter

Meta Layer View: |MREQ_ DEM_PROJ_INITIATIVE
Max Fields: | 100 - |Enabled: @) Yes Mo
Commands ] Sub-Types I Workflows I User Access I Motifications I I Ownership Help Content I Resources
Fields Layout \ Display Columns Request Status Status Dependendies } Rules
Sections: Selected Section Layout:
\fl Header
\E Summary Column 1 Column 2 Column 3

Details Project Type

Contact Information
Evaluation Target Implementation Date:
Detailed Analysis

Demand Management SLA Fields
Demand Management Scheduling F|

fen] Rename] Remove] B )E) B width 2 ¥ | Height PMove To —>] | Summary v | Preview

Budget Estimate (3) Project Status:

Ready
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4, Under the Sections list, click New.

The Input window opens.

( Input &Jw

Please enter the name of the new section.

5. Type aname (up to 30 characters) for the new section, and then click OK.

Before you can save a new section, you must first add fields to it.

If all the fields you add to the section have a width of one column and are all in the
) same column, all displayed columns automatically span the entire section when a
request of the given request type is viewed or edited.

6. Add one or more fields to the new section. Y ou can either move existing
fields from a different section to the new section (see Moving Fields On
Request Types on page 170), or create fields for the section from the Fields
tab (see Creating Fields for Request Types on page 159).

7. To view how the new section will look to users who process the request,
click Preview.

The Request Preview window opens and shows how the sections and fields
are to be displayed on the request detail page.

) Hidden fields do not affect the layout. The layout engine treats these as empty
fields.

8. Click save.

When a user creates requests of this type, the new section with the defined
custom fieldsisvisible.
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Changing Section Names on Request Types

Y ou can rename sections you added to a request type. Y ou cannot change the
name of sections added to a request type by the request header type.

To change the name of a section:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Layout tab.
4. Inthe Sections section, select a section.
5. Click Rename.

The Input window opens.

( Input I\-Lhr

Flease enter the new section name of Contact Information.

Cancel

6. Type anew section name. (Custom section names can contain up to 30
characters.)

After requests are generated for the given request type, the new section
with the defined custom fieldsis visible.

7. Toview what the layout will look like to the user processing the request,
click Preview.

An HTML window opens to shows the fields as they are to be displayed.
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8.

If al the fields have awidth of one column and are all in the same column,
al displayed columns automatically span the entire available section when
areguest of the given request type is viewed or edited.

Any hidden fields do not affect the layout. The layout engine treats them as
blank fields.

Click oK.

Deleting Sections on Request Types

Y ou can delete sections you added to arequest type. Y ou cannot delete
sections added to a request type by the request header type.

To delete a section:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

Open arequest type.

In the Request Type window, click the Layout tab.
In the Sections section, select a section.

Click Remove.

' Select an Option 2.5 e )

Are you sure you wantto delete the selected section?

i Yes |’ No H Cancel

Click oK.
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Configuring Display Columns for Request Types

Certain information in arequest can provide a useful summary-level
description of the request. This can include information such as the request
type, a description of the request, and apriority. For each request type, you can
control which request columns can be displayed in the following pages:

e Reqguest list portlets
e Request search results page
e Request drill-down pages accessed by clicking on request chart portlets

Figure 5-4 shows how the settings in the Request Type window control the
columns that can be displayed on arequest list portlet page.

Figure 5-4. Display columns set in the Request Type window

Request Type : Bug o B [
Request Type Name: | Bug Reference Code: |_BUG
Creation Action Name: Bug
Request Header Type: | Default E
Category: -
oo
Extension: -
Desaiption: Bug Reguest type
Meta Layer Yiew: |MREQ_ BUG
Max Fields: |60 ~ | Enabled: @ ves ©No
Commands | subTypes | workows | Useraccess | motficatons | | ownerstip | Hepcontent | Resources
Fields } Layout Display Calumns Request Status I Status Dependencies ] Rules
Please select a set of default columns to be displayed in Request List portlets, Request List maximized views, Request search results pages and drill
down pages from graphical Request portlets.
Available Columns: Display Columns:

\Application - Request Mo = MNote: The first 5 columns will appearin a
\Assigned Group B Request Type narrow portlet The first 7 display columns
(Contact Email =| Description T will appear in a wide portlet. Al display
Contact Name ] | =) | Request Status columns will appear in the search results,
(Contact Phone Assigned To & maximized view and drill down pages.
(Created On Priority

Department Created By

IDifficulty -

\

Ready \

Request List ® B m

'39“ # Request Type Description Status Assigned To Priority Created By

31323 Bug Currency setting on time sheets do notreflectlocale New Leslie Franklin Critical John Groom

31311 DEM - Application  Application fails when saving after using new Ops In Further Review  Bridget Holbrogk High Joseph Banks
Bug maodules

31306 DEM - Application Add new purchasing codes for KMM subsidiary New Bridget Holbrook Mormal John Groom
Enhancement

31308 DEM - Application Add new purchasing codes Pending Bridget Holbrook Mormal John Groom
Enhancement Functional Spec

31304  Project Details In Planning Joseph Banks

[8 Exportto Excel Showing1to 50f8 | > )
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To configure the columns for display in list portlets:

1.

7.
8.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
Search for, and then open arequest type.
In the Request Type window, click the Display Columns tab.

In the Available Columns field, select the columns to display.

You can use the shift and Cctrl keys to select multiple column headings.

Click the right-pointing arrow.
The Display Columns field lists the selected items.

In the Display Columns box, select any columns that you do not want to be
available for display.

Click the left-pointing arrow.

Click oK.

These setting determine the default columns displayed in the request portlets.
Users can edit portlet preferences to modify column display in the portlets on
their dashboard pages. These settings also determine the columns displayed for
results returned for advanced searches in the Request List portlet or Request
Search Results page.
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Configuring Request Statuses for Request Types

A reguest can acquire different statuses as it progresses along its workflow.
These statuses can be used to drive field behavior by linking the workflow
processes to specific information in the request.

Overview of Request Statuses

A requests can take on different statuses as it progresses through its workflow
steps. HP Demand Management provides over 200 request status values. A
few of these are:

e Submitted

e Accepted

e InDesign

e Assigned

e |nProgress

e OnHold

e Pending Confirmation

e Check Test Completion Status
e Complete

These status values are linked to the workflow stepsto drive the request logic.
Figure 5-5 shows how status values are linked to workflow steps.
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Figure 5-5. Request status specified in the Workflow Step window

r Validate lﬂ_hT

Request Status starts with: ‘

Status

1-Requirements Setup Completed
1st Level Review

2-Test Plan Setup Completed
3-TestLab Setup Completed
4-Running Tests in Quality Center
5-Test Execution Completed
Accepted

Accepting RFCs

Active

Allocate Priority

Workflow Step App.rovec! i
Assign Liaison

PropemeSI Security| Segregation of Duties | Notifications | Timeout| Assign Praject Manager
Assign Review Team
Assigned
Step Number: |2 Assigned to Agenda -

“ Tl »

Step Mame: |Manage Issue

Action Summary: |Manage Issue \ Cancel

Description:
= Femrned 231 choices. \
Source Type: |Decision - \

Source Name: |CRT - Close/Escalate
Enabled: (@) Yes Mo
Display: _Nways
Workflow Parameter: NONE

Avg Lead Time:

Request Status: I Open

Current % Complete:

Parent Assigned To User:
Parent Assigned To Group:

Workflow Step Information

Authentication Required | Mone b

I OK I Apply I Cancel I

Ready

As arequest moves along its workflow, its status changes at particular steps.
Each status can be linked to request field behavior through the Status
Dependencies tab (from the Request Type Workbench). For more information
on linking request statuses to field behavior, see Configuring Request Field
Satus Dependencies on page 183.

Before you can link request status values to workflow steps, the request type
must first have all required status values. Y ou use the Request Status tab in the
Request Type window (Figure 5-6) to configure the list of available status
values.
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Figure 5-6. Request Status tab and Request Status List window

[ Request Type : Generic Request o [-E |
Request Type Name: | Generic Request Reference Code: |_GENERIC_REQUEST
Creation Action Name: |Generic Request
Request Header Type: [Default Ei
Category: -
=
Extension: -
Description: | General-purpose request fracking
Meta Layer View: |MREQ_ GENERIC_REQUEST
Max Fields: | 50 v Encbled: @ Yes @ No
Commands | subTypes | Workfows | User Access Notifications | ownerstip HepContent |  Resources
Fields I Layout Display Columns Request Status I Status Dependendies I Rules
Available Request Statuses: Linked Request Statuses:
1-Requirements Setup Completed - Assigned -
1st Level Review = Cancelled
2-Test Plan Setup Completed Closed
3-Test Lab Setup Completed @ Complete L
4-Running Tests in Quality Center In Progress 3
5-Test Execution Completed MNew
\Accepted Mot Submitted
|Accepting RFCs . - Pending Requestor Action —
< m\ 3 Pending Reguestor Info -
Request Status... \ Initial Request Status: | Not Submilied =
Ready \
\
Request Status List S
Status Name Enabled Auto Link

1-Reguirements Setup Co...|Y i -
1st Level Review \d il
2-TestPlan Setup Comple...|Y Y
3-TestLab Setup Complet_|Y N
4-Running Tests in Quality...|Y Y
5-Test Execution Complet... |Y N
Accepted Y N
Accepting RFCs il N
Active A N
Allocate Priority Y N
Approved I N -

New Edit Delete

31 Request Status Records Loaded

If the Available Request Statuses list does not display the value you want, you
can create the status value you need. To set theinitial status for arequest,
select avalue from the Initial Request Status list.
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Creating Request Statuses for Request Types

To create anew request status:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.

3. Inthe Request Type window, click the Request Status tab.

[ Request Type * Generic Request = - S
Request Type Name: |Generic Request Reference Code: |_GEMERIC_REQUEST
Creation Action Name: Generic Request
= -| Request Header Type:  |Default E
Category: -
Extension: | = --
Description: General-purpose request tracking
Meta Layer View: |MREQ_ GENERIC_REQUEST
Max Fields: | 50 + |Enabled: @) Yes @) No
Commands I Sub-Types 1 Warkflows User Access Motifications 1 QOwnership Help Content I Resources
Fields } Layout I Display Columns Request Status Status Dependendies } Rules
Available Request Statuses: Linked Request Statuses:
1-Requirements Setup Completed - Assigned -
1st Level Review = Cancelled
2-Test Plan Setup Completed Closed
3-Test Lab Setup Completed s Complete 1
4-Running Tests in Quality Center In Progress L
5-Test Execution Completed New
Accepted Not Submitted
Accepting RFCs - Pending Requestor Action =
« m » Pending Requestor Info -
Request Status.. Initial Request Status: | Mot Submilted b
Ready

4. Click Request Status.

The Request Status List window opens.

Request Status List [
Status Name Enabled Auto Link

1-Requirements Setup Co...|Y Y -
1st Level Review v il

2-Test Plan Setup Comple _|Y IV

3-TestLab Setup Complet...|Y N

4-Running Tests in Quality..|Y i

5-Test Execution Complet_ |Y N

Accepted IV N

Accepling RFCs IV N

Active i il

Allocate Priority IV N

Approved Y N -

New Edit Delete

31 Request Status Records Loaded
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5. Click New.

The Request Status: New window opens.

Request Status : New

r Request Status Definition
Status Name |
Reference Code

Enabled @ Yes

Auto Link Yes

@ No

MNo

Save Cancel

\Rsady

6. Complete the following fields:

e Inthe Status Name field, type a name for the new status.

e TheReference Code box isautomatically populated based on the status
name you typed. Y ou can either accept this default value, or replace it
with adifferent status name.

e To make the status avail able to the system (and display it in the
Available Request Status column for al new request types), leave the
Enabled option set to Yes. To make the status unavailable to the
system, select No.

e Toalow the new status to automatically link to all new request types,

for Auto Link, click Yes. Otherwise, leave No selected.

7. Click oK.

8. Inthe Request Status List window, click Close.
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Configuring Request Field Status Dependencies

On arequest, field behavior can be linked to the status of the request. For
example, arequest cannot move to the Assigned status unless the Assigned To
User field contains avalue. In addition, aslong as the request has a status of
Assigned, a user cannot change the Assigned To User field.

To make thiswork, the Assigned to field is configured with the following
settings for the Assigned status:

Visible = Yes

Editable = No

® Required = Yes
® Reconfirm = No
® Clear =No

Y ou configure field dependencies from the Status Dependencies tab in the
Request Type window.

To assign field properties based on request status:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
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3. Inthe Request Type window, click the Status Dependencies tab.

Commands |

Fields ]

Request Status.

Request Type Name:
Creation Action Name:
Category:
Extension: |
Desaription:
Meta Layer View:

Max Fields:

Pending Requestor Action

Pending Requestor Info
Reviewed

@ Request Type : Generic Request

oo s
Generic Request Reference Code: |_GENERIC_REQUEST
Generic Request
; Request Header Type:  [Default EE]
General-purpose request tracking
MREQ_ GENERIC_REQUEST
's0 + | Enabled: @ Yes @ No
Sub-Types 1 Warkfiows User Access 1 Notifications Ownership Help Content 1 Resources
Layout Display Columns Request Status Status Dependendes 1 Rules
Field
Prompt Visible Editable Required Reconfirm Clear
=~ Summary L Y -
- Application: Y ¥ L
Assigned Group \d Ad 5
- Assigned To: I Y
Contact Name: \d Y
Department Y Ad 52
Visible: () Yes @ No Editable: ) Yes @ MNo  Required: () Yes @ No
Reconfirm: () Yes @ Mo Clear: () Yes @ Mo

Ready

4. From the Request Status list, select one or more request status values.

You can use the shift and Ctrl keys to select multiple values.

5. IntheField table, select the request field for which you want to configure
properties based on the selected request status.

Chapter 5



6. Under the Field section, set the options described in the following table.

Field Name

Description

Visible

Determines whether the field is visible to users while a
request is in the selected request statuses. If this option is
set to No, the field is hidden while the request is in the
selected statuses.

Editable

If the Editable option for a request field is set to No for a
specific status, then users cannot edit the field while the
request is in that status. If the Required or Reconfirm
option for a request field must be set to Yes, then the
Editable option must also be set to Yes.

At certain stages in a request resolution process, you may
want to ensure that specific fields are not changed. For
example, when a request of type Vendor Bug has the
status Patch Applied, you want to ensure that the Patch
Number field does not change. To accomplish this, you set
the Patch Number field to be read-only for all request
statuses after a certain point in the workflow. (Of course,
you would probably make the Patch Number field required
in an appropriate previous status, to ensure that it has a
valid value before it becomes a read-only field.)

Required

Specifies whether the field is required or not while a
request is in the selected request status(es). If a field is
required when a request is in the selected status, a user
must provide a value for the field before the request can
move to that status. When the workflow transitions to the
status, the “look-ahead” page is displayed to require the
user to fill out the fields to be required for that status (if any
of those fields do not already contain values).
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Field Name

Description

Reconfirm

If the Reconfirm option for a field in the request type is set
to Yes, the field is presented to the user on the look-ahead
page before the request is allowed to transition into this
status. The user can review the field value and, if
necessary, change it.

Clear

The Clear field is used in conjunction with other
dependencies to remove the content of a field. The clear
flag is used as follows:

e If setto Yes, and either or both the Required and
Reconfirm options are set to No, the field is not
presented to the user on the look-ahead page, but the
field is automatically cleared when the request moves to
status.

e If setto Yes, and either or both of the Required and
Reconfirm options are also set to Yes, then the field is
cleared and displayed on the look-ahead page as the
request is moving to this status. If required, the user
must provide a valid value in the field before the request
can complete the transition to the new status. If only
reconfirming, then the user can decide whether or not to
provide a value before continuing.

Note: To present the Reconfirm field to the user for mass
update of records, set the Clear field to Yes.

You can also control field attribute such as Editable and Visible by configuring an
) advanced request type rule that includes JavaScript-based logic. For details, see
Advanced Rules for Request Types on page 198.

Y ou can configure multiple fields simultaneously by using the ctr1 or
shift keysto select the fields and then change the attribute values. Y ou
can also select multiple status values and change the same fields if those
states require the same attribute values for the same fields.

7. Click oK.
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Status Dependencies Interactions

Table 5-4 shows the results of different combinations of the Required,
Reconfirm, and Clear selections. For each request status within arequest type,
there can be up to amaximum of 250 fieldswith arequired state and 250 fields
with areconfirm state.

Please keep in mind that there is some overlap between status dependency
functionality and request type rule functionality. It is important that you understand
how status dependencies and request type rules can interact and possibly produce
unintended results. Plan carefully before configuring either. HP strongly recommends
that you thoroughly review Request Type Rules on page 188, and plan your field
status dependencies accordingly.

Table 5-4. Status dependencies interactions

Dependencies

Results at Given Status

Required | Reconfirmed | Clear Display | Color Data Shown
No No No No N/A N/A

No No Yes No N/A N/A

No Yes No Yes Black Current Data
No Yes Yes Yes Black None

Yes No No IIEL}JSL’Lifa Red None

Yes No Yes Yes Red None

Yes Yes No Yes Red Current Data
Yes Yes Yes Yes Red None

a. If afield configured as required, then it is only displayed if its value is blank (NULL). The user must
provide a non-NULL value before he can proceed. If the field contains a value, then it satisfies the
“required” dependency, and thus does not need to be displayed on the look-ahead page.
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Request Type Rules

Reguest type rules are a powerful way of configuring complex interactions
between fields on arequest. Y ou can use them to set up automatic population
of request fields, change field attributes, or otherwise affect request field
behavior based on various dependencies.

One of the most common rule configurations isto set the default workflow
when a user creates a new request. From a practical standpoint, you typically
known which workflow is appropriate for arequest of agiven type, and you do
not want to offer the user a choice when he creates arequest. So, the Workflow
field istypicaly disabled, and aruleis defined to automatically set it to the
appropriate value.

Keep in mind that there is some overlap between request type rule
functionality and status dependency functionality. It is extremely important
that you understand how status dependencies and request type rules can
interact (and possibly produce unintended results), and plan carefully before
you implement either. HP strongly recommends that, before you configure
request type rules, you thoroughly review Configuring Request Field Satus
Dependencies on page 183, and be familiar with all the way in which rules can
affect system behavior. Also see Important Considerations for Configuring
Advanced Ul Rules on page 198.
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Types of Request Type Rules

Y ou can configure the following request type rules to control HP Demand
Management system behavior:

e You can use asimple default rule to set new values in the Workflow,
Assigned To, and Assigned Group fields.

e You can use an advanced rule with SQL-default logic to set anew valuein
any fieldsin the request, based on a SQL statement. Y ou can specify any
SQL statement, aslong asit returns asingle row with two values (a hidden,
internal value and avisible value).

e You can use an advanced rule with Ul-rule logic to change the behavior or
appearance of any field in arequest. These rules run JavaScript functions,
which are defined on the server in the RequestRulesSystemLibrary.js
fiIe, whichisinthe <PPM Home>/server/<PPM Server Names/deploy/
itg.war/web/knta/crt/qs directory.

Because the RequestRulesSystemLibrary. js file is redeployed at each
0 service pack installation or product upgrade, it is important that you not modify the
RequestRulesSystemLibrary. js file. Otherwise, your changes are lost.

Y ou can aso define your own custom JavaScript functionsto usein Ul
rules. Y ou must define these custom JavaScript functionsin the
RequestRulesUserLibrary.js file, whichisasoin the <PPM_Home>/
server/<PPM _Server Names/deploy/itg.war/web/knta/crt/js
directory.

The RequestRulesUserLibrary. js file is not altered when you apply a
) service pack or upgrade PPM Center. Your custom functions are preserved after
these operations.
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Predefined JavaScript Functions (Advanced Rules Only)

HP Demand Management provides several predefined JavaScript functions,
which arelisted in Table 5-5. All of these JavaScript functions are dynamically
applied in the request detail page when invoked by the respective rule, but
most do not have any effect in other request edit interfaces (Quick Edit page,
Mass Update page, Web service APIsto create or update requests). However,
all of the “ setFieldRequired()” rules are evaluated upon save in the other
interfaces. Any field that is configured to become required as a result of rules
will ultimately be required when the request is saved, and if such afield does
not have avalue, then amessage is displayed, indicating that the request(s)
could not be saved.

Table 5-5. JavaScript Functions for use with advanced rules (page 1 of 3)

JavaScript Function Description

Sets the field(s) as required or not required
based on the flag parameter value. The
Result Fields section must contain at
least one field.

setFieldRequired(<boolean flag>)

Sets the field(s) as editable or read-only
based on the flag parameter value. The
Result Fields section must contain at
least one field.

setFieldEditable(<boolean flag>)

Sets field(s) visibility based on the flag
setFieldVisible(<boolean flag>) parameter value. The Result Fields
section must contain at least one field.
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Table 5-5. JavaScript Functions for use with advanced rules (page 2 of 3)

JavaScript Function

Description

setFieldStyle(<CSS class name>)

Sets the field(s) style to the CSS class
specified. The Result Fields section must
contain at least one field.

Any custom styling you want to apply to
request fields must first be defined in the
RequestRulesUserCss.css file, which
is located in the <PPM_Home>/server/
<PPM _Server Name>/deploy/
itg.war/web/knta/crt/css directory
on the PPM Server.

Notes:

e Not all styles on html elements are
supported by Internet Explorer and
Mozilla Firefox. Please consult the
browser-specific implementation for
information on which styles are
supported.

e border attribute for dropdown list is not
supported by Microsoft Internet
Explorer. This is a Microsoft Internet
Explorer limitation.

showMessage(<string text>, <boolean
continueProcessing>)

Show the message specified by the “text”
parameter (enclosed in single or double
quotes) and continue to process the
request rule event based on the
continueProcessing parameter value.

If continueProcessing = false,
then the event that triggered the rule is
aborted. You can use this function to
display a message that reminds the user
that he must perform some action before
he saves, and prevent the user from
saving until he performs that action.
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Table 5-5. JavaScript Functions for use with advanced rules (page 3 of 3)

JavaScript Function Description

Adds the specified resource to the list of
resources on the request. This rule only
applies to request types that track
resources. For more information about
tracking resources, see Configuring
Resource Tracking on page 249.

addResource(<resourceFieldToken>)

Rule Event Behavior on the Request Details Page

Rules can be used to achieve dynamic behavior on the request form itself,
independent of workflow actions. Table 5-6 lists the rule events you can
specify for any request type rule (simple or advanced), along with descriptions
of how each is processed and how it affects field behavior on the request detail

page.

All of these rule events are applied dynamically in the request detail page. For other
interfaces in which requests are updated (Quick Edit page, Mass Update page, Web
service APIs to create or update requests), the rules are not processed dynamically

0 as these events occur. Rather, they are processed when requests are saved. Any
field that is configured to be required as a result of any of these rules will ultimately be
required when the request is saved, and if such a field does not have a value, then the
user sees a message indicating that the request(s) could not be saved.
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Table 5-6. Effects of rule events (page 1 of 2)

Rule Event

Rule Event Processing and Field Behavior

Apply on
creation

Applied any time a request of this type is created.

Note: When users change request type on the request details page,
target request type rules defined for this event are triggered.

Apply on
copy

Applied any time a request of this type is copied.

Notes:

e When selecting the “Apply on copy” rule event, you are able to
configure field dependencies. This feature is not supported in the
“Apply on creation” rule event.

e If arequest type contains rules of the “Apply on copy” rule event
and rules of the “Apply on creation” rule event, only the “Apply on
copy” rules are triggered when users copy the requests of that
type.

Apply on
page load

Rules defined for this event are triggered when the request detalil
page is loaded in a Web browser; however, these rules are not
applied when a request is first created. (Use the “Apply on creation”
rule event for that.)
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Table 5-6. Effects of rule events (page 2 of 2)

Rule Event

Rule Event Processing and Field Behavior

Apply on
field change

Rules defined for this event are triggered any time one of the fields
listed in the Dependencies section changes to a new value if all of
the dependencies specified for the rule are met.

For example, consider a rule that has dependencies on when the
Priority field has the value “Critical” and the Assigned To field is
null. The rule is evaluated whenever either the Priority field or the
Assigned To field is changed, and is triggered only if both of the
dependency conditions are true when the rule is evaluated.

Apply before
save

When a user clicks Save on the request detail page, or clicks a
workflow “action” button (which saves the request before processing
the workflow action), then any rules defined for this event are
processed before the save request is submitted.

The “showMessage()” function can cancel the request save if the
rule is not satisfied.

Apply before
transition

When the user clicks a workflow “action” button, rules defined for
this event are applied and then processed before the transition is
taken. For example, if a rule is triggered to show a message and
cancel the action, then the user sees the message displayed and the
transition is not taken.

As another example, if an “Apply before transition” rule is defined to
set a timestamp in a particular request field, then the rule is
processed and the target field is updated before the transition is
taken.

The “showMessage()” function can cancel the transition event if the
rule is not satisfied.

PPM Center does not support the use of special commands to trigger rules.
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Once aruleistriggered, any dependencies defined for the rule (in the
Dependencies section of the Rules window) must be met before theruleis
executed. A simple default rule has alimited set of dependencies available, but
an advanced rule can have dependencies set up to run the rule under very
specific circumstances based on the current values of any fieldsin the request.

e Rule dependency is not supported if the dependency field is using the () pattern to
present negative numbers. For example, using (1000) to represent -1000.

) e Considering the fact that Auto Complete List and/or Drop Down List values can be
localized, which may then cause consistency issue for the dependencies, HP
recommends you to match Text Field code to the code of Auto Complete List or
Drop Down List when you set up request type field dependencies.

Rule Event Precedence

It is possible to configure conflicting rules on different events. In this case,
“Apply before save” or “Apply before transition” rules are applied last. These
rules take precedence if thereisarules conflict.

For example, consider arequest typethat hasan “ Apply on page load” rulethat
makes the Priority field required, and an “Apply before save” rule that makes
the Priority field optional. When the user saves the request, the Priority field is
option because the “ Apply before save” rule takes precedence.

Typicaly, rules are processed in the order specified in the request type
configuration. For advanced rules, this ordering can include a mix of
SQL -based and JavaScript-based rules.

Creating Simple Default Rules for Request Types

Simple default rules are used to automatically populate the Workflow, Assigned
To, and Assigned Group fields. Thesefields can be populated based on the Rule
Event and Dependencies fields. You can use any valid combination of these
fields to specify values for the Workflow, Assigned To, Or Assigned Group
fields. For example, by setting the workflow and the rule event to Apply On
Creation, you can set the default workflow to be used each time a request of
that type is used.

) Workflow is the only required field for simple default rules.
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To add asimple default rule to arequest type:
1.
2.

Log on to PPM Center.

From the Open menu, click Administration > Open Workbench.

The PPM Workbench opens.

On the shortcut bar, click Demand Mgmt > Request Types.

The Request Type Workbench opens.

Open arequest type for which you want to create a simple default rule.

In the Request Type window, click the Rules tab.

Click New.

The Rules window opensin simple defaults mode.

-
Rules Window

Rule Name: |

Description:

Enabled? @ Yes @) Ne

Rule Event: | Apply on creation

Rule Type:  Simple Defaults

Process subsequent rules? @ Yes (7) No

(if an event triggers multiple rules, they are processed in sequentia!
order. Gheck No' above if you do niot want subssquent rulss fo be
processed after thiz nile completes.)

Dependencies

Department: -

Application: I E
Results

Workflow: I E!

Assigned To: I &

Assigned Group: | EE}

[ ok ][ ada ][ cancel

|Re ady
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10.

11.

12.

13.

14.

In the Rule Name box, type a name for the new rule. (Required)
In the Description box, you can type a short description of the rule.
To enable thisrule, leave Yes selected for the Enabled? option.

From the Rule Event list, select the event to trigger the rule. For a
description of selectable events, see Rule Event Behavior on the Request
Details Page on page 192.

If the results of the new rule might trigger rules defined for the same event
(same dependency) that occur later in the rules sequence, and you want to
prevent that from occurring, for Stop processing other rules?, click No.

For example, if you define ten rules for the same field change event, you can
specify one of them to stop processing through all subsequent rules.

In the Dependencies section, you can do the following:

a. To specify adepartment to which the rule is to apply, from the
Requestor Department list, select the department name.

b. To specify an application to which the ruleisto apply, use the
Application auto-complete to select the application.

In the Results section, do the following:

a. Use the workflow auto-complete to select the workflow that the rule
assignsto arequest of thistype. (This step isrequired.)

b. You can usethe Assigned To auto-completeto select auser for thisrule
to assign to the request.

¢. You can use the Assigned Group auto-complete to select a security
group for rule to assign to the request.

After you save thisrule, any new request of thistype that matches the
combination of values specified for Requestor Department, and Application
automatically updates the Workflow, Assigned To, and Assigned Group
fields to contain the values you specified for those fields.
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15. To save the rule and create another rule, click Add, and then repeat step 8

through step 14. To save the new rule and close the Rules window, click
OK.

If more than one rule applies for to a given request, then the system typically
processes them in the order in which they are specified in the request type
configuration.

Advanced Rules for Request Types

>»
1

Y ou can set up advanced rules that include logic to automatically populate any
request field based on user entries. Y ou can aso use advanced rulesto
automatically change field attributes such as visible or hidden, editable or
read-only, required or optional, reconfirm, clear, background color, and so on.

Configuring advanced default rules requires knowledge of SQL or JavaScript.

HP recommends that you review Important Considerations for Configuring Advanced
Ul Rules and Ul Rules: Examples before you set advanced Ul rules.

Important Considerations for Configuring Advanced Ul Rules

Configuring well-designed Ul rules requires some planning. Here are some
guidelines to help you construct useful Ul rules that do not have unwanted
results:

e Consider all possible events and outcomes. Make sure you handle what

happens when the page is loaded, when field values change, when the page
is saved, and so on.

Consider negative cases. If you set up aruleto be fired whenever afield
contains a particular value, make sure you handle what happens when the
field is changed to a different value. Y ou may need additional rules for
that.

If you set afield as required based on a specific value in another field, you
must ensure that you set the field as not required for other possible field
values.
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e |f you configure SQL rulesto set values for auto-complete list, make sure
that only valid values are set. Auto-complete component'svalid valuelistis
not in client Ul, so when using rule to set values for auto-complete
component, the values are not validated and invalid values can be set. Asa
result, when users create arequest, a value that is not in auto-complete list
can beinserted and saved in an auto-completefield astriggered by the SQL
rule.

e Rulescan be executed on the printable version of Request Details, but with
the following limitations:

o Only SQL rulesand Ul Rule setFieldavisible () Will be executed.
o Only Apply on page load rule event is supported.

o The printable version should be opened from request details page
instead of by entering the URL address directly.

e |If yousetafield sfield level security asonly visibleto and editable by one
user, you can not make it visible to or editable by other users by using Ul
rules.

e If afield’'spisplay attribute is set to no or thefield is set invisible by its
status dependency, you can not make it visible on the Web Ul by using Ul
rules.

e For any validation (with the exception of Text validation), if you set the
Display Only attribute to Yes for afield, then using Ul rule
setFieldEditable (true) Will not makethefield editable.

e Dependencies field supports the following validations:
o Textfield
o Auto-complete list
o Drop-down list
o Datefield (short, medium, and long)
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e Results field supports the validations listed in the following table:

Rule

Validation setFieldRequired | setFieldEditable | setFieldVisible | setFieldStyle
Text field Yes Yes Yes Yes

Text area Yes Yes Yes Yes
Auto-complete list | Yes Yes Yes Yes
Drop-down list Yes Yes Yes Yes

Radio buttons Yes Yes Yes Not supported
Date field Yes Yes Yes Yes

Web address (URL) | Yes Yes Yes Yes

Link Yes Not supported Yes Not supported
Password Yes Yes Yes Not supported
Attachment Yes Not supported Yes Not supported
Table component Yes Not supported Not supported | Not supported
Staffing profile Yes Not supported | Yes Not supported

If a request contains a rule that uses KNTA MULTI.

Find User full

0 names ( [SYS.USER_ID]) from sys.dual, saving the request may fail or removing
associated entities from the request may fail. Use KNTA MULTI.Find
UserNames ( [SYS.USER_ID]) from sys.dual instead.

e Using special commands, for example, ksc_store, in a workflow execution step to
change field value will not trigger rules.

e If afield’'s Display attribute is set to No or the field is set invisible by its status
) dependency, you can not make it visible on the web Ul by using request level Ul

rules.

e SQL for Hierarchical Display (tree validation) now supports resolving such static
tokens as [SYS.USERNAME] and [SYS.USER_ID]. Other types of tokens, such
as Request Details or Context related tokens, are not supported.
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Considerations for Configuring Rules in Table Component

Note the following considerations when you configure SQL rules and/or Ul
rules for table component:

e Set Process subsequent rules? option to Yes or No for different
validations.

e Dependencies field is not required for Apply on creation rule event, but
required for Apply on field change rule event.

e Dependencies field supports the following validations:
o Textfield
o Auto-complete list
o Drop-down list
o Datefield (short, medium, and long)
e Results field supports the following validations:
o Textfield
o Textarea
o Auto-complete list
o Drop-down list
o Radio buttons (yes/no)
o Datefield (short, medium, and long)
o Web Address (URL)
o Link
e Ul rules support the following JavaScript functions:
O setFieldRequired ()
O setFieldEditable ()

O setFieldvisible ()
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O showMessage ()

O setFieldStyle ()

To modify CSS styles, locate and access the RequestRulesUserCSS.css
) file in the following directory: /opt/ppm/ [instance namel /server/
[instance name] /deploy/itg.war/web/knta/crt/css/.

For more information about these JavaScript functions, see Predefined
JavaScript Functions (Advanced Rules Only) on page 190 or access the
Reguest Rules JavaScript Function Help by clicking the 23 icon next to
the Logic field in Rules window of the Validations Workbench.

e You can set table component as a dependency to trigger request type rules.

e When using SQL rule(s) on text field with Apply on creation rule event,
make sure not to use strings “~*~*~" and/or “~&~&~" in any text field as
they are reserved.

e When SQL rule(s) with Apply on creation rule event are triggered to
override default value of atable component column, the default value may
still display for avery short period of time (say 0.5 second) due to server
Speed.

Ul Rules: Examples
Following are some examples of well-designed Ul rules.

Example 1

If the user setsthe Priority field on arequest of thistypeto “Critical,” you want
the field background to change to red to make it highly visible to users who
view the request. To do this, you must configure four rules:

Rule 1:

The positive case, in which the Priority field value changes to Critical
based on some other value.

Event: Apply on field change

Dependency: priority = "Critical"
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RLﬂe|ngI setFieldStyle ("redBackground")Result Fields:
Priority

where “redBackground” is a CSS class defined in the
RequestRulesUserCss.css fileinthe <ppM_Homes/server/<prm_

Server Names/deploy/itg.war/web/knta/crt/css directory onthe
PPM Server, asfollows:

.redBackground { background:red; }
Rule 2:

The negative case, in which the Priority field changes from “ Critical” to
some other value.

Event: Apply on field change
Dependency: priority != "Critical"

Rulelogic: setFieldstyle ("whiteBackground")Result Fields:
Priority

where "whiteBackground" iSaCSS class defined in the
RequestRulesUserCss.css fileinthe <ppv Homes/server/<ppM
Server Names/deploy/itg.war/web/knta/crt/css directory onthe
PPM Server, asfollows:

.whiteBackground { background:white; }

Rule 3:

Once the request detail page is reloaded, rules #1 and #2 no longer apply
(sincethe Priority field isnot changing). So, you must define the samerules
for the “ Apply on page load” event.

Event: Apply on page load

Dependency: priority = "Critical"
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Rulelogic: setFieldStyle ("redBackground")Result Fields:
Priority

where "redBackground" i1SaCSS class defined in the
RequestRulesUserCss.cssf”einthe<PPM_Home>/server/<PPM_
Server Names/deploy/itg.war/web/knta/crt/css directory onthe
PPM Server, asfollows:

.redBackground { background:red; }
Rule 4:

The negative case for rule 3.
Event: Apply on page load
Dependency: priority != "Critical"

RulelogiC: setFieldsStyle ("whiteBackground")Result Fields:
Priority

where "whiteBackground" iSaCSS class defined in the
RequestRulesUserCss.cssf“einthe<PPM_Home>/server/<PPM_
Server Names/deploy/itg.war/web/knta/crt/css directory onthe
PPM Server, asfollows:

.whiteBackground { background:white; }

Note that the Ul rules you configure apply only to fields. Y ou cannot, for
instance, set the style for an entire page. Any logic you add to the Logic text
box appliesto the fields listed in the Results Fields table. (The only exceptions
are showing an alert and adding a resource, which do not apply to any field in
particular.)

Example 2

Y ou want to prevent users from saving avalue in adate field if the valuefalls
after tomorrow’ s date. Display an dert if the ruleis violated.

To accomplish this, do the following:

1. Create ahidden field for “tomorrow’s’ date on the request type.
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2. Set a SQL defaulting “Apply on page load” rule to set the value of the
hidden field based on the following SQL statement:

select trunc(sysdate+l),
trunc (sysdate+1)
from dual

3. Create an “Apply before save’ rule with a dependency that checksto
determine whether the value the user provided in the date field islater than
the value in the “tomorrow” field, and then, if rule fires, shows the alert
message and stops the event.

Example 3

A request type has Start date and Finish date fields. Y ou want to prevent users
from specifying aFinish date value that is earlier than the Start date value
provided on arequest of thistype, and highlight these fields whenever the rule
isviolated.

To accomplish this, do the following:

1. Create an advanced “ Apply on field change” rule with two dependencies:
start is after finish, and finish is before start.

Rulelogic: showMessage ('Finish date cannot be earlier than the
Start date. Please fix before saving.', false)

A changein either the start or the finish date will trigger thisrule.

2. Createan “Apply on field change” rule that sets the border of the date
fieldsto red.

Rulelogic: setFieldStyle ("redBorder")
where the RequestRulesUsercss. css file contains:

.redBorder { border:2px solid red }

3. Create an advanced “ Apply before save” rule with one dependency: start is
after finish.

Fﬂﬂe|ngIshowMessage('Finish date cannot be earlier than the
Start date. Please fix before saving.', false)
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Example 4

This is the same as the field-change rule from step 1.

To keep the red border on the date fields whenever this request displays
information that violates the date rule, create an “ Apply on page load” rule
to set the border of the date fields to setFieldStyle(* redBorder”).

The borderswill be shown every timeyou view the request, if the condition
IS met.

Y ou want to highlight critical-priority requests to emphasize their urgency.

To accomplish this, do the following:

1. Create an advanced “ Apply on field change” rule with the dependency

Priority!= "Critical™".

RLﬂeIogh: setFieldStyle ("redBackground")Result Fields:
Priority

where the RequestRulesUsercss. css file contains:

.redBackground { background-color:red; font-weight:bold;
color:white }

This rule changes the style of the field whenever the value in the Priority
field changesto “critical.” However, because the styling will be lost if the
pageis reloaded, you would create a similar additional rule to trigger on
page |oad.

Create an advanced “ Apply on page load” rule with the dependency

Priority != "Critical".

Fﬂﬂe|ng:setFieldStyle("redBackground")Result Fields:
Priority

where the RequestRulesUsercss. css file contains:

.redBackground { background-color:red; font-weight:bold;
color:white }
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Example 5
Y ou have arequest form that contains three custom fields:
e Cost (acurrency field)
e Approver (an auto-complete field)
e Comment (atext field)

If auser provides avalue greater than $500 in the Cost field, then you want the
Approver and Comment fields to be required before the request can be saved.

To accomplish this, do the following:

1. Create an advanced “Apply on field change” rule with a dependency on
when the Cost field value is greater than “500.”

RLﬂe|ngI setFieldRequired (true)Result Fields: Approver,

Comment

2. Createtheinverse behavior (if the valuein the Cost field isnot greater than
$500, then keep the Approver and Comment fields optional), create an
advanced “Apply on field change” rule with a dependency on when the
Cost field value isless than or equal to “500.”

RLﬂe|ngI setFieldRequired(false)Result Fields: Approver,

Comment

3. Changesto the Cost field value trigger the first two rules. But when the
request is reloaded (or viewed by someone else in a different session), the
results of the rules do not apply. So, you must also create two additional
rules that are applied when the request is loaded, as follows:

a. Create an advanced “ Apply on page load” rule with a dependency on
when the Cost field value is greater than “500.”

Fuﬂelogh: setFieldRequired (true)Result Fields: Approver,

Comment
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Example 6

b. Create an advanced “Apply on page load” rule with a dependency on
when the Cost field value is less than or equal to “500.”

Fﬂﬂe|ng2setFieldRequired(false)Result Fields: Approver,

Comment

Y ou have a changed request type that contains the following custom fields:

Resolution (adrop-down list, that includes the value Automatic, to capture
the resolution of the request)

Team Manager (an auto-complete)

Get feedback at completion (Yes and No options)

When Automatic is selected in the Resolution list, you want to hide the Team
Manager field and display the Get feedback at completion option.

To accomplish this, do the following:

1. Create an advanced “Apply on field change’ rule with the dependency

Resolution = "Automatic".
RulelogiC: setFieldvisible (true)Result Fields: Team Manager

Create an advanced “ Apply on field change” rule with the dependency

Resolution = "Automatic".

Rulelogic: setFieldvisible (false)Result Fields: Get feedback
at completion

Thefirst two rules are triggered when Resolution iS set to Automatic.

Create two additional rules to determine field behavior when the
Resolution field is set to any value other than automatic, as follows:

a. Create an advanced “Apply on field change” rule with the dependency

Resolution != "Automatic".

Rulelogic: setFieldvisible (false)Result Fields: Team
Manager
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b. Create an advanced “Apply on field change’ rule with the dependency

Resolution != "Automatic".

Rulelogic: setFieldvisible (true) Result Fields: Get feedback
at completion

4. For the appropriate fields to be visible or hidden when the request is
reloaded, or when someone else views the request in a different session,
create four “ Apply on page load” rules using the same rule logic as you
used in the first four rules.

To accomplish this example use case, you would need atotal of eight Ul
rules.

Example 7

Y ou have arequest form that contains three numerical fields that represent
percentages. For a user to save the request form, the sum of the valuesin the
three fields must total 100%.

If the user clicks Save, and the sum is not 100%, you want to:

e Display apop-up alert that informs the user that he has specified invalid
data

e Set the background color of the three numerical fieldsto red
e Abort the save operation

To make thiswork, you need an additional field to hold the sum, an “Apply on
field change” rule to calculate the sum, and an “ Apply before save” rule to
correctly set the style of the three number fields.

To accomplish this, do the following:

1. Add three numerical fields to your request type. For each field, specify
Percentage Text Field asthe validationtouseandv 1, v 2, andv 3 as
the tokens.

2. To hold the sum, add a numerical field labeled sum, and specify
Percentage Text Field as the validation to use and sum as the token.
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Example 8

Because this field is used only to keep track of the sum, you can hide the field.

For each numerical field you created in step 1, define an advanced “ Apply
on field change” rule with three dependencies on when the field contains
any value.

Specify the sum field in the Results table.

Specify SQL-defaulting logic to calculate the sum of the three number
fields, asfollows:

select nvl (' [REQD.P.V_1]',0) + nvl('[REQD.P.V_2]"',0) +
nvl (' [REQD.P.V_3]',0),
nvl (' [REQD.P.V_1]',0) + nvl('[REQD.P.V_2]',0) +
nvl (' [REQD.P.V_3]1"',0)

from dual

Create an advanced “Apply before save” rule with a dependency on when

the sum field is greater than 100.

U|Fﬂﬂ6|0@02showMessage('The sum of values 1, 2, & 3 cannot
be greater than 100. Currently they sum to [REQD.VP.SUM] .
Please fix before taking WF action.', false);

setFieldStyle ("redBackground")

Specify the three numerical fields in the Results table so that the
background color styleis applied to each of them.

If you configure the Description field with the setting Editable = No from the
Status Dependency tab in the Request Type window, you want the Description
field to become editable when the Priority field is set to “Critical”.

To do this, you must configure the following rule:

Event: Apply on field change

Dependency: priority = "Critical"

RulelogiC: setFieldEditable (true)Result Fields: Description
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Creating Advanced Request Type Rules

To create an advanced request type rule:

1.
2.

Log on to PPM Center.

On the Open menu, click Administration > Open Workbench.

The PPM Workbench opens.

On the shortcut bar, click Demand Mgmt > Request Types.

The Request Type Workbench opens.

Open arequest type for which you want to create an advanced rule.

In the Request Type window, click the Rules tab.

. Click New.

The Request Type Rules window opens.

' Rules Window u‘

Rule Name:

Description:
Enabled? @ Yes (&) No
Rule Event: | Apply on creation - Process subsequent rules? @ Yes (7) No
(if an event triggers multiple rulez, they are proceszed in sequential

Rule Type: | Simple Defaults - order. Gheck 'No' above if you do not want subseqguent rules to be
: . procezzed after thiz rule compietes.)

rDependencies
Department: -
Application: I El
rResults
Workflow: I Bl
Asgigned To: I [&f
Assigned Group: I E

[ ok |[ add |[ cance

[Reaoy
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7. Inthe Rule Name field, type a name for the rule.
8. Inthe Description field, you can type a short description of the rule.
9. Toimplement thisrule, for Enabled?, leave Yes selected.

10. To specify the event to trigger the rule, from the Rule Event list, select an
event. For a description of selectable events, see Rule Event Behavior on
the Request Details Page on page 192.

11. From the Rule Type list, select Advanced.
A warning is displayed.

Click Yes to continue. The Request Type Rules window switchesto
advanced mode.

N
Rules Window @
Rule Name:
Description:
Enabled? @ Yes ) No
Rule Event: .ADDW on creation = Process subsequent rules? (@ Yes () No
. . (If 3n event tniggers multiple rules, they are proceszed in 2equential
Rule Type: | Advanced - order. Gheck Wo® above if you do not want subzequent nuies to be
- ) proceseed after thiz rule compietes. )
Dependencies
Field Name Condition
Results
Result Fields: B
Logic: | SQL Default - g
Field Name Column  Token ' '
< 1l »
[ ok ][ ada ][ cancel
Ready
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12. If the results of the new rule might trigger rules defined for the same event
(same dependency) that occur later in the rules sequence, and you want to
prevent that from occurring, for the Processing cascading rules? option,
select No.

13. To set up adependency:
a. Inthe Dependencies section, click New.

The Dependencies window opens.

Dependencies Window &J
Field: || Field Type:
Validation Mame:
Visible Token:
Token:

Condition: iz null =
[ ok ][ ada ][ cancel
Ready

b. UsetheField list to select afield to trigger the rule.

‘., After the Validate window opens, expand it to the right so that you can view all
displayed columns.

0 You cannot configure request default rules to trigger from a multiple select
auto-complete. Do not select a multi-select auto-complete field.

After you select afield, the following read-only fields are popul ated:
e Field Type. Thisfield displays the type of field you selected.

e Validation Name. Thisfield displays the type of validation (such as
CRT - Assigned To - Enabled) for the field you selected.

e Visible Token. Thisfield displays the name of the visible token
(such asreQ.ass1eNED TO NaME) for the selected field.
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e Token. Thisfield displays the name of the token, (such as
REQ.ASSIGNED TO USER_ID) for the selected field.

The field you select determines which items are available in the
Condition list.

. From the Condition list, select one of the following:

e A condition such asis null, or contains any value.

e A condition to use to compare the value in the selected field with a
constant, which you must then specify.

e A condition to use to compare the value in the selected field with a
value in adifferent field, which you must then specify.

Dependencies Window &J

Field: |kaﬂ oW Field Type: Request Header Types
Validation Name: CRT - Workflows - Restricted
Visible Token: REQ WORKFLOW_NAME
Token: REQ.WORKFLOW_ID

Condition: | is null - ,

[
contains any value

is equal to

is not equal to

is greater than

is greater than or equal to

i less than [ ok ][ g || cancel
is less than or equal to

Ready

. If you selected a condition other than is null or contains any value, then

from the list displayed to the right, either leave constant value selected
or select another field value.

If you specify a numeric field, make sure that you always use.

e. Do one of the following:

e |f you selected constant value, then in the value field, type the
value to compare to the field value. (Depending on the field, the
Value field might be alist, an auto-complete, or text box.)
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If your PPM Center instance supports multiple languages, and you
specify a numeric field as a dependency, make sure that you always use
English format to specify field values.

@ Example: Suppose a request type includes a numeric field, and you want
to create a rule that triggers an event if the field is set to the constant
value 1234.56. In this case, make sure that you use the English variant
without a group separator.

Dependencies Window @
Field: | Priority] El Field Type: Request Header Types
Validation Mame: CRT - Priority - Enabled
Visible Token: | REQ.PRIORITY_NAME
Token: REQ.PRIORITY_CODE
Condition: | is equal to )  constantvalue )
value: [Low v
[ ok ][ Ada ][ cancel |
Ready

e If you selected another field value, then use the Field auto-complete
to select the field for value comparison.

If your PPM Center instance supports multiple languages, and the other
@ field value you specify is a numeric field, make sure the values for the
other field use English format.

.
Dependencies Window @
Field: [ Priority] El Field Type: Request Header Types
Validation Name: CRT - Priority - Enabled
Visible Token: REQLPRIORITY_NAME
Token: REQLPRIORITY_CODE
Condition: | is equal to -: :anotherﬂeldvalue -:
Field: El Field Type:
validation Name:
Visible Token:
Token:
[ ok |[ ada || cance
Ready
f. Click OK.

The dependency you created islisted in the Dependencies table.
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14. In the Results section of the Rules window, click New.

The Results window opens.

r Results Window @1

Field: || B
Field Type:

Validation Name:
Visible Token:
Token:

| ok || Ada || cancel |

|Read}.r

“ 4

15. Usethe Field auto-complete to select afield that the rule isto either
automatically populate or for which it isto change an attribute such as

read-only or hidden.

16. To close the window, click oK. Alternatively, if you want to specify
another field, click Add, and then repeat step 15.

The Result Fields table lists the fields you selected.

Rules Window
Rule Name:
Description:
Enabled? @) Yes ©) No
Rule Event: | Apply on creation - Process subsequent rules? (@ Yes (0) Mo
(I an event friggers multiple rules, they sre processed in sequentis!
Rule Type: | Advanced - order. Check 'No' above if you do not want subsequent rules fo be

processed after this mule completes |

rDependencies

Field Name Condition
Requested By: |contains any value
Request Group |contains any value
MNew E Remove
rResults
Result Fields: ) )
Logic: | 0L Default - g
Field Name Caolumn Token
Company: 1 REQ.COMPANY -
2 RECQL.COMPANY_NAME =
Contact Name 3 REQ.CONTACT_MNAME_ID
- 4 REQLCOMTACT MAME s
4 L *
MNew Remove
Ready
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17. To specify arule that controls the behavior of the field(s) listed in the
Result Fields table, do one of the following:

e To specify an SQL-based rule that populates the fields:
i. IntheLogic list, leave SQL Default selected.

i. IntheLogic field, typethe SQL statement that isto load valuesinto
the field(s) you added to the Result Fields table section.

Each serecT value isloaded into its corresponding column in the
Results table in order. The system validates the SQL statement to
ensure that it contains the correct tokens: [sys] tokens, [aAs]
tokens, or tokens of fields present in the Dependencies section. If
the SQL statement isinvalid, an error message is displayed.

e To specify aJavaScript-based rule that changes field behavior (for
example, showM essage, setFieldRequired, or setFieldVisible) but does
not populate fields with values:

i. IntheLogic list, select Ul Rules.

i. IntheLogic field, type the JavaScript function.

For the purposes of validation, you cannot just type any JavaScript in the
0 Logic text box (in the Rules window). You must use a function defined in

the RequestRulesSystemLibrary. js file orin the

RequestRulesUserLibrary.js file.

To view a list of the available JavaScript functions, their descriptions,
syntax, and usage, to the right of the Logic list, click ?. This list

"" automatically includes all functions defined in both the
RequestRulesSystemLibrary.js and
RequestRulesUserLibrary.js files.

18. Click oK.

19. Click save.
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SQL Rules: Using Functions of KNTA_USER_UTIL Package
You can use KNTA_USER_UTIL functionsto enable the following features:

e Copying Date Field Value

e Converting Request Parameter or Request Detail Parameter to Number

KNTA_USER_UTIL Functions

The KNTA_USER_UTIL package includes the following functions:

® KNTA USER UTIL.to char(user, option, dateObject)

This function converts a date object to a String according to the specified
user’ sregional settings.

Thereturn typeis string.

This function takes the three parameters listed in the following table:

Parameter Type Description
user String Current user. For example, [SYS.USERNAME]
. i Date format option.
option String )
Valid values: LONG, MEDIUM, SHORT
Result of KNTA USER UTIL.to date and
, Date (Oracle | KNTA USER UTIL.next date, or result of
dateObject — - —

date object)

Oracle built-in functions like sysdate, to_
date (), add _months (), and so on.

® KNTA USER UTIL.to date(user, option, dateString)

This function converts a date string to an Oracle date object according to
the specified user’s regional setting.

Thereturn type is Oracle date object.
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This function takes the three parameters listed in the following table:

Parameter Type Description
user String Current user. For example, [SYS.USERNAME]
, ) Date format option.
option String .
Valid values: LONG, MEDIUM, SHORT
Date string of the specified user's default date
String (of a format. Use [REQD.VP.FIELDNAME] of a
dateString | specific date | date field for this parameter.
format) Note: Date Time and Time validation fields are

not supported.

KNTA USER UTIL.next date (user,

option, dateString, dateGap)

Thisfunction coverts adate String to an Oracle date object according to the
specified user’ sregional setting. Users can change the date to another using

adate gap.

The return type is Oracle date object.

This function takes the four parameterslisted in the following table:

Parameter Type Description
user String Current user. For example, [SYS.USERNAME]
. ) Date format option.
option String )
Valid values: LONG, MEDIUM, SHORT
Date string of the specified user’s default date
String (of a | format. Use [REQD.VP.FIELDNAME] of a date
dateString | specific field for this parameter.
date format) | Note: Date Time and Time validation fields are
not supported.
Set the date to several days after if the dateGap
dateGap Integer value is a positive integer, or several days

before if the dateGap value is a negative
integer.
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® KNTA USER UTIL.tonumber (string)

This function fetches and converts a String to a Number in English format
(withcomma*,’ asthousandths separator and dot * . as decimal
separator). For example, 12,123,123.12.

Apart from not taking session NL S into account, this function is similar to
the system function to_number.

The return type is number.

This function takes one parameter as described below:

Parameter Type Description

string String (of a value) A string of value.

Copying Date Field Value

To enable formatting dates based on users’ current regional settings when
copying date field values, you can use KNTA_USER_UTIL functionsin
request type SQL defaulting rules:

® KNTA USER UTIL.to char(user, option, dateObject)
® KNTA USER UTIL.to date(user, option, dateString)
® KNTA USER UTIL.next date(user, option, dateString, dateGap)

Following are examples of SQL defaulting rules with SQL-default logic using
KNTA_USER_UTIL functions:

e Tocopy avauefrom DATEL field to DATE2 field.
DATE1: Date (Long) validation
DATE2: Date (Long) validation
Specify SQL defaulting rule as follows:

Select KNTA USER UTIL.to
date (' [SYS.USERNAME] ', 'LONG', ' [REQD.VP.DATEL] '),
' [REQD.VP.DATE1] ' from dual
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e Tocopy avalue from DATE1 field to DATE2 field.
DATE1: Date (Medium) validation
DATE2: Date (Long) validation
Specify SQL defaulting rule as follows:

Select KNTA USER UTIL.to_
date (' [SYS.USERNAME] ', 'MEDIUM', ' [REQD.VP.DATE1] '),
' [REQD.VP.DATE1] ' from dual

Where

O KNTA USER UTIL.to
date (' [SYS.USERNAME] ', '"MEDIUM', ' [REQD.VP.DATE1l] ") isusedto
parse a“medium” date string to a date object

o Thevevauein ' [rREQD.VP.DATEL] ' iSparsed by the validation.
Therefore, there is no need to parse it with an additional SQL
statement.

Another example:

DATE1: Date (Long) validation

DATE2: Date (Short) validation

Specify SQL defaulting rule as follows:

Select KNTA USER UTIL.to
date (' [SYS.TUSERNAME] ', 'LONG', ' [REQD.VP.DATE1] '),
' [REQD.VP.DATE1] ' from dual

Where

O KNTA USER UTIL.to
date (' [SYS.USERNAME] ', 'LONG', ' [REQD.VP.DATE1] ') isused to
parse a“long” date string to a date object

o Thevevauein ' [rREQD.vP.DATEL] ' iSparsed by the validation, and
there is no need to parse it with an additional SQL statement.
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To copy avalue from DATE1 field to TEXT1 field
DATEL: Date validation

TEXT1: Text Field

Specify SQL defaulting rule as follows:

Select '[REQD.VP.DATE1l]','[REQD.VP.DATEl]' from dual

To copy avalue from TEXT1 field to DATE1 field
DATE1: Date validation
TEXT1: Text Field

Depending on the regional settings, the TEXT1 value must be of one of the
following user default date formats: 1.oNG, SHORT, Of MEDIUM.

In this case, the r.ong format option is used.
Specify SQL defaulting rule as follows:

Select KNTA USER UTIL.to
date (' [SYS.USERNAME] ', 'LONG', ' [REQD.VP.TEXT1] '),
' [REQD.VP.TEXT1] ' from dual

To copy avalue from DATE1 field (with datecap Of +10) to DATE2 field
DATE1: Date (Long) validation

DATE2: Date (Long) validation

Specify SQL defaulting rule as follows:

Select KNTA USER _UTIL.next

date (' [SYS.USERNAME] ', 'LONG', ' [REQD.VP.DATE1]',10) , KNTA
USER_UTIL.to_char('[SYS.USERNAME] ', 'LONG', KNTA USER
UTIL.next

date (' [SYS.USERNAME] ', 'LONG', ' [REQD.VP.DATE1]',10),) from
dual

To copy avalue from DATE1 field (with datecap Of -10) to DATE2 field
DATE1: Date Format (Long) validation
DATE2: Date Format (Long) validation
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Specify SQL defaulting rule as follows:

Select KNTA USER _UTIL.next

date (' [SYS.USERNAME] ', 'LONG', ' [REQD.VP.DATE1] ', -10), KNTA
USER _UTIL. to_char (' [SYS.USERNAME] ', 'LONG', KNTA USER__
UTIL.neXt_date (' [SYS.USERNAME] ', 'LONG', ' [REQD.VP.DATE1] "', -
10),) from dual

Limitations

Thisfeature is subject to the following limitations:

e |t appliesto Date Format only. Make sure to set Time Format to None.

I3 validation : Untitled1 [=n Eh )
MName: Reference Code:
Description:
Enabled: Use in Workflow?
Component Type: .Date Field -
Date Format: ;Med.iurn > | TErFrr=s :None e

e HP strongly recommends using the ve value instead of the p value in SQL
defaulting rules. Because the token engine replaces p object value with its
tostring () results, the p date object becomes a string similar to
2011-07-12 00:00:00 (JVM determines the format). This unexpected
date string from p date object may cause errors.

e The SQL defaulting rulesusing xnTa_user_uTIL functions do not support
the following regional settings:

o English (India)
o Chinese (Singapore)
Converting Request Parameter or Request Detail Parameter to Number

To enable converting request parameter or request detail parameter to number,
you can use the new KNTA_USER_UTIL function in request type SQL
defaulting rules:

KNTA USER_UTIL. tonumber (string)
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Example 1

PPM Center changes Oracle session parameter according to the regional
settings and saves values for fields in CODE parameter (PARAMETER
COLUMN), not in MEANING (VISIBLE_PARAMETER column). If you
have users coming from countries that use non-English format numbers, for
example, using comma as decimal separator, they may encounter invalid
number error when they perform portlet queries that involve system function
to_number and VISIBLE_PARAMETER column values.

In this case, as administrators, you can write SQL queries similar to the follows
for them using the kNTA USER UTIL.tonumber function, which alwaysfetches
CODE parameter values:

SELECT sum (KNTA USER UTIL.tonumber (NVL (krv.parameter25,'0')))
FROM kcrt requests v krv
WHERE 1=1

Example 2

If you want to make value of Field3 equal to the result of Field1 multiplying
Field2, use the following SQL rule:

Select KNTA_USER_UTIL.tonumber('[REQD.P.Fieldl] ')*KNTA_USER_
UTIL.tonumber (' [REQD.P.Field2] '),KNTA_USER_

UTIL.tonumber (' [REQD.P.Fieldl] ')*KNTA_USER_

UTIL.tonumber (' [REQD.P.Field2] ') from dual
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Configuring Commands for Request Types

Request types can have many commands, and each command can have many

command steps. A command can be viewed as a particular function for a

request. Copying afile can be one command, and checking that fil

einto

version control can be another. To perform these functions, a series of events

must take place. These events are defined in the command steps.

An additional level of flexibility isintroduced when some commands must

only be executed in certain cases. Thisis powered by the condition field of the

commands and is discussed in Command Conditions on page 229.

Adding Commands fo Request Types

To add commands to request types:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.
The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Commands tab.

RequestType Generic Request o |-G S
Request Type Name: |Generic Requesq Reference Code: | _GENERIC_REQUEST
Creation Action Name: |Generic Request
Request Header Type: [Default
Category: -
Extension: -
Description: | General-purpose request tracking
Meta Layer View: |MREQ_ GENERIC_REQUEST
Max Fields: |50 v |Enabled: @) Yes 7 No
Felds | tayout | Display Columns | Request Status | Status Dependencies | rues
Commands } Sub-Types I Workflows User Access I Notifications I I Ownership Help Content I Resources
Commands ommand Step:
Command  Condition Descrip{|| Command Description
4 m » 4 3
eatnd | oy oo | [ remove | A
Ready
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4, Click New Cmd.

The New Command window opens.

Nechrmmand @
Command |
Condition:
Description:
Timeout (s): 90
Enabled: @ Yes ) No
Steps:
| Tokens || speciaicma || snowpesc | [ ok J[ adu ][ cance
‘Ready

5. Provide the following information:
a. Inthe Command field, type a name for the command.

b. Inthe Condition field, you can type a condition that determines whether
the command steps are executed. (For more information, see Command
Conditions on page 229).

¢. Inthe Description field, you can type a short description of the
command.

d. Inthe Timeout(s) field, to change the amount of time the command can
run before its process is terminated, replace the default (90 seconds)
with adifferent value (in seconds).

) The Timeout(s) value is used to abort commands that hang or take too long
to run.

e. To disablethiscommand, for the Enabled option, select No. Otherwise,
leave Yes selected.
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f. Inthe Steps field, type the command code.
To help compose the command, you can do the following:

e Click Tokens to open the Token Builder and select tokens to add to
the command.

e Click special Cmd to open the Special Command Builder and select
preconfigured commands to add.

e Click show Desc to display the Description field, in which you can
type a description of the command.

6. Click oK.
The Commands tab lists the new command.

7. Click oK.

Editing Commands of Request Types

To edit acommand on arequest type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Commands tab.
4. Click Edit Cmd.

The Edit Command window opens.

5. Select the command to edit.
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6. Complete the fields described in the following table.

8.

Field Name Description
Command Simple name for the command.
Condition that determines whether the steps for the
Condition command are executed or not. (See Command Conditions
for more information).
Description Description of the command.
Amount of time the command can run before its process is
Timeout(s) terminated. This setting is used to abort commands that
are hanging or taking too long to run.
Enabled? Indicates whether the command is enabled for execution.
Click oK.

The commands tab now lists the edited command.

Click ok.

Copying Commands in Request Types

To copy acommand in arequest types:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

Open arequest type.

In the Request Type window, click the Commands tab.

Select the command to copy.

Click Copy Cmd.

Click oK.
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Deleting Commands in Request Types

To delete acommand in arequest types:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Commands tab.
4. Select the command to delete.
5. Click Remove.

6. Click OK.

Command Conditions

In some cases, you might have to run a different set of commands depending
on the context of execution. Y ou can use conditional commands to achievethis
flexibility. The Condition field for acommand is used to define the situation
under which the associated command steps execute.

Conditions are eval uated as boolean expressions. If the expression evaluates to
true, the command is executed. If false, the command is skipped and the next
command is evaluated. If no condition is specified, the command is always
executed. The syntax of aconditionisidentical to the WHERE clause of a SQL
statement, which alows enormous flexibility when evaluating scenarios.
Table 5-7 lists some example conditions.

) Be sure to place single quotes around string literals or tokens used to evaluate strings.
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Table 5-7. Example conditions

Condition Evaluates to

BLANK Command is executed in all situations.
‘[P.P_VERSION_LABEL]" | Command is executed if the parameter with the token
IS NOT NULL P _VERSION LABEL in the package line is not null.
‘[DEST _ ) o

ENV ERVRONVENT. | ST s xeeued uhen e destnaton
NAME]' = ‘Archive’ '
‘[AS.SERVER_TYPE_ Command is executed if the application server is
CODE] = ‘UNIX’ installed on a UNIX® machine.

The condition can include tokens. For detailed information about using tokens,
see the Commands, Tokens, and Validations Guide and Reference.

Configuring Sub-Types for Request Types

To classify arequest type further, you can use sub-types. For example, a
request type for software bugs might list each of the software applications
supported by the IT organization as sub-types.

Adding Sub-Types to Request Types

To add sub-types to the request type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
The Request Type window opens.
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3. Inthe Request Type window, click the Sub-Types tab.

[%] Request Type : Generic Request = B .
Request Type Name:  Generic Request Reference Code: | _GENERIC_REQUEST
Creation Action Name: Generic Request
F Request Header Type: |Defau\t E=
Category: -
.
Extension: -
Descaription: | General-purpose request fracking
Meta Layer View: [MREQ_ GEMNERIC_REQUEST
Max Fields: | 50 + Enzbled: @ Ves ) N
Fields Layout ] Display Columns 1 Request Status Status Dependencies l Rules
Commands Sub-Types I Workflows l User Access 1 Motifications l Ownership Help Content l Resources
Sub-Type Mame Description Enabled
New Edi Remove
«
Ready
4. Click New.

The Request Sub-Type window opens.

Request Sub-Type: New

Sub-Type Name:
Description:

Enabled: @ Yes () No

[ ok |[ add |[ cancel |

P.eady

5. Complete the fields described in the following table.

Field Name

Description

Sub-Type Name

The name of the sub-type.

Description

A description of the sub-type.

Enabled

Select to make the sub-type available to the system.
Select Yes to make the sub-type available to the system.

6. Click OK.

7. From the Sub-Types tab, click OK.
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Editing Sub-Types for Request Types

To edit a sub-type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
The Request Type window opens.
3. Click the Sub-Types tab.
4. Select a subtype, and then click Edit.
The Request Sub-Type window opens.
5. Complete the fields described in the following table.

Field Name Description

Sub-Type Name Name of the sub-type.

Description Description of the sub-type.

Enabled Select Yes to make the sub-type available to the system.
6. Click OK.

7. Onthe Sub-Types tab, click OK.

Deleting Subtypes from Request Types

To delete subtypes from a request type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
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3. Inthe Request Type window, click the Sub-Types tab.
4. Select the sub-type to delete, and then click Remove.
5. Click oK.

Configuring Request Types to Work with Workflows

Y ou can set up request types to work with all workflows, or with only selected
workflows.

Adding Workflows to Request Types

To add workflows to the request type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.

3. Inthe Request Type window, click the Workflows tab.

Requesi Type : Generic Request = [E |5
Request Type Name:  Generic Request Reference Code: |_GEMERIC_REQUEST
Creation Action Name: Generic Request

Request Header Type: [Default
Category: I -
Extension: I b
Description: | General-purpose request racking
Meta Layer View: MREQ_ GEMERIC_REQUEST
Max Fields: :50 - Enabled: @) Yes () No
Fields 1 Layout Display Columns 1 Reguest Status I Status Dependencies I Rules
Commands 1 Sub-Types Workflows } User Access 1 Motifications 1 l Ownership Help Content I Resources

Selectwhich Workflows can be used with this Request Type. Allow all Workflows or limit by adding the
Workflows to the table below.
All Workflows are allowed for this Request Type
Workflow Name Description Waorkflow Enabled
Res
Faady
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4. Do one of the following:

e Tolet al workflows use this request type, select the All Workflows are
allowed for the Request Type option.

e To specify the workflows that can use the request,
i. Clear the All workflows are allowed for the Request Type option.
i. Click New.
The Workflow window opens.
ii. Intheworkflow field, select aworkflow.
iv. Click OK.

5. From the workflow tab, click OK.

Deleting Workflows from Request Types

To delete workflows from the request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the workflows tab.
4. Select aworkflow to delete, and then click Remove.

5. Click oK.
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Configuring Participants for Requests

This section provides instructions on how to give users different levels of
access to requests of a given type.

Adding Request Participants to a Request Type

To add request participants to a request type:
1. Log onto PPM Center.
2. Onthe Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Demand Mgmt > Request Types.
The Request Type Workbench opens.
4. Open arequest type.

Configuring Request Types and Request Header Types 235



236

5. In the Request Type window, click the User Access tab.

Request Type Name:

Creation Action Name:

Request Type : DEM - Application Enhancement

DEM - Application Enhancement

Request an Application Enhancement

o ferfEs

Reference Code: |_DEM_APPLICATION_ENHANCEMENT

Request Header Type: [DEM - Application Enhancement E
Category:
Extension: [ hd
Description: | Application Enhancements should be used to request new functionality in IT current applications
Meta Layer View: |[MREG_ DEM_APPS_ENHANCEMENT
Max Fields: | 50 + Enzbled: @ Ves ) N
Fields 1 Layout l Display Columns 1 Request Status I Status Dependencies l Rules
Commands 1 Sub-Types 1 Workflows User Access I Motifications 1 l Ownership Help Content l Resources
This tab configures participants of a request type. Participants can then be given specific access rights to the request type, user license and access
grant checks still applies on top of these settings.
Mote: Some rights are dependent on others. For example: View seftings are automatically applied to users with other capabilities.
Participant Create View Edit Cancel Delete
All Users [ & & [ [
Workflow Security ¥] ¥ Il ]
Created By il ] Il L]
Custom Token: [REQ.CONTACT_MNAME] il [V | |
Security Group: (REFERENCE) PPM Administrator ¥ [l [l [l ]
Security Group: PPM Administrator ¥ [l [l [l [l
Security Group: PPM Demand Management Administrator [v] [ [ [ [
Security Group: PPM Deployment Management Administrator El | | | |
Security Group: PPM Project Manager Ell [ [ [ &
Security Group: PPM User [V 10 Il I Il
Security Group: PPM User Admin El &l &l &l |
Standard Token: [REQLASSIGNED_TO_GROUP_ID] ] [¥] [ [
Standard Token: [REQ.ASSIGNED_TO_USER_ID] ] ] I (1
] Rows cannot be removed. Remove
Ready
6. Click New.
i - [ =
Participant Security —
Enter a Security Group Name -
Security Group: I EE
Security Type: | Security Group Name

Tokens OK Add

|Re ady
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7. To specify the request type participants, do one of the following:
e To specify one or more security groups to act on the workflow step:

i. Fromthelist at the top of the window, select Enter a Security Group
Name.

i. Usethe Security Group auto-complete to select one or more
security group names.

ii. Click Add.
e To authorize one or more individual usersto act on the workflow step:
i. Fromthelist at the top of the window, select Enter a User Name.
i. UsetheUser Name auto-complete to select one or more user names.
ii. Click Add.

e Toauthorize user or security groupsto act on the workflow step using a
standard token (that resolvesto alist users or security groups):

i. From thelist at the top of the window, select Enter a Standard
Token.

i. Usethe Standard Token auto-complete to select a standard token
that returns the resources you want to act on the workflow step.

ii. Click Add.

The value displayed in the Security Type field is based on the token
you selected. To add another token, repeat step i through step iii.

) For information about standard tokens and how to use them, see the
Commands, Tokens, and Validations Guide and Reference.

e To specify a user-defined token that resolvesto alist users or security
groups:

i. Fromthelist at the top of the window, select Enter a User Defined
Token.
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V.
V.

Vi.

i. If thetoken has aready been defined, then in the User Defined

Token field, type the token name. Otherwise, to open the Token
Builder and define a new token that returns the resource(s) you
want to act on the workflow step, click Tokens.

For information about how to use the Token Builder to create
user-defined tokens, see the Commands, Tokens, and Validations Guide
and Reference.

In the Security Type list, select the security type to which the token
resolves.

Click Add.
To add another user-defined token, repeat step ii through stepiv.

Click oK.

The User Access tab lists the selected participants.

8. Add the attributes for the participant.

Attributes are attached to a participant by clicking Create, View, Edit,
Cancel, Or Delete.

9. Onthe User Access tab, click OK.

Editing Participants on Request Types

To edit participants of arequest type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.

The Request Type Workbench opens.

2. Open arequest type.

3. Inthe Request Type window, click the User Access tab.

4. Select a participant to edit, and then click Edit.

The Participant Security window opens.
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5. Edit the attributes for the participant.

Attributes are attached to a participant by clicking Create, View, Edit,
Cancel, Or Delete.

6. Onthe User Access tab, click OK.

The changes to the request type are saved.

Deleting Participants from Request Types

To delete participants from the request type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the User Access tab.
4. Select a participant to delete, and then click Remove.

5. Click OK.

Configuring View and Edit Access Grants for Request Creators

The View and Edit access grants for the creator of arequest are configurable.
Y ou can restrict the creator’ s permissions on areguest by configuring these
access grants.

Thisistypically used in scenarios like the following:

e Therequest creators are assigned a new role that should not have enough
permission to view or edit the requests they created.

e You delegate the creation of arequest to someone who should not be able
to view or edit the request after it is created.
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To configure the View and Edit access grants for the creator of arequest,
1. Open PPM Workbench, and then select Demand Mgmt > Request Types.
The Request Type Workbench opens.
2. Open the corresponding request type.
The Request Type window opens.

3. Click the User Access tab. Note that the View and Edit access grants for
the Created By participant are configurable.

4. Select or clear the checkboxes for these access grants according to your

Feds | Laveut Display Cahumns | Request Status Status Dependenses Fudes
Commards SiTrmes | Werkfiows Liser Acceas | Motificatirs Curershin et Cortent | Resrces

This tab configures pamicipants of a requestype. Pamaipants can hen be given specific ccess rights 10 the requesttype, user icense and access
grant checks slill applies on lop of hese seflings.
Mol Some nghts ane decendsant on oifers. For examale: View Sellings ane aufomatically apoied & users wih ofber capabilibes

Farticipant Craate Viaw Edit Cancel Detats
(A Users 7]
-

By default, the view and Edit access grants are selected.

If you uncheck these two access grants, the request creator cannot view or
edit the request unless other security settings provide the creator with the
View and Edit access grants to the request.

Currently, this enhancement is only available for PPM Center version 8.03,
) version 9.10 and later. Request types migrated from other versions do not support
this feature.
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Configuring Import and Export of Requests

This section provides instructions on how to enable users to import requests
from XML files aswell as export requests to XML files.

Configuring an XML Importable Request Template

An XSLT template is necessary for importing XML filesto create new
requests or update existing requests.

XSLT Templateisastandard XSL file that is used to convert a XML file of
user-defined format to an XML datafile of PPM format as PPM Center can
accept PPM format XML datafile only.

Developing an XSL File

If you want to import arequest from an XML file with your own format, you
need to develop an XSL file to convert the user-defined format file to a PPM
format XML datafile.

Y ou may refer to the following XSD file to develop your own XSL file:

<?xml version="1.0" encoding="utf-8"?>
<xs:schema attributeFormDefault="unqualified" elementFormDefault="qualified"
xmlns:xs="http://www.w3.0rg/2001/XMLSchema" >
<xs:element name="requests">
<xs:complexType>
<XS:sequence>
<xs:element minOccurs="0" maxOccurs="unbounded" name="request">
<xs:complexType>
<XS:sequence>
<xs:element minOccurs="1" maxOccurs="1" name="requestType"
type="xs:string"/>
<xs:element minOccurs="0" maxOccurs="unbounded" name="field">
<xs:complexType>
<XS:sequence>
<xs:element minOccurs="0" name="token" type="xXs:string"/>
<xs:element minOccurs="0" name="tableValue">
<xs:complexType>
<XS:sequence>
<xs:element minOccurs="0" maxOccurs="unbounded"
name="tableColumn" >
<xs:complexType>
<XS:sequences>
<xs:element minOccurs="0" name="columnToken"
type="xs:string"/>
<xs:element minOccurs="0" maxOccurs="unbounded"
name="cellValue" type="xs:string"/>
</xs:sequence>
</xs:complexType>
</xs:element>
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</xs:sequence>
</xs:complexType>
</xs:element>
<xs:element minOccurs="0" name="value" type="xXs:string"/>
</xs:sequence>
</xs:complexType>
</xs:element>
</xs:sequence>
</xs:complexType>
</xs:element>
</xXs:sequence>
<xs:attribute name="date format" type="xs:string" use="optional"/>
</xs:complexType>
</xs:element>
</xs:schema>

This XSD file defines the XML format accepted by PPM Center’'s generic request

) import operation. When you develop an XSL template, make ensure that the XML file
generated using the XSL template conforms to the format defined by the XSD file. Do
not use this file as a template directly.

If you import arequest from an XML file without providing any XSL template,
you need to ensure that your XML file conform with the format of PPM XML
datafile.

Configuring an XSLT Template

When exporting arequest, you can definean XSLT template to convert the raw
data XML file to the desired format, such as XML, HTML, Text, and CSV.
The XSLT template is a standard XSL file, it can convert the raw XML data
filein PPM format.

For more technical details about the format of PPM XML datafile, seethe
XSD file described in Developing an XSL File on page 241.

To configurean XSLT template,
1. Log onto PPM Center.
2. Onthe Open menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Configuration > Validations.

The Validation Workbench opens.
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4. Click List, then locate and open the XML Importable Request Template
validation.

The Validation: XML Importable Request Template window opens.
5. Click New.
The Add Validation Vaue dialogue box opensto Vaue Information tab.

6. On the Value Information tab, provide values for required Code and
Meaning fields and optional field Desc as necessary.

Thevalue of Meaning field will be displayed in the drop-down list for XSLT
Template field on the Import Request from XML page.

7. To usethis new template, for the Enabled? field, leave it selected.

8. If you want to set this new template default, select the checkbox for Default
field. Otherwise, leave it empty.

For more information about the fields in the Add Validation Value
dialogue box, see the Configuring Static List Validations section of the
Commands, Tokens, and Validations Guide and Reference.

9. Click the User Data tab.
10. Click Add.

The Add Document dialog box opens.

Add Validation Value [ =

Value Information User Data l

¥SLTFile  (no document attached) Add

Add Docume...|_ %

File:
" [amme)

Author:| User, Admin
Description:

[ ok |[ ada |[ cance

|Ready

11. Do the following:
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a. Click Browse to locate and select the XSLT file you want to add.
Normally it isthe file you developed in Developing an XSL File
on page 241.

b. Inthe Description field, you can type a short description for the XSLT
file.

c. click Add.

12. To add more values and keep the Add Validation Value window open,
click Add.

13. To save your changes and close the window, click OK.

Exporting Requests to XML Files

Exporting arequest to an XML file of a specific format involves the following
tasks,

1. Enabling Report Type (REFERENCE) Export Request Report
2. Configuring an XML Exportable Request Template

Enabling Report Type (REFERENCE) Export Request Report

To facilitate exporting arequest to XML of aspecific format, anew report type
(REFERENCE) Export Request Report isadded. Thisreport type enables you to
export arequest report to a specific format.

To enable the report type,
1. Log onto PPM Center and launch the PPM Workbench.
2. On the shortcut bar, click Configuration > Report Types.
The Report Type Workbench opens.

3. Click List, then locate and select report type (REFERENCE) Export Request
Report.

4. Click Copy.

The Copy Report Type window opens.
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5. Type aReport Type Name. For example, sample Report.
6. Click Copy to continue.
7. When prompted, click Yes.

The Report Type: <Report Type Name> window opens.

Report Type - Sample Report [=a= =
Report Type Mame: |Sample Report
Reference Code: SAMPLE_REPORT
Description: Export Request Report

Requires License: Demand Management - Enabled: @ Yes No
Report Category: [Demand Management El
Fields l Layout| Commands | Security| Ownership |
Prompt Token Parameter Col. Display.. Component Type Validation
Request D |[TARGET_REQ... |PARAMETER1 |v |#uto Complete List  |CRT - Request List
Template  [TEMPLATE |PARAMETERZ |¥ |Auto Complete List |XML Exportable Request Template By Rl
4 T 3
MNew Edit R

| OK H Save H Cancel

|Ready

8. For the Enabled field, select Yes.

9. Configure other fields or options as necessary.

10. Click oK.

Configuring an XML Exportable Request Template
To configure a specific format template for exporting a request to,

1. From the Validations Workbench, select validation XML Exportable
Request Template.

2. Click New.
The Add Validation Value dialogue box opensto Vaue Information tab.
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3. Onthe Value Information tab, provide values for required Code and
Meaning fields and optional field Desc as necessary.

Thevalue of Meaning field will be displayed in the drop-down list for XSLT
Template field on the Import Request from XML page.

4. To usethis new template, for the Enabled? field, leave it selected.

5. If you want to set this new template default, select the checkbox for Default
field. Otherwise, leave it empty.

For more information about the fieldsin the Add Validation Vaue
dialogue box, see the Configuring Satic List Validations section of the
Commands, Tokens, and Validations Guide and Reference.

6. Click the User Data tab.
7. Do thefollowing:

a. IntheRequest Type ID field, select arequest type ID using the auto-
complete icon.

b. Inthe Content Type field, you can type a short description of the
request type.

c. For XSLT File field, click Add.

The Add Document dialog box opens.

Add Validation Value [ 52

Value Information User Data 1

Request Type ID I
Content Type
X5LT File (Mo Document Attached)

Add Docume...|_ 28

File:
 Cawme

Author: Admin User
Description:

Add Cancel [ 0K H Add H Cancel I

|Ready

i. Click Browse to locate and select the XSLT file you want to add.
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i. Inthe Description field, you can type a short description for the
XSLT file.

jii. click Add.

8. To add more values and keep the Add Validation Value window open,
click Add.

9. To save your changes and close the window, click OK.

Exporting Requests by Running the Special Command

In general, arequest is exported viathe PPM Center report. A new special
command (ksc_export request_as_xml) iSintroduced to generate the
exported file for the report. Setting true indicates report mode.

Report mode example:

ksc_export request as_xml [P.TARGET REQUEST] “[P.TEMPLATE]"”
true [RP.REPORT SUBMISSION ID]

where,

[P.TARGET REQUEST] — ID of the request to be exported.

[p. TEMPLATE] — The template code.

true — Report mode, indicates that the result is exported to report.
[RP.REPORT SUBMISSION ID] — Report submission ID.

Y ou can also use this special command in request mode by integrating it into
your own workflows. In this case, the special command generates the exported
file and pastes the URL of the exported file to a corresponding field on a
specified request. A URL field is necessary for this mode because it shows
more readable file name while referring to the full address of the exported file.

Request mode example:

ksc_export request as xml [P.TARGET REQUEST] “[P.TEMPLATE]"”
false [REQ.REQUEST ID] [REQD.P.RESULT]

where,
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[P.TARGET REQUEST] — ID of the request to be exported.
[p. TEMPLATE] — The template code.

false — Non-report mode, indicates that the URL of the exported fileis
updated to an appropriate field of the request.

[REQ.REQUEST 1D] — ID of the request that contains URL of the exported file.

[REQD.P.RESULT] — Thefield token that contains the URL of the exported file.

When you use the special command in a workflow to export a request, make sure to
) set Workflow Scope to Requests in the corresponding execution step. Otherwise
you will not get an exported file successfully.

Execution [ = ]
Execution I Ownership | | usedmy|
MName |DEM - New Export (‘.“:urlcflow Scope | Requests ) ~
Reference Code |DEM___NEW_EXPORT
Description
Execution Type |Workflow Step Commands * | Workflow Event NOMNE
Validation |WF - Standard Execution Results EH Timeaut Days
New ||Open Icon
Processing Type |Immediate B Enabled: @ Yes No

Page Response @ Finish Execution before displaying the request page to the user

Display the request page immediately while execution is still running

Execution
Command Condition Des||| Command
= exportrequest | | ksc_export_request_as_xml [P TARGET_REQUEST] "[P TEMPLATE]" true [RP REPORT_SUBMISSIOM_ID]

Commands————————————— rommand Steps

4 [ rl 1 b

All =4l | Newcmd EditCmd Copy Cmd rRemove | MM
Verif Language Options... save || cancel

Ready

Configuring Quick Edit and Mass Update

To disable both the quick edit and the mass update features, you can set the
server configuration parameter DISABLE QUICK EDIT MASS UPDATE tO true.
The default valueis false.
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Configuring Resource Tracking

Asarequest is processed through its workflow, it is typically assigned to
severa different userswho areresponsiblefor it at different process stages. For
some types of requests, it isimportant to keep track of all the users who were
assigned on arequest, and optionally, how much time they were expected to
spend, and how much time they actually spent, working on the request. For this
purpose, you can enable resource tracking for arequest type.

For information on how to assign resources by configuring workflow steps, see
) Chapter 3, Configuring Workflows, on page 45.

For information on how to use HP Time Management to track time spent on requests,
see Configuring Request Types for Use with HP Time Management on page 254.

Tracking Resources Assigned to Requests

In HP Demand Management, you can assign aresource to arequest. A request
istypicaly assigned to different resources at different phases of its workflow.

Y ou can configure request types to keep track which resource has been
assigned to arequest, what the scheduled effort is for the resource, how much
work they actually contributed to the request and when by enabling resource
tracking. After you enable resource tracking, you can configure security on the
request type to determine who can edit the list of resources, allocate new
resources, and so on.

The resource tracking information that you enable becomes available to
authorized users based on the access you set for the request type. These
authorized users can maximize the Resources section on the request detail
page to view the information. (Without management capabilities, individual
resources can only update their own actuals on the request details page.)

The Resources section is also controlled by HP Time Management in that, if
resources are logging time sheets for the request, then the actual effort, actual start,
and actual finish come from the time sheet.

) In this case, resources are not allowed to manually change the actuals data directly on
the request; they must go to the respective time sheet(s) to update their actuals. For
more details on how to use HP Time Management in conjunction with requests, see
Configuring Request Types for Use with HP Time Management on page 254.
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To configure resource tracking on requests:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.
The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Resources tab.

4. Select the Track resources checkbox.

Request Type : DEM - Application Enhancement

Creation Action Name: Request an Application Enhancement

Request Type Name: | DEM - Application Enhancement Reference Code: |_DEM_APPLICATION_ENHANCEMENT

[E=8 o )

Request Header Type: |DEM - Application Enhancement
Category: -

Extension: -

Description: | Application Enhancements should be used to request new functionality in IT current applications

Meta Layer View: |MREQ_ DEM_APPS_ENHANCEMENT
Max Fields: | 50 = Enabled: @ Yes &) No
Fields 1 Layout ] Display Columns 1 Request Status I Status Dependencies Rules
Commands 1 Sub-Types 1 Workflows User Access 1 Motifications 1 ] Ownership ] Help Content Resources
[ Use Time Management to track actuals. Track resources. -

E

Enabled fields:

¥ Resource: Validation EH
[[] Scheduled Effort
[0 Actual Effort

[[] Actual Start and Actual Finish

Resource Security

If a user can edit a request, he can update actuals for his
own assignment on the request

The following users can add, remove and edit resource
allocations on the request

@ All users who can edit the request

(7 Specific Users:

User or Group

Activity

m

Ready
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5. Usethe Resource: Validation auto-complete to select the validation to use
for the Add Resource button in the Resources section of the request details

page.

) If you do not specify a validation, then the validation used for the request type’s
Assigned To field is used.

6. To select thefieldsto track for requests of thistype, select any or al of the
following checkboxes:

® Scheduled Effort

A resource who manages the request can use this Scheduled Effort field in
the Resources section of the request detail page to allocate resources. If the
request type also includes the Work Item field group, then this allocation will
) appear as workload for the resource in his Gantt view and in other

visualizations of assignment workload used by project managers or resource
managers. If, in addition, HP Time Management is used to track actuals, then
these allocations will show up in the Expected Hours field on the time sheet
for the allocated resource.

® Actual Effort

® Actual Start and Actual Finish

TheResources section on the request details page will display acolumn for
the resource names, and for each of the fields you selected.

The Resource Security section lets you specify who can manage the
Resources Section on the request details page. (Individual resources can
update their own actuals, if they have access to the request.)
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7. Toalow all users who can edit the request to create, edit, or remove
resources on the request, select the All users who can edit request
checkbox.

e To specify individual resources or security groups who can manage
request resources:

i. Click New.

The Participant Security window opens.

Participant Security X3

Enter a Security Group Name -

Security Group: I E

Security Type: Security Group Name

Tokens OK AOD Cancel

|Re ady

i. To specify the request type participants, do one of the following:

i. To specify one or more security groups to manage request
resources:

v. Fromthelist at the top of the window, select Enter a Security Group
Name.

v. Usethe Security Group auto-complete to select one or more
security group names.

vi. Click Add.
e To authorize one or more individual users to manage request resources.
i. Fromthelist at the top of the window, select Enter a User Name.
i. Usethe User Name auto-complete to select one or more user names.

ii. Click Add.
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e To authorize users or security groups to manage request resources
using a standard token (that resolvesto alist of users or security

groups):

i. From thelist at the top of the window, select Enter a Standard
Token.

i. Usethe Standard Token auto-complete to select a standard token
that returns the resources.

ii. Click Add.

iv. Thevaluedisplayed inthe Security Type field is based on the token
you selected. To add another token, repeat step i through step iii.

) For information about standard tokens and how to use them, see the
Commands, Tokens, and Validations Guide and Reference.

e To specify auser-defined token that resolvesto alist users or security
groups:

i. Fromthelist at the top of the window, select Enter a User Defined
Token.

ii. If thetoken has aready been defined, then in the User Defined
Token field, type the token name. Otherwise, to open the Token
Builder and define a new token that returns the resource(s) you
want to act on the workflow step, click Tokens.

For information about how to use the Token Builder to create
) user-defined tokens, see the Commands, Tokens, and Validations Guide
and Reference.

ii. Inthe Security Type list, select the security type to which the token
resolves.

iv. Click Add.
v. To add another user-defined token, repeat step ii through step iv.
vi. Click OK.

The User or Group field on the Resources tab lists your selection(s).
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Configuring Request Types for Use with HP Time Management

In PPM Center, actuals represent the number of hours a resource has worked
on an activity or request, and the dates on which that work was done. Y ou can
enable tracking of this datain HP Time Management from the Resources tab.
Once you enable the request type for HP Time Management, you can specify at
amore granular level who can log time against a request of that type.

To configure tracking of actualsin HP Time Management:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Resources tab.

4. Expand the Request Type window so that you can view the entire
Resources tab.
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5. Select the Use Time Management to track actuals checkbox.

Request Type : DEM - Application Enhancement O |
Request Type Mame: | DEM - Application Enhancement Reference Code: |_DEM_APPLICATION_ENHANCEMENT
Creation Action Mame: | Request an Application Enhancement
= || Request Header Type: [DEM - Application Enhancement ]
Category: -
- -
Extension: -

Description: | Application Enhancements should be used to request new functionality in IT current applications

Meta Layer View: |MREQ_ DEM_APPS_ENHANCEMENT
Max Fields: |50 + |Enabled: @) Yes ) No
Fields I Layout 1 Display Columns I Request Status l Status Dependencies Rules
Commands I Sub-Types I Workflows 1 User Access I Notifications I 1 Ownership 1 Help Content Resources
Use Time Management to track actuals. Track resources. -
Allow the following resources ta report time: Enabled fields
¥ Resource: Validation E
[[] Resources assigned to the request during
the time sheet's time period [[] Scheduled Effort
[7] All resources listed on the request (Track [[] Actual Effort

resources must be checked)
[[] Actual Start and Actual Finish

[] Allusers in the assigned group during the

time sheets time period Resource Security

m

T e If a user can edit a request, he can update actuals for his
own assignment on the request.

The following users can add, remaove and editresource
allocations on the request:

@ All users who can edit the request
[] Activity is required for time logged against -

requests () Specific Users:

User or Group

Activity

Ready

6. To specify who can log time against a request of this type, do the
following:

a. To specify resources who are directly assigned to requests of thistype
during the current time sheet time period, select the Resources
assigned to the request during the current time period checkbox.

To successfully enable assigned resources to log time against a request
of thistype, you must aso perform the following steps:

i. From the PPM Workbench, open the request header type used.

i. Onthe Attributes tab of the Assigned To field, set the Transaction
History attribute to Yes.
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b. If you enabled resource assignment tracking, and you want to select all
of the resources listed in the new resources tracking section, select the
All resources listed on the request checkbox.

c¢. Toselect userswho belong to the assigned security group, select the All
users in the assigned group checkbox.

To successfully enable assigned security group membersto log time
against arequest of thistype, you must also perform the following

steps:
i. From the PPM Workbench, open the request header type used.

i. Onthe Attributes tab of the Assigned Group field, set the
Transaction History attribute to Yes.

d. Toalow all request participants (as specified through workflow
security and the participant model) to log time against a request of this
type, leave the All request participants checkbox selected. Otherwise,
clear this checkbox.

e. If thisisan Asset request type, for which you use staffing profilesto
allocate resources for an asset, you can select the All resources
allocated in the staffing profile checkbox.

7. Click save.

Any time the Assigned To field value changes in the request details page (any time
the request is assigned to a different user), that new value is automatically added to
) the Resources section of the page, and is a resource on the request.

A resource who is managing the request can use the Scheduled Effort field in the
Resources section to allocate resources. These allocations will be displayed in the
Expected Hours field on the time sheet for that resource.
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Configuring Notifications for Request Types

Y ou can configure a request type to send notifications based on field contents.
Y ou can send notificationsto different recipients at different times, at different
intervals, and based on different events.

Adding Notifications

To add anotification:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

. Open arequest type.

In the Request Type window, click the Notifications tab.
Click New.

The Add Notification for Step window opens.
Configure the Setup tab.

For information about how to configure the Setup tab, see Configuring the
Setup Tab on page 258.

Configure the Message tab.

For information about how to configure the Message tab, see Configuring
Message Tab on page 262.

Click ok.
The Notifications tab lists the notifications added.

Click oK.
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Configuring the Setup Tab

To configure the Setup tab:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request

Types.
The Request Type Workbench opens.
Open arequest type.

In the Request Type window, click the Notifications tab.

Click New.

The Add Notification for Step window opens to the Setup tab.

() Specific Value
@ Any Value

() No Value

[7] Send on Request submission

Add Notification for 30092 N
Setup l Message
rOptions
Description:
Event Field Change
Interval: _B:UUAM Daily M-F =
Field: EH

Enabled: @ Yes () No

[7] Don't send if obsolete

r Recipients
Recipient Type Distribution Type Recipient
New Edit Delete
|Ready
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5. Inthe Options section, complete the fields described in the following table.

Field Name

Description

Description

Brief description of the notification.

Event

Type of event that triggers notification transmission. Field
Changes is the default and cannot be edited.

Interval

A notification can be sent at different intervals. For
example, you might choose to send a notification of a final
approval step at midnight so that it is ready for approval in
the morning.

Note also that multiple notifications to a single recipient
can be brought together in a batch and sent together.
Selecting an interval other than Immediate allows this
batch and send to occur.

The available interval options are:

e 8:00AM Daily M-F

e Hourly Daily M-F

e Immediate

Field

Selects the request type field that triggers the notification
from the list. If a change occurs in the selected field, the
notification is sent.

Specific Value

Send the natification when the selected field is the
specified value. Selecting Specific Value enabled the text
field. Type the value in the text field. Selecting Specific
Value clears Any Value and No Value.

Any Value

Send the notification when the selected field is changes to
any value. Selecting Any Value clears Specific Value and
No Value.

No Value

Send the notification when the selected field is empty.
Selecting No Value clears Specific Value and Any Value.
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Field Name Description

Send on Send the notification when the request is first submitted.
Request
Submission

Make the notification available to the system. Selecting

Enabled Yes makes the notification available to the system.
Don't send if Do not send the notification if the trigger values are no
obsolete longer true. For repeating messages:

e 8:00AM Daily M-F
e Hourly Daily M-F
For example, if a notification is sent hourly when the field is

empty, the notification will automatically stop when the field
has a value.

6. To configure the Recipients section:
a. Inthe Recipients section, click New.
The Add New Recipient window opens.
b. Click To, Cc, or Bec.
¢. To specify the recipient:

i. Enter a Username. Select a user asthe recipient of the notification.
Selecting a user changes the name of the auto-compl ete to
Username. The security type dynamically changesto Username.

i. Enter an Email Address. Select an email address as the recipient of
the notification. Selecting an email address changes the name of the
auto-complete to Email Address. The security typeisdynamically
changed to Email Address.

ii. Enter a Security Group. Select a security group as the recipient of
the notification. Selecting a security group changes the name of the
auto-complete to Security Group. The security typeis dynamically
changed to Security Group.
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iv. Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
auto-complete to Standard Token. The security typeis left
undefined. Select a standard token from the auto-complete. The
Security Type field is defined based on the standard token chosen.

v. Enter a User Defined Token. Select auser defined token to act upon
the workflow step. Selecting a user defined token changes the name
of the auto-complete to User Defined Token. The security typeis
dynamically changed to alist. The Tokens button is enabled. Click
Tokens to open the Token Builder window and select a token.
Select one of the following from the list:

o Username. The selected token resolves to a username.
o User ID. The selected token resolvesto auser ID.

o Security Group Name. The selected token resolves to a security
group.

o Security Group ID. The selected token resolves to a security
group ID.

d. Click oK.

7. On the Setup tab, click OK.
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Configuring Message Tab

Y ou can construct the notification’s message to ensure that it contains the
correct information for the recipient. For example, if anotification is sent to
instruct you that arequest requires your approval, the message should instruct
you to log onto PPM Center and update the request status. Additionally, the
notification should include alink (URL) to the referenced request.

The following features to make notifications simpler to configure and use:

e Select from anumber of preconfigured notification templates to more
quickly construct the body of your message.

e Thebody of the notification can be plain text or HTML.

e Multiple tokens can be included in the notification. These tokens will
resolve to information relevant to the recipient. For example, you can
include tokens for the URL to the request approval page, information on
request status and priority, and emergency contacts.

To configure the Message tab:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Notifications tab.
4. Click New.

The Add Notification for Step window opens to the Setup tab.
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5. Click the Message tab.

Add Notification for 30992 [ = |

Setup Messagel

Motification Template: _Standard HTKML Message (HTML) =
Motification Format: | HTML =
From: Choose... Clear
Subject REQUEST_TYPE_NAME] #[REQ.REQUEST_ID] has changed
Body:

changed from -

&quot; [NOTIF.OLD VALUE] equot; to
squot; [NOTIF.NEW VALUE] equot;</td>
</tr>
<tr>
<td class="notificationbold™
nowrap>Description:</td>
<td class="notificationtext
notificationcolpad™>[REQ.DESCRIPTION] «</td>
</tr>
</table>
</td>
<td class="notificationspace™>»</td>
</tr>
<tr>
<td height="20" colspan="2"></td>
</tr>
</table>
</body>
</html>

|Ready

m

6. Inthe Notification Template field, select atemplate.

This updates the contents in the Body section with the information defined
in the selected templ ate.

7. Inthe Notification Format field, select the message format.

TheHTML format provides moreflexibility in creating the look and feel of
the notification. Y ou can write and test the HTML codein any HTML
editor, and then paste the content into the Body window.

8. Provide valuesfor the From and Reply to fields, asfollows:
a. Totheright of the From or Reply to field, click Choose.
The Email Header Field window opens.

b. Select the notification recipient(s), as follows:
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e Enter a Username. Select a user as the recipient of the notification.
Selecting a user changes the name of the auto-compl ete to
Username. The security typeis dynamically changed to Username.

e Enter an Email Address. Select an email address as the recipient of
the notification. Selecting an email address changes the name of the
auto-complete to Email Address. The security type is dynamically
changed to Email Address.

e Enter a Standard Token. Select a standard token to act upon the
workflow step. Selecting a standard token changes the name of the
auto-complete to Standard Token. The security typeis left
undefined. Select a standard token from the auto-complete.

e Enter a User Defined Token. Select a user defined token to act upon
the workflow step. Selecting a user defined token changes the name
of the auto-complete to User Defined Token. The Tokens button is
enabled. Click Tokens to open the Token Builder window and
select atoken.

Select one of the following from the list:
o Username. The selected token resolves to a username.
o User ID. The selected token resolvesto auser ID.

o Security Group Name. The selected token resolves to a security
group.

o Security Group ID. The selected token resolves to a security
group ID.

a. Click oK.
The Message tab lists the selected recipients.
1. Construct the body of the message.
When constructing the body, consider using the following:

e Token for the URL to the Request Detail page.
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2.

3.

e Token for the URL to the package (PPM Workbench or standard
interface).

e Tokensin the body of the message:

Click Tokens to access the Token Builder window where tokens can be
added to the message body.

e Tokensrelated to specific package lines:

Add tokens to the Linked Token field to include tokens that resolve
information related to the individual package line.

Click oK.

From the Notifications tab, click OK.

Editing Notifications

To edit anatification:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

Open arequest type.

In the Request Type window, click the Notifications tab.

Select a notification that you want to change, and then click Edit.
The Add Notification for Step window opens to the Setup tab.
Edit the Setup tab (see Configuring the Setup Tab on page 258).
Edit the Message tab (see Configuring Message Tab on page 262).

Click oK.
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Copying Notifications

To copy a hotification:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Notifications tab.
4. Select the notification you want to copy, and then click Copy.

The Add Notification for Step window opens to the Setup tab.

For information about how to edit the Setup tab, see Configuring the Setup Tab
) on page 258. For information about how to edit the Message tab, see Configuring
Message Tab on page 262.

5. On the Notifications tab, click OK.

The changes to the request type are saved.
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Deleting Notifications

To delete a notification:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Notifications tab.

Request Type : Generic Request E@@
Request Type Name: | Generic Request Reference Code: | _GEMERIC_REQUEST
Creation Action Name: | Generic Request

Request Header Type: |Default

[

Category:
:

Extension: -

Description: | General-purpose request tracking
Meta Layer View: |MREQ_ GENERIC_REQUEST

Max Fields: | 50 = |Enabled: @) Yes @ No
Fields ] Layout I Display Columns ] Request Status 1 Status Dependencies I Rules
Commands ] Sub-Types ] Workflows User Access Notifications \ I Ownership Help Content I Resources

Configure fields to send Notifications on field value change:

Field Value Description Interval Enabled

o
)

Ready

4. Select anotification that you want to remove, and then click Delete.

5. Click oK.
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Configuring Ownerships of Request Types

268

To configure request type ownership groups, you add security groups to the
Ownership tab. If no ownership groups are associated with the entity, the entity
istreated as global, and any user who can edit request types can edit, copy, or
delete the entity. For more information about access grants, see the Security
Model Guide and Reference.

If asecurity group is disabled or loses the its ability to edit arequest type, that
group can no longer edit the entity.

Adding Ownerships to Request Types

To add an ownership:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.

3. Inthe Request Type window, click the Ownership tab.

[% Request Type : Generic Request = - [E3m
Request Type Name: | Generic Request Reference Code: |_GEMNERIC_REQUEST
Creation Action Name: | Generic Request
Request Header Type:  |Default
Category: -
Mew ||Open
Extension: -
Description: |General-purpose request tracking
Meta Layer View: | MREQ_ GENERIC_REQUEST
Max Fields: | 50 ¥ |Enabled: @) Yes Mo
Fields l Layout I Display Columns l Request Status 1 Status Dependendes I Rules
Commands l Sub-Types l Workflows User Access l Notifications l Ownership Help Content I Resources
Give ability to edit this Request Type to :
@ All users with the Edit Request Types Access Grant
Only groups listed below that have the Edit Request Types Access Grant
Security Group Description
OK Save Cancel
Ready
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4. Select the ownership option.

TheAll users with the Edit Request Type access grant option givesall users
who can edit request types access to the request type. The Only groups
listed below that have the Edit Request Type access grant Option requires
selected groups to be added to the ownership of the request type.

If you select, Only groups listed below that have the Edit Request Type,
complete the following:

a. Onthe ownership tab, click Add.
The Add Security Groups window opens.
b. In the Security Groups field, select the security groups.
The Validate window opens.
c. Select one or more security groups, and then click OK.
The Add Security Groups window lists the selected security groups.
d. Click oK.

From the Ownership tab, the Security Group column lists the selected
security groups.

5. Click oK.
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Deleting Ownerships from Request Types

To delete an ownership:

1.

On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.

Open arequest type.

In the Request Type window, click the Ownership tab.
Select an ownership.

The All users with the Edit Request Type access grant option givesall users
who can edit request type access to the request type. The Only groups listed
below that have the Edit Request Type access grant option requires
selected groups to be added to the ownership of the request type.

Click Remove.

Click oK.
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Configuring Help Contents for Request Types

Y ou can provide accessible online information to users who are processing the
requests. Configure the request type to display additional, custom information
about the request, sections or fields.

To add help to the request type:

1. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types.

The Request Type Workbench opens.
2. Open arequest type.
3. Inthe Request Type window, click the Help Content tab.

4. Inthe Sections/Fields section, select the item to which content isto be
added.

Request Type : Generic Request = |- = |3
Request Type Name: | Generic Request Reference Code: | _GEMERIC_REQUEST
Creation Action Mame: Generic Request
Request Header Type: |Defauh
Category: -
MNew ||Open
Extension: -
Description: | General-purpose request tracking
Meta Layer View: |MREQ_ GEMERIC_REQUEST
Max Fields: | 50 = Enabled: @ Yes Mo
Fields 1 Layout ] Display Columns 1 Request Status I Status Dependencies I Rules
Commands 1 Sub-Types 1 Workflows User Access 1 Motifications 1 ] Ownership Help Content l Resources
This tab configures the help content for Requests of this Request Type. The help Content can be plain text or HTML,
Sections/Fields Help Content forRequest Type : Generic Request
=--Generic Request
-Summary
Display Help Icons at the: (@ Reguest, Section and Field Level Preview
Request and Section Level Only - Field Help accessed through Section Help
OK Save Cancel
Ready

5. Inthe Help Content for Request Type section, type the help content for the
selected item.

Type plain text or HTML-formatted text.
6. To preview the help display, click Preview.
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7. Provide additional, optional information to further define help content for
those items.

8. From the Display Help Icons at the: field, specify how the help icons are to
be displayed in the standard interface.

e Request, Section and Field Level. Display a help icon (question mark)
beside each request, section and field that has associated help content.

e Request and Section Level Only. Does not display the help icon at the
individual field level. Any help content defined for the fields can be
accessed from the section level help.

9. From the Help Content tab, click Save.
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Configuring Request Header Types

Reqguest header types define the collection of fields that appear in the header
region of the requests. Request header types typically include more general
information that is tracked between multiple types of requests. This can
include such information as who logged the request, its priority, and a
description of the issue.

Every request type must include arequest header type. A single request header
type can be used for multiple request types.

Table 5-8 lists the HP-supplied request header types.

Table 5-8. Request header types

System Header Type -
I¥EFERENCE) Description
Default Default request header type. Includes a percentage

complete (% Complete) field.

Comprehensive

Displays all information. Consistent with previous versions
of PPM Center.

Simple Displays only the most essential information.

Departmental Example request header type for simple
cross-departmental requests.

Application Example request header type for simple cross-application
requests.

Help Desk Example request header type for help desk requests,

including contact and assignment information.
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Overview of Request Header Types

Request header types contain a set of standard predefined fields that can be
enabled or disabled. Request header types can also contain custom fields.
Request header types are created and configured in the Request Header Type
window (Figure 5-7).

Figure 5-7. Request Header Type window

Request Header Type : Default = I
Request Header Type Name: |Default
Reference Code: |_DEFAULT
Description: Default Request Header Type
Extension: A Enabled: @ Yes Mo
Fields l Layout] Filter] Ownership References
Prompt Displ... Display Only Transaction Hist. Motes Hist.  On SearchiFilter Pag
=l Summary -
- Request No.: Y Y N M M L
- Request Type: Y M M M Y 1
- Created By: Y Y M M Y
- Department: Y N N M Y
- Sub-Type: Y N N M Y
- Created On: Y Y M M Y -
4 m 3
Al = Al | New Edit Remove Field Groups
oK Save Cancel
|Ready

The main components of arequest header type are as follows:

e General information. General information includes basic information
concerning the request type, such as the request type name and the request
type category. See Configuring General Information for Request Header
Types on page 279.

e Fields. Every request header type has a set of predefined fields. The Fields
tab is used to create additional fields for the request header type. Creating
fields for arequest header type isidentical to creating fields for request
types. See Creating and Configuring Request Type Fields on page 155.

e PPM Center stores Request Header Type (RHT) fields in the KCRT_REQ _
) HEADER_DETAILS table, which has only 50 columns available.

e You cannot create a Table Component type field for a request header type.
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e Layout. Thelayout of fields can be configured using the Layout tab. Laying
out fields for request header typesisidentical to laying out fields for
request types. See Configuring Layouts for Request Types on page 168.

e Filter. Several fields on request header types can be filtered to display
specific information in arequest. See Configuring Filters for Request
Header Types on page 281.

e Ownership. Configure who can edit the request header type. Configuring
who can edit the request header type isidentical to configuring who can
edit arequest type. See Configuring Owner ships of Request Types
on page 268.

e User Data. Product entities such as packages, workflows, requests and
projects include a set of standard fields that provide information about
those entities. While these fields are normally sufficient for day to day
processing, user data fields provide the ability to capture additional
information specific to each organization. User data is defined under the
User Data tab. If there are no user data fields, the User Data tab is disabled.

e References. Displays reference information for the request header type.

e Field Groups. Request header type field groups are away for PPM Center
to distribute a collection of fields required for certain functionality. For
more information, see Request Header Type Field Groups on page 275.

Request Header Type Field Groups

Request header type field groups are away for PPM Center to distribute a
collection of fields required for certain functionality. For example, HP
Demand Management distributes a collection of fields for service level
agreements in the Demand Management SLA Fields field group.

Field group fields behave just as normal fields do, with the restrictions that you
cannot remove them except by removing the entire field group and you might
not be able to modify some of the field properties. Table 5-9 lists the request

header type field groups that are delivered with various PPM Center products.

Y ou can add field groups to request header types by clicking Field Groups in
the Request Header Type window.
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Each request header type field group has a custom token prefix that allows the
user to access the data of that field by using the format:

REQ.P.<Field Group Token Starting With KNTA >

When field groups are associated with existing request types (through the
request header type definition), PPM Center database tables are updated to
handle this new configuration. Because of the scope of database changes, the
Database Statistics should be rerun on your database. Instructions for this are
included in the Installation and Administration Guide. Contact the application
administrator for help with this procedure.

Figure 5-8. -Request header type Field Groups window

-

Field Groups ﬁ‘

Enabled

5 e e e R T

Please enable the Field Groups necessary for the desired functionality of this Request Header Type:

Description

CMQC Application Project: CMQC Application Project (Also indude PFM Project and CMQC QC/ALM Instan
CMQC Project Status: CMQC Project Status field group

CMQC QC/ALM Administration: CMQC QC/ALM Administration field group

CMQC QC/ALM Instance: CMQC QC/ALM Instance field group

CMQC Test Status: CMQC Test Status field group

CMQC Testing Project: CMQC Testing Project (Also indude PFM Project and CMQC QC/ALM Instance field
Demand Management SLA Fields: This Field Group contains the fields necessary to manage requests with
Demand Management Scheduling Fields: This Field Group allows a request to be scheduled with the Demar
PFM Asset: Allows Requests to be considered as Assets in a Portfolio.

PFM Project: Required for any request type that will represent a project lifecyde (regardless of whether
PFM Proposal: Allows Requests to be considered as Proposals in the Portfolio Management process,
Program Issue: Allows Requests to be considered as Issues in a Program.

Program Reference: Contains a field that allows a user to add a Program reference to a Request.
Program Risk: Allows Reguests to be considered as Risks in a Program.

Project Issue: Allows Requests to be considered as Issues in a Project.

Project Reference: Contains a field that allows a user to add a Project reference to a Request.,

Project Risk: Allows Requests to be considered as Risks in a Project.

Project Scope Change: Allows Requests to be considered as Scope Changes in a Project.

QC/ALM Defect Information: This field group contains fields for PPM-QC/ALM Defect integration

QC/ALM Info: Allows Requests to use the spedial integration with QC/ALM

QC/ALM Release Information: This field group contains fields for QC/ALM Metrics integration

Service: Allows selection to identify the service assodiated with the request

Universal CMDB Impact Analysis: Enables integration with Universal CMDB

Work Item Fields: These fields allow requests to be tracked as load in Resource Management visualization

[ | +

|Ready
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Table 5-9. Request header type field groups (page 1 of 2)

Field Group

Description

CMQC Application
Project

CMQC Application Project (Also include PFM Project and
CMQC QC/ALM Instance field groups)

CMQC Project Status

CMQC Project Status field group

CMQC QC/ALM
Administration

CMQC QC/ALM Administration field group

CMQC QC/ALM
Instance

CMQC QC/ALM Instance field group

CMQC Test Status

CMQC Test Status field group

CMQC Testing CMQC Testing Project (Also include PFM Project and
Project CMQC QC/ALM Instance field groups)
Demand

Management SLA
Fields

This Field Group contains the fields necessary to manage
requests with SLA.

Demand
Management
Scheduling Fields

This Field Group allows a request to be scheduled with the
Demand Management solution.

PFM Asset

Allows Requests to be considered as Assets in a Portfolio.

PFM Project

Required for any request type that will represent a project
lifecycle (regardless of whether the project will be
considered in the portfolio)

If the PPM Center system does not include the PFM -
Project request type, you can create a new request type,
add this field group to it, and then use this request type for
projects. This field group is required for any request type
that models the project lifecycle, regardless of whether the
project is part of a portfolio.

PFM Proposal

Allows requests to be considered as Proposals in the
Portfolio Management process.
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Table 5-9. Request header type field groups (page 2 of 2)

Field Group

Description

Program Issue

Allows Requests to be considered as Issues in a Program.

Note: After you enable field group Program Issue: Allows
Requests to be considered as Issues In a Program for a
request header type, no Program Issue section is added to
the Fields tab of the request header type. This behavior is
by design and it has no functional impact. Request types
using this request header type can still be used as program
issue type and it works fine for program issue tracking.

Program Reference

Contains a field that allows a user to add a Program
reference to a request.

Program Risk

Allows Requests to be considered as Risks in a Program.

Project Issue

Allows Requests to be considered as Issues in a Project.

Project Reference

Contains a field that allows a user to add a Project
reference to a Request.

Project Risk

Allows Requests to be considered as Risks in a Project.

Project Scope
Change

Allows Requests to be considered as Scope Changes in a
Project.

QC/ALM Defect
Information

This field group contains fields for PPM-QC/ALM Defect
integration

QC/ALM Info

Allows Requests to use the special integration with QC/
ALM

QC/ALM Release
Information

This field group contains fields for QC/ALM Metrics
integration

Service

Allows selection to identify the service associated with the
request

Universal CMDB
Impact Analysis

Enables integration with Universal CMDB

Work Item Fields

These fields allow requests to be tracked as load in
Resource Management visualizations.

Chapter 5



Opening the Request Header Type Workbench

To open the Request Header Type Workbench:

e Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request

Header Types.

The Request Header Type Workbench opens.

E Request Header Type Workbench

Query: [None

Query

Reguest Header Type Name: |

Description: |

[Ms

Enabled: | ALL A

New Reguest Header Type

Extension: |ALL A

‘ Save Query || Clear |[ List ]

P.eady

Configuring General Information for Request Header Types

To configure the general information of arequest header type:

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request

Header Types.

The Request Header Type Workbench opens.

Configuring Request Types and Request Header Types
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2. Open arequest header type.

The Request Header Type window opens.

Request Header Type : Default = I
Request Header Type Name: |Default
Reference Code: |_DEFAULT
Description: Default Request Header Type
Extension: A Enabled: @ Yes Mo
Fields l Layout] Filter] Ownership References
Prompt Displ... Display Only Transaction Hist. Motes Hist.  On SearchiFilter Pag
=l Summary -
- Request No.: Y Y N M M L
- Request Type: Y M M M Y 1
- Created By: Y Y M M Y
- Department: Y N N M Y
- Sub-Type: Y N N M Y
- Created On: Y Y N M Y
4 m 3
All |—_AH| Mew Edit Remaove Field Groups
oK Save Cancel
|Ready

3. Provide the information specified in the following table.

Field Name Description

Request Header

Type Name The name of the request header type.

Reference Code | Code used to reference this request header type.

Description

A useful description of how the request header type is

used.
. For request header types created for an HP Deployment
Extension ; . .
Management extension, select the extension from the list.
Enabled Indicates whether or not the request header type is

available to PPM Center.

4. Do one of the following:

e To save the changes and close the window, click OK.

e To save the changes and leave the window open, click Save.
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Configuring Filters for Request Header Types

To configure filters for arequest header type,

1. Onthe PPM Workbench shortcut bar, click Demand Mgmt > Request

Header Types.

The Request Header Type Workbench opens.
2. Open arequest header type.

3. Inthe Request Header Type window, click the Filter tab.

[%] Request Header Type : Default
Request Header Type Name: Defaulﬂ
Reference Code: |_DEFAULT
Description: Default Request Header Type

Extension: A Enabled: @ Yes

Fields | Layout F”terlOwnership References

(o [@ =

Mo

The selection of the Contact Name field is limited by:
@ All Contacts

The Company field of the Request

Use Validation defined in the Fields tab

The selection of the Assigned Group field is limited by:
@ Only Security Groups with the Request option enabled

Participants only

m

[ ok

Save Cancel

Ready

Configuring Request Types and Request Header Types

281



4. Provide the information specified in the following table.

Field Name

Description

This section of
the Contact
Name field is
limited by:

e All Contacts. Limit the number of contact names
displayed in the Contact Name field when creating or
updating a request header type by selecting one of the
contact name options available in the Filter tab. Selecting
this option will display all users with no restrictions on the
list of contact names.

e The Company field of the Request. Users can limit the
number of contact names shown in the Contact Name
field when creating or updating a request header type by
selecting one of the contact name options available in the
Filter tab. Selecting this option will restrict the displayed
list of contact names shown to those found in the
Company field of the request.

e Use Validation defined in the Fields tab. Selecting this
option will restrict the displayed list of contact names
shown to those found in the Contact Name field of the
request.

This section of
the Assigned
Group Field is
limited by:

e Only Security Groups with the Request option
enabled. Users can limit the number of group names
shown when creating or updating a request header type
by selecting one of two Assigned Group options available
on the Filter tab. Selecting this option will restrict the
displayed list of group names shown to only those security
groups where the request option is enabled.

e Participants only. Users can limit the number of group
names they would see when creating or updating a
request header type by selecting one of two Assigned
Group options available on the Filter tab. Selecting this
option will restrict the displayed list of group names shown
to participants in the request.

e Use Validation defined in the Fields tab. Selecting this
option will restrict the displayed list of contact names
shown to those found in the Contact Name field of the
request.
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Field Name Description

This section of
the Assigned To
field is limited

by:

Only users who are in Security Groups with the
Request option enabled. Limit the number of user
names displayed in the Assigned To field when creating
or updating a request header type by selecting one of two
Assigned To options available in the Filter tab. Selecting
this option restricts the displayed list of user names the
user would see to only those security groups where the
request option is enabled.

Participants only. Users can limit the number of user
names shown in the Assigned To field when creating or
updating a request header type by selecting one of two
Assigned To options available in the Filter tab. Selecting
this option restricts the displayed list of user names shown
to participants of the request. In this instance, participants
are defined as the assigned user, the creator of the
request, members of the assigned group, or members of
the workflow.

Use Validation defined in the Fields tab. Selecting this
option will restrict the displayed list of contact names
shown to those found in the Contact Name field of the
request.

5. Click oK.
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6 Enabling Service for Requests

HP Project and Portfolio Management Center Service Portfolio Management is
anew functionality introduced in PPM Center version 9.10. It is designed to
add value to your organization. If your organization has adopted the ITIL
definitions of services and service lifecycle, you may use this feature to track,
categorize, and analyze business services and labor cost related I T project
initiatives and requests. This offers possibility and flexibility to your
organization in governing and maximizing your investments in business
services and managing them for value.

Enabling Service for Requests

With administrator privileges, you can enable a service field on the request
creation page in PPM Center, so that users can associate their requeststo a
related service when they create and submit the requests.

To enable the Service field in the request creation page, perform the following
tasks:

1. Enable Service Field Group for Request Header Type
2. Enable Service Field Group for Request Type

Then users can specify a service when they create and submit their requests.
For information about specifying a service, see the HP Demand Management
User’s Guide.
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Enable Service Field Group for Request Header Type

Before you can enable service field for requests, you need to create a request
type for the requests.

To create arequest type with service enabled, you need to enable the newly
introduced Service field group for its Request Header Type.

Y ou can define a new request header type or modify an existing Request
Header Type to meet your business needs.

To define a new request header type:

1. Onthe PPM Workbench shortcut bar, select Demand Mgmt > Request
Header Types.

The Request Header Type Workbench opens.
2. Click New Request Header Type.
The Request Header Type window opens.
3. Type anamein the Request Header Type Name field, for example, rRET

service.

The Reference Code field is populated automatically with the value you
just provided for Request Header Type Name field.

[ Request Header Type : Untitled1 = |- (S
Request Header Type Name: | RHT_sernice
Reference Code: RHT_SERVICE

Description: |

Extension: - Enabled: @ Yes Mo

Fields l Layout| Filter | ownership | References
Prompt Displ... Display Only Transaction Hist Motes Hist.  ©On Search/Filter Pag
= Summary B

- Request No.: Y Y M N N

- Request Type: Y M M N Y

- Created By: Y Y M N Y

Department Y M M N Y

- Sub-Type: Y N N N Y

- Created On: Y Y N N Y -
4 L1 3

Alll = A | nNew Edit Remove Field Groups

| OK H Save H Cancel

Ready
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4. Click Field Groups.

The Field Groups window opens.

5. Select field group Service: Allows selection to identify the service
associated with the request.

Field Groups

Program Issue: Allows Requests to be considered as Issues in a Program.

Program Reference: Contains a field that allows a user to add a Program reference to a Request.
Program Risk: Allows Requests to be considered as Risks in a Program.

Project Issue: Allows Requests to be considered as Issues in a Project.

Project Reference: Contains a field that allows a user to add a Project reference to a Request.,
Project Rigk: Allows Requests to be considered as Risks in a Praject.

Project Scope Change: Allows Requests to be considered as Scope Changes in a Project.
QC/ALM Defect Information: This field group contains fields for PPM-QC/ALM Defect integration
QC/ALM Info: Allows Requests to use the spedal integration with QC/ALM

QC/ALM Release Information: This field group contains fields for QC/ALM Metrics integration

m

ﬁ

Service: Allows gelection to identify the service assodated with the request )

OOoEEpooooocoooo

Waork Ttem

.

Universal CMDB Impact Analysis: Enables integration with Universal CMDB

Fields: These fields allow requests to be tracked as load in Resource Management visualiza

n 3

Ready

6. Click OK.

The Service field group is added. It contains only one field: Service.

Enabling Service for Requests

Request Header Type : Untitled o | =E .
Request Header Type Name: |RHT_senvice
Reference Code: |RHT_SERVICE
Description:
Extension: A Enabled: @ Yes Mo
Fields l Layout] Filter] Ownership References
Prompt Displ.. Display Only Transaction Hist. Motes Hist.  On SearchiFilter Pag
- Request Group: Y M M M Y -
- Contact Email: Y M N M Y
- Description: Y N N M N
- Company: M M M M Y
- % Complete: M Y N M N =
—|- Semnice i
All All Field Groups

| oK || Save || Cancel

Ready
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7. Double-click the newly added Service field.
The Field window opens.

Field: Service: &J

Field Prompt: | Senice | Token: |KNTA_SERVICE

Description: | List of Services

o - Component Type: | Auto Complete List
validation |Service List 2
Multi-Select Enabled: Yes @ MNo

Enzbled: @ Yes @ No

Attributes l Default | Security |

Section Name : .Serwce = Display Only: (7) Yes @ No

Transaction History: (71 Yes @ No Motes History: (7) Yes @ No

Display on Search and Filter: @) Yes 1 Ne Display: @ Yes & No
Search Validation: EEY

|Ready

If you need to switch to Service List uCMDB validation, HP strongly recommends
that you modify the server configuration parameter value to keep server
configuration consistency. For more information, see the HP Solution Integrations

) Guide.

Changing validation value here in the Field workbench window is not
recommended, as the change will apply to the current request header type only.

8. Review the default settings provided. Make sure that you change default
settings only when necessary. Click OK.

The new request header typeis created.

Enable Service Field Group for Request Type

Create a new request type and enable the Service field group for it. For more
information, see Chapter 5, Configuring Request Types and Request Header
Types, on page 141.

To leverage the new functionality, HP recommends that you create a new request
) type. Modifying existing request types might cause problems for existing requests that
are based on those request types.
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7 Configuring Workflow Components

Overview of Worktlow Step Sources

This chapter covers information about Demand Management workflows.

PPM Center includes a number of standard workflow step sources that you can
add to aworkflow. These sources are preconfigured with standard validations
(transition values), workflow events, and workflow scope. These steps specify
the following common attributes, which are expected to remain consistent
across all workflows that use that step source:

e Validation associated with the step (and, thus, the list of valid transition
values out of the step)

e Voting requirements of the step

e Default timeout value for the step. (Y ou can configure a unique timeout
value for each step.)

e |con used for the step in the graphical layout.

Browse through al of the workflow step sources using the Available
Workflow Steps window in the Workflow Workbench. If a step source that
meets the process requirements is not available, one needs to be created.

If PPM Center has aworkflow step source that meets the process requirements,
you can copy and rename it. This can save configuration effort and avoid user
processing errors. For example, if you need a step to route a request based on
whether it needs more analysis, you could copy and use the preconfigured
Request Analysis workflow step source.
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Copy the step source so that it can be used uniquely for the processes. This
allows you to control who can edit the step source, ensuring that the process
will not be inadvertently altered by another user.

Create a new step source when the step requires any of the following:

A unique validation (transition values) leaving the step

A unique execution in the step: PL/SQL function, token, SQL function, or
workflow step commands

A different processing type: immediate versus manual
A specific workflow scope

A unigue combination of these settings

Restrictions on Configuring and Using Workflow Step Source

The following restrictions apply to workflow step sources:

Y ou cannot delete a step source that isin use in aworkflow.

Y ou cannot change a validation for a step source that isin use. If you must
change the validation, copy the associated step source, and then configure a
new validation.

Y ou must enable the workflow step source before you can add it to a
workflow.

Only add step sources to aworkflow if the workflow has a matching
workflow scope, or the step source scopeis set to All.

Y ou cannot delete aworkflow step in aworkflow that has processed a
reguest, package line, or release. Deleting the step would compromise data
integrity. Instead, remove al transitions to and from the workflow step, and
then disable the step.
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e |f Mobility Accessisenabled in your PPM Center system, make sure that
the name of any validations you create for custom decision workflow step
sources contain no single quote (°4) characters. Otherwise, the Mobility
Access feature cannot work correctly. For information about Mobility
Access, see Chapter 4, PPM Center Mobility Access, on page 123.

Opening the Workflow Workbench

To open the Workflow Workbench:
1. Logonto PPM Center.
2. On the Oopen menu, click Administration > Open Workbench.
The PPM Workbench opens.
3. On the shortcut bar, click Configuration > Workflows.

The Workflow Workbench opens.

Waorkflow Workbench ==

Query: _None =)

Query

Workflow Name: |

Workfiow Scope | ALL = Enabled: |ALL v

[Ws

Subworkflow: .ALL + | Use in Release Distributions: .AI_I_ =

Description:

Save Query Clear List

P.eady

For information about how to search and select, copy, or delete aworkflow,
see the Getting Started guide.
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Creating Workflow Step Sources

Y ou can create decision and execution workflow step sources from the

Workflow Step Sources window. Y ou cannot add to, delete, or modify
condition steps.

Subworkflow workflow steps are created by configuring a standard workflow as a
) subworkflow (see Creating Subworkflow Workflow Step Sources on page 313). You
cannot add to, delete, or modify condition steps.
To create aworkflow step source:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
2. From the Workflow Workbench, open aworkflow.
The Workflow window opens.

3. Select the Workflow Step Sources window.

Warkflow Step Sources ==
Filter by
:F'ackages v:
:Dnly items | can edit v:

{23 Workflow Step Sources
[-{77 Decisions

[-{77 Conditions

=&

F-{77 Subworkflows

MNew Copy Open

(=)
M

[] Always on top

4. Inthefirst Filter by field, select Requests, Packages, Or Release
Distributions, depending on the type of workflow.

5. In the second Filter by field, select Only items | can edit.
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6. Under Workflow Step Sources, select Decisions Or Executions.
7. Click New.

A window that corresponds to the selected workflow step source type
opens.

8. Provide the required information and any optional information to define
the workflow step.

For information about how to configure a specific workflow step source,
see Creating Decision Workflow Step Sources on page 295 or Creating
Execution Wor kflow Step Sources on page 299.

9. Configure the ownership of the workflow step source.

For information about configuring the ownership of aworkflow step
source, see Configuring Owner ship of Wor kflow Step Sources on page 294.

10. For Enabled, select Yes.
11. Click oK.

The new workflow step source is now included in the Workflow Step
Sources window. Y ou can useit in any new or existing workflow with the
corresponding workflow scope.
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Configuring Ownership of Workflow Step Sources

Asyou Configure aworkflow step source, you can specify who can edit the
workflow step source.

To configure ownership of a new workflow step source:

1.
2.

On the PPM Workbench shortcut bar, click Configuration > Workflows.
Open aworkflow.

The Workflow window opens.

Open a decision or execution workflow step source window.

A window that corresponds to the selected workflow step source type
opens.

Click the Ownership tab.

You use the Ownership tab to select the security groups that can edit this
workflow step. The default is to allow all security groups who can edit workflows to
edit a workflow step source.

Select Only groups listed below that have the Edit Workflows Access Grant.
Click Add.

The Add Security Group window opens.

Select a security group.

Click oK.

Only users who belong to alisted security group that can edit workflows
can now edit this workflow step source.

From the Ownership tab, click OK.

The new workflow step sourceis now listed in the Workflow Step Sources
window. You can useit in any new or existing workflow with the
corresponding workflow scope.

Chapfer 7



Creating Decision Workflow Step Sources

This section providesinstructions for creating a decision workflow step source.
Before you perform these steps, HP recommends that you first collect the
information required to correctly configure the decision workflow step source.
Y ou can use the Decision Workflow Step Worksheets on page 371 to gather
thisinformation.

To create a new decision workflow step source:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
2. Open aworkflow.
The Workflow window opens.

3. Inthefirst Filter by field, select Requests, Packages, Or Release
Distributions, depending on the type of workflow.

4. Select the Workflow Step Sources.
5. Under Workflow Step Sources, select Decisions.
6. Click New.

The Decision window opens.
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7. On the Decision tab, provide the information described in the following
table.

Field Name Description

The name that describes the workflow step source. The

Name step can be renamed when added to the workflow.

Describes the type of workflow that will be using this step

source. Use the list to select a workflow scope. The

following lists the possible values:

e ALL. For all workflow types.

e Requests. For HP Demand Management request
workflows.

e Packages. For HP Deployment Management package
workflows.

e Release Distributions. For HP Deployment
Management release workflows.

Workflow Scope

Description Description of the workflow step source.

Validations determine the transition values for the
workflow step. Use the list to select a validation.

Note: If Mobility Access is enabled in your PPM Center
system, make sure that the name of any validations you
Validation create for custom decision workflow step sources contain
no single quote (‘) characters. Otherwise, mobile access
feature cannot work correctly on workflow step
notifications. For information about Mobility Access, see
Chapter 4, PPM Center Mobility Access, on page 123.
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Field Name

Description

Decisions
Required

Defines the number of decisions required for the workflow
step. Use the list to select a value. The following lists the
possible values:

e One. If selected, the workflow step can progress if any
one user who is eligible to act on this step makes a
decision.

e At Least One. If selected, the workflow step waits for
the voters to vote on this step for a predefined amount
of time, designated as the timeout. If all voters mark
their decisions before the timeout period, it takes the
cumulative decision as the decision for the step and
proceeds forward. If any of the voting results differ
before the timeout period, the step will immediately
result in a No consensus outcome. A timeout period
must be defined to use this choice.You can define
Specific Errors in workflow steps such as Timeout and
No consensus as either Success or Failure in the Define
Transition window. If all voters decide on Approve, the
final decision is Approve. If all voters decide on Not
Approved, the final decision is Not Approved. If some
voters decide on Approved and one voter decides on
Not Approved, the result is No consensus. If at the end
of the timeout, only a few voters (or only one voter) have
cast their vote, the cumulative decision of the voters that
voted will be used. If at the end of the Timeout no one
has voted, the step will result in a Timeout.

e All. If selected, the workflow step waits for all of the
voters to vote. This workflow step is used along with a
specified timeout period. Selecting All makes it
mandatory for all voters to vote on the workflow step.
The workflow step waits until the timeout period for the
voters to vote. If all voters vote, the cumulative decision
is considered. If some or none of the voters voted, the
step remains open or closes due to a timeout,
depending on the configuration.

When using All or At Least One, all users must
unanimously approve or not approve one of the
validation’s selections. Otherwise, the result is No
Consensus.
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Field Name Description

A timeout specifies the amount of time that a step can stay
eligible for completion before completing with an error (if
Decisions Required is All, One, or At Least One).
Timeouts can be by minute, hour, weekday or week.
Timeout parameters for executions and decisions are a
combination of a numerical timeout value and a timeout
unit (such as weekdays).

If this workflow step remains eligible for the value provided
in the timeout value, the request, package, or release can
be configured to send an appropriate notification. This field
is often used in conjunction with the At Least One and All
settings for Decisions Required.

Timeouts can be uniquely configured for each workflow
step in the Layout tab. The timeout value specified in the
workflow step source acts as the default timeout value for
the step. When adding a workflow step to the workflow
using this workflow step source, you can specify a different
timeout value for the workflow step.

Timeout

A different graphic can be specified to represent steps of
this source for use on the workflow Layout tab.

The graphic needs to exist in the icons subdirectory. All
icons are in gif format.

Icon

The workflow step source must be enabled in order to add

Enabled the workflow step to the workflow layout.

. Click the ownership tab, and then specify the security groups that can edit

this workflow step.

For detailed information about how to configure the Ownership tab, see
Configuring Ownership of Workflow Step Sources on page 294.

. Click the user Data tab.

Product entities such as packages, workflows, requests and projectsinclude
aset of standard fields that provide information about those entities. While
these fields are normally sufficient for day to day processing, user data
fields provide the ability to capture additional information specific to each
organization. User datais defined under the User Data tab. If there are no
user data fields, the User Data tab is disabled.
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10. Click the Used By tab. The Used By tab displays reference information
concerning the workflow step.

11. Click OK.

The new workflow step source is now included in the Workflow Step
Sources window. It can be used in any new or existing workflow with the
corresponding workflow scope.

Creating Execution Workflow Step Sources

This section providesinstructions on how to create an execution workflow step
source. Before you start to perform these steps described in this section, HP
recommends that you use the Execution Step Worksheets (see Execution
Workflow Step Wor ksheets on page 369) to gather the information you will
need to successfully create an execution workflow step source.

To create a new execution workflow step source:
1. Onthe PPM Workbench shortcut bar, click Configuration > Workflows.
2. Open aworkflow.
The Workflow window opens.
3. Select the Workflow Step Sources window.

4. InFilter by field, select Requests, Packages, Or Release Distributions,
depending on the type of workflow.

5. Select the Executions folder.
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6. Click New.

The Execution window opens.

Execution =
Execution I Ownership | | usedmy|
Name Workflow Scope |ALL =
Reference Code
Description
Execution Type |Built-in Workflow Event v: Workflow Event :wf_close_success -
Validation |WF - Standard Execution Results E Timeout Days bt
Processing Type |Manual = Enabled: @ Yes @ No
Execution
Tokens
|Ready

7. Provide the information described in the following table.

Field Name Description
Name The name of the workflow step source. The step can be
renamed when added to the workflow.
Describes the type of workflow that will be using this step
source. Use the list to select a workflow scope. The
following lists the possible values:
e ALL. For all workflow types.
Workflow Scope e Requests. For HP Demand Management request
workflows.
e Packages. For HP Deployment Management package
workflows.
e Release Distributions. For HP Deployment
Management release workflows.
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Field Name

Description

Reference
Code

Code to refer to this execution workflow step source. PPM
Center automatically populates this box based on the value
you type in the Name box. You can accept the default
value or enter a different code.

Description

Description of the step source.

Execution Type

Used to select the type of execution to be performed. Use
the list to select an execution type. The following lists the
possible values:

e Built-in Workflow Event. Executes a predefined

command and returns its result as the result of the step.

e SQL Statement. Executes a SQL statement and returns
its result as the result for the workflow step.

e PL/SQL Function. Runs a PL/SQL function and returns
its result as the result for the workflow step.

e Token. Calculates the value of a token and returns its
value as the result for the workflow step.

e Workflow Step Commands. Executes a set of
commands, independent of an object, at a workflow
step.

Configuring Workflow Components
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Field Name

Description

Workflow Event

For Execution Type Built-in Workflow Event, the specific
event to perform must be selected. The available choices
in the list depend on the workflow scope selected. The
choices include:

e execute_object_commands. Executes the object type
commands for a package line.

e execute_request_commands. Executes the request
type commands for a request.

e create_package. Generates an HP Deployment
Management package.

e create_package _and_wait. Generates an HP
Deployment Management package. The create
workflow step that generates the package holds it until
the package is closed.

e cCreate_request. Generates another request.

e wf close_success. Sets the request or package line as
closed with an end status of Success.

o wf_close_failure. Sets the request or package line as
closed with an end status of Failed.

e wf jump. (HP Deployment Management and HP
Demand Management) Instructs the workflow to
proceed to a corresponding Receive Workflow Step in
another workflow.

e wf receive. (HP Deployment Management and HP
Demand Management) Instructs the workflow to receive
a Jump Workflow Step and continue processing a
request or package line initiated in another workflow.

e wf return. (HP Deployment Management and HP
Demand Management) Used to route a subworkflow
process back to its parent workflow.

For Execution Type PL/SQL Function, the actual function

PL/SQL to run. The results of the function determine the outcome of
Function the step. The results must be a subset of the validation
values for that workflow step.
For Execution Type Token, the token that will be resolved.
Token The results of the token resolution determine the outcome

of the workflow step.
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Field Name

Description

SQL Statement

For Execution Type SQL Statement, the actual query to
run. The results of the query will determine the outcome of
the workflow step.

The results of the query must be a subset of the validation
values for that step.

Workflow step
commands

For Execution Type Workflow Step Commands, the actual
commands to run. The commands will result with a
Succeeded or Failed value. Use a validation with those
values to enable transitioning out of the step based on the
execution results.

Processing
Type

Defines when the execution is performed. Use the list to
select a processing type. The following lists the possible
values:

e Immediate. Executes the workflow step when the
workflow step becomes eligible.

e Manual. Executes the workflow step manually by a
user.

Note: If the previous step is an execution step and the
Processing Type is set to Immediate, the status
dependencies, such as Clear, will not be triggered in the
current step. It requires user interaction for these types of
status dependencies.

Validation

Validations determine the transition values for the workflow
step. Use the list to select a validation.
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Field Name Description

Amount of time that a step is eligible before completing
with an error. Timeouts can expressed in minutes, hours,
days, or weeks. Timeout parameters for executions are a
combination of a numerical timeout value and a timeout
unit, such as days.

If this workflow step remains eligible for the value provided
in the timeout value, you can configure the request,
package line, or release to send an appropriate
notification.

Timeouts can be uniquely configured for each workflow
Timeout step on the Layout tab. The timeout value specified in the
workflow step source acts as the default timeout value for
the step. When adding a workflow step to the workflow
using this workflow step source, you can specify a different
timeout value for the workflow step.

For executions, timeouts can also be uniquely configured
for the amount of time that an execution is allowed to run
before completing with an error. This applies to the
workflow step commands and object type commands only.
Command-level timeouts are set in the Command window
of an object type.

You can select a different graphic to represent this steps of
this workflow step source.

Icon
This graphic needs to exist in the icons subdirectory. All
icons are in gif format.
The workflow step source must be enabled in order to add
Enabled

it to the workflow layout.

8. Click the Ownership tab.

Use the Ownership tab to specify the security groups that can edit this
workflow step. The default isto alow all security groups who can edit
workflowsto edit a workflow step source. For complete instructions on
how to configure workflow step security, see Configuring Ownership of
Wor kflow Step Sources on page 294.
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9. Click the User Data tab.

Product entities such as packages, workflows, requests and projectsinclude
aset of standard fields that provide information about those entities. While
these fields are sufficient for day-to-day processing, user datafields
provide the ability to capture additional information specific to your
organization. (User datais defined from the User Data tab. If there are no
user data fields, the User Data tab is disabled.)

10. Click the Used By tab.
The Used By tab displays reference information about the workflow step.
11. Click OK.

The new workflow step source is now included in the Workflow Step Sources
window. It can be used in any new or existing workflow with the
corresponding workflow scope.

Setting Up Execution Steps

When setting up execution workflow steps, be sure to include workflow events
(transitions) for both success and failure. If aworkflow step has failed and
users cannot select Failure as one of the workflow events, the workflow cannot
continue to drive the request.

Defining Executions Types

Execution workflow steps are used to perform specific actions. HP Demand
Management provides a number of built-in workflow events for processing
common execution events, such as running request type commands, object
type commands, and closing arequest. Y ou can create custom executions
based on SQL, PL/SQL, token resolution, and custom commands.
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Executing Request Type Commands

Certain process steps require that specific commands be executed. Commands
can be added to each request type and the workflow can be configured to
execute request type commands at a specific step in the process. Each step runs
its own commands to ensure the correct execution for that request type.

The execution workflow step source Execute Request Commands performs
this task. Use this step source unless it does not meet the required
specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Execute Request Commands and change the field values as shown in

Table 7-1.
Table 7-1. Execution window values to execute request type commands
(page 1 of 2)
Field Name Description
Name Type a descriptive name for the step source.
Workflow Scope Requests

Execution Type

Built-in Workflow Event

Workflow Event

execute_request_commands

Processing Type

Manual or Immediate

Validation

WEF - Standard Execution Results

This is the default selection. You can select another
existing or create a new validation.
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Table 7-1. Execution window values fo execute request type commands

(page 2 of 2)
Field Name Description
Enabled Yes
Processing Type Manual

Page Response

This determines whether the step will complete the
execution before reloading the request page for the user
(enabling them to make further changes), or whether the
request page will reload immediately while the execution is
still in progress.

Note: If an immediate execution workflow step is set as the
first step of a workflow, users can open the request before
the step completes the execution, even if you select Finish
Execution before displaying the request page to the
user.

Closing Requests as Success

Y ou can create an execution step that closes arequest and marks the request as
successful. Each request workflow should must with a closed request. All the
requests that were closed successfully can then be included in reports.

The execution workflow step sources Close (Immediate success) and Close
(Manual success) perform thistask. Use one of these step sources unless they
do not meet the required specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Close (Immediate success) or Close (Manual success) and change the
field values as defined in Table 7-2.

Table 7-2. Execution window values fo close requests as success (page 1 of 2)

Field Name

Description

Name

Type a descriptive name for the step source.

Workflow Scope

Requests

Reference Code

Accept the default value, or type a different reference code
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Table 7-2. Execution window values fo close requests as success (page 2 of 2)

Field Name

Description

Execution Type

Built-in Workflow Event

Workflow Event

wf_close_success

Processing Type

Manual or Immediate

WF - Standard Execution Results

Validation This is the default selection. You can select another
validation or create a new one.
Enabled Yes

Closing Requests as Failed

Y ou can create an execution step that closes arequest and marks the request as
Failed. Each request workflow must resolve with a closed request. The
execution workflow step source Close (Immediate failure) performs this task.
Use this step source unless it does not meet the required specifications, such as
validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Close (Immediate failure) and changes the field values as defined in

Table 7-3.

Table 7-3. Execution window values to close requests as failed (page 1 of 2)

Field Name

Description

Name

Type a descriptive name for the step source.

Workflow Scope

Requests

Reference Code

Accept the default value, or type a different reference code

Execution Type

Built-in Workflow Event

Workflow Event

wf_close_failure
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Table 7-3. Execution window values to close requests as failed (page 2 of 2)

Field Name

Description

Processing Type

Manual or Immediate

Validation

WF - Standard Execution Results (This is the default
selection. You can select another existing or create a new
validation.)

Enabled

Yes

Executing PL/SQL Functions and Creating Transitions Based on the Results

PL/SQL function execution workflow steps are used when aworkflow must be
routed based on the results of the PL/SQL function. A PL/SQL function
execution workflow step runs a PL/SQL function and returns its results as the
result of that workflow step.

Create a new execution step source with the field values as defined in

Table 7-4.

Table 7-4. Execution window values for executing PL/SQL functions

Field Name

Description

Name

Type a descriptive name for the step source.

Workflow Scope

Requests

Reference Code

Accept the default value, or type a different reference code

Execution Type

PL/SQL Function

Processing Type

Manual or Immediate

Validation

Selects or creates a validation that includes all of the

execution minus the WHERE clause.

possible values of the SQL query. You can also create a
validation validated by SQL. Use the same SQL from the

Execution

Type the PL/SQL function.

Enabled

Yes
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Executing SQL Statements and Creating Transitions Based on the Results

SQL statement execution workflow steps are used when a workflow must be
routed based on the result of aquery. An SQL statement execution workflow
step runs a SQL query and returnsits results as the result of that workflow step.

The following rules apply to creating an SQL statement:

e Useonly SELECT statements.

e You can use tokens within the WHERE clause.

e A query must return only one value.

Create a new execution step source with the field values as defined in

Table 7-5.

Table 7-5. Execution window values for executing SQL statements

Field Name

Description

Name

Type a descriptive name for the step source.

Workflow Scope

Requests

Reference Code

Accept the default value, or type a different reference code

Execution Type

SQL Statement

Processing Type

Manual or Immediate

Validation

Selects or creates a validation that includes all of the
possible values of the SQL query.

Tip: You can create a validation validated by SQL. Use the
same SQL defined for the execution minus the WHERE
clause.

Execution

Type the SQL query.

Enabled

Yes
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Evaluating Tokens and Creating Transitions Based on the Results

HP Demand Management includes workflow execution steps that you can use
to set up data-dependent rules for routing workflow processes. Token
execution workflow steps enable aworkflow to be routed based on the value of
any field within a particular entity.

A token execution workflow step references the value of a given token and
uses that value as the result of the workflow step. A transition can be made
based on the value stored in the product by using tokens in the execution

workflow step.

Create a new execution step source with the field values as defined in

Table 7-6.

Table 7-6. Execution window values for evaluating tokens

Field Name

Description

Name

Type a descriptive name for the workflow step source.

Workflow Scope

Requests

Reference Code

Accept the default value, or type a different reference code

Execution Type

Token

Processing Type

Manual or Immediate

Validation

Selects or creates a validation that includes all of the
possible values of the resolved token.

For example, if the token is for the Priority field, use the
validation for the Priority field here as well.

Execution

Type the token for the value on which the transition is to be
based.

Enabled

Yes
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For example, IT needs to send an email notification to the Validate and
Approve Requests group if the request priority is High or Critical.

Figure 7-1. Transitioning based on a token

Evaluate ol Validate

Request

PdctiiHJ’//////

L Criticel or High

Send

Notification

I'T decides to use an execution workflow step to automatically evaluate the
request priority and route it accordingly. If the request priority is High or
Critical, it gets sent to an immediate execution workflow step that then sends a
notification to the Validate and Approve Requests group before continuing
along the workflow. To accomplish this, an execution workflow step source,
Evaluate Priority, is configured with the parameterslisted in Table 7-7.

Table 7-7. Example of execution window values for evaluating tokens

Field Name Description
Name Evaluate Priority
Workflow Scope Requests

Reference Code Accept the default value, or type a different reference

code
Execution Type Token
Processing Type Immediate
Validation CRT - Priority - Enabled
Execution [REQ.PRIORITY_CODE]
Enabled Yes
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Executing Multiple System-Level Commands

System-level commands can be run for execution steps of the following
execution types:

e Built-in workflow event (execute request_commands)
e Workflow step commands

When either the workflow or the request type commands execute at this step,
the commands either succeed or fail. It may be preferable to retain the option
of resetting failed execution steps, rather than immediately transitioning along
afailed path. Thisis often helpful when troubleshooting the execution.

Creating Subworkflow Workflow Step Sources

This section provides instructions on how to create a subworkflow workflow
step source. Before you start to perform these steps described in this section,
HP recommends that you use the Subworkflow Step Worksheet (see
Subwor kflow Wor kflow Step Wor ksheets on page 373) to gather the
information you will need to successfully create a subworkflow workflow step
source.

A subworkflow isaworkflow that is referenced from within another workflow.
Subworkflows enable you to model complex business processes into logical,
more manageable, and reusabl e subprocesses.

Y ou can drag a subworkflow from the Workflow Step Sources window and
drop it onto the Layout tab. When the package, request, or rel ease reaches the
subworkflow step, it follows the path defined in that subworkflow. The
subworkflow either closes within that workflow or returnsto the parent
workflow.

Y ou define subworkflows from the PPM Workbench using the same process as
you use to configure aworkflow. To create a subworkflow, you must:

e Set the Sub-workflow option to Yes.
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e Ensurethat the validation for the step leaving the subworkflow layout
matches the subworkflow step in the parent workflow.

Subworkflows Returning to Demand Management Workflows

Y ou can set up an execution workflow step so that it automatically returns
from a subworkflow to its parent HP Demand Management workflow.

For arequest to transition back to the parent workflow, the subworkflow must
contain areturn step. Transitions leading into the return step must match the
validation established for the subworkflow step.

Y ou must verify that the validation defined for the subworkflow step is
synchronized with the transitions entering the return step. HP Demand
Management includes the execution workflow step source Return from
Subworkflow that performs this task. Use this step source unless it does not
meet the required specifications, such as validation or processing type.

To create the execution step source, make a copy of execution workflow step
source Return from Subworkflow and change the field values as defined in
Table 7-8.

Table 7-8. Execution window values for subworkflows

Field Name Description
Name Type a descriptive name for the workflow step source.
Workflow Scope Requests
Reference Code Accept the default value, or type a different reference code
Execution Type Built-in Workflow Event
Workflow Event wf_return
Processing Type Manual or Immediate
WE-Standard Execution Results (This is the default
Validation selection. You can select another existing or create a new
validation.)
Enabled Yes
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Using Worktlow Parameters

Use workflow parameters to store the results of aworkflow step. Thisvalue

can then be used later to define atransition. The following lists the rules

concerning workflow parameters:

e You can usethewrz.p token prefix to reference workflow parameters.

e You can use workflow parametersin PL/SQL and SQL workflow step

executions.

Creating Workflow Parameters

To create aworkflow parameter:

1. Log onto PPM Center.

2. On the Oopen menu, click Administration > Open Workbench.

The PPM Workbench opens.

3. On the shortcut bar, click Configuration > Workflows.

4. Open aworkflow.

Configuring Workflow Components

Workflow : Issue Management Process
Package Workflows I Request Types I Ownership I
Waorkflow } Layout \ Step Sequence \

Mame: |Issue Management Process
Workflow Scope | Requests
Description: |Automated process for Issue management

Enabled: @ Yes (7 No First Step :Reuiew and Assign Issue

Reapen Step: Review and Assign Issue
Subworkflows
Subworkflow: ©) Yes @ No

Use in Release Distributions: Yes @ MNo

Validation: EH
Icon Name:

== ==

Reference Code: |_ISSUE_MAMAGEMENT_PROCESS

Parameters

= Cancel

‘Ready
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5. Inthe Parameters section of the Workflow tab, click Add.

The Workflow Parameter window opens.

Workflow Parameter b4

Prompt:
Token:
Description:

Default Value:

[ ok |[ agd |[ cance

|Ready

6. Provide the following information:
a. Inthe Prompt field, type the name of the workflow parameter.
b. Inthe Token field, type the token name (for example, Loor COUNTER).
¢. Inthe Description field, you can type a short parameter description.
d. Inthe Default Value field, you can specify the initial parameter value.
7. Inthe Parameters section of the Workflow tab, click Add.
8. Click OK.

9. From the Workflow tab, click OK.

Example: Using Workflow Parameters to Build a Loop Counter

Y ou can use aworkflow parameter that generates a counter to keep track of the
number of times aworkflow step enters a state.

To build aloop counter:
1. On the PPM Workbench shortcut bar, click Configuration > Workflows.
2. Open aworkflow.
3. Inthe Parameters section Workflow tab, click Add.
4. Inthe Workflow Parameter dialog box, complete the following fields:

a. Inthe Prompt field, type Loop Counter.
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b. Inthe Token field, type the token name (for example, L.oop COUNTER).
c¢. Inthe Description field, you can type a short parameter description.
d. Inthe Default Value field, you can specify a default parameter value.
5. Inthe Workflow Parameter dialog box, click Add.
6. Click OK.
7. From the workflow tab, click OK.
8. Create anew immediate SQL execution workflow step.

For details on how to create an SQL execution workflow step, see Creating
Execution Workflow Step Sources on page 299.

There are two key concepts to note about the new step definition.

e Theresult of the SQL execution workflow step returns the result
LOOP_COUNTER + 1. Thisreturn value is linked back into the
parameter when the workflow step is generated on aworkflow.

e A validation for anumeric text field isused. Thisalowsyou to use <=,
<, >=, and > comparisonsin transitions off this step.

The following shows the Execution window for the SQL execution
workflow step.

9. Add the workflow step to aworkflow and choose the new workflow
parameter Loop Counter.

By choosing Loop Count, the workflow engine istold to assign the result
of “select loop counter val + 1” from dua back into the loop counter
parameter.

Y ou can now add transitions to and from the new loop counter step. For
example, you add the loop counter each time an execution fails. If the
execution fails three times, a notification is sent to the user. If the execution
fails five times, management is notified.

Configuring Workflow Components 317



Moditying Workflows Already In Use

318

Workflows can be modified while they are going through their workflow steps
after a package or request has been initiated. These modifications include
adding new workflow steps, as well as changing the transitions, security
assignments and notifications from within the workflow.

Y ou can make changes to workflows that are in use by using the same
procedures that you used to define the workflows from the Workflow

Workbench.

Keep in mind that, when you modify workflows that are in use, specific
limitations apply to which entities you can add, change, delete, or rename.
These limitations are described in Table 7-9.

Table 7-9. Rules for modifying production workflows

Entity Procedure
Transitions
Security -
e You can change any of these entities or add them to a
Notifications

Workflow steps
Workflow parameters

workflow that is in use.

Transitions

Security

Notifications
Workflow parameters

You can delete any of these entities from a workflow in
use.

Workflow steps

You cannot delete this entity from a workflow in use, but
you can rename it. You can delete transitions coming into
or going out of a workflow step to effectively remove it from
the workflow.

If aworkflow that isin useis changed and saved, the changes take effect
immediately. Any changes made to workflow steps are applied to al open
package lines, requests, releases, and distributions.

Changes to a workflow can have undesirabl e effects on requests or packages
that are in progress and are using that workflow.
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Modifying aworkflow that isin use can disrupt the normal flow in and out of
the workflow and prevent it from reaching completion. For example, removing
atransition from aworkflow step may result in the requests or package lines
getting stuck in that workflow step.

Performance Considerations

Updating workflow step security with a specific configuration can affect
system performance. When adding dynamic security to a step, such as based
on astandard or user-defined token, in the Workflow Step window on the
Layout tab, product database tables are updated to handle the new
configuration.

Migrating aworkflow with these types of changes into an instance of the PPM
Center can also affect system performance. Product database tables must be
updated to handle the new workflow.

Because of the scope of these database changes, HP recommends that you
rerun statistics on your PPM Center database schema. For information about
how to collect database statistics on your database, see the Installation and
Administration Guide. For help with this procedure, contact your database
administrator.
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Copying and Testing Trial Versions of Workflows

Before you modify aworkflow that isin use, do the following:
1. Make acopy of the original workflow.

2. Modify the copied version of the workflow with the changed workflow
steps.

3. Test the modified version of the workflow to ensure that it works correctly.

4. Determine if the workflow step isin use. To determine which steps are
eligible, remove the incoming transition to the step that will be deleted and
run the following reports:

e To determine when the requests have flowed out of aworkflow step,
run the Workflow Detail Report. This report indicatesif the step to
deleteis eligible for user action or has been compl eted.

e Todetermineif any package lines are éligible for user actionin a
workflow, run the Packages Pending Report.

Y ou can how to make the same changes to the original workflow.
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Modifying Production Workflows

The final step in modifying workflows already in use isto modify the
production workflow. The following sections offer guidance on how to modify
the production workflow.

Disabling Workflow Steps

Asmentioned in Table 7-9, you cannot del ete a step from aworkflow that isin
use. You can only disable it. However, you may want to change the process.
Any changes to the process must be reflected in the workflow. This may
require disabling existing steps and adding new steps.

To disable astep and add a new one:
1. Remove transitions to the workflow step you no longer want to use.
2. Add anew step to the workflow.

3. Redirect the transitions to the new workflow step.

Redirecting Workflows

If you disable aworkflow step that is eligible for user action, the requests or
package linesin that step become stuck. Because the step is disabled, the user
cannot take action on it and so cannot proceed to the next step in the workflow.

The outgoing transition to be deleted is still intact, so the eligible package lines
and requests will eventually be acted upon and flow out of the workflow step.

Add anew workflow step to the workflow and redirect the transitions to that
new workflow step so that the movement of package lines and requests avoids
the disabled step and is not interrupted.

For example, consider the workflow sequence shown in Figure 7-2, in which
you want to disable step B.
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Figure 7-2. Redirecting the workflow, step 1
SR

Workflow Step A Workflow Step B p Workflow Step C

-

After you remove the incoming and outgoing transitions to B, add a new
workflow step D, which connects steps A and C and allow the workflow to
continue to process requests or package lines (see Figure 7-3).

Figure 7-3. Redirecting the workflow, step 2

4 B Yy ™
Workflow Workflow Workflow
Step A Step B Step C
Yy
Workflow
l Step D

h. S/

Run the report(s) again to ensure there are no entities eligible for action by the
user in the disabled step.

Moving Requests or Packages Out of Steps

If the requests or packages are stuck in astep after atransition isremoved from
aworkflow in use, add the deleted transition back to the workflow. After the
requests or packages have flowed out of the step, delete the transition again.
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8 Configuring Contacts

Overview of Contacts

Contacts are resources used as a point of reference or information. Contacts
must have avalid PPM Center username and the company they work for must
beincluded in the validation, CRT - Company Validation. Contact information
can be added for usersin PPM Center as well as external users.

Contacts are created in the Contact window. The Contact window consists of a
general information section and a large section reserved for potential user data
fields (Figure 8-1).

Figure 8-1. Contact window

Contact : Hu, Deborah o [@ [
First Name: |Deborah Last Mame: |Hu
User: [Admin User 1A
Phone Number: |555 773-7678 Email Address: | debhu@corpa.com
Company: ICorp A Enabled: @) Yes ) No

’ OK ” Save ” Cancel

Ready
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Opening the Contact Workbench

324

To open the Contact Workbench:
1. Logonto PPM Center.
2. On the Open menu, click Administration > Open Workbench.
The PPM Workbench opens.

3. On the shortcut bar, click Demand Mgmt > Contacts.

The Contact Workbench opens.
M
E Query: [None ']
é First Name: | | Last Name: | |
L] User I EH
g Phone Number: | | Email Address: | |

Company: I Enabled: | ALL -

Max Rows | 200 | Save Query || Clear H List ]

P.eady
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Creating Contacts

To create a new contact:
1. On the PPM Workbench shortcut bar, click Demand Mgmt > Contacts.
The Contact Workbench opens.
2. Click New Contact.

The Contact window opens.

Contact = [-E- [
First Name: Last Name:
User: I EH
Phone Number: Email Address:
Company: I EH Enabled: @) Yes ) No

’ OK ” Save ” Cancel

|Ready

3. Provide the information described in the following table.

Field Name Description
First Name First name of the contact.
Last Name Last name of the contact.

PPM Center username for the contact. This field is
User populated from the KNTA - User Id - All Validation
auto-complete and cannot be edited.

Phone Number | Phone number of the contact.
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Field Name

Description

Email Address

Email address of the contact.

Company that employs the contact. This field is populated

Company from CRT - Company Validation auto-complete and
cannot be edited.
Enabled Select Yes to make the notification available to the system.

. Inthe Contact window, click oK.

The changes to the notification template are saved.
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9 Contiguring Notitication Templates

Overview of Notification Templates

Notification templates are preconfigured notifications that you can use to
quickly construct the body of a message (see Figure 9-1). You can use
notification templates with the following PPM Center entities:

e Tasks

e Projects

e Requests

e Packages

e Releases

e Workflows

e Reports
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Figure 9-1. Notification Template window

Motification Template : Standard Message o (B S
Template Mame: |Standard Message
Motification Scope: |Packages

Motification Format: | Flain Text

Enabled: @ Yes Mo Default: Yes @ No

From: Clear
Reply To: Clear
Subject  Project and Portfolio Management - Deployment Management Alert
Body

Description: [PEG.DESCRIFTION] *
Workflow: [WE. WOREFLOW_NAME]

Workflow Step: [WES.STEP_NO]. [WES.STEP NAME] £

Priority: [BEG.FRIORITY NRME] -

Mvailable Tokens Linked Tokens

Token Name Token Col# Token Name Token
Execution Batch ID [WST.EXECL = 1 PKGL Seq [PKGL.SEQ]
Hidden Status [WST.HIDDE 2 PKGL Object Name |[PKGL.OBJECT_|
Last Updated By IWSTLAST_ | (|| [3 PKGL Object Type |[PKGLOBJECT_
Object Revision [PKGL.OBJE 4 astUpdated By |[WST LAST_UPD
Object Type ID [PKGL.OBJE

Object Type Workbench URL  [[PEGLWOR

PKGL App Code [PKGLAPP_ ~

‘< n (2 “ nr 3

4%

Tokens Used By H Ownership Save

[Ready (Read-Only, Seed Data)

Opening the Notification Template Workbench
To create a notification template, you use the Notification Template
Workbench.
To open the Notification Template Workbench:
1. Log onto PPM Center.
2. On the Open menu, click Administration > Open Workbench.

The PPM Workbench opens.
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3. On the shortcut bar, click Configuration > Notification Templates.

The Notification Template Workbench opens.

E Motification Template Workbench E=nl =S

Query: [None ']
Template Name: ‘ |

Query

Notification Scope: [ALL v] Enabled: [ALL v]

[mﬂls

| Save Query || Clear ” List ]

Feady

For information about how to search and select and copy an existing
notification template, see the Getting Sarted guide.

Deleting Notification Templates

Y ou cannot delete notification templates that are referenced from an existing
notification. To delete such a notification template, you must first remove
these references. Referenced notification templates can be disabled. For
information about how to determine whether a notification templateis
referenced, see Checking the Usage of Notification Templates on page 338.
For information about how to delete a notification template type, see the
Getting Started guide.
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Creating Notification Templates
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To create a notification template:

1. On the PPM Workbench shortcut bar, click Configuration > Notification

Templates.
The Notification Template Workbench opens.
2. Click New Notification Template.

The Notification Template window opens.

Motification Template : Standard Message = | B (wEdm
Template Name: |Standard Message
Mofification Scope: | Packages
Motification Format | Flain Text
Enabled: @ Yes No Default: Yes @ Mo
From: Choose... Clear
Reply To: Che Clear
Subject  Project and Portfolio Management - Deployment Management Alert
Body:
Description: [PEG.DESCRIFTION] *
Workflow: [WE . WORKFLOW_NAME]
Workflow Step: [WFS.STEP_NO]. [WFS.STEP_NAME] £
Priority: [PKG. PRIORITY_NAME] -
Available Tokens Linked Tokens
Token Name Token Col# Token Name Token
Execution Batch ID [WST.EXECL » 1 PKGL Seqg [PKGL.SEQ]
Hidden Status [WST.HIDDE P PKGL Object Mame |[PKGL.OBJECT_|
Last Updated By WSTLAST_ | (G| |2 PKGL Object Type |[PKGLOBJECT |
Object Revision [PKGL.OBJE 4 LastUpdated By |WST.LAST UPD
Object Type ID [PKGL.OBJE
Object Type Workbench URL  |[PKGLWOR
PKGL App Code [PKGLAPP_ ~
4 n 3 4 n 3
¥
Tokens || UseaBy |[ ownersnip | Save
[Ready (Read-Only, Seed Data)

3. Inthe Template Name field, type a name for the template.

4. Toindicate the range of use for this new notification, from the Notification

Scope list, select a PPM Center product area.

The default notification scope is Packages. Selecting a different scope changes

the notification template format.
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5. To specify a message format, from the Notification Format list, select Plain
Text Or HTML.

6. To make thistemplate availablein PPM Center, for the Enabled option,
leave Yes selected.

7. To makethistemplate the default notification template for PPM Center, for
the Default option, select Yes.

8. To specify “From” address:
a. IntheFrom row, click Choose.
The Email Header Field window opens.
b. From thelist at the top of the window, select the sender category.

The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if you select
Enter an Email Address from thelist, then it is necessary to specify an
email address. If you select User Defined Token, click Tokens to bring
up alist of available tokens or type in a specific token.

- -
Email Header Field = Email Header Field =
|Enter an Email Address x| (Enter a Standard Token x|
Email Address: Standard Token:
Type: Email Address Type:
Tokens ( N Tokeng
okens oken:
Email Header Field = Email Header Field B9
Ready Ready
— |Enter a Username - — Enter a User Defined Token
|Username: User Defined Token:
Type: Username Type: |User ID »
Tokens | Tokens ‘ [ 0K ” Cancel
|Ready |Ready
g \

c. Complete the required field.

d. If you select User Defined Token, select the token type that corresponds
to the evaluated token value.

e. Inthe Email Header Field window, click OK.
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9. Inthe Notification Template window, provide areply-to address, as
follows:

a. Next to From, click Choose.

e.

The Email Header Field window opens.
Select the recipient category.

The context-sensitive required field is dynamically updated to gather
the necessary information for that category. For instance, if Enter an
Email Address is selected, then it is necessary to provide an email
address. If User Defined Token is selected, click Tokens to bring up a
complete list of available tokens or type in a specific token.

Provide the information in the required fields.

If User Defined Token is specified, select the token type that
corresponds with the evaluated token value.

In the Email Header Field window, click OK.

10. Inthe Body field, type the notification content.

Ensure that the message body format is the same as that specified in
Notification Format.

11. Inthe Body field, add tokens to the body of the text, as follows:

a.

Click Tokens.
The Token Builder window opens.
Select atoken.

In the Token field, copy the token name and then pasteit in the Body
field.

Click Close.
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12. Configure the ownership of the notification template.

For detailed information about how to configure the ownership of the
notification template, see Configuring Ownership of Notification
Templates.

13. Click OK.

Configuring Ownership of Notification Templates

Ownership groups are defined by adding security groups to the Ownership
window. If no ownership groups are associated with a particular entity, the
entity is considered global and any user who has the edit access grant for the
entity can edit, copy, or deleteit. For detailed information about access grants,
see the Security Model Guide and Reference.

If asecurity group is disabled or loses the edit access grant, members of that
group can no longer edit the entity.

To configure the ownership of a custom notification template:

) You can only configure ownership for custom natification templates, and not for the
preconfigured templates.

1. Onthe PPM Workbench shortcut bar, click Configuration > Notification
Templates.

The Notification Template Workbench opens.
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2. Open a custom notification template.

The Notification Template window opens.

Motification Scope:

Nofification Format:

Enabled: @ Yes

Template Name: Standard HTML Message

Mo

Mofification Template : Standard HTML Message

Default @ Yes

(oo s

Mo

From:
Reply To:

Body:

Subject: Project and Porifolioc Management - Deployment Management Alert

Clear

Clear

</tr>
</table>
</body>
</html>

1

Package lines.

Use the token [MOTIF.NOTIFICATION_DETAILS] to include an HTML table of linked tokens for associated

Available Tokens

Linked Tokens

Token Name Token Caol# Token Name Token
Execution Batch ID [WST.EXECL - 1 PKGL Seq [PKGL.SEQ]
Hidden Status [WSTHIDDE| == 12 PKGL Object Name [PKGL.OBJECT_|
Last Updated By [WSTLAST_ 3 PKGL Object Type  |[PKGL.OBJECT
Object Revision [PKGL.OBJE 4 Last Updated By [WaT.LAST UPC
Object Type ID [PKGL.OBJE -

[ — r < I ] 2

Tokens [ Used By ” Ownership ] Save
Ready (Read-Only, Seed Data)
3. At the bottom of the window, click Ownership.
The Ownership window opens.

r Ownership |_§E |1
Give ability to edit this MNotification Template to :
(@ All users with the Edit Notification Templates Access Grant

Only groups listed below that have the Edit Motification Templates Access Grant
Security Group Description
Add Remove
[Lok ][ appy Cancel

‘Ready
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4. Select one of the following ownership options:
® All users with the Edit Notification Template Access Grant

® Only groups listed below that have the Edit Notification Template
Access Grant

5. If you selected Only groups listed below that have the Edit Notification
Template Access Grant:

a. Click Add.
The Add Security Groups window opens.

b. Use the Security Groups auto-compl ete to select one or more security
groups.

¢. Click oK.
The ownership tab lists the selected security groups.
6. Click OK.

The changes to the notification template are saved.

Deleting Ownerships from Notification Templates

To delete an ownership:

1. Onthe PPM Workbench shortcut bar, click Configuration > Notification
Templates.

The Notification Template Workbench opens.
2. Open anatification template.
3. Click ownership.
4. In the Ownership window, select an ownership to remove.
5. Click Remove.

6. Click OK.
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Configuring Notification Intervals

To create a new notification template:

1. On the PPM Workbench shortcut bar, click Configuration > Notification
Templates.

The Notification Template Workbench opens.
2. On the PPM Workbench menu, click Notification Templates > Intervals.

The Noatification Intervals window opens.

Notification Intervals [ =]
Interval Name Interval Description Enabled

8:00 AW Daily M-F Send email messages once daily at 8:00 AM...[Y

Hourly M-F Send email messages every hour, Monday - ..[Y

Immediate Send notification immediately upon event 14

four hrs Y

New || open || Delete

[4 Notification Interval Records Loaded

3. Click New.

The Noatification Interval: New window opens to the interval tab.

Notification Interval : New @

Interval I Used Bﬂ

Interval Mame: |
Description

Interval Type: | Periodic

Start Time: [

End Time: [

Time Interval (Hours)

Days [C] Sun Mon Tue Wed Thu Fri [F] sat
Enabled: @ Yes ) No

Ready
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4. Provide the information described in the following table.

Field Name
(*Required)

Description

*Interval Name

Name assigned to the interval.

Description

(Optional) Description of the interval.

*Interval Type

For internal use. This is always set to Periodic, unless
Immediate Interval is used.

*Start Time

Time to start sending out notifications and to start counting
down the time interval until the next batch.

*End Time

Time to stop sending out notifications.

*Time Interval
(Hours)

Number of hours to wait after the start time or the last
batch sent, before sending out the next batch of
notifications.

*Days

Used to select which days on which this interval is to
execute.

*Enabled

If set to Yes, this interval is selectable. If set to No, this
interval is unavailable.

5. Click oK.

6. Click Close.

The new notification interval can now be used in any workflow step

notification.

If notifications are sent at an hourly or daily interval, there are sometimes
severa notifications pending for a particular user. In this case, al notifications
are grouped together in one email message. The subject of each notification is
displayed in a Summary section at the top of the message.
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Checking the Usage of Notification Templates
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To check the usage of a notification template:

1. On the PPM Workbench shortcut bar, click Configuration > Notification

Templates.
The Notification Template Workbench opens.

2. Open the notification template.

Subject: Project and Porifolio Management - Deployment Management Alert
Body:

Nofification Template - Standard HTML Message o= =
Template Name: |Standard HTML Message
Motification Scope: | Packages
Nofification Format: | HTML
Enabled: @ Yes Mo Default @ Yes Mo
From: Clear
Reply To: Clear

</tr>
</table>
</body>
</html>

Package lines.

Use the token [NOTIF. NOTIFICATION_DETAILS] to include an HTML table of linked tokens for associated

Available Tokens Linked Tokens
Token Mame Token Caol# Token Mame Token
Execution Batch ID [WST.EXECL « 1 PKGL Seq [PKGL.SEQ]
Hidden Status [WSTHICDE (=] 2 PKGL Object Name |[PKGL.OBJECT |
Last Updated By [WST.LAST_ 3 PKGL Object Type |[PKGL.OBJECT |
Object Revision [PKGL.OBJE 4 LastUpdatedBy  [WST.LAST_UPL
Object Type ID [PKGL.OBJE ~
< n 3 4 m r

a4

Tokens [ Used By ” Ownership Save

Ready (Read-Only, Seed Data)

3. Click Used By.

The Used By window opens and lists all references to the notification

template.
4. Click OK.

5. Inthe Notification Template window, click OK.
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10 Configuring User Data

Overview of User Data

Product entities such as packages, workflows, requests, and projectsinclude a
set of standard fields that provide information about the entities. While these
fields are normally sufficient for day-to-day processing, you can create user
data fields to capture additional information specific to your organization. For
example, if you want to include an additional field on every package, you can
open the validation Value User Data user data type (with global scope) and
define the extrafield, which is then displayed on the User Data tab for a
validation.

Y ou configure user data types from the User Data Context window in the User
Data Workbench. In Figure 10-1, the User Data Workbench Results tab lists
some of the preconfigured user data types available.

Figure 10-1. User data types

User Data Waorkbench (=@
E User Data Type Scope Contex Field Context Value Enabled
5 |secury Group user uata Glopal I .
N Service ltem User Data Global \d
Staff Prof Position User Data Global Al
E Staffing Profile User Data Global Ll
_& [TaskUser Data Global i
Time Sheet Line User Data Global il
User User Data Global i
Validation Value User Data Global Validation Mame Y
\alidation Value User Data Context Validation Name CONNECTION_PR... |Y
Validation Value User Data Context Validation Name DATA_MASK Y E
‘Validation Value User Data Context Validation Mame Default Type Y
Validation Value User Data Context  [Validation Name IT Request Copying ...[Y
Validation Value User Data Context Validation Mame CRT - Platform \d i
\alidatinn Walia | lear Miata M nntavt Walidatinn hlama TRANMSFER PRMOT \'d
4 1 3
New Cop Delete
|40 Record(s) loaded.
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The following four columnsin the User Data Workbench define the
components that fully define a user data type:

e User Data Type. This column displays the user data type names, which are
predefined and uneditable in PPM Center.

Although you cannot create new user data types, you can create new user
data contexts (based on the Validation Value User Data, the Package User
Data, or the Environment User Data types) and define user datafields for
them.

e Scope. Thiscolumn displays the scope of the user data type field. The two
possible scope values are:

o Global. If the user datatype field has a global scope, the User Data tab
for every designated entity contains the defined user data field.

o Context. If the user datatype field has a context scope, then the defined
user datafield is added only to the User Data tab for entities that have
specific Context Field and Context Value definitions.

e Context Field. This column displays the context-sensitive fields. It applies
only to user data type fields with context scope. Because each user data
type only has one available context field value, the cellsin this column are
populated automatically.

e Context Value. This column lists the value (context) for the
context-sensitive field. It applies only to user datatype fieldswith a context
scope. Y ou cannot create a new context value. Y ou can only assign an
existing one.

Y ou can define up to 20 user datatype fieldsfor display on the User Data tab of
adefined entity. Y ou can configure the major attributes of each field, including
its graphical presentation, the validation method, and whether it is required.
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Referencing User Data

Once you have a user data field, you can refer to it from other parts of the
product (in notifications and command executions) by using its token name,
preceded by the entity abbreviation and the user data (UD) qualifier. For
example, Validation Value User Data might have the field “ Class Name” with
the token value cass_name, and the user data qualifier user_paTA1 .

Migrating User Data

For any configuration entity that has user data type fields, the datain the user
datatype fieldsis migrated with the entity.

e |f two instances have identical user data configurations, then the user data
ismigrated correctly.

e |f two instances do not have identical user data configurations, then the
user datais mapped to the data model according to the storage
configuration in the source instance. Verify that the two instances have the
same user datafields. Otherwise, you must correct the user data after
migration.

e |f the user datais context-sensitive, then a corresponding context-sensitive
configuration must exist in the destination instance, or the migration fails.

e User datafieldsthat have hidden and visible values can cause problems. If
the hidden value of a user datafield refersto a primary key (such as
Security Group I1D) that is different in the source and destination instances,
the migrator does not correct the hidden value. In this case, you must
correct the user data manually, after migration.

User Data Configuration Tasks

The following sections provide instructions for configuring user data, which
involves the following tasks:

e Open the User Data Workbench (Opening the User Data Workbench)
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e Open auser datatype and view general information (Viewing General
Information for User Data Types on page 343)

e Create user datafields (Configuring User Data Fields on page 347)

e Configure user datafield layout (Configuring User Data Layouts
on page 360)

Opening the User Data Workbench

To open the User Data Workbench:
1. Log onto PPM Center.
2. On the menu bar, click Administration > Open Workbench.
The PPM Workbench opens.

3. On the shortcut bar, click Configuration > User Data.

E User Data Workbench =220

Query: [None ']

UserDataType:r|ALL v |Enabled: LT

Query

[neoulls

| Save Query || Clear H List J

Raady

For information about how to search for and select existing user data, copy
user data, and delete user data, see the Getting Sarted guide.
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Viewing General Information for User Data Types

To view general information for a user data type in the User Data Context
window:

e From the User Data Workbench, open auser datatype, or create anew user

data context.
User Data Context : Validation Value User Data o (ol (S
User Data Type: |Val|dat|on Value User Data =
Context Figld: IVaIidation Mame Context Value: |COMMNECTION_PROTOCOL E
Enabled: (@) Yes No Scope: | Context

Meta Layer View:

Fields l Layout ]

Prompt Token User Data Col.  Display.. ComponentTy.. Validation Requir.. Display Only
Class Name: |CLASS_N... [USER_DATA1  |¥ [Tesxt Area [Testdrea [N |M |
[ OK ] Save [ Cancel ]

Peady {Read-Orly, Seed Data)

Table 10-1 lists descriptions of the fieldsin the User Data Context window.
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Table 10-1. Fields in the User Data Context window

Field Name
(*Required)

Description

*User Data Type

User data type name. For global user data types, this field is
automatically populated. If you are creating a context-sensitive
user data context, you select the type from the list.

*Context Field

For user data types and user data contexts that have context
scope, this field is automatically populated with the name of the
context-sensitive field.

The Context Field auto-complete is only enabled for the
Environment User Data and Package User Data user data

types.

*Context Value

For context-sensitive user data types, this field displays the
value for the context field. This field is disabled for user data
types with global scope.

You can only define one context value for the context field. For
example, you cannot have two context-sensitive user data
types with the same context field and context value (such as a
field labeled Priority with a value of “Critical”).

Use this option to enable (default) or disable the user data type

Enabled in PPM Center.
Scope of the user data type. This field is automatically
populated based on the user data type. The possible scopes
for a user data type are:
e Global. Standard user data type scope. If the scope is
global, the User Data tab for every designated entity
Scope displays the defined field(s).

e Context. Indicates that this is a context-sensitive user data
type. If the user data type has the context scope, the User
Data tab displays the defined field(s) only if the designated
entities have the correct Context Field and Context Value
definitions.

*Meta Layer View

Meta layer views relate information specific to PPM Center. For
example, the reporting meta layer view MREQ_OPENED _
CLOSED_BY_TYPE_D provides summary information for
request submission and completion activity, broken down by
request type and by calendar day.
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Creating a User Data Context

Although you cannot create a new user datatype in PPM Center, you can
create a user data context that is based on one of the following user data types:

e Validation Value User Data. Create user datafields for a named
drop-down validation. Typically, you create this new user data context in
order to associate more data with values available for users to select.

Example: Your PPM Center system has a US States drop-down list
validation that has 50 validation values. Somewhere else in the system, you
need to get the capital of the state that a user has selected. So, you create a
new user data context for the US States list and add the Capital field to it.

Y ou next open the US States drop-down list validation, and for each
validation value (state), you complete the Capital field. Now, the system
can detect which state a user has selected and pick up the capital.

e Environment User Data
e Package User Data
To create anew user data context for a drop-down list validation:

1. Open the User Data Workbench.
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2. Onthe Query tab, click New User Data Context.

The User Data Context Window opens.

User Data Context : Untitled o B e
User Data Type: ”
Context Field: I Context Value:
Enabled: Yes No Scope:

Meta Layer View:

Fields I La\,’out]

Pro.. To.. UserDataCol. Display.. ComponentT.. Validation Requir.. Display Only

[ oK ] Save Cancel

Pead\f

3. Click User Data Type.

The User Data Type field displays the value Validation Value User Data, the
Context Field field displays the value validation Name, and the Scope field
displays Context.

4. Usethe Context Value auto-complete to select avalidation value for the
Validation Name context field.

5. Create one or more user datafields.

For information about how to create a user datafield, see Configuring User
Data Fields.

6. Click OK.
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Configuring User Data Fields

This section provides instructions on how to configure a user datafield to
capture information specific to your organization.

) Not all user data field types have Dependency and Security tabs.

To create a user datafield:

1. Open the User Data Workbench (for instructions, see Opening the User
Data Workbench on page 342).

2. Open auser datatype, or create a new user data context (for instructions,
see Creating a User Data Context on page 345).

The User Data Context window opensto the Fields tab.
3. Click New.

The Field: New window opens.

Field: New S|

Field Prompt: | Token:

Description:

Enabled: @) Yes ) Mo

Component Type: | Mone
Validation

Multiselect: Yes (@ No

Attributes ]Default} Dapendenaes]

User Data Col.: | USER_DATA1 ¥ | Display Only: | Never -
Display: @) Yes ©) No Required: .Never vl
Copy From... Add
|Ready
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4. Provide information for the fields described in the following table.

Field Name Description

Field Prompt Label displayed for the user data field in the request.

Uppercase text string used to identify the token. The token
Token name must be unique to the specific user data. An example
of a token name is ASSIGNED TO USER ID.

Description Type a description of the user data field in this field.

To disable the field in PPM Center, select No. (The user

Enabled data field is enabled by default.)

Use the Validation auto-complete to specify the logic to use
to determine the valid values for this field. This could be a
list of user-defined values, a rule that the result must be a
number, and so on.

After you select the validation logic, the Component Type
field displays the type of component (for example,
drop-down list, text field, auto-complete list) used in the
validation.

Validation

If the validation uses an auto-complete list component type,
Multiselect and you want users to be able to specify multiple values,
select Yes.
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5. If the Attributes tab is displayed, provide the information listed in the
following table.

Field Name Description

Indicates the internal column in which the field value is to
be stored. These values are then be stored in the
corresponding column in the table for the given entity (such
User Data Col | as KNTA_USERS for the users entity).

User data provides the ability to store information in up to
20 columns, thus allowing for up to 20 fields. No two fields
in user data can use the same column.

Indicates whether the field is read-only. Select Use
Display Only Dependency Rules to use the logic defined on the
Dependencies tab.

Indicates whether the user can view this field on the User

Display Data tab.

Indicates whether the user must specify a value for this
Required field. Select Use Dependency Rules to use the logic
defined on the Dependencies tab.

6. If the Defaults tab is displayed, click it, and then provide the information
listed in the following table.

Field Name Description

Specifies whether the field is to have default value, and if it
is, whether the default value is a constant value or a
parameter value.

Note: If the new user data field has a default value, the field
is added to all existing requests, but has a NULL value for
those requests. This affects request searches that use this
field because users cannot specify NULL as a field value in
the search criteria.

Default Type

If you select the Constant default type, specify the

Visible Value
constant value here.

To default from another field, choose the token name for
that field. When using this user data, every time a value is
provided or updated in the source field, it will automatically
be provided or updated in this destination field.

Depends On
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7. If the Dependencies tab isdisplayed, click it, and them provide the
information listed in the following table.

Field Name Description
Clear When the Following Indicates whether the field is to be cleared
Changes when the specified field changes.
Indicates that the field is to be editable only
if certain logical criteria are satisfied. The
field functions with two adjacent fields, a list
Display Only When that contains logical qualifiers, and a text

field. To enable this functionality, on the
Attributes tab, from the Display Only list,
select Use Dependency Rules.

Required When

Indicates that the field is to be required only
if certain logical criteria are satisfied. The
field functions with two adjacent fields, a list
of logical qualifiers, and a text field. To
enable this functionality, on the Attributes
tab, from the Required list, select Use
Dependency Rules.

8. If the Security tab isvisible, to specify the users who can view and edit this

field, do the following:

a. Click the security tab.

By default, the new user datafield isvisible to and editable by all users.
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b. Click Edit.
The Edit Field Security window opens.

Edit Field Security: New @

Set default security for this field.
Mote: Security may still be affected by Status Dependencies, Field Level Dependendies, etc,

This field is: Visible to all users

Editable by all users

Select Users/Security Groups that can This field is visible to these Users/Security Groups:

view this field: Security Type Security Visible Editable
Security Group

Security Group: E

Provide Editing Rights

Tokens Add: [wp

Ready

c¢. Configure the security-related fields described in the following table.

Field or Option Description

To make the field visible only to specific users or
security group members, start by clearing this
Visible to all users checkbox. This clears the Editable by all users
checkbox and enables fields in the Select User/
Security Group that can view this field section.

To make the field editable only by specific users or
security group members, start by clearing this
checkbox. (If you cleared the Visible to all users
checkbox, this checkbox is already cleared.) This
enables fields in the Select User/ Security Group
that can edit this field section.

Editable by all users
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Field or Option

Description

Select Users/
Security Groups
that can view this
field

(list)

To indicate how you want to specify field visibility or
editability permission, select one of the following from
the list:

e Security Group. Enables you to specify one or
more security groups whose members can view
and/or edit the field. This selection dynamically
updates the auto-complete displayed under the list
to provide security group names.

e Username. Enables you to specify one or more
user who can view and/or edit the field. (The user
must have an email address.) This selection
dynamically updates the auto-complete displayed
under the list to provide user names.

e Standard Token. Enables you to select a standard
token that resolves to a security group (based on
group name or ID) or user name, or user (based on
username or ID) who can view and/or edit the field.

e User Defined Token. Enables you to define a token
that resolves to a security group (based on group
name or ID) or user (based on username or ID) who
can view and/or edit the field.
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Configuring User Data

Field or Option

Description

Security Group
Username Standard
Token or

User Defined Token
(auto-complete)

The label for this field changes dynamically based on
the value you select from the Select Users/Security
Groups that can view this field list.

Do one of the following:

e Use the Security Group auto-complete to specify
one or more security groups to view and/or edit the
field.

e Use the Username auto-complete to select the
names of one or more users who can view and/or
edit the field.

e Use the Standard Token auto-complete to select a
standard token that resolves to a security group
(based on group name or ID) or user name, or user
(based on username or ID) who can view and/or
edit the field.

e Use the User Defined Token auto-complete to
define a token that resolves to a security group
(based on group name or ID) or user (based on
username or ID) who can view and/or edit the field.

You can use the Tokens button to access the
Token Builder). For information on how to use the
Token Builder to create user-defined tokens, see
the Commands, Tokens, and Validations Guide and
Reference.

Provide Editing
Rights

To give the security groups and users you selected
(using the auto-complete) permission to edit the user
data field, leave this checkbox selected (the default),
and then click the Add button [=].

To prevent the security groups and users you selected
(using the auto-complete) from editing the user data
field, clear this checkbox, and then click the Add
button [#).

9. Click oK.

The Field window displays the new field.

10. Click oK.
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Copying a Field Definition
Y ou can streamline the process of configuring a new field by copying the
definition of an existing field.
To copy afield definition:
1. Onthe PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Open an existing user data type or create a new user data type.

The User Data Context window opensto the Fields tab.

[ User Data Context : Distribution User Data o -2 [
User Data Type: [Distribution User Data
Context Field: I Context Value: El
Enabled: @) Yes No Scope: | Global

Meta Layer View:

Fields I Laynut]

Pro.. To.. UserDataCol. Display.. ComponentTy.. Validation Requir.. Display Only

| COK | Save Cancel

Fead\f

3. Click New.
The Field: New window opens.
4. Click Copy From.
The Field Selection window opens.
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5. Tosearchfor the field to copy, complete one or more of thefields, and then
click List.

The Field Selection window lists the fields that match your search criteria.

You can query fields using several criteria, including the token name or field

prompt. You can also perform more complex queries. For example, you can list all
fields that reference a specific validation or all fields that a specific entity uses.

L

Field Selection =
Prompt: Product: | ALL -
Token: Component Type: | ALL - | Validation E

Query Results

Used By Entity I 1

Prompt Token Product Validation

DSN P_SUB_PATH Deployment Management |Directory Chooser

File Location P_FILE_LOCATION Deployment Management |DLY - File Location

Member P_FILENAME Deployment Management |File Chooser - Full File Name
Content bundle filename: P_FILENAME Deployment Management [File Chooser - Full File Name
(Entity ID) ENTITY_ID Deployment Management |Text Field - 40

Preview import?

PREVIEW_IMFORT

Deployment Management

Radio Buttons (Y/M)

Replace existing special cmds?

REPLACE_SPECIAL_CON...

Deployment Management

Radio Buttons (Y/N)

Replace existing data source?

REPLACE_DATA_SOQURCE

Deployment Management

Yes Mo Radio Buttons

Replace existing step sources?

REPLACE_WF_STEP_S0..

Deployment Management

Radio Buttons (Y/M)

Replace existing validations?

REPLACE_VALIDATION

Deployment Management

Radio Buttons (Y/N)

PPM dest password:

DEST_PASSWD

Deployment Management

Password Field

(Filename prefix)

FILENAME_PREFIX

Deployment Management

Text Field - 40

Add missing security groups?

ADD_SECURITY_GROUP

Deployment Management

Radio Buttons (Y/N)

Replace existing workflow?

REPLACE_WORKFLOW

Deployment Management

Radio Buttons (Y/M)

WMigrator action:

MIGRATOR_ACTION

Deployment Management

PP - PP Migrator Action

Data source:

KINTAMA_OBJECT

Deployment Management

PPM - PPM objects from migratic

PPM source password
4

Tl

SOURCE_PASSWD

Deployment Management

Password Field
r

m| s

Max Rows 200

Cancel || Clear H List ]

200 Record(s) loaded. Query results limited by max rows parameter.

6. Select the field to copy, and then click Copy.

The Field: New window displays the attributes of the copied field.

7. Make any necessary changes, and then click oK.
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Editing User Data Fields

To edit auser datafield:
1. Onthe PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Open auser datatype.

The User Data Context window opens to the Fields tab.

r User Data Context : Time Sheet Line User Data fo = =
User Data Type: [Time Sheet Line User Data E
Context Field: | Context Value: E
Enabled: @ Yes No Scope: |Global

Meta Layer View:

Fields l Layout]

Prompt Token UserData Col.  Display.. ComponentT.. Validation Requir...
Group TM_GROUP USER_DATAZ ¥ Text Field Text Field - 40 N
Business Unit |TM_BUSINESS_U. |USER_DATAZ |Y Text Field Text Field - 40 N
Cost Center TM_COST_CENT... [USER_DATA1 [ Text Field Text Field - 20 N
< I s

New E; emove
| Ok | e Cancel

Feady

3. Select the field to edit, and then click Edit.

The Field window opens.
4. Make the required changes, and then click OK.

Make sure that you include the Attributes, Default, and Dependencies tabs.
For information about these tabs, see Configuring User Data Fields
on page 347.

5. Inthe User Data Context window, click oK.
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Configuring User Data Field Dependencies

Configuring User Data

Field behavior and properties can be linked to the value of other fields defined
for that entity. A Report Type field can become required when the value in
another field in that report typeis Critical.

Y ou can configure afield to:

e Clear after the value in another field changes.

e Become read-only after another field meets alogical condition defined in

Table 10-2.

e Become required after another field meets alogical condition defined in

Table 10-2.

Table 10-2. Field dependencies

Logical Qualifier

Description

Looks for close matches of the value to the contents of the

like selected field.
. Looks for contents in the selected field that are not close
not like i
matches to the specified value.
. Looks for an exact match of the value to the contents of the
is equal to

selected field.

is not equal to

Is true when no results exactly match the value specified in
the field.

is null

Is true when the selected field is blank.

is not null

Is true when the selected field is populated.

is greater than

Looks for a numerical value greater than the value
specified.

Looks for a numerical value less than the value specified in

is less than the field.
is less than Looks for a numerical value less than or equal to the value
equal to specified.

is greater than
equal to

Looks for a numerical value greater than or equal to the
value specified.
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To configure a user data field dependency:
1. onthe PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Open a user datatype.
The User Data Context window opensto the Fields tab.
3. Select the field, and then click Edit.
The Field window opens.

4. Click the Dependencies tab.

Field: New 3|

Field Prompt: Token:

Description:

Enabled: @) Yes Mo

Component Type: | Mone
Validation

New | Open
Multiselect: Yes No

Attrbutes | Default Dependendis |
Clear When The Following Changes: | None n

Display Only When: | None = || like

Required When: | Mone = | | like

Copy From... Add Cancel

Ready

5. Usethefollowing fields to set the field dependencies:

e Toclear the current field whenever the value in another field changes,
from the Clear When The Following Changes list, select the field to
trigger the clearing of the current field.

e To make the field become read-only after another field satisfiesa
logical criterion, from the Display Only When list, select the field
which, when changed, is to make the current field read-only.
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TheDisplay Only When list functions with thetwo liststo the right. One
isalist of logical qualifiers (described in Table 10-2), and the other, a
list that dynamically changesto adate, list, or text field, depending on
the validation specified for the current field.

e To make the current field become required after a selected (trigger)
field meets the condition selected from the list of logical qualifiers
(described in Table 10-2), from the Required When field, select a
trigger field

The Required When list functions with the two liststo itsright. Oneisa
list of logical qualifiers (described in Table 10-2), and the other, alist
that dynamically changesto a date, list, or text field, depending on the
validation specified for the current field.

6. Click oK.
7. Inthe Field window, click OK.

8. Inthe User Data Context window, click OK.

Removing Fields

To permanently remove afield from a user datatype:
1. on the PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user datatype or create a new user datatype.
The User Data Context window opens to the Fields tab.
3. Select the field to remove, and then click Remove.

4. Click OK.
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Configuring User Data Layouts

Thelayout of user datafields can be changed in the Layout tab of the User Data
Context window.

Figure 10-2. User Data window Layout tab

User Data Context : Validation Value User Data o= (e
User Data Type: [Validation Value User Data EE|
Context Field: |Validation Name Context Value: [TRANSFER_PROTOCOL E
Enabled: (@ Yes Mo Scope: | Context

Meta Layer View:

Fields Layout

LI Class Name:
|| Transfer Type:

Field Width | 1 Companent Lines Move Field (|4 4| =p Swap Mode

Preview

[ oK ] Save [ Cancel ]

P.eady {Read-Only, Seed Data)
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Changing Column Widths

Configuring User Data

To change the column width of afield:

1. Onthe PPM Workbench shortcut bar, click Configuration > User Data.

The User Data Workbench opens.

. Select an existing user data type or create a new user datatype.

The User Data Context window opens to the Fields tab.

. Click the Layout tab.
. Select the field.

. From the Field width list, select 1 or 2 (inches).

You cannot make changes that conflict with another field in the layout. For
example, you cannot change the width of a field from 1 to 2 if another field exists
in column two on the same row.

For fields of component type Text Area, you can determine the number of
lines the text areais to display. Select the Text Areatype field and change
the value in the Component Lines attribute. If the selected field is not of
type Text Area, thisfield is not enabled.

6. Click OK.
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Moving Fields

To move afield or aset of fields:
1. Onthe PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user data type or create a new user datatype.
The User Data Context window opens to the Fields tab.
3. Click the Layout tab.
4. Select thefield.

To select morethan onefield, presssnift, and then select thefirst and last
fieldsin aset. (You can only select adjacent fields.)

) You cannot move a field to a position occupied by another field.

5. Usethe directional arrowsto move the fields in the layout builder.

6. Click OK.

Swapping Positions of Two Fields

To swap the positions of two fields:
1. Onthe PPM Workbench shortcut bar, click Configuration > User Data.
The User Data Workbench opens.
2. Select an existing user datatype or create a new user datatype.
The User Data Context window opens to the Fields tab.
3. Click the Layout tab.
4. Select thefield.
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5. Select the Swap Mode option.
An Sisdisplayed in the option section of the selected field.
6. Double-click the field to swap positions with the selected field.

7. Click oK.

Previewing the Layout

Y ou can preview the field layout asit will be displayed to users.

To preview field layout:

e Inthe User Data Content window, click the Layout tab, and then click
Preview.

The Field Layout Preview window opens and displays the user data fields
asthey are to be displayed.

Field Layout Preview 53

# Staff Affected: Department:

Initiative Type: -

Ready

If al fields have awidth of one column, al displayed columns automatically
span the entire available section when an entity of the given user datais viewed

or generated.
Hidden fields do not affect the layout.
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Configuring User Data for Resources

364

Pagesin PPM Center display a set of standard fields for collecting and
displaying information. User dataisthe set of custom fields that can be defined
by the system administrator.

If you want to include additional fieldsin aresource’ s page, you can define
them in the User Data Workbench.

Resource user data are customizable resource attributes that are added to the
Details tab in aresource’' s page. The system administrator configures the
resource attributes that are displayed in aresource’ s page and the resource can
modify the values of these resource attributes from the Details tab.

Resource user datais not available in the Search Resources page nor can they
be modified for multiple resources simultaneously.

To configure user data,

1. Log onto PPM Center.

2. Select Open > Administration > Open Workbench.
The PPM Workbench opens.

3. From the shortcut bar, select Configuration > User Data.
The User Data Workbench opens.

4. Click List.
The Results tab opens with the available user data types.

5. To configure resource user data, select Resource User Data and click Open.
The User Data Context window opens.

6. Toadd afield, click New.

The Field: New window opens.
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7. From the Field: New window, do the following:

a. Configure up to 100 fields. Enter the following information:

Vi.

Vi,

In the Field Prompt box, type the label to display for the new field.

In the Token box, type an uppercase text string to use to identify
thisfield.

The token name must be unique to the specific user data. An
example token name iSASSIGNED TO USER ID.

In the Description box, you can enter text that describes what the
field captures and how it isto be used.

To enable the new field, leave Enabled selected.

In the validation box, enter or select the validation logic to use to
determine the valid values for the field.

This can be alist of user-defined values, arule that the result must
be a number, and so on.

The Component Type field indicates the field type (list, free-form
text field, and so on). Thisread-only field is derived from the
validation you selected.

If the field lists selectable items, and you want usersto be able to
select more than one of these, select Multiselect.

If you select Multiselect, the PPM Workbench displays a dialog box
that lists limitations imposed on multiselect user fields.

If you selected Multiselect, make a note of the limitations, and then
click Yes.

b. On the Attributes tab, enter the following information:

i. Inthe User Data Col list, select the internal column in which the

field value is to be stored.

Y ou can store information in up to 100 columns, which means that
you can create up to 100 custom fields for resources. No two fields
in user data can use the same column.
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i. To make the new field read-only at all times, in the Display Only
list, select Always. To make the field editable at all times, select
Never.

i. Tomakethefield visibleto users, next to Display, leave Yes
selected. To hide the field, select No.

iv. To make the field required (the user must specify avalue) at all
times, inthe Required list, select Always. To makethefield optional
at all times, select Never.

c¢. Toconfigure adefault value for the user datafield, open the Default tab
and enter the following information:

i. Toindicatethat thefield isto have adefault value, in the Default
Type list, do one of the following:

o To specify that the field default is to be a constant value, select
Constant.

o To specify that the field default is to have no default, select
None.

i. If you specified aconstant default type, then in the Visible Value
list, select the constant value.

8. To save your changes and create another field, click Add. The Field
window clears so that you can create another new field. Repeat step 7, as
needed.

To save your changes and close the Field window, click OK.

9. From the User Data Context window, use the Layout tab to rearrange the
fields as you want the user to view them from the Details tab.

10. Click OK.
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A Worksheets

Configuration Workflow Worksheet

Table A-1. Workflow skeleton (page 1 of 2)

Step Name

Description

Type®

Transition Values
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Table A-1. Workflow skeleton (page 2 of 2)

#

Step Name

Description

Type®

Transition Values

16

17

18

19

20

a. Type = Workflow Step Type: Decision (D), Execution (E), Condition (C), Subworkflow (S)
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Execution Workflow Step Worksheets

Worksheets

Table A-2. Workflow step [execution], step number (page 1 of 2)

Workflow Step Value

Step Name

Goal/Result of Step

Validation See Table A-3
Execution Type See Table A-4

Processing Type

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):

e User Name
e Standard Token
e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username

e Email Address

e Security Group

e Standard Token

e User Defined Token

Notification Message

Request Status at Step
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Table A-2. Workflow step [execution], step number (page 2 of 2)

Workflow Step

Value

Request % Complete at Step

Authentication Required (Y/N)

Authentication Type (if Y)

Table A-3. Validation Information

Validation Information

Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, list, and so on.)

Validation Definition (list of values or

SQL)

Table A-4. Workflow step [execution], step number execution type

Execution Type

Value

Built-in Workflow Event:

e Execute Commands

e Close

e Jump/Receive

e Ready for Release

e Return from Subworkflow

PL/SQL Function

Token

SQL Statement

Workflow step commands
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Decision Workflow Step Worksheets

Table A-5. Workflow step [decision], step number (page 1 of 2)

Workflow Step Value

Step Name

Goal/Result of Step

Validation
Decisions Required e One
(Vote on Step’s outcome?) e At Least One

o All

Timeout (Days)

Security (who can act on step):
Security Group

User Name

Standard Token

e User Defined Token

Include Noatification (Yes/No)

Notification Event

Notification Recipient:
e Username

e Email Address

e Security Group

e Standard Token

e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step
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Table A-5. Workflow step [decision], step number (page 2 of 2)

Worktlow Step Value

Parent Assigned To User

Authentication Required (Y/N)

Authentication Type (if Y)

Table A-6. Workflow step [decision], step number validation

Validation Information* Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, list, and so on.)

Validation Definition (list of values or

SQL)
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Subworkflow Workflow Step Worksheets

Worksheets

Table A-7. Workflow step [subworkflow], step number

Workflow Step

Value

Step Name

Goal/Result of Step

Validation*

Vote on Step outcome?

Timeout (Days)

Source Environment (Group)

Dest Environment (Group)

Security (who can act on step):

Security Group

e User Name

e Standard Token

e User Defined Token

Include Notification (Yes/No)

Notification Event

Notification Recipient:
e Username

e Email Address

e Security Group

e Standard Token

e User Defined Token

Notification Message

Request Status at Step

Request % Complete at Step

Authentication Required (Y/N)
Authentication Type (if Y)
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Table A-8. Workflow step [subworkflow], step number validation

Validation Information*

Value

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, list, and so on)

Validation Definition (list of values or

SQL)
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Request Type Configuration Sheets

Table A-9. Request type information

Information Value

Request Type Name

Associated Request
Header Type

Description

Table A-10. Request type field information

Field Name Description
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Table A-11. Request type commands

Command Valuve

Goal of Commands

Command Steps

Conditions
(When to execute)
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Table A-12. Request type status values

Status Corresponds to Workflow Step
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Table A-13. Request type attributes

Information Value
Field Name
Validation
Field Behavior
e Display
e Editable
Attributes (select one):
e Display Only
e Required

Default Value

Users/Security Groups allowed to View
Field

Users/Security Groups allowed to Edit
Field

Status Dependencies

Clear field when Status = ?

Display only when Status = ?

Reconfirm only when Status = ?

Required when Status = ?

Auto-Population Behavior

Auto-Population triggered by (Depends
on) Field:

Value used to populate Field:
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Worksheets

Table A-14. Field validation information

Validation Information

Valuve

Existing Validation?

New Validation?

Validation Type: (text field,
auto-complete, list, and so on.)

Validation Definition (list of
values or SQL)

Notes on Validation (data
masks, auto-complete
behavior, and so on.)

Table A-15. Request header type information

Request Header Type

Value

Request Header Type Name

Associated Request Type(s)

Description

Associated Field Group(s)
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Table A-16. Existing request header type field information

Prompt

Display

Display Only

Transaction
History

Notes History

Search Filter

Page

Request No

Request Type

Created By

Department

Sub-Type

Created On

Workflow

Request
Status

Priority

Application

Contact Name

Assigned To

Assigned
Group

Contact Phone

Request Group

Contact Email

Description

Company

% Complete
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B Examples

A Simple PL/SQL Function for Execution Steps and Field
Population

In this example, you create a simple PL/SQL function to return a boolean
value. Then you create PL/SQL function execution workflow steps to run the
PL/SQL function and return its results as the results of the PL/SQL function
execution workflow steps. You will configure the workflow transitions and run
the workflow to populate a request type field.

Follow the steps below:
1. Create asimple function.

CREATE OR REPLACE FUNCTION yes or no
RETURN VARCHAR2
IS
tmpvar VARCHAR2 (10) ;
BEGIN
tmpvar := 'YES';
RETURN tmpvar;
EXCEPTION
WHEN NO DATA FOUND
THEN
NULL;
WHEN OTHERS
THEN
RAISE;
END yes or no;
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2. Log onto PPM Center, and open PPM Workbench. On the shortcut bar,
select Configuration > Validations, click New Validation and create a new

validation.

Make sure to select Enabled and Use in Workflow checkboxes.

Validation : Yes or No = [-E [
Mame: |Yes or No Reference Code: [YES_OR_NO
Description:
Enabled: [V Use in Workflow? [
Component Type: | Drop Down List T
Validated By: | List hd
Validation Values:
Seq Code Meaning Description Enabled Default
1|vES |vES | [¥ [
2[ND [No | [¥ [
] m s
MNew Edit Delete Copy From | [+ 4
Used By Ownership OK Save Cancel
Ready

Save the validation.

3. On the PPM Workbench shortcut bar, select Configuration > Workflows.
Click List, locate aworkflow of your choice and open it.

a. From the Workflow Step Sources window, click New. The Execution
window opens.

b. For the Execution Type field, select PL/SQL Function from the drop-
down list; For the validation field, select the validation you just created
in step 2; Type the function you created in step 1 in the Execution text
area.

) Other option for the Execution Type field: SQL Statement.
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-
Execution

Exe:utionl Ownership | Used E\yl
Mame |SQL Function Test Workflow Scope | Requests

Reference Code |SQL_FUNCTION_TEST

Description \
Execution Type | PLISQL Function v Workflow Event |NONE
validation [Yes orNo Timeout
Ican
Processing Type |Manual - Enabled: @ Yes
Page Response (@) Finish Execution before displaying the request page to the user

Display the request page immediately while execution is sfill running

Execution

.Days

) No

yes_or_no()

Language Options

Ready

c. Click verify.

Execution

EKEEUTIUH| Ownership I Used Byl

Reference Code |SQAL_FUNCTION_TEST

Description
Execution Type | PLISQL Funciion ~| Workflow Event |NONE
Validation [Yes or No Timeout
Icon
Processing Type |Manual =) Enabled: @ Yes

Page Response @ Finish Execution before displaying the request page to the user

Display the request page immediately while execution is still running

Mame |SQL Function Test Workflow Scope | Requests

|Days

@ No

Execution: r Message

===

yes_or_no()

The execution has been verified successfully.

Language Options

Ready

d. Save the execution step.

4. Go to Layout tab of the workflow, drag necessary workflow steps from the
Workflow Step Sources window and drop to the Layout tab area, configure
the transitions, and save your changes.
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Workflow : Yes Or No SQL Function Test

Package Workflows I Request Types I Qwnership
Workflow Layout } Step Sequence

[= [= [= TWurkﬁuwslepSuurces = = W
Filter by
.Requesls

.Dn\y items | can edit -

LX)

2. Glose (wediate fafre] - 200%

o)

® PM - Create Project

® PM-Launch Project
@ PM-Launch Project_
.
.

PM - Plan Project

PM - Plan Project_

PMO - Evaluate CR Level

PMO - Evaluate Program Risk Impact
PMO - Evaluate Risk Impact Level

Request Priority
/ SQL Function Test | L
= m UCMDB Basic Execution Command |~
%r{————ﬁs ® downloadPDF L4
3. Close (imnenlabe success) - 100% {271 Subworkflows -

<

i

1. SQL Functin Test

[ New ][ Copy ][ Open ][ Delete ]

[T] Always on top

Scale .‘IUD% = Exportimage

\Ready

Create a new Request Type with anew field.

a. On the PPM Workbench shortcut bar, click Demand Mgmt > Request
Types. The Request Type Workbench opens.

b. Click New Request Type. Provide values as necessary.

c. GototheFields tab, click New to add anew field.

Request Type : Yes or No SQL Function Test

Request Type Name: |Yes or Mo SQL Function Test

f=lofEs

Reference Code: | YES_OR_NO_SQL_FUNCTION_TEST

Creation Action Mame: |Yes or No SQL Function Test
Request Header Type:  Default EH
Category: -
: oen
Extension: -
Description:
Meta Layer View: |MREQ_ YES_OR_MO_SQL_FUNCTI
Max Fields: | 50 ~ | Enabled: @) Yes @) No
Commands I Sub-Types I Workflows 1 User Access I Notifications I 1 Ownership Help Content 1 Resources
Fields l Layout 1 Display Columns Request Status Status Dependencies 1 Rules
Prompt Token Enab.. Component Type Validation Display Only
- Summary | | | | ‘

- Request Type Fields

Yes_or_MNo_field OR_MNO_FIELD Y  Drop Down List Yes or No

1

<

B A =a) [ vew ][ Edt || Remove |

Ready
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d. Goto Commands tab, create acommand to populate the new field.
M =)

Edit Command

Command populate Yes_0Or_No|
Condition
Description:
Timeout (s): 90
Enabled @ Yes () No
Steps

ksc_itg_run_sgl QUERY STRING="select yes_or_nc{} from dual”

ksc_comment "[SQL_OUTFUT]"
ksc_store REQD.P.YESORNOFIELD="[SQL OUTFUT]"

[ ok | #poiy || cance

[ Tokens || specaicma || showDesc |

[Ready
)

L

e. GotoRules tab, add arule for the request type.

r
Rules Window

Rule Name: | Default Workflow

Description: ||
Enabled? @ Yes @) No
Rule Event: [Apply on creation - ] Process subsequent rules? @) Yes (7) No
(if s event tiggers muitipie ruies, they are processed in sequential
Rule Type: [Simple Defaults - ] order. Check 'No' above if you do not want subseguent rules fo be
processed after this rule completes.)

Dependencies

Department: [ - ]

Application: I E
Results

Warkfiow: [ Yes Or No SOL Function Test E!

Assigned To: I ]

Assigned Group: I El

[ ok |[ ppy || cance

Ready
J

8

f. Save the changes.
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6. Go back to the Workflow workbench. Create aworkflow Execution step,
later you will use which to execute the command you just created in step d.

[ Execution

==

Execution I Ownership } Used Byl

MName Execute_Request_ Commands Workflow Scope

Reference Code |EXECUTE_REQUEST_COMMANDS

Description
Execution Type | Built-in Workflow Event x| Workflow Event
Validation |WF - Standard Execution Results El
New Icon
Processing Type | Manual - Enabled:

Page Response @ Finish Execution before displaying the request page to the user

Timeout

Requests

execute_request_commands

@ Yes

() Display the request page immediately while execution is still running

Execution:

.Days

Tokens

Language Options

Ready

7. Add a step to the workflow to populate the field using the command you
just created.

Workflow : Yes Or No SQL Function Test

Package Workflows l Request Types l
Waorkflow Layout Step Sequence

Ownership l

=5 EEF =X

A;:_ Request_Commands
i

%/

1. SQL Function '.rm\

YES

Al Resits ——ne— !zil

4. Clore (Wwmediate fallure) - 100E

AN Results

~

'\\%

3. Execute_Request Commands

5. Close (ediate suscess) - 100%

Scale: [100% ~ || Exportimage

[Lok ][ sae

Cancel

[Ready
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10.

Make sure to set Source Environment.

In PPM Center, create arequest using the Request Type you created in
step 5 and submit it.

() Source Environment Group: I E

(@ Source Environment: IKINTANA_SER\-"ERI E H‘ ‘

= Request Type Fields

Yes_or_No_field

Open the request you just created, click Execute Now to trigger the
PL/SQL function.

Click view Full Status Below > Graphical View to view the execution status.

= Request Type Fields

Yes_Or_No_Field
YES

{& Graphical Workflow - Windows Internet Explorer = | 5 )

@ Project and Portfolio Management Center

Graphical Workflow

Generating graphical view, image will appsar belows when complste
Legend:
Steps: [ wisited ] [ active ] Transitions:  traversed —m  Showing: Current transaction status

m

% All Results '7|—’I

2. Execute_Request_Commands 4. Close (Immediate failure) - 100%
Ne

=)

1 SOL Function T

Vs

Succasded
2

3. Execute_Request_Commands 5. Close {Immediate success)- 100%

< M »

Done €& Local intranet | Protected Mode: Off fh v WI0% -
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Executing PL/SQL Functions With A Parameter and Creating
Transitions Based on the Results

388

In this example, you create a PL/SQL function with a parameter that can be
passed. Then you create PL/SQL function execution workflow stepsto run the
function in order to route a PPM workflow based on the results the function
returns. You will configure the workflow transitions and execute the PL/SQL
function execution workflow steps to pass the parameter in order to popul ate
request type fields.

Perform the following steps.
1. Create afunction with a parameter that can be passed.

CREATE OR REPLACE FUNCTION sample param (p_num IN NUMBER)
RETURN NUMBER IS
tmpVar NUMBER;
BEGIN
tmpVar := p num;
RETURN tmpVar;
EXCEPTION
WHEN NO DATA FOUND THEN
NULL;
WHEN OTHERS THEN
-- Consider logging the error and then re-raise
RAISE;
END sample param;

/
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2. Create avalidation to match the values to be returned by the function.

Validation : Sample Mumber List = |- B |3
Mame: Sample NumherL\sﬂ Reference Code: | SAMPLE_NUMBER_LIST
Description:
Enabled: Use in Workflow?
Component Type: | Drop Down List h
Validated By: | List -
Validation Values:
Seq Code Meaning Description Enabled Default
10 0 Al N
21 1 Al N
32 2 Al N
43 3 Al N
a4 4 i N
6|5 5 Al N
76 5 Y N
New Ed Delete f *

Ready

Make sure to select Enabled and Use in Workflow checkboxes.

Save the validation.

3. Create anew workflow and aworkflow Execution step.

a. On the PPM Workbench shortcut bar, select Configuration >
Workflows. Click New Workflow. In the workflow window that opens,

provide necessary values.
[ workflow : Sample_Param Passing [ [ B
Package Workflows l Request Types l Ownership l
Workflow Layout I Step Sequence
Mame: Sample_Param Passing Reference Code: | SAMPLE_PARAM_PASSING
Workflow Scope | Requests
Description
Enabled: @ Yes © No First Step: Sample_Param SOL Function Test -
Reopen Step v:

Subworkflows

Subworkflow: ©) Yes @ No

Validation

Use in Release Distributions:  Yes @ No

lcon Mame:

Parameters

[Ready
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b. From the Workflow Step Sources window, click New. The Execution
window opens.

¢. For the Execution Type field, select PL/SQL Function from the
drop-down list; For the validation field, select the validation you just
created in step 2; Type the function you created in step 1 in the
Execution text area.

Execution @
Execifion | ownership | useaey|
Mame |Sample_Param SQL Function Test Waorkflow Scope | ALL
Reference Code |SAMPLE_PARAM_SQL_FUNCTION_TEST
Description
Execution Type | PL/SQL Function ~ | Workflow Event NOMNE
validation [Sample Number List T Days =)
New Icon

Processing Type 'Manual - Enabled: @ Yes @ No

Execution:

sample_param([REQD.P.SAMPLEFIELD1])

Language Options Save
Ready
d. Click Verify.

e. Save the execution step.
4. Create anew Request Type with two new fields.

a. On the PPM Workbench shortcut bar, select Demand Mgmt > Request
Types. The Request Type Workbench opens.

b. Click New Request Type. Provide values as necessary for the new
request type.
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c. OntheFields tab, add two new fields using the validation you created

in step 2.

Request Type : Sample_Param Passing with SQL Func o [E [ES

RequestType Name: Sample_Param Passing with SQL Func Reference Code: | SAMPLE_PARAM_PASSING_WITH_SQL_FUNC

Creation Action Name: Sample_Param Passing with SQL Func

| Request Header Type: | Default

Category: :
Extension: | L -
Description: Ficld Prompt: |sample_field2 Token: | SAMPLE_FIELD2 L

Meta Layer View: MREQLY | Deseripton: f
Max Fields: 5 ||  Erebled:

Command Sub-T Companent Type: | Drop Down List t R
ommands | subTyg Validation [Sample Number Lisi B (= D E" || esources

Fields | Layout Rules
MulySelctEncblecs  ves
Prompt Display Only  Transach
Summary Attributes | Defaut | Storage | Security | |
(= Request Type Fields B
= feld] Section Name : | Request Type Fields @ Mo
Transaction History @ No
Dispiay on Search and Filter: SL)

Search Validation: E]

«
Copy From

Ready
=" ENE=N

Ready

Fields Layout Display Columns Request Status Status Dependencies | Rules |
Prompt Token Enab.. Component Type Validation Display Only

Summary
- Request Type Fields

. sample_field1 SAMPLEFIELD1 Y |TextField Text Field - 40 [}

- sample field2 SAMPLEFIELD2 Y |TextField Text Field - 40 N

d. Goto Commands tab, create a command to populate the new fields.

[49] Edit Command J

Command: Populate Sample_Param
Condition:

Description:

Timeout (s): a0

Enabled: Yes () Mo

Steps:

ksc_itg_run_sgl QUERY_STRING="select sample_param([REQD.F.SAMFLEFIELD1]) from dual”™ ENV_NAME="KINTANA SERVER"
k3c_comment "[SQL_OUTPOT]™

ksc_store RECD.P.SAMPLEFIELD2="[30L_OUIFUT]"," [SCL_CUIFUI]"™

Tokens || Speciaicma || snowDesc [Cok ][ Appy ][ cancel

Ready
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e. GotoRules tab, add arule for the request type using the workflow you
created earlier.

Rules Window \A|
Rule Name: | default rule |
Description: | |

Enabled O Mo
Rule Event: | Apply on creation -/ Process subsequent rules? @ Yes (%) No
(if 5 event tiggers multiple rules, they sre processed in sequentiai
Rule Type: [Simnle Defaults = ] order. Gheckc o' above if you do not want subsequent rufes to be
processed after this rule completes.)
Dependenci
Department: | -
Application: [ =
Resulis
Workflow: [Sample_Param Passing EEL
Assigned To: | [
Assigned Group; | E
[Lox ][ appy ][ cancel
[Ready

f. Save the changes.

5. Go back to the Workflow workbench. Create aworkflow Execution step to
execute the command you just created in step d.

Execution
Execution | anersmpl Ueerl:atal Used ByI
MName Execute_Request_Commands Workflow Scope |Requesls v|
Reference Code EXECUTE,RECLUEST,CDMMANDS
Descri [

| Worldlow Event | execute_request -

Execution Type [E\um—m ‘Workflow Event

Validation [WF - Standard Execufion Results = Timeout | | [pays -
[ New |[Open] lcon | |
v] Enabled: @ Yes © No

Processing Type [Manual

Page Response @ Finish Execution before displaying the request page to the user

() Display the request page immediately while execution is still running

Execution:

Language Options.. Save

Ready
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6. Go to Layout tab of the workflow, add the execution step to the workflow
to populate the new fields using the command you just created.

From the Workflow Step Sources window, drag the workflow step of
your choice and drop it to the Layout tab area.

In the Workflow Step window that opens, set Source Environment.

Go to Security tab, click New. In the Workflow Step Security dialog
box, add yourself to make sure you have the step execution security.

(@ Source Environment: IKINTANA_SER\-"ERI E

() Source Environment Group: I E

Workflow Step Security | RS |
:EnteraUsername v:
Username: Iadmin EH

Security Type: UUsername

Tokens |[ oKk |[ Add |[ cancel |

|Ready

Configure the transitions, and save your changes.

‘Workflow : Sample_Param Passing

(=[O ==
Package Workflows I Request Types I Ownership I I
Workflow Layout Step Sequence

%

2. Exeoute_Request_Connands

N

/ 0 AN Reswits

1. Sample_Parair SOL Furction Test

1 = % Al Resuls — '7| ]

GlEEeat R Reozes deomaarts 5. Close (Wwrediale success) - 100%

Cther Results Al Resaitts

-
%

4, Ereoute_ Request Commands
Scale: [100%

|Ready

Other Results are based on the validation.
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7. In PPM Center, create arequest using the Request Type you created earlier
and submit it.

8. Open the request you just created, set avalue for the first field that will be
used in PL/SQL Function.

= Request Type Fields

sample_field1 sample_field2

9. Thetoolbar displays available actions you can take for the first execution
step you configured earlier. Click Execute Now.

sample_param gl function test

B B E

Save More

The execution step with PL/SQL function determines which transition to
take next based on the value you set for the first field. In thisexample, itis
Step 4 (as shown below).

= Request Type Fields

sample_field1 sample_field2
3

+ Motes No Notes Exist

= Status
Seq Workflow Step Name Step Status Completed By Date
1 Sample_Param SQL Function Test 3 Admin User September 4, 2012 01:19:54 PM CST
2 Execute_Request_Commands
3 Execute_Request_Commands

4 Execute_Request_Commands Execute_Request_Commands September 4, 2012 01:19:54 PM CST
5 Close (Immediate success)

4 Graphical View Approval Details @ Transaction Details

From the toolbar, click Execute Now.
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steps.

= Request Type Fields

sample_field1 sample_field2
3 3
= Status
Seq Workflow Step Name Step Status Completed By Date
1 Sample_Param SQL Function Test 3 Admin User September 4, 2012 01:27.44 PM CST
2 Execute_Request_Commands
3 Execute_Request_Commands
4 Execute_Request_Commands Succeeded (log) Admin User September 4, 2012 01:27.46 PM CST
5 Close (Immediate success) Succeeded Admin User September 4, 2012 01:27:46 PM CST

B8 Graphical view Approval Details [l Transaction Datails
Click Graphical View to view the execution status.

Graphical Workflow

Legend:

Steps: [ visited ] ( active ] Transitions:  traversed —~  Showing: Current transaction status

%

2. Execule_Request_Commands

0 All Results

1 % Al Resules | '7|—|

- Sample_Param SOL Funﬂion_T‘:sl 3. Execute Request Commands . o)., (\mmediate successt- 100%
-

K Succeeded

01:27:48 FICST 02:27:46 M CST

4. Execute_Request Commands

Done

10. The second request type field is successfully populated by the execution
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Examples of Using Advanced Rule with SQL-default Logic

396

PL/SQL Function Example

In this example, you create a PL/SQL function, and a SQL statement that
returns a single row with two values. Y ou will create an advanced rule with
SQL-default logic to set anew value in any fields in the request, based on the
SQL statement.

1. Create afunction with a parameter that can be passed.

CREATE OR REPLACE FUNCTION sample param (p_num IN NUMBER)
RETURN NUMBER IS
tmpVar NUMBER;
BEGIN
tmpVar := p num;
RETURN tmpVar;
EXCEPTION
WHEN NO DATA FOUND THEN
NULL;
WHEN OTHERS THEN
-- Consider logging the error and then re-raise
RAISE;
END sample param;
/

2. Create anew Request Type and add two new fields.

a. Onthe PPM Workbench shortcut bar, select Demand Mgmt > Request
Types. The Request Type Workbench opens.

b. Click New Request Type. Provide values as necessary for the new
regquest type.

c. OntheFields tab, add two new fields.
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[%7] Request Type : PLSCL Function in Rule = | B [

Request Type Name: | PLSCL Function in Rule Reference Code: |PLSQL_FUNCTION_IN_RULE

Creation Action Name: | PLSCL Function in Rule
Request Header Type:  |Default El
Category: -
: (=
Extension: -
Description:
Meta Layer View: |MREQ_ SAMPLE_PARAM_WITH_PL
Max Fields: | 50 ~ |Enabled: @) Yes ) No
Commands ] Sub-Types ] Workflows User Access ] Notifications ] I Ownership Help Content I Resources
Fields \ Layout I Display Columns Reguest Status 1 Status Dependencies I Rules
Prompt Token Enab... Component Type Walidation Display Only

LB Request Type Fields

mple Number

Field1 FIELDA Y  Drop Down List
mple Number

Field2 FIELD2 Y  Drop Down List

m

Ready

d. Go totheRules tab, create an advanced rule for the request type that
uses the PL/SQL function.

Rules Window el
Rule Mame: | pl/sql function call
Description: |
Enabled? @) Yes No
Rule Event: Apply on field change v Process subsequent rules? (@ Yes () No
(if 3 event triggers multiple nules, they are processed in sequential arder.
Rule Type: Advanced - Check 'No' above if you do not want subsequent nules o be processed after
thiz ruie completes.)

Dependenci

Field Name Condition
Field1 \Enﬂlams any value

MNew Ed

Resulls

esult Fields: 5

Logic: | SQL Default ~ :
Field Name Column  Token
Field2 |1 |REQD.P.FIELD2 select sample_param([REQD P.FIELD1]),
2 |REQD VP FIELD2 sample_param([REQD P FIELD]) from sys dual
< . v
New
OK Add Cancel
\Rsady

e. Save the changes.
3. In PPM Center, create arequest using the Request Type you just created
and submit it.

397

Examples



4. Open therequest you just created, set avalue for the first field based on the
SQL Statement to trigger the PL/SQL function. The second field is
populated automatically.

= Request Type Fields

Field1 Field2
3 - 3 -

Syntax Examples

Example A

The following example shows a query with se1ect statement in relation to
PPM when using tokens. The syntax includes single quotes when a nested
token is of varcuar2 datatype.

) No need to include single quotes when a nested token is of Number data type.

Rules Window [ =]
Rule Name: set SLA Violation Date From Requestor Priority
Descripton:
Enabled? @ Yes ) No
Rule Event: | Apply on field change -] Process subsequent rules? @ Yes () No

[ an event triggers multiple rules, they are processed in sequential order. Check No' above if you do not want

Rule Type: Advanced b subsequent nifes fo be processed sfter thiz nile compietes )
Dependend
Field Name Condition
Request Priority: |contains any value

|
New Edit Remove
sult Fields: N
Logic: | SQL Default v || ?
Field Name Column  Token _
SLA Violation Date REQLP KNTA_SLA_VIOLATION_DATE select
[REQUP.KINTA_SLA VIOLATION_DATE to_char(client_SLAs( [REQ.P.INS_CO_SLA_PRIORITY_REQUESTOR],[REQ.VP.LN_CO_CLIENTT,

REQD.PADJUSTED SLA_VIOLATION, DATE (select"SLA_Days" from CP_SLAS@ReqproProd where “Client = [REQVP.LN_CO_CLIENT]

REGD VP ADJUSTED_SLA_ VIOLATION_DATE || | 2nd”SLA_Code™ = [REQPINS_CO_SLA_PRIORITY_REQUESTORY),
TREQ.P.LN_IMPACTED_ENVIRONMENT],

(select "Date_Type” from CP_SLAs@ReqproProd where “Client” = [REQ.VP.LN_CO_CLIENT]

and “SLA_Gode” = [REQLP.INS_CO_SLA_PRIORITY_REQUESTORD)),YYYY-MN-DD HH24:MISS),

Adjusted SLA Violati..

NEEE

to_char(client_SLAs( [REQ.P.INS_CO_SLA_PRIORITY_REQUESTOR], [REQ.VP.LN_CO_CLIENT],

( select"SLA_Days" from CP_SLAs@ReqproProd where "Client” = [REQ.VP.LN_CO_CLIENT]

and “SLA_Code” = [REQ.P.INS_CO_SLA_PRIORITY_REQUESTORJ),[REQ.P LN_IMPACTED_ENVIRONMENTF,
( select "Date_Type" from CP_SLAs@ReqproProd where "Client” = TREQ VP LN_CO_CLIENT]

and "SLA_Code” = [REQ.P.INS_CO_SLA_PRIORITY_REQUESTORJ)), YYYY-MW-DD HH24:MI:SS')," "

FROM DUAL

Ready
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Syntax:

-- Set SLA Violation Date From Requestor Priority

select
to_char(client SLAs( ' [REQ.P.INS CO_SLA PRIORITY REQUESTOR]',
' [REQ.VP.LN_CO_CLIENT]',
( select "SLA Days" from CP_SLAs@RegproProd
where "Client" = ' [REQ.VP.LN_CO_CLIENT]'
and "SLA Code" = '[REQ.P.INS CO SLA PRIORITY
REQUESTOR] '
),
' [REQ.P.LN_IMPACTED ENVIRONMENT]',
( select "Date Type" from CP_SLAs@RegproProd
where "Client" = '[REQ.VP.LN_CO_CLIENT]'
and "SLA Code" = '[REQ.P.INS CO SLA PRIORITY
REQUESTOR] ')
),
'YYYY-MM-DD HH24:MI:SS'
),
to_char(client SLAs( ' [REQ.P.INS CO_SLA PRIORITY REQUESTOR]',
' [REQ.VP.LN_CO_CLIENT]',
( select "SLA Days" from CP_SLAs@RegproProd
where "Client" = '[REQ.VP.LN_CO_CLIENT]'
and "SLA Code" = '[REQ.P.INS CO SLA PRIORITY
REQUESTOR] '
),
' [REQ.P.LN_IMPACTED ENVIRONMENT]',
( select "Date Type" from CP_SLAs@RegproProd
where "Client" = '[REQ.VP.LN_CO CLIENT]'
and "SLA Code" = '[REQ.P.INS CO SLA PRIORITY
REQUESTOR] ')
'YYYY-MM-DD HH24:MI:SS'
),
L
FROM DUAL

Examples 399



400

Example B

Hereis a syntax example of PL/SQL function:

select LN CUSTOM.ValidateCompanions (' [REQ.P.LNCOMPANIONREQNO] ')
from dual

This syntax launches aselect statement and returns the result back into I
WARNING.

Rules Window ‘ = ‘
Rule Mame: | ValidateCompanions
Description: | Check the companions field has been correctly entered - empty or one or more valid request numbers comma separated. Returns warning message.
Enabled? @ Yes & No
Rule Event: | Apply on field change - Process subsequent rules? @ Yes () No
i (if an event triggers multiple rules, they are processed in sequential order. Check 'No® above if you
Rule Type:| Advanced i do not want subsequent rules fo be processad after this rule completes.|
Dependencies
Field Name Condition
Companion Request No |contams any value
Edit Remove
Result:
Result Fields: r 1
Logic: | SQL Default v | 7
Field Name Column  Token _ _
Warning -1 |REQD P WARNING_MESSAGE select LN_CUSTOM.ValidateCompanions([REQ.P LNCOMPANIONREQNOT) from dual
|2 |REQD VP.WARNING_MESSAGE
4 [} ] »
\Ready
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creating, 211
described, 189

AND condition workflow steps, 54
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closing
requests asfailed, 308

requests as success, 307
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adding to request types, 225
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conditions examples, 230
copying to request types, 228
deleting from request types, 229
editing in request types, 227
executing request type commands, 306
condition steps, 27
condition workflow steps, 54

configuring

automatically update fields, 158

color for workflow steps, 107

commands on request types, 225, 227
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display columns for request types, 176

execution workflow stepsrules, 305

filters for request header types, 281

follow up notifications, 78
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notification setup for workflow steps, 72

notification templates, 330
notifications for workflow steps, 69
notifications on request types, 257
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ownership of notification templates, 333

ownership of workflow step sources, 294

ownerships for request types, 268

participants on requests, 235

recipients for notifications, 79

reopening workflows, 59

request header types, 273

request statuses for request types, 178, 181

request type defaults, 150

request type field width, 169

request type fields, 155

request type notifications, 262

request types and workflows, 233

request types general information, 153

scheduling notifications, 77

section names on request types, 174

sections on request types, 172

security for workflow steps, 66

sending notifications on specific errors, 75

sending notifications on specific results, 73

sending notifications when workflow step
eigible, 72

status dependencies for request types, 183

sub-types for request types, 230, 232

timeouts for workflow steps, 86

transitions back to step, 99

transitions based on al but one specific
value, 96

transitions based on all results, 97

transitions based on data, 96

transitions based on errors, 98

transitions based on field values, 93

transitions based on specific events, 97

transitions based on specific results, 90

transitions based on workflow results, 102

transitions for subworkflows, 104

transitions for workflow steps, 89

transitions not based on specific results, 93

user data, 341

user data column widths, 361

user data field dependencies, 357

user data field widths, 361

user datafields, 356, 361, 362

user data general information, 343

user datalayouts, 360
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validations and execution types, 106

validations for workflow steps, 105

workflow general information, 50

workflow step sequences, 60

workflow step source restrictions, 290

workflow steps, 63, 64

workflow transitions based on PL/SQL,
309

workflow transitions based on SQL results,
310

workflows to request types, 233

contacts, 15
creating, 325
defining, 39
opening Workbench, 324
overview, 323

context scope
user datatype fields, 340

copying
commands on request types, 228
notifications on request types, 266
request type fields, 166
user datafields, 354
workflows for trial versions, 320

creating
advanced request typerules, 211
contacts, 325
decision workflow step sources, 295
execution workflow steps, 299
notification templates, 330
request statuses for request types, 181
request type fields, 155, 159
simple default rules, 195
subworkflow workflow step sources, 313
transitions based on token results, 311
user datafields, 347
workflow parameters, 315
workflow step sources, 292

overview, 289

D
decision steps, 24



decision workflow steps, 53
sources, 295

defining
condition steps, 27
contacts, 39
decision steps, 24
execution steps, 25
notification templates, 40
request types, 32
security, 42
subworkflows, 28
user data, 41
workflows, 29

deleting
commands on request types, 229
notification templates, 329
notifications on request types, 267
ownerships from notification templates,
335
ownerships from request types, 270
participants from request types, 239
request type fields, 168
sections on request types, 175
sub-types from request types, 232
user datafields, 359
workflows from request types, 234
deploying
for Mobility Access, 128
display settings
adding color to workflow steps, 107

editable fields in request types, 157
editing
commands to request types, 227
notifications on request types, 265
participants on request types, 238
sub-types on request types, 232
user datafields, 356

enable
service field for requests, 285

Service field group for request header type,
286

Service field group for request type, 288

service for requests, 285

enabling, 154
Mobility Access add-on, 129
Mobility Access Service, 129
request types, 154
service for requests, 285
workflows, 61

environments
checklist, 39

executing
multiple system level commands, 313
request PL/SQL functions, 309
request SQL function results, 310
reguest type commands, 306

execution step source
creating, 299

execution steps, 25

execution workflow steps, 55
configuring, 305
set up rules, 305

executions
configuring workflow steps with
validations, 106
typesin workflows, 301

F
field groups, 275

fields
configuring for request types, 155
configuring to automatically update, 158
configuring user data dependencies, 357
configuring user datafields, 356
copying in request types, 166
copying user data, 354
copying user datafields, 354
creating for user data, 347
creating request type fields, 159
defaults for request types, 158
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deleting from user data, 359
deleting in request types, 168
deleting user datafields, 359
modifying width in request types, 169
moving in request types, 170
moving user datafields, 361, 362
preview layout, 173

preview layout in request types, 174
request types, 32

user data, 356

user data dependencies, 357

filters configured for request header types, 281

G

global scope
user datatype fields, 340

information, related, 19
installing
Mobility Access add-on, 128

integrating
request statuses and workflows, 110
request type commands and workflows,
112
request types and workflows, 110
requests and packages, 113

J
jump step generation, 117

jump/receive
workflow steps, 121

L
licenses, 42
loop counter example, 316

M
migrating user data, 341
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Mobility Access
enabling, 129
overview, 123

Mobility Access add+n
best practices, 126

Mobility Access add-on
deploying, 128

Mobility Access Service
enabling and scheduling, 129

modifying
active workflows, 318
production workflows, 321

N

notification templates, 15
adding notification intervals, 336
checking usage, 338
configuring ownership, 333
creating, 330
defining, 40
deleting, 329
deleting notifications, 335
opening Workbench, 328
overview, 327

notifications
adding to workflow steps, 69
configuring, 69
configuring for request types, 257
configuring message, 82
configuring messages, 72
configuring request type messages, 258,

262

copying on request types, 266
deleting from request types, 267
editing on request types, 265
scheduling, 77

sending follow ups, 78

sending on specific errors, 75
sending on specific results, 73
sending to recipients, 79
sending with step eligible, 72
smart URL tokens, 86



using smart URLS, 85
using tokens, 84

(0

opening
Contact Workbench, 324
Notification Template Workbench, 328
Request Header Type Workbench, 279
request type Workbench, 149
User Data Workbench, 342
Workflow Workbench, 49, 291

OR condition workflow steps, 54

P

packages
integrating with requests, 113
moving out of workflow steps, 322

parameters in workflows, 315
process requirements overview, 21

R

receive steps, 119

referencing
user data, 341

related information, 19

request header types
configuring, 273
configuring filters, 281
configuring general information, 279
field groups, 275
list, 273
opening Workbench, 279
overview, 274

request typerules
about advanced rules, 198
effects of rule events on field behavior, 192
simple default versus advanced, 189

request types, 154, 230
adding commands, 225
adding help, 271

adding ownerships, 268

adding sections, 172

adding workflows, 233

changing section names, 174

closing asfailed, 308

closing as success, 307

components and configuration options, 143

configuring commands, 225

configuring defaults, 150

configuring display columns, 176

configuring fields, 155

configuring general information, 153

configuring layout, 168

configuring notifications, 257, 258, 262

configuring request statuses, 178

configuring status dependencies, 183

configuring sub-types, 230

configuring to workflows, 233

copying commands, 228

copying fields, 166

copying notifications, 266

creating fields, 155, 159

creating request statuses, 181

criteriafor default fields, 158

defining, 32

deleting commands, 229

deleting fields, 168

deleting notifications, 267

deleting ownerships, 270

deleting participants, 239

deleting sections, 175

deleting sub-types, 232

deleting workflows, 234

editable fields, 157

editing commands, 227

editing notifications, 265

editing participants, 238

editing sub-types, 232

executing commands, 306

executing multiple systemlevel commands,
313

executing PL/SQL functions, 309

executing SQL function based on results,
310

integrating commandswith workflows, 112
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integrating request statuses with
workflows, 110

integrating with workflows, 110

linking status valuesto workflow steps, 110

modifying fields, 169

moving fields, 170

opening Workbench, 149

overview, 14, 141

preview layout, 173, 174

request statuses overview, 178

requirements for fields, 32

requirements for workflow interaction, 32,
35

resolutions, 15

status dependencies interaction, 187

storage tab, 163

visibility field behavior, 155

requests
configuring participants, 235
definition, 15
executing request type commands, 306
integrating with packages, 113
moving out of workflow steps, 322
tracking actualsin HP Time Management,

254

tracking assigned resources, 249
workflow interacting, 35

resources
tracking resources assigned to requests,
249

rule events
effects on field behavior, 192

rules
creating ssmple default rules, 195

S

scheduling
Mobility Access Service, 129

scope
of user datatypefields, 340

security
access grants, 42
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checklists, 43
configuring workflow steps, 66
defining, 42
licenses, 42

segregation of duties, 108

sending
notification follow ups, 78
notification recipients, 79
notifications at specific times, 77
notifications on specific errors, 75
notifications on specific results, 73
notifications when workflow steps become

eligible, 72

service portfolio
described, 285

Service Portfolio Management
described, 285

setting execution workflow steps rules, 305

simple default request type rules
described, 189

smart URL tokens, 86

status
linking request type status values to
workflow steps, 110

status dependencies interactions, 187

step sources
execution, 299
overview, 292

storage tab in request types, 163
sub-types for request types, 230
subworkflow steps, 28

subworkflows
configuring to and from workflow steps,
104
returning to Demand Management
workflows, 314
workflow steps, 55
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timeouts in workflow steps, 86

tokens
creating transitions based on results, 311
using in notifications, 84

tracking
resources assigned to requests, 249

transitions

back to same step, 99

based on PL/SQL functions, 309

based on SQL function results, 310

based on workflow results, 102

configuring for specific results, 90

configuring for workflow steps, 89

configuring for workflow stepsbased on all
but one specific value, 96

configuring for workflow stepsbased on all
results, 97

configuring for workflow steps based on
data, 96

configuring for workflow steps based on
errors, 98

configuring for workflow steps based on
field values, 93

configuring for workflow steps based on
specific events, 97

configuring not based on specific results,
93

creating transition based on token results,
311

executing multiple system level commands,
313

to and from subworkflows, 104

U

Ul rules
examples, 202

user data
changing column widths, 361
configuration tasks, 341
configuring field dependencies, 357
configuring fields, 356

configuring general information, 343
configuring layouts, 360

copying fields, 354

creating fields, 347

defining, 41

deleting fields, 359

editing fields, 356

field dependencies, 357
migrating, 341

moving fields, 361, 362

opening Workbench, 342
overview, 339

previewing the layout, 363
referencing, 341

removing fields, 359

swapping field positions, 362
viewing general information, 343

User Data Context window, 339

user datafields
described, 339

user datatype
components, 340

user datatype fields
scope of, 340
using
smart URLs in notifications, 85
tokensin notifications, 84
workflow step source restrictions, 290

\'}

validations
configuring for workflow steps, 105
configuring workflow steps with execution
types, 106

validations in jump/receive workflow steps,
115

verifying workflows, 61
viewing

user data general information, 343
visibility field behavior in request types, 155
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adding color to, 107

AND condition, 54

choosing, 52

closing, 58

condition, 54

configuring, 63

configuring general information, 64

configuring notification setup, 72

configuring notifications, 69

configuring security, 66

configuring sequences, 60

configuring step source ownership, 294

configuring subworkflows, 313

configuring timeouts, 86

configuring to and from subworkflows, 104

configuring transitions, 89

configuring transitions based on all but one
specific value, 96

configuring transitions based on all results,
97

configuring transitions based on data, 96

configuring transitions based on errors, 98

configuring transitions based on field
values, 93

configuring transitions based on results,
102

configuring transitions based on specific
events, 97

configuring transitions based on specific
results, 90

configuring transitions not based on
specific results, 93

configuring validations, 105

configuring validations and execution
types, 106

creating decision sources, 295

decision, 53

defining execution types, 305

disabling, 321

execution, 55

execution set up rules, 305

linking to request type status, 110

moving packages out of steps, 322
moving requests out of steps, 322
OR condition, 54

reopening, 59

restrictions, 290

sources overview, 289

subworkflow, 55

using smart URLsin notifications, 85
using tokens in notifications, 84

workflows, 14

added to request types, 233

adjusting step sequence, 60

AND condition workflow steps, 54

checklist, 29

choosing steps, 52

closing, 58

condition steps, 27

condition workflow steps, 54

configured to request types, 233

configuring notification setup for workflow
steps, 72

configuring notifications for workflow
steps, 69

configuring security for workflow steps, 66

configuring workflow steps, 63, 64

creating parameters, 315

creating step source, 292

creating subworkflows, 313

decision steps, 24

decision workflow steps, 53

deleted from request types, 234

design guidelines, 29

disabling workflow steps, 321

dragging and dropping, 56

enabling, 61

events, 302

executing request type commands, 306

execution step source, 299

execution steps, 25

execution types, 301

execution workflow steps, 55

integrating jump step source, 117

integrating receive step source, 119

integrating with request statuses, 110



integrating with request type commands,
112

integrating with request types, 110

interacting with requests, 32

jump/receive validations, 115

jump/receive workflow steps, 121

logical rules, 29

loop counter example, 316

modifying in production, 321

modifying whilein use, 318

open the Workbench, 291

opening Workbench, 49

OR condition workflow steps, 54

overview, 45

redirecting workflows, 321

reopening, 59

requirementsfor request interaction, 32, 35

subworkflow steps, 28

subworkflow workflow steps, 55

subworkflows and Demand Management,
314

trail versions, 320

using parameters, 315

verifying, 61

worksheet, 367

worksheets

decision workflow step, 371, 372

execution workflow step, 369, 370

existing request header type fields, 380

request header type, 379

request type, 375

request type statuses, 377

subworkflow step, 373, 374

workflow, 367
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