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Known Issues for Central 
Bug 6217: Memory leak in Central when using Kerberos 
authentication 
After Central is configured to authenticate using Kerberos, subsequent Central 
sessions have memory leaks over time. This is due to a bug in Java. 

Bug 6876: External user can log in as an internal user that 
has the same name 
If there is an internal user (that is, one that was defined within PAS), then a user 
that has the same login name and is authenticated by an external authentication 
provider (such as LDAP or Microsoft Active Directory) obtains the group membership 
and disabled account state of the existing internal user. If this is undesirable, the 
solution is to create a unique internal user name and give it the desired group 
memberships. 
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