Step-by-Step
Guide fo
Monitoring
Inferfaces Using
Interface Groups

This document describes how to configure monitoring to include interfaces that are
not polled by default. To do so, it uses the following two scenarios:

¢ Change Monitoring Settings for a group of interfaces with common attributes

¢ Change Monitoring Settings for a group of interfaces without common attributes

‘- To exclude interfaces from being monitored, you can set the Management Mode to
Not Managed or Out of Service. See the NNMi Help for Administrators for more
information about Management Mode.

Note that some screen captures might be different from those that appear in the most
recent NNMi console.

Change Monitoring Settings for a Group of Interfaces with Common
Attributes

This scenario describes how to change the monitoring settings for interfaces that
share the common ifAlias: Connection to Management network.
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As shown in the following example, some of these interfaces are monitored and others
are not.

% HP Network Node Manager

Fle Tools Actions Help

Incident Management él ﬁl g EI EI ﬂl I <Set node or interface group filter > ]

Topology Maps
 Hosted On Hode IfName | VIfType Speed | TiDescription .- IfAlias

i Stat AS G

Monitoring i 0
Troubleshooting [t £ £ mplspe0s Fa0/1.100  |2vlan 100 Mbps  FastEthernetd/1 [snthl-V1100]
Inventory | 3 B3 mplspe0s Fa0/1.110 12vlan 100 Mbps  FastEthernet0/1 [SNTHL-VLANZ]
Nodes ] @ D ciscos509Hoopd  WIS10 propVirtual 1 Gbps Vlan510 802,1Q Trunk to Tom's switch
Interfaces | & @ mplspedl Gidf1.40 12vlan 100 Mbps  GigabitEtherneti BlueSpoke2 SAA Probe
IP Addresses r @ & mplshadow GiDfo.40 12vlan 100 Mbps  GigabitEthernet! BlueSpoke2 SAA Probe
1P Subnets O & 5 ciscosS094oop0 L0 softwareloopback 8 Ghps Loopbackd Cisco 6509 Loopback 0 Interface
VLA.NS ] & 0 cscof5094oopd Lot softwareLoopback 8 Gbps Loopback1 Cisco 6509 Loopback 1 Interface
S ;ersii;nenicc:ncn:tegum | E=  f3 WAN router-1 Lo0 softwareLoopback 8 Gbps Loopbackd Cisco 8540 Loopback Interface
Interfaces by Type (] Ex B3 mplspe04 Falj1 mpls 100 Mbps  FastEthernetd/1 Connect to mplsp01 F.Ethernetd/1
Custom Nodes B @ @ mplscen3 Se0/0,1 frameRelay 1.5Mbps  Seriald/0. 1 Connect to mplspe03 Seriald/. 1
Custom Interfaces |l & & mphceo3 Se00.2 frameRelay 1.5Mbps  Serialg,o.2 Connect to mplsped3 Serial0 /0.2
Custom IP Addresses - @ & mplscend 5e0/1 propPointToPointS 2 Ghps Seriald)1 Connect to mplspe4 Serialdf1 wT1
Router Redundancy Groups [u] @ O mplsend ¥ s AT, 200 Cannect to mplspe04 Seriald/2
;nbiffi:—gsoups e F=! EX VWAN_switch-1 i1 propvirtual 1 Ghbps Vian1 Connection T& ment network.
Management Stations @ @ core_5509-1 Wi propirtual 1 Gbps Vlan1 Connection to Management net?
| E= F=  internet_switch-2 W1 propVirtual 1Ghps Vlani Connection to Management network
S B2 ES waAN_switch-1 W1 propVirtual 1Gbps Vianl Connection to Management netwe
O 3 @&  mplspesl Lo10 softwareLoopback 8 Gbps Loopback 10 an interface {on ord:
O & f3  mplspe0l Dash-Blue SAA Probe
= F= F3  mplshadow iy, 50 |2vlan 100 Mbps  GigabitEthernetl Dash-Blue SAA Probe
|} @& O core_5509-2 Vi4 propVirtual 1 Gbps Vian4 Data Center Vlan
O £ @ core_6509-1 Vi propvirtual 1Ghps Vian4 data_center_vlan
[m Es B3 hp2s241 DEFAULT_VLAI propVirtual 0bps DEFAULT_VLAN DEFAULT_VLAN
- = E3 hp2sisa DEFAULT_VLAI propVirtual 0bps DEFAULT_VLAN DEFAULT_VLAN
- E3 E3 r2ssetup DEFAULT_VLAI propVirtual 0bps DEFAULT_VLAN DEFAULT_VLAN
] = 5 mpls2950-1 vig propVirtual 1Gbps  Viang Dot1q Link between mplsce 71 & mplsce
[m] E= B3 mplscesi Fal/o.2 |2vlan 100 Mbps ~ FastEthernetd, Dotlg Link to c2950t switch vlan2
| @ & mplsped3 Fal/fo.1 |2vlan 100 Mbps ~ FastEtherneti/i Dotig Trunk link - Mative viani
Management Mode ] @ @ ntcskgwl Vi1 propVirtual 1Ghps vlan14 Dot1Q Trunk Link to c3524x! switch anc
Incident Brnwsujvg 10

Step 1: Create an Interface Group Using an ifAlias Filter

To create an interface group based on an ifAlias value:
1 Navigate to the Configuration workspace

2 Select Interface Groups.
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i HP Network Node Manager

Fle  Tools  Actions Help

Incident Management él @l @l
Topology Maps o ez
Manitoring r : 55
Troubleshooting C | B
Inventory (Il | =
Management Mode | | E
Incident Browsing 0O | B
Integrahur? Module Configuration O | B
Configuration w | _é
é Communication Configuration. .. - | f
Discovery Configuration. .. 1 | .E
Manitoring Configuration.. . -
D ElE
Inddent Configuration. .. = =
Status Configuration. .. r <
User Interface Configuration. .. r. | _é
= Node Groups 1 | =
E= node Group Map Settings r | .E
i 'I:lnterface Groups = | _é
) =
E= Management Stations ] & f
.. 2 £ vt I Bz I =

3 Click ':I'F_bl New.

[ HP Network Node Manager

Fle  Toole  Actions  Help

“Tterface Gs Up - INterface Groups
5 ol
© .« MName | AWVFL
' (%] 15DN Interfaces
| _ﬁi Link Aggregation Interfaces
Management Mode [ _ﬁi Point to Point Interfaces
I
r
|

Incident Management

Topology Maps

Monitaring
Troubleshooting

Inventory

Incident Browsing I ﬁ I Software Loopback Interfaces

ﬁﬁ] YLAN Interfaces
;ﬁi Yoice Interfaces

Integration Module Configuration
Configuration

é Communication Configuration. ..

Miscavery Canfimiration. .
4  In the Name attribute, enter: IFs connected to Management Network.
5 Select the Additional Filters tab.
6 In the Attribute field, select ifAlias from the drop down menu.
7 In the Operator field, select = from the drop down menu.
8 In the Value field, enter: Connection to Management.
9  Click Save to save the configuration.
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Fle  View Tools Actions Help

él E&i Save and Close |l_%§| x Delete Interface Groupl @I Interface Group

Basics [ Ifrypefiters | Additional Fiters |
Name |IF'5 connected to Management Metwork
Add to View Filter List v
MNode Group | :-:-’ﬁ i
Motes
Filter Editor
At Operator Value

iflias =1 | = =1 |Connecﬁon to Managem

+ ifAlias = Connection to Management network A
OR
AND <->0R
Qutdent
Delete
Filter String
ifAlias = Connection to Management network
F |
javascript void(T) o

To examine the results of the interface group filter, use the Actions menu.
10 Select Actions->Show Members.

NNMi displays the list of interfaces that matched the filter.

Fl=  View Toolz Actions Help

él @l g El El | IF's connected to Management Network (Interfaces) ;I El il il ﬂl

0§ i | Stati AS | 05 | Hosted On Node IfName | IfType . IfSpeed | TfDescription | . TfAlias

N . _@] o B2 ER internet_switch-2 Vi1 propVirtual 1Ghps Vlan1 Connection to Management network < |
I _@] & @ O dave test L1 ethernetCsmacd  10Mbps  WLANL Connection to Management netwark

O _@] & @ @ core_6509-1 Vi1 propVirtual 1Ghbps Vlani Connection to Management network

O g] & @ @  WAN_router-1 Fa0/o/1 ethernetCsmacd 100 Mbps  FastEthernetd 01 Connection to Management network.

O _@] o B2 OEE waN switch-1 Vi1 propVirtual 1Ghps Wlan1 Connection to Management netwark

O ﬁ] o B2 B3 vwan_switch-1 Vi1 propVirtual 1 Gbps Vlan1 Connection to Management netwark

11 Close the Interface Group form.

Next, we apply a polling policy to monitor all of these interfaces.

Step 2: Apply a Polling Policy to the Interface Group

To apply a polling policy, use the Monitoring Configuration option in the Configuration
workspace.

1 Navigate to the Configuration workspace.

2  Select Monitoring Configuration.
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[ HP Network Node Manager

Fle  Tools Actions  Help
Incident Management iﬁlélﬁl@lﬂ&lj

Topology Maps

itori : |« Name | ALVFL - ALFL
Monitaring ] Hd H
Troubleshooting I _@l ISDM Interfaces 2
Inventory I _ﬁl Link Aggregation Interfaces =

Management Mode

5] Point to Point Interfaces
_@l Software Loopback Interfaces
_ﬁ! VLAN Interfaces

_ﬁl Voice Interfaces

Incident Browsing
Integration Module Configuration
Configuration

CHOMCHOCHO | O

L4 % 4 LK

é Communication Configuration. ..

= Monitoring Configuration. ..

=BT ala = o
é Status Configuration. ..

= User Interface Configuration...
E= pode Groups

= pode Group Map Settings

F= Interface Groups

F= paMS Servers

= Management Stations

F= User Accounts and Roles

= UL Actions

= IfTypes

E= Device Profiles

3 Click ':I'Fn_hl New to create a new Interface Settings entry.

4 Take note of the current ordering values. The new entry must be a higher priority
(lower number) than other polling policies in this list.

Fle  View Tools Actions Help

él ﬁi I'%.%we and Ciosel ﬁl Monitoring Configuration

Global Control [ Interface Settings "|" Node Settings | Default Settings |

nain unchanged.

re defined, MNMi applies them according to the Ordering number

T | —

¢ ESFP . PUTL PIHIA  ESPP. Name

ct types-and all

= IF's connected £ =
Enable Component v v ¥ _I
Health Polling w - - - ISDM Interfaces
Enable Router W = = = i i
Redundancy Group v Point to Point In
Polling o - - - YLAM Interfaces
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6 Click & ~ Lookup and then Quick Find to select the newly created interface group.
Fle View Tools Actions Help

él;ﬂ‘ %E‘ﬂveaﬁdﬂos&lé‘ X DdEI:Elnte.rfaceSetﬁngsl @I

{D Changes are not committed until the top-evel form is saved!

Al
Basics = Threshold Settings {Unlicensed)
Ordering { igu J =
Interface Group | ,*f:',':pﬁ & _'_ _ il -_ _
.P{ [ Quick View
Qucjrrnd... (8

Fault Monitoring Ope

E5 New 7 | » Monitored Attrib)
Enable ICMP Fault -
Polling /"
Enable SMMP Fault ™
Polling

Fault Polling Interval I o DEIYSI 0 | Hours
I 5 Minutesl 0 | Seconds

Next, extend the scope of the default polling so that NNMi always polls these
interfaces.

7  Click Enable SNMP Fault Polling.
8 Click Poll Unconnected Interfaces.

9  Click Poll Interfaces Hosting IP Addresses.
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10 Click Save and Close to save the configuration and close the form.

File  Miew Tools Actions Help

él ﬁl I'—";ﬁ Save and(}n\gej L—ﬁl 2 Delete Inta‘ﬁoe&etﬁngsl @l
evel form is saved!

(D Changes are not com

- "
Basics = Threshold Settings (Unlicensed) |
ering Igg
Interface Group |Po|| no matter what interfaces -
__.—l—-'_'-'-—-—-
W 4l
Fault Monitoring
1t i i . Monitored Attribut HV | HVR | H
Enable ICMP Fault - i : : = 4 3
Folling
Enable SNMP Fault Ird
Polling
Fault Polling Interval I 0| Days I 0| Hours
I 5 | Minutes | 0 Seconds
Performance Monitoring (Unlicensed)
faces are polled. These settings
faces. It ded to use them
with small node: or intel groups. See Help — Using the Manitoring
Configyrss
4]
Interfaces Updated: 10/22/08 6:40:21 PM Total: 0 Selected: 0
Poll Interfaces
ting IP Addresses :I
-

| jvascript:vaid(0)

In the table view on the Interface Settings tab you should see the new interface settings
value.

Fle View Tools Actions Help

.é = ) Monitoring Configuration

Global Control [ Interface Settings I Mode Settings | Default Settings |

When multiple settings are defined, NNMi applies them according to the Ordering number Jowest number first).

a5 T | —

- Note

=] - IF's connected to Managem:

Enable Component el -él ¥

Health Palling m = é 00 - ¥ = = = 15D
Enable Router I , = = = = s s :
By G || ﬂ] 200 v Point to Peint Interfaces Point
Polling O .é] 300 - o - - - VLAN Interfaces VLAN

11 Click Save and Close to save the configuration and close the form.

Next, we will verify that the interfaces are being polled.
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Step 3: Verify the Interfaces are Polled
1 Navigate to an Interfaces view; for example Inventory --> Interfaces.

2 Click the é Open icon that precedes an interface whose ifAlias is
Connection to Management Network.

) If the NNMi console indicates No Status for an interface, this most likely indicates
a delay in the Status update.

In the following example the interface Status still displays No Status.
Fle  View Tools Actions Help

gliﬂl% Save and Cﬁnsel @I Interface
Basics [ Genersl | IPAddresses | VLANPorts | Copabilties | Custom Attbutes |
s | InterfaceGroups | Performance (Unlicensed) | Incdents | Status |
emisie | e |
Manageme o anaged
Direct II herited vl
Management Mode er SNMP Values
Iftlame Vi1
Hosted On Node [vwan_switch-1 | = - IfAlias
Physical Address 000C854F6440 IfDescription =
Layer 2 Connection Iflndex 2
IfSpeed 1000000000
IfType i =E -
Interface State |prop\u'|rb..|a| |““E
Administrative State Mot Polled
Operational State Mot Polled % Input/Output Speed
Statetest Modified 008 12:51:33 PM MDT
Input Speed [1000000000
Output Speed
= utput Spee [1000000000
Motes
3 To more quickly resolve the Status on the selected interface, perform a status poll
on the node by selecting Actions --> Monitoring Settings.

Fle View  Tools Help

ﬁl ;ﬂl % Save al gLa

| Interface
yer 3 Meighbor View

Mode Group Map

Basics | i" General | TP Addresses "|" VLAN Ports '|" Capabilities "|" Custom Attributes "|
o e | Interface Groups | Performance (Unlicensed) | Inddents | Status |
Status £ Manage (Reset All | Conclusions '|" Registration |
Management Mode £ Unmanage
Direct @ Qut of Service
Management Mode SNMP Values
Ifiame i1
Hosted On Node |UWAN_5W|td1-1 | f:? = Ifalias Connection to Management network
Physical Address D00CB54FE440 Ifbescription Vian1
Layer 2 Connection Iflndex 23
Ifspeed 1000000000
IfType ropVirtual @l -
Interface State ID E | "—ﬁ
Administrative State Mot Polled el
Operational State Not Polled Input/Output Sp
State Last Modified October 22, 2008 12:31:33 PM MDT
Input Speed |1000000000
Output Speed I
Notes tput Sp 1000000000
Notes

As shown in the following example output, the interface is part of the interface group
we created and Enable SNMP Fault Polling is selected.
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Monitoring Configuration for VI1 on node
VWAN_switch-1

| SNMP Monitoring Summary

Fault SNMP Polling Enabled ftrue

|Fault Polling Interval |U days 0hours 5minutes 0 seconds
|PerForrnance Palling Enabled |1'EJ5:E

|Pv.=_rFormanue Palling Interval |U days 0 hours 5minutes 0 seconds
|Management Mode |Managed

| Menitoring Settings Applied

|Type [Interface setfings [~

@c& Group |IF'5 connected to MB;I%QEI‘I‘IEHt NE@
|Nn|:|e Brpipe e T ==
<FEUlt SNMP Poling Enabled true >

|Fau1t Polling Interval |U days 0 hours 5minutes 0 seconds
|Perfomance Palling Enabled |1'a|5e

|Performanr_e Polling Interval |U days 0 hours 5minutes 0 seconds
|PcH Unconnected Interfaces |true

| Iz this interface connected? |n:r

|Po|| Interfaces Hosting IP Addresses |1J'1.|e
| Doe= this interface host IF agdressess |yf.5'

The following table view indicates NNMi is polling all interfaces in the group.

Fle View Toolz Actions Help

g @l g gl ﬁ | 1F's connected to Management Network (Interfaces) ;I ﬂ il 1-50fs il ﬂ!
[T . | Stat A5 05 Hosted OnNode Iflame  IfType  IfSpeed | IfDescription . 4 Tfalias

O ﬁl @ @ @ internet_switch-2 Vi1 propVirtual 1Gbps Vlan1 Connection to Management networkd
r ﬁ] @ O O davetest VL1 ethernetCsmacd 10 Mbps  VLAN1 Cornection to Management netwark

O _@l @ @ @ core 65091 Vit propVirtual 1Ghbps Vlan1 Connection to Management network

O _é] @ @ © WANrouter-1  Fa0fo/1 ethernetCsmacd 100 Mbps  FastEthernet0/0/1 Connection to Management network

| _@] & O O WAN_switch-1 Vil propVirtual 1Ghbps Vian1 Connection to Management network

O ﬁ] & @ 3 VWAN switdh-1 VIt propVirtual 1Ghps Vlan1 Connection to Management network

Change Monitoring Settings for a Group of Interfaces that Do Not
Have Common Attributes

In this example, the interfaces do not have one common attribute. To force these
interfaces polled to be polled, we create an interface group that is based on a
combination of attributes.
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Step 1: Create an Interface Group

In this step create an interface group named Poll no matter what interfaces.

1 Navigate to the Configuration workspace.

2 Select

Interface Groups.

3 Click ':I'Fn_hl New.

4  In the Name attribute, enter: Poll no matter what interfaces.

5 Click Save and Close to save the configuration.

Fle  View Tools Actions

Help

ﬁlﬂ %Saveandq@;sﬂél XDdetEthfaDeGrmpl @

Interface Group

Save and Close k
Basics (" IfType Filters '|" Additional Fiters |
MName [Poll no matter what interfaces|
Add to View Fiter List I ﬂ élﬁl @ E il 8
Node Group | | - O i - IfType
Notes
Interfaces that we will aways poll.

Next, navigate to Monitoring Configuration and apply a polling policy to this interface

group.

Step 2: Apply a Polling Policy to the Interface Group

1 Navigate to the Configuration workspace

2  Select Monitoring Configuration.

3 Navigate to the Interface Settings tab.

4 Click ':'F_hl New.

Note the Ordering values so we can make this interface group a higher priority.

Fle  View Tools  Actions

Help

ﬁlﬁl I!";‘_ZﬁSavear;ddcsel @l

Global Control

Enable State Polling =

previous state will be reset,

Enable Component v
Health Polling

Enable Router i~
Redundancy Group

Paolling

g may be globally disabled for theze object types and all

Monitoring Configuration
| Interface Settings | Node Settings | Defatit Settings |
fefined, NNMi applies them according to the Ordering number
] Y I |

MMMI monitors each discovered Interface according to the first matching

9
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Next, configure the Ordering value, and extend the scope of polling.
5 In the Ordering attribute, enter 80.

6 Click & ~ Lookup and then Quick Find to select the newly created interface group.
7  Click Enable SNMP Fault Polling.

8 Click Poll Unconnected Interfaces.

9  Click Poll Interfaces Hosting IP Addresses.

10 Click Save and Close to save the changes and close the Interface Settings form.

11 Click Save and Close to save the configuration and close the Monitoring Settings
form.

Fle  View Tools Actions Help

él_:dl 5% Save and q‘tse;l;:)él 24 Delete Interface Seth'ngsl @I
'\L' Changes are not comnlm-level form is saved!

7, "
Basics _I Thresheld Settings (Unlicensed) !
Ering |30
Interface Group |PD|| no matter what interfaces b4l - SRl st sk R ST
& Wl 4]t
Fault Monitoring El =]
H: : i\ . Monitored Attribut HV © HVR © H
Enable ICMP Fault r i
Polling
Enable SMMP Fault V
Palling
Fault Polling Interval I 0 Daysl 0 Hours
! 5 Minutes I 0| Seconds
4]
it Updated: 10/22/08 5:40:21 PM Total: 0 Selected: 0
Poll Interfaces
ting IP Addresses j
-

I javascriptvoid ()

Step 3: Add Interfaces to the Interface Group

Now we are ready to add interfaces to the interface group we just created.

Suppose you are looking at a node and want to force an interface to be polled on the
node shown in the following example.

Step-by-Step Guide fo Monitoring Interfaces Using Interface GroupsNNM; 8. 1x April 2009 717



Fle  View Tools Actions Help
él_ﬂl s"HSE\l'Eam'l{lnsel XDdE!Eﬂndel @I Node
Basics [ General | Paddressss | Interfaces | VLANPorts | Ports | Capsbiites | Custom Attributes |
e 3 | Node Groups I C Health | Di i | I Status | Condusions |
ostname ©2900x-1.company.com i Registration |
B o 102433
Status Narmal
Mode IMana ed - o] [ 1-150f 15
Management Mode & él E!QI ﬁl il ilﬁl
{0 Stat A5 05 IfName | HType : IfSpeed  IfAlias " layer2
SHMP Agent State 0 FEIee i i
SMMP Supparted B O I £ B2 w1 ethemetC 10Mbps  Mamt-VLAN for c29 ;I
State Normal | | & @ Fraop ethernetC 100 Mbps  HSRP Dotlq Trunk * c2900x-
State Last Modified October 22, 2008 12:35: 14 PM MDT (i © @ Fao2 ethemetc 100 Mbps  HSRP Dot1Q Trunk c2900x-
SNMP Agent o .
ae Ee0l-Foompcny, Con ] O El © © rap ethernet 100 Mbps  HSRP Dot1Q Trunk c2300x-
| I 7 B2 f£5 FapM ethernett 100 Mbps  Link to end-node nt
Discovery = T
i [socatozt [~ =N ¥ g i
= = = Falfs ethernetC 100 Mbps
Discovery State Discovery Completed
Last Completed October 22, 2008 12:34:39 PM MDT =] t5 £5 Fa07 | ethemeiC 100TBES
0 I Bal Pa Faf@ " ethernetC 100 Mbps
Molss O 3 3 Fanf ethernett 100 Mbps
Notes O I 2 £ Fan/w ethernetC 100 Mbps
| I 2 £ Fanj11 ethernetC 100 Mbps
| I @ & Fa0j12 ethernetC 100 Mbps HefeeSui!
| I = Ex huo other 10 Gbps
= I B2 =2 w2 ethernetC 10Mbps  Connect vrf-blue-y
lﬂ
4 I i

The example node has an interface Fa0/7 that is not polled. There is nothing unique
about this interface other than its name and that it is on this node.

1 Note the interface name and node name (I fName and Hostname).

2 Navigate to the Configuration workspace.

3 Select Interface Groups to view the list of interface groups.

4 Click the é Open icon that precedes the Poll no matter what interfaces

interface group.

Fle Tools Actions  Help

'nﬂfoi.'kspaces Interface Group - Interface Groups

Incident Management

Topology Maps

Monitoring

Troubleshooting

Inventory

Management Mode

Incident Browsing

Integration Module Configuration

Configuration

é Communication Configuration. ..
Discovery Configuration. ..
Monitoring Configuration. ..

A9 ECH S R

SEEERER

i i sName " AWVFL | AtFL ' Notes

B _@l IF's connected to Management Network -

O ﬁl 150N Interfaces v - 150N Interfaces as identified by interface
O ﬁl Link Aggregation Interfaces v - Interfaces identified as aggregators (also
g 4] PeintinBoint Intecfaces " aces are usually assm

- Interfaces that we will always poll,

are Loopback Interfaces are used o
- VLAN interfaces do not return religble per
- Voice Interfaces as identified by interface

LSRG A

i R

; Voice Interfaces
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Next, we add an additional filter that is an AND expression between the hostedon
attribute and the ifName attribute.

File  View Tools Actons Help
@ [P save and close | [2€ pelete Interface Group |

Basics

Interface Group

i Ifrypeﬁuars‘]“ Additional Fiters |

MName |
|Poll no matter what interfaces When using the like or niotilke operators, Lise an = (asterisk] to match zéro or more
Add to View Filter List characters in a

ing and a ? (question mark) to match exactly one character in a string.
Mode Group | iR - To create an ind use the between operator. V.

ipAddress bebw 10.1.255
Motes Filter Editor
Interfaces that we will always poll. Attribute vk value

[hostedon ~|[= | |c2900x1-1.example. com | [ Append |

Replace

You can filter interface groups using IfType filters and Additional Filters. An o ifName = F=0/7
interface must pass all of these filters to belong to a specified interface group. T -
If a Node Group Is defined, the interface must belong to a node that is a £ ieiedin — 200 e amplc oo AND <> OR
member of that Node Group. Ses Help — Using the Interface Group form.
To test your interface group definition, select File — Save, then Actions —
Show Members.

Filter String
P R S T SO {fName = Fa0/7 AND hostedOn = c2500x-1.example.com}

5 Click Save and Close to save the interface group with the new filter.
6 Check the membership with Actions->Show Members.
You should see the interface, which may not yet have a Status.
M vew oS AR nep
ﬂ@l@ﬂﬁ |POII no matter what interfaces (Interfaces) =l ﬂ ﬂ ‘E‘Eﬂ
[ Stat AS 05 HostedOnllode Ifiame  IfType . IfSpeed  IDescription | . Tralias

r ﬁl 9 O O <o kFaU,’Jr' ethemetCamacd 100 Mbps  FastEthernetd/7 K]

7  You can also confirm the interface settings by selecting the interface and choosing
Actions->Monitoring Settings.
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Monitoring Configuration for Fa0/7 on node

c2900xI-1

| SNMP Honitoring Summary

[Fait SHMP Polling Enabled

|true

[Fait Polling Interval

|L'| days 0hours 5minutes 0 seconds

|Peannnance Polling Enabled |F::Jse
|Perﬁ::rmance Polling Interval |ﬂ days 0hours 5minutes 0 seconds
|I'~'lanagemer1t Mode |Managed
| Monitoring Settings Applied
Type 4n -

@Ec& Group |Poll no matter what interfaces__h
|Node Group TS 8

t SNMP Poliing Enabled true

Fault Polling Intery 0 days 0hours 5minutes 0 secor
PPerformarice Poling Enabled |false
|PerFormance Polling Interval |[J days 0 hours 5minutes 0 secor
Poll Unconnected Interfaces true
| Is this interface comected? |m:r
|Poﬂ Interfaces Hosting IP Addresses |true

As you encounter other interfaces that you want to force to be polled, you can add

them to this interface group.

To add another interface to the group we add an outer OR condition to the original
filter as shown in the following example. Then, you can continue adding interfaces
using nested AND expression underneath the OR condition.

File View Tools Actions Help

[% Save and Close ] [‘X Delete Interface Group] Interface Group

Basics | IfType Filters l Additional Filters |
Mame i ;
|Poll no matter what interfaces When using the like or not like operators, use an * (asterisk) to match zero or more

Add to View Filter List characters in a string and a ? (guestion mark) to mi xactly one character in a string,

Node Group | To create an indusive IP address range, use the between operator. Valid example:
ipAddress between 10,10, 1.1 AND 10,10,1,255

b Filter Editor

Interfaces that we will always poll, Attribute Operatar Value
[ iftiame | = ~ | [Faos7

Replace

You can filter interface groups using IfType filters and Additional Filters. An

fi ust pass all of these filters to belong to a spedified interface aroup.
roup is defined, the interface must belong to a node thatis a

f that Node Group: See Help — Using the Interface Group form.

To test your interface group definition, select File — Save, then Actions —
Show Members.

Filter String

MM iSPI for Performance (Unlicensed)

((ifName = Ethernet13/0/0 AND hostedOn = c5500asp.example.com)
OR (hostedOn = c2900x-1.example.com AND ifName = Fa0/7))

ifMame = Ethernet13/0/0

hostedOn = c5500asp.example. com AND <-> OR

Outdent
hostedOn = c2900xl-1.example.com

ifMame = Fal/7

Delete

ek

When using the Additional Filter Editor note the following:
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e Place the cursor at the location in the Filter String where you want to append or
replace the contents.

e Save your changes often.

e  When you need to start over, exit the configuration form without saving your
changes. This returns the Filter Expression to the last saved state.

e To determine which interfaces are forced to be polled, use Actions --> Show
Members.

Continue to use this interface group to poll any interfaces that cannot be selected
using a general purpose filter.
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