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1 Getting Started with HP Document
Management

Introduction o HP Document Management

The optional document management module in HP Project and Portfolio
Management Center (PPM Center) gives you more control over document
search and storage than you get with the standard PPM Center application. The
HP document management technology is a modified version of EMC
Documentum. With it, you can track, index, and search multiple versions of
supporting documents attached to PPM Center entitiesin HP Demand
Management, HP Portfolio Management, HP Program Management, and HP
Project Management.

Documents managed in these environments are always directly associated with
aPPM Center entity through the standard attachment field and document
references functionality in PPM Center. Entities include requests (portfolios,
proposals, projects, and assets), project plans, and programs.

The HP document management modul e includes the following components, all
of which are available only from HP for exclusive use with PPM Center:

e Integrated Content Server
e Documentum Foundation Classes (DFC)

e Fulltext indexing software, which includes index agent and index server

) The HP document management module is supported on English-only Oracle
databases.

For information about the system requirements for HP document management,
see the System Requirements and Compatibility Matrix.
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Functional Capabilities of HP Document Management

HP document management provides a subset of the functionality that you get
with the full enterprise edition of EMC Documentum. The key functional
capabilities of the HP document management module are:

Add documentsto a PPM Center entity from the References section of a
details page, from any document field on arequest, from user datafieldsin
both the PPM Workbench and the standard interface.

Access documents from both EMC Documentum and from PPM Center
Ability to check documentsin and out, and to override check-outs
Version control of attached documents and maintenance of version history
Add key words and versioning information to documents at check-in

Search for entities based on key words in documents attached as references
to PPM Center entities or to user data fields

Ability to conduct both standard and keyword content searches of the
document repository from within PPM Center

Ability to retrieve archived document versions

Fulltext indexing supporting multiple languages

) For information on how to use HP document management, see Chapter 8, What
Document Management Users Need to Know, on page 153.

12
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HP Document Management Use-Case Scenario

The following use-case scenario exemplifies how HP document management
is used within large organizations.

A large national insurance company, XY Z Corporation, has just installed PPM
Center and the HP document management module. A business analyst working
withtheIT organization at XY Z is preparing a proposal for new software to be
used by insurance investigators across the corporation. Before submitting the
proposal for review, the analyst must complete a business case document.

The PPM Center workflow associated with the proposal enforcesthis
requirement. If the business case document is not attached to the proposal, the
analyst cannot move to the next workflow step.

Asthe analyst checks out the business case document, and later checksin new
drafts, document versions are created and stored. If necessary, users can access
earlier versions of the business case document.

Documents managed using the HP document management modul e follow the
same security rules (including field-level security rules) that apply to all PPM
Center entities. This means that application users view only information that
appliesto their current roles and tasks.

The business analyst can use the document management modul e to search for
entities based on the contents and metadata of documents attached to the
entities. The analyst can use key words to locate relevant proposals, assets,
requests, and other entities related to a business case, regardless of where the
details about the entities reside.

Gelting Starfed with HP Document Management 13



HP Document Management Enhancements to the PPM Center
Standard Interface

14

The Search Requests pagesin Figure 1-1 and Figure 1-2 illustrate the
difference between standard attachment functionality and document
management capabilities. Figure 1-1 shows the Search Requests pagein a
PPM Center system without document management. Y ou can type request key
words to use to search the contents of request Notes and Description fields, but
this search does not include the contents of documents attached to requests.

Figure 1-1. Search Requests page without HP document management

Search Requests

View Details for Request # cdl Search Cancel

Search for Requests to View Clear Fields|
Request Type: [}
Priority: i
Assigned To: & Assigned To Group: =
Created By: &
Department: [= Application: [}
Viorkflow: i Request Group: i
Contact: [ Company Hame: =
Linked Project: [=
Creation Date From: 1o =
Last Update Date From: 1o =
Request Key Words: Search the content of Request Notes and Descriptions
Preventing Action On: [ Requests Eligible for My Action? Oves ®no
[ Packages Include Closed? Ove: @ne
Sort By: Reg# w| (O Ascending
(® Descending
‘Maximum Results Per Page: 50 “Limit Rows Returned To: 1000
Choose Columns
Available Columns Selected Columns
- Req#* Note: Columns followied by an asterisk
(*} cannot be removed from the display.
Creation Date
Department
Last Updated
Priority b
Save this search as: Save nanagesaued&ang
search | Cancel |
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Figure 1-2 shows the Search Requests page in a system with document
management. Y ou can still use the Request Key Words field to search request
notes and descriptions.

Figure 1-2. Search Requests page with HP document management

Dashboard - Front Page > Search Requests
Search Requests

View Details for Request# l:l g Search Cancel

Search for Requests to View Clear Fields]

Request Type: l:l [ Advanced Search
Assigned To: |:| & Assigned To Group: |:| |
Created By: l:| & Request Sub Type: l:l El
Viorkflows: A Request Group: I |
Linked Project: l:| [ ]

Creation Date From: [ | Ee: | | =

Last Update Date From: ‘ ‘ 1o | | |

Request Key Words: Search the content of Reguest lotes and Descriptions
Document Key Words: Search content and details of attached documents.

Document File Hame Contains: ‘ ‘

Preventing Action On: [ Requests Eligible for My Action? Oves ®uo

[ Packages Include Closed? Oves @no
Aditional Filters: Query Builder
SortBy: |Req# v| © Ascending

() Descending

S S

Choose Columns

Available Columns Selected Columns

% Complete Reg#* Mote: Columns followed by an asterisk (*)
Application Request Type cannot be removed from the display.
ssigned To Group Description
Company Name

Contact

Creation Date _
Department

Last Updated

Request Group e

& =
H =

Save this search as: Save Manage Saved Searches
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With fulltext indexing, you can include the contents of attached documentsin a
text search by typing the text in the Document Key Words field. The text you
typeinthisfield is used to search the contents of documents attached to
requests that meet the other filter criteria. To search for documents with names
that match known text, use the Document File Name Contains field.

The document management modul e affects the following pages and entitiesin
the PPM Center standard (HTML) interface:

e |nitiative Requests

e Packages

e Programs

e Project Issues

e Project Resource Request
e Project Risks

e Project Scope Changes

e Projects

e Requests

e Tasks

With HP document management, the Request Detail report includes additional
information about attached documents.

Chapter 1



Options for Implementing HP Document Management

With PPM Center version 8.00, you can implement HP document management
in one of the following ways.

HP document management solution. This solution provides enhanced
content management functionality within PPM Center using an
“embedded” version of EMC Documentum Content Server Enterprise
Edition (EE) software available only from HP. The embedded Content
Server EE softwareis free to customers who purchase a PPM Center
application such as HP Demand Management or HP Project Management.

The embedded Content Server is license-restricted to contain only PPM Center
documents.

Documentum Content Management integration. If you already have a
separate (stand-alone) deployment of EMC Documentum Content Server
Enterprise Edition (EE version 6.5), you can integrate it with your PPM
Center instance to provide more seamless content management across your
enterprise. To enable thisintegration, you must purchase the HP PPM
Center Documentum Connector software from HP.

Gelting Starfed with HP Document Management 17



Table 1-1 lists the possible scenarios for implementing HP document
management in PPM Center version 8.00 and the high-level stepsrequired to
complete the transition from the current setup to the target setup.

Table 1-1. High-Level Steps for Implementing HP Document Management

Current Setup

Target Setup

How to Transition

PPM Center version
8.00 (no document
management)

Integrate PPM Center
with an existing
stand-alone
deployment of EMC
Documentum Content
Server EE version
6.5.

1. Purchase the HP PPM Center Documentum
Connector software.

2. Run PPM Center server configuration utility
(the kConf i g. sh script).

3. Start PPM Center.

PPM Center version
8.00 (no document
management)

Install the
HP-provided
embedded Content
Server EE software
and configure it to
work with PPM

1. Install the HP-provided embedded Content
Server EE software.

2. Run kConf i g. sh to configure PPM Center
to work with the embedded Content Server
software.

3. Start PPM Center.

Center.
_ 1. Upgrade to PPM Center version 8.00.
PPM Center 7.5 with | Upgrade HP 2. Upgrade the embedded Content Center from
document document

management based
on embedded
Content Server EE
5.3SP2

management to use
the embedded
Content Server EE
version 6.5 software.

version 5.3 to version 6.5

3. Run the PPM Center server configuration
utility (the kConf i g. sh script) to upgrade the
embedded Content Server 6.5 software.

4. Start PPM Center.
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Table 1-1. High-Level Steps for Implementing HP Document Management

Current Setup Target Setup How to Transition

1. Purchase the HP PPM Center Documentum
Connector software.

Upgrade to PPM 2. Do the following simultaneously:

i e Obtain the migration tool from HP support,
PPM Center 7.5 with Center version 8.00,

and then switch from and then use the instructions provided with
g?acrllj;nirr]r:ent baseq | Using embedded the tool to migrate data to the upgraded
on emgbedded Content Server repository.
software to using a e Upgrade to PPM Center version 8.00.
Content Server EE : ) ]
5.3 SP2 stand-alone instance | 3. Run the PPM Center server configuration
of Documentum utility (the kConf i g. sh script).

Content Server. 4. Start PPM Center.

As soon as file migration is complete, you can
access and act on attached documents.

How Document Management Affects Performance

This section addresses how HP document management affects PPM Center
performance.

Implementing document management as part of PPM Center affects the
following functiona areas:

e Attaching a document to a PPM Center entity (such as arequest or
package), either through user data fields, any document field on arequest,
the PPM Workbench, or through the References section available for some
entities in the standard interface

e Viewing adocument that is attached to a PPM Center entity

Without document management enabled, documents attached to HP entities
are uploaded and stored on the PPM Server file system. With document
management, attached documents are uploaded to the PPM Server, and then
stored in a Documentum Content Server repository.

Gelting Starfed with HP Document Management 19
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In the typical configuration, the PPM Server and Content Server are located on
the same local network. This ensures that any communication between the two
servers enjoys fast, uninterrupted network access.

The overhead of storing and retrieving attached documents to and from the
Content Server repository adds minimal overhead to client response time. With
or without the document management module, the key factor that determines
response timeis the quality of the wide-area network (WAN) between the
client machine and the PPM Server.

Chapter 1



Performance and Attaching Documents

With document management enabled, attaching a document to a PPM Center
entity resultsin the following:

1. The document is uploaded to the PPM Server for temporary storage.

Thetime required to upload adocument with HP document management in
place is the same as the time required if document management isnot in
place. Thisisthe key performance consideration for client users. The
network quality between the client and the PPM Server directly affects the
time it takes to upload documents, independent of whether document
management is enabled.

2. Theuser savesthe entity (for example, arequest) to which the document is
attached, the document is copied to Content Server, and the temporary
copy isremoved from the PPM Server.

When the entity is saved, the save time isincreased by 50 to 100 percent
over the save time for the same entity without an attached document. The
time it takes to save an entity increases for each additional document
attached, or for each new version of an existing document uploaded.

Getting Started with HP Document Management 2]



Overview of Document Management Deployment

22

A Content Server environment consists of a specific combination of operating
system, database, and an index server host machine for the fulltext index
server.

To deploy the document management module for the first time, perform the
following tasks either before or after you install or upgrade PPM Center:

e Install Content Server and configure it to work with PPM Center.

Content Server installation and setup for use with PPM Center can take
more than half aday. The time required for setup depends on server
performance, the quality of the network connecting servers, and, if you are
upgrading from earlier document management functionality, the number of
attachments you plan to migrate.

For information about how to install and configure Content Server, see
Chapter 3, Installing and Configuring Content Server, on page 79.

e Instal fulltext indexing, and configure the index agent.

For information on fulltext indexing and how to install it, see Chapter 4,
Installing Content Server Fulltext Indexing Software, on page 95.

e Install DFC on any PPM Server machine that is not a Content Server host.

For detailed instructions on how to install DFC as a separate installation
independent of Content Server installation, see Chapter 5, Installing
Documentum Foundation Classes, on page 115.

For information about how to use the HP document management module, see
Chapter 8, What Document Management Users Need to Know, on page 153.

Although the PPM Server uses only a subset of the features that the standard
Content Server application provides, Content Server installation includes more
than what is required for HP document management. For example, the
installation procedure installs Apache Tomcat and an older version of the SDK
that PPM Server does not support. Although this does not affect the PPM
Server, you may notice some information displayed during installation that
does not apply to PPM Center document management.

Chapter 1



Installation Sequence

If you are installing the document management components for the first time,
you can perform the installation either before or after you install or upgrade
PPM Center.

Install Content Server productsin the following order:

1. Onthe Content Server host machine, install Content Server and configurea
repository.

For information about how prepare to install and configure Content Server,
see Chapter 2, Preparing to Install EMC Documentum Content Server,

on page 27. For instructions on how to install and configure Content
Server, see Chapter 3, Installing and Configuring Content Server,

on page 79

DFC isautomatically installed with Content Server.
2. On PPM Servers on which Content Server is not installed, install the DFC.

For detailed instructions on how to install DFC as a separate installation
independent of Content Server installation, see Chapter 5, Installing
Documentum Foundation Classes, on page 115.

3. Install theindex server and index agent.

For information about fulltext indexing and the steps you perform to install
it on Windows or UNIX systems, see Chapter 4, Installing Content Server
Fulltext Indexing Software, on page 95.

For instructions on how to enable the HP Document Management Module
after you install the required components, see Chapter 7, Enabling HP
Document Management, on page 139.

For information about how to use the HP document management module,
see Chapter 8, What Document Management Users Need to Know,
on page 153.
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Related Documents
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This section describes the HP PPM Center and EM C Documentum guides and
reference documents required to install and configure the HP document
management module.

HP Documents

In addition to this guide, the following PPM Center documents are required for
HP document management modul e installation:

Installation and Administration Guide

This guide includesinitial product installation procedures as well as
configuration, operation, maintenance, migration, and performance
information. In particular, this guide provides an overview of the PPM
Center architecture and optional configurations. Thisinformation can help
you determine the optimal configuration of your deployment.

System Requirements and Compatibility Matrix

This document provides the detail s that enable you to understand the
hardware and software options available for your PPM Center deployment.

It includes information about the environments and products supported by
HP for this version of PPM Center. Additionally, this guide identifies
required third-party software aswell as software that you can use to enable
optional features and functionality.

Upgrade Guide

If you plan to upgrade from an earlier version of PPM Center, see this
guide for information on supported upgrade paths, what to do to prepare to
upgrade, and how to perform and then verify the upgrade.

Release Notes

This document provides late-breaking information that is not included in
the core product documentation and may affect your PPM Center
installation.

Chapter 1



EMC Documentum Guides

To supplement the information provided in this document, you will need the
following EMC Documentum guides, which contain full details on the
requirements for installing and administering the EM C Documentum
components of HP document management:

Content Server Release Notes
EMC Documentum Content Server Installation Guide

This guide contains information and instructions you need to install or
upgrade EM C Documentum Content Server.

EMC Documentum Content Server Administration Guide

This guide contains information and procedures required for the normal
system administration of a Documentum Content Server installation. It
includes information about connection brokers, managing content storage
area, and repository security.

EMC Documentum Fulltext Indexing System Installation and
Administration Guide

This guide contains information and instructions you need to install,
upgrade, and maintain the fulltext indexing system used with EMC
Documentum Content Server. It addresses decisions you need to make and
requirements that your system must meet before you install the fulltext
indexing software.

EMC Documentum Foundation Classes Installation Guide
This guide contains information and instructions on how to install the DFC.
EMC Documentum Content Server DQL Reference Manual

This document the reference manual for Documentum’s Document Query
Language, which is supported by Content Server.

HP provides the relevant EMC Documentum guides in PDF format on the HP
PPM Center software CD.
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Accessing PPM Center Documentation

To obtain all of the HP PPM Center documentation, go to the HP Software
Product Manuals Web site (h20230.www?2.hp.com/selfsolve/manuals). To
access this Web site, you must first set up an HP Passport account.
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2 Preparing to Install EMC Documentum
Content Server

About this Chapter

Overview

This chapter contains instructions on how to prepare to install the embedded
Content Server EE 6.5 software that HP provides with PPM Center.
Information about how to prepare to integrate with a stand-alone instance of
Content Server EE 6.5 is provided at the end of the chapter.

Deploying the HP document management solution for the first time involves
installing the Content Server components that HP provides, and then
configuring the server with PPM Center.

If you plan to integrate PPM Center with an existing Content Server Enterprise Edition
installation, see Preparing to Integrate PPM Center with a Stand-Alone Instance of
EMC Documentum Enterprise Edition on page 77.

A Content Server environment consists of:
e A specific combination of operating system and database.
e Optimally, an index server host machine for the fulltext index server.

Installing and configuring Content Server for use with PPM Center can take
several hours. The time required for setup depends on server performance, the
quality of the network connecting servers, and, if you are upgrading from
earlier document management functionality, the number of attachments you
plan to migrate.
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Although the PPM Center uses only a subset of the features that the standard
Content Server application provides, Content Server installation includes more
than what is required for HP document management. For example, the
installation procedure installs Apache Tomcat and a version of the JDK that
PPM Server does not support. Although this does not affect the PPM Server,
you may notice some information displayed during installation that does not
apply to HP document management.

You can set up document management in PPM Center after you have deployed and
used PPM Center. PPM Center runs normally without the document management
functionality, so you can perform the integration later, if you prefer.

The following sections in this chapter contain the information you need to
prepare to install the Content Server components:

Content Server Components

28

File Stores

To understand Content Server functionality, it isuseful to know something
about its components and structure. This section provides information on the
connection broker application, the document repositories, and DFC, and how
these components interact with one another and with PPM Center.

File stores contain the content files for objects stored in the repository.

Content Server

Content Server software manages the content repository. It consists of several
distinct process and components, including an application server reserved for
internal use. For information about the internal structure of Content Server, see
the EMC Documentum Content Server Administration Guide.
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Connection Broker

The connection broker is part of Content Server, and is created during Content
Server installation. It runsin the background and provides connection
information to client applications. PPM Server is aclient application to the
connection broker.

The connection broker listens for incoming requests on a port you specify.
During Content Server installation, you provide the machine hosthame and
port number. The PPM Server requires this information to communicate with
Content Server.

The default port number is 1489. Y ou can specify any unused port on the
machine, but HP recommends that you keep the default setting.

Repository

Managed documents are stored on Content Server in arepository. Thisvirtua
storehouse consists of content and index files and object metadata. M etadata
includes properties that describe file characteristics such as creation date,
author, and version number.

Therepository has afile system component and a database component. For this
reason, you must ensure that the Content Server host has access to an Oracle
database.

File content and indexes are stored on the file system, while the object
metadata are stored in an Oracle database. PPM Center stores documentsin the
repository that you specify during Content Server installation.

A single connection broker can route requests to multiple repositories. Y ou can
create a separate repository for each PPM Server instance, and then point each
PPM Server instance to its own repository. This separates the storage areas
(physical disk and database schema) and gives you more control over your
hardware. Y ou can create multiple repositories on the same Content Server.
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Documentum Foundation Classes

PPM Center communicates with Content Server through an application
programming interface (API) library called Documentum Foundation Classes,
or the DFC. To function correctly, the PPM Server must be able to locate the
DFC.

When you run the PPM Center configuration utility (kConfi g. sh script) to
configure document management for PPM Center, a properties file named

df c. properti es isadded to the <PPM Homre>/ ser ver/ <Ser ver _Nanme>/ conf
directory. Thisfile includes DFC installation directory information.

TheDFC uses*. dI | nativelibrary fileson Windows, and UNIX native library
filessuch as*. so. To communicate with Content Server, the PPM Server
startup (kSt art. sh) and configuration (kConfi g. sh) scripts must have
access to these library files.

The DFC isautomatically installed with Content Server. If you install Content
Server software on the same machine as the PPM Server, thereis no need
install the DFC separately. However, if Content Server and the PPM Server are
on separate machines, you must install the DFC separately on the PPM Server.
For information about how to install the DFC, see Chapter 5, Installing
Documentum Foundation Classes, on page 115.

If you need to install DFC 6.5 on PPM Server machines that are not Content Server
0 hosts, HP recommends that you do so before you install or upgrade to PPM Center
version 8.00.

You caninstall Content Server in different configurations. In the most basic
configuration, which is typically used in development environments, Content
Server, the database, and content files all reside on the same host. In
production environments, the Content Server, database, and content files are
almost always installed on different hosts for increased performance.
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High-Level Content Server Deployment Sequence

The high-level steps used to install and configure the HP document
management module are as follows:

1. Check the HP document System Requirements and Compatibility Matrix to
make sure that your system meets the minimum requirements for document
management installation and setup.

2. Install or upgrade to PPM Center version 8.00, as described in the
Installation and Administration Guide or the Upgrade Guide, respectively.

If you have been using HP document management with PPM Center version 7.5,

) then after you upgrade to PPM Center version 8.00, your users will have
read-only access to the documents in you repository. Full access is restored after
you install Content Server and integrate it with PPM Center.

3. Install the Oracle client software on the machine that isto host Content
Server. For information, see Installing and Configuring Oracle Client
Software on page 45.

4. Read all information related to Content Server installation.

For information on what to read before you install and configure Content
Server, see Related Documents on page 24.

5. Install and configure the document management module, including
Content Server and full-text indexing software.

a. On the Content Server host machine, install Content Server and
configure arepository. Dependent products such as the DFC are
automatically installed with Content Server.

h. On PPM Servers on which Content Server is not installed, install the
DFC.

c¢. Install the index server and index agent.

Y ou can install the modul e on the machine running the PPM Server, or on a
different machine. For information about how to set up Content Server, see
Installing Content Server on page 51 and the EMC Documentum Content

Preparing to Install EMC Documentum Confent Server 31



32

10.

Server Installation Guide and Content Server Administrator’s Guide,
described in Related Documents on page 24.

For information about how to install the full-text indexing software, see
Installing Content Server Fulltext Indexing Software on page 95.

If you installed Content Server and the PPM Server on separate machines,
install the DFC on the PPM Server.

For information about how to install the DFC, see Chapter 5, Installing
Documentum Foundation Classes, on page 115.

Although PPM Center does not use the email notification feature in
Documentum, you must specify avalue in the sMTP field during Content
Server installation.

You can specify an invalid SMTP server, but you must complete the field.

Configure the document management components to work with PPM
Center. Perform this configuration separately for every server in a PPM
Server cluster.

This step is described in Configuring Document Management in PPM
Center on page 141. Briefly, browseto the df c. properti es fileto the
<PPM Home>/ ser ver/ <Ser ver _Nanme>/ conf directory onthe PPM Server,
and then run the <PPM_Home>/ bi n/ kConf i g. sh script. This establishesthe
communication between the PPM Server and Content Server.

Test the connection between PPM Server and Content Server.
Test the document management functionality in PPM Center.

For example, add a document attachment to a request, modify the
document, and then check to make sure that two versions of the document
exist in the system. Also, check to make sure that key words added to the
document produce the search results you expect.

For more information about using document management in PPM Center,
see Chapter 8, What Document Management Users Need to Know,
on page 153.
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Content Server Configuration Concepts

Content Server configuration occursintheserver.ini fileand onthe
repository in the server configuration object named dm ser ver _confi g.

server.ini File

Theserver.ini file containsinformation that Content Server uses at startup
including:

e Repository name

e Connectivity

e Password

e Owner

e Connection broker connectivity

e Other parameters, such as the number of maximum concurrent sessions

Theserver.ini fileissimilar totheserver. conf filein PPM Center.
Depending on your operating system, you can find the file in the following
location.

Operating System File Location

Windows YOOCUMENTUMA dbal confi g\ <Reposi t ory>

UNIX $DOCUMENTUM dba/ confi g/ <Reposi t ory>

After you update theserver . i ni file, restart Content Server to apply your
changes.

For detailed information about theserver. i ni file, seethe EMC
Documentum Content Server Administration Guide.

Preparing to Install EMC Documentum Confent Server 33



34

dm_server_config Object

The repository server configuration object named dm ser ver _confi g isused
to configure Content Server. Each repository is associated with a
corresponding server config object.

You can useto IDQL to verify that arepository is correctly associated with a
server config object. IDQL isthe command-line tool that |ets you enter ad hoc
DQL (Documentum Query Language) queries against a Content Server
repository. IDQL isaso auseful asatool for testing and other tasks that
support an application or installation because it allows you to run scripts and
batch files.

IDQL isincluded and installed with Content Server. It isfound in $DM_HOVE/
bi n on Linux and in %©M HOVE% bi n on Windows.

For more information about the IDQL utility and how to start and use it, seethe
EMC Documentum Content Server Administration Guide. For information
about DQL, see the EMC Documentum Content Server DQL Reference
Manual.

TorunaDQL query against arepository, you must first start an IDQL session,
asfollows:

1. At the command prompt, navigate to the $DM_HOVE/ bi n directory.
2. Runthe IDQL utility executable, i dgl 32. exe.

3. At the prompt, type the repository name.

4., PressEnter.

5. At the prompt, type the account name for a user with at least System
Administrator privilegesin the repository.

6. PressEnter.
7. At the prompt, type the password for the user account.

8. PressEnter.

Chapter 2



An interactive document query interface session starts. Y ou can type your
guery at the prompt. The following example DQL query returns one row
for each repository on Content Server.

Example query:

1> sel ect "object_nane”

2> from"dmserver_config"

3> go

After you run this statement, you can interact with a particular repository
server configuration by updating that repository server config object. For
example, to see the configuration parameters for a repository named
“PPMdocs,” you would run the following DQL statement:

1> select * from"dmserver_config"
2> where "object_nanme" = 'PPMocs'
3> go

To close an IDQL session, type the qui t command at the IDQL prompt.

Y ou can update configuration information in the repository server
configuration object while Content Server is running, without having to restart
it.
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Content Server Installation Requirements and Setup

Before you install Content Server, make sure that you have completed the
following steps:

1. Check the HP document System Requirements and Compatibility Matrix to
make sure that your system meets the minimum requirements for document
management installation and setup.

2. Install or upgrade to PPM Center version 8.00, as described in the
Installation and Administration Guide or the Upgrade Guide, respectively.

If you have been using HP document management with PPM Center version 7.5,

) then after you upgrade to PPM Center version 8.00, users have read-only access
to the documents in your repository. Full access is restored after you install and
integrate with Content Server 6.5.

3. Read dll information related to Content Server installation.

For information on what to read before you install and configure Content
Server, see Related Documents on page 24.

4. Continue with and complete the required preparation steps for your
configuration, as detailed in the following sections.
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Required Windows User Accounts

Select or create a Windows user to function as the installation owner. Y ou
must use this account when you install Content Server. Content Server runs
under the account of the installation owner. Use it to perform all Content
Server administration.

The Windows user account for the installation owner must meet the following
requirements:

e Theaccount can be aloca or domain account, but if it isadomain account,
then it must be amember of the local administrator group.

e The account must have Full Control permission in the %M HOVEY
directory.

e The account must not be the same account as the Windows administrator.

e The account must have the following rights, which are granted during
installation:

o Act aspart of the operating system
Create atoken object

Increase quotas

Log on asaservice

Log on locally

Replace a process-level token

O O O O O

e Theaccount user name can only contain al phanumeric, hyphen (-), and
underscore (_) characters.

The user name log on with to install Content Server must match this
Windows user name, including case, even though Windows user accounts
are not case-sensitive.

e The account password can only contain alphanumeric, hyphen (-), and
underscore (_) characters.
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Required UNIX Accounts

On Linux systems, every Content Server installation must have group and user
accounts for the installation owner, repository owner, and repository users.
Some of these accounts must be in place before you begin to install. Others can
be set up during or after installation.

Every Content Server installation and each repository must have an owner.
Each repository has users. The individual responsibilities of the installation
owner, repository owner, and repository users are described in the following
sections.

Installation Owner Group

To support external password validation, set up a group account whose
members are the installation owner, any other Content Server administrators,
and repository owners. This group will own the external password validation
program.

Installation Owner User Account

CreateaUNI X user account (referred to in this document as dctm) that you can
useto install, execute, and administer Content Server.

) The user account password cannot contain special characters such as $ or @.

The installation owner is the user whose account is used to install Content
Server and create arepository. The server runs under the installation owner
account.

Theinstallation owner must have an operating system account. Theinstallation
owner user name must consist of ASCII aphanumeric characters, dashes (-)
and underscores (). Thefirst character must be aletter. The installation owner
password must consist of |etters, numbers, dashes, underscores, and periods.

The installation owner account must have read, write, and execute permission
onthe/ var/t np directory and on the installation directory ($DM I nstal | and
its subdirectories).
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0 Do not use the root account as the installation owner account.

Asinstallation owner, you can perform all administrative or maintenance tasks
associated with repository installation. After you create a repository, you can
create additional repository accounts with Superuser or System Administrator
privileges. Y ou can aso use those accounts for repository administration.

After you install Content Server, you must enable the automatic deletion of old audit
) trail objects from the repository. For more information, see the EMC Documentum
Content Server Installation Guide.

Y ou can create an operating system account to use exclusively for server
installation and repository maintenance. Y ou can use asingle user account as
installation owner for multiple Content Server installations on your network.

On Linux systems, you can create multiple Content Server installations on a
single host computer. Y ou can have separate installation owners for each
installation or you can use separate environment filesto enable asingle
installation owner to own al of the installations.

Repository Owner Account

The repository owner is the user whose account is used to connect to the
database. The repository owner owns all objects in the database. Each
repository must have a unique repository owner.

The repository owner user name and password must consist of letters,
numbers, dashes (-) and underscores (). Thefirst character in the name must
be aletter, and al characters must be ASCII characters. The corresponding
password must consist of acombination of letters, numbers, dashes,
underscores, and periods.

During server installation, you can specify an existing database account for
database access. If you designate an existing account to use for database
access, that user becomes the repository owner. Alternatively, the installer can
create a database user during installation. The new user then becomes the
repository owner. If theinstaller creates the database user, the database user
name defaults to the repository name.
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Assign the following privileges to the database user account of the repository
owner:

e Connect to the database

e Createtables, views, and indexes in the database
e Insert records (rows) into tables

e Drop tables, views, and indexes

e Unlimited tablespace

If you allow Content Server installer to create a database account for the
repository owner, the required privileges are automatically granted to the
repository owner. If you create the account before you run the installer, assign
the CONNECT and RESOURCE privileges to the account.

Setting Up the UNIX Services File

Theser vi ces file containsinformation on the port numbers used by the
services or processes that run on ahost. Theser vi ces file must contain an
entry for each repository running on a host.

On UNIX, you must manually create the service name entry in the ser vi ces
file before you install the server. For each repository running on the host, the
service name entries are made in one of the following:

e /etc/services file
e NISservices map
Y ou must have root privilegesto edit the/ et c/ ser vi ces file.

The repository does not have a default service name or default port number.
The service name you place in the ser vi ces file must be the same name you
provide during repository configuration, which is then used to create the
server.ini file. The service name for the repository can be the same as the
repository name, but thisis not a requirement.
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Asroot, create the service name entries using the following format:

<Servi ce_Nanme> <Port _Nunber>/tcp # Comrment here, if needed

or

<Repository> <Repository Port>/tcp # RepositoryFor PPM

The <Reposi t or y> and <Reposi t ory_Por t > variables are user-specific. The
port must be an unused port on the machine running Content Server, and the
repository name must be an alphanumeric string unique to the repository. The
repository name can contain hyphens (-) and underscores (_), but no other
specia characters.

If Network Information Service (NIS) isrunning, the local servicesfile (/ et c/
servi ces) isignored. Place the entriesin the NIS services map. Use the
ypwhi ch command to identify the host name of the NIS master server, if one
exists.

Y ou can specify any unused port number greater than 1024. (Linux reserves
port numbers up to 1024 for system use.) For example, if the repository service
were named mugwort, the services file entry might be:

mugwort 1497/tcp # repository

If you have multiple repositories on a single machine, create a servicesfile
entry for each repository, and make sure that each has a different name and
port number.

Content Server Installation Directories for UNIX

Y ou can either create the installation directories before you install Content
server, or you can let the Content Server installer create the directories for you
based on your input.

If you allow the Content Server installer to create the directories, make sure
that the directories you specify during installation match those specified for the
environment variables.

Determine the directories where you plan to install Content Server, and then
set the $DM | NSTALL and $DM_HOMVE environment variables in the installation
owner environment.
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The $DM | NSTALL environment variable corresponds to the directory where
you plan to install Content Server. The installation owner must have read,
write, and execute permission on the $DM | NSTALL directory and its
subdirectories. The $DM HOVE environment variable corresponds to the $DM
| NSTALL/ pr oduct / <Ver si on> directory.

The environment variables and installation directories must contain only ASCII
characters. The directory in which you install Content Server cannot contain spaces or
) any of the following characters:

Py /o 2" <>

Default Operating System Permissions on UNIX Directories and Files

As Content Server creates directories and filesin the server installation, it
assigns default operating system permissions to them. The default permissions
assigned to directories are 777 and the default permissions assigned to files are
666. To change the defaults assigned to public directories and files, set the
umask key intheserver.ini file. Setting umask affects all public directories
and files created after you set the key.

The umask key works similarly to the UNIX umask functionality. Thevalueis
subtracted from the default permissions to determine the actual permissions
assigned to afile or directory. For example, if you set umask=2, then the
default permissions assigned to directories becomes 775 and the default
permissions for files becomes 662. Or, if you set umask=20, thenthe
permissions become 757 for directories and 626 for files.

UNIX Graphical Installer Set Up

If you plan to use the graphical installer:
e Ingtal the X Window System on the UNIX host.

e Add the xterm program directory to the PATH variable of the Documentum
installation owner. Y ou can install the xterm program in any of several
locations, depending on your operating system and software packages
installed. Typical locationsinclude / usr/ openwi n/ bi n on Solarisand /
usr/ bi n/ X11 on HP-UX and AlX.
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Preparing the Database for Content Server Installation

Every repository must have a correctly configured Oracle database. The
requirements are as follows:

The Oracle database described in this section is not the same as the PPM Center
) database. The Content Server repository and Index Server require a separate Oracle
database.

e |f youinstall the database on the Content Server host with a Linux system,
verify that the system path includes the directory for the database.

e |f you install the database on the Content Server host with a Windows
operating system, make sure that the database serviceis set to start
automatically. Server installation sometimes requires arestart of the
computer. After the restart, installation does not proceed correctly unless
the database starts automatically.

e If you create aremote Content Server for a distributed content
environment, theser ver . i ni file from the primary Content Server host is
copied from the primary host to the remote host. To ensure that the
dat abase_conn key on the primary Content Server host is valid on the
remote hosts, make sure that the values used on the primary and remote
hosts for database connectivity are identical.

e Youmust install the database client on remote Content Server hosts. The
remote Content Server configuration program must connect to the database
to create the server config object, acs config object, file store storage
object, and location objects for the remote server.

e Content Server uses the repository owner account to connect to the
database. The sections on the repository owner in the EMC Documentum
Content Server Installation Guide provide more information. The server
runs as the installation owner, but a separate account must exist to give the
server access to the database tables underlying the repository. Each
repository must have a unique repository owner and each repository owner
must have a unique database account.
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Y ou can create the repository owner account and the database or tablespace
that the repository uses before you install Content Server, or the server
installation software can create the account and database or tablespace.
Before you begin installation, decide whether to create the account yoursel f
or alow the installation program to create the account. The account must
have the CONNECT and RESOURCE privileges to do the following:

o Connect to the database

o Createtables, views, and indexes in the database

o Insert records (rows) into the tables

o Drop tables, views, and indexes

Give the repository owner account the Select Catalog Role privilege.

If you choose to have Content Server installation software create the
repository owner account in the database for you, you must have the
database administrator user name and password.

If you install your Oracle database on a machine other than the Content
Server host, verify the following:

o Theremote machine has an operating system that the Oracle version
supports.

o You can connect to the database client from the system on which you
plan to install Content Server.

Create the repository database with the UTF-8 code page, which can
accurately store characters from all supported languages. For instructions,
see the documentation for your Oracle software version.

On Oracle 9i, when you create the database and choose the database
character set (code page), select Unicode (AL32UTFS). If you plan to
migrate an existing database to UTF-8, use AL32UTFS8.

On Oracle 9i, when you create the database and choose the database
character set (code page), select Unicode (AL32UTFS).
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e Typicaly, Content Server isinstalled on the English version a database.
However, Content Server installation is aso supported on localized
databases if the database fulfills the following criteria:

o Database supports internationalization of locales (118N)
o Database and adheresto 118N standards
o Content Server isinstalled with UTF-8 and case-sensitive (SQL)

Installing and Configuring Oracle Client Software

Toinstall and configure your Oracle database for HP document management:

1. Install and configure the Oracle client software on the machine on which
you plan to install Content Server.

2. Ensure that the Oracle database aliases (TNS aliases) are in the
t nsnanes. or a file on the Content Server host.

) The dat abase_conn key inthe server. i ni file must match the database entry
in the t nsnanes. or a file.

For more information, see the EMC Documentum Content Server
Installation Guide and your Oracle software documentation.

3. Usethet nspi ng command and SQL*Plusto verify that the Oracle client
software is correctly installed.

For information about using the t nspi ng command, see the Oracle
Utilities web site (oracleutilities.com/OSUtil/ping.html). For information
about SQL* Plus, see your Oracle documentation.

4. Ensurethat SQL*Plusisinstalled on the Content Server host.

SQL*Plusisrequired to create tablespaces and the database user
(repository owner) account.

5. Ensurethat sql net . or a and t nsnanes.ora are configured correctly. The
database aliases must be in thet nsnanes. or a file, and thet nsnanes. or a
file must be configured on the Content Server host. To specify connections,
use fully-qualified namesint nsnanes. or a.
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For example:

PPNMDEV_TEPPMDS1. USA. NET =
( DESCRI PTI ON =
(ADDRESS_LI ST =
(ADDRESS = (PROTOCOL = TCP) (HOST = henni ngt on) (PORT =
1521))

( CONNECT_DATA =
( SERVER = DEDI CATED)
( SERVI CE_NAME = PPNMDEV)
)
)

. Verify that you can connect to the Oracle database by using SQL* Plus

from the system on which you plan to install Content Server.

. Start the Oracle Listener process and configure it to start automatically on

the machine where the Oracle database resides.

. Ensure that the Oracle RDBM S meets the following requirements:

e On UNIX and Linux, ensure that the ORACLE_HOME and TNS_ADM N
environment variables are set in the installation owner’ s environment.

The Content Server installation program looks first for TNS_ADM N,
and then for ORACLE_HOVE, to locatethet nsnames. or a file.

e If you areinstalling Content Server with Oracle Real Application
Clusters, set the value of the Oracle parameter MAX_COW T_
PROPAGATI ON_DELAY to zero. This ensures that the data that Content
Server usesis consistent across all Oracle nodes. Vaues other than zero
are not supported.

e Intheinit.orafileorspfile, usethefollowing settings:

opti m zer i ndex_cost _adj =5
optim zer _i ndex_cachi ng=95

. After you verify that the Oracle client software is correctly installed, restart

the machine.
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Preparing to Install Content Server (All Operating Systems)

Before you install Content Server, you must perform some configuration steps
and set up the required user accounts on the system.

The configuration tasks are as follows:

1. Ensure that the machine where you plan to install Content Server has
accessto avalid SMTP server for email notifications.

Although PPM Center does not use this notification mechanism, you
cannot install Content Server without it. If avalid SMTP server host name
is not available during installation, supply an invalid host name so that the
installation can finish. Do not leave the field blank.

2. Stop al nonessential services and stop all nonessential programs.
3. Add the following environment variable:

For Windows:

Edit the PATH variable to include:

<DFC Install _Location>\<Java_Versi on>

where <Java_Ver si on> isthe Java Runtime Environment (JRE) version
supported for the Content Server version you plan to install. The DFC
installation location (typically C: \ Progr am Fi | es\ Docunment um) is Set
during server installation.

For UNIX:

To configure the runtime environment of the dctm user, in one of the*. rc
files, set the following environment variables:

set env  DOCUMENTUM <l nstall _Directory>

Before you begin to install Content Server, check to make sure that this install

) directory exists. Set these variables in the installation owner’s . cshr c file (C
shell) or. profi | e file (Bourne or Korn shells). Alternatively, set the variables in
a file called by the . cshrc file or. profil e file.

set env DM _HOVE $DOCUMENTUM pr oduct / <Ver si on>
set env. DOCUMENTUM_SHARED $DOCUMENTUM shar ed
setenv LD LI BRARY_PATH $DM HOVE/ bi n: $JAVA HOVE/ | i b
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LD_LIBRARY_PATH is a Solaris-specific shared library environment variable.
This variable name and value vary, depending on the UNIX operating system and
version.

e For Linux systems, set LD_LIBRARY_PATH
e For HP-UX systems, set SHLIB_PATH
e For AIX systems, set LIBPATH

For descriptions of all required environment variables, see the EMC Documentum
Content Server Installation Guide.

. Obtain the Content Server bundle for your operating system and copy it to

atemporary directory from which to run the installation.

This temporary directory is referred to in this manual as $DM | NSTALL.

. Extract the installation bundle and the installation files.

For example:

Cont ent Server _<Qper ati ng_Systenp. bi n
consi stency_checker. ebs

df cSetup. j ar

j dkSet up. j ar

server.jar

suite.jar

toncat 4127Setup.j ar

setupError. | og

. Select the install ation location.

In this document, C: \ Document um refersto the installation directory on
Windows systems, and v©M HOVE%refers to the installation directory on
UNIX and Linux systems.

The directory path name cannot contain spaces or special characters.

. Check the regional and language options settings on Windows to make

sure that the selected date format displays a four-digit year.

. If youinstall adistributed configuration, ensure that al host computersin

the configuration are set to the same Universal Time Coordinated (UTC)
time.
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9.

Choose an Oracle database in which to install the repository. Verify that
you can connect to this database using SQL* Plus from the system on
which you plan to install Content Server.

Content Server installer automatically creates the repository schemain this
database.

Additional Preparation for Installing Content Server on a UNIX System

Before you install Content Server on aUNIX system, make sure that you have
completed the following:

1.
2.
3.

Content Server Installation Directories for Linux on page 73
UNIX Graphical Installer Set Up on page 42

Setting Up the UNIX Services File on page 40

Required UNIX Accounts on page 38

Set up a group account, an installation owner account, and a repository
owner account.

a. Installation Owner Group on page 69
b. Installation Owner User Account on page 69
¢. Repository Owner Account on page 70

Content Server uses a semaphore. Check to make sure that semaphores are
enabled on the host machine.

If you planto install on an AIX host, check to make surethat AIX is
running in 32-bit mode.
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UNIX Installation Considerations

Before you start to install Content Server on aLinux system, consider the
following:

e Because Content Server is not a Java application, there are
version-dependent installers.

e Content Server installation requires root access to the host machine.

Content Server installation and the stand-alone DFC installation programs run only in
0 graphical mode. On Linux hosts, this may require that you have the X Window System
emulation software installed.
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Installing Content Server

This section provides information about how install the Content Server.

) You do not need a special license to install the HP version of Content Server.
For supplemental information on Content Server installation, see the EMC
Documentum documents described in Related Documents on page 24.

To install the Content Server:

1. Locate and run one of the following based on your operating system.

Operating System Content Server Installer
Windows ContentServer_<QOper ati ng_Syst enpr.exe
UNIX ContentServer_<QOper at i ng_Syst ene.bin

The Content Server installer program starts and displays the Welcome
page.

2. Click Next.

Theinstaller verifies your system requirements and prompts you to type
the installation directory.

3. If prompted, select | accept the terms of the license agreement, and then
click Next.

4. (Windows only) Type the full path of the directory in which you want to
install the Content Server. For example:

C. \ Docunent um

The directory path name cannot include spaces.
5. Click Next.

Theinstaller prompts you to indicate whether you want to install optional
components for the DFC.
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6. LeaveDeveloper Documentation (18 MB) and any other check boxes cleared

and click Next.

7. (Windows only) Accept the default DFC installation directory ( C: \
Progr am Fi | es\ Docurent um) or type the full path of the directory in
which you want to install the DFC.

This directory name can contain spaces.

8. Click Next.

9. (Windows only) Accept the default DFC user directory (the %OM HOVEY
directory) or type the full path of adifferent directory to use asthe DFC

user directory.

10. Click Next.

11. Typethe information for your primary connection broker.

Field Name Description

Primary . Name of your primary connection broker host

Connection . . .
computer.This must be the same machine on which you

Broker Host . .

Name are installing Content Server.

Port Number

Port number for your primary connection broker host
computer. The default port is 1489. The port that you
specify must not be used by any other process. Make
note of the machine name and port number you type so
that you can provide these later as you integrate the
document management module with the PPM Server.

12. Click Next.

13. Leavethe Enable Trusted Content Services cleared and click Next.
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14. Leavethe Enable Content Services for EMC Centera unselected and click
Next.

Theinstaller prompts you to specify the Java port numbers for Apache
Tomcat. Content Server uses Tomcat internally to run required Java
programs.

) PPM Center does not make use of this Content Server feature.

15. Accept the default port, or type the number of any unused port above 1024
on which Apache Tomcat can listen for requests.

16. Accept the default port, or type the number of any unused port above 1024
to use to stop the Tomcat server. Click Next.

17. On the confirmation page, verify your installation parameters, and then
click Next.

18. (UNIX only) If you have the root user password, select the Run dm_root_
task now checkbox, and then click Next to run the script. Otherwise, leave
the checkbox unselected and click Next.

Theinstaler installs the products and components, and then displaysits
final page. Click Finish.

If you choose not to supply the root password during the procedure, you must run
the $DOCUVENTUM dba/ dm r oot _t ask script or the sudo command after
installation and before you continue as root. Otherwise, the connection broker
cannot start, and you cannot create a repository.

0 Navigate to the $DM | nst al | directory (as root), and run the script as follows:
./ dmroot _task

Type the group ID of the Documentum user.

Theinstaller prompts you to indicate whether you want to configure the
server now or later.

19. (Windows only) Select Configure server now, and then click Next.

The installer prompts you to indicate whether you want to restart your
computer.
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20. Select Yes.

After you restart your machine, the configuration process starts
automatically.

21. Proceed to Configuring Content Server Components.

Configuring Content Server Components

54

If, after you completed the installation, you clicked Next, the Content Server
configuration wizard starts automatically so that you can complete begin to
configure Content Server components, as described in Configuring Content
Server.

About Creating a Repository

Y ou must create arepository for every PPM Server in your configuration. To
do this, you use the Content Server configuration wizard. This section
describes issues to attend to before you run the wizard, and provides some tips
for troubleshooting issues with the wizard.

Every repository you create requires the following:

A servicelisted inthe/ et c/ servi ces directory.
A unique database schema created in an Oracle database.
Multiple repositories cannot share a schema.

HP recommends that you use the same string for the user name of the
Documentum installation owner and for the name of the Oracle database
schema created for the repository.

Asyou create arepository using the configuration wizard, you are
prompted to specify an ID for it. Type anumber between 0 and 16,777,215
that is unique to the repository.

The configuration wizard parses your t nsnanes. or a fileto list database
SID information, and prompts you to select the database to use. If the
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database that contains your schemais not listed, the problem might bein
thet nsnanes. or a file.

After the information is collected, the installation program creates and
configures the repository.

If any errors occur, look in the $DM HOVE/ i nst al | / set up/ *. | og
directory too find log information that can help you diagnose these errors.

e |f you add arepository to the existing Content Server (or modify an
existing repository associated with Content Server), then you must stop the
connection broker, and then restart it before you can access the new (or
modified) repository. For instructions on how to stop and start the
connection broker, see Sarting and Sopping the Connection Broker and
Repository on page 91.

e |f, after you create arepository, you cannot start the connection broker or
start and connect to the repository, try to start and connect manually.

To determine the source of the problem, see the error information reported
to the console.

Before the configuration utility can create arepository, it triesto start the
connection broker. If it cannot start the connection broker, it cannot
continue.

Configuring Content Server

These instructions assume that after entering all necessary data and making
proper selections that you click Next to navigate to the next page in the wizard.

To configure Content Server components:
1. Restart your computer and log on as the Content Server installation owner.
2. Start the configuration wizard.
The Welcome page opens.

If the configuration wizard does not start automatically, locate and run
either Server_Confi gurati on_Program exe OrF Server _
Conf i guration_Program bi n.
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3.

4.
S

6.

-~

10.

Click Next.

The configuration program performs a series of system checks, and for
Windows prompts you to type the Content Server installation owner
password.

(Windows only) Type the Content Server installation owner password.
Click Next.

Leave the Enable Trusted Content Services check box cleared.

If prompted, leave the License Key field empty.

Leave the Enable Content Services for EMC Centera checkbox cleared.

The configuration prompts you to choose between the express and custom
configuration methods.

If your organization has an external storage solution such as network attached
storage (NAS) or storage area network (SAN) in place, do not use the
Documentum express configuration procedure. You must use the custom
configuration instead. For information about custom and express methods for
configuring Content Server components, see the EMC Documentum Content
Server Installation Guide.

If you are not using an external storage solution such asNAS or SAN,
select Express Configuration. If you are using an external storage solution,
select Custom Configuration, and then follow the instructions provided.

The custom configuration wizard may prompt you for additional information. For
advanced information on how to perform a custom configuration, see the EMC
Documentum Content Server Installation Guide.

Later, if you want to update or delete arepository or perform another
configuration task, you can run the wizard again and select the custom
configuration option.

The configuration wizard prompts you for repository information.
In the Repository Name field, type a name for the repository to create.

The repository name can contain up to 32 characters. Make a note of the
name so that you can provide it later when you configure PPM Server.
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11. Inthe Repository ID field, type a unique ID number between zero (0) and
16,777,215 for the repository.

12. (Optional) Inthe Repository description field, you can type a description of
the repository.

13. Inthe Repository size list, select one of the following.

Size Description Recommended

Single table space with an initial data file

small | g, & of 100 MB.

Separate table spaces for data and indexes,
Medium with initial data file size of 180 MB and an X
initial index file size of 180 MB. Adjust the

size later, if necessary.

Separate table spaces for data and indexes,
Large with initial data file size of 250 MB and initial
index file size of 250 MB.

Asit creates a schema, the configuration wizard creates anew tablespacein
the database.

14. (Windowsonly) In the Authentication Domain list, select the authentication
domain.

15. (Windows only) For Service Startup Type, click one of the following to set
the repository service at server restart behavior:

® Automatic
® Manual

If other services must start before Content Server can start, then specify a
manual startup. For example, start the Oracle database that contains the
repository, if it resides on the same machine.

16. (UNIX only) In the Service Name field, type the services name for the
repository.

Thisisthe service name you specified in the servicesfile.
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The configuration wizard prompts you to indicate whether you want to
create an Oracle database user account or use an existing account.

17. Select Create new Oracle user account and tablespaces.

18. Type or Select the following database connection information.

Field Name Description

The database where you want to install the
repository.

The Database Connection String list only
displays the names of databases that are
correctly configured in the Oracle client

t nsnanes. or a file and accessible from this
machine.

Database Connection
String

The user name for the Oracle schema.

The default name is the same as the
repository name you provided, see step 10
on page 56.

Database User Name

Database User Password | The password for the Oracle schema.

Confirm User Password The password for the Oracle schema.

Database Administrator The user name for the SYSTEM account on
Name the Oracle database.

Database Administrator The password for the SYSTEM account on
Password the Oracle database.

19. To send email notifications for some system events, Content Server
requires an SMTP server.

a. Inthe SMTP Server Name field, type the name of an SMTP server on
your network.

b. IntheInstallation Owner’s Email Address field, type the email address
of the person you want to receive Content Server email notifications.

Emalil traffic isminimal. Under normal operating conditions, this
account receives no email messages.
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20. If you are running the PPM Server on a machine other than the Content
Server host, install the DFC on the PPM Server.

For information about how to install the DFC, see Chapter 5, Installing
Documentum Foundation Classes, on page 115.

The server configuration wizard displays a progress bar. Configuration
takes several minutes.

21. After configuration finishes, review the information displayed on the
summary page.

22. On the confirmation page, click Finish.

23. Run the wizard again if you have more than one PPM Server in your
configuration.

Post-Installation Tasks
After you complete Content Server installation and configuration, do the
following:
1. Usethe Interactive DQL editor (IDQL) tool to test the installation.

For information about IDQL and how to use it, see the EMC Documentum
Content Server Administration Guide. For information on how to execute
an idgl statement, see Example query: on page 35.

2. Restart the machine.
3. Check to make sure that the PPM Server is not running.

4. RunthekConfi g. sh script.
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Starting and Stopping the Connection Broker and Repository

60

This section provides steps you can use to stop and start the connection broker
and repository on Windows or UNIX systems. It also contains information
about what to do if you cannot start the repository.

Because the connection broker and repository run as separate processes on
Content Server, you must start and stop them independently. To start and stop
arepository, the connection broker must be running. This means that you must
start the connection broker before starting the repository, and you must stop the
repository before you stop the connection broker.

To start the connection broker and repository:
1. Start the connection broker and then wait for a minute.
2. Only after the connection broker starts, start the repository.

To stop the connection broker and repository, use the reverse process, stopping
the repository first, and then the connection broker.
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Methods to Start and Stop the Connection Broker and Repository

Depending on the operating system that your Content Server is running, you
can start and stop the connection broker and repository using one of the
following methods.

Table 2-1. Starting and stopping the connection broker and repository

Operating
System

Use

Details

Windows

Services page of the
Microsoft Management
Console

Because the connection broker and
repository run as Windows services, you
can start and stop them from the Services
page of the Microsoft Management
Console.

Windows

Documentum Server
Manager

On the Content Server host:

1. Select Start > Programs > Documentum >
Documentum Server Manager.

2. Use the Start or Stop buttons on the Repository
and Connection Broker tabs.

Windows
and
UNIX

Command window

Navigate to the $DOCUMENTUM dba
directory.

To stop a repository, run dm shut down_
<Reposi tory>.

To start a repository, rundm start _
<Reposi tory>.

To stop the connection broker, run dm_
st op_<Connecti on_Br oker >,

To start the connection broker, run dm_
| aunch_<Connecti on_Br oker >,
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If You Cannot Start the Repository

If you cannot start the repository, use the following command sequence to
produce alog file for debugging purposes.

On Windows

> cd %DOCUMENTUMA dba

.\dm start_<Repository>

.\ dm shut down_<Reposi tory>
cd | og

I s <Repository>.1og*

On UNIX

cd $Docunent unt dba

> ./dmstart_<Repository>

> ./ dm shut down_<Reposi tory>
>

>

\

cd | og
| s <Repository>.|og*

Thelog file provides a message similar to the following:

Mon Jan 14 08:59:21 2005 996756 [ DM _SERVER E_REQ STER | N_USE]
error: "The server failed to register itself as there is al ready
a server on port (4678). Error (515) Service nane already in
use. errno: 125, nessage: Address already in use."

Content Server session logs are written to the $DOCUVENTUM dba/ | og
directory. Each repository running on a Content Server has a corresponding log
file, which is created every time Content Server is restarted.

The current log file for arepository is named <Reposi t ory>. | og. Previous
log files names have the suffix . save. <Ti me_St anp>.

For example, if your repository is named PPMdocs, then, in the $DOCUVENTUM
dba/ | og directory, you would see something similar to the following:

PPMdocs. | og
PPMlocs. | og. save. 09. 12. 2000. 18. 05. 14
PPMdocs. | og. save. 10. 11. 2009. 15. 21. 25

For more information about Content Server log files, seethe EMC
Documentum Content Server Administration Guide.
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Determining the SMTP Mail Server Host

On Windows hosts, Content Server must be able to connect to an SMTP mail
server. The SMTP server can be an SMTP server located on your network or it
can be the SMTP server provided with Windows. During the installation or
upgrade procedure, you must provide the name or 1P address of the computer
hosting the SMTP server.

If avalid SMTP server host nameis not available during installation, supply an
invalid host name so that the installation can finish. Do not leave the field
empty. After installation, you can add avalid SMTP server host name to the
snt p_ser ver atribute of the server config object, and then re-initialize the
server.

For more information, see the EMC Documentum Content Server Installation
Guide.

Setting Up the Installation Owner Account

Sdlect or create a Windows user to function as the installation owner. You
must use this account when you install Content Server.

Content Server runs under the account of the installation owner. Use this
account to perform all Content Server administration.

The Windows user that you log on as for installation must meet the following
reguirements:

e Theinstallation owner account can be alocal or domain account, but if itis
adomain account, then it must be a member of the local machine's
Administrators group.

e Theinstalation owner account may be alocal account on the Content
Server host or adomain account in the domain where Content Server is
installed.

e Theinstalation owner account must have Full Control permission in the
C:\ Docunment um directory, aswell aswrite permission on the directory
from which theinstaller isrun.

e Theinstallation owner account must not be the same account as the
Windows administrator.
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e Theinstalation owner account must have the following rights, which are
granted during installation:

o Act aspart of the operating system
o Create atoken object

o Increase quotas

o Logonasaservice

o Logonlocaly

o Replace aprocess-level token

On a standard Windows system, these rights are automatically inherited with
membership in the local Administrators group. The installer program checks for
these rights and grants them if necessary.

e Theuser name must contain all ASCII characters, restricted to
aphanumeric, underscore (_), and hyphen (-) characters. The first
character must be aletter.

The user name you specify when you install Content Server must match
this Windows user name including case, even though Windows user
accounts are not case-sensitive.

e The password isrestricted to al phanumeric characters, hyphens (-),
underscores (_), and periods (.).

e Theinstallation owner must have an email account on the SMTP mail
server.

As installation owner, you can perform all administrative and maintenance
tasks associated with the installation. After installation the you must enable the
purge audit job to remove audit trail entries from the repository. For
information, see “ Audit Management” in the EMC Documentum Content
Server Administration Guide.
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Setting Up the Repository Owner Account

The repository owner isthe user who owns all objects in the database and
whose account is used to connect to the database.

Therepository owner’ suser name must contain all ASCII characters, restricted
to alphanumeric, underscore (_), and hyphen (-) characters. The first character
must be aletter.

The repository owner’ s password must consist of |etters, numbers, dashes,
underscores, and periods.

During server installation, you can designate an existing database account for
database access. If you designate an existing account to use for database
access, that user becomes the repository owner.

Alternatively, the Setup program can create a database user during installation.
The new user then becomes the repository owner. If the Setup program creates
the database user, the database user’ s name defaults to the name of the
repository (but you may change this during installation).

The repository owner’s RDBM S user account must have the following
privileges:

e Connect to the database

e Createtables, views, and indexes in the database
e Insert records (rows) into tables

e Drop tables, views, and indexes

If you allow the Content Server Setup program to create a database account for
the repository owner, the required privileges are granted to the repository
owner automatically.

For more information, see the EMC Documentum Content Server
Administration Guide.
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Whether the repository owner needs a Windows account depends on the
features and database you use, as follows:

e Touse Microsoft® Cluster Services, the repository owner must have an
account in the domain in which you install the repository.

e Toadd usersand groupsto arepository, the repository owner must have an
account in the same domain as the installation owner.

e Tousereplication, the repository owner must have an operating System or
domain account.

If the repository owner does not have such an account, Content Server
functions correctly except that you cannot use replication, and at Content
Server startup, you see the following error message in the server log:

Tue Feb 18 21:23:16 2008[ DM STARTUP_I| _DOCBASE_OWER_NOT_
FOUND] :

The dat abase user (pfieldnet_dev) is not a valid NT User.
This is the user specified in your server.ini file as the
dat abase_owner attribute. If you are running the optional
Replication Services package, you nust create a valid NT
User account for this user.

HP recommends that you set up a Windows account for the repository owner.

Setting Up the Repository User Accounts

Repository users are the end usersin the repository. These users may own
documents or other objects that are stored in arepository, but they have no
particular responsibilities for the maintenance of either the repository or the
installation.

On Windows, if the default user authentication is used, each user must have a
Windows account in the domain where Content Server isinstalled. If LDAP
authentication or inline password authentication is used, thisis not a
reguirement.
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Environment Variables

If you areinstalling Content Server on UNIX or Linux, you must set certain
environment variables in the installation owner’ s environment. If you use the
dm | aunch_server _confi g_program sh script to start the Content Server
configuration program, all required environment variables, except for those
required by each database, are set automatically. If you do not use the dm_

| aunch_server _confi g_program sh script, you must manually set all
environment variables.

For adetailed list of environment variables that must be set before you install
Content Server on UNIX or Linux systems, see “Appendix A, Required
Environment Variables for UNIX and Linux,” in the EMC Documentum
Content Server Installation Guide.

Setting Up the Installation Directories

Before you install Documentum on a Linux system, you must determine the
directories into which you will install Content Server, and then set two
environment variables in the installation owner’ s environment. Y ou can create
the installation directories before you install the server or you can let the
installation program create the directories from your input. If you allow the
installation program to create the directories, make sure that the directoriesyou
provide during installation match those in the environment variables.

The environment variables and installation directories must contain only ASCII
0 characters. The name of the Documentum installation directory must not contain
spaces.

Make sure that the following environment variables are correctly set:

e The $DOCUMENTUMeNVironment variable correspondsto the directory where
you plan to install Content Server. The installation owner must have read,
write, and execute permission on the $DOCUVENTUMdirectory and its
subdirectories. On Windows systems, the default is/ Docunent umon the
current host. On UNIX and Linux systems, no default directory exists.

e Set the $DM HOVE t0 $DOCUMENTUM pr oduct / <Ver si on_Nunber >. (For
example, $DOCUMENTUM pr oduct / 6. 5.)
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e The $DOCUMENTUM SHARED environment variable sets the DFC installation
directory.

For information on how to define $DOCUMENTUMand $DM HOVE in the
installation owner account, see Installation Owner User Account on page 69.
For detailed information about the file structure, scripts, and configuration
objects that are a part of a Content Server installation, see the EMC
Documentum Content Server Installation Guide.

Default Operating System Permissions

When Content Server creates directories and files in the server installation, it
assigns default operating system permissions to those directories and files. The
default permissions assigned to directories are 777 and the default permissions
assigned to files are 666.

Y ou can change the defaults assigned to public directories and files by setting
the umask key intheserver . ini file. Setting umask affects all public
directories and files created after the key is set.

The umask key works similarly to the UNIX umask functionality. Thevalueis
subtracted from the default permissions to determine the actual permissions
assigned to afile or directory. For example, if you set umask=2, then the
default permissions assigned to directories becomes 775 and the default
permissions for files becomes 662. Or, if you set umask=20, then the
permissions become 757 for directories and 626 for files.

To change the default permissions for all files and directories, you must
modify theserver . i ni file before Content Server starts. Choose Custom
repository configuration, then modify theser ver . i ni file by adding the
umask key and avalue.

Distributed Configurations and UTC Time

If you install a distributed configuration, make sure that all host computersin
the configuration are set to the same UTC time.
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Required Groups

This section describes the Linux groups necessary to install Content Server. On
Linux, every Content Server installation must have group and user accountsfor
the installation owner, repository owner, and repository users. The installation
owner group and individual accounts must be set up before you install the
Content Server software. Y ou can set up the repository owner (database user)
account in the database either before installation or during repository
configuration. Repository users are created after the repository is created.

Installation Owner Group

To support external password validation, set up a group account whose
members are the installation owner, any other Content Server administrators,
and repository owners. This group will own the external password validation
program.

Required Individual Accounts

On Linux, every Content Server installation must have group and user
accounts for the installation owner, repository owner, and repository users.
Some of these accounts must be in place before you begin to install. Y ou can
set up other accounts during or after installation.

Every Content Server installation must have an owner and each repository
must have an owner. Each repository has users. The individual responsibilities
of the installation owner, repository owner, and repository users are described
in the following sections.

Installation Owner User Account

Create aLinux user account (referred to in this document as dctm) that you can
use to install, execute, and administer Content Server.

) The user account password must not contain special characters such as $ or @.

The installation owner is the user whose account is used to install Content
Server and create arepository. The server runs under the installation owner
account.
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Theinstallation owner must have an operating system account. Theinstallation
owner user name must consist of ASCII alphanumeric characters, dashes (-)
and underscores (). Thefirst character must be aletter. The installation owner
password must consist of |etters, numbers, dashes, underscores, and periods.

The installation owner account must have read, write, and execute permission
onthe/ var/ t np directory and on the installation directory ($DM | nstal | and
its subdirectories).

Do not use the root account as the installation owner account.

Asinstallation owner, you can perform all administrative or maintenance tasks
associated with repository installation. After you create arepository, you can
create additional repository accounts with Superuser or System Administrator
privileges. Y ou can aso use those accounts for repository administration.

After you install Content Server, you must enable the automatic deletion of old audit
trail objects from the repository. For information on how to do this, see the EMC
Documentum Content Server Installation Guide.

Y ou can create an operating system account to use exclusively for server
installation and repository maintenance. Y ou can use asingle user account as
installation owner for multiple Documentum installations on your network.

On Linux, you can create multiple server installations on a single host
computer. You can have separate installation owners for each installation or
you can use separate environment files to enable a single installation owner to
own all of the installations.

Repository Owner Account

The repository owner isthe user whose account is used to connect to the
database. The repository owner owns al objectsin the database. Each
repository must have a unique repository owner.

The repository owner user name and password must consist of letters,
numbers, dashes (-) and underscores (). Thefirst character in the name must
be aletter, and all characters must be ASCII characters. The corresponding
password must consist of a combination of letters, numbers, dashes,
underscores, and periods.
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During server installation, you can specify an existing database account for
database access. If you designate an existing account to use for database
access, that user becomes the repository owner. Alternatively, the installer can
create a database user during installation. The new user then becomes the
repository owner. If theinstaller creates the database user, the database user
name defaults to the repository name.

Assign the following privileges to the database user account of the repository
owner:

e Connect to the database

e Createtables, views, and indexesin the database
e Insert records (rows) into tables

e Drop tables, views, and indexes

e Unlimited tablespace

If you allow the Content Server installer to create a database account for the
repository owner, the required privileges are automatically granted to the
repository owner. If you create the account before you run the installer, assign
the CONNECT and RESOURCE privileges to the account.

Setting Up the Linux Services File

Theser vi ces file containsinformation on the port numbers used by the
services or processes that run on ahost. Theser vi ces file must contain an
entry for each repository running on a host.

On Linux, you must manually create the service name entry in the ser vi ces
file before you install the server. For each repository running on the host, the
service name entries are made in one of the following:

e /etc/services file
e NISservices map

Y ou must have root privilegesto edit the/ et c/ ser vi ces file.
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The repository does not have a default service name or default port number.
The service name you place in the ser vi ces file must be the same name you
provide during repository configuration, which is then used to create the
server.ini file. The service name for the repository can be the same as the
repository name, but thisis not a requirement.

Asroot, create the service name entries using the following format:

<Servi ce_Nane> <Port _Nunber>/tcp #Conment here, if needed

or

<Repository> <Repository Port>/tcp # RepositoryFor PPM

<Reposi t or y> and <Reposi t ory_Por t > are user-specific. The port must be
an unused port on the machine running Content Server, and the repository
name must be an a phanumeric string unigue to the repository. The repository
name can contain hyphens (-) and underscores (_), but no other specia
characters.

If Network Information Service (NIS) isrunning, the local servicesfile(/ et c/
servi ces) isignored. Place the entriesin the NIS services map. Use the
ypwhi ch command to identify the host name of the NIS master server, if one
exists.

The port number can be any unused port number greater than 1024. (Linux
reserves port numbers up to 1024 for system use.) For example, if the
repository service were named mugwort, the services file entry might be:

mugwort 1497/tcp # repository

If you have multiple repositories on a single machine, create a servicesfile
entry for each repository. Make sure that each has a different name and port
number.
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Content Server Installation Directories for Linux

Y ou can create the installation directories before you install the server or you
can let the Content Server installer create the directories from your input.

If you allow the server installer to create the directories, make sure that the
directories you specify during installation match those in the environment
variables.

Determine the directories where you plan to install Content Server, and then
set the $DM | NSTALL and $DM_HOVE environment variables in the installation
owner environment.

The $DM | NSTALL environment variable corresponds to the directory where
you plan to install Content Server. The installation owner must have read,
write, and execute permission on the $DM | NSTALL directory and its
subdirectories. The $DM HOVE environment variable corresponds to the $DM
| NSTALL/ pr oduct / <Ver si on> directory.

The environment variables and installation directories must contain only ASCII
characters. The directory in which you install Content Server must not contain spaces
) or any of the following characters:

P 2" <>

Default Operating System Permissions on Linux Directories and Files

As Content Server creates directories and filesin the server installation, it
assigns default operating system permissions to them. The default permissions
assigned to directories are 777 and the default permissions assigned to files are
666. To change the defaults assigned to public directories and files, set the
umask key intheserver.ini file Settingumask affectsall public directories
and files created after you set the key.

The umask key works similarly to the UNIX umask functionality. Thevalueis
subtracted from the default permissions to determine the actual permissions
assigned to afile or directory. For example, if you set umask=2, then the
default permissions assigned to directories becomes 775 and the default
permissions for files becomes 662. Or, if you set umask=20, then the
permissions become 757 for directories and 626 for files.
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Preparing fo Install Content Server

Before you install Content Server, you must perform some configuration steps
and set up the required user accounts on the system.

The configuration tasks are as follows:

1. Make sure that the machine on which you plan to install Content Server has
accessto avalid SMTP server for email notifications.

Although PPM Center does not use this notification mechanism, you
cannot install Content Server without it. If avalid SMTP server host name
is not available during installation, supply an invalid host name so that the
installation can finish. Do not leave the field blank.

2. Stop al nonessential services and stop all nonessential programs.
3. (Windows only) Add the following environment variable:
Edit the PATH variable to include:

<DFC_Hone>\ <Java_\Ver si on>

where <Java_Ver si on> isthe Java Runtime Environment (JRE) version
supported for the Content Server version you plan to install. The DFC
installation location is set during server installation. It istypically C: \

Pr ogram Fi | es\ Docunent um

4. Obtain the Content Server bundle for your operating system and copy it to
atemporary directory from which to run the installation.

) This temporary directory is referred to in this manual as $DM | NSTALL.
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5. Use an extraction utility such as UnZip or use the Javaj ar xvf command
to extract the installation bundle and extract the following files:

6. Select the installation directory.
The directory path name cannot contain spaces or special characters.

7. Check the regional and language options settings on Windows to make
sure that the selected date format displays a four-digit year.

8. If you install adistributed configuration, make sure that all host computers
in the configuration are set to the same Universal Time Coordinated (UTC)
time.
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Preparing to Install Content Server on a UNIX or Linux System

Before you install Content Server on a Linux system, make sure that the
following tasks are compl eted:

1. Content Server Installation Directories for Linux on page 73
2. Setting Up the Linux Services File on page 71
3. Set up required Linux accounts.

Set up a group account, an installation owner account, and a repository
owner account.

a. Installation Owner Group on page 69
b. Installation Owner User Account on page 69
¢. Repository Owner Account on page 70

4. Content Server uses a semaphore. Make sure that semaphores are enabled
on the host machine.

5. Make surethat no valueis set for the DM or DOCUMENTUM
environment variables, as follows;

$ env | grep DM
$ env | grep DOCUMENTUM

Linux Installation Considerations
Before you install Content Server on Linux, consider the following:

e Because Content Server is not a Java application, there are
version-dependent installers.

e Content Server installation requires root access to the host machine.
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Preparing fo Integrate PPM Center with a Stand-Alone Instance
of EMC Documentum Enterprise Edition

If your organization already has a stand-aloneinstance of EMC Content Server
EE (version 6.5) installed, you can integrate PPM Center 8.00 with that
instance to implement HP document management in. To to this, you must first
purchased and download the HP PPM Center Documentum Connector
software.

This section provides information on what to do before you perform the
integration. To integrate the instance with PPM Center, you use the
configuration tool. Instructions on how to run the configuration utility are
provided in Chapter 7, Enabling HP Document Management, on page 139.

To prepare to integrate PPM Center with a stand-alone instance of EMC
Content Server EE version 6.5:

1.

Purchase and download the HP PPM Center Documentum Connector
software from the HP PPM Center download site.

Stop the PPM Server.

For information about how to stop and start the PPM Server, see the PPM Center
Installation and Administration Guide.

To install the ppndocunent um j ar file, run kDepl oy. sh (located in the
<PPM_Home>/bi n directory).

Place the pprdocunent um j ar fileinto the following directory:

<PPM Ser ver Name>\ ser ver\ <PPM _Ser ver Nanme>\ depl oy\i t g. war\
VEB-TNFR\Iib

If document management is enabled on your PPM Center 7.5 installation,
then after you deploy the HP PPM Center Documentum Connector
software, do the following:

a. Obtain the data migration tool (dump and load) from HP Software
Support.
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b. When you upgrade PPM Center, use the data migration tool to migrate
datafrom the old Content Center repository to the repository on your
stand-alone instance.

To use the data migration tool, follow the instructions provided with
the tool.

6. After you deploy the HP PPM Center Documentum Connector software,
you can perform the integration itself. For instructions, see Configuring
Document Management in PPM Center on page 141.
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3 Installing and Contiguring Content Server

This chapter provides the instructions for installing the embedded Content
Server EE software. Before you begin, make sure that you have performed all
of the steps required to prepare for installation, which are described in

Chapter 2, Preparing to Install EMC Documentum Content Server,
on page 27.
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Installing Content Server

80

This section provides information about how install the embedded Content
Server software that HP provides for the HP document management solution.

You do not need a special license to install the HP version of Content Server.
For supplemental information on Content Server installation, see the EMC
documents described in Related Documents on page 24.

Toinstal Content Server:

1. Locate and run one of the following based on your operating system.

Operating System Content Server Installer
Windows ContentServer_<QOper at i ng_Syst enp.exe
UNIX ContentServer_<Qper at i ng_Syst en.bin

The Content Server installer program starts and displays the Welcome
page.

2. Click Next.

Theinstaller verifies your system requirements and prompts you to type
the installation directory.

3. If prompted, select | accept the terms of the license agreement, and then
click Next.

4. (Windows only) Type the full path of the directory in which you want to
install Content Server. For example:

C. \ Docunent um

The directory path name cannot include spaces.
5. Click Next.

Theinstaller prompts you to indicate whether you want to install optional
components for the DFC.
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6. LeaveDeveloper Documentation (18 MB) and any other check boxes cleared

and click Next.

7. (Windows only) Accept the default DFC installation directory ( C: \
Progr am Fi | es\ Docurent um) or type the full path of the directory in
which you want to install the DFC.

This directory name can contain spaces.

8. Click Next.

9. (Windows only) Accept the default DFC user directory (the %OM HOVEY

directory) or type the full path of adifferent directory to use asthe DFC
user directory. Click Next.

10. Type the information for your primary connection broker.

Field Name

Description

Primary
Connection
Broker Host
Name

Name of your primary connection broker host
computer.This must be the same machine on which you
are installing Content Server.

Port Number

Port number for your primary connection broker host
computer. The default port is 1489.The port that you
specify must not be used by any other process. Make
note of the machine name and port number you type so
that you can provide these later as you integrate the
document management module with the PPM Server.

11. Click Next.

12. Leavethe Enable Trusted Content Services cleared and click Next.
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13

14.

15.

16.

17.

18.

Leave the Enable Content Services for EMC Centera cleared and click Next.

Theinstaller prompts you to specify the Java port numbers for Apache
Tomcat. Content Server uses Tomcat internally to run required Java
programs.

PPM Center does not make use of this Content Server feature.

Accept the default port, or type the number of any unused port above 1024
on which Apache Tomcat can listen for requests.

Accept the default port, or type the number of any unused port above 1024
to use to stop the Tomcat server. Click Next.

On the confirmation page, verify your installation parameters, and then
click Next.

(UNIX only) If you have the root user password, select the Run dm_root_
task now check box, and then click Next to run the script. Otherwise, leave
the check box cleared and click Next.

Theinstaller installs the products and components, and then displaysits
final page. Click Finish.

If you choose not to supply the root password during the procedure, you must run
the $DOCUVENTUM dba/ dm r oot _t ask script or the sudo command after
installation and before you continue as root. Otherwise, the connection broker
cannot start, and you cannot create a repository.

Navigate to the $DM | nst al | directory (as root), and run the script as follows:
./dmroot task

Type the group ID of the Documentum user.

Theinstaller prompts you to indicate whether you want to configure the
server now or later.

(Windows only) Select Configure server now, and then click Next.

Theinstaller prompts you to indicate whether you want to restart your
computer.
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19. Select Yes.
After you restart your machine, configuration starts automatically.

20. Proceed to Configuring Content Server Components.
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Configuring Content Server Components

If, after you completed the installation, you clicked Next, the Content Server
configuration wizard starts automatically so that you can begin to configure
Content Server components, as described in Configuring Content Server.

About Creating a Repository

Y ou must create arepository for every PPM Server in your configuration. The
Content Server configuration wizard takes you through that process. This
section describes some of the issues to consider before you run the wizard.

Consider the following for every repository you create:
e A repository requires aservicelisted inthe/ et c/ ser vi ces directory.

e A repository requires a unique database schema created in an Oracle
database.

Multiple repositories cannot share a schema.

HP recommends that you use the same string for the user name of the
Documentum installation owner and for the name of the Oracle database
schema created for the repository.

e When the Content Server configuration wizard prompts you to specify an
ID for the repository (see step 10 on page 81), type a number between 0
and 16,777,215 that is unique to the repository.

e The configuration wizard parses your t nsnanes. or a fileto list database
SID information, and prompts you to select the database to use. If the
database that contains your schemais not listed, the problem might bein
thet nsnanes. ora file.

After the information is collected, the install ation program creates and
configures the repository.

To find log information that can help you diagnose any errors that occur,
look in the following directory:

$DM HOVE/ i nstal | / setup/*. 1 og
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If you add arepository to the existing Content Server (or modify an
existing repository associated with Content Server), then you must stop the
connection broker, and restart it before you can access the new (or
modified) repository. For information about how to stop and start the
connection broker, see Sarting and Sopping the Connection Broker and
Repository on page 91.

If, after you create a repository, you cannot start the connection broker or
start and connect to the repository, try to start and connect manually.

For information about the source of the problem, refer to the error
information reported to the console.

Before the server configuration utility can create arepository, it triesto
start the connection broker. If it cannot start the connection broker, it
cannot continue.
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Configuring Content Server

To configure Content Server components:
1. Restart your computer and log on as the Content Server installation owner.
2. Start the Content Server configuration wizard.
The Welcome page opens.

If the configuration wizard does not start, locate and run one of the
following:

® Server_Configuration_Program exe
® Server_Configuration_Program bin
3. Click Next.

The configuration program performs a series of system checks, and for
Windows systems, prompts you to type the Content Server installation
owner password.

4. (Windows only) Type the Content Server installation owner password.
5. Click Next.

6. Leavethe Enable Trusted Content Services check box cleared.

7. If prompted, leave the License Key field empty.

8. Leavethe Enable Content Services for EMC Centera check box cleared.

The configuration prompts you to choose between the express and custom
configuration methods.

If your organization has an external storage solution such as network attached
storage (NAS) or storage area network (SAN) in place, do not use the

) Documentum express configuration procedure. You must use the custom
configuration instead. For information about custom and express methods for
configuring Content Server components, see the EMC Documentum Content
Server Installation Guide.
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9. If you are not using an external storage solution such as NAS or SAN,
select Express Configuration. If you are using an external storage solution,
select Custom Configuration, and then follow the instructions provided.

The custom configuration wizard may prompt you for additional information. For
) advanced information on how to perform a custom configuration, see the EMC
Documentum Content Server Installation Guide.

Later, if you want to update or delete arepository or perform another
configuration task, you can run the wizard again and select the custom
configuration option.

The configuration wizard prompts you for repository information.
10. Inthe Repository Name field, type a name for the repository to create.

The repository name can contain up to 32 characters. Make a note of the
name so that you can provide it later when you configure PPM Server.

11. Inthe Repository ID field, type a unique ID number between zero (0) and
16,777,215 for the repository.

12. (Optional) Inthe Repository description field, you can type a description of
the repository.

13. Inthe Repository size list, select one of the following.

Description

Small Single table space with an initial data file size of 100 MB.

(Recommended) Separate table spaces for data and indexes,
Medium | with initial data file size of 180 MB and an initial index file size of
180 MB. Adjust the size later, if necessary.

Separate table spaces for data and indexes, with initial data file

Large size of 250 MB and initial index file size of 250 MB.

Asit creates aschema, the configuration wizard creates anew tablespacein
the database.

14. (Windowsonly) Inthe Authentication Domain list, select the authentication
domain.
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15.

16.

17.

18.

(Windows only) For Service Startup Type, click one of the following to set
the repository service at server restart behavior:

® Automatic
e Manual

If other services must start before Content Server can start, then specify a
manual startup. For example, start the Oracle database that contains the
repository, if it resides on the same machine.

(UNIX only) In the Service Name field, type the services name for the
repository.

Thisisthe service name you specified in the servicesfile.

The configuration wizard prompts you to indicate whether you want to
create an Oracle database user account or use an existing account.

Select Create new Oracle user account and tablespaces.

Provide the database connection information listed in the following table.

Label Description

Database in which to install the repository.
The Database Connection String list

Database Connection displays only the names of databases that are
String correctly configured in the Oracle client
t nsnanes. or a file and accessible from this
machine.

User name for the Oracle schema.

The default name is the same as the
repository hame you provided, see step 10
on page 87.

Database User Name

Database User Password | Password for the Oracle schema.

Confirm User Password Password for the Oracle schema.
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Label Description

Database Administrator User name for the SYSTEM account on the

Name Oracle database.
Database Administrator Password for the SYSTEM account on the
Password Oracle database.

19. To send email notifications for some system events, Content Server
requires an SMTP server.

a. Inthe SMTP Server Name field, type the name of an SMTP server on
your network.

b. IntheInstallation Owner’'s Email Address field, type the email address
of the person you want to receive Content Server email notifications.

Email traffic isminimal. Under normal operating conditions, this
account receives no email messages.

20. If you are running the PPM Server on a machine other than the Content
Server hogt, install the DFC on the PPM Server.

For information about how to install the DFC, see Chapter 5, Installing
Documentum Foundation Classes, on page 115.

The server configuration wizard displays a progress bar. Configuration
takes several minutes.

21. After configuration finishes, review the information displayed on the
summary page.

22. On the confirmation page, click Finish.

23. Run the wizard again if you have more than one PPM Server in your
configuration.
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Post-Installation Tasks
After you complete Content Server installation and configuration, do the
following:
1. Usethe Interactive DQL editor (IDQL) tool to test the installation.

For information about IDQL and how to useit, see Appendix B, “IAPI and
IDQL” inthe EMC Documentum Content Server Administration Guide.
For information on how to execute an idgl statement, see Content Server
Configuration Concepts on page 33.

2. Restart the machine.
3. Check to make sure that the PPM Server is not running.

4. RunthekConfi g. sh script.
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Starting and Stopping the Connection Broker and Repository

This section provides steps you can use to stop and start the connection broker
and repository on Windows or UNIX systems. It also contains information
about what to do if you cannot start the repository.

Because the connection broker and repository run as separate processes on
Content Server, you must start and stop them independently. To start and stop
arepository, the connection broker must be running. This means that you must
start the connection broker before starting the repository, and you must stop the
repository before you stop the connection broker.

To start the connection broker and repository:
1. Start the connection broker and then wait for a minute.
2. Only after the connection broker starts, start the repository.

To stop the connection broker and repository, use the reverse process, stopping
the repository first, and then the connection broker.
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Methods to Start and Stop the Connection Broker and Repository

Depending on the operating system that your Content Server is running, you
can start and stop the connection broker and repository using one of the
following methods.

Table 3-1. Starting and stopping the connection broker and repository

g))gfer;hng Use Details
Because the connection broker and
Services page of the repository run as Windows services, you
Windows Microsoft Management | can start and stop them from the Services
Console page of the Microsoft Management
Console.

On the Content Server host:
. Documentum Server 1. Select Start > Programs > Documentum >
Windows Documentum Server Manager.

Manager
2. Use the Start or Stop buttons on the
Repository and Connection Broker tabs.

Navigate to the $DOCUMENTUM dba
directory.

To stop a repository, run dm shut down_
<Reposi tory>.

Windows . To start a repository, rundm start _
Command window .
and UNIX <Reposi tory>.

To stop the connection broker, run dm_
st op_<Connecti on_Br oker >,

To start the connection broker, run dm_
| aunch_<Connecti on_Br oker >.
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If You Cannot Start the Repository

If you cannot start the repository, use the following command sequence to
produce alog file for debugging purposes.

On Windows

> cd %DOCUMENTUMA dba

.\dm start_<Repository>

.\ dm shut down_<Reposi tory>
cd | og

I s <Repository>.1og*

On UNIX

cd $Docunent unt dba

> ./dmstart_<Repository>

> ./ dm shut down_<Reposi tory>
>

>

\

cd | og
| s <Repository>.|og*

Thelog file provides a message similar to the following:

Fri Jul 24 07:59:21 2009 996756 [ DM _SERVER E_REQ STER | N_USE]
error: "The server failed to register itself as there is al ready
a server on port (4678). Error (515) Service nane already in
use. errno: 125, nessage: Address already in use."

Content Server session logs are written to the $DOCUVENTUM dba/ | og
directory. Each repository running on a Content Server has a corresponding log
file, which is created every time Content Server is restarted.

The current log file for arepository is named <Reposi t ory>. | og. Previous
log files names have the suffix . save. <Ti me_St anp>.

For example, if your repository is hamed “PPMdocs,” then, in the
$DOCUMENTUM dba/ | og directory, you would view something similar to the
following:

PPMlocs. | og
PPMdocs. | 0og. save. 09. 12. 2008. 18. 05. 14
PPMlocs. | 0og. save. 11. 11. 2008. 15. 21. 25

For more information about Content Server log files, see the EMC
Documentum Content Server Administration Guide.
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What's Next?

94

After you complete Content Server installation and configuration, you can use
the Interactive DQL editor (IDQL) tool to test the installation. For information
about IDQL and how to useit, see the EMC Documentum Content Server
Administration Guide.

If you are using clustered servers, be sure to install the DFC on the PPM
Servers on which Content Server is not installed. For instructions, see
Chapter 5, Installing Documentum Foundation Classes, on page 115.

After you test the Content Server installation, and install the DFC on all PPM
Servers on which Content Server is not installed, you can enable HP document
management in PPM Center. For instructions, see Chapter 7, Enabling HP
Document Management, on page 139.
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4 Installing Content Server Fulltext Indexing
Software

About this Chapter

The following sections provide basic information about installing and
configuring fulltext indexing. HP strongly recommends that you review the
EMC Documentum Fulltext Indexing System Installation and Administration
Guide for complete details and recommendations.

Overview of Fulltext Indexing

Fulltext indexing enables the rapid searching and retrieval of text strings
within content files and content file attributes. If you are using distributed
content, al content is copied to the primary content store for indexing. The
drive on which the primary content store resides must have sufficient space for
the primary content store plus the content copied from remote stores for
indexing.

During Content Server installation, you are prompted to designate the
languages for which grammatical normalization is enabled. Grammatical
normalization ensuresthat al forms of aword are indexed and that a search for
one form of aword also returns other forms.

Fulltext indexing is enabled in the repository by default when the repository is
created for this Content Server version. However, Content Server itself does
not create or maintain the fulltext index. Y ou must install the fulltext indexing
software components, which create and maintain the index.
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Fulltext indexes enable document management users to search for specific text
in stored documents or document attributes.

The fulltext indexing software consists of .
e Content Server

e |ndex agent

e Index server

Content Server manages the objectsin arepository, generates the events that
trigger fulltext indexing operations, queries the fulltext indexes, and returns
query results. For a complete description of the fulltext indexing process, the
chapter “fulltext Indexing” in the EMC Documentum Content Server
Administration Guide.

About the Indexing Process

The indexing process does not destroy existing content or attributesin a
repository. Indexing is governed by queue items. During normal repository
operations, queue items are generated by operations such as Save operations.
When the index agent runs in migration mode, a single queue item, the
high-water mark, governsindexing. For information about index agent modes
and the high-water mark, see Index Agent Modes on page 99.

During indexing, the content files and attributes are read, but not modified. For
a complete description of the indexing process, see the EMC Documentum
Fulltext Indexing System Installation and Administration Guide.

Language Support

Fulltext indexing supports all standard Unicode character sets. No special
configuration is necessary.

Table 4-1 lists the languages supported for fulltext indexing.
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Table 4-1. Supported languages (page 1 of 2)

Language Code Language Code | language Code
Afrikaans af Frisian fy Maori mi
Albanian sq Galician gl Mongolian mn
Arabic ar Georgian ka gglr(vr\:]z%?n— nb
Armenian hy German de ms;v;fsgkian— nn
Azeri az Greek el Polish pl
Bangla bn Greenlandic ki Portuguese pt
Basque eu Hausa ha ngne;ﬁge rm
Bosnian bs Hebrew he Romanian ro
Breton br Hindi hi Russian ru
Bulgarian bg Hungarian hu Sami_Northern | se
Byelorussian by Icelandic is Serbian sr
Catalan ca Indonesian id Slovak sk
gmzﬁzga zh_cn Irish_Gaelic ga Slovenian sl
gg;?ﬁjﬁa zh_tw Italian it Spanish es
Croatian hr hr Japanese na Swabhili sw
Czech cs Kazahk kk Swedish SV
Danish da Kirghiz ky Tamil ta
Dutch nl Korean ko Thai th
English en Kurdish ku Turkish tr
Esperanto eo Latin la Ukrainian uk
Estonian et Latvian Iv Urdu ur
97

Installing Content Server Fulltext Indexing Software



Table 4-1. Supported languages (page 2 of 2)

Language Code Language Code | Language Code
Faeroese fo Letzeburgesch | Ib Uzbek uz
Farsi fa Lithuanian It Vietnamese Vi
l(:T"g;%g) tl Macedonian mk Welsh cy
Finnish fi Malay ms Yiddish yi
French fr Maltese mt Zulu zu

About the Indexing Software

Two software components, the index agent and the index server, underlie
fulltext indexing operations. This section provides information about these
components.

Index Agent

The index agent exports documents from a repository and prepares them for
indexing. It isaWeb application than runs in an instance of the Apache
Tomcat servlet container. Tomcat is automatically installed during index agent
installation. Each index agent runsin its own Tomcat instance.

A givenindex agent runs against only onerepository. Typicaly, youinstall the
index agent on the Content Server host, but you can install it on a different
machine.

If you install the index agent on a machine other than the Content Server host,
that machine must be running a supported operating system. For alist of the
supported operating systems, see the System Requirements and Compatibility
Matrix.
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Index Agent Modes
The index agent runsin one of the following modes:

e Migration mode. Theindex agent prepares all indexable objects for
indexing in object ID order. A single queue item, the high-water mark,
recordsthe ID of the most recent object indexed. The index agent reads the
value in the queue item, exports the next batch of indexable objects from
the repository, and updates the queue item. Content Server generates a
gueue item if an event such as a check-in or save requires that a new or
modified object be indexed.

e Normal mode. The index agent reads the queue item, prepares the object
for indexing, and updates the queue item. After the index agent
successfully submits the object for indexing, it deletes the queue item from
the repository. If the index agent does not successfully submit the object,
the queue item remains in the repository and the error generated by the
unsuccessful attempt to index the object is stored in the queue item.

) An index agent running in normal mode and an index agent in migration mode cannot
simultaneously update the same index.

Index Server

Theindex server creates fulltext indexes and responds to fulltext queries from
Content Server. Depending on the configuration, asingleindex server instance
can serve one or multiple repositories.

Because the index server operations are processor- and memory-intensive, HP

) recommends that you install the index server on a machine other than the Content
Server host. You must install the index server on the same operating system that is
running on the Content Server host.

Fulltext Indexing Components Configuration Options

Documentum supports the following configurations for the fulltext indexing
components:

e Singlehost. Content Server, repository, index agent, and index server on
same host
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e Separate host. Content Server and repository on one host with the index
agent and index server on a separate host

Each repository requires its own index agent. For example, if you have
multiple repositoriesin a single Content Server installation, you must install a
separate index agent for each repository. Regardless of where the indexing
software resides, asingle index server can serve multiple repositories.
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Preparing to Install Fulltext Indexing

This section provides the steps you perform to prepare to install the fulltext
indexing software for the first time.

To prepare for fulltext indexing software installation:

1. If you planto install the indexing software on a machine other than the
Content Server host, do the following to ensure that the DNS entriesfor the
two machines are correct (so that they can locate each other on the
network):

a. Ontheindex server machine, look up the Content Server host:

nsl ookup <FQDN_of _Cont ent _Server _Host >

where <FQDN_of _Cont ent _Ser ver _Host > isthe fully-qualified
domain name of the Content Server host.

This returns one or more | P addresses for the Content Server host.

b. Usethefirst IP address returned in step 1 for areverse lookup:
nsl ookup <l P_Address_Ret ur ned>

The correct return value is the FQDN you typed in step a on page 101.

¢. If thensl ookup commands do not return the correct values, update the
DNS servers used by the hosts to reflect the correct FQDNSs.

d. If necessary, on a Windows system with more than one network card,
update the host files to ensure that the correct | P address for each host
islisted first.

e. If thensl ookup commands succeeded and return the correct values,
ping the index server host from the Content Server host to ensure it
responds and to ensure that the | P address that responds to the ping is
the IP address defined in the ftengine config object.

2. Disable any antivirus software running on the system.

Toinstall theindex agent and index server, you must be logged on to the
system as the same user who installed Content Server (the Content Server
installation owner).
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3. If you plan to install the index agent and index server on a machine other
than the Content Server host, ensure that the Content Server installation
owner user account exists on that machine.

4. If you plan to install the index agent and index server on a UNIX system,
set the environment variables (listed in the following table) in the
installation owner environment.

Environment

Variable Description Required Values
The directory in . . . .
DOCUMENTUM | which the indexing Any dlyrectory in the installation
L owner's environment
software is installed
DOCUMENTUM _ Thg d|rector.y n Any directory in the installation
which DFC is , ,
SHARED . owner’s environment
installed
Index server library $DOCUMENTUM ful | t ext/
location | ndexServer/lib
LD_LIBRARY_ $DOCUNENTUM f ul | t ext /
PATH, SHLIB_ f ast 40
PATH, or
$DOCUMENTUM_SHARED/
| ndexAgents/ftintegrity
FASTSEARCH Index server location | $DOCUVENTUM f ul | t ext/
| ndexSer ver
DISPLAY Controls the display || ocal host: 0.0
LC_ALL C
Home directory for : . . .
JAVA_HOME the Java installation Any directory in the installation

on the host

owner environment

The index server installation includes a script that sets required

environment variables for running the index server. The script is
set upenv. sh Or set upenv. csh, depending on the shell you use, and it is
located in the <I ndexserver _I nstal | _Di rect ory>/ bi n directory.
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5. To ensure that the environment variables are set correctly, run the
set upenv. sh Ofr set upenv. csh script.

6. For performance reasons, HP recommends that you mount or share the
drive or drives on which the repository file stores are located with the index
server host (see Sharing the Drives where Content Files Reside).

Sharing the Drives where Content Files Reside

The index server requires access to the content filesin arepository. If you
install the index server on the Content Server host, then the index server has
direct access to the file store storage areas.

Because the index server operations are processor- and memory-intensive, HP

) recommends that you install the index server on a machine other than the Content
Server host. You must install the index server on the same operating system that is
running on the Content Server host.

If the index server isnot installed on the Content Server host, the default
behavior of theindex agent isto usethe Get f i | e method to retrieve a
temporary copy of afile, storeit in atemporary location, and pass that location
to theindex server. After indexing the file, the index server deletes the
temporary copy.

For performance reasons, HP recommends that you mount or share the drives
where the repository file store storage areas reside with the index server host.
When the drives are shared or mounted, the index agent uses the Get pat h
method to pass to the index server the direct path to afile that must be indexed.

Mount or share the drives before you install the indexing software. After you
install the software, edit thei ndexagent . xm fileto map thefile storesfor the
index agent and use the index agent administrative interface to indicate that the
file stores are mapped. For instructions on how to edit thei ndexagent . xm
file, see Modifying the indexagent.xml File to Map File Sores on page 111.

Y ou can share or mount the drives so that the content files are read-only. HP
strongly recommends that you mount or share drives so that the paths are
logically identical on the Content Server and index server hosts.
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On Windows hosts, use UNC paths. On UNIX, use NFS and, if necessary,
symbolic links. If you must mount from a Windows platform to a UNIX
platform, use third-party utilities to mount or share the drives. The changesto
thei ndexagent . xn file depend on whether the paths are logically identical.
For instructions on how to share or mount drives, see the documentation for
your operating system.

Even if the file store storage area drives are mounted, XML content is retrieved using

) the Get fi | e method rather than the Get pat h method. Content located in Centera
stores, external stores, or encrypted file stores must be retrieved for indexing using
the Get f i | e method.

Installing the Fulltext Indexing Components

This section provides the steps you perform to install the fulltext indexing
software, and then create a fulltext index. Use these instructionsto install the
index agent or theindex server software. The sameinstallation programis used
for both components. Y ou can install either or both of the components on a
given host.

Note that the installer installs the index agent configuration program, which you use to
) configure an index agent instance. If you do not configure the index agent immediately
after you install the configuration program, you can configure it later.

To install theindex server and the index agent configuration program:

1. Ensure that the repository for which you are installing the index server and
index agent is running.

2. Loginto the index server and index agent host as the Content Server
installation owner.

3. Obtain the installation files and save them to atemporary location on the
host.

4. Start the full text installer. The following table lists the executable file for
the operating systems.
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Operating System Executable Filename
Windows Ful | -fcext_l ndexi ng_Conponents_5. 3_
SP5_wi ndows. exe
HP-UX ful | textHpuxSuiteSetup. bin
AIX ful l text Ai xSuiteSetup.bin
Solaris full text Sol SuiteSetup.bin
Linux ful | textLi nuxSuiteSetup. bin
The Welcome page opens.
5. Click Next.

The license agreement page opens.
6. Click I accept the terms of the license agreement, and then click Next.
Theinstaller program lists the programs you can install.

7. Leave Documentum Index Agent Configuration Program and Documentum
Index Server selected and click Next.

8. (Windows only) Indicate whether to install the developer documentation
and the primary interop assembly installer, and then click Next.

9. (UNIX only) On the Select Optional Features page leave the Developer
Documentation check box cleared and click Next.

10. If required, install DFC.
For Windows:

a. Accept the default installation directory ( C: \ Progr am Fi | es\
Docunent un) or specify adifferent directory.

b. Accept the default user directory ( C: \ Docunent un) or specify a
different directory.

On UNIX, the DFC directories are determined by environment variables
set before installation.
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11.
12.

13.
14.

Click Next.

If adncl . ini filedoes not exist on the machine, provide the following
connection information:

a. Inthetext field, type the host name of the computer on which a
connection broker is running.

b. In the text field, type the port number that the connection broker uses.
Click Next.
Install the index server, as follows;

a. Accept the default index server installation directory or specify anew
directory, and then click Next.

b. If prompted, type the password for the account you used to log in, and
then click Next.

The installer verifies the password.
c¢. Type the base port number for the index server, and then click Next.

The index server requires 4,000 available ports in sequence; for
example, if the base port you designate is 3000, the index server uses
ports 3000 through 7000. The default base port is 13000.

d. To enable support for grammatical normalization and parts of speech to
be indexed, select the check box.

Specifying the parts of speech to index can reduce the size of the
indexes and the disk space required to maintain them. Y ou can enable
grammatical normalization only for the languages listed.

If you enable grammatical normalization, it is enabled by default for
Japanese and K orean and cannot be disabled. Content filesin languages
that you do not select or that are unavailable for normalization are still
indexed. For more information about this setting, search for
“grammatical normalization” in the EMC Documentum Content Server
Fulltext Indexing System Installation and Administration Guide.
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e. Choose languages for grammatical normalization and the parts of
speech to be indexed.

f. Accept the default directory ( %OCUVENTUMYY for the fulltext indexes
or specify adifferent directory, and then click Next.

If you specify adifferent directory, ensure that its name contains no
spaces. Theinstaller createsthe\ dat a\ f ul | t ext directory in the
location you specify.

Theinstaller program displays alist of the products to be installed.
15. Click Next.

The installation program displays a progress bar so that you can follow the
progress of the software installation.

16. Click Finish.

17. After you install the fulltext indexing software, ensure that the index server
starts, as follows.

e (Windows only) Select Yes, restart my computer, and then click Next.

e (UNIX only) Navigate to the $SDOCUMENTUM f ul | t ext / | ndexSer ver/
bi n directory, type st art up. sh, and then pressEent er .

The index server starts.
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Configuring the Index Agent
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The index agent configuration program configures the index agent to process
documents for a particular repository and to pass the documents to the correct
index server instance for indexing. Use these instructions to run the index
agent configuration program.

To configure the index agent:

1. To start the configuration program, after the host reboots and you log in as
the installation owner.

e (Windows only) Select Start > Programs > Documentum > Index Agent
Configuration Program.

e (UNIX only) Navigate to $DOCUMENTUM SHARED/ | ndexAgent s and
start the configuration program for your operating system, as follows:

o For AlX, usel ndexAgent _Confi gurati on_Program ai x
o For Solaris, use | ndexAgent _Conf i gur ati on_Program bi n
o For HP-UX, usel ndexAgent _Confi gurati on_Program hp
o For Linux, usel ndexAgent _Confi gurati on_Program | i nux
The Welcome page opens.
2. Click Next.
3. (Windows only) Type theinstallation owner password, and then click Next.
4. Leave Create & Configure Index Agent selected and click Next.
5. On the Select Index Agent Ports page:

a. Inthetop Port Number field, accept the default value specified for
Apache Tomcat (9082), or type a different port number for the index
agent to use to communicate with Tomcat.

(Windows only) The default ports for the first index agent on the host
are 9081 and 9008.
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b. In the bottom Port Number field, accept the default value specified for
the index agent (9009), or type a different port number for the index
agent to use to stop Tomcat.

) If the index agent is on the Content Server host, do not specify port numbers
used by the Java method server or Site Caching Services.

Type the port numbers for the index agent to use to communicate with, and
to stop, Tomcat.The index agent runsin the Apache Tomcat servlet
container. Y ou must designate two ports for the index agent and Tomcat to
use.

6. Click Next.

7. Inthe Repository Name list, select the repository for which the index agent
isto prepare documents.

Thelist displays the repositories that project to the connection brokers
listed inthedncl . i ni fileonthe host. Thedncl . i ni filewas created
during installation if adncl . i ni file was not aready on the host.

8. Click Next.

9. Type the user name and password for the Superuser account for the index
agent to use to connect to the repository.

Use this user name and password later to access the Index Agent Admin
Tool.

The machine where the index server and index agent are installed must be

) identified using a fully-qualified domain name. For example, you could use a host
name such as i sol de. docunent um com but not an IP address such as
172.04. 8. 275.

The index agent configuration program validates the user name and
password you typed.

10. Click Next.
11. Select the Normal Mode for running the index agent.

12. Click Next.
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13. On the Enter Index Server Details page, type the name of the machine
where the index server for thisindex agent is running and the base port
number for the index server.

a. Intheindex Server Host Name field, type the name of the host on which
the index server for thisindex agent is running.

b. Intheindex Server Base Port Number field, accept the default value or
type a different base port number for the index server.

) The index server requires a contiguous range of four thousand free ports. The
default range is from 13000 to 17000.

14. Click Next.
A summary dialog box opens.
15. Review the configuration settings, and then click Next.

e (UNIX only) To start the index agent and its Tomcat instance, navigate
t0 <DOCUMENTUM SHARED>/ | ndexAgent s/ <I ndexAgent N>/, where
<l ndexAgent N> is the number corresponding to the new index agent
instance, and then type st ar t upl ndexAgent . sh.

e (Windows only) Theindex agent is created and Tomcat is started.
16. Click Finish.
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Moditying the indexagent.xml File to Map File Stores

If you have shared or mounted the drives that contain the repository file stores
and installed the indexing software, you must manually edit the index agent
configuration file to indicate that the drives are shared. The changes depend on
whether the file system paths to the content are identical on the Content Server
host and index server host.

To modify thei ndexagent . xm file and map the file stores:
1. Ontheindex agent host, navigate to the following directory:

$DOCUMENTUM_SHARED/ | ndexAgent s/ | ndexAgent 1/ webapps/
| ndexAgent 1/ WEB- | NF/ ¢l asses/

2. Openthei ndexagent . xm filein atext editor.

3. If the pathsto the content files are identical on the Content Server host and
index server host, locate the <expor t er > element and change the value of
the<al | filestores_|ocal >eementto true, asfollows:

<all _filestores_local >true</all _filestores_|ocal >

4. If the paths to the content files are different, create a file store map within
the <expor t er > element.

Do not modify thevalue of <al | _fi | est ores_| ocal >. For example, if
Content Server ison ahost called Dandelion wherefil estore_01is
physically located in the directory / Dandel i on/ Docunent unf dat a/
reposi tory_nane/ cont ent _st or age_01 and the index agent and index
server are on a host from which the drive on the Content Server host is
shared as /mappi ngt oDandel i on/ r eposi t ory_nanme/ cont ent _st or age_
01, createan aliasasfollows:

<l ocal filestore_map>
<l ocal filestore>
<store_nane>fil estore_01</store_name>
<l ocal _nount >/ mappi ngt oDandel i on/ <Reposi t ory>
/ content _storage_01</| ocal _nount >
</local filestore>
<l-- and so on for each filestore --!>
</local _filestore_map>
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If you are indexing content stored on an NAS device or a Windows 2003
Server host, you may view the following error message in the message
attribute of thedni _queue_i tem

Docurent Retri ever : ERROR Retrieval error: Couldn't open file
<file path/name> ERROR Processor error status
Dat aNot Avai | abl e Not read pernission

Toresolve this error, edit the <l ocal _nount > element or elementsin the
| ndexAgent . xm file that reference the storage area or areas on the NAS
device. Add two backslashes immediately after the opening <I ocal _
mount > element. For example, assume the following references a storage
areon an NAS device:

<l ocal _nount >\\ 100. 2. 4. 32\ share3\c\data_f or_exanpl e\ content _
storage_1</1 ocal _nount >

After editing, itisasfollows:

<l ocal _nount >\\\\100. 2. 4. 32\ share3\ c\data_f or _exanpl e\
content storage_1</1ocal _nount >

. Savethei ndexagent . xm file.

. Start abrowser and open the Index Agent Admin Tool at the following

URL:

<Host Nane>: <Port _Nunber >/ <l ndexAgent N>/ | ogi n. j sp

where <Host _Nane> is the name of the host where the index agent is
running, <Por t _Nunber > isthe port where the index agent islistening, and
<I ndexAgent N> is the number assigned to the index agent instance. If the
browser is on the index agent host, replace hosthame with local host.

. Stop the index agent.
. Indicate which file stores are mapped.
. Restart the index agent.

For information on how to stop and start the index agent, see Starting and
Sopping the Index Agent on page 113.
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Starting and Stopping the Index Agent

If the index agent is running in migration mode, use the Index Agent Admin
Tool to start or stop it.

) Note that stopping the index agent does not stop or start the Tomcat process in which
the index agent runs.

To start or stop the index agent running in migration mode:
1. Start abrowser and navigate to the following URL.:

<Host _Name>: <Port _Nunber >/ <I ndexAgent N>/ | ogi n. j sp

where <Host _Nane> isthe name of the host where the index agent is
running, <Por t _Nunber > isthe port where the index agent islistening, and
<l ndexAgent N> is the number assigned to the index agent instance. If the
browser is on the index agent host, replace <Host _Name> with <Local _
Host >.

2. Loginto the Index Agent Admin Tool.

3. To start the index agent, in the index agent status line, click Start.
4. Click OK.

5. To stop the index agent, in the index agent status line, click Stop.
6. Click OK.
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Administering Fulltext Indexing

174

To administer fulltext indexing, you use the Index Agent Admin Tool. Y ou can
use thistool to map file stores, monitor indexing, and stop or start the index
agent and index server on a host.

The Index Agent Admin Tool isinstalled as part of the index agent and index
server installation. It is a JSP page, that you can access by going to the
following URL:

<Host Nane>: <Port _Nunber >/ <l ndexAgent N>/ | ogi n. j sp

where <Host _Name> is the name of the machine on which the index agent is
running, <Port _Nunber > isthe port that the index agent usesto listen, and
<I ndexAgent N> is anumber that designates an index agent instance.
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|
5 Installing Documentum Foundation Classes

About EMC Documentum Foundation Classes

The Documentum Foundation Classes are automatically installed with Content
Server. If you install Content Server on the same machine as the PPM Server,
there is no need to perform a separate DFC installation. However, if Content
Server and the PPM Server are on separate machines, you must install DFC on
the PPM Server. This chapter provides the information you need to prepare to
install DFC, and then to install it.

If you need to install DFC on PPM Server machines that are not Content Server hosts,
) HP recommends that you do so before you install or upgrade to PPM Center version
8.00.

Installation Requirements

Requirements for installing DFC are as follows:
e Video capability of at least 256 colors
e Screen resolution of at least 800 by 600
e On Linux systems, also make sure that:
o /usr/dt/binand/usr/openw n/bin areonthe PATH variable

o TheDISPLAY environment variableissettol ocal host: 0. 0.
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Because the installation program provides a graphical interface, you cannot
use a telnet session to install DFC. Install from the system console, or use an
X server to perform the installation remotely. However, be careful if you install
remotely with a DISPLAY setting to localhost:0.0, because the output is sent
to that terminal rather than the one at which you are working.

Before You Install DFC

>»

This section describes the steps to take before you install the DFC.

DFC runs on a Java virtual machine (JVM) on the machine from which you call it. For
information on the supported versions of the JVM, see the release notes for EMC
Documentum Content Server. Supported versions can change from one minor
release to the next. Using the DFC with an application server may further restrict the
supported versions.

Setting the Environment Variables for the DFC

176

The DFC uses several environment variablesto find its components. On a
Windows system, the DFC installation program sets the values for these
variables with your input. On a UNIX system, you must set these variables
manually before you start the DFC installation. If the installation program does
not find the required environment variables, the installation fails.

Table 5-1 lists the environment variables to set on a UNIX system. Use the
set env SCript to set these variables. Y ou can find the script in the
$DOCUVENTUM_SHAREDY df c/ set _dct m env. sh (. csh).
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Table 5-1

. Environment variables to set for DFC on UNIX systems

Environment

Variable Function Value

Specifies the full path to the
DOCUMENTUM | program root directory, which is | Default: C: \ Pr ogr am
_ SHARED where the DFC program files Fi | es\ Docunent um

are installed.

On Solaris or
Linux systems:

Specifies the location for the

The df ¢ subdirectory of the
program root directory

LD_LIBRARY_ | DFC shared libraries. Add $DOCUVENTUM

PATH SHARED/ df ¢

On HP-UX B _ .

systems: Specifies the location for the The df ¢ subdirectory of the
DFC shared libraries. program root directory

SHLIB_PATH

On AIX systems:

Specifies the location for the

The df ¢ subdirectory of the

LIBPATH DFC shared libraries. program root directory

Specifies the full path to the

i Default:

DOCUMENTUM | USe" root gllrecto'ry, where DFC

creates client-oriented C: \ Docunent um

directories.

Allows Java runtime find the QS&SED/ dcl\'iErrl\llTil\f_an d
CLASSPATH dctm j ar file and the DFC J

conf i g directory.

$DOCUMENTUM confi g to
the class path

To set environment variables on UNIX systems, you can use the set env script, which
is located in the $DOCUMENTUM_SHAREDY df c/ set _dct m env. sh (. csh)

directory.

Table 5-2 lists the environment variables set for DFC on a Windows system.
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Table 5-2. Environment variables to set for DFC on Windows systems

Environment
Variable

Function

Value

PATH

Specifies DFC shared libraries
(DLLs) on Windows.

Full path (followed by a
separator character) is
placed in front of the shared
subdirectory of the Content
Server program root.

CLASSPATH

Allows Java runtime find the
dct m j ar file and the DFC
conf i g directory.

Full paths (with separator
characters) of the dct m j ar
file and the conf i g directory.
Examples:

e C\Program Fil es\

Docunent um\  Shar ed\
dctm j ar

e C:.\ Docunent um
config)

File System Locations for the DFC Components

DFC maintain components in different file system locations, which are
described in the following sections.

DFC Program Root Directory

The DFC installs program files under the program root directory. On
Windows, the installation program asks for a program root directory and uses
theC:\ Progr am Fi | es\ Docunment umdirectory if you do not specify alocation.
On UNIX systems, the installation program uses the environment variable
DOCUMENTUM_SHARED to determine the program root directory. If thisvariable
is not defined, the installation fails.

DFC User Root Directory

The DFC creates client-oriented directories (for example, checkout and
export ) in the user root directory. On Windows systems, the installation
program asks for a user directory root and uses C: \ Docunent umif you do not

specify alocation.
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On UNIX systems, the installation program uses the DOCUVENTUMenvironment
variable to determine the user directory root. If thisvariable is not defined, the
installation fails.

Directory for Shared Libraries

The DFC installation program places shared libraries at specific locations
relative to the program root directory. On Windows systems, the installation
program uses the shared subdirectory of the program root directory. It addsthe
full path of thisdirectory (followed by a separator character) to the value of the
PATH system environment variable.

On UNIX systems, the installation program uses the df ¢ subdirectory of the
program root directory. Y ou must place the full path of this directory onto the
library path. Table 5-1 liststhe library path environment variable namesfor the
different UNIX-based operating systems.

Directory for the DFC Configuration Files

The installation program creates the conf i g directory to store configuration
files. The installation program creates the directory under the program root
directory on UNIX systems, and under the user root directory on Windows
systems. For the DFC to operate successfully, the classpath must contain the
full path to the config directory.

On Windows systems, the installation program adds the full path of theconfi g
directory (followed by a separator character) to the value of the CLASSPATH
system environment variable.

On UNIX systems, you must place the full path of the conf i g directory onto
the classpath. For example, in the syntax of the csh shell, add $DOCUVENTUM.
SHARED\ confi g: to the front of the values defined for the CLASSPATH
environment variable. Because the installation program does not use this
setting, you can do this before or after you run the installation program.

The DFC_DATA environment variable has been deprecated. To specify a directory to
contain the config directory, use the df c. dat a. di r property in the

0 df c. properti es file. (If the DFC installation program finds DFC_DATA set to the full
path of a directory, it uses the conf i g subdirectory of that directory as the location of
configuration files.

Installing Documentum Foundation Classes 179



Locations of the DFC Classes

The Java runtime environment uses the CLASSPATH environment variable to
find the DFC and the conf i g directory. On a Windows system, the installation
program places the full pathsto dct m j ar and the conf i g directory (with
separators) at the front of the classpath. On a UNIX system, the installation
program does not modify the classpath. Y ou must place the full paths of
dctmj ar fileand theconfi g directory on the CLASSPATH variable.
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Installing the DFC

This section contains instructions on how to install the DFC using the
graphical interface of the installation program.

Installing DFC on Windows Systems

Toinstall DFC on a Windows system:

1. Log on to the machine that is hosting the PPM Server as a user with
administrator privileges.

2. Rundf cW nSui t eSet up. exe.

The Documentum DFC Runtime Environment I nstaller wizard opensto the
welcome page, which lists the products available for installation.

3. Click Next.

4. Read the license agreement, select | accept the terms of the license
agreement, and then click Next.

Documentum DFC Runtime Environment Installer

Ciocumentumn DF C Runtime Environment - Directory for Documentum Software
Destination Directory
C:AProgram Files\Documentum
Browse
crrnr BB cancel
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5. Accept the default installation directory displayed in the Destination
Directory field (C:\ Progr am Fi | es\ Docunent um , or use the Browse
button to locate and select a different directory.

6. Click Next.

7. Theinstaller lets you select optional features to install. Leave the check
boxes cleared and click Next.

Documentum DFC Runtime Environment Installer

Documenturn DFC Runtime Environment - Select User Directary

Click Next to choose the default User Directory, or click Browse to
choose another directory. The User Directary will be used by
Diocumentumn products o store working files, as well as program
settings and log files.

Lger Directory

CilDocumentum

Browse...

= Back | MNext = | Cancel |

8. Accept the default shown in the User Directory field (C: \ Document um), or
specify adifferent directory to contain working files, program settings, and
log files.
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9. Click Next.

Documentum DFC Runtime Environment Installer E”E|E|

Documenturn DFC Runtime Environment - Specify Primary Connection Broker Info

Flease enteryour primary connection broker host computer name and
port number. This information will be used by Documenturn products to
locate repositories. Ifyou don't know the name of your primary
connection broker host computer, please contactvour system
administratar for this infarmation.

Primary Connection Broker Host Mame

Fort Mumber (default = 1489}

1489

= Back | Mext = Cancel |

10. On the next step, provide the location and port number of the connection
broker created during Content Server installation, as follows:

a. InthePrimary Connection Broker Host Name field, type the name of the
Content Server host machine.

Y ou can use an IP address or a symbolic address such as
MyHost . MyConpany. com

b. Accept the default port number (1489) displayed in the Port Number
field, or type a different port number for the Content Server host
machine.

) The DFC installer skips this step if it finds a dntl . i ni file that contains the
required information.

11. Click Next.

Theinstaler lists the DFC components to be installed and the installation
directory for each component.
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12. Click Next.

Documentum DFC Runtime Environment Installer |:||: [z|

Installing Doc DFC Runtime Emvir Please wait...

Cancel

DFC installation starts.

Documentum DFC Runtime Environment Installer |;||: E|

Ciocumentumn DFC Runtime Environment- Designate Global Registry
Designate which repositary is the alobal registry for this installation.

I¥ Designate the global registry repasitary to use

Repository Mame (must be version 5.3 or later)

Login Mame:
dm_bof_registry
Password:

e —

Iw TestConnection

et e cancel |

13. Theinstaller promptsfor information about the global registry for thisDFC
instance to use. Clear the Designate the global registry to use check box.
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Theinstaller displays a warning to advise that global registry information
isrequired, and that you can enable it | ater.

Global registry connection information is required. If you cannot
provide that inforrnation at this tirme, use the Help button to obtain
instructions for enabling a global registry at a later time

14. Close the message box, and then click Next.

15. After the DFC installation is complete, click Finish to exit the installer.

Check the DMCL Shared Library Location

Make sure that the version of the DMCL shared library you just installed isthe
one that the DFC always uses. The shared library has the filename drcl 40 or

| i bdrel 40. The filename extension varies with the operating system. To
determine where the installation program placed the shared library, see
Directory for Shared Libraries on page 119.

Installing DFC on UNIX Systems

Toinstall DFC on aUNIX system:

1. Log on to the machine that is hosting the PPM Server as a user with

administrator privileges.

2. Run theinstallation program. The following table lists the program file to
run, based on your UNIX operating system.

UNIX Operating System Program File Name

Solaris df cSol Sui t eSet up. bin
Linux df cLi nuxSui t eSet up. bi n
AIX df cAi xSui t eSet up. bin

HP-UX (32 bit)

df cHpux11Sui t eSet up. bi n

HP-UX (64 bit)

df cHpuxi a64Sui t eSet up. bi n

The Welcome window opens.

Installing Documentum Foundation Classes
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10.
11.
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Click Next.

Read the license agreement, select | accept the terms of the license
agreement, and then click Next.

Theinstaller lets you select optional featuresto install. Leave the check
boxes cleared and click Next.

On the next step, provide the location and port number of the connection
broker created during Content Server installation, as follows:

a. InthePrimary Connection Broker Host Name field, type the name of the
Content Server host machine.

Y ou can use an IP address or a symbolic address such as
MyHost MyConpany. com

b. Accept the default port number (1489) displayed in the Port Number
field, or type a different port number for the Content Server host
machine.

The DFC installer skips this step if it finds a dntl . i ni file that contains the
required information.

Click Next.

Theinstaler lists the DFC components to be installed and the installation
directory for each component.

Click Next.

Theinstaller promptsfor information about the global registry for thisDFC
instance to use. Clear the Designate the global registry to use check box.

Theinstaler displays a warning to advise that global registry information
isrequired, and that you can enable it | ater.

Close the message box, and then click Next.

After the DFC installation is complete, click Finish to exit theinstaller.

Chapfer 5



Troubleshooting the DFC Installation

The DFC installation program maintains an error log, which it writesto afile
named set upError . | og in the working directory. If it cannot write to the
working directory, it writes to the home directory of the user who ran the
installation. If installation fails, this file can help you determine the cause. If it
does not, and you must call HP Software Support, supply your support contact
with the entire log file, unedited. The set upError . | og file does not contain
passwords or other secure information.
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6 Upgrading HP Document Management

Overview of Upgrading Document Management

This chapter provides information about how to upgrade the HP document
management module and how migrated attachments are organized in an
upgraded Content Server repository. It also includes information about the
Document Cleanup Service, which you can use after you upgrade to rid the
system of files that are no longer attached to PPM Center entities.

HP Document Management Upgrades Paths

Y ou upgrade HP document management in one of the following ways:

e Upgrade from the embedded Content Server 5.3 SP2 software to the
embedded Content Server EE version 6.5 SP1 software that HP supplies.

e Transition from HP document management based on Content Server 5.3
SP2 to document management based on integration with a Documentum
Content Server EE version 6.5 instance that your organization has already
installed.

If embedded Content Server 5.2 software is installed on your system, contact HP
) Software Support Web site (hp.com/go/hpsoftwaresupport) for assistance with
upgrading.
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Upgrade Considerations

Before you begin to upgrade document management, keep the following points
in mind:

e PPM Center users can only view attachments and references only if you
remain on Documentum 5.3 after you upgrade to PPM Center 8.0. While
PPM Center is connected to Content Server in read-only mode, document
management users cannot:

o Check filesin or out, or undo afile check-out
o Attach documentsto PPM Center entities

o Deletefiles

o Create new user accounts

e |f you have Apache Tomcat or another application server on the Content
Server host as a Java method server, stop the application server before you
begin the upgrade. On Windows, make sure that the application server does
not start automatically after a host restart.

e A Content Server upgrade involves upgrading the server and repository.
After you upgrade, you cannot revert to previous versions of the server.

e Theamount of time required to upgrade arepository depends on the size of
the repository and can be substantial. Allow enough time for backing up
the repository and performing the upgrade.
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Upgrading Content Server Embedded Software

This section describes the instructions for upgrading the HP document
management solution (upgrading from embedded Content Server software
from 5.3 SP2 to the version 6.5 SP1) after you upgrade to PPM Center version
8.00.

) For information on how to upgrade to PPM Center version 8.00, see the Upgrade
Guide.

To upgrade the HP document management embedded software:

1. Stop the PPM Server.

) For instructions on how to stop the PPM Server, see the Installation and
Administration Guide.

2. Back up your existing Content Server repository.
3. Disableall jobsin the repository on the host.
4. Shut down the repositories and connection brokers.

5. If you have Apache Tomcat or another application server on the Content
Server host as a Java method server, stop the application server before you
begin the upgrade. On Windows, make sure that the application server does
not start automatically after a host restart.

6. Locate and run one of the following based on your operating system.

Operating System Content Server Installer
Windows ContentServer_<QOper at i ng_Syst enp.exe
UNIX ContentServer_<Qper ati ng_Syst enp.bin

The Content Server installer program starts.

7. Provide the required information when you are prompted to do so.
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10.

11.

12.

13.

14.

15.

16.

17.

. Theinstaller detects your earlier installation of Content Server, and gives

you a chance to cancel if you first need to stop all repositories and
connection brokers (see step 4).

Click OK to continue.
After the wizard lists the components to be upgraded, click Next.
The program upgrades Content Server.

On the Server Configuration Program - Select Configuration Type step,
select Custom Configuration, and then click Next.

On the Server Configuration Program - Select Connection Broker Action
step, select Upgrade an existing connection broker, and then click Next.

When the installer prompts you to confirm that you want to upgrade the
existing connection broker, click OK.

On the Server Configuration Program - Select Repository Action step,
select Upgrade an existing repository, and then click Next.

When the installer prompts you to confirm that you want to upgrade the
existing repository, click OK.

After you finish configuring Content Server, run the PPM Center server
configuration utility (kConfi g. sh script).

For instructions on how to run the PPM Center server configuration utility, see
Chapter 7, Enabling HP Document Management, on page 139.

Restart the PPM Server.
Test the upgraded system.
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Upgrading from Document Management Using Embedded
Content Server Software to Using a Stand-Alone Deployment
of EMC Documentum Content Server

To switch from PPM Center version 7.5 with document management enabled
to PPM Center version 8.00 integrated with a stand-alone deployment of
Documentum Content Server Enterprise Edition:

1.

>»

Purchase and download the HP PPM Center Documentum Connector
software from the HP PPM Center download site.

Stop the PPM Server on your version 7.5 system

For information about how to stop and start the PPM Server, see the PPM Center
Installation and Administration Guide.

To install the ppndocunent um j ar file, run kDepl oy. sh (located in the
<PPM_Home>/bi n directory).

To deploy the HP PPM Center Documentum Connector software, pace the
ppndocurent um j ar fileinto the following directory:

<PPM Ser ver Name>\ ser ver\ <PPM Ser ver Name>\ depl oy\i t g. war\
WEB-INF\lib

. Obtain the data migration tool (dump and load) from HP Software Support.

Do the following. (Y ou can perform these tasks at the same time.)

e Upgradeto PPM Center 8.00. (For instructions, see the Upgrade
Guide.

e Usethe data migration tool (using the instructions provided with the
tool) to migrate data from the old Content Center repository to the
repository on your stand-alone instance.

. Tointegrate PPM Center with your stand-alone Content Server instance,

run the PPM Center server configuration utility (kConf i g. sh script).

For instructions on how to run the PPM Center server configuration utility, see
Chapter 7, Enabling HP Document Management, on page 139.

Upgrading HP Document Management 133



Folder Structure for Migrated Attachments
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8. Restart the PPM Server.
9. Test the upgraded system.

This section addresses how the files you attach to PPM Center entities are
organized in Documentum Content Server (embedded or stand-alone instance)
after you enable document management.

Figure 6-1 and Figure 6-2 show the folder organization in a Content Server
repository after PPM Center is configured with Content Server (displayed in

EMC Repolnt).

Figure 6-1. PPM Center attachment file folders in the Content Center repository

ATl Tope L., | CIUEE, ..

APT WL, | Progr...

SBO ...

Trace...

=0

= g# dctm [Exp]
+ - detm
=
+ Misc
+ Packages
+ Projects
+ Requests
+-#| Integration
+-H itg

-4 ppm

CER

b=
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Figure 6-2. Expanded attachment folders in the Content Server repository

e Tvpe ., | Quer,,, | APIVi... Progr... |SBO ... |Trace... =8
o i

= Rg# dctm [Exp]
+-fl detm
=il
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% contact_01
% prograrm_01
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E] pack_01
|__§ pack_02
= Projects
= 30020_Enterprise
= 30572 _projeckl
B pri_n
= 30573 _project2
B prinz
= Requests
= 20000_Bug
= 30571

% req_02

In the example shown in Figure 6-1 and Figure 6-2, “PPM_01" is the name of
the cabinet used to store PPM Center attachments. The Content Server
repository name is the name you provided when you ran the server
configuration tool to integrate PPM Center with the Content Server (see

step 13 on page 146).

During theintegration with Content Server, the configuration utility createsthe
following folders within the cabinet:

e Packages. Files attached to packages through user data fields or as
references are stored in this folder.

e Projects. Filesattached to projects through user datafields or as references
are stored in thisfolder. The first time a user attaches a document to a
project of agiven type, asubfolder is created for that project typein the
Projects folder.

Each time a user attaches a document to a project of agiven type, a
subfolder is created for that individual project in the folder for that project
type. The subfolder name format is<Pr oj ect _I D>_<Pr oj ect _Nane>. For
example, it might be named “30030 _test project A.” The attachments are
stored in the folders for the individual projects.
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e Requests. Files attached to requests through user data fields or as

references are stored in this folder. The first time a user attaches a
document to arequest of given type, a subfolder is created for that request
type in the Requests folder. The subfolder name format is <Request _I D>.

Each time a user attaches a document to a request of agiven type, a
subfolder is created for that request in the folder for the request type. The
subfolder name format is <Request _| D>. The attachments are stored in
the folders for the individual requests.

Misc. Attachments associated with entities other than packages, projects,
and reguests, such as contacts and programs, are stored in this folder.
“Orphaned” documents are also stored in thisfolder.

For information on orphaned documents and how to manage them, see
Document Cleanup Service on page 137.
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Document Cleanup Service

The PPM Center file system may contain “orphan” files. These are files that
are no longer associated with the entities to which they were originally
attached. Orphans are create if:

e A user deletes an entity to which a document was attached.

e A user abortsthe creation of an entity (request, budget, staffing profile, and
so on) after attaching a document to the entity.

Y ou can use the Document Cleanup Service to delete these orphan files. To do
this, you first enable, and then schedul e this background service.

Enabling and Scheduling the Document Cleanup Service

To enable and schedul e the Document Cleanup Service:
1. Log on to PPM Center.
2. Onthe Open menu, click Administration > Schedule Services.

The Schedule Services page lists all of the available services, and shows
the typical load each service manages, whether the service is enabled, the
type of expression used to schedule the service, and the current run
schedule.

3. Inthe Schedule Services table, click the Document Cleanup Service row.
Items in this row becomes editable.

4. Fromthelist in the Status column, select Enabled.
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5. To select a schedule type, do one of the following:

e Touse asimple expression such as hours, minutes, or seconds to
schedule the service, in the Schedule Type list, leave Simple selected.

e Touseacron expression to schedule the service, from the Schedule
Type list, select Cron.

) For detailed help with scheduling the service, next to the Schedule Type list
heading, click the help icon after the Schedule Type column heading.

6. Inthe Schedule column, provide the smple or cron value to specify the
Document Cleanup Service run interval.

7. Inthetop right corner of the page, click save.

Viewing Service Status

To view the current settings for the Document Cleanup service (or any other
background service):

1. Log onto PPM Center.
2. Onthe Open menu, click Administration > View Services Audit Page.

The Services Audit Results page opens. This page shows whether a service
is enabled, running, when it was last run, when the next run isto occur, and
the scheduled run interval.

3. To make changes to the settings for a service, at the top right corner of the
page, click Done.

The Service Audit Results page opens so that you can make and save
necessary changes to service settings.
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7 Enabling HP Document Management

This chapter contains information on how to integrate PPM Center with EMC
Content Server EE. It aso provides information about how PPM Center files
and folders are organized within a Content Server repository, aswell as
instructions on how to set up security for those files and folders.
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Enabling Document Management
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This section provides the procedure you use to configure PPM Center to work
with Documentum Content Server on Windows or on UNIX systems. Enabling
document management involves configuring the PPM Server so that it has
access to the Documentum Content Server repository.

Before You Enable HP Document Management

Before you enable document management, keep in mind that, after you do, you
cannot disable it and revert to storing attachments in the PPM Center file
system if you have done both of the following:

e Added new attachments from the PPM Center standard interface
and
e Acted on (checked in or out, edited, and so on) any of thefiles.

If you have not performed any actions on migrated files, or if you have a new
PPM Center instance that does not yet have any attached documents, you can
disable document management and revert to storing attachments on the PPM
Center file system.

The document migration that occurs when you enable document management does
not remove the files on the local file system.

If you are integrating PPM Center with a stand-alone installation on EMC
Documentum Content Center EE 6.5, make sure that you read Preparing to
Integrate PPM Center with a Sland-Alone Instance of EMC Documentum
Enterprise Edition on page 77 before you continue.

For information on how to disable document management (after you have
enabled it) in PPM Center, see Disabling Document Management on page 150.
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Configuring Document Management in PPM Center

This section provides the procedure to enable document management on a
single PPM Server. For information about how to enable document
management on multiple nodesin a server cluster, see Enabling Document
Management in a Clustered Server Environment on page 148.

To configure PPM Center to work with the document management modul e;

1. Makethe DFC native libraries available to the PPM Server by setting the
shared library path environment variable on the PPM Center host.

The shared library path varies with the operating environment, as follows:
e On Microsoft Windows, use %ATH.

e On UNIX, use one of the variable names listed in the following table,
based on your specific UNIX operating system.

UNIX Operating System Shared Library Path Variable Name

Solaris or Linux LD_LIBRARY_PATH
HP-UX SHLIB_PATH
AIX LIBPATH

The shared library path must include the location of the native libraries (the
*.dl | fileson Windows and the UNIX native files on UNIX) installed
with the DFC. The location of the native library depends on the operating
environment, as follows:

e On Windows systems, the location is “DOCUVENTUMY shar ed, where
YOOCUMENT UM S the Content Server installation directory.

e On UNIX systems, thelocation is $Docunent unt shar ed/ df ¢, where
$Document umis the Content Server installation directory.

2. Copy thedf c. properti es file, which islocated in the shared directory
under the Content Server installation directory, to the <PPM_Home>/
<Ser ver _Nane>/ conf directory.
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3. Run the <PPM_Hone>/ bi n/ kSt op. sh script to stop the PPM Server, or, on
Windows, stop the server from Windows Services.

4. Set your display options so that the configuration tool can run in graphic
(swing) mode.

Before you perform the next step, make sure that the account under which you
) are to run kConfi g. sh has read, write, and execute permissions to the
directories for PPM Center and for Content Server.

5. Navigate to the <PPM Home>/ bi n/ directory
6. To start the configuration utility, runsh ./ kConfi g. sh.

The HP Project and Portfolio Management Center configuration utility
starts.

[ I A |

|_' I
[

T

Project and Portfolio Management Center

Release 8.0

© Copyright 1397-2008
Hewlett-Packard Development Company, LP

Select the language below for this installation
[engin =] [BR

7. Fromthelist at the bottom of the window, select the language for the utility
to use during the configuration process.
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8. Click oK.

The next step lists all of the tasks that you can perform with the
configuration tool.

Y& kconfig

Configuration Options

Select the configuration tasks to perfarm

[ Edit the server conf File

[~ Corfigurs Windows Services

™ set the Server Mode

I Inkegrate the PPM Server with Documentum Conkent Server
[ Generate Database Statistics

™ Compile J5P Files

[~ MLU {Multi-Language LT}

Previous H

9. On the Select Options step, select the Integrate the PPM Server with EMC
Documentum Content Server check box, and then click Next.

The configuration wizard lists the Content Server components for which
you must supply information.
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10. Click Next.
The dfc.properties File step opens.

dfc.properties File

To specifythe dfc.properties file, use the Browse button. (If a dic.properties file remains from an earlier
configuration, its path is displayed as the default)

[CAPPMIbLl1 410%instal_diriserver\L410\confidFe.properties

Restore Default Choose

Cancel Previous P py

If adf c. properti es fileremainson your system from a previous Content
Server installation, the path to the file is displayed in the field as the
default.

11. Toselect adf c. properti es file other that the default (if shown), use the
Choose button to navigate to and select thefile.
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12. Click Next.

The Integrate the PPM Server with Documentum Content Server step

opens.

Enabling HP Document Management

Integrate the PPM Server with Documentum Content Server

Integrate the PPM Server with Documenturm Content Server

The connection broker is created during Content Server installation. i provides connection
information to client applications.

Connection Broker Server Name:

C ion Broker Server Port:
[1489

The respository is created during Content Server configuration. it is a virtual storehouse for content
files, index files, and object metadata.

Repository Name:

Repository Username:

Repository Password:

The document cabinet is the relative directory in which all PPM Center attachments are to be stored.

Document Cabinet:

Previous
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13. Provide the Content Server information listed in the following table:

14.

Field Name
(*Required)

Description

*Connection Broker
Server Name

Name of the machine that hosts Content Server.
(You can use an IP address.)

*Connection Broker
Server Port

Port number for the connection broker.

*Repository Name

Name of the Content Server repository.

*Repository Username

Username for the installation owner operating
system account on the computer that hosts Content
Server.

*Repository Password

Password for the installation owner operating
system account on the computer that hosts Content
Server.

*Document Cabinet

Relative directory in which to store PPM Center
attachments.

Content Server repository objects are organized
into folders. The document cabinet is a top-level
folder in which the PPM Server instance stores
attached documents.

In <PPM Horre>/ conf/ dms. conf, the

dns. docurrent um cabi net Nane property
specifies the cabinet name to use. HP recommends
that you use the default value.

Click Next.

If the information you provided points to a stand-alone Content Server instance,
and the configuration utility cannot find the HP PPM Center Documentum
Connector software required to integrate the instance with PPM Center, the utility
displays an error message. Before you can proceed with the configuration, you
must purchase and deploy the HP PPM Center Documentum Connector software.
For instructions, see Preparing to Integrate PPM Center with a Stand-Alone
Instance of EMC Documentum Enterprise Edition on page 77
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15. If you are integrating PPM Center with a stand-alone Content Server
instance, and you want to have a Content Server user created automatically
whenever aPPM Center user is created, select the Automatically create new
Content Server users whenever new PPM Center users are created check
box.

Selecting this option means that you do not have to create an account for
the same user in both Content Server and PPM Center.

16. To begin theintegration, click Next.

The configuration utility configures the server and copies any existing
document attachments into the Content Server repository. Progress bars
show the status of the file migration from the PPM Center file system and
of the integration asawhole.

17. If some filesin the attachments directory could not be converted, the
configuration wizard displays a step to advise you of this.

If this occurs, do one of the following:

e Toresolve the conversion problem, leave the default option (No, |
would like to reconcile the attachments before continuing) selected, and
then click Next.

e To continue without resolving the file conversion problem, select Yes,
please integrate my Project and Portfolio Management Server with
Documentum, and then click Next.

18. After the setup is complete, on the last page, click Done.
19. Restart the PPM Server.
After you restart the PPM Server, document management is enabled.

If you have configured PPM Center with an upgraded Content Server instance,
) documents migrated from the old to the new repository were checked out, those
document will have that same status after you run the kConf i g. sh script.
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Enabling Document Management in a Clustered Server Environment

If your PPM Center system includes multiple PPM Servers, you must enable
document management on all of the PPM Servers.

For information on PPM Center server clusters, see the Installation and Administration
Guide.

After you have run the configuration utility to enable document management
on thefirst node (PPM Server) in the server cluster (see Configuring Document
Management in PPM Center on page 141), do the following:

1. Onthe PPM Server that is now integrated with Content Server (either
embedded or stand-alone instances), navigate to <PPM_Hone>/ conf
directory.

2. Copy thedns. conf file.

3. On each additional PPM Server in the server cluster, place the copied
dns. conf fileinto <PPM Hone>/ conf directory.

Veritying Document Management Setup in PPM Center

148

Before you begin to use PPM Center with the document management module,
verify the installation and configuration, as follows:

e |f your PPM Center instance from an earlier release contained attachments,
make sure that you can still access those attachments.

e Attach new documents, modify them, and then check to make sure that the
documents are accessible and correctly versioned.

After your organization starts to use the document management module, you cannot
easily revert the document management functionality and go back to storing attached
documents on the PPM Center file system.
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Troubleshooting Configuration

If you encounter any problems during the configuration process, contact HP
Software Support.

Useful Tools from EMC

The Documentum Content Server installation bundle containsinstallation files
for three tools that you can use to view files associated with specific PPM
Center entities in Content Center repositories and for troubleshooting. These
tools are:

EM C Documentum Administrator. Documentum Administrator (DA) is
a Web-based tool that you can use to manage and administer Content
Server repositories, servers, users, and groups.

EM C Webtop. Webtop lets you access the Documentum Content Server
repository from within abrowser window. If used with Content Server EE,
Webtop provides access to core EMC Documentum content services,
including security, version control, content lifecycles, workflows,
categorization, and search. For moreinformation, go to EMC Documentum
Webtop.

EM C Documentum Repolnt. EMC’s Repository Interrogation Utility, or
Repolnt, lets you navigate Documentum repositories, perform a properties
dump, view the type tree of arepository and run DQL or xXDQL queries.
For more information, go to EMC Developer Network.
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Disabling Document Management

To disable document management functionality after you have enabled it, but
before attachments are migrated to the repository and added to the repository
through the PPM Center standard interface, do the following:

1. Update the <PPM Hone>/ conf / dms. conf file content to include the
following two lines:

dns. fil esys. attachment Di r =<PPM_Honme>\\ att achnent s
dms. dri ver Nane=com ki nt ana. dns. fil esys. DMSFi | eSyst enDri ver

Note that escaping colon (:) and backslash (\) characters are required.

This example is for a PPM Server running on a Windows system. On UNIX
systems, use single forward slashes (/) as directory delimiters.

To implement the configuration change, stop, and then restart the PPM Server.
For instructions on how to uninstall the Content Server software, see the EMC
Documentum Content Server Installation Guide.

Document Management Security
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This section contains information about security and user access with
document management.

After you first integrate PPM Center with a stand-alone deployment of Content
Center EE, EMC Documentum Content Center users have no access to the
PPM Center files and folders stored in the Content Server repository. To give
EMC Documentum Content Center users access to the PPM Center files and
folders, you assign them to groups in the Documentum repository.

If you have integrated PPM Center with a stand-alone instance of Content Server EE
(rather than with the embedded Content Server components that HP supplies), and
selected the Automatically create new Content Server users whenever new PPM
Center users are created option (see step 15 on page 147), users can attach
documents to entities in PPM Center. If you did not select that option, to enable users
to attach documents to entities, you must create Content Server EE accounts for
them.
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Groups in Content Server

Once document management isin place, PPM Center automatically createsthe
following groups in the Content Server repository:

e ppm_all_project
e ppm_all_package
e ppm_al _misc

e ppm_all_request

In addition to these four listed groups, PPM Center creates a group for project
types, for individual projects, request types, and for individual requests. Y ou
add users to these Documentum groups using an administrative tool such as
EMC Webtop or EMC Administrator (see Useful Tools from EMC

on page 149).

When a user logs on to Content Server (through WebTop or Documentum
Administrator), that user has view access to the attachments associated with
the group(s) to which you added him or her. To reduce maintenance and
provide more granular security, consider assigning users at the request type
level or the individual request level.

Synchronizing Repository Folder and Group Names
with PPM Center

The names of the folders and groups in the Content Server repository are
derived from the names of PPM Center entities such as project types, projects,
request types, requests, and so on. If you change the name of a project in PPM
Center, you want that change to be reflected in the name displayed for that
project in Content Server repository.

For information about how PPM Center attachments are organized and viewed in
) Content Server, see PPM Center Documents in the Content Server Repository
on page 169.
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Y ou can have entity name changesin PPM Center propagated to the repository
automatically by enabling the Synchronize Documentum Folder/Security
Group Name background service in PPM Center. When you do, the service
picks up entity name changesin PPM Center, based of the schedule that you
determine, and applies the changes to Content Server.

To enable and schedule the Synchronize Documentum Folder/Security Group
Name background service:

1.
2.

Log on to PPM Center.
On the Open menu, click Administration > Schedule Services.

The Schedule Services page lists all of the available services, and shows
the typical load each service manages, whether the service is enabled, the
type of expression used to schedule the service, and the current run
schedule.

In the Schedule Services table, click the Synchronize Documentum Folder/
Security Group Name row.

[tems in this row becomes editable.
From thelist in the Status column, select Enabled.
To select a schedule type, do one of the following:

e Touse asimple expression such as hours, minutes, or seconds to
schedule the service, in the Schedule Type list, leave Simple selected.

e Touseacron expression to schedule the service, from the Schedule
Type list, select Cron.

For detailed help with scheduling the service, next to the Schedule Type list
heading, click the help icon after the Schedule Type column heading.

In the Schedule column, provide the ssmple or cron value to specify the
when to run the service.

In the top right corner of the page, click save.
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8 What Document Management Users Need
to Know

About this Chapter

This chapter provides the basic information PPM Center users need to know
about HP document management and how to use it. The following sections
include information about how to:

e Attach filesto PPM Center entities with document management in place
e Edit document attachment information

e Check documentsin and out

e Search for entities based on keywords specified for documents

Final section describes for PPM Center attachments are organized in the
Content Server repository, and how you can access them through Content
Server.

153



Attaching Documents fo PPM Center Entities

154

This section contains the procedure to use to attach documents to a PPM
Center entity such as arequest or a project, in aPPM Center instance
containing the document management module.

The following sections provide instructions on how to: attach documents to an
entity in one of following ways:

e Attach adocument to a user data field of an entity (for which one or more
user data fields have been created).

e Attach adocument as areference to any entity that supports references.
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Attaching Documents to User Data Fields

User data fields are customized fields that you can create to capture

information about a PPM Center entity that is not captured by standard fields.
If auser datafield for an entity has avalidation value set to Attachment, then

users can attach documents to that field.

) For information on how to create user data fields, see the HP Demand Management

Configuration Guide.

To add an attachment to a user datafield:

1. Logonto PPM Center and open or create an entity that has auser datafield
to which you want to attach a document.

2. In the attachment section for the user field, click Add.

Add Document

‘File:

Initial Version Comment:

lllll

Document contents are automatically indexed.
Enter additional Key Words here.

Key Words:

The Add Document window opens.

3. IntheFile field, type the full directory path of the file to attach.

Alternatively, you can click Browse, and then navigate to and select the

file.

) The file you specify must reside in a directory on the HP Project and Portfolio
Management Center server.
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4. (Optional) Provide information for the boxes listed in the following table.

Box Description

Type notes on the initial version of the

Initial Version Comment :
document you are attaching

Type the name of the document author or

Author authors

Type a description of the document and

Description :
its purpose.

Type keywords to add to an index of
document contents. The keywords you
add to attachments help users search for
entities with attachments that contain
those words.

Because Content Server’s fulltext
indexing automatically indexes the
contents of text-based files, there is no
need to specify keywords for text-based
documents. However, users cannot
search non-text attachments such as
image files unless you specify keywords.

For information about the fulltext indexing
feature, see the EMC Documentum
Fulltext Indexing System Installation and
Administration Guide.

Key Words

5. Click Add.

=l References

Reference Additions

Hew Reference: | Attachment A Add

References to be added on Save:

Make a Copy| Delete
Save

The References to be added on Save field lists the document file you
specified.
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6. Click save.

=l References

B Artached Documents

Hame Version Size  Author Checked Out By Last Checked In Check In Date
By

Actions InstallConfig p 1 100KE  &dmin user - admin user 22107

Manuial for installing and configuring care 8.2 product.

The document isloaded into the document management system and is now
listed in the Attached Documents section of the entity page.

The information displayed for the attached document also includes:
e Document version, size, and author
e Who (if anyone) has the document checked out

e When and by whom the document was last checked in

Adding a Document as a Reference

To attach a document to an entity that supports references:

1. From the standard interface, open the entity to which you want to attach a
document.

) You can also attach a document to an entity that you are creating and have not
yet submitted.

2. At the bottom of the page, expand the References section.

=l References

Reference Additions

Hew Reference: | Attachment A Add

References to be added on Save:

Make a Copy| Delete

Save

3. Inthe New Reference list, leave Attachment selected.
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4. Click Add.

Add Document

‘File:

Initial Version Comment:

[ | (Browse.. )

Author: ‘admin user ‘

Description:

Document contents are automatically indexed.

Enter additional Key Words here.

Key Words:

Add

Cancel

The Add Document window opens.

In theFile field, type the full directory path of the file to attach.

Alternatively, you can click Browse, and then navigate to and select the

file.

The file you specify must reside in a directory on the HP Project and Portfolio

Management Center server.
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6. (Optional) Provide information for the boxes listed in the following table.

Box Description

Type notes on the initial version of the

Initial Version Comment :
document you are attaching

Type the name of the document author or

Author authors

Type a description of the document and

Description :
its purpose.

Type keywords to add to an index of
document contents. The keywords you
add to attachments help users search for
entities with attachments that contain
those words.

Because Content Server’s fulltext
indexing automatically indexes the
contents of text-based files, there is no
need to specify keywords for text-based
documents. However, users cannot
search non-text attachments such as
image files unless you specify keywords.

For information about the fulltext indexing
feature, see the EMC Documentum
Fulltext Indexing System Installation and
Administration Guide.

Key Words

7. Click Add.

=l References

Reference Additions

Hew Reference: | Attachment A Add

References to be added on Save:

Make a Copy| Delete
Save

The References to be added on Save field lists the document file you
specified.
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8. Click save.

=l References

B Artached Documents

Hame Version Size  Author Checked Out By Last Checked In Check In Date

Actions InstallConfig p 1 100KE  &dmin user - admin user 22107

Manuial for installing and configuring care 8.2 product.

The document, which was loaded into the document management system
after you clicked save, is now listed in the Attached Documents section of
the entity page.

The information displayed for the attached document also includes:
e Document version, size, and author

e Who (if anyone) has the document checked out

e When and by whom the document was last checked in

If PPM Center isrunning, and Content Server stops, users can continue to use
PPM Center, but cannot add or access attachments until Content Server is up
and running again.

Any errors that occur while the PPM Server communicates with Content Server are
recorded in a log file. Server log files are stored in the <PPM _Hone>/ ser ver/

ki nt ana/ | og directory. Server log files are named ser ver Log. t xt and
serverLog_ti nestanp. txt.

Active PPM Servers log output to the ser ver Log. t xt file. The server Log_

t i mest anp files are archived versions of the ser ver Log. t xt file. For more
information about PPM Server log files, see “Getting Information from Log Files,” in
“Maintaining the System,” in the Installation and Administration Guide.
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Editing Document Attachment Information

To edit document attachment information from the References section of an
entity page:

1. Inthe standard interface, on an entity page, expand the References section.

= References

B Atftached Documents

Deseription and rationals - 2007 budget
CostRateRules 1. 1 G3kE  acmin user - admin user 267

Hame Version Size  Author Checked Out By Last CheckedInBy  Check In Date
Actions InstalCantio p... 1 100KE  acmin user - FAmin user 2627

Wanual for instaling and configuring core 8.2 product
Actions TI_Canfighiarkr. 1 233KB  admin user - admin user 267
Actions 2007 Budgets fm 1 G3kE  admin user - FAmin user 2627
Actions

Reference Additions

Hew Reference: | Attachment v Add Highlighted Rems are actively controling this Request

References to be added on Save:

Sawe Successful 11:38:02 Am PST Save

2. Under Attached Documents, to the |eft of the name of the document that
has associated attachment information you want to edit, click Actions.

The Document Actions window opens. From this window, you can view
document information, open the Edit Details window, check out the
document, or remove the document from the Attached Documents Section.

Document Actions: 2007Budgets.fm

Current Document: 2007Budgets.fm Size: 83HB

Version: 1 Version History Status: Checked In by admin user on 221107 11:33 AM PST

Author: admin user Edit Details
Deseription: Key Words:

Description and rationzle - 2007 budget budget, fiscal, quarter, quarterly, asset, cost, financial, estimate

Delete Check Out Cancel
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3. Click Edit Details.

Edit Details of Document: 2007Budgets.fm

“File Hame: ‘ZUUFEI\.IdgEts.fm Size: 83 KB
Version: 1 Version History Status: Checked In by adimin user on 202007 11:33 &M PST
Author: |adm\n user | Document contents are automatically indexed.

Enter additional Key Words here.

Description: Key Words:

Description and rationale - 2007 budget ‘ budget, fiscal, guarter, guarterly, asset, cost, financisl, estimste

Done Cancel

The Edit Details of Document window opens. Y ou can use this window to
change descriptive information about the document.

4. Make the required changes to the document information.

5. Click Done.
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Checking Attached Documents Out and In

To check an attached document in or out, use one of the following methods:

e |f the entity has a custom attachment field, use that field to check the

document in or out.

e Usethe References section of the entity page.

Checking a Document Out and In from the References Section

To check out an attached document, edit it, and check it back in:

1. Inthe standard interface, on an entity page, expand the References section.

=l References

Bl Attached Documents

Hame Version Size
[Dhctions |  InstallConfio.. 1 100 KB
Manual for instaling snd configuring core 8.2 procuct.
[DActions |  TI_Configharkrl 1 233 KB
Actions 2007BUdgets. fm 1 83KE
Description and rationals - 2007 budget
Actions CostRateRules 1. 1 B3 kB

Reference Additions

Hew Reference: | Attachmert v Add

References to be added on Save:

Author
admin user

acmin user

admin user

acmin user

Checked Out By Last CheckedInBy  Check In Date

admin user 26207
admin user 2207
admin user 26207
admin user 2207

Highlighted tems are actively controlling this Reguest

Make a Copy| Delete

Sawe Successful 11:38:02 Am PST Save
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2. Under Attached Documents, to the left of the name of the document you
want to check out, click Actions.

Document Actions: 2007Budgets.fm
Current Document: 2007Budgets.fm Size: 82 KB
Version: 1 Version History Status: Checked In by admin user on 2/2107 11:33 AM PST
Author: admin user Edit Details
Deseription: Key Words:
Description and rationale - 2007 budget hudget, fiscal, quarter, quarterly, asset, cost, financial, estimate
Delete Check Out Cancel

The Document Actions window opens.
3. Click Check Out.
The document opens for editing.
4. After you finish making changes, save and close the document.
The Document Actions window now displays the Check In button.
5. Click Check In.

Notethat, inthe References Added section of the entity page, the document
version number displayed has increased by one.
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Searching for Entities by Document Key Word

In the PPM Center standard interface, you can search for entities based on key
words in referenced documents. Content Server searches the descriptive fields
for the document (author, description, title, and key words) and document
content. The descriptive field searches are relevant to all text and binary
documents. Content searches are relevant only to text-based documents.

To search for an entity using document key words.

1. Open apage for an entity that supports document management.
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2. Inthe Document Key Words box, type one or more words, separated by
spaces, to use as search criteria.

) Keyword searches are not case-sensitive.

The <Entity_Name> Search Results section lists only attached documents
that include all of your search terms. For example, a search for
“development test” is treated as “ development” and “test.” A document
must have both “development” and “test” in its content or its descriptive
fields to qualify as a match. To search for documents that contain either
“development” or “test,” typedevel opnent OR test.

For information about other ways to specify search terms, see Specifying
Search Terms.

3. Scroll to the bottom of the entity page and click Search.

The search returns alist of all entities (of the selected type) that have one or
more attached documents containing key words that match your search terms.
A document that you just attached may not show up on the Search Results page
for several minutes. Before a content search can find a document, the
document content must first be indexed. Although indexing is automatic, the
process is periodic, and so may require several minutes to compl ete.

Specifying Search Terms

In addition to searches based on the AND and OR operators, you can search for
exact phrases, exclude documents based on akey word, or search by
combining queries. This section provides information on how to specify the
key words for these search types.

Searching by Phrase

To search for an exact phrase, type double quotation marks (*key words’) at
either end of the phrase. Content Server returns alist of entities with attached
documentsthat include all of the wordsinside the quotation marks, in the same
order as you typed them.
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Excluding Documents that Contain a Specific Text String

To exclude documents that contain a particular key word, type a minus

character (-) in front of the key word. For example, to include documents with
“development” or “test,” but not those with “production,” type devel opmrent
OR test -production.

Supported Querying

The document management index server software supports the following

gueries:
e TheDQL SEARCH DOCUMENT CONTAINS clause
e Thefollowing DQL WHERE clauses:

(¢]

(¢]

(¢]

(¢]

o

(¢]

String datatypes =, !=, like

Boolean datatypes =, !=

Integer, double, and date datatypes =, =, <, >, <=, >=
id datatypes=, =

The FOLDER clause, including DESCEND

LIKE clauses, including wildcard support

The following are not supported:

e Zone searching

e Chunked XML documents

e Grammatical normalization (lemmatization)

For example, searching for “car” does not return “cars.”

e Wild card searches do not return matches when there is a space in the

result.
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Tokens Associated with Document Management

Table 8-1 lists the tokens related to document management. Y ou can use these
tokens to reference documents, version history, and metadata. Except for boC_
HI STORY, thesetokens are also valid in systems without document
management.

0 These tokens only work for custom fields, and not for reference attachments.
These tokens do not support client-side token parsing.

Table 8-1. Tokens associated with document management

Token Description

Resolves to a URL that, when clicked, opens the
latest version of the document.

Forces user authentication before delivering the
document.

DOC_LINK

Resolves to a URL that, when clicked, displays a
view of the document’s version history.

Forces user authentication before delivering the
information.

DOC_HISTORY

Resolves to the author descriptive field stored with

AUTHOR the document.

Resolves to the descriptive field stored with the

DESCRIPTION
document.

LAST_CHECK_IN_DATE Resolves to the timestamp of the last check-in.

LAST_CHECKED_IN_BY_ Resolves to the full name of the PPM Center user
NAME who added or last checked in the document.

Resolves to the ID of the PPM Center user who

LAST_CHECKED_IN_BY added or last checked in the document.

For more information about tokens and how to use them, see Commands,
Tokens, and Validations Guide and Reference.
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PPM Center Documents in the Content Server Repository

This section provides information about how the documents associated with
PPM Center entities are organized and accessed in the Content Server
repository.

Organization of PPM Center Attachments with Document Management

This section addresses how the files you attach to PPM Center entities are
organized in Documentum Content Server (embedded or stand-alone instance)
after you enable and start using HP document management.

If your document management implementation is based on embedded Content Server
software provided with PPM Center, see your PPM Center administrator for
information about the tools available for viewing the Content Server repository

) contents.

If you have the required permissions, you can use a program like Webtop or the EMC
Documentum Repository Interrogation Utility (Repolnt) to access documents attached
to PPM Center entities in the Content Server repository.

Figure 8-1 and Figure 8-2 show the folder organization in a Content Server
repository after PPM Center is configured with Content Server (displayed in
EMC Repolnt). Organization of attachment folders in the Content Server
repository.

Figure 8-1. PPM Center attachment file folders in the Content Center repository

N Type ., | Quer,,, | APIY... Progr.. |SBO ... | Trace... =8

o e I

—

= g# dctm [Exp]
+-fl dekm
=1
+ Misc
+ Packages
+ Projects
+ Requests
+ Integration
=i itg
-4 ppm
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Figure 8-2. Expanded attachment folders in the Content Server repository

e Tvpe ., | Quer,,, | APIVi... Progr... |SBO ... |Trace... =8

Ga i

= Rg# dctm [Exp]
+-fl detm
=il
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% contact_01
% prograrm_01
i__ﬁ req_01
= Packages
E] pack_01
|__§ pack_02
= Projects
= 30020_Enterprise
= S_DS?ZJrojectl
B pri_n
= 30573 _project2
B prinz
= Requests
= 20000_Bug
= 30571

% req_02

In the example repository shown in Figure 8-1 and Figure 8-2, “PPM_01" is
the name of the repository used to store PPM Center attachments. The
repository name is provided by the administrator during the process of
configuring PPM Center with Content Server (see step 13 on page 146).

During integration, the configuration utility creates the following folders
within the cabinet:

e Packages. Files attached to packages through user datafields or as
references are stored in this folder.

e Projects. Filesattached to projects through user datafields or as references
are stored in thisfolder. The first time a user attaches a document to a

project of agiven type, asubfolder is created for that project type in the
Projects folder.
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Each time a user attaches a document to a project of agiven type, a
subfolder is created for that project in the folder for that project type. The
attachments are stored in the folders for the individual projects.

If you rename a PPM Center project or project type, the Synchronize

) Documentum Folder/Security Group Name background service automatically
renames the associated folders and security groups (if enabled). There is no need
to make any changes in Content Server.

e Requests. Files attached to requests through user datafields or as
references are stored in thisfolder. The first time you attach a document to
areguest of given typein PPM Center, a subfolder for that request typeis
created in the Requests folder in the repository.

Each time you attach adocument to arequest of agiven type, asubfolder is
created for that request in the folder for the request type. The attachments
are stored in the folders for the individual requests, which are arranged
based on their request number in PPM Center.

e Misc. Attachments associated with entities other than packages, projects,
and requests, such as contacts and programs, are stored in this folder.

Accessing PPM Center Attachments through Content Server

Once document management is in place, the following Documentum groups
exist in Content Server:

e Projects
e Packages
e Requests
e Misc

Each of these groups corresponds to one of the folders created in the PPM
Center cabinet (a container used to store attachments). In addition to these four
groups, additional groups are created for each project type, request type,
project, and request.
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If your administrator has assigned you to the Documentum group associated
with a given project folder, request folder, package folder, you have access to
the attached documents through Content Server.

If PPM Center is integrated with a stand-alone instance of Content Server EE (rather
than with the embedded Content Server components that HP supplies), and your
PPM Center administrator has configured the system to create Content Server users

) automatically whenever new PPM Center users are created, you can attach
documents to entities in PPM Center. If your administrator has not configured the
system to create Content Server users automatically, a Content Server EE account
must be created for you.

172 Chapter 8



Index

A
administering
fulltext indexing, 114

Apache Tomcat
port for communicating with, 108
port used to stop, 109

attaching
documents to entities, 154

attaching documents, 21

author information for attached documents,
157, 160

AUTHOR token, 168

background services
Document Cleanup Service, 137
Synchronize Documentum Fol der/Security
Group Name, 151

C

Checked In By information for attached
documents, 157, 160

Checked Out By information for attached
documents, 157, 160

checking document attachmentsin or out, 163

CLASSPATH environment variable
and DFC classes, 120

combination queries, 167

configuration files
for the DFC, 119

configuring

Content Server on a Windows system, 54,
84

Content Server on UNIX systems, 54, 84

document management, 141

index agent on Windows systems for
fulltext indexing, 108

options for fulltext indexing, 99

Oracle client for document management,
45

connection broker, 29
starting and stopping, 60, 91
starting and stopping on UNIX, 61, 92
starting and stopping on Windows systems,
61, 92

Content Server

about configuration, 33

configuring on a Windows system, 54, 84

configuring on UNIX systems, 54, 84

considerations for installing on Linux, 50,
76

creating repositories, 84

default operating system permissions for
filesand directories, 42, 73

installation directories, 41, 73

installing on Linux, 80

installing on UNIX, 51

installing on Windows systems, 51, 80

preparing to install, 74

preparing to install (all systems), 47

173



preparing to install on Linux, 76

preparing to install on UNIX, 49

required accounts for installation on a
Linux system, 38, 69

Content Server components
file stores, 28

creating
Content Server repositories, 84

D

database
language support, 45
remote installation, 44

DESCRIPTION token, 168

DFC
about, 115
CLASSPATH environment variable, 120
configuration files, 119
defined, 30
file system locations for components, 118
installation requirements, 115
installing, 121
installing on UNIX, 125
installing on Windows systems, 121
program root directory, 118
setting environment variables for, 116
shared libraries directory, 119
troubleshooting installation, 127
user root directory, 118

DFC classes
locations of, 120

directories
DFC program root directory, 118
DFC shared libraries, 119
DFC user root directory, 118

disabling

document management, 150
dm_server_config, 33
DOC_HISTORY token, 168
DOC_LINK token, 168

174

document attachments, editing descriptions,
161

Document Cleanup Service
deleting orphan files, 137
enabling, 137
scheduling, 137
viewing status, 138

document management
capabilities, 12
components, 11
configuring, 141
disabling, 150
EMC troubleshooting tools, 149
enabling, 139, 140
impact on PPM Center performance, 19
overview, 11
tokens associated with, 168
upgrading, 129

documentation
EMC Documentum guides, 25

documents
attaching to entities, 21

Documentum Administrator, 149

Documentum Enterprise Edition
using to store PPM Center data, 77

DOCUMENTUM environment variable, 119

Documentum Foundation Classes
about, 115
defined, 30
installation requirements, 115
separate installations, 30
DQL queries
running, 34

E
editing
document attachment descriptions, 161

EM C Documentum
documentation, 25

EM C Documentum Administrator, 149



EM C Documentum documents, 25
EMC Documentum Repolnt, 149
EMC Webtop, 149

enabling
document management, 139, 140

enabling document management
on PPM Server clusters, 148
entities
attaching documentsto, 154

environment variables
setting for the DFC, 116

F

file stores, 28
mapping, 111

fulltext indexing
about the process, 96
administering, 114
configuration options, 99
configuring the index agent on Windows

systems, 108

described, 95
installing on UNIX, 104
languages supported, 96
preparing to install, 101
software, 98

H
HP PPM Center Documentum Connector, 17

IDQL
closing asession, 35
starting a session, 34

index agent
configuring on Windows systems, 108
described, 98
run modes, 99
specifying portsfor, 108
starting and stopping, 113

Index Agent Admin Tool, 114
starting and stopping the index agent, 113

index server
sharing drives containing content files, 103

indexagent.xml file
editing to map file stores, 111

installation directories
Content Server, 41, 73

installation owner account, on Linux, 69
installation owner account, on UNIX, 38
installation owner group, on Linux, 69

installation owner group, on UNIX and Linux,
38
installing
Content Server on Linux, 80
Content Server on UNIX, 51
Content Server on Windows systems, 51,
80
DFC on UNIX, 125
DFC on Windows systems, 121
Documentum Foundation Classes without
Content Server, 30
Oracle client for document management,
45
preparation for, 74
preparation for Content Server install, 47
preparing for on Linux, 76
preparing for on UNIX, 49
tasksto perform after, 59, 90, %4
the DFC, 121

installing the DFC
requirements for, 115

K

key word search, 165

key words
combination searches, 167
excluding entities from a search, 167
searching by phrase, 166

175



L

languages
supported for database, 45
supported for fulltext indexing, 96

LAST CHECK_IN_DATE token, 168
LAST CHECKED IN_BY token, 168

LAST_CHECKED_IN_BY_NAME token,
168
Linux
considerations for installing Content
Server, 50, 76
installation owner group, 38, 69
installing Content Server on, 80
preparing to install Content Server, 76
required accounts for Content Server, 38,
69
required installation owner account, 69
required repository owner account, 70

setting environment variables for the DFC,

116

(0

Oracle client
installing and configuring for document
management, 45

orphan files, deleting, 137

P

PATH environment variable
setting on Windows systems, 47, 74

performance impact
on PPM Center, 19

phrase, searching by, 166

ports
specifying for the index agent, 108

PPM Server clusters
enabling document management on, 148

program root directory
DFC, 118

176

Q

queries
supported, 167

R

remote database installation, 44
Repolnt, 149

repositories
creating for Content Server, 84
described, 29
starting and stopping, 60, 91
starting and stopping on UNIX, 61, 92
starting and stopping on Windows systems,
61, 92

repository owner account, on Linux, 70
repository owner account, on UNIX, 39
required individual accounts, on UNIX, 38

S

searching
key words by phrase, 166

searching for documents based on key words,
165

server.ini file, 33

services
Synchronize Documentum Folder/Security
Group Name, 151
View Services Audit page, 138

servicesfile
setting up, 40, 71
shared libraries directory
for DFC, 119
sharing drives
containing content files, 103
size information for attached documents, 157,
160
starting
connection broker, 60, 91
index agent, 113



repository, 60, 91

stopping
index agent, 113

Synchronize Documentum Folder/Security
Group Name service, 151

T

tnsnames.ora, 45

tokens, 168
AUTHOR, 168
DESCRIPTION, 168
DOC _HISTORY, 168
DOC_LINK, 168
LAST _CHECK_IN_DATE, 168
LAST_CHECKED IN_BY, 168
LAST_CHECKED_IN_BY_NAME, 168

troubleshooting
DFC installation, 127

U

UNIX
configuring Content Server on, 54, 84
installation owner group, 38
installing Content Server on, 51
installing fulltext indexing on, 104
preparing to install Content Server, 49
required individual accounts, 38
required installation owner account, 38
required repository owner account, 39
stopping the connection broker on, 61, 92

upgrading
document management, 129

use-case scenario, 13

\'}

version information for attached documents,
157, 160

w
Webtop, 149

Windows
installing DFC on, 121
setting the PATH environment variable, 47,
74

177



178



	1 Getting Started with HP Document Management
	Introduction to HP Document Management
	Functional Capabilities of HP Document Management
	HP Document Management Use-Case Scenario

	HP Document Management Enhancements to the PPM Center Standard Interface
	Options for Implementing HP Document Management
	How Document Management Affects Performance
	Performance and Attaching Documents

	Overview of Document Management Deployment
	Installation Sequence

	Related Documents
	HP Documents
	EMC Documentum Guides

	Accessing PPM Center Documentation

	2 Preparing to Install EMC Documentum Content Server
	About this Chapter
	Overview
	Content Server Components
	File Stores
	Content Server
	Connection Broker
	Repository
	Documentum Foundation Classes

	High-Level Content Server Deployment Sequence
	Content Server Configuration Concepts
	server.ini File
	dm_server_config Object

	Content Server Installation Requirements and Setup
	Required Windows User Accounts
	Required UNIX Accounts
	Installation Owner Group
	Installation Owner User Account
	Repository Owner Account

	Setting Up the UNIX Services File
	Content Server Installation Directories for UNIX
	Default Operating System Permissions on UNIX Directories and Files
	UNIX Graphical Installer Set Up

	Preparing the Database for Content Server Installation
	Installing and Configuring Oracle Client Software
	Preparing to Install Content Server (All Operating Systems)
	Additional Preparation for Installing Content Server on a UNIX System
	UNIX Installation Considerations


	Installing Content Server
	Configuring Content Server Components
	About Creating a Repository

	Post-Installation Tasks
	Starting and Stopping the Connection Broker and Repository
	Methods to Start and Stop the Connection Broker and Repository
	If You Cannot Start the Repository
	Determining the SMTP Mail Server Host
	Setting Up the Installation Owner Account
	Setting Up the Repository Owner Account
	Setting Up the Repository User Accounts

	Environment Variables
	Setting Up the Installation Directories
	Default Operating System Permissions
	Distributed Configurations and UTC Time
	Required Groups
	Required Individual Accounts

	Setting Up the Linux Services File
	Content Server Installation Directories for Linux
	Default Operating System Permissions on Linux Directories and Files
	Preparing to Install Content Server
	Preparing to Install Content Server on a UNIX or Linux System
	Linux Installation Considerations


	Preparing to Integrate PPM Center with a Stand-Alone Instance of EMC Documentum Enterprise Edition

	3 Installing and Configuring Content Server
	Installing Content Server
	Configuring Content Server Components
	About Creating a Repository
	Configuring Content Server

	Post-Installation Tasks
	Starting and Stopping the Connection Broker and Repository
	Methods to Start and Stop the Connection Broker and Repository
	If You Cannot Start the Repository

	What’s Next?

	4 Installing Content Server Fulltext Indexing Software
	About this Chapter
	Overview of Fulltext Indexing
	About the Indexing Process
	Language Support

	About the Indexing Software
	Index Agent
	Index Agent Modes

	Index Server
	Fulltext Indexing Components Configuration Options


	Preparing to Install Fulltext Indexing
	Sharing the Drives where Content Files Reside
	Installing the Fulltext Indexing Components
	Configuring the Index Agent
	Modifying the indexagent.xml File to Map File Stores
	Starting and Stopping the Index Agent
	Administering Fulltext Indexing

	5 Installing Documentum Foundation Classes
	About EMC Documentum Foundation Classes
	Installation Requirements
	Before You Install DFC
	Setting the Environment Variables for the DFC
	File System Locations for the DFC Components
	DFC Program Root Directory
	DFC User Root Directory
	Directory for Shared Libraries
	Directory for the DFC Configuration Files
	Locations of the DFC Classes


	Installing the DFC
	Installing DFC on Windows Systems
	Installing DFC on UNIX Systems

	Troubleshooting the DFC Installation

	6 Upgrading HP Document Management
	Overview of Upgrading Document Management
	HP Document Management Upgrades Paths
	Upgrade Considerations

	Upgrading Content Server Embedded Software
	Upgrading from Document Management Using Embedded Content Server Software to Using a Stand-Alone Deployment of EMC Documentum Content Server
	Folder Structure for Migrated Attachments
	Document Cleanup Service
	Enabling and Scheduling the Document Cleanup Service
	Viewing Service Status



	7 Enabling HP Document Management
	Enabling Document Management
	Before You Enable HP Document Management
	Configuring Document Management in PPM Center
	Enabling Document Management in a Clustered Server Environment

	Verifying Document Management Setup in PPM Center
	Troubleshooting Configuration
	Useful Tools from EMC
	Disabling Document Management
	Document Management Security
	Groups in Content Server

	Synchronizing Repository Folder and Group Names with PPM Center

	8 What Document Management Users Need to Know
	About this Chapter
	Attaching Documents to PPM Center Entities
	Attaching Documents to User Data Fields
	Adding a Document as a Reference

	Editing Document Attachment Information
	Checking Attached Documents Out and In
	Checking a Document Out and In from the References Section

	Searching for Entities by Document Key Word
	Specifying Search Terms
	Searching by Phrase
	Excluding Documents that Contain a Specific Text String
	Supported Querying


	Tokens Associated with Document Management
	PPM Center Documents in the Content Server Repository
	Organization of PPM Center Attachments with Document Management
	Accessing PPM Center Attachments through Content Server


	Index

